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Federal Communication Commission Interference Statment

This equipment has been tested and found to comigihythe limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limrs designed to provide reasonable
protection against harmful interference in a resiidé installation. This equipment generates,
uses and can radiate radio frequency energy amt ilnstalled and used in accordance with
the instructions, may cause harmful interferenceatho communications. However, there is
no guarantee that interference will not occur padticular installation. If this equipment does
cause harmful interference to radio or televisieception, which can be determined by turning
the equipment off and on, the user is encouragéy tm correct the interference by one of the
following measures:

- Reorient or relocate the receiving antenna.
- Increase the separation between the equipmentasd/er.

- Connect the equipment into an outlet on a cirddferent from that to which the
receiver is connected.

- Consult the dealer or an experienced radio/TVYinexan for help.

This device complies with Part 15 of the FCC Ru@pgeration is subject to the following two
conditions: (1) This device may not cause harmitgrference, and (2) this device must accept
any interference received, including interfererwd thay cause undesired operation.

FCC Caution: Any changes or modifications not egglye approved by the party responsible
for compliance could void the user's authority pem@te this equipment.

IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposhmets set forth for an uncontrolled
environment. This equipment should be installed apdrated with minimum distance 20cm
between the radiator & your body.

This transmitter must not be co-located or opegatmconjunction with any other antenna or
transmitter. We declare this product is limited @iH1-CH11 for 2.4G band by specific
firmware controlled by the manufacturer and isuser changeable.

This device is intended only for OEM integrators umler the following conditions:

1) The antenna must be installed such that 20 cmiistanaed between the antenna and
users, and

2) The transmitter module may not be co-located wmy @her transmitter or antenna.

3) For all products market in US, OEM has to limit tigeration channels in CH1 to
CH11 for 2.4G band by supplied firmware programntog. And OEM shall not
supply any tool or info to the end-user regardmghange the domain selection.




As long as 3 conditions above are met, furtherstratiertest will not be required. However,
the OEM integrator is still responsible for testthgir end-product for any additional
compliance requirements required with this modnsalled (for example, AP, PC or devices
which the antenna can keep 20 cm from the user)..etc.

IMPORTANT NOTE: In the event that these conditions can not be(foetexample certain
laptop configurations or co-location with anothemsmitter), then the FCC authorization is no
longer considered valid and the FCC ID can het used on the final product. In these
circumstances, the OEM integrator will be respdesitor re-evaluating the end product
(including the transmitter) and obtaining a segaFEC authorization.

End Product Labeling

This transmitter module is authorized only for us€evice where the antenna may be installed
such that 20 cm may be maintained between the matend users (for example: AP, Router,
Notebook, etc.). The final end product must be lldhen a visible area with the following:
“Contains TX FCC ID: NHPWLG1308".

The OEM integrator has to be aware not to prouwdermation to the end user regarding how
to install or remove this RF module in the usersimad of the end product which integrate this
module.

The users manual for OEM integrators must inclumefollowing information in a prominent
location “

IMPORTANT NOTE: To comply with FCC RF exposure compliance requeets, the
antenna used for this transmitter must be instatiqatovide a separation distance of at least 2C
cm from all persons and must not be co-locatedparating in conjunction with any other
antenna or transmitter. We declare this produdim#ed in CH1-CH11 for 2.4G band by
specific firmware controlled by the manufactured anot user changeable.




TABLE OF CONTENT

T (0o LU o3 1[0 o 1
Overview Of thiS USEr's GUIAE ...........ounir i e eeeeeeeeeeeeaens 1
Software INStallatioN ... 2
Windows 98se/ME/2000/XP Utility and Driver Instdi@........ 2
Wireless Utility Setting ........ccoouvviiniiit e, 3

Technical SpecificationS...........c.oovviiiiiecee e, 12




INTRODUCTION

Congratulations on your purchase of this 802.11gaW/Imini-PCI Adapter.

This manual helps to get familiar with the Wirelesisii PCI Adapter. This manual
contains detailed instructions in operation of ghieduct. Please keep this manual
for future reference.

With a the 802.11g mini PCl Adapter, a desktop aptdp computer can
communicate with another computer in a wireless .wWegsy-to-use utilities are
bundled with Wireless mini-PCl Adapter for configtion, monitoring, and
diagnosis purposes.

Wireless mini PCI Adapter can wirelessly transmid @eceive data, minimizing the
need for wired connections, at a speed of up tg-fdur megabit per second.
Wireless mini PCI Adapter provides users with aoeas to real-time information
anywhere in their organization. The mobility proasdproductivity and service,
which are not available under wired networks. TheeW¥ss mini PCI Adapter
configuration is easy to change from peer-to-peswarks, suitable for a small
number of users, to full infrastructure networkstloddusands of users that allow
roaming around a broad area.

Overview of this User’'s Guide

Introduction. Describes the Wireless mini PCl Adapter and iadLfees.
Software Installation. Tells how to setup the driver and the utilitytse}.

Technical SpecificationsLists the technical (general, physical and envitental)
specifications of the Wireless mini PCI Adapter.




SOFTWARE INSTALLATION

This section will lead you to install the drivercantility of the 802.11g WLAN
mini-PCI Adapter Windows OS installation.

Windows 98se/ME/2000/XP Utility and Driver Instain

1.

W

Insert the Wireless LAN mini PCI Adapter Driver &tility CD-ROM into
computer’'s CD-ROM Drive and it will automaticallym a setup menu and
install the driver and the utility, for Win98segpke reboot the system to install
the driver to the system properly. In some spesiétting on Windows system,
you may need to proceed the software manually,oggour Windows Start
menu and chooskun, type “D:\Utility\Setup.exe” in the dialog box (Dwill
depend on where your CD-ROM drive is located) diuk ©OK.

If you need to install the driver manually, refeace Windows OS to the
following CD-Rom directory path: D:\Drivers\<Winde/DS>\SIS163U.INF.

Note: (D:\ will depends on where the CD-ROM drives ilocated and
<Windows OS> will depend on the Windows Operatingt®m you are using).

Ver 1.00

IWIRELESS LAN

802.11g WLAN mini-PC| Adapter

Install Software
Browse CD-ROM
Acrobat Reader
Read User's Manual

EXIT

The Install Shield Wizard screen will appear. ClitNext” to continue.

The installation program will help you to setup Weeless Utility.

Be noted that the Windows XP have its own Wireléidity; you can either
use the utility of Windows XP or the provided utyli




5. You will see the icon on the Windows task bar wieun finish the installation.
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When the icon in the toolbar represents in gredorci is properly connected
to the network and if it represents in red colbert it is not connected to the
network.

Wireless Utility Setting

With the 802.11g WLAN mini-PCIl Adapter utility, usecan configure all the
functions provided by the Wireless Monitor Utilitipouble-click the utility icon
that appears in the taskbar.

The Wireless Monitor Utility includes seven tabsat8s, Configuration, Advanced,
Profile, Network, Statistics and About.

Status

The Status screen shows you the status of the &g eldapter, it shows that where
the device is connected to, the Network mode, than@el, the transmit rate and
the encryption mode.

& Wireless Configuration Uhlity HW 21

Stetus | Configuration | Advanced | Profils ]%eiwork | Stotistics | About |
Connected Ta: PM116 : 00-30-B4-82-10-04
Network Mode: Infrastroctore
Channel: 5}
Tramamit Fate: 54 Mbps
Encryphion: 64-bit WEF
Diata Transmitted: 2020 Data Received: 038
Signal Steength: [ 1%
Link Quuality: | 1%
ok | cama | |

There are two dialog boxes showing the data tramstnand the data received. The
two signal lines show the Signal Strength and tind Quality of the device.




Configuration
The Configuration function helps you to configune tNetwork and the Security.

£ Wireless Corfignration Utility HW_31 X
Stetus  Configuretion | Advanced | Profile | Network | Statisties | About |
Network
Network Mode:  |Infrastructure (Aecess Poing) =]
Network SSID:  |TntelaP -]
Charmel: | =]
Security
W Enable Encryption
Encryption Mode : | WEP-Key =]
Anthenticatinn Mode : it -
Default Key : [Key 1 =l
Key Length: |40 /64 Bit |
Key Format: |Hex =l
WEP-Key : |
[ ox ] caes | amy |

Network: the setting of the Network mode, the SSID andGhannels.

> Network Mode:

If you want to connect with an Access Point, pleseteto “Infrastructure” mode. If
you have more stations and just want to set thetocm network, please set the
mode to “Ad-Hoc” mode.

> Network SSID:

The SSID differentiates one Wireless LAN group ndmen another; so all access
points and all devices attemgtlng to connect tgeciic Wireless LAN group
name must use the same SSID. A device will not érenjited to join the BSS
unless it can provide the unique SSID.

Ifttrtl_e SSID parameter is “ANY”, it will detect th&rongest signal of the wireless
station.

» Channel:
It shows radio channel numbers that used for W8s2léAN networking.

The channel number can be set only under the Addiecation mode. In Ad-Hoc
mode stations, each station must have the samaehammbers and SSID.

In Infrastructure mode, the Wireless mini-PCI Adapwill automatically detect the
channel number of the Access Point.

Security: the setting of the Network Encryption.

This function is used to protect wireless commuiicafrom eavesdropping. A
secondary function of encryption is to prevent uhatized access to a wireless
network, and it can be achieved by using the Enmygdunction.




» Encryption Mode:

There are two kinds of encryption modeéEP encryption andWPA-PSK.

Click theEnable Encryptionto activate the security of the mini-PCI Adapter.
WEP-Key: WEP (Wired Equivalent Privacy) relies on a secrey khat is
shared between a mobile station and a base s{éttmess Point).
WEP-Passphrase:the Passphrase in the dialog box helps you totecraa
group of WEP key in the Key Setting.

» Authentication Mode:

Open System:with the same WEP key between the stations, thgost
don’t need to be authenticated, and this algorityam set to default.

Shared Key: with the same WEP key between the stations in thi
Authentication algorithm, this type will use packetith encryption by
transferring a challenge text which will be acknesde by both side of the
stations. In order to choose which authenticatigorghm will be used, you
must know which one the station supports this algar first.
It is recommended to selé&uto” if you are not familiar with the setting.
» Default Key (Key 1 ~ Key 4):
You can type the key that you want to use from KetgtKey #4, and the key that
you type will be the encryption between the statitrat you connected with.
» Key Length, Key Format and WEP Key:
If you select 64bit in Hex format, you must type dlues in the following range
(0O~F, hexadecimal), or 64bit in ASCIl format, yowsh type 5 values in the
following range (0~9, A~Z and a~z Alphanumeric).
If you select 128bit in Hex format, you must typ@g\&lues (0~F, hexadecimal), or
128bit in ASCII format, you must type 13 valueghe following range (0~9, A~Z
and a~z Alphanumeric).
Be sure that the mini-PCI Adapter and the wiretaion were set in the same key.
Note: After all the settings are completed, cliclpply to save the setting.




WPA-PSK: WPA-PSK (Wi-Fi Protected Access pre-shared keyaisimpler

version that does not support 802.1x and requiresparate RADIUS server for
mutual authentication.

Enter a Passphrase in the WPA-PSK dialog box. péssphrase must be the same

on each computer that is connected to the wireletsgork.
Security
[+ Enable Encryphion

Encryption Mode - WPA-PSK |

WEL-PSK ||
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Advanced

The Advanced settings help you to control the Veéssl Adapter to adjust with
wireless devices in certain environment.

21 Wireless Configuration Utility HW.31

Transmit Rate:
Power Saving: IOff j
Freamible Tupe: Anto ﬂ
Fragmentation Threzhald:
1] 1 1 1 ] 1 1 ] 1 1 I1
2437 (Disable)
ETECTE Threshold:
=)
7433 {Disable)

8]:4 | Cancel




» Transmit Rate:

You can choose one of the transmission rates dewlm| 54Mbps, 48Mbps,
36Mbps, 24Mbps, 18Mbps, 12Mbps, 11Mbps, 9Mbps, 68lEHp5Mbps, 2Mbps,
1Mbps, and Fully Automatic. The Fully Automatic ivdutomatically detect the
suitable linking transfer rate and auto fall badkew the signal is not too strong to
transmit data, it will auto fall back from 54Mbps1 Mbps.

» Power Saving:

To set your Wireless Adapter as power saving madect “Off”, “Normal” or
“Maximum?”.

» Preamble Type:

The usage of the preamble is to limit the packet sif the data to transmit. It is
recommended to choose the short preamble whennkeylality is bad, it is to
prevent the wasting time of resending a long pattiagtis lost. The Default is Auto
which access short and long preamble.

» Fragment Threshold:

Fragmentation Threshold is a way of transmitting thackets that will be
fragmented. Choose a setting within a range of 2662432 bytes. It is
recommended to fragment the packet when the lirdtitgus bad, it is to prevent
the wasting time of resending a long packet thbiss

> RTS/CTS Threshold:

The RTS/CTS Threshold is a station initiates thecess by sending a RTS frame,
the other ends receives the RTS and responds withSframe, the station must
receive a CTS frame before sending the data fraims.is to prevent the collisions
by each station. Choose a setting within a rang@56 to 2432 bytes. It is
recommended limiting a long packet to prevent esteion waiting too long to
transmit a data.




Profile

The Profile section allows you to set values fdr gdrameters by selecting a
previously defined profile. Type a name in the BPedllame field to create a profile,
click “Save” and then click “Apply” when a profiis done. You can click “Delete”

if the profile is no longer used, to activate otpeofile, choose a profile name in
the Profile Name field and click Activate.

2 Wirelezs Confignration Thlity HW 31

Status | Configurstion | Advenced Profile | Network | Statistics | About |
Profile

Profile Name:

atatnz: Profile Setting

iConfiguration Sethngs W alugs
Metwork Mode Infrastroctore
Ball ANY
Tranzmit Fate Fully Autommatic
Channel 7
Encoyption(WTEF) Disable
Method

Default WEF Key

Power Baving Off

Transmit Power Auto
Freamble Type Auto
Fragmentation Threshold 2433
ETRACTS Threshold 2423

QE Cancel




Network

The screen shows all the Wireless devices arounda Vireless Adapter. The
information of the wireless devices includes thd[(EMAC Address, Channels,
Signal, the Security type and the Network mode.

You can click the “Rescan” button to find the neweless devices, and double-
click the device to choose the wireless statioh yba want to connect with.

2 Wireless Confipnration Dtility HW 21

Status | Configuration | Advanced | Profile  Network | Statistics | About |

SaID MAC Lddress Channel | Sigmal | Securd
defanlt ao-g0-4C-YE-00-40 2 3 % Ma
RALEI NN no-09-5B-C4-BO-3E 2 Lh% WEFP
NETGEAR MES14y . 00-09-5B-Di5-26- 4 L3, MEF
NETGELR WGTeZ.. 00-09-5BE-C4-BA-90 4 100% WEFP
Evan_ch5_ipl12 02-00-F1-FE-FE-01 5 TE% Ma
NETGEAR WGTa2.. 00-09-5B-FA-35-02 & B6%  WEFP
defanlt 00-40-F4-00-0C-07 6 21%  No
ED_5444F Qo-40-F4-80-40-02 7 35% WEFP
3H a0-30-C7-06-0B-7B A 16% WEFP
£ >
Statos

Fesman Connect

QK Cancel




Statistics

The Statistics section shows the real-time transand receive packets of the
Wireless Adapter.

2 Wireless Confignration Utility HW 31

Statos | Configuration | Advanced | Profile | Network Statistics | About |

g
Z:.-?'
g
- 4 T

Transrndt Transmdt
Ehbits: Packets:

=

3192

Eeceive Performance

Eeceive Eeceive
156 a1z
Ehbits: Paclets:

)4 Cancel
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About

The About section shows the Device Name, Regulabmgnain, Driver Version,
MAC Address and the Utility version.

2 Wirelezz Confignration Uhility HW 21

Status | Configuration | Advenced | Profile | Network | Statistics About |

— Dievice

Dieviice Mame: B02_11g WLAN mini-PCl Adapter
Begulatory Domadn:  pee
Diriver Version: 51.1029.1000

Firrnweare Verson: 209.31.109.721

MAC Address: 00-E0-75-88-9C-10
~ Wireless LAN Configuration Uity
Version: 201,209

(8% | Cancel b ol
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TECHNICAL SPECIFICATIONS

General
Standards IEEE 802.11¢g
Radio Technology IEEE 802.11b Direct Sequence Sp$gpeectrum (DSSS)

IEEE 802.11g Orthogonal Frequency Division Multipie
(OFDM)

Data Transfer Rate

1,2,55,6,9, 11, 12, 1838448, 54Mbps (auto sense)

Receiver Sensitivity

54Mbps: Typical -72dBm @ 10% PER (Packet Error Rate
11Mbps: Typical -83dBm @ 8% PER (Packet Error Rate)
1Mbps: Typical -94dBm @ 8% PER (Packet Error Rate)

Frequency Range

2400~2483.5 MHz ISM band for Eyrg@A and Taiwan
2400~2484 MHz ISM band for Japan

Modulation Schemes

BPSK/QPSK/CCK/OFDM

Media Access Protocq

DICSMA/CA with ACK

Security

64/128-bits WEP Encryption; WPA

Physical and Environmental

Driver Support

Windows 98se, Windows 2000, Winddis, Windows XP

Temperature Operating? 6 40 C, Storage: -10~ 70 C

Humidity 10% ~ 95% RH, no condensation

Dimensions 60 x 44.60 x 3.5 mm (W x H x D)

Certifications FCC Part 15.247 for US, ETS 300 328 for Europe,d20for

Taiwan
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