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Administrative Regulations on Low
Power Radio Waves Radiated Devices

Article 14

Without permission granted, the frequency change, transmitting power
enhance or alter of original design characteristic as well as function by
companies, enterprises, or users for approved Low-power radio frequency
devices is not allowed.

Article 17

Low-power radio-frequency devices shall not influence aircraft security and
interfere legal communications; If found, shall cease operating immediately
until no interference is achieved.

Article 20

A company, enterprise, or user importing, manufacturing low-power
radio-frequency devices will be punished for violation of regulation hereunder,
authorized frequency usage or change and power change in accordance with
Telecommunications Act. Furthermore, Directorate General of
Telecommunication can cancel its model certificate or recognition label.

Above mentioned Legal Communications is defined as radio communications
operation complying to Telecommunications Act.

Low-power radio-frequency devices must susceptible with the interference
from legal communications, ISM radio wave radiated devices.



Content

CHAPTER 1 PRODUCT OVERVIEW ..o 1
I I 1V =T ] 50 Lo T )N 1
N ey WO =] S TR 1
1-3. PHYSICAL DIMENSIONS/PACKAGING ....utvueeteeteeseestsesteessssssesnsssasessssnsssnsesseeeaneeseeenns 1
I I B 1N ] - ] = 2
1-5. SYSTEM REQUIREMENTS ..utuititititiitiaeeaettaseaseass st st e et st ta e ssttas e s sseensessrrrernrenses 2

CHAPTER 2 INSTALLING THE WLAN CARD................ 3
2-1. INSTALLING THE WLAN CARD (HARDWARE INSTALLATION) ..vuuueeeeeereeirieinneeeeeeeeeesnnnnnnnes 3
2-2. INSTALLING THE DRIVER & UTILITY (WINO8SE) ... 4
2-3. INSTALLING THE DRIVER & UTILITY (WIN ME)....uiiiiiiiiiiiiie et 8
2-4. INSTALLING THE DRIVER & UTILITY (WIN200O0) ......cciiiieiiiiiiiiee e 12
2-5. INSTALLING THE DRIVER & UTILITY (WIN XP) .euuiiiiiiieieeeiee e 17

CHAPTER 3 USING THE UTILITY e, 21
G Tt I = T T T ] = 1 N 21
B I 1N S N LSS = i N 28
G R T Y I I SRS 10 = A 29
B ST ATISTICS” SETTING «.tuititiinttet ettt et ettt e e et ettt a et ea e e st earea e s e saseasensssraenrensanns 30
B T AN DY 7Y N =Y = N 31
B ST A =T 10 S = TN 32

CHAPTER 4 TROUBLESHOOTING......covo v, 33

“802.1x”, “WPA” AND “WPA-PSK” CAN NOT WORK .....cuuiitiirieeiieeiiieeieeaeeeteenneesnnenns 33
CANNOT CONNECT TO AN AP oo eas 33
CAN CONNECT TO AN AP BUT CANNOT CONNECT TO THE INTERNET ...uvvvniiiieeiieenneennnnns 33
POOR LINK QUALITY AND SIGNAL STRENGTH ...uuituiiiteiteeteesieesteeseesneesteessaesseesneesnnnes 33

CHAPTER 5 SPECIFICATION. ..o 34



Chapter 1 Product Overview

1-1.Introduction

This 802.11b/g Wireless Local Area Network (WLAN) card is composed of Media
Access Controller (MAC), baseband, radio components, PCI-Express interface, and one
external antenna. It operates within the 2.4GHz spectrum, providing high speed (up to
54Mbps) and secure (supporting AES, 802.1x & WEP and WPA) WLAN connections.

1-2.Features

Conforms to 802.11b/802.11g specification

Transmits data rate up to the maximum speed of 54 Mbps

Dynamically scales the data rate.

External antenna.

Seamless roaming between WLAN.

Supports AES (Advance Encryption System), enterprise-class 802.1x security and
multiple-levels WEP encryption (64-bit /128-bit/), and WPA (Wi-Fi Protected
Access)

B Drivers support Windows 98SE/Me/2000/XP.

1-3.Physical Dimensions/Packaging

Dimensions: 134mm x 121mm x 22mm
Before the installation procedures, please ensure the components are not damaged during
the shipping. The components include:

GN-WIO1GT WLAN cardx1

External antennax1

Installation CD (including User’'s Manual and driver)x1
User’'s Manualx1

In case of any missing or damaged accessories, please contact your local distributor or
authorized reseller immediately. If you require returning the damaged product, you must
pack it in the original packing material or the warranty will be voided.



1-4.LED Indicator
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1-5.System Requirements

1-5-1. Supported Platform:

IBM PC/AT compatible computer

1-5-2. Supported Operation System:

Windows 98SE/Me/2000/XP




Chapter 2 Installing the WLAN Card

The following sections will assist you to install this WLAN card. 2-1: Hardware
Installation, 2-2~2-5: Software Installation, which provides users more convenient
installation methods and automatically installs drivers and utilities. Please refer to different
section (2-2: Windows 98SE, 2-3: Windows ME, 2-4: Windows 2000, and 2-5: Windows
XP) for software installation in accordance with your operation system.

2-1. Installing the WLAN Card (Hardware Installation)
Step 1: Power off you PC.

Step 2: Plug the WLAN Card into MINI-CARD slot on the motherboard.
Step 3: Install the antenna on the mount of the WLAN Card.

Step 4. Power on you PC.



2-2. Installing The Driver & Utility (Win 98SE)

Step 1: Click “Cancel” for automatic installation.
Add New Hardware Wizard

Thiz wizard searches far new drivers for;

FCl Metwork Controller

& device diver is a software program that makes a
hardware device work,

< Back Hext =

Step 2: Insert the installation CD into the CD-ROM drive. The following window will pop
up.

Step 3: Click “Install Wireless LAN Utility”.
& Gigabyte Technology

Quick Installation Guide

Install Wireless LAN Utility
Visit Gigabyte Web Site
Acrobat 5.0 '

Browse the CD
Exit

=
l — ¢l 2003 Gigabyte Technolooy Co, Lid. All nghts reserved. |




Step 4: Click “Next”.

Welcome to install Gigabyte GN-WPKG 802.11g WLan

The InstallShield will install Gigalbywte GHN-WPKG 802170 Wlan
onyour computer. To continue, click Next.

< Hack

Cancel |

Step 5: Click “Next”.

InstallZhield Wizard

Check Setup Information

Be‘bup has enough infarmation to hegin the filetranstar op _f_afalﬁb .

It youwantto review or change any ofthe seftings, click Back,

If wou are satisfied with the settings, click Mextto begin copying files.
Curre nfSé’fﬁng g

Setup Type:

MindE ﬂ

i o

[l




Step 6: Click “OK”.
Information B4

Fleasze inzert pour card moee.
If wour card iz already connected to the spstem,

remowe and insert it again.

g. ............ |-:|i{ ............ .._I

B ocoonono0on00enot00o06060000a00 E

Step 7: Click “Finish”.
d

InstallShield Wizard Complete

InstallShield has finished installing Gigakywte GRN-WPKG 802.11g
WylLan an your computer,

<Back || Finish Caricel

Step 8: To install 802.1X authentication function, click “Browse the CD”.

=10l x|

Quick Installation Guide

Install Wireless LAN Utility ‘EI
Visit Gigabyte Web Site
Acrobat 5.0

Browse the CD .
Exit

)

{c) 2003 Gigabyte Technology Co., Ltd. All nights resenved. I




_| File Edit “iew Favorites Toole Help

Step 9: Run “CD-ROM:\\Utility \Aegisl2.exe” of the installation CD.

Ex E:\Utility

=10l x|

| & Back ~ = - £ | @ 5earch | [ Folders £ History |Ef'.—; 0 X e | EH-

| Address |1 E:\Utiity

j @-{)GD

Folders

MHame ¢

E Desklop
B @ My Docurments
E@ My Computer

Bfegisl2 exe
@ Aegisl5exe
E—‘! Setup.exe

80k
100K
2,957 K

= 3% Floppy [
= WINME [T:]
B =3 USERDATAT [D:)
2@ GNWPKG [E:)
o - DaTA
[ Drriver
1 Marwal
i) Uil
E{_ﬁ—l Control Fanel
(ER My Metwork Places
] ", Recycle Bin
{53 My Briefcase
[ Orline Services

4 | il
Z

!3 objects] [Disk free space: O bytes) |3.DB B |E.E]‘ My Computer

Step 10: Click “Install”.
AEGIS Protocol Installabion - Windows 98

HEGIS Protocol Installation

Status: Protocaol not installed

L ninstall I

Cancel I

AEBEGIS Protocol Installation - Windows

ABEGIE Frotocol Installation

Mde202 12, vud file created.
@ Mdinst.exe file creatad.
Initiating Protocel Installation.
Initiating Protocel binding
Frotocol Binding completed successfullsw.
YFou must EEBOOT the swstem,

Install Uninstall Zancel I




2-3. Installing The Driver & Utility (Win ME)

Step 1: Click “Cancel” for automatic installation.
Add New Hardware Wizard

YWindows haz found the following new hardware;

PCI Metwork, Contraller

YWindows can automatically search for and install zoftware
that zupports your hardware. | pour hardware came with
inztallation media, inzert it now and click Mext,

YWrhat would wou like o do?
¢ Automatic zearch for a better driver [Recommended]

" Specify the location of the driver [Advanced)

< Back M et =

Step 2: Insert the installation CD into the CD-ROM drive. The following window will pop
up.

Step 3: Click “Install Wireless LAN Utility”.

£ Gigabyte Techn:

Quick Installation Guide
Install Wireless LAN Utility
Visit Gigabyte Web Site

Acrobat 5.0 '

Browse the CD
Exit

| =
. —— ¢l 2003 Gigabyte Technolooy Co, Lid. All nghts reserved. |




Step 4: Click “Next”.

Install? W

Welcome to install Gigabyte GN-WPKG 802.11g WLan

The InstallShield will install Gigalbywte GHN-WPKG 802170 Wlan
onyour computer. To continue, click Next.

< Barck Cancel

Step 5: Click “ Next”.

Check Setup Information

- Betup has enough infarmatian o begin the file-ransfer operation.
It you wantto review ar change any of the settings, click Back,
lf you are catisfied with the settings, click Nextto begin eopying filas.

Current -’S‘E‘rﬁhgsr-

Betup Type: -
WinkE J

f o

[pratallEhield

< Back




Step 6: Click “OK”.
Information i i |

Fleaze inzert pour card now.
If pour zard is already connected to the spstem,
remowe and insert ik again.

InstallShield Wizard Complete

InstallShield has finished installing Gigakyte GN-WPKG 802.11g
Wlan on your computer,

cHoack lesh e

=10l x|

Quiick Installation Guide

Install Wireless LAN Utility
Visit Gigabyte Web Site
Acrobat 5.0 |

Browse the CD |
Exit

I

{c) 2003 Gigabyte Technology Co., Ltd Al rights resened. I
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_| File Edit “iew Favorites Toole Help

Step 9: Run “CD-ROM:\\Utility \Aegisl2.exe” of the installation CD.

Ex E:\Utility

=10l x|

| & Back ~ = - £ | @ 5earch | [ Folders £ History |Ef'.—; 0 X e | EH-

| Address |1 E:\Utiity

j @-{)GD

Folders

MHame ¢

E Desklop
B @ My Docurments
E@ My Computer

Bfegisl2 exe
@ Aegisl5exe
E—‘! Setup.exe

80k
100K
2,957 K

= 3% Floppy [
= WINME [T:]
B =3 USERDATAT [D:)
2@ GNWPKG [E:)
o - DaTA
[ Drriver
1 Marwal
i) Uil
E{_ﬁ—l Control Fanel
(ER My Metwork Places
] ", Recycle Bin
{53 My Briefcase
[ Orline Services

il |

!3 objects] [Disk free space: O bytes) |3.DB B |E.E]‘ My Computer

|
Z

Step 10: Click “Install”.
AEGIS Protocol Installation - Windows 98

HEGIS Protocaol Installation

Statusz: Protocol nat installed

Llninstall I Cancel

AEGIS Frotocol Installation - Windowrs &

ABEGIZ Frotocol Installation

EdeB02 12 vxd file created.,

Mdinst.exe file creatad.

Initiating Protocol Installation.

Initiating FProtocol binding

Frotocol Binding completed snccessfullsy.
Yon must EEB2OT the system,

Install Uninstall Cancel

11



2-4. Installing The Driver & Utility (Win2000)

Step 1: Click “Cancel” for automatic installation.

Found Mew Hardware Wizard

Welcome to the Found New
Hardware Wizard

Thiz wizard helpz pou inztall a device driver for a
hardware device.

To continue, click Mest.

< Bach

Cancel |

Step 2: Insert the installation CD into the CD-ROM drive. The following window will pop
up.

Step 3: Click “Install Wireless LAN Utility”.
& Gizabyie Technolosy

Quick Installation Guide -
Install Wireless LAN Utility

Visit Gigabyte Web Site

Acrobat 5.0

Browse the CD
Exit

() 2003 Gigabite Technolooy Co., Lid Al nghts reserved
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Step 4: Click “Next”.

Install? W

Welcome to install Gigabyte GN-WPKG 802.11g WLan

The InstallShield will install Gigalbywte GHN-WPKG 802170 Wlan
onyour computer. To continue, click Next.

< Barck Cancel |

Step 5: Click “ Next”.
AllShield Wizar

Check Setup Information

Setup has enough information to begin the file-transter operation.
If you wantto review or change any of the settings, click Back.
If wou are satisfied with the setiings, click Mext ta begin copying files.

Current Settings:

Setup Type: ;l
Win2k,

i o

Inetallshield

< Back

Cancel |

13



Step 6: Click “OK”.
Digital Signature Mot Found ' x|

The Microzaft digital signature affirms that saftware haz
been tested with “Windaws and that the software has nat
been altered zince it was tested,

The software pou are about to install does not contain a
Microzaft digital signature. Therefore, there iz no
guarantee that thiz software works corecthy with
Windows,

Unknown saftware package

[F wous want bo 2earch for Microzoft digitally zigned
software, wizik the Windows pdate Web site at
http: / fwindawsupdate. microsaft. com to zee if one iz
availahble.

Do you want ko continue the inztallation’?

Mo Mare [rHfa

Step 7: Click “Finish”.

InstallShield Wizard Complete

InstallShield has finished installing Gigatyte GRNWPKG 8021179
YWlan onyour computer,

14



Step 8: Click “Yes”.

Digital Signature Mot Found x|

The Microzaft digital signature affirms that saftware haz
been tested with “Windaws and that the software has nat
been altered zince it was tested,

The software pou are about to install does not contain a
Microzaft digital signature. Therefore, there iz no
guarantee that thiz software works corecthy with
Windows,

Gigabyte 802119 PCI 'WwLAN Card

[F wous want bo 2earch for Microzoft digitally zigned
software, wizik the Windows pdate Web site at
http: / fwindawsupdate. microsaft. com to zee if one iz
availahble.

Do you want ko continue the inztallation’?

Mo Mare [rHfa

Exit

)

Install Wireless LAN Utility
Visit Gigabyte Web Site
Acrobat 5.0

Browse the CD

=10l x|

Quick Installation Guide

{c) 2003 Gigabyte Technology Co., Ltd. All nights resenved. I
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Step 10: Run “CD-ROM:\\Utility \Aegisl2.exe” of the installation CD.

EX E:\Utility

J File Edit “iew Favorites Toole Help

J w2 Back = = - [£] | i) Search |%Folders @Histor_l.l | By 0 X @ | E-

| Address |1 E:\Utiity

Folders

Mame I

m Desklop
-4y My Documents

@ fregil2 exe
@ Aegisl5exe

@‘! Setup.exe

EE.G___._J. My Computer

@ 9 3% Floppy (&)
- ® o= WINME [T

. = USERDATAT [D:]
25 GNAWPKS [E:)
-] DATA

7] Driver

] Manual
43 Utility

=] Control Panel
by Metwork Flaces
1 & Recycle Bin

55 My Briefoase

% [ Online Services

4 |

!3 objects] [Disk free space: 0 bytes] |@ My Computer

Step 11: Click “Install”.
AEGIS Protocol - Installation

AFGIS Protocol 2.2.0.0 - Status

@ AEGIS Protocol [network, component]: Currently Uninstalled.
AEGIS Protocol [device driver]: Uninzstalled.

I rinztall Statuz Cloze

In=tall |

Step 12: Click “Close”. Windows may reboot after the installation.
AEGIS Protocol - Installation :

AEGIS Protocol 2.2 0.0 -- Inztalled Succesfully

@ AEGIS Protocol [C:AWIMMTSinfmdcB02T . inf]: Created.
AEGIS Protocol [C:AMWWIMMTAS petem 325 driverstmdc80:21 % spz]: Created.
AEGIS Protocol [retwork, component]: [nstalled.
AEGIS Protocol [device diver]: Started - now running.

Urinztall Statuz Cloze

|riztall

16




2-5. Installing The Driver & Utility (Win XP)

Step 1: Click “Cancel” for automatic installation.
Found Mew Hardware Wizard

Welcome to the Found New
Hardware Wizard

Thig wizard helps wou ingtall zoftware for:

M etwork, Controller

f'\':jl If your hardware came with an inztallation CD
=2 or floppy dizk. insert it now.

"What do pou want the wizard to do?

(#) Install the software automatically [Fecommended)
() Inztall from a list or specific location [Advanced)

Click Mexst to continue.

[ Mext » ] [ Cancel |

Step 2: Insert the installation CD into the CD-ROM drive. The following window will pop
up.

Step 3: Click “Install Wireless LAN Utility”.
& Gigabyte Technology

Quick Installation Guide

Install Wireless LAN Utility
Visit Gigabyte Web Site
Acrobat 5.0

Browse the CD
Exit

R s Yt a s e R N T S | | =

17



Step 4.

Step 5:

Click “Next”.
InstallShield Wizard X

Welcome to install Gigabyte GN-WPKG 802.11g ¥WLan

The InstallShield will install Gigakyte GRN-APRG 802.11g WWlan
onyour computer. To continue, click Next.

Cancel I

Click “Next”.

InstallShield Wizard

Check Setup Information

Setup has enough information to begin the file-transter operation.
[fwou wantto review or change any of the settings, click Back.
[fyou are satisfied with the settings, click MNext to begin copying files.

Current Settings:

Setup Type:
Win=P

< Back Cancel

18



Step 6: Click “Finish”.
InstallShield Wizard

InstallShield Wizard Complete

Installzhield has finished installing Gigatyte GN-WPRG 802119
YWlan on your computer,

RISk

Quick Installation Guide

Install Wireless LAN Utility
Visit Gigabyte Web Site
Acrobat 5.0 '

Browse the CD |
Exit

Y

(c) 2003 Gigabyte Technoiogy Co., Lid. All rights resened. |

\
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EX E:\Utility

Step 8: Run “CD-ROM:\\Utility \Aegisl5.exe” of the installation CD.

L =101 %]
J File Edit “iew Favorites Toole Help

| & Back ~ = - £ | i) Search |%FOIdels £ A Histary | By 0 X @ | E-
| Address |1 E:\Utiity

j @{) Go
Folders x || Mame ¢ | G
@ Desktop (£, 80k
@ My Docurments @ & 100 K
E@ My Computer gSetup.exe 2,957 K
24 3% Floppy (&)
- H= WINME [C)
. #-= USERDATAT [D:)
= GNAWPKG [E)

7] Driver

] Manual
4 Uity

- Recycle Bin
{53 My Briefcase
[ Orline Services

4 |

[305 MB [T by Computer

|3 objects] [Disk free space: 0 bytes]

s

Step 9: Click “Install”.

AEGIS Protocol - Installation

&

AEGIS Protocol 2.2 0.0 - Status

@ AEGIS Protocol [hetwork component]): Currently Uninstalled.
AEGIS Protocol [device diver]: Uninztalled.

Inztall | Lninztall |

Status | Cloze |

Step 10: Click “Close”. Windows may reboot after the installation.
AEGIS Protocol - Installation

&

AEGIS Protocol 2.2.0.0 -- Installed Succesfully

@ AEGIS Protocol [C:NWARM T AinfhrdcB027 «.inf]: Created.

AEGIS Pratocol [C:ANWwWAMMTASwsterm32hdrivershmdcB027 . zps]: Created.
AEGIS Pratocol [metwork. companent): [nstalled.

AEGIS Protocol [device driver]: Started - now running.

Install | Uninztall

Status

Cloze




Chapter 3 Using the Utility

The Configuration & Monitor Utility is a powerful application that helps you to
configure the network card and monitor the statistics of the communication link. This
application permits the configuration for parameters while the card is operating. It also
offers more configuration options and supports Windows 98SE/Me/2000/XP. It appears as
an icon in the task bar at the bottom right corner of screen whenever the card is operating
(see Figure 3-1). The icon can tell you the received signal strength by four small lights.
You can open it by double-clicking on this icon.

Figure 3-1. The icon of the Configuration & Monitor Utility

S8R Rob

You may double click this icon to open the utility or go to Windows Start menu, select
Programs, GIGA-BYTE 802.11 WLAN, GN-WIO1GT and then GN-WIO1GT Utility.

Note: You can use the utility to change configuration when the WLAN card is operating.
You have to use the network configuration tool provided by the operation system when the
WLAN card is not in use.

3-1.“Profile” Setting

The “Profile” tab shows you the current association information about the profile. (see
Figure 3-2).

Figure 3-2. Current profile

[3Gigabyte Ghronfig Utility E x|
Profile I Link Status I Site Survey I Stahiztics I Advance I Aot I
— Prafile List

Profile Mame I 5510 I Charnnel I Avuthentication I E ncryphion I Metwark, Ty

(,i} FROF1 ap1hag_11ag ...  Auto Open MNone Infrastructu
PROFZ Aita Open WEP Infrastructu
PROF3 Aito Open - ze 802 MNone Infraztructu
PROF4 Auto Open - Jze802... "WEFP Infraztructu
PROFS Auto WP, TEIF Infraztructu
PROFG At WP, AES Infrastructu
PROFY Aito WwiPa-FPSE. TEIF Infraztructu
PROF2 Ato WWPA-PSE AES Infraztructu
PROFS Auto Shared Maone Infraztructu
PROF10 Auta Shared WwWEP Infrastructu
PROF11 Aito Shared - Uz 80...  Mone Infraztructu
PROF12 Aito Shared - U=ze 80... ‘WEFP Infraztructu

4| | B

| Add | Delete Edit | Activate |

(] 4 |

21



Description of items in Figure 3-2 is as follows:

Profile Name: You can save various wireless settings for different environments.

T In use.
SSID: Displays the SSID of the WLAN card or Access Point.

Channel: Shows which channel is current in use.

Authentication: Authentication types currently in use include “OPEN”, “WPA”,
“WPA-PSK” and “Shared".

Encryption: Four encryption types currently used in the profile include “None”, “WEP”,
“AES” and “TKIP”.

Network Type: Informs you if an Access Point (infrastructure) or other access points
(802.11 Ad Hoc) is connected. When it is 802.11 Ad Hoc, we can select a channel for all
members in 802.11 Ad Hoc.

ADD: Add profile (see Figure 3-3).

DELETE: Delete the selected profile.

EDIT: Edit the selected profile.

ACTIVATE: Activate the selected profile.

3-1-1. Configuration

You can use ADD or EDIT button to set different configurations. (see Figure 3-3)

Figure 3-3. Configuration
pddprofie == ]

Configuration | Authentacion and Security I

Profile Mame iF'HIZIF1 3 SsI0 | |
—PSH
" CAM [Constantly fwwake Mode)] © PSH [Power Saving Mode]
Metwark Tope Ilnfrastructure _:I T Power I'IEIEI H _"_I
Freamble I_ﬁ,l_.tcl ;I
™ RTS Threshold o \
I~ Fragment Threshald 256 Y 232 {550

k. I Cancel | Al |

22



Description of items in Figure 3-3 is as follows:
Profile Name: Users can save different profiles names for different configurations.

SSID: Select the AP detected by the system from the drop-down list or input a SSID.
Power Saving mode: Transceivers consume a lot of power in WLAN. Select “Power
Saving Mode” (PSM) to turn off transceivers when no data is transmitted or select CAM to
continuously turn on transceivers.

Network Type: “Infrastructure” and “802.11 Ad Hoc”. When the network type is
“Infrastructure”, PSM will function but not Preamble. On the contrary, when the network
type is “802.11 Ad Hoc”, Preamble will function but not PSM. Besides, Channel option will
appear (see Figure 3-4) and 802.1X Authentication will not function.
Figure 3-4
]

Configuration I Authentacion and Securty I

Profile Mame  [FROF13 551D | =]
—PSM
0= CA [Eonstatitiy Awake tads] € FSH [Power Saving Mode]

Network Tupe T Power {100 % =l
Preamble I.-'l'«uh:u j
[ BTS Thisshold o i [B372  channel
[ Fragment Threshald 236 "~| aeie |-:’-::1' 2 I-I LI
0] I Cancel | Aoply I

TX Power: Select percentage of transmitted power.

RTS Threshold: This is a mechanism implemented to prevent the “Hidden Node” problem,
“Hidden Note” is a situation in which two stations are within range of the same Access
Point, but are not within range of each other. Therefore, they are hidden nodes for each
other and can not detect each other. This mechanism is a way to prevent data collision
when WLAN equipments require transmission.

Fragment Threshold: Fragmentation mechanism is used for improving the efficiency
when high traffic flows along in the wireless network.

3-1-2. Authentication and Security:

If an authentication or security setting is configured in your Access Point or router, you
must enable this function to ensure successful connection. Use the following tab to
configure data security and ID authentication (see Figure 3-5). You may configure
different settings in the profile, including 802.11 Protocol Authentication and Security and
802.1X Protocol.

23



Figure 3-5. Authentication and Security

Add Profile

Configuration  Authentacion and Security I

Authenticaion Type : M are ze 0212 Bl 1w Setting |
Encroption : I Mone ;I
WEA Preshared Key I
= Wem Key
) Keptt IHE” j I
C Kepttz  [Hex = |
) Keptta IHE:-: j I
) Kepttd IHE:-: j I
(1] I Cancel | Ay |
Table 3-1
Authentication | Security Secure Key Use 802.1X
Setting
None None None YES
WEP Key Setting
Shared None None YES
WEP Key
WPA TKIP None YES
AES None
WPA-PSK TKIP WPA-PSK Key NO
AES WPA-PSK Key

3-1-2-1.

Authentication: Before a station connects to a SSID, the authentication type used by the
SSID must be known. Authentication types include OPEN SYSTEM, WAP, WAP-PSK and

SHARED.

Security: To prevent unauthorized access to data transmitted on the network, WLAN card
provide a data encryption of high security. Another station have to use the same password
and encryption to connect with you. Different authentication types have different level of

security. Please refer to Table 3-1.

802.11 Authentication and Security

WEP encryption: Select one of the four keys as the default encrypted key.

Users have to set key the connected to AP access point. If WEP Key is set to be manually
connected to AP, no record will be kept. WEP Key can only be saved through the setting

of profile.
1. Select one Key #.

2. Select one data type (Hex or ASCII).
3. Enter password. Please enter 26 hexadecimal digits or 13 ASCII digits.

4. Click “OK to save the settings.

24




WPA-PSK encryption: Use WPA-PSK (Preshared Key) for WPA-PSK encryption (TKIP
and AES).

The system will read the Key with different types of encryption according to the length of
Preshared Key.

1. Enter Preshared Key. Please enter 64 hexadecimal digits or 8~63 ASCII digits.

2. Click “OK to save these settings.

3-1-2-2. 802.1X Authentication

Click “Use 802.1X Authentication” and then “Enter 802.1X configuration”. When you
select this option, you may configure information about authentication, such as Tunnel
Protocol, ID and Password and Client Certificate or Certificate Chain. (see Figure 3-6 and
3-8)

802.1x Setting . x|

Certification I iy Server I

Authenticaion Type FPEAF -

|dentity I Faszword I

1 Use Client certificate
|zzued Ta:
|zzwed) By :
Erpired D :

Eriendly Hame : rore..

— Tunneled Authentication

Pratocol |EAP-MSCHAP w2 R

Identity I Fassword I

Ok, I Cancel I Apply I

Description of items in Figure 3-6 is as follows:
Authentication type: PEAP, TLS/Smart Card, TTLS, LEAP and MD5-Challenge.
Identity: Users’ accounts.

Password: Passwords for users’ accounts can be used when LEAP and MD5-Challenge
are selected as authentication types.

Use Client Certificate: This certificate is necessary for TLS and an option for PEPA and
TTLS. Check “Use Client Certificate” to confirm if the Client Certificate is correct in the
authentication process. Click “More” when selecting a Client Certificate (shown in Figure
3-7). Users can select one suitable certificate as Client Certificate.

Tunnel Authentication: PEPA and TTLS use two-step authentication method. The first

step is that Server sets up a Tunnel with its authentication. No option is need to be set for
Station with WLAN card. The second step is to confirm the validity of Station with assigned
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authentication type in the Tunnel. Data needed for authentication includes Tunnel ID,
Tunnel Password, Client Certificate or Server Authentication.

Protocol: Use assigned authentication type in the safe tunnel.
Tunnel ID: Users’ accounts.
Password: Passwords for users’ accounts.

Figure 3-7. Client Certificate List

Certificate Selection x|
lzzued To | lzzed By | Expired On | Friendly M amme |
zdi-win2000 zdi-win2000 11/742103

Carcel_|

Figure 3-8. CA Server Setting

802_1x Setting =]

Certification A Server I

—Iv  Use certificate chain

Certificate izsuer ;

I- Ay Trusted T, - ;I

[ Allow intermidiate certificates

Server name :

% Server name must match exactly

£ Domain name must end in specified name

Ok, I Cancel Apply
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Description of items in Figure 3-8 is as follows:

CA Server is used when TLS, TTLS or PEAP is in use. The Client can verify if such server
is reliable and then transmit Client Certificate after the verification is confirmed. (if “Use
Client Certificate” is checked)

Verify CA server:

1. Confirm if the Server Certificate is issued by assigned certificate issuer. If “Allow
Intermediate Authentication” is checked, the server certificate can be issued by one
intermediate certificate issuer.

2. Check the server name of server certificate is the same as the name entered by the
user or belongs to the same domain.

Server Certificate: If “Server Certificate” is checked, it indicates that Client will confirm
whether CA server is reliable.

Certificate issuer: CA of a server certificate can be selected from certificate issuers on
the drop-down list.

Allow intermediate Certificates: When this option is checked, the certificate issuer can
be an issuer recognized by a specific certificate issuer. On the other hand, the server
certificate must be issued by a certificate issuer selected by the user.

Server name: This value can be a server name or the name of a domain where the server
is located.

Server name must match exactly: If this option is selected, the server name of server
certificate must be the same as “Server Name” or as the name of domain where the server
is located.

Domain name must end in specified name: If this option is selected, the certificate
issuer must be the domain or secondary domain entered in “Server Name”.
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3-2.“Link Status” Setting

“Link Status” tab shows you the current association information about the card’s
connection with a wireless network. (see Figure 3-9)

Figure 3-9. Link Status
n "T"_ x|

Profile  Link Status | Site Suweyi Statisticsl .&dvancel About I

Statusz : !ap'l Hag_ 11g_Wikin2 <--» 00-20-ED-43-BA-E3

Current Channel : iEI <=3 2452000 KHz

Lirk Speed [Mbps) : Tx 54.0 R I_‘“1 0
Throughtput [Khits/zec) ; T I 0.0 F 20.0

Good 100%
Link Gualiy o I I
Rl
Signal Strength : |......... .......I
Lo -143%

Moize Level : |

Description of items in Figure 3-9 is as follows:

Status: Shows current link status. “No Link” will appear on the screen when no connection
is available. Otherwise, SSID and BSSID of a link will appear.

Current Channel: The current channel number used by the WLAN card.

Link Speed: Transmission rate (transferring and receiving) at which data is transferred
between Stations with WLAN Card and AP. The speed will adjust according to different
modes (802.11b, 11g or mixed) or distance.

Throughput: displays the transmitting (Tx) and receiving (Rx) bytes per second.

Link Quality: Measures quality of the link according to the quality of received AP signal.

Signal Strength: Measures signal strength received by RF signal processor and displays
the signal strength in dBm.

Noise Level: Noise level during connection.
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3-3.“ Site Survey”

Setting “ Site Survey” tab shows you the list of reachable access points and/or
peer-to-peer Stations. You can double click SSID that you want to connect or click
“Connect”. (see Figure 3-9)

Figure 3-10. Site Survey

[3Gigabyte Ghronfig Utility x|

Profile I Link Statuz  Site Survey I Statisticsl .&dvancel About I

551D | BS5ID | sig.. | c. | Ener | Authent | Metwark
apl1g-5111111111... 00-0D-B1-471-&4- . 10.. 9 Mane Unknawn  Infrastroc
RT2500_Gateway 0o-z20-ED-43-C0O.. 10, 1 Mone Unknown  Infrastiuc
JHTzai_g 0o-20-ED-43-BC... 10, 4 Mane Unknown - Infragtruc
apllg 00-00-651-41-44-. 10, 4 WEP Unknown - Infrastruc

@ aplhag 11g “iking 00-20-ED-49-BaA... 10.. 3 Haone Unknown  Infrastruc
apl5ag_11g_Yikin 00-00-61-41-44-.. 10 11 Mane Unknawn  Infrastruc

4| | ©
I':':'V'IV'IE':tE':| <--» ap15ag_11g_Wikin: Fescan {  LConnect il AddtoPrafile |

] |

Description of items in Figure 3-10 is as follows:

AP Account: Access Points’ accounts.

BSSID: Displays the MAC address of the Access Point or center station.

Signal Strength: Displays the strength of the signal from a station to the AP.

Channel: Displays the current channel number used by the Access Point.

Encryption: A security method used by the Access Point.

Authentication: The authentication type used by the Access Point.

Network Type: Informs you if an Access Point (infrastructure) or other stations (802.11 Ad
Hoc) is connected. When it is 802.11 Ad Hoc, we can select a channel for all members in
802.11 Ad Hoc.

RESCAN: Rescan the available network and then refresh the result.

Connect: Connects with a specific Access Point.

ADD PROFILE: Adds a specific Access Point into the profile.
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3-4.“ Statistics” Setting

“Statistics” tab shows you the number of packets sent and received by the card (see
Figure 3-11)

Figure 3-11. Statistics
[ cigabyte Ghronfig Utility x|

I .ﬁ.duancel Aot I

— Tranzmit Statistics

Frames Tranzmitted Successfully - 260
Framez Transmitted Successfully “wfithout Retry = 339
Frames Tranzmitted Succeszfully After Betyp(z)] = 21

Frames Fail To Receive ACK After All Retriez =
RTS Frames Successfully Receive CTS =
RTS Frames Fall To Receive CTS =

— Receive Statiztics

Frames Received Successfully = 13835
Frames Received "With CRC Ermar = 178525
Framez Dropped Due To Out-of-Besource = ]
Duplicate Frames: Recerved = B

| Fezet Counter I

] |

Description of items in Figure 3-11 is as follows:
Frames Transmitted Successfully: Number of frames transmitted successfully.

Frames Transmitted Successfully Without Retry: Number of frames transmitted
successfully, excluding packets transmitted successfully with more than one retry.

Frames Transmitted Successfully After Retry[s]: Number of frames transmitted
successfully with more than one retry.

Frames Fail To Receive ACK After All Retries: Number of frames failing to receive ACK
after many retries.

RTS Frames Successfully Receive CTS: Number of RTS frames successfully received
CTS (Clear To Send) from AP.

RTS Frames Fail To Receive CTS: Number of RTS frames fail to receive CTS from AP.
Frames Receive Successfully: Number of frames received successfully.
Frames Receive With CRC Error: Number of frames received with CRC Errors.

Frames Dropped Due TO Out-of-Resource: Number of frames dropped due to
out-of-resource.

Duplicate Frames Received: Number of duplicate frames received.

Reset Counter: Resets the counter to zero.
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3-5.“ Advance” Setting

“Advance” tab includes fields of various parameters to review or change drivers. Just
click “Apply” button to apply any parameter change to the driver in the tab. A reboot is not
needed for the WLAN card (see Figure 3-12)

Figure 3-12. Advance

[AGigabyte GhConfig Utility x|

Prafile I Lirk Statusl Site Suwe_l,ll Statistics Advance I.-&I:u:uut I

Wireless mode {80211 B/G mix =]

Ad hoc wireless mode IBEIZ.'I'I B only LI

I~ T=BURST B/G Protection  |4uto =l
T= Rate I.-'-‘-.utu:u ;I

™| T turbo rate

[T Usze shaort ¢lof time

T | Turn off RF I Apply |

Ok |

Description of items in Figure 3-12 is as follows:

Wireless Mode: Sets infrastructure Protocols, including 802.11 B/G mix and 802.11 B
Only.

Ad Hoc Wireless Mode: Sets Ad Hoc Wireless Protocols, including 802.11 B/G mix,
802.11 B Only and 802.11 G Only.

TX Burst: The longest interval between frames is normally one DIFS while frames are
transmitted. When this setting is open, the longest interval between frames is one SIFS
that means the system is allowed to transmit higher capacity of data in one interval.

B/G Protection: 802.11b uses CCK modulation. 802.11g uses OFDM while CCK
modulation for 802.11b is compatible. To prevent data collision between two stations with
802.11b and 802.11g within range of the same Access Point, it is necessary to set 11B/G
Protection. This setting only functions when 802.11 B/G mix is selected as Wireless Mode.
Three setting are available: AUTO, EABLE and DISABLE.

This is a mechanism implemented to prevent the “Hidden Node” problem, “Hidden Note” is
a situation in which two stations are within range of the same Access Point, but are not
within range of each other. Therefore, they are hidden nodes for each other and can not
detect each other. This mechanism is a way to prevent data collision when WLAN
equipments require transmission.

TX Rate: This option adjusts settings of TX Rate according to the setting of “Infrastructure
Wireless Mode”.

Signal Control: To turn off transferring signals, click on “Turn Off RF” icon on the bottom
right corner of the screen. Click “Turn On RF” to transfer signal again.
TX Turbo rate and Use short slot time: currently does not support.
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3-6.“About” Setting

“About” tab displays information about current drivers and physical MAC address (see
Figure 3-13).

Figure 3-13. About
[ Gigabyte GbConfig Utility
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Chapter 4 Troubleshooting

This troubleshooting guide provides answers to some common problems which you may
encounter while installing or using GIGABYTE WLAN card products. Contact the WLAN
Technical Support if you encounter problems not mentioned in this section.

¢ “802.1x", “WPA” and “WPA-PSK” can not work

[ ]
1.
2.

([ ]
1.
2

Windows XP / 2000:
Run \Utility\Aegisl5.exe. on the installation CD.
Click “Install”.

Windows 98SE / ME:
Run \\Utility \Aegisl2.exe on the installation CD.

. Click “Install”.

€ Cannot connect to an AP

Make sure the SSID for the Wireless LAN Card is the same as the Access Point.
Make sure the security settings are the same as that of Access Point. When WEP
or WPA encryption is enabled, check if the WEP or WPA keys for the WLAN and
AP are the same.

Make sure if the MAC address of the WLAN card is added in the AP
Authorization Table.

€ Can connect to an AP but cannot connect to the Internet

Make sure the security settings are the same as that of Access Point. When WEP
or WPA encryption is enabled, check if the WEP or WPA keys for the WLAN and
AP are the same.

Make sure the network configuration (IP address, subnet mask, gateway, and
DNS) of your computer are correct.

Check the proxy server of the WEB browser is correctly set.

€ Poor link quality and signal strength

Keep the WLAN card away from microwave ovens and large metal objects to
avoid radio interference.
Keep the distance between the WLAN card and the AP as close as possible.
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Chapter 5 Specification

1. System

Host Interface

PCl Express v1.0

Operating Voltages

3.3V+-5%

2. RF Characteristics

Frequency Bands

2412-2484 MHz (subject to local regulations)

Modulation Technology

OFDM and DSSS

Modulation Techniques

64QAM, 16QAM, QPSK, BPSK, CCK, DQPSK, DBPSK

Date Rates

54,48, 36, 24,18,12, 9, 11, 6, 5.5, 2, and 1 Mbps, auto fallback

Typical Power

Transmitting: 660mA, Receiving: 420mA
Standby mode: TBD, Sleep mode: TBD.

Output Power

Targeted at 15dBm @ 54Mbps, 19dBm@11Mbps

Receive sensitivity

Targeted at -75dBm @54Mbps, -88dBm@11Mbps

Antenna connectors

Two antenna connectors for supporting antenna diversity

3.Safety Regulation and Operating Environment

EMC certification

FCC Part 15 (USA), CE(Europe)

Temperature Range

Operating: 0 ~ 70 degree C, Storing: -40 ~ 85 degree C

Humidity

0% ~ 90% Non-condensing

4. Software Support

Driver Windows 2000/ XP
Security 64/128/152 bit WEP, AES, WPA, WPAZ2, TKIP, 802.1x
Roaming Seamless roaming among 802.11b/g access points.

Management Utility

Monitors the network situation.

5. Mechanical

Dimensions 50.8mm * 29.8mm * 1.0mm = 0.15mm
Weight 45+10¢9
Packaging Generic, Gigabyte, private labeling opticnal
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FCC Caution

1. The device complies with Part 15 of the FCC rules. Operation is subject to
the following two conditions:
(1)This device may not cause harmful interference.
(2)This device must accept any interference received, including interference
that may cause undesired operation.

2. FCC RF Radiation Exposure Statement: The equipment complies with
FCC RF radiation exposure limits set forth for an uncontrolled environment.
This equipment should be installed and operated with a minimum distance
of 20 centimeters between the radiator and your body.

3. This Transmitter must not be co-located or operating in conjunction with
any other antenna or transmitter.

4. Changes or modifications to this unit not expressly approved by the party
responsible for compliance could void the user authority to operate the
equipment.



FCC Statements:

1. This device is intended only for OEM integrators under the following conditions:

1) The antenna must be installed such that 20 cm is maintained between the antenna
and users. For laptop installations, the antenna must be installed to ensure that the
proper spacing is maintained in the event the users places the device in their lap
during use (i.e. positioning of antennas must be placed in the upper portion of the
LCD panel only to ensure 20 cm will be maintained if the user places the device
in their lap for use), and

2) The transmitter module may not be co-located with any other transmitter or antenna.

As long as the 2 conditions above are met, further transmitter test will not b required.
However, the OEM integrator is still responsible for testing their end-product for any
additional compliance requirements required with this module installed

(for example, digital device emissions, PC peripheral requirements, etc.).

IMPORTANT NOTE: In the event that these conditions can not be met (for example
certain laptop configurations or co-location with another transmitter), then the FCC
authorization is no longer considered valid and the FCC ID can not be used on the
final product. In these circumstances, the OEM integrator will be responsible for
re-evaluating the end product (including the transmitter) and obtaining a separate
FCC authorization.

End Product Labeling

This transmitter module is authorized only for use in device where the antenna may
be installed such that 20 cm may be maintained between the antenna and users
(for example access points, routers, wireless ADSL modems, certain laptop
configurations, and similar equipment). The final end product must be labeled in a
visible area with the following: "Contains TX FCC ID: JCK-GN-WI01GT".

Manual Information for End Users

The end user must not have manual instructions to remove or install the device.
The user manual for end users must include the following informatio in a prominent
location:"IMPORTANT NOTE: To comply with FCC RF exposure compliance
requirements, the antenna used for this transmitter must be installed to provide a
separation distance of at least 20 cm from all persons and must not be co-located or
operating in conjunction with any other antenna or transmitter."
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