WUB1900
IEEE 802.11b/g/n USB Adapter (Bandwidth 20/40MHz)

User’s Manual



1. Introduction

The WUB1900 USB Dongle Adapter (hereafter called USB Dongle adapter),
compliant with IEEE 802.11b/g, is a high-efficiency wireless adapter for wireless
networking at home, in office, or in public places. This USB Dongle adapter connects
directly to any USB-ready desktop/notebook computers, so that you can share files,
printers, and high-speed access to the Internet over your existing wireless network
easily, without disassembling your computer.

The WUB1900 USB Dongle Adapter has a data rate of up to 160Mbps, and can
auto-negotiate to 54, 48, 36, 24, 18, 12, 11, 9, 6, 5.5, 2, 1Mbps to be compatible with
any |IEEE 802.11b/g device.

The WUB1900 USB Dongle Adapter is compatible with Windows 98SE/ME/2000/XP
and can be used in either Ad-hoc mode (computer-to-computer, without a wireless
router) or Infrastructure mode (computer-to-wireless router, a wireless router is
required).

1.1 Features

Connects at a 160Mbps via USB 2.0, up to 13 times faster than a WiFi-b
Compact size for greater flexibility

Also compatible with USB 1.1 desktop and notebook computers
Plug-and-Play Compatible with windows XP (32/64bit),Vista

Security : WEP 64/128 bits TKIP/802.11i compliant AES —CCMP
encryptionWPA-PSK,WPA2-PSK,802.1x,EAP-TLS,EAP-TTLS,PEAP-TL,PEAP(EAP
-GTC),PEAP(EAP-MSCHAPV2),Jumpstar2.0

Support WPA/WPA2-Personal, WPA/WPA2-Enterprise

QoS :WMM

Support WPS

Support Hardware Push Button for WPS

Support 802.11 d, 802.11h

Support DFS1.0 and 2.0

Support WHQL

RTS & Fragment Threshold support

WOL(Wake On WLan) Support

Advance Feature

Roaming

Japan Mid Band

WoW and Dual Core support
802.11 adhoc

ACU ( for XP only)




1.2 Package Contents

Before you begin the installation, please check the items of your package. The
package should include the following items:

One WUB1900

One Quick Installation Guide

One Driver & Utility CD (with User’s Manual)
USB Cable

If any of the above items is missing, contact your supplier as soon as possible.



2. Installation Procedures

This chapter describes the instructions that guide you through the proper installation
of your WUB1900 for the Windows 98SE/ME/2000 /XP/VISTA operating systems.

The complete installation of the WUB1900 consists of the following steps

STEP 1 : Insert the provided Driver and Utility CD into your CD drive.

STEP 2 : Click Install Driver from the Setup menu.

STEP 3 : When the welcome screen appears, click Next.

STEP 4 : Click Next to accept the default destination folder for the software or click
Browse to manually select a different destination folder.

STEP 5 : For Windows XP, click Continue Anyway at the Windows Logo
Compatibility screen.

STEP 6 : Click Finish to complete the installation.

STEP 7 : Remove the Driver & Utility CD from your CD drive and then restart your
computer.

Before Installation

In addition to the items shipped with the client adapter, you will also need the following
in order to install the adapter:

Windows XP/Vista CD-ROM. (original Windows installation CD-ROM or diskettes)

Driver Installation for Windows
This section describes the installation procedures of the WUB1900 driver for the
Windows XP/Vista operating systems.

Note: Before you start the installation, you are advised to keep the Windows
I CD-ROM in case you might need certain system files.




2.1 Install Driver & Utility Software

Note1: Before installing the utility software, DO NOT insert the USB adapter into your
computer. If the adapter is inserted already, Windows will detect the adapter and
request for a driver. Click Cancel to quit the wizard and remove the adapter from your
computer.

Note2: If you have installed the USB adapter driver & utility already, please uninstall
the old version first.

Step 1 Insert the provided Driver and Utility CD into your CD drive.

Step 2 Click Install Driver & Utility from the Setup menu.

B2.0 Adapter = =

- choosing the wirg':_less'_ =
L 2.0 Adapter! SR
This'Setup Wizardwill hélpyau inst
theswireless LAN USB 2.0 Adapter= >

Note: If the Setup menu does not appear automatically, go to Start, Run, type
D:\autorun.exe (where D is the letter of your CD drive) and click OK.



2.2 Install Utility Software

Step 1 When the welcome screen appears, select the language you want ,then click
Next.

PCI Client Installation Program - InstallShield Wizarnd

Chooze Setup Language

Select the language for the installation from the choices below,

Chineze [Simplified]

Chineze (Traditional]

Czech

D anizh

Ditzh

(Enqigh ... |
Firmizh

French [Standard)]

German

Greek, ==
Hunaarian

[taliar

Japaneze

K.orean

M mriAniAan

[

¢.Back [ Mext » ][ Cancel ]

Step 2 Select “I accept the terms of the license agreement”, then click Next

PCI Client Installation Program

Licenze Agreement

Fleaze read the following license agreement carefully,

PCl Communications, lnc. Software Licenze Agreement F

FLEASE READ THIS SOFTWARE LICEMSE AGREEMEMNT [“LICEWSE") CAREFULLY
BEFORE USING THE PCl SOFTWARE. BY USING THE PCl SOFTWARE., v¥OU ARE
AGREEIMG TO BE BOUMD BY THE TERMS OF THIS LICENSE.

IFYOUDOMOT AGREE TO THE TERMS OF THIS LICENSE, DO MOT USE THE
SOFTWARE. IFY0U DO MOT AGREE TO THE TERMS OF THE LICENSE ., 0L MAY
RETURM THE PCI SOFT'wARE TO THE PLACE WHERE ¥0OU OBTAIMED IT FOR A&
REFUMD. IF THE PCI SOFT'WARE WAS ACCESSED ELECTROMICALLY, CLICK
"DISAGREE/DECLIME". FOR PCl 5SOFTw&RE INCLUDED wITH ¥OUR PURCHASE

OF HARDWARE, vOU MUST RETURM THE EMTIRE HARDWAREASOFTWARE v

(3| accept the terms of the license agreement

{#) | do not accept the terms of the licenze agreement




Step 3 Please insert USB dongle while this screen appears, then press “OK”

The installation program installs the driver automatically when the client adapter is inserted. Insert the adapter now if
! it is mok wet inserted, cancel the Found Mew Hardware Wizard if it appears, and proceed with the inskallation. Click Ok
ko conkinue,

Step 4 Choose the Destination Folder, then press Next

PCI Client Installation Program

Chooze Destination Location

Select the folder where the ingtallation program will ingtall the files.

The inztallation program will install the client utilities in the following location:

Destination Folder

E\Fiot i FlsSPCl

’ < Back " Mest » l[ Cancel ]

Step 5 Click Next to accept the default destination folder for the software or click
Browse to manually select a different destination folder.

PCI Client Installation Program

Setup Type

Select the setup type that best suits your needs.

Click. the type of setup you prefer.

[11:stall Cliert Utiities and Driver Description

ntall Drriver Oy oosze thiz oplion ko install the
Instal Diiver O Chaose this aption to install th
kake Diriver Installation Dizkette(s) driver and client utiities. Thiz iz

the recommended option.

[ < Back l[ Mest » ][ Cancel




Step 6 Click Next, then choose PCI Client Utility (PCU), then Press Next

PCI Client Installation Program

PCI Client Installabion Program

IMPORTAMT: Pleaze Read!

On'windows =P, pou can configure pour PCI wWirelees LAN Client Adapter through the PC
Client Ltilitg [PCU) or a third-party supplicant. Becauze third-party tools may not provide all of
the functionality available in the PCU, PCI recommends that you uze the PCU. [Pleasze note
that a patch from Microzoft might be required to uze the kMicrozoft tool with WP zecuriby.]

On the next zcreen, select whether you want to use the PCU or & third-party tool bo configure
wour client adapter.

MOTE: If you select a third-party tool, zome of the PCU features will not be available. To
activate thoge features, you must install the PCL.

¢ Back H Memt » |[ Cancel

PCI Client Installation Program

Choose Configuration Tool

“which ool will pou use to configure your client adapter’?

(% PCI Client Utility and Supplicant.
3 Third-Party Supplicant

[ < Back l[ Mext » ] [ Cancel




Step 7 You can choose Single Sign On feature or not while you install the utility ,then
press Next

PCI Client Installation Program

Single Sign On feature set install option.

Fleaze select an option "lnstall Single Sign On feature set'’ or "'Dio not install Single Sign On
feature st

) Install Single Sign On Feature set,
(%) Do not Install Single Sign On feature zet,

Single Sign On feature zet [S50] iz a mechanizm whereby a single action of uzer authentication
and authorization can permit a uzer bo access all computers and svstems where he has access
permizzion, without the need to enter multiple passwords.

Restriction of Uze 550:
*Windows Graphical Login Screen iz dizabled.
* Fazt Uzer Switch iz dizabled.

* Require the uzer to have a pazsword.

< Back ][ Mest » I[ Cancel

Step 8 Click Continue Anyway at the Windows Logo Compatibility screen. Then
finish utility installation.

Software Installation

| E The saftware pau are instaling has not paszed Windows Loga
= testing to verfy itz compatibility with Windows =P, [Tel me why
thiz testing iz important. |

Continuing your installation of this software may impair
or destabilize the correct operation of your zystem
either immediately or in the future. Microsoft strongly
recommends that you stop this installation now and
contact the zoftware vendor for zoftware that has
pazzed Windows Logo testing.

Cantinue Aryway ] [ STOF Installation




PCI Client Installation Program

InztallShield Wizard Complete

The inztallation program haz successfully performed the
zelected operationz.  Click Finizh to exit the Wizard.

{ Back Finish | Cancel

10



2.3 Install WPS

Step 1 Choose setup language.

Jumpstart Installation Program, - InstallShield Wizard

Choose Setup Language

Select the language faor the inztallation from the choices below,

Japanese

< Back [ M et > l[ Cancel

Step 2 Click Next to start install Jumpstart.

Jumpstart Installation Program E|
Jumpsztart Installation Program

Thiz program inztalls the Jumpstart application .

+ Back [ et » ][ Cancel
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Step 3 Select “I accept the terms of the license agreement” ,then click Next

Jumpstart Installation Program

License Agreement
Please read the following license agreement carefully. IHh

FCl Communications, [ne. Software License Agreement ~

FLEASE READ THIS SOFTWARE LICEMSE AGREEMENT ["LICEMSE") CAREFULLY
BEFORE USING THE PCI SOFTWARE. BY USIMNG THE PCI SOFTWARE, vYOU ARE
AGREEING TO BE BOUMD BY THE TERMS OF THIS LICEMSE.

IF¥0OU DO MNOT AGREE TO THE TERMS OF THIS LICEWSE, DO NOT USE THE
SOFTWARE. IFY0U DO MOT AGREE TO THE TERMS OF THE LICEMSE, 0L MAY
RETURN THE PCI SOFTwARE TO THE PLACE WHERE vOU OBTAIMED IT FOR A&
REFUMD. IF THE PCl SOFTWARE 'WaS5 ACCESSED ELECTROMICALLY, CLICE.
"DISAGREE/DECLIME". FOR PCI SOFTWARE INCLUDED WITH ¥OUR PURCHASE
OF HARDWARE, ¥0U MUST RETURM THE EMTIRE HARDWAREASOFTWARE |

(%) | accept the terms of the licenze agreement

| do not accept the terms of the licenze agreement

[ < Back " Mest » l[ Cancel ]

Step 4 Click Continue Anyway at the Windows Logo Compatibility screen. Then
finish utility installation.

Software Installation

' E The zoftware you are inzstalling has not pazzed Windows Logo
= testing to verify it compatibility with Windows %P, [Tell me why
thiz tezting iz important. ]

Continuing your installation of thiz zoftware may impair
or destabilize the comect operation of your system
either immediately or in the future. Microszoft strongly
recommends that pyou stop this installation now and
contact the zoftware vendor for software that has
pazzed Windows Logo testing.

Continue Snyway ] [ STOR Inztallation

12



Hardware Installation

f E The saftware you are inztalling far this hardware:
L]

Jumpstart Wirelesz Intermediate Diriver

has not paszed Windows Logo testing to verify ke compatibility
with windows #P. [Tell me why thiz testing is important. |

Continuing your installation of this software may impair
or destabilize the comrect operation of your spstem
either immediately or in the future. Microzoft strongly
recommends that you stop this installation now and
contact the hardware vendor for software that has
pazsed Windows Logo testing.

[ Continue Anwsay ] [ STOF Installation

The ingtallation proaram has successfully performed the
zelected operatonz. Click Finigh to exit the “Wizard.

¢ Back . Finigh Caricel
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2.3 Install Driver for Win XP / Vista

Step 1 Choose install the software automatically (Recommended) ,then press Next

Hardware Update Wizard

Welcome to the Hardware Update
Wizard

Thiz wizard helps you ingtall software for;

PCI G5 30065

'j IF your hardware came with an installation CD
2= or Hoppy dizk. insert it now.

What do you want the wizard bo do?

(%) Inztall the software automatically [Fecommended]
) Install fram a list or specific lacation [Advanced)

Click. Mest to continue.

I Mext = l[ Cancel ]

Hardware Lipdate Wizard

Please wait while the wizard searches. .

Eﬁ] FCl Giw/-U5300GHS

14



Step 2 Click Continue Anyway at the Windows Logo Compatibility screen. Then
finish utility installation.

Hardware Installation

L] E The =aoftware you are installing for thiz hardware;
L3
Atheros OTUS ‘Wirgless MNetwark, Adapter

haz not pazzed Windows Logao testing to werify its compatibilitg
with Windows =P, [Tell me why this testing iz imparkant. |

Continuing your installation of this software may impair
or destabilize the correct operation of your spstem
either immediately or in the future. Microzoft strongly
recommends that you stop thiz installation now and
contact the hardware vendor for zoftware that has
paszed Windows Logo testing.

Continie Anyaay ] [ STOR Installation

Step 3 Click Finish. Restart the computer if you are prompted to do so.
Hardware Lipdate Wizard

Completing the Hardware Update
Wizard

The wizard haz finizhed inztalling the software for:

W} FCl GY'-5300G5

Click Finizh o cloze the wizard.

15



3. Configuring USB Adapter as a Wireless Client

The USB adapter can be set to either Station or Access Point Mode from the Mode
drop-down menu. Station mode is the default selection and should be selected if you
want to connect to a wireless router/access point or conduct peer-to-peer networking.

To open the utility, go to Start, (All) Programs,Atheros/Atheros Client Utility.

Step 1 In Profile Management, Select the Scan of your wireless router/access point
from the Available Network list and click on the Activate button.

I= PCI Client Utility - Current Profile: Default
fction  Ophions  Help

| Cumment Status | Profie Management | Diagneostics |

wEEP e )
| Modiv. |
Detailz
MHetwark, Tope: |nfrastructure [ Impart,.. ]
Secunty Mode: Dizabled
Metwark Mame 1 [S5101]; CEmply: [ Exzpart... ]
Metwork Mame 2 [S51D2]; <Emply: [ — ]
MHetwark Marme 3 [S5103]: <emphys
At Select Profiles [ Order Profiles. . ]
[ ] Dizable "WL&N if LAN is Connected

Available Infrastructure and Ad Hoc Metworks

Metwork, Mame [S510] [ﬁg 11n Super xR Signal Strength Channel A,
i =3 al] 1648 1 2
i ACE Al 18 dB 10 4
§ JEFF 5 all 47 d8 3 4
i w0 XS all &4 de 5 7
& Im7 il 4de 11 2
< 3|
Activate ] [ Refresh ] [ ] 8

16




Step 2 Verify that the adapter has adequate Signal Strength.

Available Infrastructure and Ad Hoc Networks

Metwaork, Mame [S510] [ﬁg 11n | Super =R Signal Strength Channel A,

i =3 Al 158 1 2.

i ACE FIREE 10 2.

% JEFF I il 47 e 3 2.
HY |arready =3 M5 Al 54 e 5 2

@ Im? 1l 4de 1 2.
< »
[ Activate ] [ Refrezh ] [ k. ]

Network Name(SSID): Lists all the available wireless router/access point in your area.
You can click on the Refresh button to update the list.

11n: Displays the network information if this available wireless router/access point
supports 11n.

Super: Displays the network information if this available wireless router/access point
support Super mode.

XR: Displays the network information if this available wireless router/access point
support XR mode..

Signal Strength: Displays the current link quality.

Wireless Mode: Displays the wireless network information of the wireless
router/access point

17



3.1 Configuring Profile Settings

Click Modify to configure the adapter’s General ,Security and Advanced Setting

I= PCI Client Utility - Current Profile: Default

Action  Opkions  Help
| Current Status | Profile Management | Diagnostics |
g Diefauilt
Soheate
Dretailz
Metwork, Tepe: | nfrastructure [ — ]
Security bMode; Dizabled
Metwark, Mame 1 [S51D1]: <emphys [ Expart... ]
Metwork, Mame 2 [SSIDZ]: <emphys [ T ]
Metwaork Mame 3 [S5103]; <empky:
Ao Select Profiles [ Order Profiles... ]
[] Disable WLAM if LAM is Connected

Input the adapter’s Profile Name

Profile Management

General | Security | T-’-‘-.dvanu:eu:ii

Profile Settings

Profile Mame; | [BEEED |

Client Marme: i LAMREADY-FEZ266H |

MHetwork, Mames

S5ID1: | |

55102 | |

55103 | |

k. ] [ Cancel

18



Select Security Options

Profile Management

i.GeneraI| Security |.-'1‘-.|:Ivan|:e-:|-§

Set Security Options

O wPaAPA2

I wWPAAWPAZ Pazsphrase

(O 802.1x

(3 Pre-Shared Key [Static WEP)
(% Mone

Laonhgure. ..

WRAMPAZ EAP Tope:

802 1% EAF Type:

e Azzociation o Miked Cells

Frahle Locked

Lirnit Tirne for Finding Domain Cont

CAT

raller Ta |_— TEL

ok

H Cancel J

Verify Transmit Power Level and Wireless Mode

Notice : All configurations for 2.4GHz were based on 2.4GHz(802.11bgn) RF
chipset .Otherwise it can’t work.

19




Frofile Management

| General | Secusity | Advanced |
Tranzmit Power Level

24 3Hs: Pawer Save Mode: | Off

SCHz: (40 mW v Wetwork Type: In.fmstrw:‘mre

Wireless Mode Wireless Mode When Starting £d Hoc Network

5(:He 300 Mbps
5(Hz 54 Mbps
2.4 GHz 300 Mbps
2.4 GHz 54 Mbps
24 GHz 11 Mbps

20211 Authentication Mode

Roaming: | Defanlt | [ Preferred APz,

_#E ]|

A

Transmit Power Level: This setting is for USB adapter power transmitting
2.4GHz:1,2,3,4,5,6,7,8,9,10,20,32,50,63,100mW

5GHz : No function on this product.

Power Save Mode:

Off: provides the best signal throughput but least power save.
Normal: provides average power save and throughput.
Maximum: provides the best power save but least throughput.

Network Type: Choose from Infrastructure (for connecting to a wireless

router/access point) or Ad-Hoc (for computer-to-computer networking, bypassing the

wireless router/access point).

Wireless Mode
Include 2.4GHz 300Mbps /2.4GHz 54Mbps /2.4GHz 11Mbps

Wireless Mode When Starting Ad Hoc Network
Support 2.4GHz 300Mbps /2.4GHz 11Mbps/2.4GHz 54Mbps

Roaming:
Support Low/Very Low/Normal/High/Very High

Preferred APs

You can assign Preferred APs by MAC address. Maximum up to 4 APs.
Click Apply to save the changes.

20



3.2 Configuring Encryption Security

3.2.1 Pre-shared Key(Static WEP)
Select Pre-shared Key(Static WEP) then click configure to do the WEP settings.

Profile Management

Set Becurity Cphions
) WELIWEAZ

) WEASWEAZ Passphrase
VO 1y

WPA/WPAZ EAF Tvpe: 1EL

802 1 EAFP Twpe: [EA]

& Pre-Shared Eew (atic WEP

T WOTE

[ Configne.. |

Confignre Fre-Shared Keys (Static WEF)

F.ey Entry
(®)Hewadecimal (09, AF}

Encryption Keps

Tranzmit ey

(3 ASCI Text [all keyboard characters)

"WEP Fep1:

WEP Fey 3

|
WEPKey2 |
|
WEPKepd |

WEP Key Size:
B4 128 152
® O O
® O O
® O O
® O O

Ok

J

Cancel ]

Key Entry: Select either Hexadecimal (0-9, A-F) or ASCII (any number or letter).

Transmit Key: Select which of the four Key Value you want to use.

WEP Key Size: Select the appropriate encryption key length.

21



Note the following rules when entering Key values:

e 64-bit key length requires 10 Hexadecimal characters (0-9, A-F) or 5 ASCII
characters (any number or letter).

e 128-bit key length requires 24 Hexadecimal characters (0-9, A-F) or 13 ASCII
characters (any number or letter).

e 152-bit key length requires 32 Hexadecimal characters (0-9, A-F) or 16 ASCII
characters (any number of letter).

And then click OK to save the settings.

Note: The WEP Key settings must be identical to the WEP settings of the wireless
router/access point you wish to connect to.

After you have applied the changes, return to the utility’s main screen and select the
wireless router/access point you wish to connect to.

If you want to use WPA encryption, click on Change in the General Connection
Setting.

3.2.2 802.1x
Profile Management EJ§|
| Genersl | Security | Advanced |
Set Becurity Options

O WEANEAZ WPA/WEPLL ELP Tpe:

) WRAIWEAZ Passphrase

@ 802.1x 802.1x EAP Type: |LEAP v]

) Pre-Shared Key (Static WEP

i Mane

f i ] F %’;]low Asociation to Mioed Cells

it Tame for ing Domatn Controller 1l
[ Limit Time for Finding Domain C ller © |l
Ciroup Policy Dielay: ED ¢ =
[ ®e | & |

22



Configure LEAF

Izer Hame and Pazsward S ettings

() Uze Temporary User Mame and Pazsward

#)illze 5aved User Mame and Password

User Mame: |
Password: |

Confirrn Pazsword; :

Dramair:

[] Mo Metwork Connection Unless User |s Logged In

Authentication Timeout Y alue [in seconds] §3D =

w

[ 1] l [ Cancel ]

1. After associating with a wireless access point, the client sends an EAP-start
message. begins a series of message exchanges to authenticate the client.

2. The access point replies with an EAP-request identity message.

3. The client sends an EAP-response packet containing the identity to the
authentication

4. The authentication server uses a specific authentication algorithm to verify the
client's this could be through the use of digital certificates or other EAP
authentication

5. The authentication server will either send an accept or reject message to the
access

6. The access point sends an EAP-success packet (or reject packet) to the client.

23



3.2.3 WPA/WPA2 Passphrase

WPA/WPAZ2 Passphrase offers two encryption methods, TKIP and AES, with dynamic
encryption keys. Select TKIP or AES for encryption. Then enter a Pre-shared Key that
is 8-63 characters in length. You must enter the same security settings used on your
network.

Profile Management

Set Becunity Ophons
S D AT n e o WEALA/WPAD EAP T}'IIE'.'Z §

(&) WPA/WPAZ Passphoase
ol 1= 802.1x ELF Type:

1 Pre-Shaved Eey (Static WEE)
| i Mane

' T Confemms.. ]

[ ®e [ =& |

Encryption - Select the type of algorithm you want to use, TKIP or AES, from the
Encryption drop-down menu.

Configure WEA/WEAZ Passphrase

Enter a wWhPA MPAZ pazzphraze (B to B3 ASCI or B4 hexadecimal characters]

[ OF. ][ Cancel ]

Click the OK button to continue or the Cancel button to back to the previous screen.

3.2.4WPA/WPA2

WPA/WPA2 features WPA security used in coordination with a RADIUS server. (This
should only be used when a RADIUS server is connected to the Router.)
WPA/WPAZ2 offers several authentication methods,
EAP-TLS/EAP-TTLS/PEAP/LEAP/EAP-FAST/EAP-SIM, as well as two encryption
methods, TKIP and AES, with dynamic encryption keys. You must

enter the same security settings used on your network. Authentication - Select the

24



authentication method your network is using EAP-TLS or PEAP.EAP-TTLS

Frofile Management @ gj

| General | Security | Advanced |

GBI WEA/WPAZ EAP Type: [LEAP v

() WPA/WEAZR Pasphrase
Canz 1x 802 1x EAP Type:

() Pre-Shaved Key (Static WER)
() None

| Configme.. |

[ Lt Time for Finding Dommedn Controller © | [

Grroup Policy Delar: ISEI 3 e

 ®me || ®aA -]

EAP-TTLS

If you selected EAP-TTLS, enter the login name of your wireless network in the Login
Name field. Enter the name of the authentication server in the Server Name field (this
is optional). From the Certificate drop-down menu, select the certificate you have
installed to authenticate on your wireless network. Select the type of encryption with
TKIP or AES

Click the Apply button to continue or the Back button to return to the previous screen.
PEAP

If you selected PEAP, enter the login name of your wireless network in the Login
Name field. Enter the password of your wireless network in the Password field. Enter
the name of the authentication server in the Server Name field (this is optional). From
the Certificate drop-down menu, select the certificate you have installed to
authenticate you on your wireless network; if you want to use any certificate, keep the
default setting, Trust Any. Then select the authentication method used inside the
PEAP tunnel. Select the type of encryption with TKIP or AES

Click the Apply button to continue or the Back button to return to the previous screen

LEAP

Light Extensible Authentication Protocol (LEAP) is a proprietary 802.1x EAP method
developed by Cisco for use on wireless networks that use Cisco 802.11 wireless
devices. It features dynamic per user per session WEP keys.
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3.3 WPS JUMPSTART RUN

Select Join a wireless network, then push Next button.

E Jump5tart for Wireless

Welcome to JumpStart

JumpStart iz compatible with Wi-Fi Protected Setup™
Thiz application will guide you through configuring pour wirgless network.

“WWhat do you want bo do?

‘ %1 Join a wireless network
") Configure a wireless network

() Add another device to my wirelezs network

JUMPSTART
L FOR WIRELESS

Wi-Fi PROTECTED
SETUP

Back [ Mext » ][ Cancel ] [ Help ]

Select Push the button on my access, at same time you need to push that button.
Then push Next button.
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EE Jump5tart for Wireless

Join a ¥Wireless Network

JumpStart iz preparing to join your computer to'a wirelezz nebwork.

Which zetup method do pou want to use?
‘ (%} Pugh the button on my access point
) Enter a PIN into my access point or a registrar

() Enter the PIN from my access point

Push the buttan an pour access paint and click Mewst to continue,

JUMPSTART
[ FOR WIRELESS ]

Wi-Fi PROTECTED

SETUP Sutomatically zelect the network:

[ < Back ][ P et > ][ Cancel ][ Help ]

The device will search access point and connect it.

E Jump5tart for Wireless

Configuring the wireless network.

Searching for a netwaork,

CCLCLCIIIID )
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I= PCI Client Utility - Current Profile: Default
Action  Options  Help

S PG~ o

FLAKHY DOMAMUSCATINE IKE £ — g,
Frofile Mame: Default ‘,{
Link Status: Aszociated Metwork, Tupe: [nfrastructure
Wirelesz Mode: 2.4 GHz 54 Mbps Contral Channel: 3

E stenzion Channel:

Server Bazed Authentication: Mone Data Encryption: Hone

IP Address: 192.168.0.106

Signal Stength: [EENNNENENNENNNENNNRER  Excelent

t Advanced |
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4. Appendix

4.1 Specifications

[WUB1900] Electrical Specifications

Interface USB 2.0 Standard, USB 1.1 Compliant

Standards IEEE802.11 / 802.11b / 802.11g/ 802.11n (draft 2.0 compliance)
Conformance |ARIB STD-T66 compliant

Data Transfer | IEEE 802.11b mode: DSSS (1, 2, 5.5 and 11 Mpbs)

Rate / IEEE 802.11g mode: OFDM (6, 9, 12, 18, 24, 36, 48 and 54 Mpbs)
Modulation draft 802.11n Standard-20 MHz Channel mode: OFDM (6.5, 7.2,
Method 13, 14.4, 14.44, 19.5, 21.7, 26, 28.89, 28.9, 39,

43.3,43.33 52, 57.78, 57.8, 58.5, 65.0, 72.2, 78,
86.67, 104, 115.56, 117, 130, 144.44 Mbps)
draft 802.11n Wide-40 MHz Channel mode: OFDM (13.5, 15, 27, 30,
40.5, 45, 54, 60, 81, 90, 108, 120, 121.5, 135, 150, 162, 180, 216,
240, 243, 270, 300 Mbps)

Access Method

Infrastructure Mode, Ad-Hoc Mode (802.11 Ad-Hoc), Roaming

Security WEP64/128/152bit, TKIP,AES-CCMP,WPA-PSK,WPA2-PSK,802.1x, ,
EAP-TLS,EAP-TTLS,PEAP(EAP-GTC),PEAP(EAP-MSCHAPV2),
WPS(Jumpstar2.0)

Quality of 802.11e , WMM

Service (QOS)

International (802.11d

Regulation

Frequency 2.4 to 2.4835GHz

Range

Wireless OFDM & DSSS (with Barker coding and CCK for backward

Medium compatibility with 802.11b)

Media Access/CSMA / CA

Protocol

Operating 1~11 (U.S. & Canada), 1~13 (channel availability depends on local

Channels regulations)

Transmit Power|18dBm (IEEE802.11g/n) / 12.5dBm (IEEE802.11b)

Settings 20dBm (IEEE802.11g/n 20) / 15dBm (IEEE802.11 g/n 40)

Receiver 1 Mbps : -88dBm

Sensitivity 2 Mbps : -83dBm
5.5 Mbps : -79dBm
11 Mbps : -70dBm
12 Mbps : -76dBm
24 Mbps : -71dBm
36 Mbps : -67dBm
54 Mbps : -62dBm

Internal Built-in PCB 0dBi Antenna
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Antenna Type

LED Indicators

Power / Link

Power
Consumption

-Power Save mode = 95mA
-Stand by mode = 2mA
-Transmit mode = 450mA
-Receive Mode = 100mA

Operating Windows XP, Windows Vista
systems
Environmental & Mechanical Characteristics
Operating 32 °F ~ 131 °F (0 °C ~ 50 °C)
Temperature
Storage -13 °F ~ 158 °F (-20 °C ~ 70 °C)
Temperature
Operating 10% to 80% Non-Condensing
Humidity
Storage 5% to 90% Non-Condensing

Humidity
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5.1 Troubleshooting

1. My computer does not recognize the WUB1900 USB Network Adapter.
Make sure that the Wireless-N USB Network Adapter is properly inserted into the
USB port.

2. The WUB1900 USB Network Adapter does not work properly.

Reinsert the Wireless-N USB Network Adapter into the PC’s USB port.

3. | cannot communicate with the other computers linked via Ethernet in the

Infrastructure configuration.

Make sure that the notebook or desktop is powered on.

Make sure that the WUB1900 USB Network Adapter is configured with the same
Wireless Network Name(SSID) and wireless security settings in your network.

5.2 Troubleshooting-B
1. The LED is off.

Make sure the device is inserted properly. Otherwise contact your local dealer for
more information.

2. The LED is always on not blinking.

Make sure that you have installed the driver from attached CD-ROM. Otherwise
contact your local dealer for more information.

3. The LED is blinking but the device icon does not appear in your icon tray.

Make sure that you have installed the Utility from the attached CD-ROM.

4. The device is linking, but cannot share files with others.

Make sure the file and printer sharing function is enabled. You could enable the
function by checking the icon of My Computer / Control Panel / Network / file and
printer sharing | want to be able to give others to access to my files.

5. Slow or erratic performance.

Try changing the channel of the communicating group or moving your device closer to
the communicating device.

6. Cannot find the utility icon in the task bar after plugged in the device.

You could enable the function by clicking the icon of Start All Programs Wireless LAN Utility
WUB1900 Utility.
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6.1 Glossary

IEEE 802.11 Standard
The IEEE 802.11 Wireless LAN standards subcommittee, which is formulating a
standard for the industry.

Access Point
An internetworking device that seamlessly connects wired and wireless networks
together.

Ad Hoc

An Ad Hoc wireless LAN is a group of computers, each with a WLAN adapter,
connected as an independent wireless LAN. Ad Hoc wireless LAN is applicable at a
departmental scale for a branch or SOHO operation.

BSSID
A specific Ad Hoc LAN is called a Basic Service Set (BSS). Computers in a BSS must
be configured with the same BSSID.

DHCP

Dynamic Host Configuration Protocol, method in which IP addresses are assigned by
server dynamically to clients on the network. DHCP is used for Dynamic IP
Addressing and requires a dedicated DHCP server on the network.

Direct Sequence Spread Spectrum

This is the method the wireless cards use to transmit data over the frequency
spectrum. The other method is frequency hopping. Direct sequence spreads the data
over one frequency range (channel) while frequency hopping jumps from one narrow
frequency band to another many times per second.

ESSID

An Infrastructure configuration could also support roaming capability for mobile
workers. More than one BSS can be configured as an Extended Service Set (ESS).
Users within an ESS could roam freely between BSSs while served as a continuous
connection to the network wireless stations and Access Points within an ESS must be
configured with the same ESSID and the same radio channel.14

Ethernet
Ethernet is a 10/100Mbps network that runs over dedicated home/office wiring. Users
must be wired to the network at all times to gain access.

Gateway

A gateway is a hardware and software device that connects two dissimilar systems,
such as a LAN and a mainframe. In Internet terminology, a gateway is another name
for a router. Generally a gateway is used as a funnel for all traffic to the Internet.

IEEE
Institute of Electrical and Electronics Engineers.
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Infrastructure

An integrated wireless and wired LAN is called an Infrastructure configuration.
Infrastructure is applicable to enterprise scale for wireless access to central database,
or wireless application for mobile workers.

ISM Band

The FCC and their counterparts outside of the U.S. have set aside bandwidth for
unlicensed use in the so-called ISM (Industrial, Scientific and Medical) band.
Spectrum in the vicinity of 2.4 GHz, in particular, is being made available worldwide.
This presents a truly revolutionary opportunity to place convenient high-speed
wireless capabilities in the hands of users around the globe.

Local Area Network (LAN)

A LAN is a group of computers, each equipped with the appropriate network adapter
card connected by cable/air, that share applications, data, and peripherals. All
connections are made via cable or wireless media, but a LAN does not use telephone
services. It typically spans a single building or campus.

Network
A network is a system of computers that is connected. Data, files, and messages can
be transmitted over this network. Networks may be local or wide area networks.

Protocol

A protocol is a standardized set of rules that specify how a conversation is to take
place, including the format, timing, sequencing and/ or error checking.

Roaming

In an infrastructure network, this is when a wireless PC moves out of range of the
previously connected access point and connects to a newly connected access point.
Throughout the network environment where access point is deployed, PCs can
always be connected regardless of where they are located or roam.

SSID
A Network ID unique to a network. Only clients and Access Points that share the
same SSID are able to communicate with each other. This string is case-sensitive.

Simple Network Management Protocol (SNMP)

Simple Network Management Protocol is the network management protocol of TCP/IP.
In SNMP, agents-which can be hardware as well as software-monitor the activity in
the various devices on the network and report to the network console workstation.
Control information about each device is maintained in a structure known as a
management information block.

Static IP Addressing

A method of assigning IP addresses to clients on the network. In networks with Static
IP address, the network administrator manually assigns an IP address to each
computer. Once a Static IP address is assigned, a computer uses the same IP
address every time it reboots and logs on to the network, unless it is manually
changed.

Transmission Control Protocol / Internet Protocol (TCP/IP)
TCP/IP is the protocol suite developed by the Advanced Research Projects Agency
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(ARPA). It is widely used in corporate Internet works, because of its superior design
for WANs. TCP governs how packet is sequenced for transmission the network. The
term [TCP/IP] is often used generically to refer to the entire suite of related protocols
16.

Transmit / Receive
The wireless throughput in Bytes per second averaged over two seconds.

Wide Area Network (WAN)
A WAN consists of multiple LANs that are tied together via telephone services and / or
fiber optic cabling. WANs may span a city, a state, a country, or even the world.

Wireless LAN (WLAN)

A wireless LAN does not use cable to transmit signals, but rather uses radio or
infrared to transmit packets through the air. Radio Frequency (RF) and infrared are
the commonly used types of wireless transmission. Most wireless LANs use spread
spectrum technology. It offers limited bandwidth, usually under 54Mbps, and users
share the bandwidth with other devices in the spectrum; however, users can operate a
spread spectrum device without licensing from the Federal Communications
Commission (FCC).

6.5 Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a class B
digital device, pursuant to part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential installation.
This equipment generates, uses and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause
harmful interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

Consult the dealer or an experienced radio/TV technician for help.

Installation and use of this Wireless LAN device must be in strict accordance with the
instructions included in the user documentation provided with the product. Any
changes or modifications (including the antennas) made to this device that are not
expressly approved by the manufacturer may void the user’s authority to operate the
equipment. The manufacturer is not responsible for any radio or television
interference caused by unauthorized modification of this device, or the substitution of
the connecting cables and equipment other than manufacturer specified. It is the
responsibility of the user to correct any interference caused by such unauthorized
modification, substitution or attachment. Manufacturer and its authorized resellers or
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distributors will assume no liability for any damage or violation of government
regulations arising from failing to comply with these guidelines.

FCC RF Radiation Exposure Statement: This equipment complies with FCC RF
radiation exposure limits set forth for an uncontrolled environment. This device and its
antenna must not be co-located or operating in conjunction with any other antenna or
transmitter.

Your device contains a low power transmitter. When device is transmitted it sends out
Radio Frequency (RF) signal.

" declare that WUB1900 (IEEE802.11 b/g/n USB Dongle) is limited in CH1~CH11 by
specified firmware controlled in USA."

The users manual or instruction manual for an intentional or unintentional radiator
shall caution the user that changes or modifications not expressly approved by the
party responsible for compliance could void the user’s authority to operate the
equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions:
(1) This device may not cause harmful interference.
(2) This device must accept any interference received, including interference that may
cause undesired operation.
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