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1. Introduction

Congratulations on your purchase of the Wireless N USB Adapter. Its high bandwidth
combined with extended wireless coverage delivers fast and reliable connection for all
of your networking applications when used with other Wireless N products.

A full range of security features such as WEP, WPA-PSK, and WPA2-PSK provide the
highest level of wireless network security. The bundled Wireless Utility allows you to set
up the adapter with an easy-to-use user interface. Best of all the Wireless N USB
Adapter works with 802.11g and 802.11b network devices ensuring compatibility with
your existing wireless products.

1.1 Package Contents

Before you begin the installation, please check the items of your package. The package
should include the following items:

e WUB1900RM Wireless N USB Adapter
e USB Cable

e Quick Installation Guide

¢ Installation CD (Driver/Utility/Manual)

1.2 Features

¢ Industry’s highest wireless data rate with IEEE 802.11n draft specification 2.0
e 64-bit/128-bit WEP encryption, Pre-shared Key (PSK), and Wi-Fi Protected
Access (WPA2 and WPA) support provide full protection for your wireless
connection

Higher data rate increases the reliability and stability of wireless connections
Great for environments with higher wireless data traffic requirements

Fully backward-compatible with 802.11b/g devices

Works best with other Wireless N products



2. Installation

This section provides instructions on how to install the WUB1900RM Wireless N USB
Adapter. The driver is installed along with the utility.

Step 1 Insert the USB adapter into an available USB port and turn on your computer.

Step 2 After turning on the computer, Windows will launch the Found New Hardware
Wizard. The Found New Hardware Wizard appears differently depending on your
operating system. Click Cancel to quit the wizard and insert the Installation CD into your
CD drive.

Found New Hardware Wizard

Welcome to the Found New
Hardware Wizard

Windows will gearch for curent and updated software by
looking on vour computer, on the hardware ingtallation CO, or on
the Windows Update \Web zite [with your permiszion).

Fead our prvacy policg

Can windows connect to Windows Update to search for
software?

e, this time only
{73 ez, now and every time | connect a device
{3 Mo, not this time

Click Mest to continue,

Cancel




Found New Hardware Wizard

This wizard helps vou install software for:
RATLE188S WLAN Adapter
Fq.

.\_) If your hardware came with an installation CD
L or floppy disk, insert it now.

What do pou want the wizard to do’?

(%) Install the software autornatically [Fecommended)
() Install from a list or specific location [Advanced)

Click Mest to continue.

[ < Back “_, Mext > J[ Cancel ]

Step 3 The Autorun screen will pop up. Select Install Utility and Driver from the menu.

!

@ . Quick Install Guide

i TYNIR oo o
etupWVjizand :
- Thank you for choosing the wike ess'___-"
LANASB 2.0 Adapter! .




Note: If the Autorun screen doesn’t appear automatically, or if you get a blank white
screen, go to Start, Run, and type D:\Utility\Setup.exe (where D is the letter of your

CD drive) and click OK.

Windows Vista users: At this point, you may get a warning message like the one
below. Make sure that you click Allow to continue with the installation.

User Account Control |

0 your computer

User Account Control stops unauthorized changes to your computer,
The source and purpose of this program are unknown, Don't run the program
unless you have used it before or know where it's from.

E Unidentified Publisher

< Cancel

I don't know where this prograrm is from or what it's for.

2 Allow

Itrust this program because I've used it before or I know where it's
from.

> Details




Step 4 Click Next at the welcome screen.

REALTEK 11n USB Wireless LAN Driver and Utility

REALTEEK 11n USB Wireless LAN Driver and
Utility

The InstallShield ‘wizard will install BEALTEFR. 11n USE
Wireless LAMN Diriver and Ltility on wour computer. To
cantinue, click Mest.

] [ Cancel

Step 5 Click Install to begin install.

REALTEK 11n USB Wireless LAN Driver and Litility
REALTEK 11n U5B Wireless LAN Driver and Utility

Click Inztall to begin the installation.

[f wou want ko reviess or change any of vour inztallation zettings, click Back. Click Cancel to exit
the wizard.

ImztallShield -

[ < Back ” Inztall ] [ Cancel




. REALTEK 11n USB Wireless LAN Driver and Utility

Setup Status

T he Inztalls hield *wizard iz inztaling REALTEK 11n USE “Wireless LA Driver and Utility

Inztalling

C:h SREALTEKM 10 USE “ireless LAN UtiitsPRIVATE. vbs

llllllllllllllllllllllllllllllllllllllllllllllllllllllq

Cancel

Step 6 Click Continue Anyway at the Windows Logo Screen. (For Windows 2000, click
Yes at the Digital Signature Not Found prompt).

Software Installation

L] E The software pou are installing haz not pazsed Windows Logo
- testing o werify its compatibility with ‘Windows =P, [Tell me why
thiz testing is important. |

Continuing your inztallation of thiz software may impair
or destabilize the correct operation of your system
either immediately or in the future. Microzoft strongly
recommends that you stop thiz installation now and
contact the zoftware vendor for zoftware that has
passzed Windows Logo testing.

Continue Arpeay ] EéTDPInstallatiDn |




For Windows Vista, click the Install this driver software anyway button when the
security warning appears.

F'-

@ Windows Security

GU Windows can’t verify the publisher of this driver software

< Don't install this driver software

You should check your manufacturer's website for updated driver software
for your device,

. ¥ Install this driver software anyway
Only install driver scftware chtained frem your manufacturer's website or

disc, Unsigned software from other sources may harm your computer or steal
information,

[;';J See details

Step 7 Click Finish.

- REALTEK 11n USB Wireless LAN Driver and Utility

InstallShield Wizard Complete

The InstallShield Wizsrd has suscessfull installed IEALTEK
11n USE Wircless LAN Diiver and Utiity. Eefore you can use
the program, you must restart your computer,

(@) Yes, | want to rsstart my computsr now.
3 Mo, | will restart my computer later.

Remove any disks from their dives, and then click Finish to
complets sstup

< Bak Caricel

-
-

cruzer

&) REALTEK 11n USE Wi... B oL 1% 1142 aM

10



3. Configuring the Adapter

This section describes how to connect your wireless adapter to a wireless network.

Note to Windows XP Users:

You must disable the Wireless Zero Configuration Utility in order to use the bundled
Wireless Utility. Please follow the steps below to disable XP’s wireless utility. Windows

Vista users can skip the following instructions and go to Step 1

Double-click on the Wireless Network Connection Icon in the system tray and then
click on Properties or Advanced.

..,i/ Wireless Network Connection X

Connected to:
Signal Strength: Very Good

WA 2D 11:46 AM

When the new wireless network connection properties window appears, go to the
Wireless Networks tab, uncheck the “Use Windows to configure my wireless
network settings” check box and click OK.

11



-~ Wireless Net ork Connection 12 Properties |E|E|

General | Wireless Metworks |Advanced

[] Use Windaws ta configure my wireless netwark settings

wailable networks:

To connect to an available netwark, click Configure.

2 1 wireless ~
1 108aP =
2 ot 2

Prefenred networks:

Learn about zetting up wireless netwark
configuration.

_SF [ 0K, ] [ Cancel

Step 1 To open the utility, double click on the Wireless Monitor icon in the system tray
at the bottom right-hand corner of your screen.

Wireless Mebwork Connection (lanready-wireless)

Speed: 150.0 Mbps
Signal sktrength: Excellent
Status: Connected

&Ll X 4 M

Step 2 Go to the Available Network tab, select the SSID (Network Name) of the
wireless network you wish to connect to, and double click Add to Profile.

12



REALTEK 11n USB Wireless LAN Utility
RefreshiR)  Mode(M)  View) About{s)

= ﬁd My Zomputer

| General F'rulile | Available Metwark. | .Eltatu.s. || Skatiztics fE_Wi-Fi Pratect Setup |

Available Metwiork(s)

SSID Chanmel - Encryption | Metwork suthentication  Sigr I
e 2 Mone Uk 50
' mecimex 3 WEP Urknicnaer 48
1" ohie 3 WEP Unkricwn 48
(f¥sam 123456 3 Mone Unkniown 72
s & Mone Unknow 28
£ 1F_Flytech B WEP Unkniown 28
I”TF‘—LINK_DSFEFEI & WEFP ko 438
£ default & Mone Unknow 45
P huanchensmc 6 WEP Unknown 238
r-a“ . S T 45

Narready g TEIP WP Pre-Shared key 62 |
a 11 WEP Uk 44
1 swantCom 11 WEP Unknown 28 gl
1'J:'rn|— RAM MR TR AT 14 AN 1 b emmi s m O —
< | 3 |

Refresh l |l Add to Profile ]
Mote
Double click on item to joinfcreate profile,
< [ > |
Show Tray Ican [] Disable Adapter
[ Radio Off
Ready LM

If the network you are attempting to connect to is conf.igured for encryption, you will see
an orange lock icon next to the network.

13




REALTEK 11n USB Wireless LAN Utility
RefreshiR)  Mode(M)  View) About{s)

= ‘i;il ECumputer | General | Profile | Auailable Metwark | Status | Statistics || wi-Fi Protect Setup |
g H caltek RTLE15SL e — : i
Available Metwiork(s)
SSID Channel | Encryption | Metwork Authentication | Sigr 2|
e 2 Mone Uk 50
£ mecmesx 3 WER Uriknawn 48 |
1" ohie 3 WEP Unkricwn 48
(f¥sam 123456 3 Mone Unkniown 72
s & Mone Unknow 28
£ 1F_Flytech B WEP Unkniown 28
i TP-LIMNE_DSFBRFO & WEFP ko 438
£ default & Mone Unknow 45
P huanchensmc 6 WEP Unknown 238
P carot g TKIP WRA Pre-Shared Key 49
larready a |TKIP WPA Pre-Shared Key 62) 1
i 11 WEP Unkncwn 44
1 swantCom 11 WEP Unknown 28 gl
1‘Jf'rn|— RAM MR TR AT 14 AN 1 b emmi s m O —
| S
Refresh l l Add to Profile
Mote
Double click on item to joinfcreate profile,
< | 3

Show Tray Toon [] Disable Adapter

[ Radio Off

Ready LM

When you click on it and click connect, a box will pop up requesting the wireless
encryption key for the router. Enter the encryption key into the box and click OK.

14



Wireless Network Properties:

Profile Name: |

Metwark Marme(SSID): -

DThis is a computer-to-computer{ad hoc) network; wireless
access points are not used,

Channel:

Wireless network security
This network reguires a key for the following:

2802, 1% configure
EAP TYPE :

Tunnel ; Privision Mode :

lem e avmr v rradentisl

Jsername .

L |

Identity :

Metwork Authentication:lOpen System V|
Data encr\,rption:|Disab|ed v |

MNTETT

Key index (advanced):

Bl 1l

¥

Confirmn network key:

Dormair

| | |
Password ;
| |

Certificate :

PAC Auto Sel

15



Step 3 You should now be connected. You should see “Status” in the top, middle
, and SSID, signal Strength, Link Quality.

REALTEK 11n USB Wireless LAN Utility =13
RefreshiR) Mode(M)  Wiew() Abouk(d)

=2 ‘f} Iy Campuker Gereral | Profile | Available Metwork | Status | Statistics | WwiFi Protect Setuﬁ
<& Realtek RTLE1EESL :

Status: Associated

Speed: Tx:48 Mbps Rx:48 Mbps

Type: Infrastructure
Encryption: Mone

S5I0: sam123456

signal srength: |ERNNANNENNNANNANNANNNE =5

Link cuaity: (NERNNRNNRRNRRANNRNNRRRRRRNNNONY ioc-.

Metwiork address:
MAC Address: O0:ED:4C:71:00:47
IP Address: 192,168.3.103
Subnet Mask: 255.255.255.0
Gateway: 192.168.3.1

I ReMew IR
& | 2. _
Show Tray Icon [] Disable Adapter -_Clcnse
[ Radio oiff
Ready LM
Troubleshooting: If you are experiencing problems with the connection (unable to

connect, low signal strength, slow connection speed, not working, unstable wireless
connection) you will want to tune your router’s signal by changing channels on the
router.

You do not need to change the channel on the card, it will automatically pick up the new
channel after you reboot. The only channel that you need to change is the router’s
channel.

Your router has 11 different channels to choose from. Start with channel 1 and work
your way up. Each time you change the channel on the router, make sure that you
restart the wireless computer before trying to connect again. Keep going through the
channels until you find one that gives you a stable connection.

For instructions on changing channels, refer to the documentation that came with your
router.

16



4. Wireless Utility

This section describes the various functions of the Wireless Monitor that you can
configure, including the settings of wireless encryption.

4.1 General

The General box, you with the status of the current connection, including status, speed,
type, encryption, network name (SSID), signal, link quality, and Network Address (MAC
Address, IP Address, Subnet Mask, Gateway).

REALTEK 11n USB Wireless LAN Utility =13
Refresh(R)  ModefM) Wiew() About(d)

= ‘T; My Computsr General |.F'rc-file dvailable Network | Status || Statistics | \WiFi Protect Setup |
<& Reakek RTLE1G8SL

Status: Associated
Speed: Tx:48 Mbps Rx:4a8 Mbps
Type: Infrastructure

Encryption: Mone
SEID: zaml23456

signal strengt: [NENNENNNNRNNRNANANNRNNN [z
Link Qualty: [JNNRNANNNNRNRNNRNRNANORNRNININE (oo,

Metwiork Address:
MAC Address: 0O0:ED:4C:71:00:47
IF Address: 192,168.3.103
Subret Mask: 255,255.255.0
Gateway, 192.168.3.1

[ Rehew [P
£ | ¥
Show Tray Icon [] Disable Adapter
[] Radio Off
Hready HLIM

17



4.2 Profile Settings

This section provides instructions on using the Profile section of the wireless monitor.

REALTEK 11n USB Wireless LAN Utility =13
Refresh(R)  Mode(M)  Wiew(y) Aboukb{a)

=] ?3’ My Computer '.Generall Prafile Mvailable Metwork | Status | Statistics | Wi-Fi Protect Setup |
ol Realek RTLB1GASL

Avyailable Profileds)

Profile MHame Add

Remove

Edit

Duplicate

Set Default

£ |
Show Tray Icon [] Disable adapter
[] Radio Off

Ready

The Available Profile(s) box lists the different profiles you've created for the
different networks that you use. Profiles are automatically created and added to this list
when you connect to new networks. You can also manually add profiles.

To modify an existing profile, select that profile from the Available Profile(s) box and
click on Edit.

To create a new profile, click on Add.

18



The Profile box will appear allowing you to specify the settings for your new profile or
change settings for your existing profile.

Wireless Network Froperties:

Profile Mame:

Metwark Name(SSID): |anready-wireless

[ This is a compuker-to-computer{ad hoc) network; wireless 02, 1x configure

access points are nok used, EAP TYPE :

Channel:

wireless network security Tunnel :

This network requires a key For the Following:
Metwork Authentication: | WPA-PSE b sernarne ;

Data encryption: | aps | |

II

Identity

Password ;
Key index (advanced): | |
Metwork key:
eskotoboskoteshk Certificate ;

Canfirm netwark key:

Zancel

Once you are finished entering the settings, click OK to save the changes.

19



4.3 Available Network

The Available Network tab displays all the available wireless networks detected by the
Wireless Adapter.

REALTEK 11n USB Wireless AN Utility

RefreshiR)  Mode(M)  View) About{s)
= ‘d My Computer General | Profile i twvailable Metwork | Skatus | Statistics || wi-Fi Protect Setup |
i Realtek RTL: SN B 7 iy T
Available Metwiork(s)
SSID Chanmiel - Encryption | Metwork suthentication  Sige |
e 2 Mone Uk 50
£ mecmesx 3 WER Uriknawn 48 |
1" ohie 3 WEP Unkricwn 48
(f¥sam 123456 3 Mone Unkniown 72
s & Mone Unknow 28
£ 1F_Flytech B WEP Unkniown 28
i TP-LIMNE_DSFBRFO & WEFP ko 438
£ default & Mone Unknow 45
£ huanchensme 6 WEP Unknown 238
P carot g TKIP Wha Pre-Shared Key 48
larready a TKIP WPA Pre-Shared Key 62) 1
i 11 WEP Unkncwn 44
1 swantCom 11 WEP Unknown 28 gl
1‘J:'rn|— RAM MR TR AT 14 AN 1 b emmi s m O —
£ | 5 |
Refresh l l Add to Profile ]
Mote
Double click on item to joinfcreate profile,
& ! #
Show Tray Ican [] Disable Adapter
[] Radio Off
Ready LM

Simply select the wireless network you wish to connect to and double click.
If you have created multiple profiles, you can choice the SSID. Then click Add to
profile to enable that profile.

20



4.4 Configuring Encryption

This section describes the different types of encryption available and how to configure
them. In most cases, encryption will be automatically configured and all that will need to
be entered is the key, as described in Section 3 Step 2. The only time you will need to
manually configure the encryption settings is if you are creating a custom profile.

Click on Profile then Add.

The profile settings box will appear. This is where you will change your encryption
settings. As you can see you have some different options to choose from.

REALTEK 11n USB Wireless LAN Utility
Refresh(R)  Mode(r)  Wiew(y) About(d)

- t; et | Generd ] Profile | bvailable Metwork | Status | Statistics || Wi-Fi Protect Setup.:
\E Realtek RTLE188S. | L

Available Profileds)

Profie Mame 551D | add
@Ianreadv larreadly

Femowe

Edit

[ Duplicate ]

[ Set Default ]

¢ i >

Show Tray Icon [] Disable adapter

[ Radio off

Ready

21



Wireless Network Properties:
Prafile Marme:
Tetwork Mame{35I0): g

DThis is a computer-to-computer{ad hoc) network; wireless 802.1x configure

access points are not used, EAP TYFE @
Channel:
Wireless netwark security Tunnel ;
This network requires a key For the Following:
Metwark Authentication EOpen System Username :
Daka encryption | !
Identity :
WPA B02,1% | |
WRAZ 802,18
WEP 802, 1x Password :
Kew index {advanced): | |
Mebwork key:
- Cettificate !

Confirm network key:

Wireless Network Properties: E|

Profile Mame: |/500ea0

Metwork Name(5sI0D): [lanready-wireless

O This is a computer-to-computer{ad hoc) netwark; wireless 8021 configure

access points are not used, EAP TYPE :
Channel:
Wireless network security Tunnel :
This network requires a key For the Following:
Mebwork Authenkication: EOpen Systemn W | Username :
Data encryption: pisabled | |
Disabled Identity :
= | |
Password :
Kew index {advanced): | |
Mebwork kew: =
Cettificate !

Confirm network key:

These three are meant for the home user:

Disable: No encryption in use
WEP: The most popular but least secure form of encryption
WPA/WPA2-PSK: The most secure and recommended level of encryption

The remaining two are for use in a corporate environment that utilizes authentication

servers. If you do not know if you have an authentication server, you probably don’t and
will want to stick with the three options above.

22



Configuring WEP encryption

Wireless Network Properties:

Profile Mame:

Metwork Mame(S5ID0; | lanready-wireless

[ This is & computer-to-carmputerad hoc) netwaork; wireless 802,13 configure

access painks are not used. EAP TYPE :

Channel:

Wireless network security Tunnel

This network requires a key For the following:

Metwork .ﬁ.uthenticatiun:g ared Key Vl Isername

Daka encryption: iWEp w | ! !

= . Identity

[Jasc []passpHRASE | S |
— - Password :

ke index {advanced): j1 vl | |

Tletwork key:

Certificate :

Confirm network key:

Select WEP from the Data encryption box.

Under Network Authentication, you will want to select Shared key or Open System,
depending on the router settings.

ASCII / PASSPHRASE will also be predetermined by the router. Refer to your routers
settings to find out what you should select here.

Key Index is the key on the router that is currently in use. Refer to your routers settings
to find out what you should choose.

Once you are done, click OK to save your settings.

23



Configuring WPA/WPA2-PSK Encryption (for home users)

Wireless Metwork Properties:

Profile Mame: :

Metwork Mame( 35100

0 This is a computer-to-computerfad hoc) network; wireless B02. 13 configure

access points are nok used., EAP TYPE :
Channel:
‘Wireless network security Tunnel :
This network requires a key For the Following:
Metwork Authentication: EWPA-PSK bt | Isername ;
Diata encryption: | Tip o | | !
ASTTT oACDLL ACE IdEntlt'}l' H
ASCII PASIPHRASE BES | |
Password
Key index {advanced): | | |
Mebwork key:
Certificate

Confirmn network key:

Select WPA-PSK/WPA2-PSK from the Network Authentication box.

Under Data encryption select either TKIP or AES depending on the settings for your
router.

Enter the encryption key into the KEY box.

24



Configuring WPA/WPA2 Encryption (for corporate networks)

Wireless Metwork Properties:

Profile Mame: | . ]

Metwark MamelS5I00: .

[ This is & computer-to-corputer{ad hoc) network; wirdless 802,13 configure

access points are not used, EAP TYPE :
Channel: 241 |GTC it
Tunnel ;

Wireless network security

This network reguires a ke For the Following:
iNetwnrk Authentication: iWF‘P. 802,15 W Lsername :

Data encryplion: | 4Fs - ! !
R T I {TRIP Identity :
Password
key index (advanced): || | |
Mebwork key: k
T Certificate

Confirm network key:

Select WPA 802.1x / WPA2 802.1x from the Network Authentication box.

Under Data encryption select either TKIP or AES depending on the settings for your
router.

25



Wireless Network Properties:

Frofile Mame: |

Metwork Mame{335I0):

i This is & computer-to-computerfad hoch network; wireless 802, 1 configure

access points are not used., EAP TYPE @
\GTC @

Channel: (2412Mt

‘Wireless network securiby

This network requires a key For the following: LE&P
RN TTLS
Metwork Authentication: ;'-.-'\.-'P.ﬁ. g02.1s W _ PEAP
Data encryption: iTKIP w | | !
ASCIT Lepebine ol Idenkity :
Password

kKey index (advanced): | | |
Metwark key:

Certificate

Confirm netwark, key:

The adapter supports GTC,TLS, LEAP, TTLS, and PEAP authentication methods.
Refer to your system administrator for information about what settings you should enter
here.

26



4.5 Ad-hoc and Peer-to-Peer Wireless Networks

Ad-hoc networking is used when you want to connect two or more computers together
but you don’t have a router.

In ad-hoc mode, you lose a lot of the features that come with a router. The maximum
connection speed drops significantly to 11Mbps. WEP encryption is theonly security
available in ad-hoc mode.

To set up ad-hoc mode, you will need to create a new profile.

REALTEK 11n USB Wireless LAN Utility
Refresh(R) Mode(r)  Wiew(y) About(d)

: ‘:‘J g ! lGenerai] Profile | Available NetWka.,: Status | Statistics.,; */i-Fi Protect Setul:l.=
ool peakekRTLBIGSSL [ & i

Ayailable Profileds)

Profile Mame 551D | Add |
(% anready larready

Rerove

Edit

[ Duplicate ]

[ Set Default ] I

< i >

Shiowe Tray Icon [] Disable Adapter

[ radio off

Ready

27



Open the Wireless Monitor.

Click on Profile, then click on Add. The profile settings box will appear.

Wireless Network Properties:

Profile Mame:

Metwork MamelSsIoy:

This is a computer-to-computeariad hoc) nebwork; wireless
access points are nok used,

302, 1x configure

EAP TYPE &

Channel: :

wireless nebwork security
This netwaork requires a key For the Following:

Metwork, Authentication: iWF‘F’.-NDI‘lE A |

Data encryption: E-AES v]
Key index (advanced):
Metwork ke
Zonfirm nekwork kew:

Tunnel :

Username ;

Identity :

Password

Certificate :

First change the network type to Adhoc.
router).

(Infrastructure is for when you are using a

Enter a profile name into the Profile Name box so that you can identify the profile.

Type in a network name (SSID) into the SSID box

Select your desired Channel

You can also choose between no security or WEP security.

If you choose WEP security,

you can follow the instructions in the Configuring Encryption section of the manual.

Click OK to save the profile.

28



Once that is done, click on the Available Network.

REALTEK 11n USB Wireless LAN Utility

Refresh(R) Mode(M) Wiew(d) About(a)
= ¢ MyComputer __.General | F'n:ufile_i Awailable Network. | Status | Statistics | WiFi Protect Setup |
Available Metwork(s)
l SSID Channel  Encryphion | Metwork Authentication | Sigr#
I b 2 Mone nkncrn 50
' mecimes 3 WEP Unknon 43
1" ohie 3 WEP Unknior 49
| (Psam123456 3 HMone LIk i 72
e 6 Mone ke 23
1 1F_Flytech 6 WEP ko 28
I TP-LIME_DSFEFO 6 'WEP Unknow 48
1 default 6 Mone Uk 46
" Huanchensmc 6 WEP Unknown 28
1 carot g TEKIP WPA Pre-Shared Key 48
1 anready o TEKIP WPA Pre-Shared Key 62 ||
1 11 WEP Uk 44
1 pwantCom 11 WEP Unknown 28
I O TR T e Pt Pt 44 warm (Ao o et cr |
|48 | X
Refresh ] [ Asdd to Profile
Hote
Double dick on itern to joinfcreate profie,
& | #
Show Tray Ican [] Disable Adapter
[] Radio Off
Ready MM =7

Select your new profile from the profile chooser and double click to enable the profile.

You will need to configure all other computers that you are planning on connecting to
your ad-hoc network with the same settings that you input on this screen. Every
computer has to be set up exactly the same. If any of the settings are different, the
network will not function.

Troubleshooting: If you are having trouble connecting, if the connection is slow, or if it
is unstable, you will want to try changing channels. Start with channel 1 and work your
way up until you find a channel that gives you a stable connection. Each time you
change the channel, save the settings, then reboot the computer. Also make sure that
you do this on every ad-hoc machine so that they will all be set to the same channel.

29



4.6 Wi-Fi Protected Setup (WPS)

Wi-Fi Protected Setup™ (WPS) is a new and easy way to configure the encryption for
your wireless network clients. In order to use it with your router, firstly, you will need to
have a router that supports this feature, like the AR670W Wireless N Router.
Secondly, you must configure the wireless encryption on the router; you can find
instructions for configuring it in the User Manual located on the CD that came with your
router. If your wireless router does not support WPS, you will need to set up the
wireless security manually and you can skip this section.

In the instructions below, we are going to use the utility, Wireless Monitor that comes
with the Wireless N adapters and the Wireless router as the example.

Step 1 Go to the computer with the Wireless N adapter and open the
Wireless Monitor. Click on the Wi-Fi Protect Setup or push hardware push button.

REALTEK 11n USB Wireless LAN Utility

RefreshiR)  Mode(M)  Wiew(Y) Aboukis)

= ' MyComputer General | Profile | &vailable Metwork | Status Statisticst wi-Fi Protect Setup I

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Firn Input Config (PIM)
After pushing the PIN button.Please enter the PIN code into your
AP,

PIN Code : 63912968

Firi Tnput Config (PIN)

Push Buttom

After pushing the PEC button.Please push the physical button on
your AP or visual button on the WPS config page,

Push Button Config (PEC)

£ | 2
Show Tray Icon [] Disable Adapter
[ Radio Off

Ready [k
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Step 2 Choose your configuration method, either Push Button or Pin Code and click
Next.

REALTEK 11n LISB Wireless LAN Utility

RefreshiR) Mode(M)  Wiew(y) Abouk(a)

= 1y MyComputer | General | Profile | Available Network | Status | Statistics | WiFi Pratect Setup |
\.9 Realtek RTLE1SESL |

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN)
After pushing the PIN button.Please enter the PIN code into your
AP,

PIN Code : 63912968

( Fin Innut Canfig (PIN)

Push Button

After pushing the PBC button.Please push the physical button on
wour AP or wisual button on the WPS config page.

Push Button Config (PBC)

£ | >
Showe Tray Icon [] Disable Adapter -—
[ Radin Off e

| Ready LM

Step 3a If you choose the Push Button method, make sure that you click on the Push
Button Config button.

REALTEK 11n LSB Wireless L.

Refreshif)  ModeiM) Wiew(y) About({s)

= 1 MyComputar | General| Prafie | Available Network | Status | Statistics | i-Fi Pratect Setup |
< Realek RTLE188SL [ g

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi netweork
Diry T it Config (DT
W Protected Setup - PBC method [?l yaur

Wi-Fi Protected Setup - PBC method

If there is more then one AP on the PEC mode, there will be
[Session Overlap].Please using PIN method or wait for a
while push the button again.

" 10n
Status : Initial WPS ...

Complete (WY

I [ Push Button Config (PBC)

< ' s

Showe Tray Icon [] Disable Adapter
[ radio Off

WReady

UM
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Step 3b Push the WPS button on the router, and the blue LED will start blinking. The
router will now start the handshake with the wireless adapter, then the connection will
be built up in couple minutes.

Note: You will find the WPS button at the same place on Support WPS Wireless N Router.

Step 4a If you choose the Pin Code method, write down the PIN and click Yes.

REALTEK 11n USB Wireless LAN Utility =119
Refresh(R)  Mode(M) Yiew(¥) About(a)
=] gj MyComputer

<& Realkek RTLB1885L

| General ::.F'mfile Awailable Metwark :"Slatus | Statistics | wiiFi Pratect Sstup | -

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN)
After pushing the PIN button.Please enter the PIN code into your
AP,

PIN Code : 63912968

Pin Input Config (PIN)

Wi-Fi Protected Setap (WES)
button an

\‘?/ Do o want to select a specific 847 7

| 8w |
< | *
Show Tray Icon [ Disable Adapter -
[ Radio Off
Ready UM

Choice you want to connect AP then click Select

REALTEK 11n USB Wireless LAN Utility [I=0E9
Refresh(R) Mode(M) Wiew(¥) About{A)
a8 & MyComputer Lﬁeneral ,;.Prnhla_ Awailable Metwork | Status .Statlstlcs.i Wi Pratect Setup |
<& Realtek RTL8188SL | o =
Wi-Fi Protected Setup - Select AP X
1
WPS AP Mamne WPS AP MAC
AD-HOG 00:1B: 11 FO6C 70 0 your
huanchensmc 00:13:F7:80:08:E0
|
anon
< | k3
Showe Tray Icon [] Disable Adanter -
[ Radio off
JReady UM
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Step 4b Log in to your router’s configuration page from the web browser and click on
Wireless. Then click Wireless security. Make sure that the Wi-Fi Protected
Setup Enable box is checked. Click the Add Wireless Device Wizard button.

Step 4c Enter the Pin Code in the Pin Number box and click Connect.

After a few moments both the router configuration screen and the adapter configuration
screen should show a message telling you that you are connected.

Step 4d Click Continue on the router configuration screen.
Note: If you cannot connect successfully with WPS, you need to log in to your router’s

configuration and click on Wireless. Then click Wireless security. Make sure that the
Wi-Fi Protected Setup Enable box is checked.

33



4.7 Access Point Mode

Access point mode allows you to set up your computer to act as a wireless router and
share its existing wired connection with other computers. In order to use this mode, the

computer will need to be hard wired directly to the internet.

To switch into access point mode click on Mode at the top of the utility window and click
on Access Point.

REAL 7B Wireless LAN Utility

Refresh(F Wiewiy)  About{f)

JGENEH' | Profile | Available Network :I_SQR" Statistics || W/i-Fi Protect Setup |

Status: Associated
Speed; Tx:54 Mbps RS54 Mbps
Type: Infrastructure

Encryption: TKIP
SSID: lanready

Signial Strength: [IIIIIIIIIIIIIIIIIIIIIIIIIIIII ]gg%
Link Quality: [Illllllllllllllllllllllllllllli om%

Metwork Address:
MAC Address: 00:ED:4C:71:00:47
[ IP Address: 192.168.3.79
Subnet Mask: 255.255.255.0
Gateway: 192.168.3.254

RemMew IP
(LT A
Shaow Tray Icon [] Disable Adapter
[J Radio Off [ windows Zero Config

UM

The system tray icon will change:

* 1134 PM
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And the interface will change providing you with new options:

REALTEK 11n USB Wireless LAN Utility

RefreshiR)  Mode(r)  Yiew(d) Aboutia)
= ‘j My Computer General (|Advanced | Statistics | ICS |
<2 Realtek RTLE1SESL l_l i = a
I SSIDY userpc_AP I
ESSID! QO:ED4C: 710047 I
8 ssociation Tabl
AlD MAC Address Life Tirme
Config
£ | #
Show Tray Icon Disable Adapter
Close
[J Radio Off '
.Ready PG-LIM

SSID displays the current SSID setting of the adapter. The SSID is what other
computers will need to look for when trying to connect to your adapter.

BSSID is the physical address or MAC address of your wireless adapter.
Association Table shows you the remote computers that are currently connected to
your wireless adapter.

Clicking Config will take you to the following menu:

In the Advanced tab, you can change settings like Beacon Interval, DTIM Period, and
Preamble Mode to fine tune your adapter’s connection. Click apply after making
changes so that they take effect. If you need to change the settings back to what they

were originally, click on Set Defaults, then click Apply.
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Wirelesz Network Properties:

Profile Mame: rlccess Point Mode

Metwork Mame{SsID): lanready-Tory _4P

This is a computer-to-computerfad hoc) network; wireless
access poinks are nok used,

Channel: |1 (2412MHz) »

Wireless nekwork security
This netwark requires a key For the Following:

Mebwork Authentication: | Open Syskem W
Drata encryplion: | bisabled w

A5CTT PASSPHRASE |

Key index (advanced): 1
Metwork key:

Canfirm netwark key:

Here you can set all of the options for your adapter.

Network Name(SSID) this is the name that your wireless adapter will be broadcasting.
Channel allows you to select which channel you want the network to operate on. You
may want to change this if you are having connectivity issues.

Wireless Network Security can be set if you want to secure your network. The
process is the same as client mode and you can follow the instructions in Section 4.4 to

configure the encryption.
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REALTEK 11n USB Wireless LAN Utility
RefreshiR)  Mode(M) View(y) About{a)

= 7y MyComputer | General | Advanced | Statistics | IC5
<2 ReakekRTLB1GESL [

General
Be: Interval
| |
OTIM Period:

N
Preamble Mode

I Shoart hd |

Set Defaults | Apply ]

b4 | >

Show Tray Icon [] Disable Adapter

[ Radio Off

|Reédy MM

ICS or Internet Connection Sharing shows the device that the adapter is using to
provide an internet connection to wireless clients. This is automatically configured

during the setup.

REALTEK 11n USB Wireless LAN Utility
RefreshiR)  Mode(M) View(y) About{a)

- - — — = 1
=] ?i MyCaomputer | General | Advanced | StatisticEJ ICS |J
"o Realtek RTLE188S.

Setting Internet Connection Sharing (ICS)

Conniarme Device Mame
1 Local &rea Connecti...  CG-LAPCIGTZ2
% Local Area Connection  Atheros L2 Fast Ethernet 107100 Base-T Contraller

S
5%

Public Metwoark
[Local Area Connection 2 CG-LAPCIGT2

| [ Apply ] |

< | b3

Show Tray Icon [[] Disable Adapter

[ Radio Off

Ready MM
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4.8 About

The About tab shows the Utility, Driver versions.

About

!

.@ EEALTEE 11n USE Wireless LAN Tility
: Versdon 700.1575.511 2009

Coprright (¢ 2003-2009
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Appendix A — Features

Frequency Band
o 24~25GHz

Standards
e |EEE 802.11b/802.11g
e 802.11n draft 2.0

Interface
e USB20

Security
¢ WEP, TKIP,AES-CCMP,WPA-
PSK,WPA2-PSK,802.1x, , EAP-
TLS,EAP-TTLS,PEAP(EAP-
GTC),PEAP(EAP-MSCHAPV2),
Jumpstar2.0

Data Rate
e Transmitting: Up to 150Mbps*
¢ Receiving: Up to 150Mbps*

Transmitted Power

For Omni Antenna / Gain: 10 dBi
IEEE 802.11b mode: 13.57 dBm
IEEE 802.11g mode: 18.36 dBm

System Requirements
e 150 MHz processor or better
e 512Byte RAM
¢ Available USB port

OS Compatibility
e Windows 2000/XP/Vista
e linux
e MAC 0OS 10.4/10.5

Dimensions
e 33x15x7mm (L XxW x H)

Temperature
e Operating: 0°C to 55°C
e Storage: -20°C to 70°C

Humidity
e Operating: 10% to 80% Non-
Condensing
e Storage: 5% to 90% Non-
Condensing

Warranty
e Limited 1-year warranty

Safety Approvals
e FCC,CE,IC

draft 802.11n Standard-20 MHz Channel mode: 17.55 dBm
draft 802.11n Wide-40 MHz Channel mode: 16.41 dBm

For Patch Antenna / Gain: 10 dBi
IEEE 802.11b mode: 14.26 dBm
IEEE 802.11g mode: 19.39 dBm

draft 802.11n Standard-20 MHz Channel mode: 18.81 dBm
draft 802.11n Wide-40 MHz Channel mode: 17.76 dBm

For Chip Antenna / Gain: 0.5 dBi
IEEE 802.11b mode: 14.75 dBm
IEEE 802.11g mode: 18.36 dBm

draft 802.11n Standard-20 MHz Channel mode: 17.39 dBm
draft 802.11n Wide-40 MHz Channel mode: 16.70 dBm


vanessa.su
文字方塊
Transmitted Power 
For Omni Antenna / Gain: 10 dBi
IEEE 802.11b mode: 13.57 dBm
IEEE 802.11g mode: 18.36 dBm
draft 802.11n Standard-20 MHz Channel mode: 17.55 dBm
draft 802.11n Wide-40 MHz Channel mode: 16.41 dBm
For Patch Antenna / Gain: 10 dBi
IEEE 802.11b mode: 14.26 dBm
IEEE 802.11g mode: 19.39 dBm
draft 802.11n Standard-20 MHz Channel mode: 18.81 dBm
draft 802.11n Wide-40 MHz Channel mode: 17.76 dBm
For Chip Antenna / Gain: 0.5 dBi
IEEE 802.11b mode: 14.75 dBm
IEEE 802.11g mode: 18.36 dBm
draft 802.11n Standard-20 MHz Channel mode: 17.39 dBm
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Industry Canada Statement

This device complies with RSS-210 of the Industry Canada Rules. Operation is subject
to the following two conditions:

1) this device may not cause interference and

2) this device must accept any interference, including interference that may cause
undesired operation of the device

IMPORTANT NOTE:

IC Radiation Exposure Statement:

This equipment complies with IC radiation exposure limits set forth for an uncontrolled
environment. End users must follow the specific operating instructions for satisfying RF
exposure compliance. To maintain compliance with IC RF exposure compliance
requirements, please follow operation instruction as documented in this manual.

Technical Support
E-mail:
TEL : +886 2 27968188

Web Site: www.lanready.com

*Theoretical maximum wireless signal rate derived from IEEE 802.11g standard and IEEE 802.11n draft specification version 2.0.
Actual data throughput will vary. Network conditions and environmental factors, including volume of network traffic, building
materials and construction, mix of wireless products used, radio frequency interference (e.g., cordless telephones and microwaves)
as well as network overhead lower actual data throughput rate. Specifications are subject to change without notice. All products and
trademarks are the property of their respective owners. Copyright ©240008 LanReady®



This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to part 15 of the FCC rules. These limits are designed to
provide reasonable protection against harmful interference in a residential
installation. This equipment generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with the instructions, may
cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this
equipment does cause harmful interference to radio or television reception, which
can be determined by turning the equipment off and on, the user is encouraged to
try to correct the interference by one or more of the following measures:

-Reorient or relocate the receiving antenna.
-Increase the separation between the equipment and receiver.

-Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

-Consult the dealer or an experienced radio/TV technician for help.

A. for mobile devices without co-location condition( the transmitting
antenna is installed or located more than 20cm away from the body of
user and near by person )

1. This Transmitter must not be co-located or operating in conjunction with any
other antenna or transmitter.

2. This equipment complies with FCC RF radiation exposure limits set forth for
an uncontrolled environment. This equipment should be installed and
operated with a minimum distance of 20 centimeters between the radiator
and your body.

3. Any changes or modifications (including the antennas) made to this device
that are not expressly approved by the manufacturer may void the user’s
authority to operate the equipment.

B. for portable devices without co-location condition

FCC RF Radiation Exposure Statement:

1. This Transmitter must not be co-located or operating in conjunction with any
other antenna or transmitter.

2. This equipment complies with FCC RF radiation exposure limits set forth for
an uncontrolled environment. To maintain compliance with FCC RF
exposure compliance requirements, avoid direct contact to the transmitting
antenna during transmitting.





