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Federal Communication Commission Interference
Statement

This equipment has been tested and found to comply with the limits for a Class
B digital device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates, uses and can radiate radio
frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and
on, the user is encouraged to try to correct the interference by one of the
following measures:

o Reorient or relocate the receiving antenna.
° Increase the separation between the equipment and receiver.

[ Connect the equipment into an outlet on a circuit different from that to
which the receiver is connected.

° Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by
the party responsible for compliance could void the user’s authority to
operate this equipment.



Country Code Statement

For product available in the USA/Canada market, only channel 1~11 can be
operated. Selection of other channels is not possible.

To maintain compliance with FCC RF exposure requirements, use only
belt-clips, holsters or similar accessories that do not contain metallic
components in its assembly. The use of accessories that do not satisfy these
requirements may not comply with FCC RF exposure requirements, and should
be avoided.

CAUTION:
Any changes or modifications not expressly approved by the grantee of this
device could void the user’s authority to operate the equipment.

This transmitter must not be co-located or operating in conjunction with any
other antenna or transmitter.

Federal Communication Commission (FCC) Radiation
Exposure Statement

This EUT is compliance with SAR for general population/uncontrolled
exposure limits in ANSI/IEEE C95.1-1999 and had been tested in accordance
with the measurement methods and procedures specified in OET Bulletin 65
Supplement C. This equipment should be installed and operated with minimum
distance 2.5cm between the radiator & your body.

CE Statement:

Hereby, AboCom, declares that this device is in compliance with the
essential requirement and other relevant provisions of the R&TTE
Driective 1999/5/EC.
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INTRODUCTION

The WU5205 is an IEEE802.11b/g/n USB adapter that connects your
notebook to a wireless local area. The WU5205 fully complies with IEEE
802.11n draft 3.0 and IEEE 802.11 b/g standards, delivers reliable,
cost-effective, feature rich wireless connectivity at high throughput from

an extended distance.

The WU5205 is a very small adapter that can connects notebook,
handheld or desktop computer equipped with USB interface for wireless
network applications. It allows you to take full advantage of your
notebook’s mobility with access to real-time information and online

services anytime and anywhere.

Features

> 1T1R Mode with 150Mbps PHY Rate for both.

> Complies with IEEE 802.11n draft 3.0 and IEEE 802.11 b/g standards.
> Supports WEP 64/128, WPA, WPA2.

> Supports WMM and WMM-PS.

Supports WPS configuration.

> Supports USB 2.0/1.1 interface.

> Portable and mini-size design.

> Compatible with Microsoft Windows Vista, XP, 2000.

v



Windows 2000/XP Installation

Install the Software

Do not insert the wireless card into your computer until the InstallShield
Wizard finish installing.

1. Exit all Windows programs. Insert the included CD-ROM into your
computer. The CD-ROM will run automatically.

2. When the License Agreement screen appears, please read the
contents and select “I accept the terms of the license agreement
* then click Next to continue.

Intelligent - InstallShield Wizard

License Agreement

Ple

InstalSfiield

SOFTWARE PRODUCT LICENSE

The SOFTWARE PRODIUCT is protected by copyright laws and intermational copyright
treaties, as well as ather intellectual property laws and treaties. The SOFTWARE PRODUCT
is licensed, not sold

1. GRANT OF LICEMSE. This End-User License Agreement arants vou the following
rights:Installation and Use. You may install and use an unlimited number of copies of the
SOFTWARE PRODUCT

Reproduction and Distibution. *You may reproduce and distribute an unlimited number of
copies of the SOFTWARE PRODUCT provided that sach copy shall be a tue and complete
copy. including all copyright and trademark, notices. and shall be accompanied by a copy of
this EULA. Copies of the SOFTWARE PRODUCT may be distributed as a standalone product
of included with your own product.

2 DESCRIFTIOM OF OTHER RIGHTS AMD LIMITATIONS

Limitations on Reverse Engineeting ion, and Disassembly. “Y'ou may not reverse

< Back Mext » Cancel
I i ]




3. Select the check box to choose a Configuration Tool from the listed
two choices.

® Configuration Tool: Choose to use our configuration utility.

® Microsoft Zero Configuration Tool: Choose to use Windows XP’s
built-in Zero Configuration Utility (ZCU).

Click Next to continue.

Intelligent - InstallShield Wizard

Setup Type

nstaliShis I <Back [| News | Concel

5. When you are prompted the following message, please click Install
to begin the installation.



Intelligent - InstallShield Wizard
Ready to Install the P

Insterd1Shield '—‘ < Back ﬂ

p— ... ]

6. When the following screen appears, click Finish to complete the
software installation.



Intelligent - InstallShield Wizard

InstallShield Wizard Complete

InetalSiield | < Back ﬂ Finish: ] Canicel r

Install the Hardware

Note: Insert the Wireless USB card when you finished your software
installation.

Insert the USB Adapter into the USB Port of your computer. The system
will automatically detect the new hardware.



Windows Vista Installation

Install the Software

Do not insert the wireless LAN adapter into your computer until the
procedures in “Driver& Utility Installation” have been performed.

1. Insert the included CD-ROM into the CD-ROM drive of your

computer.

2. When the Main Menu screen appears, click “Driver & Utility
Installation” to start the software installation.

3. When the License Agreement screen appears, please read the
contents and select “I accept the terms of the license agreement

“then click Next to continue.

=

SOFTWARE PRODUCT UCENSE
The SOFTWARAE PRODUICT is protected by copyaght law snd inlemationsl copyeght
intellectugl property laws and besties. The SOFTWIRE PRODUCT

1 GRANT OF LICENSE L 5
gt Iratallston ard Use Viou ey il and uve an urmted mambe of cogees of the 5
SOFTWARL PRODUCT.

arxd Distbusion. J Gt o
copies of Bhe SOFTWARE PRODUCT; h o d i

ey, neludng ol
s £LILA. Ciopaes of the SOFTWARE PRODUCT may bo chiinbudnd e o staredoore preruet
o AT G G

2 DESCRIPTION OF OTHER RIGHTS AND LIMITATIONS.




4.  When you are prompted the following message, please click Install
to begin the installation.

I N T |

£ fiack; [inuast]

5. When the following screen appears, click Finish to complete the
software installation.




RISCURGERREI WL

Note: Insert the Wireless USB card when you finished your software
installation.

Insert the USB Adapter into the USB Port of your computer. The system
will automatically detect the new hardware.

To verify if the device exists in your computer and is enabled, go to Start >
Control Panel > System > Hardware > Device Manager. Expand the Network
Adapters category. If the 802.11 USB Wireless LAN Card is listed here, it
means that your device is properly installed and enabled.

£ Device Manager

File  Action View Help

g B
000-CHERRY-XPE
U Eatteries
Iy Computer
“ge Disk drives
g] Display adapters
=) IDE ATAJATAPI contrallers
% IEEE 1394 Bus host controllers

Infrared devices
& Intel AIM 3.0 Codec
‘z» Keyboards
':)‘ Mice and other pointing devices

Modems
& Monitors
B8 Network adapters
=25 Fealtek ETLETSY Family F &5 rnet NIC
+ Other devices L
+ PCMCIA adapters
+- W Porks (COM & LFT)
+ ﬂ Processors

>

T[] [ - - - - - - - -

|




NETWORK CONNECTION

IP Address

Note: When assigning IP Addresses to the computers on the network, remember
to have the IP address for each computer set on the same subnet mask. If your
Broadband Router use DHCP technology, however, it won’t be necessary for you
to assign Static IP Address for your computer.

1. To configure a dynamic IP address (i.e. if your broadband Router has the DHCP
technology), check the Obtain an IP Address Automatically option.

2. To configure a fixed IP address (if you broadband Router is not DHCP
supported, or when you need to assign a static IP address), check the Use the
following IP address option. Then, enter an IP address into the empty field; for
example, enter 192.168.1.1 in the IP address field, and 255.255.255.0 for the

Subnet Mask.

Internet Protocol (TCP/IP) Properties |E|E| Internet Protocol (TCP/IP) Properties ‘E‘g‘

Gerersl | Altemate Configuration

“You can get [P settings assigned automatically if your network supparts
this capabiity. Othenvise, you need to ask vour network. administrator for
the appropriate IF settings.

Obtain an [P addiess automatically
O lse t;e e a2

(®) Obtain DNS server addiess automatically
() Use the fallowing DNS server addresses:

General ‘

the appropriate IP setings.

5& the following |P address:

IF addiess

You can get P settings assigned automatically if your netwark supparts
this capability. Othenwise, you need to ask pour network administrator for

192 188 . 1 1

256,255 . 256 . 0O 7

Obtain DNS server address automatically

() Use the following DNS server addresses:




UTILITY CONFIGURATION FOR
WINDOWS 2000/XP

After the Wireless adapter has been successfully installed, users can use the
included Configuration Utility to set their preference.

Go to Start—> (All) Program—> Intelligent Wireless— Intelligent Wireless
Utility.

/ Internet “ Windows pdate
Internet Explorer E‘E S Office 2Tk
A »
w Paint 15 B office 20
[ B "
'S E-mail @ Accessories
Cutlook Express |@ Games i
f : g
@ Motepad @ Microsoft OFfice
@ Slowaiisw »
l@ Startup »

E Intelligent wireless L~
|@ Trend Micro OfficeScan Client 3

ﬁ Cormand Prarmpk ﬂ fidobe Reader &
@ Ineermet Explarer
|— i Microsaoft Office Wwar @ Outlook Express i

.__ Remote Assistance
MSM 1M 7.0
3 BReAlERe ® windows Media Player

% il i‘a Windows Movie Maker
indows Update

3 M3M Messenger 7.0

) winRaR »
l@ Windows Live
&ll Programs ._ @ Intelige

You can also open the Configuration Utility by double clicking the icon or right
clicking to select Launch Config Utility.

Use fer0_onniguration as Configuration Utilicy

Swikch ko AP Mode
Exit




Station Mode

Notice: Under screen resolution 800 x 600 pixels, click the triangle button at
the right down corner of the utility to expand the information of the station,
the information will not be displayed completely.

Profile

Profile can book keeping your favorite wireless setting among your home, office,
and other public hot-spot. You may save multiple profiles, and activate the correct
one at your preference. The Profile manager enables you to Add, Edit, Delete and
Activate profiles.

W Click this button to show the information of Status Section.

4 Click this button to hide the information of Status Section.

i Intelligent Wireless Utiltiy g|
2
E w % # B
Profile Metwark Advanced Statistics WA, WPS Radio On/Off  About

Praofile List

Profile Name > PROF1

Cherry_test_11n_Router

SSID »» Cherry_test_11n_Router
Metwork Type »> Infrastructurs

Authentication == Open
Encryption > Mone

Use 802, 1x »> MO

T Power == Auto
Channgl => Auto

Power Save Mode »> CAM
RTS Threshald =» 2347

Add Edit Delete Activate Fragment Threshold »» 2346 ( )
b 4

-

Profile Tab
You can see a distinctive name of profile in this column.
The default is PROF# (# 1, #2, #3....)

SSID The SSID is the unique name shared among all points in
your wireless network.

Profile Name

-11-



Network Type

Authentication
Encryption
Use 802.1x

Tx Power

Channel

Power Save
Mode

RTS Threshold

Fragment
Threshold

Add

Shows the network type of the device, including
Infrastructure and Ad-Hoc.

Shows the authentication mode.
Shows the encryption type.
Whether or not use 802.1x feature.

Transmit power, the amount of power used by a radio
transceiver to send the signal out.

Shows the selected channel that is currently in use.

Choose from CAM (Constantly Awake Mode) or PSM
(Power Saving Mode.)

Shows the RTS Threshold of the device.
Shows the Fragment Threshold of the device.

Click to add a profile from the drop-down screen.
System Configuration tab:

It igent Wireless Uniltiy

® 9.3

Frofils Metwork  Advanced  Statlstics WAL Eadio On/0Ff  About
Pautis Lt

wory oy et 1n Feutnr i Pt e o2 PFT
510 10 ey Art_10 euter
Nost Ty o IestAisiry
At -+ Con
Enceiprin s e
Lhie BOY. tx we HO

Tit Pawssr % lito

Crannel »» Mito

;S i

[ ————

Ay Ean Letets Atwats Fragenant Threstokd re Ziée

ot e v [T o e It v

303 [Chorry_test_1in_peutnr - AREaE:

Pt Lo ke v () CAN @ r

[m g 3 [

[ Fragment Trosshoki — I

Profile Name: User can enter profile name, or use default
name defined by system. The default is PROF# (# 1, #2,
#3....).

-12-



SSID: The SSID is the unique name shared among all
points in your wireless network. The name must be
identical for all devices and points attempting to connect
to the same network. User can use pull-down menu to
select from available APs.

Power Save Mode:

o CAM (Constantly Awake Mode): When this mode is
selected, the power supply will be normally provided
even when there is no throughput.

e PSM (Power Saving Mode): When this mode is
selected, this device will stay in power saving mode
even when there is high volume of throughput.

Network Type: There are two types, Infrastructure and
Ad-hoc modes. Under Ad-hoc mode user can also choose
the preamble type, the available preamble type includes
Auto and Long. In addition to that, the channel field will
be available for setup in Ad-hoc mode.

e The Infrastructure is intended for the connection
between wireless network cards and an Access Point.
With the wireless adapter, you can connect wireless
LAN to a wired global network via an Access Point.

e The Ad-hoc lets you set a small wireless workgroup
easily and quickly. Equipped with the wireless
adapter, you can share files and printers between each
PC and laptop.

Tx Power: Transmit power, the amount of power used by
a radio transceiver to send the signal out. Select the Tx
power percentage from the pull-down list including Auto,
100%, 75%, 50%, 25%, 10% and Lowest.

Preamble: This function will show up when Ad-hoc
network type be selected. A preamble is a signal used in
wireless environment to synchronize the transmitting
timing including Synchronization and Start frame
delimiter. Select from the pull-down menu to change the

-13-



Preamble type into Auto or Long.

RTS Threshold: User can adjust the RTS threshold
number by sliding the bar or key in the value directly. The
default value is 2347. RTS/CTS Threshold is a mechanism
implemented to prevent the “Hidden Node” problem. If
the “Hidden Node” problem is an issue, users have to
specify the packet size. The RTS/CTS mechanism will be
activated if the data size exceeds the value you set.

This value should remain at its default setting of 2347.
Should you encounter inconsistent data flow, only minor
modifications of this value are recommended.

Fragment Threshold: User can adjust the Fragment
threshold number by sliding the bar or key in the value
directly. The default value is 2346. The mechanism of
Fragmentation Threshold is used to improve the efficiency
when high traffic flows along in the wireless network. If
your Wireless LAN Adapter often transmits large files in
wireless network, you can enter new Fragment Threshold
value to split the packet. The value can be set from 256
to 2346.

Authentication and Security tab:

System Confg Adth. \Erery.

o et [l

T [ pow st

Authentication Type: There are several types of
authentication modes including Open, Shared, Leap,
WPA, WPA-PSK, WPA2 and WPA2-PSK.

e Open: If your access point/wireless router is using
"Open” authentication, then the wireless adapter will

-14 -



need to be set to the same authentication type.

e Shared: Shared key is when both the sender and the
recipient share a secret key.

o LEAP: Light Extensible Authentication Protocol. It is
an EAP authentication type used primarily in Cisco
Aironet WLANS. It encrypts data transmissions using
dynamically generated WEP keys, and supports mutual
authentication (only with CCX mode enabled.)

o WPA/ WPA-PSK/ WPA2/ WPA2-PSK: WPA or
WPA-PSK authentications offer two encryption
methods, TKIP and AES. For WPA-PSK, select the
type of algorithm TKIP or AES and then enter a WPA
Shared Key of 8-64 characters in the WPA Pre-shared
Key field.

Encryption Type: For Open and Shared authentication
mode, the selection of encryption type are None and
WEP. For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication mode, the encryption type supports both
TKIP and AES.

WPA Pre-shared Key: This is the shared secret between
AP and STA. For WPA-PSK and WPA2-PSK
authentication mode, this field must be filled with
character longer than 8 and less than 64 lengths.

WEP Key: Only valid when using WEP encryption
algorithm. The key must match with the AP’s key. There
are several formats to enter the keys.

o Hexadecimal (128bits): 26 Hex characters (0~9, a~f).
o ASCII (128bits): 13 ASCII characters.

Show Password: Check this box to show the password
you enO2tered.

-15-



802.1x Setting: When user use radius server to
authenticate client certificate for WPA authentication
mode (WPA authentication do not support EAP Method-
MD5-Challenge).

802.1x tab:

It igent Wireless Uniltiy

il )
o §
Profile Hatwork Advarced Statlstks WM, WeS Badlo On/O4f  About
[
wory oy et 1n Feutnr i Pt e o2 PFT
510 10 ey Art_10 euter
Nost Ty o IestAisiry
AN - 090
wers

[Em——
Lse B, o W00

Tt Pesanr 3 it

ramel > utn

Bossar Savn dhocks =5 Casd

RIS Threteky 0 37

) Eait Uests Astivate Fragoeet Thssakt or Thit

Syiten Config Al \Erery. Boze

Edotode PP w  Tueeikdnenimation s EPioweyz  w [ Siskn Reuestin
e—

| IBPASSERAT Ciient Cartification Server Certification

Austheritication 10 | Pasiweed

aantity s | |
Tuewwd 10§ Passward

Tuwed 000 Tt o | " Dot

EAP Method:

e PEAP: Protect Extensible Authentication Protocol.
PEAP transport securely authentication data by using
tunnelling between PEAP clients and an authentication
server. PEAP can authenticate wireless LAN clients
using only server-side certificates, thus simplifying the
implementation and administration of a secure
wireless LAN.

e TLS/Smart Card: Transport Layer Security.
Provides for certificate-based and mutual

authentication of the client and the network. It relies
on client-side and server-side certificates to perform

-16 -



authentication and can be used to dynamically
generate user-based and session-based WEP keys to
secure subsequent communications between the
WLAN client and the access point.

TTLS: Tunnelled Transport Layer Security. This
security method provides for certificate-based, mutual
authentication of the client and network through an
encrypted channel. Unlike EAP-TLS, EAP-TTLS
requires only server-side certificates.

EAP-FAST: Flexible Authentication via Secure
Tunnelling. 1t was developed by Cisco. Instead of
using a certificate, mutual authentication is achieved
by means of a PAC (Protected Access Credential)
which can be managed dynamically by the
authentication server. The PAC can be provisioned
(distributed one time) to the client either manually or
automatically. Manual provisioning is delivery to the
client via disk or a secured network distribution
method. Automatic provisioning is an in-band, over
the air, distribution. For tunnel authentication, only
support "Generic Token Card" authentication now.

MD5-Challenge:  Message  Digest  Challenge.
Challenge is an EAP authentication type that provides
base-level EAP support. It provides for only one-way
authentication - there is no mutual authentication of
wireless client and the network. (Only Open and
Shared authentication mode can use this function.)

Tunnel Authentication:

Protocol: Tunnel protocol, List information including
EAP-MSCHAP v2, EAP-TLS/ Smart Card, and
Generic Token Card.

Tunnel Identity: Identity for tunnel.

-17 -



e Tunnel Password: Password for tunnel.

Session Resumption: Reconnect the signal while broken
up, to reduce the packet and improve the transmitting
speed. User can click the box to enable or disable this
function.

ID\PASSWORD tab:

dystem Confyg #uath. \Encry. Lt
EuF et e e v  umsimeesens  pEaowa v [ Sesiefeussbin
10\ PASSWORD Clsnt Cartification  Sarver Cartification
atreniesnion ) 7 P
dankity »» T —_ [
Turnel 1D 1 Parswaced

Tured 10 o0 urret Pagzmrg ve -

o Carcat

ID/ PASSWORD: Identity and password for server.

e Authentication ID / Password: Identity, password
and domain name for server. Only "EAP-FAST" EAP
method and "LEAP" authentication can key in domain
name. Domain name can be keyed in blank space.

e Tunnel ID / Password: Identity and Password for
server.

Show Password: Check this box to show the password

you entered.

OK: Click to save settings and exit this page.

Cancel: Click to call off the settings and exit.

Client Certification tab:

System Confg At \Encry. N

88 ettt e v herdkmetestenss  peaousa v (] fesieRessphin

1o passwoRD  CRsok Eertification | Server Cartification

[ e Chent cartificate

o Carcat

Use Client certificate: Choose to enable server
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Delete
Edit
Activate

authentication.

OK: Click to save settings and exit this page.
Cancel: Click to call off the settings and exit.

Server Certification tab:

System Config it \Encry. Lo

88 ettt e I

1D\ PASSWORD Clisnt Cartification | Sanvar Cortification

[ s cartoncate chan

Use certificate chain: Choose use server that issuer of
certificates.

Allow intimidate certificates: It must be in the server
certificate chain between the server certificate and the
server specified in the certificate issuer must be field.

Server name: Enter an authentication sever root.

Server name must match: Click to enable or disable this
function.

Domain name must end in specified name: Click to
enable or disable this function.

OK: Click to save settings and exit this page.

Cancel: Click call off the settings and exit.
Click to delete an existing profile.

Click to edit a profile.

Click to make a connection between devices.
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Network

The Network page displays the information of surrounding APs from last scan
result. The tab lists the information including SSID, Network type, Channel,
Wireless mode, Security-Enabled and Signal.

+* Intelligent Wireless Utiltiy

B= |
= e—
Profile Netwark
Sorted by == o 351D
airlive-wl5470poe.
P cherry_test_11n_Router
Rescan #dd to Profie
Network Tab
Sorted by
Show dBm
SSID
Network Type
Channel

Wireless mode

Encryption

Signal
Rescan
Add to Profile

% oy
ol .
Advanced Statistics WA WPS Radio On/Off  About
o Channel o Signal [ shaw dem
WP List »>
on g %
& BOARO o — ]

Connect

Indicate that AP list are sorted by SSID, Channel or Signal.
Check the box to show the dBm of the AP list.
Shows the name of BSS network.

Network type in use, Infrastructure for BSS, Ad-Hoc for
IBSS network.

Shows the currently used channel.

AP support wireless mode. It may support 802.11b,
802.11g or 802.11n wireless mode.

Shows the encryption type currently in use. Valid value
includes WEP, TKIP, AES, Not Use and WPS.

Shows the receiving signal strength of specified network.
Click to refresh the AP list.

Select an item on the list and then click to add it into the
profile list.
-20-




Connect Select an item on the list and then click to make a
connection.

AP Information

When you double click on the intended AP, you can see AP's detail information
that divides into four parts. They are General, WPS, CCX and 802.11n
information. The introduction is as following:

Ganaral WPS £ex BIZ.11n
FD rr Cheery_test_11n_Fouter
MAZ Addegs ee DO-ED-A0-84-5001
datraenication Tyom »s  Lraroue:

avertes ates e

Ercrpption Type 3 Nore: B i
N e S5 V08, ¥, 12, 08, 14, 00, @,

Charnei sn 7 e 2440 M
Meteet Type rs lefaitntons

General information contain AP's SSID, MAC address,
Authentication Type, Encryption Type, Channel, Network
Type, Beacon Interval, Signal Strength and Supported
Rates.

Close: Click this button to exit the information screen.

WPS

Gensral WS £ex BIZ.11n

Suittenbnatun Tyge no Unbiuses State v Configerea
Encryption Type 3 Mone T
Config Matrestt vs Uraume A ety Lo s

Deviee Pasmeord ID 1 LUDE s Linkmesn

Claie

WPS information contains Authentication Type, Encryption
Type, Config Methods, Device Password 1D, Selected
Registrar, State, Version, AP Setup Locked, UUID-E and
RF Bands.
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CXX

Authentication Type: There are four types of
authentication modes supported by RaConfig. They are
Open, Shared, WPA-PSK and WPA system.

Encryption Type: For Open and Shared authentication
mode, the selection of encryption type are None and WEP.
For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication mode, the encryption type supports both
TKIP and AES.

Config Methods: Correspond to the methods the AP
supports as an Enrollee for adding external Registrars.
Device Password ID: Indicate the method or identifies the
specific password that the selected Registrar intends to use.
Selected Registrar: Indicate if the user has recently
activated a Registrar to add an Enrollee. The values are
"TRUE" and "FALSE".

State: The current configuration state on AP. The values

are "Unconfigured" and "Configured".
Version: WPS specified version.

AP Setup Locked: Indicate if AP has entered a setup
locked state.

UUID-E: The universally unique identifier (UUID) element
generated by the Enrollee. There is a value. It is 16 bytes.

RF Bands: Indicate all RF bands available on the AP. A
dual-band AP must provide it. The values are "2.4GHz".

Close: Click this button to exit the information screen.

Claja.

-22-



CCX information contains CCKM, Cmic and Ckip
information.

Close: Click this button to exit the information screen.

802.11n
Gensral WPS Cex 812,110
This tab will show up if you select the AP that support 11n
mode. Here shows the connected AP 802.11n related
information.
Link Status

Click the triangle button at the right down corner of the windows to expand the

link status. The link status page displays the detail information of current
connection.

W Click this button to show the information of Status Section.

4 Click this button to hide the information of Status Section.
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" Intelligent Wireless Utiltiy

2] &=
£ i & @
Prof Metwark Advanced Statistics WA, WPS Radio On/Off  About
Sorted by >> & =0 @ Chamnel @ sienal [ show dém
WP List >>
aitlive-wis470pne (%28 g 3%
P Cherry_test_tin_Router v BEPH oox  —
Rescan Add to Profile Connect
-
[ Status »» Cherry_test_11n_Router <-» D0-E0-4C-86-51-01
Extra Info »>  Link is Up [TxPower: 100%]
Channel == 7 <--» 2dd2 MHz; central channel ; § Noise Strength == 26%
Authentication »>  Open
Encryption »»  NONE
Network Typs »>  Infrastructure Transmit
IP dddress »=  192.168.1,101 Link Speed = 135.0 #bps
Sub Mask »>  255.255.255.0 Throughput »» 0,000 Kbps
Default Gateway »>  192.168.1.199
Receive
HT
Link Speed == 81.0 Mbps
Bl »>40 SMRD 53 3
Throughput > 5,904 kbps
Gl »» long WCS 2 7 SNRT »> nfa

Link Status Tab

Shows the current connected AP SSID and MAC
address. If there is no connection existing, it will show

Shows the link status and Tx power percentage.

Shows the current channel in use.

Authentication mode used within the network,

including Unknown, WPA-PSK, WPA2-PSK, WPA

Status

Disconnected.
Extra Info
Channel
Authentication

and WPAZ2.
Encryption

Shows the encryption type currently in use. Valid
value includes WEP, TKIP, AES, and Not Use.
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Network Type

IP Address
Sub Mask
Default Gateway

Link Quality

Signal Strength 1

Noise Strength

Network type in use, Infrastructure for BSS, Ad-Hoc
for IBSS network.

Shows the IP address information.
Shows the Subnet Mask information.
Shows the default gateway information.

Shows the connection quality based on signal strength
and TX/RX packet error rate.

Shows the Receiving signal strength, you can choose
to display as percentage or dBm format.

Shows the noise signal strength in the wireless
environment.

Transmit Shows the current Link Speed and Throughput of the
transmit rate.
Receive Shows the current Link Speed and Throughput of
receive rate.
Link Speed Shows the current transmitting rate and receiving rate.
Throughput Shows the transmitting and receiving speed of data.
Advanced

This Advanced page provides advanced and detailed settings for your wireless
network.
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1 Intelligent Wireless Utiltiy

Pl'?ﬁle Metwark.

Wireless mode »» 2,40

[@ Enable T Burst
[@] Enable TCP Window Size

[ Fast Roaming at dBm

|:| Show Authentication Status Dislog
Select Your Country Region Code

0: CH1-11

Apply

#

Advanced

Statistics VIR,

=

WPS

@
Radin On/Off

[ Enable CCX (Sisco Compatible eXtensions)

About

Advanced Tab
Wireless mode

Enable TX Burst

Enable TCP
Window Size

Fast Roaming at
dBm

Show
Authentication
Status Dialog

Enable CCX
(Cisco Compatible
extensions)

Turn on CCKM.

Enable Radio Measurements: Check to enable the

Check to enable the CCX function.

Radio measurement function.
Non-Serving Measurements limit: User can set channel

measurement every 0~2000 milliseconds. Default is set

to 250 milliseconds.
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Check to enable this function. This function enables the
adapter to deliver better throughput during a period of
time, it only takes effect when connecting with the AP
that supports this function.

When you connect AP with authentication, choose

whether show "Authentication Status Dialog™ or not.
Authentication Status Dialog displays the process about
802.1x authentications.

Here supports 2.4G (included 802.11b/g/n) wireless mode.

Check to increase the transmission quality. The large TCP
window size the better performance.

Check to set the roaming interval, fast to roaming, setup
by transmits power. Default setting is -70dBm.



Apply Click to apply above settings.

Statistics

The Statistics screen displays the statistics on your current network settings.

* Intelligent Wireless Utiltiy E|
{2 &
L ek £
Profile Metwark  Advanced  Statistics VI WPS Radio On/Off  About
Rocelve
Frames Transmitted Successfully E 30836
Frames Retransmitted Successfully = 30836
Frames Fail To Receive ACK After Al Retries E 174
RTS Frames Successfully Receive CTS = 0
RTS Frames Fail To Receive CTS = 0

Reset Countar

. 4

Transmit
Frames Transmitted Successfully | Shows information of frames successfully

sent.
Frames Retransmitted Shows information of frames successfully
Successfully sent with one or more reties.
Frames Fail To Receive ACK Shows information of frames failed
After All Retries transmit after hitting retry limit.
RTS Frames Successfully Receive| Shows information of successfully receive
CTS CTS after sending RTS frame
RTS Frames Fail To Receive Shows information of failed to receive CTS
CTS after sending RTS.
Reset Counter Click this button to reset counters to zero.
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1 Intelligent Wireless Utiltiy

#

Pr?f Metwark. Advanced

Transmit. Receive

Frames Received successfully
Frames Received With CRC Errar
Frames Dropped Due To Gut-of-Resource

Duplicate Frames Received

Reset Counter

Statistics

VIR, WPS Radio On/Off  About

1541

627

Receive Statistics
Frames Received Successfully

Frames Received With CRC
Error

Frames Dropped Due To
Out-of-Resource

Duplicate Frames Received

Reset Counter

WMM / QoS

Shows information of frames Received
Successfully.

Shows information of frames received with
CRC error.

Shows information of frames dropped due
to resource issue.

Shows information of frames received
more than twice.

Click this button to reset counters to zero.

The WMM page shows the Wi-Fi Multi-Media power save function and Direct
Link Setup that ensure your wireless network quality.
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1 Intelligent Wireless Utiltiy

B= ]
E -
Frofile Metwark.

WM Setup Status

Wi = Enabled

@] i Enable
D ihadh - Power Sawe Enable

[] Direct Link Setup Enable

Frrrrr

Advanced

Power Save == Disabled

& Yy
Statistics VIR WPS

Radio On/Off  About

Direct Link == Disabled

—

WMM Enable

WMM- Power Save Enable

Direct Link Setup Enable
MAC Address

Timeout Value

Check the box to enable Wi-Fi Multi-Media
function that is meant to improve audio, video
and voice applications transmitted over Wi-Fi.

Select which ACs you want to enable the power
saving mode.

AC_BK (Access Category Background)
AC_BE (Access Category Best Effort)

AC_VI (Access Category Video)

AC_VO (Access Category Voice)

Check the box to enable Direct Link Setup.

The setting of DLS( Direct Link Setup) indicates

as follow :

Fill in the blanks of Direct Link with MAC

Address of STA, and the STA must conform to

two conditions:

e  Connecting with the same AP that supports
DLS feature.

e DLS enabled.

Timeout Value represents that it disconnect
automatically after few seconds. The value is
integer that must be between 0~65535. It
represents that it always connects if the value is
zero. Default value of Timeout Value is 60
seconds.
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Apply Click this button to apply the settings.
Tear Down Select a direct link STA, then click "Tear Down"

button to disconnect the STA.

WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to

simplify the security setup and management of Wi-Fi networks. The
Enrollee or external Registrar supports the configuration setup using

STA as an
PIN

(Personal Identification Number) configuration method or PBC (Push Button

Configuration) method through an internal or external Registrar.

¢ Intelligent Wireless Utiltiy gl
& B &
E o # @
Profile Metwork Advanced Statistics WM WPS Radio On/Off  About
WPS AP List
Rescan
Pin Code
16912113 Renew
WPS Profile List Config Mode
Cherry_test_11n_Router Enralles -
Detail
£ & Connect
@775 wssociate E | Ratate
DEC ] vves Probe 1E PEC - Get WPS profile successfully, Disconneck
[aute Export Profile
Delete
WPS AP List Display the information of surrounding APs with WPS IE
from last scan result. List information included SSID,
BSSID, Channel, ID (Device Password ID),
Security-Enabled.
Rescan Issue a rescan command to wireless NIC to update
information on surrounding wireless network.
Information Display the information about WPS IE on the selected
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PIN Code

Config Mode

Detail

network. List information included Authentication Type,
Encryption Type, Config Methods, Device Password ID,
Selected Registrar, State, Version, AP Setup Locked,
UUID-E and RF Bands.

8-digit numbers. It is required to enter PIN Code into
Registrar when using PIN method. When STA is
Enrollee, you can use "Renew" button to re-generate new
PIN Code.

Select from the pull-down menu to decide the station
role-playing as an Enrollee or an external Registrar.

Click the Detail button to show the information about
Security and Key in the credential.

A

Frofils Metwork  Advanced  Statlitks L WPS  Radlo On/Dff  About

WA Lirt

Pescean
s
T
WS Prafie List ConiigHoos
Chry_test_1n fuatnr [e= =]
2 ;
W T e

L2 [l Proke 1 B - Gt WP e ey, Insseoness,
[Casts apert bt

50 er  Fonmrry_teot_ttn_poutar
D RGO
Autenbication Trze vx  OFEN Enérpption Type +»  HONE
ey Length = Farg e 1o
Koy Matari o

[l st Prazword

If you select the AP that listed in the WPS Profile List
field, you can click the Detail button to see more AP
information.

SSID: Shows the connected AP network name.
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Connect

Rotate

Disconnect

Export Profile

BSSID: The MAC address of the connected AP. Fixed
and cannot be changed.

Authentication Type: The authentication type support
Open, WPA-PSK and WPA2-PSK.

Encryption Type: For Open authentication mode, the
selection of encryption type are NONE and WEP. For
WPA-PSK and WPA2-PSK authentication mode, the
encryption type supports both TKIP and AES.

Key Length: Only valid when using Open authentication
mode and WEP encryption. There are key lengths 5, 10,
13 and 26.

Key Index: Only valid when using Open authentication
mode and WEP encryption. There are 1~4 key index.
Key Material: The key material can be used to ensure the
security of your wireless network. Fill in the appropriate
value or phrase in Key Material field.

Show Password: Check this box to show the passwords
that have been entered.

OK: Click to save and apply the new settings.

Cancel: Click to leave and discard the settings.

Command to connect to the selected network inside
credentials. The active selected credential is as like as the
active selected Profile.

Command to rotate to connect to the next network inside
credentials.

Stop WPS action and disconnect this active link. And
then select the last profile at the Profile Page. If there is
an empty profile page, the driver will select any
non-security AP.

Export all credentials to Profile.
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Delete

PIN

PBC

WPS Associate IE

WPS Probe IE

Auto

Progress Bar

Status Bar

Radio On/Off

Delete an existing credential. And then select the next
credential if exist. If there is an empty credential, the
driver will select any non-security AP.

Start to add to Registrar using PIN (Personal
Identification Number) configuration method. If STA
Registrar, remember that enter PIN Code read from your
Enrollee before starting PIN.

Start to add to AP using PBC (Push Button
Configuration) method.

Send the association request with WPS IE during WPS
setup. It is optional for STA.

Send the probe request with WPS IE during WPS setup. It
is optional for STA.

Check this box the device will connect the AP
automatically.

Display rate of progress from Start to Connected status.

Display currently WPS Status.

Click this Radio On/Off button to turn ON or OFF radio function.

I
o

Pr:ﬂle Metwork

®

s

& & @ o ¢

Advanced

Statistics WA WPS Radio OnfOff ) About

This icon shows radio on, click to turn it off.

This icon shows radio off, click to turn it on.
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About

This page displays the information of the wireless card including, Config Version/
Date, Driver Version/ Date, EEPROM Version, Firmware Version and

Phy_Address.

£ Intelligent Wireless Utiltiy

Profile

Metwork Advanced

Config Yersion =
Driver Version »>
EEPRO# Version »>

Phy_fddress ==

# @

Statistics VPR, WiPS Radio On/Off  About
2.1.3.0 Date »>  05-16-2008
1.1.2.8 Dats >>  DE-07-2008
1.0 Firmware Version »= 0g

00-0C-43-30-70-00
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Utility Menu List

To access the utility menu list, please right click the utility icon on the task bar.

Launch Config Ukility
Idse Zero Configuration as Configuration Ukiliby

Switch b AP Mode
Exit

L Launch Config Utility: Select to open the utility screen.

° Use Zero Configuration as Configuration Utility: Select to use the
Window XP built-in utility (Zero configuration utility).

° Switch to AP Mode: Select to make your wireless USB adapter act as a
wireless AP.

o Exit: Select to close the utility program.
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Soft AP mode

Config
£ Intelligent Wireless Utility E‘
Config ]Access Control | Mac Table | Event Log | Statistics | About |
SSID ‘Inte\hgenl Charnel [1 ~|
Wireless Mode - <-Use Mac Address | Security Setting
Couriry Pegion Cods I o forwarding among wireless clisrts
11 B/G 0: CH1-11 - .
I Hide 551D
Iv Allow Bw 40 MHz
B i) ’7“00 ¥ TwBURST
T Power 100 % hd
Idle time[B11 - 360]s) 00
Detfault Apply
Config
SSID AP name of user type. User also can click Use Mac
Address button to display it.
Channel Manually force the AP using the channel. The
system default is CH 1.
Wireless mode Here supports 2.4G (included 802.11b/g/n) wireless
mode.
Use Mac Address Click this button to replace SSID by MAC address.
Security Setting Authentication mode and encryption algorithm used

within the AP. The system default is no
authentication and encryption.
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Security Setting, &‘

Authentication Type | Encrption Type  |MotUse hd
WP Pre-shared-Key |
Group Rekey Interval

g \ (]

r |

o |

© \ =l |

[ Show Password

Authentication Type: There are several types of
authentication modes including Open, Shared,
WPA-PSK, WPA2-PSK, and WPA-PSK/
WPA2-PSK.

Encryption Type: For Open and Shared
authentication mode, the selections of encryption
type are Not Use and WEP. For WPA-PSK,
WPA2-PSK, and WPA-PSK/ WPA2-PSK
authentication mode, the encryption type supports
both TKIP and AES.

WPA Pre-shared Key: This is the shared secret
between AP and STA. For WPA-PSK and
WPA2-PSK and WPA-PSK/ WPA2-PSK
authentication mode, this field must be filled with
character longer than 8 and less than 64 lengths.

Group Re-key Interval: Only valid when using
WPA-PSK, WPA2-PSK, and WPA-PSK/
WPA2-PSK authentication mode to renew key. User
can set to change by seconds or packets. Default is
600 seconds.
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Beacon (ms)

TX Power

Idle time(60-3600)(s)

No forwarding
among wireless
clients

Hide SSID
Allow BW 40MHz

Tx BURST

Default

Apply

WEP Key: Only valid when using WEP encryption
algorithm. The key must match with the AP’s key.
There are two formats to enter the keys.

o Hexadecimal (128bits): 26 Hex characters.

e ASCII (128bits): 13 ASCII characters.

Show Password: Check this box to show the
password you entered.

The time between two beacons. The system default
is 100 ms.

Manually force the AP transmits power from the
pull down list 100%, 75%, 50%, 25% and lowest.
The system default is 100%.

It represents that the AP will idle after few seconds.
The time must be set between 60~3600 seconds.
Default value of idle time is 300 seconds.

No beacon among wireless client, clients can share
information each other. The system default is no
forwarding.

Do not display AP name. System default no hide.

Click to disable this function. Default is enabled.

Check to enable this function.
Use the system default value.

Click to apply the above settings.
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Access Control

L Intelligent Wireless Utility

Config Acoess Contral 1 Mac Table | Event Loa | Statistics | About |

Access Policy

MAC Address

ES)

Apply

Access Control

Access Policy

Mac Address

Access List

User chooses whether AP start the function or not.
System default is Disable.

® Disable: Do not use this access control function.

® Allow All: Only the MAC address listed in the
Access List can connect with this soft AP.

® Reject All: Only the MAC address listed in the
Access List can NOT connect with this soft AP.

Manually force the Mac address using the function. Click
Add and the MAC address will be listed in the Access
List pool.

Display all Mac Address that you have set.
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Add
Delete
Remove All

Apply

MAC Table

Add the MAC address that you would like to set.
Delete the Mac address that you have set.
Remove all Mac address in the Access List.
Apply the above changes.

+* Intelligent Wireless Utility

Conig | Acoess Contiol Mac Table | Event Log | Statistis | About |

MAC Address

[ 41D [ Powsrs_ | Status

MAC Table

MAC Address

AID

Power Saving Mode

Status

The station MAC address of current connection.

Raise value by current connection.

The station of current connect whether it have to

support.
The status of current connection.
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Event Log

+* Intelligent Wireless Utility

Conig | Acoess Contol | Mac Table Event Log | Statistics | About |

Event Time [yp/mm/dd- hhmmss] | Message [

2008 /06/03-14:19: 44

Restart 4ccess Point

Clear

Event Log

Event Time
(yy/mm/dd-hh:mm:ss)

Message

Records the event time.

Records all the event messages.

-41-



Statistics

+* Intelligent Wireless Utility

Config | Access Control | Mac Table | Event Log  Statisties }Ahuun |

Transmit Statistics

Frames Transmitted Successfuly = 185
Frames Fail To Receive ACK. After &l Retries = o
RTS Frames Successfully Receive CTS = a
RTS Frames Fail To Receive CTS = 0
Frames Transmitted Successfully After Retry = 1]
Receive Statistics
Frames Received Successfuly = 1)
Frames Received ‘With CRC Enor = 718
Frames Dropped Due To Out-of-Resouce = 1}
Duplicate Frames Received = 0

AESET COUNTERS

Transmit Statistics

Frames Transmitted Frames successfully sent.

Successfully

Frames Fail To Receive ACK Frames failed transmit after hitting retry
After All Retries limit.

RTS Frames Successfully Successfully receive CTS after sending RTS
Receive CTS frame

RTS Frames Fail To Receive Failed to receive CTS after sending RTS.
CTS

Frames Transmitted Frames successfully sent with one or more
Successfully After Retry reties.
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Receive Statistics
Frames Received Successfully

Frames Received With CRC
Error

Frames Dropped Due To
Out-of-Resource

Duplicate Frames Received
Reset Counter

About

Frames Received Successfully
Frames received with CRC error.

Frames dropped due to resource issue

Duplicate received frames.
Reset counters to zero.

This page displays the wireless card and driver version information.

+* Intelligent Wireless Utility,

Eunflg} Aocess Eontrol} Mac Tab\e} Event Log] Statistics |

Utility Wersian 2021 Date 05-16-2008
Diiver Yersion 1128 Date: 05-07-2008
EEFROM Version: 1.0 Firmweare Yersion 0.8

IP Address : 192.168.123.1 Phy_dddress : 00-0C-43-30-70-00
Sub Mask 766.266.255.0 Default Gateway

X
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UTILITY CONFIGURATION FOR
WINDOWS VISTA

After the Wireless adapter has been successfully installed, users can use the
included Configuration Utility to set their preference.

Go to Start—> (All) Program—> Intelligent Wireless— Intelligent Wireless
Utility.

& Default Programs

@ Internet Explorer

[2] Windows Calendar

Windows Contacts

¥ Windows Defender heny
52 Windows Fax and Scan

& Windows Live Messenger Download
=] Windows Mail

Windows Media Player

Windows Meeting Space

# Windows Movie Maker

Windows Photo Gallery

& Windows Update

Documents

Pictures

Music

Recent ltems

Accessories Computer
Extras and Upgrades
Games N rk

Intelligen sle

& Intelligent Wireless Utility Connect To
B U T T

&

Maintenance ol Panel

Startup
Default Programs

Help and

r—— =

s a

You can also open the Configuration Utility by double clicking the icon or right
clicking to select Launch Config Utility.

[ ==
Launch Cenfig Utility

Switch to AP Mode
Exit
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Station Mode

Profile

Profile can book keeping your favorite wireless setting among your home, office,
and other public hot-spot. You may save multiple profiles, and activate the correct
one at your preference. The Profile manager enables you to Add, Edit, Delete and
Activate profiles.

W Click this button to show the information of Status Section.

4 Click this button to hide the information of Status Section.

B intelligent Wireless Utiltiy =
Bz
E u @ & @
Profile Metwork Advanced Statistics WMM WPS Radio On/Off  About
Profile List
PROF1 Cherry._test_11n_Router : Profile Name == PROF1

SSID => Cherry_test_11n_Router

Metwork Type »» Infrastructure
Authentication »> Open
Encryption »» None

Use 802.1x »> NO

Tx Pawer => Auto
Channel >> Auto
Power Save Mode >> CAM
RTS Threshold =» 2347
Add Edit Delete Activate Fragment Threshald »> 2346

Profile Tab

You may enter a distinctive name of profile in this

Profile Name column. The default is PROF# (# 1, #2, #3...)

ssID The SSID is the unique name shared among all points in
your wireless network.

Network Type Shows the network type of the device, including

Infrastructure and Ad-Hoc.
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Authentication
Encryption

Use 802.1x

Tx Power

Channel

Power Save
Mode

RTS Threshold

Fragment
Threshold

Add

Shows the authentication mode.
Shows the encryption type.
Whether use 802.1x feature or not.

Transmit power, the amount of power used by a radio
transceiver to send the signal out.

Shows the selected channel that is currently in use.

Choose from CAM (Constantly Awake Mode) or PSM
(Power Saving Mode.)

Shows the RTS Threshold of the device.

Shows the Fragment Threshold of the device.

Click to add a profile from the drop-down screen.

System Configuration tab:
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T imetigent Weeless Uity =

- A S
Profile Hetwork Advanced Statistics WM wes Radia On/Off ot

oo Coeey_test_ 1 1n_pouter &

fat [ Actiabe

sz
e
“h.m“'

( Frofie same »» [FHOF1 Hetwark Trpe »+ fratructare ¥
05 [Cnerry_best_1in_Poster - Tkt ee il -

Fower Save Mode +r () TN @

] s Terestai — [
[ Fragresst Toesait ———

\ & P

Profile Name: User can enter profile name, or use default

name defined by system. The default is PROF# (# 1, #2,
#3....).

SSID: The SSID is the unique name shared among all
points in your wireless network. The name must be
identical for all devices and points attempting to connect
to the same network. User can use pull-down menu to
select from available APs.

Network Type: There are two types, Infrastructure and
Ad hoc modes.

e The Infrastructure is intended for the connection
between wireless network cards and an Access Point.
With the wireless adapter, you can connect wireless
LAN to a wired global network via an Access Point.

e The Ad hoc lets you set a small wireless workgroup
easily and quickly. Equipped with the wireless adapter,

you can share files and printers between each PC and
laptop.
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Tx Power: Transmit power, the amount of power used by
a radio transceiver to send the signal out. Select the Tx
power percentage from the pull-down list including Auto,
100%, 75%, 50%, 25%, 10% and Lowest.

Preamble: This function will show up when Ad-hoc
network type be selected. A preamble is a signal used in
wireless environment to synchronize the transmitting
timing including Synchronization and Start frame
delimiter. Select from the pull-down menu to change the
Preamble type into Auto or Long.

RTS Threshold: User can adjust the RTS threshold
number by sliding the bar or key in the value directly. The
default value is 2347. RTS/CTS Threshold is a mechanism
implemented to prevent the “Hidden Node” problem. If
the “Hidden Node” problem is an issue, users have to
specify the packet size. The RTS/CTS mechanism will be
activated if the data size exceeds the value you set. This
value should remain at its default setting of 2347. Should
you encounter inconsistent data flow, only minor
modifications of this value are recommended.

Fragment Threshold: User can adjust the Fragment
threshold number by sliding the bar or key in the value
directly. The default value is 2346. The mechanism of
Fragmentation Threshold is used to improve the efficiency
when high traffic flows along in the wireless network. If
your Wireless LAN Adapter often transmits large files in
wireless network, you can enter new Fragment Threshold
value to split the packet. The value can be set from 256 to
2346.

Authentication and Encryption tab:
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B imetigent Weless Lsitry |

~ @ & B @ 9

o 3
Profile Hetwork Advanced Statistics WM WP Radio On/Off  About
Frofie List

o Cnecty_testT1n_hoster &

a3 £at [ Actiabe

Vg——

Actmentication + Open - Ererysbion v tizre - O emix

WA Brethared Key 10

wesiey

Authentication Type: There are six type of authentication
modes including Open, Shared, WPA, WPA-PSK, WPA2
and WPA2-PSK.

e Open: If your access point/ wireless router is using
"Open” authentication, then the wireless adapter will
need to be set to the same authentication type.

e Shared: Shared key is when both the sender and the
recipient share a secret key.

o WPA/ WPA-PSK/ WPA2/ WPA2-PSK: WPA-PSK
offers two encryption methods, TKIP and AES. Select
the type of algorithm, TKIP or AES and then enter a
WPA Shared Key of 8-63 characters in the WPA
Pre-shared Key field.

Encryption Type: For Open and Shared authentication
mode, the selection of encryption type are None and WEP.
For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication mode, the encryption type supports both
TKIP and AES.
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WPA Pre-shared Key: This blank is the shared secret
between AP and STA. For WPA-PSK and WPA2-PSK
authentication mode, this field must be filled with
character longer than 8 and less than 64 lengths.

WEP Key: Only valid when using WEP encryption
algorithm. The key must match with the AP’s key. There
are several formats to enter the keys.

o Hexadecimal (128bits): 26 Hex characters (0~9, a~f).
o ASCII (128bits): 13 ASCII characters.

Show Password: Check this box to show the password
you entered.

802.1x Setting: When user use radius server to
authenticate client certificate for WPA authentication
mode.

802.1x tab:
B imetigent Wireless Usity |
| = @ & B 9 2 ¢
Prafile MHetwork Advanced Statistics WMM WS Radia On/Off ot

Frofie List

woe Coeey_test_ 1 1n_pouter & Froti s - PACF1
e Enarey_st_11n_feuter

athstar

a3 £at Cmiste Actiabe

Syiten Contig wan | frery, e

ST TR S E T R SR
SIS

| B PASSWORD | Client Certification  Server Certification

Btbeniseation |E / Paismond

R T e

Turnel 10 £ Paspecrs

T | Wi et [ oo

EAP Method:
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PEAP: Protect Extensible Authentication Protocol.
PEAP transport securely authentication data by using
tunnelling between PEAP clients and an authentication
server. PEAP can authenticate wireless LAN clients
using only server-side certificates, thus simplifying the
implementation and administration of a secure
wireless LAN.

TLS/ Smart Card: Transport Layer Security.
Provides for certificate-based and mutual
authentication of the client and the network. It relies
on client-side and server-side certificates to perform
authentication and can be used to dynamically
generate user-based and session-based WEP keys to
secure subsequent communications between the
WLAN client and the access point.

Tunnel Authentication:

Protocol: Tunnel protocol, List information including
EAP-MSCHAP v2 and EAP-TLS/ Smart Card.

Tunnel Identity: Identity for tunnel.

Tunnel Password: Password for tunnel.

Session Resumption: Reconnect the signal while broken
up, to reduce the packet and improve the transmitting
speed. User can click the box to enable or disable this
function.

ID\PASSWORD tab:
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System Config it | Encry, Ba1x

82 bisthiod o e v Tuwelkithenticationss  gpwschariy  w [ Sestion Resumbon

L IBAPASSWORD | Client Certification  Server Centification
Asthentication [0 / Passwora
oe— ) T
Tusnet KD / Paspwerd

Tisseel 18 o2 | Tisseel Passoeced s [ [mprar— .

o Cancst

ID/ PASSWORD: Identity and password for server.

e Authentication ID / Password: Identity, password
and domain name for server. Only "EAP-FAST" and
"LEAP" authentication can key in domain name.
Domain name can be keyed in blank space.

e Tunnel ID / Password: Identity and Password for
server.

Show Password: Check this box to show the password
you entered.

OK: Click to save settings and exit this page.

Cancel: Click to call off the settings and exit.

Client Certification tab:

System Conllg  Auth. | Encry. 21X

AP Mt 2 [ w  Tumssdteicatin e EPMCHP G [l Srvion Reusmption

1D | PASSWORD Client Cartification Server Certification

o Cancel

You can select Use a certificate on this computer, a
client certificate for server authentication. Or you can
select Use my smart card to enable the Client
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Certification function.
OK: Click to save settings and exit this page.
Cancel: Click to call off the settings and exit.

Server Certification tab:

ysten Config A | Encry. Lot

Eweiodss PP v Tenatheicatonns  Desecupez  w [ Sk Brumstion

10\ PASSWORD  Cllent Certification | Server Certification

[ e coremcate cram |

o Canest

Use certificate chain: Choose use server that issuer of
certificates.

Server name: Enter an authentication sever name.

OK: Click to save settings and exit this page.

Cancel: Click call off the settings and exit.

Delete Click to delete an existing profile.

Edit Click to edit a profile.

Activate Click to make a connection between devices.
Network

The Network page displays the information of surrounding APs from last scan
result. The tab lists the information including SSID, Network type, Channel,
Wireless mode, Security-Enabled and Signal.
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n Intelligent Wireless Utiltiy =
5 = s @ 9 ¢
Profile Network Advanced Statistics WMM WPS Radio On/Off  About
Sorted by »» @ o @ Channet @ Sienal [] show dém
AP List »>
P Cherry_test_11n_Router W % ‘, 1005 &
Abocom-Wireless v B8 2%
airlive-wi5470poe (%28 Q S0 |
sk ®io <] a5 1=
#bocom- Wireless s Bg 0%
PINGOD (%28 g 2%
802.11g-AP Oﬁ g 15% I o
Rescan Add to Profile ’ )
v
Network Tab
Sorted by Indicate that AP list are sorted by SSID, Channel or Signal.
Show dBm Check the box to show the dBm of the AP list.
SSID Shows the name of BSS network.
Network Type Network type in use, Infrastructure for BSS, Ad-Hoc for
IBSS network.
Channel Shows the currently used channel.

Wireless mode
Encryption

Signal
Rescan
Add to Profile

AP information

AP support wireless mode. It may support 802.11b or
802.11g or 802.11n wireless mode.

Shows the encryption type currently in use. Valid value
includes WEP, TKIP, AES, and Not Use.

Shows the receiving signal strength of specified network.
Click to refresh the AP list.

Select an item on the list and then click to add it into the
profile list.

When you double click on the intended AP, you can see AP's detail information
that divides into three parts. They are General, WPS, CCX information. The
introduction is as following:
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General

WPS

Coeneeral WPS (= &02.11n

B ks Cray_Leil_ 11 Seute
MAC Aodress v DO-EAC-BS1-01 i Srergth -+ HOL
Actrentication Trpe »  Urkege
Suppmtent Rates (Mg
Eacryption Type s> bione
10 53, 11, 8 % 12, 96, 34, 30, 48,54
Eharweier T4 1441 M

Hetwork Tygm or  Infrastouctue

Beacon berva»e 100

Chase

General information contain AP's SSID, MAC address,
Authentication Type, Encryption Type, Channel, Network
Type, Beacon Interval, Signal Strength and Supported
Rates.

Close: Click this button to exit the information screen.

Garrweeral wes oox E0Z.11n

Authertication Type »»  Unkrawn Saie > Confgares
Encryttion Ty ss dioew Verian 10
Config ethods ve BeD08e A Satup Locned oa

Device Password 10+ VUIE-E 2+ 63041253121 F2004 2000 IE 01

Selec e Regitirar s Unknwn B Bt e Unknomn

Clse

WPS information contains Authentication Type, Encryption
Type, Config Methods, Device Password 1D, Selected
Registrar, State, Version, AP Setup Locked, UUID-E and
RF Bands.

Authentication Type: There are four types of
authentication modes supported by RaConfig. They are
Open, Shared, WPA-PSK and WPA system.

Encryption Type: For open and shared authentication
mode, the selection of encryption type are None and WEP.
For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication mode, the encryption type supports both
TKIP and AES.

Config Methods: Correspond to the methods the AP
supports as an Enrollee for adding external Registrars.
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CXX

802.11n

Device Password ID: Indicate the method or identifies the
specific password that the selected Registrar intends to use.
Selected Registrar: Indicate if the user has recently
activated a Registrar to add an Enrollee. The values are
"TRUE" and "FALSE".

State: The current configuration state on AP. The values
are "Unconfigured" and "Configured".

Version: WPS specified version.

AP Setup Locked: Indicate if AP has entered a setup
locked state.

UUID-E: The universally unique identifier (UUID) element
generated by the Enrollee. There is a value. It is 16 bytes.
RF Bands: Indicate all RF bands available on the AP. A
dual-band AP must provide it. The values are "2.4GHz".
Close: Click this button to exit the information screen.

General WPS X BOZ.11n

(L
Cmcee FAME

Cidpes FAME

Clse.

CCX information contains CCKM, Cmic and Ckip
information.

Close: Click this button to exit the information screen.

General WPS X BO2.11n

Clse.
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This tab will show up if you select the AP that support 11n
mode. Here shows the connected AP 802.11n related
information.

Link Status
Click the triangle button at the right down corner of the windows to expand the
link status. The link status page displays the detail information of current
connection.

W Click this button to show the information of Status Section.

4 Click this button to hide the information of Status Section.

B 1nteliigent Wireless Utiltiy ==l
| - # @ ¢ =9
Profile Network  Advanced Statistics WMM WPS Radio On/Off  About
Sorted by »» @ sio @ Channel @ sienal [] Showdem
AP List >>

P Cherry_test_11n_Router gl § ﬂ 1005 =
Abocom-Wireless b " 5 ELE
airiive-wi5470poe ®an § 505 [
s o g s I
Abocom-Wireless b 6 g 29% |
PINGOO & § 4%
802.11g-AP [ g 15% o

Rescan Add to Profile
-

/ Status>> Cherry_test_11n_Router <--> 00-E0-4C-86-51-01 Link Quality »» 100% T
Extrainfo=>  Linkis Up [TxPower:100%] Signal Strength 1 == 100%
Channel=> 7 <--» 2442 MHz; central channel : 9 Noise Strength >> 26%
Authentication >» Open

Encryption =>  NONE
Network Type =» Infrastructure Transmit

1P Address »» 192.168.1.100 Link Speed »» 135.0 Mbps

Sub Mask »»  255.255.255.0

Default Gateway »»  192.168.1.199

Throughput > 0.000 Kbps

Receive
Link Speed »» 135.0 Mbps

HT

BW =40 SNRO>> O

\ Gl => long MCSss 7 SNR1 == nfa

Throughput »»21.484 Kbps
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Link Status Tab
Status

Extra Info

Channel

Authentication

Encryption

Network Type

IP Address

Sub Mask

Default Gateway

Link Quality

Signal Strength 1

Noise Strength

Shows the current connected AP SSID and MAC
address. If there is no connection existing, it will show
Disconnected.

Shows the link status and Tx power percentage.
Shows the current channel in use.

Authentication mode used within the network,
including Unknown, Open, WPA-PSK, WPA2-PSK,
WPA and WPA2.

Shows the encryption type currently in use. Valid
value includes WEP, TKIP, AES, and Not Use.

Network type in use, Infrastructure for BSS, Ad-Hoc
for IBSS network.

Shows the IP address information.

Shows the Subnet Mask information.

Shows the default gateway information.

Shows the connection quality based on signal strength
and TX/RX packet error rate.

Shows the Receiving signal strength, you can choose
to display as percentage or dBm format.

Shows the noise signal strength in the wireless
environment.
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T it
ransmi Shows the current Link Speed and Throughput of the

transmit rate.

Receive
Shows the current Link Speed and Throughput of
receive rate.

Link Speed . L
Shows the current transmitting rate and receiving rate.

Throughput i -

gnp Shows the transmitting and receiving speed of data.
Advanced

This Advanced page provides advanced and detailed settings for your wireless
network.

B 1ntelligent Wireless Utiltiy =]
.
i - #F @ 0 2
Profile Network Advanced Statistics WMM WPS Radio On/Off  About
Wireless mode >> 2.46 b

[@ Enable TX Burst
[ Enable TCP Window Size

[] FastRoamingat | 70 dBm

Select Your Country Region Code
0: CHI-11

Apply

Advanced Tab

Wireless mode Here supports 2.4G (included 802.11b/g/n) wireless mode.

Enable TX Burst Check to enable this function. This function enables the
adapter to deliver better throughput during a period of
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Enable TCP
Window Size

Fast Roaming at

Apply

Statistics

time, it only takes effect when connecting with the AP
that supports this function.

Check to increase the transmission quality. The large TCP
window size the better performance.

Check to set the roaming interval, fast to roaming, setup
by transmits power.

Click to apply above settings.

The Statistics screen displays the statistics on your current network settings.

- Intelligent Wireless Utiltiy

= &

Pm_file Network Advanced

Rece l —

Frames Transmitted Successfully

Frames Retransmitted Successfuly

Frames Fail To Receive ACK After All Retries
RTS Frames Successfuly Receive CTS

RTS Frames Fail To Receive CTS

Reset Counter

i

Statistics

@

WMM WPS Radio On/Off  About

Transmit Statistics Tab
Frames Transmitted Successfully

Frames Retransmitted
Successfully

Frames Fail To Receive ACK
After All Retries

Shows information of frames successfully
sent.

Shows information of frames successfully
sent with one or more reties.

Shows information of frames failed
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RTS Frames Successfully Receive
CTS

RTS Frames Fail To Receive
CTS

Reset Counter

transmit after hitting retry limit.

Shows information of successfully receive
CTS after sending RTS frame

Shows information of failed to receive CTS
after sending RTS.

Click this button to reset counters to zero.

B Intelligent Wireless Utiltiy

G

]

L
e

Profile Network

Transmit Receive

Frames Received Successfuly

Advanced

Frames Received With CRC Error
Frames Dropped Due To Out-of-Resource

Duplicate Frames Received

Reset Counter

Statistics

=
@

WMM WPS Radio On/Off  About

452
731

Receive Statistics Tab
Frames Received Successfully

Frames Received With CRC
Error

Frames Dropped Due To
Out-of-Resource

Duplicate Frames Received

Reset Counter

Shows information of frames Received
Successfully.

Shows information of frames received with
CRC error.

Shows information of frames dropped due
to resource issue.

Shows information of frames received
more than twice.

Click this button to reset counters to zero.
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WMM / QoS

The WMM page shows the Wi-Fi Multi-Media power save function and Direct
Link Setup that ensure your wireless network quality.

H intelligent Wireless Utiltiy

=
[T o] &=
= [—— # @ o ¢
Profile Network Advanced Statistics WMM WPS Radio On/Off  About
WM Setup Status
WM »> Enabled Power Save »» Disabled Direct Link »» Disabled
[@l] wmm Enable
[[] WM - Power Save Enable
D Direct Link Setup Enable
b, 4

WMM/QoS Tab
WMM Enable

WMM- Power Save Enable

Direct Link Setup Enable
MAC Address

Check the box to enable Wi-Fi Multi-Media
function that is meant to improve audio, video
and voice applications transmitted over Wi-Fi.

Select which ACs you want to enable the power
saving mode.

AC_BK (Access Category Background)
AC_BE (Access Category Best Effort)

AC_VI (Access Category Video)

AC_VO (Access Category Voice)

Check the box to enable Direct Link Setup.

The setting of DLS(Direct Link Setup) indicates

as follow:

Fill in the blanks of Direct Link with MAC

Address of STA, and the STA must conform to

two conditions:

e  Connecting with the same AP that supports
DLS feature.
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e DLSenabled.

Timeout Value Timeout Value represents that it disconnect
automatically after few seconds. The value is
integer that must be between 0~65535. It
represents that it always connects if the value is
zero. Default value of Timeout Value is 60

seconds.
Apply Click this button to apply the settings.
Tear Down Select a direct link STA, then click "Tear Down"

button to disconnect the STA.

WPS

The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to
simplify the security setup and management of Wi-Fi networks. The STA as an
Enrollee or external Registrar supports the configuration setup using PIN
(Personal Identification Number) configuration method or PBC (Push Button
Configuration) method through an internal or external Registrar.

n Intelligent Wireless Utiltiy B2
[EZ] i &
E = g & @ 0 ¢
Profile Network Advanced Statistics WMM WPS Radio On/Off  About
WPS AP List
Rescan
ID: Cherry_test_11n_Router 00-E0-4C-86-51-01 7 |nﬂ;,mmm
Pin Code
57055251  Renew
WPS Profile List Config Mode
P Cherry_test_11n_Router Enroliee -
< n r
B Bwsssccs [N rowress R e
PEC (il wPs Probe IE PBC - Get WPS profile successfuly. Discannect
Export Profie
b 4
WPS Tab
WPS AP List Display the information of surrounding APs with WPS IE

from last scan result. List information included SSID,
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Rescan

Information

PIN Code

Config Mode

Detail

BSSID, Channel, ID (Device Password ID),
Security-Enabled.

Issue a rescan command to wireless NIC to update
information on surrounding wireless network.

Display the information about WPS IE on the selected
network. List information included Authentication Type,
Encryption Type, Config Methods, Device Password ID,
Selected Registrar, State, Version, AP Setup Locked,
UUID-E and RF Bands.

8-digit numbers. It is required to enter PIN Code into
Registrar when using PIN method. When STA is
Enrollee, you can use "Renew" button to re-generate new
PIN Code.

Select from the pull-down menu to decide the station
role-playing as an Enrollee or an external Registrar.

Click the Detail button to show the information about
Security and Key in the credential.

T iretigent Weless Uity =

s {EF ‘ . @ Ohanlgn.' Off I'E.uk

Profile Hetwork Advanced Statistics Wam WP

P AP List
_Beszan
0 Cresry_test_11s_Router O0ED 2485101 r Freem——
P ooe
[sos52s1 Benew
P Frafie List

b Cheriy test_1in_Roster

W o O .

FiC [P st 1 PRC - Gt WP profie mcoesifdy. Ceszonnect

i [onerry tma e Rovter
EMD e G0ED4C88 5107
Aithastication Typess  OPOH Escryption Tyse 5 MONE
Koy Lot > Ky Ines 32

Ky Materiase

(| o —
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Connect

Rotate

Disconnect

If you select the AP that listed in the WPS Profile List
field, you can click the Detail button to see more AP
information.

SSID: Shows the connected AP network name.
BSSID: The MAC address of the connected AP. Fixed
and cannot be changed.

Authentication Type: The authentication type support
Open, WPA-PSK and WPA2-PSK.

Encryption Type: For Open authentication mode, the
selection of encryption type are NONE and WEP. For
WPA-PSK and WPA2-PSK authentication mode, the
encryption type supports both TKIP and AES.

Key Length: Only valid when using Open authentication
mode and WEP encryption. There are key lengths 5, 10,
13 and 26.

Key Index: Only valid when using Open authentication
mode and WEP encryption. There are 1~4 key index.

Key Material: The key material can be used to ensure the
security of your wireless network. Fill in the appropriate
value or phrase in Key Material field.

Show Password: Check this box to show the passwords
that have been entered.

OK: Click to save and apply the new settings.

Cancel: Click to leave and discard the settings.

Command to connect to the selected network inside
credentials. The active selected credential is as like as the
active selected Profile.

Command to rotate to connect to the next network inside
credentials.

Stop WPS action and disconnect this active link. And
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then select the last profile at the Profile Page. If there is
an empty profile page, the driver will select any
non-security AP.

Export Profile Export all credentials to Profile.

Delete Delete an existing credential. And then select the next
credential if exist. If there is an empty credential, the
driver will select any non-security AP.

PIN Start to add to Registrar using PIN (Personal
Identification Number) configuration method. If STA
Registrar, remember that enter PIN Code read from your
Enrollee before starting PIN.

PBC Start to add to AP using PBC (Push Button
Configuration) method.

WPS Associate IE | Send the association request with WPS IE during WPS
setup. It is optional for STA.

WPS Probe I1E Send the probe request with WPS IE during WPS setup. It
is optional for STA.

Progress Bar Display rate of progress from Start to Connected status.
Status Bar Display currently WPS Status.

Radio On/Off

Click this button to turn on or off radio function.

i intelligent ==
[y | =3
I e
Profile Network Advanced Statistics WMM WPS Radio On/Off J About

(=

This icon shows radio on, click to turn it off.

i This icon shows radio off, click to turn it on.
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About

This page displays the information of the wireless card including, RaConfig
Version/ Date, Driver Version/ Date, EEPROM Version and Phy_Address.

B tnteliigent Wireless Utiltiy =
Bz L {ﬁa &
= —
Profile Netwark Advanced Statistics WMM WPS Radio On/Off  About
Config Version »> 2.1.3.0 Dates>  (05-16-2008
Driver Version » 2.1.6.7 Date»>  05-02-2008
EEPROM Version »» 1.0 Firmware Version»» 0.9
Phy_Address »» 00-0C-43-30-70-00
b 4

Utility Menu List

To access Windows Vista utility menu list, please right click the utility icon on
the task bar.

Launch Config Utility
Switch to AP Mode
Exit

TE @ 1125 AM

L Launch Config Utility: Select to open the utility screen.

° Switch to AP Mode: Select to make your wireless USB adapter act as a
wireless AP.

° Exit: Select to close the utility program.
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T intetiigent Wireless Utility =]
Config | Aocess Cortrol | Mac Table | Event Log | Staistios | About |
S5ID [metigert Chamnel [1 ~]
Viireless Mode <] <UseMacAddess | Secury Seting

™ No forwarding among wireless clients
™ Hide SSID
¥ Allow BW 40 MHz

i Region Codg——————————
11 B/G 0:CH1-11 'I

Beacon fms) 100
TX Power 100 % =
Idie time(50 - 3600)s) 300

Default Apply

Soft AP mode

Config |

SSID AP name of user type. User also can click Use Mac
Address button to display it.

Channel Manually force the AP using the channel. The system

default is CH 1.

Wireless mode

Here supports 2.4G (included 802.11b/g/n) wireless
mode.

Use Mac Address

Click this button to replace SSID by MAC address.

Security Setting

Authentication mode and encryption algorithm used
within the AP. The system default is no
authentication and encryption.
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Security Setting (==
Authentication Type ~| Encryption Typs | Not Use -

WP Pre-shared-Key [

Group Rekey Interval B0 10 seconid:

& [Hex |
(o Hex |
- Hor |
- e |
[~ Shaw Password
Cancel

Authentication Type: There are several types of
authentication modes including Open, Shared,
WPA-PSK, WPA2-PSK, and
WPA-PSK/WPA2-PSK.

Encryption Type: For Open and Shared
authentication mode, the selections of encryption
type are Not Use and WEP. For WPA-PSK,
WPAZ2-PSK, and WPA-PSK/ WPA2-PSK
authentication mode, the encryption type supports
both TKIP and AES.

WPA Pre-shared Key: This is the shared secret
between AP and STA. For WPA-PSK and
WPA2-PSK and WPA-PSK/ WPA2-PSK
authentication mode, this field must be filled with
character longer than 8 and less than 64 lengths.

Group Re-key Interval: Only valid when using
WPA-PSK, WPA2-PSK, and WPA-PSK/
WPA2-PSK authentication mode to renew key. User
can set to change by seconds or packets. Default is
600 seconds.
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Beacon (ms)

TX Power

Idle time(60-3600)(s)

No forwarding
among wireless
clients

Hide SSID
Allow BW 40MHz

Default
Apply

WEP Key: Only valid when using WEP encryption
algorithm. The key must match with the AP’s key.
There are several formats to enter the keys.

Hexadecimal (64bits): 10 Hex characters.
Hexadecimal (128bits): 26 Hex characters.
ASCII (64bits): 5 ASCII characters.
ASCII (128bits): 13 ASCII characters.

Show Password: Check this box to show the
password you entered.

The time between two beacons. The system default is
100 ms.

Manually force the AP transmits power from the pull
down list 100%, 75%, 50%, 25% and Lowest. The
system default is 100%.

It represents that the AP will idle after few seconds.
The time must be set between 60~3600 seconds.
Default value of idle time is 300 seconds.

No beacon among wireless client, clients can share
information each other. The system default is no
forwarding.

Do not display AP name. System default no hide.
Click to disable this function. Default is enabling.

Use the system default value.
Click to apply the above settings.
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Access Control

[ intelligent Wireless Utility =
Config Access Control ‘ Mac Table ] Event Log} Statistics 1 About }

fccsss Py -
MAC Address Access List

De
[ et |

Apply

Access Control

Access Policy

MAC Address

Access List

User chooses whether AP start the function or not.

System default is Disable.

® Disable: Do not use this access control function.

® Allow All: Only the MAC address listed in the
Access List can connect with this soft AP.

® Reject All: Only the MAC address listed in the
Access List can NOT connect with this soft AP.

Manually force the Mac address using the function. Click
Add and the MAC address will be listed in the Access
List pool.

Display all MAC Address that you have set.
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Add Add the MAC address that you would like to set.

Delete Delete the MAC address that you have set.
Remove All Remove all MAC address in the Access List.
Apply Apply the above changes.

MAC Table

[ intelligent Wireless Utility

Config | Access Cortrol  Mac Table | Event Log | Statistics | About |

MAC Address

[ AD [ Powers... | Status

i - b

MAC Table

MAC Address

AID

Power Saving Mode

Status

The station MAC address of current connection.
Raise value by current connection.

The station of current connect whether it have to
support.

The status of current connection.
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Event Log

[ intelligent Wireless Utility =
Config | Access Cortrol | Mac Table  Event Log | Statistics | About |

Event Time fyy/mm./dd- hh:mm:ss) 1 Message I

2008/06/06-11:26:49 Restart Access Point

2008 /06 /06-11:26:50 Restart Access Point

2008 /06 /D6-11:26:50 Restart Access Point

Clear

Event Log
Event Time Records the event time.

(yy/mm/dd-hh:mm:ss)

Message Records all the event messages.

-73-



Statistics

[ Intelligent Wireless Utility

Transmit Statistics

Receive Statistics

Cortig | Access Cortrol | Mac Table | Event Log Staisics | About |

Frames Transmitted Successfully

Frames Fail To Recsive ACK After All Retries
RTS Frames Successfully Receive CTS
RTS Frames Fail To Receive CTS

Frames Transmitted Successfully After Retry

Frames Received Successfully
Frames Recsived With CRC Emor
Frames Dropped Due To Out-of-Resource = [1]

Duplicate Frames Received

331

=l

Transmit Statistics

Frames Transmitted
Successfully

Frames Fail To Receive ACK
After All Retries

RTS Frames Successfully
Receive CTS

RTS Frames Fail To Receive
CTS

Frames Transmitted
Successfully After Retry

Frames successfully sent.

Frames failed transmit after hitting retry
limit.

Successfully receive CTS after sending RTS
frame

Failed to receive CTS after sending RTS.

Frames successfully sent with one or more
reties.
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Receive Statistics
Frames Received Successfully

Frames Received With CRC
Error

Frames Dropped Due To
Out-of-Resource

Duplicate Frames Received
Reset Counter

About

Frames Received Successfully
Frames received with CRC error.

Frames dropped due to resource issue

Duplicate received frames.
Reset counters to zero.

This page displays the wireless card and driver version information.

[ intelligent Wireless Utility

Carfig | Access Cortrol | Mac Table | Event Log | Staistics {ABoi

Litility Version 2021 Date 05-16-2008
Driver Version : 2167 Date : 05-02-2008
EEPROM Version: 1.0 Fimware Version 03

IP Address 192.168.123.1 Phy_Address : 00-0C-43-30-70-00
Sub Mask - 255,255 255.0 Defsult Gateway : ~ 0.0.0.0

=)
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UNINSTALLATION FOR WINDOWS

2000/XP

In case you need to uninstall the Utility and driver, please refer to below steps.
(As you uninstall the utility, the driver will be uninstalled as well.)

1.  Goto Start 2All Programs = Intelligent Wireless 2>
Uninstall —Intelligent.

f Internet “ Windows Lpdate
Internet Explorer E‘L;_J 48 Office 2Tk
}g Paint 5 RS office AT
i R
S E-mail @ Accessories
Outlook Express |@ Games
[ i
B Motepad @ Microsaft Office
@ Sloveview
) Startup

E Intelligent Wireless LY -
l@ Trend Micro OFficeScan Client

m Command Prompt B ndobe Reader 8
& Internet Explorer
|T—m Microsoft Office Wor ng Cutlook Express

., Remote Assistance
M3 Messenger 7.0
3 g ® windows Media Player

% i U iﬁ Wiindows Movie Maker
indows Update

3 MSN Messenger 7.0
I winRAR

l@ Windows Live

all Programs B | fi Inteligen

= Uninstall - Intelligent
® |shu
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Click Yes to complete remove the selected application and all of its
features.

Intelligent - InstallShield Wizard

Do you want to completely remove the selected application and all of its features?

Then click Finish to complete the uninstallation.

Intelligent - InstallShield Wizard

Uninstall Complete
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UNINSTALLATION FOR WINDOWS

VISTA

In case you need to uninstall the utility and driver, please refer to below steps. (As
you uninstall the utility, the driver will be uninstalled as well.)

1. Goto Start - Programs > Intelligent Wireless >
Uninstall —Intelligent.

@ Default Programs

& Intemet Explorer

[[# Windows Calendar

[ Windows Contacts

i Windows Defender

4 Windows Fax and Scan
&2 Windows Live Messenger Download
= Windows Mail

Windows Media Player
Windows Meeting Space
ﬁ Windows Movie Maker
{1 Windows Photo Gallery
£ Windows Update

Chenry
Documents
Pictures
Music
Recent Items
Accessories Computer
Extras and Upgrades

Games I rk

. Intelligent Wireless

" Connect To
I g!‘ Uninstall - Intelligent
aintenance Control Panel

Startup

Default Programs

1 Back Help and Support
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2. Click Yes to complete remove the selected application and all of its
features.

 Intelligent - InstallShield Wizard E=H|

Do you want te completely remove the selected application and all of its features?

3. Then click Finish to complete the uninstallation.

Intelligent - InstallShield Wizard

Uninstall Complete

Insta

InstaliGiield I ( <Back (0 nishl | 1 Cancel —r
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