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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part 15

of the FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a

residential installation. This equipment generates, uses and can radiate radio frequency energy and, if not installed

and used in accordance with the instructions, may cause harmful interference to radio communications. However,

there is no guarantee that interference will not occur in a particular installation. If this equipment does cause h

armful

interference to radio or television reception, which can be determined by turning the equipment off and on, the user is

encouraged to try to correct the interference by one of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that
to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1

) This

device may not cause harmful interference, and (2) this device must accept any interference received, including

interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for compliance

void the user's authority to operate this equipment.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment
equipment should be installed and operated with minimum distance 20cm between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.

Operations in the 5.15-5.25GHz band are restricted to indoor usage only

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is firmware-limited to channels 1 through 11.

This device is intended only for OEM integrators under the following conditions:
1) The antenna must be installed such that 20 cm is maintained between the antenna and users, and
2) The transmitter module may not be co-located with any other transmitter or antenna,

3) For all products market in US, OEM has to limit the operation channels in CH1 to CH11 for 2.4G band by

could

. This

supplied firmware programming tool. OEM shall not supply any tool or info to the end-user regarding to Regulatory

Domain change.

As long as 3 conditions above are met, further transmitter test will not be required. However, the OEM integrator is

still responsible for testing their end-product for any additional compliance requirements required with this modu

le



installed (for example, digital device emissions, PC peripheral requirements, etc.).

IMPORTANT NOTE: In the event that these conditions can not be met (for example certain laptop configurations or
co-location with another transmitter), then the FCC authorization is no longer considered valid and the FCC ID can
not be used on the final product. In these circumstances, the OEM integrator will be responsible for re-evaluating the

end product (including the transmitter) and obtaining a separate FCC authorization.

End Product Labeling
This transmitter module is authorized only for use in device where the antenna may be installed such that 20 cm may
be maintained between the antenna and users. The final end product must be labeled in a visible area with the

following: “Contains FCC ID: VQF-RT3593".

Manual Information To the End User
The OEM integrator has to be aware not to provide information to the end user regarding how to install or remove this
RF module in the user’s manual of the end product which integrates this module.

The end user manual shall include all required regulatory information/warning as show in this manual.

Industry Canada Statement
This device complies with RSS-210 of the Industry Canada Rules. Operation is subject to the following two
conditions:
1) this device may not cause interference and

2) this device must accept any interference, including interference that may cause undesired operation of the device

This device has been designed to operate with an antenna having a maximum gain of 5.01dBi.
Antenna having a higher gain is strictly prohibited per regulations of Industry Canada. The required antenna

impedance is 50 ohms.

To reduce potential radio interference to other users, the antenna type and its gain should be so chosen that the EIRP

is not more than required for successful communication.

IMPORTANT NOTE:
IC Radiation Exposure Statement:
This equipment complies with IC radiation exposure limits set forth for an uncontrolled environment. This equipment

should be installed and operated with minimum distance 20cm between the radiator & your body.

This device is intended only for OEM integrators

under the following conditions:



1. The antenna must be installed such that 20 cm is maintained between the antenna and users, and

2. The transmitter module may not be co-located with any other transmitter or antenna,

3. For all products market in CANADA, OEM has to limit the operation channels in CH1 to CH11 for 2.4GHz band by
supplied firmware programming tool. OEM shall not supply any tool or info to the end-user regarding to Regulatory
Domain change.

As long as 3 conditions above are met, further transmitter test will not be required. However, the OEM integrator is

still responsible for testing their end-product for any additional compliance requirements required with this module

installed (for example, digital device emissions, PC peripheral requirements, etc.).

IMPORTANT NOTE: In the event that these conditions can not be met (for example certain laptop configurations or
co-location with another transmitter), then the IC authorization is no longer considered valid and the IC ID can not be
used on the final product. In these circumstances, the OEM integrator will be responsible for re-evaluating the end

product (including the transmitter) and obtaining a separate IC authorization.

End Product Labeling

The final end product must be labeled in a visible area with the following: “Contains TX IC : 7542A-RT3593".

Manual Information That Must be Included

The OEM integrator has to be aware not to provide information to the end user regarding how to install or remove this
RF module in the user's manual of the end product which integrates this module.

The end user manual shall include all required regulatory information/warning as show in this manual.
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Hardware Quick Installation Guide

Installing the Wireless Mini PCI Express Module

1. Power down the computer.

2. Plug the Wireless PCI Express Minicard Module board to motherboard minicard slot
3. Connect 3 external antennas used I-PEX connector for WiFi antenna.

4. Power on the computer.

Un-installing the Wireless Mini PCI Express Module

1. Power down the computer

2. Removed 3 external WiFi antennas from the Wireless Mini PCI Express Module

3. Carefully removed the Wireless PCI Express Minicard Module from the motherboard minicard slot.
4

Power on the computer.



INTRODUCTION
The 11a/b/g/n 3T3R WLAN Mini Card is a device that allows you connect your computer to a wireless local
area network (LAN). A wireless LAN allows your system to use wireless Radio Frequency (RF) technology to
transmit and receive data without physically attaching to the network. The Wireless protocols that come with
this product ensure data security and isolation from interference generated by other radio frequencies. This
card also allows you to take full advantage of your computer’s mobility with access to real-time information
and online services anytime and anywhere. In addition, this device eliminates the bother of pulling cable
through walls and under furniture. It even allows you to place your system in locations where cabling is

impossible. Modifying and augmenting networks has never been so easy.

Wireless Network Options
The Peer-to-Peer Network
This network installation lets you set a small wireless workgroup easily and quickly. Equipped with wireless

PC Cards or wireless PCI, you can share files and printers between each PC and laptop.




You can also use one computer as an Internet Server to connect to a wired global network and share files

and information with other computers via a wireless LAN.
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The Access Point Network The network installation allows you to share files, printers, and Internet access
much more conveniently. With Wireless LAN Cards, you can connect wireless LAN to a wired global

network via an Access Point.
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SOFTWARE INSTALLATION

Install the device

1. Make sure the computer is turned off. Remove the expansion slot cover from the computer.

2. Carefully slide the 11a/b/g/n 3T3R WLAN Mini Card into the mini PCI slot. Push evenly and slowly and
ensure it is properly seated.

3. After the device has been connected to your computer, turn on your computer. Windows will detect the

new hardware and then automatically copy all of the files needed for networking.

Install the Driver & Utility

1. Exit all Windows programs. Insert the included CD-ROM into your computer. The CD-ROM will run
automatically.

2. When the License Agreement screen appears, please read the contents and select “I accept the terms of

the license agreement “ then click Next to continue.

Intelligent wirsless card - InstallShield Wizard
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3. Select the check box to choose a Configuration Tool from the listed two choices.
- Configuration Tool: Choose to use our configuration utility.

- Microsoft Zero Configuration Tool: Choose to use Windows XP’s built-in Zero Configuration Utility (ZCU).

Click Next to continue.



Intelligent wireless card - InstallShield Wizard
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There are two modes for you to choose in this screen, either choose WiFi mode or performance
mode (TxBurst mode). This mode selection screen is set for the default mode shown in the utility

screen, you can still change its mode later in the utility screen. Click Next to continue.
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When you are prompted the following message, please click Install to begin the installation.
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6. When the following screen appears, click Finish to complete the software installation.
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HARDWARE INSTALLATION

Verification

To verify if the device exists in your computer and is enabled, go to Start > Control Panel > System (>
Hardware) > Device Manager. Expand the Network Adapters category. If the 11a/b/g/n 3T3R WLAN

Half Mini Cardis listed here, it means that your device is properly installed and enabled.
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NETWORK CONNECTION

Once the device driver is well installed, a network setting described in the following should be also

established.

1. (In Windows 2000) Go to Start > Settings - Control Panel > Network and Dial-up Connections

Local Area Connection > Properties.

(In Windows XP) Go to Start > Control Panel > Network and Internet Connections - Network

Connections > Wireless Network Connection - Properties.

B Controf Panel

= [B|X]
Fie Edit Wew Favorbss  Tooks  Hep ay
Q- © B Powt [ i [-
ackliess |3 cantrol Panel "I =
E'- Control Panel A 6 ﬂ \B % h = @
Secessiiity AddHacware Adder Admiristrabive Ackomatic Deke and Time Disclay
TEE BN
Folder Diptiors Fris Fame Ttek Tnternst RETE] keybnard
‘ SWindos Update Controlers Grephics. . Cplians
¥ Help snd Sopport LY ‘i Y 0

Mouse Mebacrk
Connechions odem ...
&
Bl Spouniy By gl
Tashs Center fadio Davicas
» 0
¥ !
ﬁ % "
Windaws \dredass Link Wirakiss
Firawal Meoors 2at..

Sl

hone and  Powesr Options Printers and

Faves

9 & W

Eulenn

Rediond and  Scanners znd
Langusge ... Cameres

= 8

Tehbor il L Syooowily
Start Menig




2. Make sure that all the required components are installed.
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3. If any components are missing, click on the Install... button to select the Client/Service/Protocol

required. After selecting the component you need, click Add... to add it in.
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4. For making your computer visible on the network, make sure you have installed File and Printer Sharing
for Microsoft Networks.



IP Address

Note: When assigning IP Addresses to the computers on the network, remember to have the IP address for
each computer set on the same subnet mask. If your Broadband Router use DHCP technology, however, it
won’t be necessary for you to assign Static IP Address for your computer.

1. To configure a dynamic IP address (i.e. if your broadband Router has the DHCP technology), check the
Obtain an IP Address Automatically option.

2. To configure a fixed IP address (if you broadband Router is not DHCP supported, or when you need to
assign a static IP address), check the Use the following IP address option. Then, enter an IP address into the
empty field; for example, enter 192.168.1.254 in the IP address field, and 255.255.255.0 for the Subnet Mask.
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CONFIGURATION UTILITY
After the Wireless adapter has been successfully installed, users can use the included Configuration Utility to
set their preference. Go to Start-> (All) Programs—> Ralink Wireless > Ralink Wireless Utility.

% Windows Update
@ Windows Mavie Make

y | Files and Settings Tr4
Wizard

) SlowView »
@ Startup »
@ Trend Micro OfficeScan Client »
B adobe Reader 8
£ Internet Explorer
L";I Outlook Express

v PRemate Assistance

W microsoft Office Wor
Command Prompt ) windows Media Player
A Windows Mavie Maker

All Programs B | G5 Ralink v : A Ralink ¥ Uity

ﬁ| Log OFF @ Shut Down 8

You can also open the Configuration Utility by double clicking the icon or right clicking to select Launch

Config Utilities.

Launch Config Lkilitie

Use Zero ConFiguration as Configuration utility

Switch ko AP Mode
Exit




Intelligent Wireless Utility

Profile

Profile can book keeping your favorite wireless setting among your home, office, and other public hot-spot.
You may save multiple profiles, and activate the correct one at your preference. The Profile manager enables

you to Add, Edit, Delete and Activate profiles.
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Profile Tab

Profile Name

SSID
Network Type

Authentication
Encryption

Use 802.1x
Channel

Power Save
Mode

Tx Power

RTS Threshold

Fragment
Threshold

Add

You may enter a distinctive name of profile in this
column. The default is PROF# (£ 1, #2, #3....)

The SSID 1s the unique name shared among all points 1n
yvour wireless network.

Shows the network type of the device, including
infrastructure.

Shows the authentication mode.
Shows the encryption type.
Whether or not use 802.1x feature.

Shows the selected channel that 1s currently 1n use. (There
are 13 channels available, depending on the country.)

Choose from CAM (Constantly Awake Mode) or Power
Saving Mode.

Transmit power, the amount of power used by a radio
transceiver to send the signal out.

Shows the RTS Threshold of the device.
Shows the Fragment Threshold of the device.

Click to add a profile from the drop-down screen.
System Configuration tab:

Network The Network page displays the information of surrounding APs from last scan result. The tab lists

the information including SSID, Network type, Channel, Wireless mode, Security-Enabled and Signal.
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Netwoerk Tab
Sorted by Indicate that AP list are sorted by SSID. Channel or Signal.
Show dBm Check the box to show the dBm of the AP list.
SSID Shows the name of BSS network.
Network Tvpe Network type in use, Infrastructure for BSS.
Channel Shows the currently used channel.

Wireless mode

AP support wireless mode. It may support 802.11a,
802.11b. 802 11g or 802 11n wireless mode.




Encryption Shows the encryption type cuwrently in use. Valid value
mcludes WEP, TKIP. AES. and Not Use.

Signal | Shows the recerving signal strength of specified network. |

Rescan | Click to refresh the AP list. |

Connect Select an itfem on the lst and then click to make a

connection.

Add to Profile

Select an 1tem on the list and then click to add it into the

profile list.
Link status St v BN, g AP -Wirsiess o s 00 EROSSS-8H0T | T
Kk on Wl o Lo & LI [T olPesie] TH09) | rigihed e N
M;: L;::‘n [ I_ : Lan 1o
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1 ks o W 8 T LR g 21 L M
Dafant, m: T
- S it e -
o 1 N TPy B 13 Thrasgheut ne 940 Klps
Status Shows the current connection status. If there 15 no
connection existing, 1t will show Disconnected.
Extra Info Shows the link status.
Channel Shows the current channel m use.
Authentication | Authentication mode used within the network, mcluding
Unknown, WPA-PSK, WPAZ2-PSK, WPA and WPAZ.
Encryvption Shows the encryption type currently mn use. Vahid value
includes WEP, TKIP, AES, and Not Use.
Network Type | Network type in use, Infrastructure for BSS.
IP Address Shows the IP address information.
Sub Mask Shows the Sub Mask mformation.
Default Shows the default gateway information.
Gateway

Link Quality

Shows the connection quality based on signal strength and |




| TX/RX packet error rate.

Signal
Strength
1.2 and 3

Shows the Receirving signal strength, you can choose to
display as percentage or dBm format.

Noise Strength | Shows the noise signal strength.

Transmit Shows the current Link Speed and Throughput of the
transmif rafe.

Receive Shows the current Link Speed and Throughput of receive
rate.

Link Speed | Shows the current transmitting rate and receiving rate.

Throughput Shows the transmutting and receiving throughput in the

unit of K bits/sec.

AP information

When yvou double click on the mtended AP, yvou can see AP's detail information
that divides into three parts. They are General, WPS, CCX mformation. The
mtroduction 1s as following:

General

Chnarnl WPE Cx

S50 W2, 1 4gWF -Wirekss
MAAC Address > DOHLE-AHI-IIHOR > %

Aoyl e i Tyl v Lk Pty e e Patid. (R}

12 68 1, .0 13, 8, D0, 4k, B
Errygiion Typa re Hors

General information contain AP's SSID, MAC address,
Authentication Type, Encryption Type, Channel Network Type,
Beacon Interval, Signal Strength and Supported Rates.

OK: Click this button to exit the mformation screen.




WPS

Genaral WS Cx
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WPS information contamns Authentication Type, Encryption Type,
Config Methods, Device Password ID, Selected Registrar, State,
Version, AP Setup Locked. UUID-E and RF Bands.

Authentication Type: There are four types of authentication
modes supported by RaConfig. They are open. Shared, WPA-PSK
and WPA system.

Encryption Type: For open and shared authenfication mode, the
selection of encryption type are None and WEP. For WPA,
WPA2, WPA-PSK and WPA2-PSK authenfication mode, the
encryption type supports both TKIP and AES.

Config Methods: Correspond to the methods the AP supports as
an Enrollee for adding external Registrars.

Device Password ID: Indicate the method or identifies the
specific password that the selected Registrar intends to use.
Selected Registrar: Indicate 1if the user has recently activated a
Registrar to add an Enrollee. The wvalues are "TRUE" and
"FALSE".

State: The cwrrent configuration state on AP. The values are
"Unconfigured" and "Configured".

Version: WPS specified version.

AP Setup Locked: Indicate if AP has entered a setup locked state.
UUID-E: The umversally unique identifier (UUID) element
generated by the Enrollee. There 1s a value. It 15 16 bytes.

RF Bands: Indicate all RF bands available on the AP. A
dual-band AP must provide it. The walues are "2.4GHz" and
"5GHz".

OK: Click this button to exit the information screen.



CXX

CONM e FiLSE
Cmie e FALSE

g = FILIE

[5.9

CCX mnformation contams CCKM, Cmic and Ckip information.
OK: Click this button to exit the information screen.

Advanced

This Advanced page provides advanced and detailed settings for your wireless
network.



Wireless mode

Select wireless mode. There are 802.11b/g/n mixed,
802.11b only and 802.11b/g mixed modes are supported.

Default mode 15 802 11b/g/n mixed.

Enable Tx Burst

| Check to enable the burst mode.

Enable TCP
Window Size

Check to increase the transmission quality.

Fast Roaming at

Check to set the roamung interval. fast to roaming. setup
by transmuits power.

Show

I‘When vou connect AP with authentication. choose




Authentication whether show "Authentication Status Dialog" or not.
Status Dialog Authentication Status Dialog displays the process about
802.1x authentications.

Enable CCX Check to enable the CCX function.
(Cisco Compatible | « Turn on CCEM
extensions) ¢ Enable Radio Measurements: Check to enable the

Radio measurement function.

¢ Non-Serving Measurements limit: User can set channel
measurement every 0~2000 milliseconds. Default 1s set
to 250 milliseconds.

Apply Click to apply above settings.

Statistics

The Stafistics screen displays the statistics on your current network setfings.
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Transmit

Frames Transmitted Successfully | Shows information of frames successfully
sent.

Frames Retransmitted Shows information of frames successfully

Successfully sent with one or more refies.

Frames Fail To Receive ACK Shows information of frames failed|

After All Retries transmut after lutting retry limat.

RTS Frames Successfully Receive| Shows information of successfully receive|
CTs | CTS after sending RTS frame



RTS Frames Fail To Receive
CTS

Reset Counter

1 Ralll

B »

Frofila Matwork Advancad Statiztics

Transmit

Frames Posatied Sussesruk)
Frames Recaived Witth CRC Error
Frames Dropped Dus To Cut-ofAesourc=

Cuplicate Frames Recatwad

Rezet Counter

Status er 8021124 -Wirsless -« O0FE0-78-38-6802
Exta Infa => Link [z Up [TsPossar:1005]
Chanrel =7 2 e—= 2417 MHz
sGutrenticaton «= Unknawn

Encryption == Mana

Febwork Tepe = Infrastracture
IP hddress == 152.166,1.03

Subbhazk == 266, 265,265.0
Default Gatmway ==
HT

B == nia ShRD == nda
Gl =x mlA [ T SNRA FE oRME

Shows information of failed to receive CTS

after sending RTS.

Click this button to reset counters to zero.

2 ¢

T, YiF3
1 5= 66%
ZxxHEX
Ioiz= Skrength == 20X
Transmt

Link. Spaed == B0 MDps
Throughput == 0,000 Kbps

Recetue
Lik Spaed == 1,0 Mops
TI||u||;=I.I1||I 3 Q.n.i.'.‘n.'lll’lp-.

e

TG

“

A »o{Ed]

Receive Statistics

Frames Received Successfully

Frames Received With CRC
Error

Shows information of frames Received

Successfully.

Shows information of frames received with




Frames Dropped Due To

Out-of-Resource

Duplicate Frames Received

Reset Counter

WMM / QoS

CRC error.

Shows mformation of frames dropped due
to resource issue.

Shows mformation of duplicate received
frames.

Click this button to reset counters to zero.

The WMDM page shows the Wi-F1 Multi-Media power save function and Direct
Link Setup that ensure your wireless network quality.

W == Enablad

Wik Erabie

Charngl &= 2 =& 2417 WHHZ

Authenticstion == Unknousn

Ercrypton == Nons
Plabvaark, Tape == Infrastoochurs

IP hddress == 190, 185,1.55

Sub Wask == 255,255.355.0
Disfaut izabevesy ==
HT

EWK = nda
Gl =2 nida WS 22 nta

[[] itk - Powwsr Saue Ensbls

[[] mirsct Link Setup Enacle

O o

= s .
Profile Matwinrk Liwarcad Statlstics
el b St Status

Pomar 5ate == Disabled

Status == BOQ.11g-AP -Wirskess <—3 00-£0-3¥3-00-00-03
Extra Info == Lk is Up [TxPoser: 1005%]

SHRD *r nifa
MR == nia

[

@ (2

LT WP

Ry wE

Crnact Link == Dizabked

gt 1 we 49K
wrgth 2 =0 ddX
5%
Nivine StrEngkh == 26%
T raremit
Lirk. Spezed i B0 MbBps
Throughput == 0,000 Hbpe

Fecetue
Link Spe=ac wx 1.0 Wbps
Thraghput == 9,920 Hbpe




WNMNM Enable

WNMAL- Power Save Enable
Direct Link Setup Enable
MAC Address

Timeout Value

Apply

Tear Down

WPS

Check the box to enable Wi-F1 Multi-Media
function.

Select which ACs vou want to enable.

Check the box to enable Direct Link Setup.

The setting of DLS indicates as follow :

Fill m the blanks of Direct Link with MAC
Address of STA. and the STA must conform to
two condifions:

e Connecting with the same AP that supports
DLS feature.

. DSL enabled.

Timeout Value represents that it disconnect
automatically after few seconds. The value 1s
mteger that must be between 0~65535. It
represents that it always connects if the value 1s
zero. Default value of Timeout WValue 1s 60
seconds.

Click this button to apply the settings.

Select a direct link STA | then click "Tear Down"
button to disconnect the STA.

The primary goal of Wi-F1 Protected Setup (Wi-F1 Sumple Configuration) 1s to
simplify the securnity setup and management of Wi-F1 networks. The STA as an
Enrollee or external Registrar supports the configuration setup using PIN

(Personal Identification Number) configuration method or PBC (Push Button

Configuration) method through an internal or external Registrar.



Radio On/Off

E —~ g # @ 0

Frofils Matwork Advancad Statiztics WAL, WHS

(ij Click this icon to turn on radio function.

- . o . .
A Click this icon to turn off radio function.

About
E wu ¢ & @ 0 )
Frofils Matwork Advancad Statistics WA, WHS

R Click this button to show the information of the wireless card including,

RaConfig Version/ Date. Driver Version/ Date, EEPROM Version, Firmware

Version and Phy Address.
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Authentication == Unkndwmn
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Encryption == nkane
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UNINSTALLATION

In case you need to umnstall the utility and driver, please refer to below steps. (As
vou uninstall the utility, the driver will be uminstalled as well )

1.  Go to Start = Programs —?Ralink Wireless = Uninstall.

% Windows Update

@ Windows Movie Make

w Files and Settings Trs
Wizard

VE Microsaft OFfice War

)

Slowiew »

Startup 13

Trend Micro OfficeScan Chent »
Adobe Reader &
Inkernet Explarer

Cutlaak Express

B N N NENERER

Remaote Assistance

M " iriirand Prompt Windows Media Player

20

Windows Mavie Maker

All Programs B Ralink Wireless

g| Log OFf @

:ﬁ Uninstall - RT
Shut Dowin




2. Select Remove all button and click Next to start uninstalling.

Intelipent wireless card - InstallShield Wizard

Fleaze selecl one way to contmue mztall.

sted an older wension, Which mey do pou like Lo

% Rarnaye al.

Orazewmbe Bra alder warzice inskal wilbook remove.

[nstallGhizl < Back | ('R Cancel

3. Click Yes to complete remove the selected application and all of its
features.

Intelligent wireless card - InstallShield Wizard

Da wou wank ko completely remove the selected application and all of iks Features?




4. Select “Yes, I want to restart my computer now” and then click
Finish to complete the uninstallation.

Intellipent wireless card - InstallShield Wizard

Uninztall Complete

[restal5 hisdd "fizancd has finished uairetaling Inteligent wiskss cand

Ly pomELEar naw.

¥ Ma, | wil restat my computer laber,

Remowe sy disks rom ther driver, and then cick Finish bo complste zeivp,




