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Overview

Overview

Thank you for purchasing this product. Read this chapter to know about your 802.11n
2T3R Wireless PCIl Adapter.

Unpacking information

Before getting started, please verify that your package includes the following items:

1.0ne 802.11n 2T3R Wireless PCI Adapter.
2.0ne Utility/ Manual CD.

3.Three 2 dbi Antenna

Introduction the 2T3R Wireless PCIl Adapter

PCI Adapter

The 802.11n 2T3R Wireless PCI adapter provides users to launch 802.11n
2T3R wireless network at 300 Mbps in the 2.4GHz band, which is also compatible
with 802.11b/g wireless devices at 11/54 Mbps. You can configure this adapter
with ad-hoc mode to connect to other 2.4GHz wireless computers, or with
Infrastructure mode to connect to a wireless AP or router for accessing to Internet.
This adapter includes a convenient Utility for scanning available networks and
saving preferred networks that users usually connected with. Security encryption
can also be configured by this utility.
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USE/PCl Wireless Adapter USB/CardBus Wireless Adapter

Key Features

e Complies with IEEE 802.11n/b/g wireless standard

e Supports driver for Windows® 2000, XP and Vista.

e 2.4GHz Frequency band, MIMO 2T3R

e Supports QoS: WMM, WMM-PS

e Complies with PC12.3 or Mini PCl type lll

e Support wireless data encryption with 64/128-bit WEP, WPA, WPA2
¢ High Speed transfer data rate up to 300 Mbps

e Supports Multiple BSSID

e Supports auto-installation and diagnostic utilities.




Installation Guide

Installation Guide

Software Installation

Note: The following driver installation guide uses Windows® XP as the presumed
operation system. The procedures and screens in Windows® 2000 and Vista are
familiar with Windows® XP.

1. Insert this product to your computer. The system finds the newly installed device
automatically. Click cancel to close this window.

Found Hew Hardware Wizard

Thiz wizard helps vou install software for:

Hetwork, Contraller

f;'JI IF your hardware came with an installation CD
22 or Hoppy disk. insert it now.

What do you want the wizard to da?

(%) Inztall the software automatically [Fecommended)
() Install fram a list or specific location [Advanced)

Click Mest to continue.

[ < Back ” Mext = ]q Cancel D

s —

2. Insert the CD-Rom that came with this product to your CD-Rom drive. The menu
window pops up automatically. Please click the “Driver Installation” button of this
product.

Note: If the CD-Rom fails to auto-run, please click on "My Computer" > your CD-
Rom Drive > Driver folder then double-click the "Setup" icon to start this menu.

3. Select if you are going to configure your wireless network with this device or with
Microsoft Zero Configuration tool.
Note: This can be changed after installing this software.




Ralink Wireless LAN - InstallShield Wizard

License Agreement
Ple ad the f

RALIMNE wireless Utility far wWindows 38/ME 2000/<P ista
Copyright [C) RALINE, TECHNOLOGY, CORP. all Rights Feserved,

Thank, pou for purchasing RALIME, Wirelesz product]

SOFTWARE PRODULCT LICENSE

The SOFTWARE PRODUCT iz protected by copyright laws and international coppright
treaties, as well az other intellectual property laws and treaties. The SOFTWARE PRODUCT
ig licenzed, not sold,

1. GRANT OF LICEMSE. Thiz End-User License dgreement grants you the following
rightzInztallation and Uze. You may inztall and uze an unlimited number of copies of the
SOFTwWARE PRODUCT.

Reproduction and Diztribution. “'ou may reproduce and distribute an unlimited number of

copies of the SOFTWARE PRODUCT ; pravided that each copy shall be a true and complete
copy, including all coppright and trademark notices, and shall be accompanied by & copy of

thiz ELILA. Copies of the SOFTWARE PRODUCT may be distributed az a standalone product

of inciuded with pour ovn product. w

[['l:i_r,'l.rJ el = { Mewut » ? Cancel I
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Ralink Wireless LAN - InstallShield Wizard

Setup Type

Jp type that i i needs.

onfiguration Tool.

hfiguration T ool

't Zera Configuration Tool

Instal ISl ﬁ‘i\"\'!‘!':rfﬁ( Nest » }|' " Cancsl r

4. Click the “Install” button to start installing.




Ralink Wireless LAN - InstallShield Wizard

Ready to Install the Program
The wizard

Cancel |=

Install5
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.If\'_atinlt Wireless LAN - InstallShield Wizard

Setup Status

The InstallShield ‘Wizard is i

Inztalling

@ Flease wai...

Install Shield Cancel

5. Click the "Finish" button to complete installation.
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411

Ralink Wireless LAN - InstallShield Wizard

Install5hield Wizard Complete

T allShield Wizard haz su installed B alink ‘wirelegs LaM. Click Finizh to exit the

InstallShiald I < Back ﬂ ‘Finish T Carcel

Management Guide

Read this chapter to understand the management interface of the device and how to
manage the device.

Making a Basic Network Connection
Select a configuration tool

In the following instruction for making a network connection, we use the utility we
provide to configure your wireless network settings.

Note:
You could use either the software we provide or Microsoft Zero
Configuration tool to configure this adapter. To switch between the two

configuration tools, please right click on the . icon on system tray to select.

-10-



Management Guide

41.2

Launch Config Likiliky

IUse Zern Configuration as Configuration Likilitsy
Swikch to AP Mode
Exit

%S 11:51 AM

To connect with Microsoft Zero Configuration tool
After specifying the Microsoft Zero Configuration tool to configure your wireless

network, right click on the icon on system tray. Select “View available wireless
Networks” to specify your wireless network.

Change Windaows Firewall settings
Cpen Metwark Conneckions

Repair

¥iew Available Wireless Networks :

555 11:52 AM

The tool shows the available wireless networks. Select your demanding network to
connect with. To connect to a wireless network with more security settings, please
click “Change advanced settings ” to be compatible with your wireless network

security settings.

-11-
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5" Wireless Network Connection |X|

Network Tasks Choose a wireless network

g Refresh network: lisk Click an item in the list below to conneck ko a wireless netwark in range or to get more
information,
<2 Set up a wireless network (t@)) §iEL-RD 1
for a home or small office ﬂ
Unsecured wireless network I“![l
Related Tasks ({ﬂ)) . =
il i 5 Security-enabled wireless nebwark (WP Il[l']l]
i) Learn about wireless ! W
netwarking (l: }) fu_wen_chan
%‘}? Change the order of ﬁ ! =
preferred networks Unsecured wireless network, l“!
: o i
""ifii Zhange advanced (l: }) ADSL
setkings
Unsecured wireless network quu[l
kureyama
({T) Y
k_-r"? Security-enabled wireless netwark (MPA) Il][ll][l | |
(':ﬂ") Good AP 192.168.1.253
Unsecured wireless network I[I[I[II] K
Connect

To connect with 802.11n Wireless LAN Utility

We provide this utility for users to connect to a wireless network easily. It provides
more information and configuration for this adapter. As default, the utility is started
automatically upon starting your computer and connects to a connectable wireless
network with best signal strength. Please refer to the following chapters to get
information regarding to the functions of this utility.
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12 RaUIl X
B 2 B
E o & S ,
Profile Metwork Advanced Statistics Wil WP Fadio onfoff  About
Sorted by »» @ S50 @ channel @ siznal [] Show dBm
AP List ==
RD o g sex
’ fuu_wen_chan @ & g & 100%
3 ©: B0 ° i =
Mavis mai loso ¥ o1 g 3%
Rescan Add to Profile Caonnect
a
Status = fu_wen,. <--= 00-13-F7-8E-3B-EF
Extra Info ==  Link iz Up [TxPower: 100%]
Channel => & <--= 2437 MHz; central channel : &
Authentication == Open
Encryption => MNOME
Metwork Type =»  Infrastructure Tranzmit
IP dddress == 192,168.2.105 Link Speed == 130.0 Mbps
Sub Mazk »>  255,255,2R6.0 Throughput =» 1,072 Kbps
Default Gateway >  192.165.2.1
Receive
HT
Link Speed == 1300 Mbps
B ==20 SMRD == 32
Throughput ==21,348 Kbps
Gl == long MCS == 1R SMRT == nfa

4.2 Introduction to the 802.11n Wireless LAN Utility

Note: The Utility in Windows Vista is different from the following. For instructions on
using the utility included in Windows Vista please refer to the instruction in
Appendix.

421 Interfaces

This Utility is basically consisted of three parts:
1. Functional buttons: on top of the window. You can click each button to access
each configuration window.

Ex] e & D e ®

Profile Network  Advanced  Statistics WM, WPS  Radio on/off  About

2. Configuration column: Center of the utility window. Make your changes for each
function in this part.

3. Status information: bottom of the utility window. Shows the connection status and
system information.

13-
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423

Information
Status == fu_wen., <--= 00-13-F7-8E-3B-EF
Extra Info =» Link is Up [TxPawer: 100%]
Channel == & <--= 2437 MHz; central channel @ &
suthentication =»  Open
Encryption == MOME
Metwark Type == Infrastructure Transmit
IP dddress ==  192.1656.2. 105 Link Speed == 130.0 Mbps
Sub Mask > 255,2585,255.0 Throughput == 0,000 Kbps
Default Gateway ==  192,168.2.1
Receive
H Link Speed == 130.0 Mbps
B ==20 SMRO == 8
Gl »» long WG 5 5 T 5> mie Throughput ==44.872 Kbps
Shows the connecting status. Also shows the SSID while
Status X )
connecting to a valid network.
Extra Info Display link status in use
Channel Display current channel in use
Authentication Authentication mode in use.
Encryption Encryption type in use.
Network Type |Network type in use
IP Address IP address of current connection
Sub Mask Sub mask of current connection
Default ,
Gateway Default gateway of current connection
Link Speed Show current transmit rate and receive rate
Throughput |Display transmit and receive throughput in Mbps
Link Quality Display connection quality based on signal strength and TX/RX
packet error rate.
Signal Receive signal strength 1, user can choose to display as
Strength 1 percentage or dBm format.
Signal Receive signal strength 2, user can choose to display as
Strength 2 percentage or dBm format.
Signal Receive signal strength 3, user can choose to display as
Strength 3 percentage or dBm format.
Noise StrengthDisplay noise signal strength
HT Display current HT status in use, containing BW, GI, MCS, SNRO,
and SNR1 value.
Profile

This profile page allows users to save different wireless settings, which helps users
to get access to wireless networks at home, office or other wireless network
environments quickly.

14-
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Profile List
Profile Mame ==
551D ==
Metwork Type ==
Authentication ==
Encryption »=
Use 802, 1x ==
Tx Power ==
Channel ==
Power Save Mode =>

RTS Threshold ==

Add Fragment Threshald ==

To add a new profile:

1. Click the “Add” button. The add profile window pops up.
Note: you could also add a new profile quickly by selecting an available network in
the “Network” function then press the “Add to Profile” button.

2. Fillin information for this profile in the system config section:

Syrtem Config

Profile Mame ==

5510 => ||

Power Save Mode == O Chkh

[] RTs Threshald

|:| Fragment Threshald

Auth, VERCEy,

PROF1 Metwork Tvpe == Infrastructure hd

Tx Power ==

Auto v

=
@ Ph

]
]

—
—

Ok Cancel

Profile Name

Choose a name for this profile, or use default name defined by
system.

SSID

Fill in the intended SSID name or use the drop list to select from
available Aps.

Power Save Mode

Choose from CAM (Constantly Awake Mode) or PSM (Power
Saving Mode).

There are two types, infrastructure and 802.11 Ad-hoc
mode. Under Ad-hoc mode, you could also choose the

Network Type preamble type; the available preamble type includes auto and
long. In addition to that, the channel field will be available
for setup in Ad-hoc mode.

For adjusting the RTS threshold number by sliding the bar or

RTS Threshold key in the value directly. The default value is 2347.

Fragment Adjust the Fragment threshold number by sliding the bar or key

Threshold in the value directly. The default value is 2346.

3. Select an encryption type and fill in the corresponding wireless network

-15-



information:

Syztem Config

Auth, VEncry,

duthentication == Qpen hd Erncryption == WEP hd |:| Usze 802,14

WP Preshared Key == |

Wep Key

O Key#1 Hex b |
@ Keviz Hex - |
@ veva Hex - |
0 key#d Hex - |

O Cancel

Authentication
Type

There are 7 types of authentication modes supported by
RaUl including open, Shared, LEAP, WPA and WPA-PSK,
WPA2 and WPA2-PSK

Encryption Type

For open and shared authentication mode, the selection of
encryption type are None and WEP. For WPA, WPAZ2,
WPA-PSK and WPA2-PSK authentication mode, the
encryption type supports both TKIP and AES.

802.1x

Use 802.1x to make WPA and WPA2 certification. This
functions only works when connecting to a WPA and WPA2
supported device.

WPA Pre-shared
Key

This is the shared secret between AP and STA. For WPA-PSK
and WPA2-PSK authentication mode, this field must be filled
with character longer than 8 and less than 32 length.

WEP Key

Only valid when using WEP encryption algorithm. The key must
matched AP's key.

4. Specify the 802.1x information if you are using the 802.1X certification method.
Users that don’t use this function or connecting to an open-wireless network
please skip this part.

Syztem Config

EAP Method ==

Auth, VERCEy, G021

PEAP - Tunnel duthentication == EAP-MSCHAP w2 - Seszion Resumption

10 PASSWORD Client Certificate Server Certificate

Authentication 1D 7 Password

Identity ==

Tunnel [0 f Pazsword

Tunnel 1D == Tunnel Passward == |

Ok Cancel

EAP method:

To select an EAP method.

Tunnel
Authentication:

Select a Tunnel authentication mode.

-16-
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Session . Select to enable this function or unmark it to disable.
Resumption:
ID\ PASSWORD

System Config Auth, YEncry.

Authentication == Open b4 Encryption == WEP

[ use s02.1%

WP Preshared Key == |

Wep Key
O Key#1 Hex v |
o Kew#z Hesx - |
@ revis Hezx - |
@ reyra Hex v |

O Cancel

Authentication ID / Password: Identity, password and domain name for server.
Only "EAP-FAST" and "LEAP" authentication can key in domain name. Domain

name can be keyed in blank space.

Tunnel ID / Password: Identity and Password for server.

Client Certification

System Config Auth, “Encry., 02, 1x
E4P Method == FE&P - Tunnel Authentication == EAP-MESCHAP w2
1D % PASSWORD Client Certificate Server Certificate

- D Session Resumption

[@] Use Client certificate

lssued To ==
lzsued By =»
Expired On =>

Friendly Mame =>

O Cancel

Fd

Use Client certificate: Client certificate for server authentication.

EAP Fast

-17-
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System Config Auth, VEncry, 802 1%

E&P Method == EAP-FAST - Tunnel huthentication == @ Session Resumption
1D % PASSWORD E&P-FAST
|E| Use protected authentication credential Remowe Import
File Path ==
Ik Cancel

Allow unauthenticated provision mode: Mark to enable unauthenticated
provision mode.

Use protected authentication credential: Mark to use protected authentication
credential.

Server Certification

System Config Auth, VEncry, 802 1%
EAP Method == PELP - Tunnel duthentication == EAP-MSCHAR w2 - |:| Sezzion Resumption
10 % PASSWORD Client Certificate Server Certificate
|z| Use certificate chain |- Any Trusted Cé - j

|:| Allow intermidiate certificates

SBrwer Nname ==
{2) server name must match

@ Domain name must end in specified name

Ik Cancel

Use Certificate chain: Mark the checkbox to enable using certification chain.
Allow intimidate certificates: Mark to allow intimidate certification.
Server name: Enter an authentication sever name.

Network

This network lists the available wireless networks. The utility connects to a wireless
network with best signal strength automatically. You can change the connecting
network by clicking on the network name and click the “Connect” button. To see
detail information of each network, please double click on each item to pop up the
information window.

SSID, Channel
and
Signal buttons

Click each button to sort the listing networks by SSID,
channel and Signal strength.

Signal buttons channel and Signal strength.

18-
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Show dBm Mark the checkbox to show the signal strength in dBm.
Rescan To rescan available wireless networks.
Connect Click this button to connect to a designated network.
Add to Profile Click this button to add a network to profile after selecting a
network.
1 e L
= @ & @ O ¢ Z @
Matwark Advanced Statistics i WS Radio onfoff  About
Sorted by »» O SSID o Channel o Signal [ show dBm
AP List =»
AD Yo g g6 D
} fu_wen_chan @ 3 g .‘,‘ 100%
3 s g 9 2%
Mawis mai loso B on g 4%
Rescan Add to Profile Connect
-~
Status == fu_wen,, =--= 00-13-F7-5E-36-EF
Extra Info == Link is Up [TxPower: 100%]
Channel == & <--» 2437 MHz; central channel : &
Aduthentication == Open
Encryplion == MNOME
Metwork Type == Infrastructure Transmit
IP Address == 192,168.2,105 Link Speed »= 130.0 Mbps
Sub Mask == 255,265,255, Throughput »» 1,072 Kbps
Default Gateway == 192.168.2.1
Receive
HT
Link Speed == 130.0 Mbps
EW ==20 SMRO == 32
Gl == long MCS 55 15 SMR1 =5 nfa URBLETEIS 22l s

425 Advanced

This page provides advanced configurations to this adapter. Please refer to
the following chart for definitions of each item.

Wireless mode Click the drop list to select a wireless mode.

Enable TX Burst [Select to enable connecting to a TX Burst supported device.

Enable TCP Mark the checkbox to enable TCP window size, which help

Window

Size enhance throughput.

Fast Roaming at [Mark the checkbox to enable fast roaming. Specify the
dBm transmit power for fast roaming.

Show Mark the checkbox to show “Authentication Status Dialog”

Authenticati while connecting to an AP with authentication. Authentication

S:jatuesnl)lfaa: (;;n Status Dialog displays the process about 802.1x

authentication

19-



42.6
4.2.6.1

Enable CCX
(Cisco Select to enable CCX. This function can only be applied
Compatible when connecting to a Cisco compatible device.

extensions)

D Enable CCX (Cisco Compatible eXtensions)

Wireless mode == 2.40G j
[] Enable TX Burst
[] Enable TCP Window Size
D Fazt Roaming at dBm
D Show Authentication Status Dialog
Select Your Country Region Code
2.4GHz == |0z cH1-11 =
Apply
Statistics

Statistics Transmit

Statistics page displays the detail counter information based on 802.11 MIB
counters. This page translates the MIB counters into a format easier for user to
understand.

Frames
Transmitted Frames successfully sent.
Successfully

Frames
Retransmitted Successfully retransmitted frames numbers
Successfully

Frames Fail To
Receive ACK Frames failed transmit after hitting retry limit
After All Retries

RTS Frames
Successfully

Receive
CTS

Successfully receive CTS after sending RTS frame

RTS Frames Fail

To Receive CTS Failed to receive CTS after sending RTS

Restart Counter |Reset counters to zero

-20-
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Transmit Receive
Frames Transmitted Successfully = 2187
Frames Retransmitted Successfully = 156
Frames Fail To Receive ACK After Al Retries = 1

Reset Counter

4.2.6.2 Statistics Receive

Frames Received
Successfully

Frames Received , )
With CRC Error Frames received with CRC error

Frames received successfully

Frames Dropped
Due To Out-of- Frames dropped due to resource issue

Resource
Duplicate Frames , .
. Duplicate received frames.
Received
Transmit Racefva
Frames Received Successiully = 3806
Frames Received With CRC Errar = B315
Frames Dropped Due To Out-of-Resource = u]
Duplicate Frames Received = u]

Reset Counter

427 WMM

This page allows users to activate the WMM function for this device. Please note that
this function only works while connecting to a WMM compatible device.

WMM Enable Enable Wi-Fi Multi-Media.
WMM - Power Enable WMM Power Save. Please enable WMM before

Save Enable configuring this function.
Direct Link Setup [Enable DLS (Direct Link Setup). Please enable WMM before
Enable configuring this function.

-21-
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WA Setup Status

Wi »> Enabled

Power Save »» Disabled Direct Link »> Dizabled

[ vkt Enabile

WPS

|:| irhAd - Power Save Enable

[ birect Link Setup Enable

T

WPS Configuration: The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple
Configuration) is to simplify the security setup and management of Wi-Fi networks.
This adapter supports the configuration setup using PIN configuration method or
PBC configuration method through an internal or external Registrar.

Display the information of surrounding APs with WPS IE from last

WPS AP List |scan result. Listinformation include SSID, SSID, Channel, ID
(Device Password ID), Security-Enabled.

Rescan Click to rescan the wireless networks.
Display the information about WPS IE on the selected network. List
information include Authentication Type,

Information Encryption Type, Config Methods, Device Password ID, Selected
Registrar, State, Version, AP Setup Locked, UUID-E and RF
Bands.
8-digit numbers. It is required to enter PIN Code into Registrar

PIN Code using PIN method. Each Network card has only one PIN Code of
Enrollee.

Config Mode |Enrollee or an external Registrar.
Display all of credentials got from the Registrar. List information
includes SSID, MAC Address, Authentication

Table of and Encryption Type. If STA Enrollee, credentials are created as

Credentials  [soon as each WPS success. If STA Registrar, RaUl creates a new
credential with WPA2-PSK/AES/64Hex-Key and doesn't change
until next switching to STA Regqistrar.

Detail Information about Security and Key in the credential.

Connect Command to connect to the selected network inside credentials.

Rotate Command connect to the next network inside credentials.
Stop WPS action and disconnect this active link. And then select

Disconnect [the last profile at the Profile Page of RaUl if exist. If there is an
empty profile page, the driver will select any non-secue AP.
Delete an existing credential. And then select the next credential if

Delete exist. If there is an empty credential, the driver will select any non-

security AP.

22
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PIN Start to add to Registrar using PIN configuration method.

PBC Start to add to AP using PBC configuration method.

WPS associateSend the association request with WPS IE during WPS setup. ltis
IE optional for STA.

WPS probe IE Ser_md the probe request with WPS IE during WPS setup. Itis
optional for STA.

Progress Bar |Display rate of progress from Start to Connected status.

Status Bar Display currently WPS Status.

Note: When you click PIN or PBC, please don't do any rescan within two-minute
connection. If you want to abort this setup within the interval, restart PIN/PBC or
press Disconnect to stop WPS action.

WPS 4P List
Rescan

1D fu_wen_chan 00-13-F7-8E-36-EF [} Infarmation
Pin Code

19631008 Renew

WP Praofile List Config Mode

Enrollee -

EIM @WPS Azzociate |E Progress == 0%
BEC E‘WPS Probe |E Disconnect

[ Auto

Appendix

AP mode management guide
This adapter can be configured as AP mode. To function this adapter as an AP,

please right click the B icon on system tray and select “Switch to AP mode”.
Please refer to the following introduction to information about this AP-mode utility.

Note: In Windows® XP, it provides WPA support at hotfix Q815485 However, you
have to make sure that hotfix Q815485 (require XP SP1 installed) has been installed
in your system before you can start using WPA features. You can check the
installation of hotfix in add/remove software page under control panel.

-23-



51.1

Config

This page provides overall configuration to this adapter. Please find the following

items for identification to each field.

f' Ralink Wireless Utility

Corfig l.ﬁ.ccen I:-:nntrl:nll Mac Tal:ule] Ewent Ll:ng] Statisticsl About ]

551D |50me-[|5 Channel |1 -]
WWirelezz Mode ¢- ze Mac Address |

Security Setting

Country Region Code

Crefault

2.4GHz 0: CH1-11 ﬂ S
[v Allow BWw 40 MHz
Beacon [ms) | 100
T Pawer 1100 % Bl
[dle time(E0 - 3500](=) | 300

Cancel

[ Mo forwarding among wireless clients

Apply

Help

x

1. SSID: AP name of user type. User also can select [Use Mac Address] to display

it.

only, 802.11 b/g/n mix mode are supported. When wireless card is 802.11n,
system default is 802.11 b/g/n mix; Otherwise system default is 802.11 b/g mix
(802.11 b/g/n mix selection item only exists for b/g/n adapter).

|

Classification | Range

. Country Region Code: eight countries to choose. Country channel list:

. Wireless Mode: Select wireless mode. 802.11 b/g mix, 802.11b only, 802.11g

-24-




Appendix

0: FCC (Canada) CH1 ~ CH11

1: ETSI CH1 ~ CH13

2: SPAIN CH10 ~ CH11

3: FRANCE CH10 ~ CH13

4: MKK CH14 ~ CH14

5: MKKI(TELEC) CH1 ~ CH14

6: ISRAEL CH3 ~ CH9

7:ISRAEL CH5 ~ CH13

4. Wireless Protection: Auto, on, and off. System default is auto.

9.

a. Auto: STA will dynamically change as AP announcement.
b. On: Always send frame with protection.
c. Off: Always send frame without protection.

. Beacon (ms): The time between two beacons. System default is 100 ms.
. TX Power: Manually force the AP transmits power. System default is 100%.
. TX Rate: Manually force the Transmit using selected rate. Default is auto.

. ldle Time: Manually force the Idle Time using selected value. Default is 300.

Channel: Manually force the AP using the channel. System default is channel 1.

10.Use Mac Address: Use MAC address of used wireless card to be AP name.

System default is APX (X is last number of Mac Address).

11.Security Setting: Authentication mode and encryption algorithm used within the

AP. System default is no authentication and encryption.

12.No forwarding among wireless clients: No beacon among wireless client, clients

can share information each other. System default is no forwarding.

13.Hide SSID: Prevent this AP from recognized in wireless network. This is disabled

as default.

14.Allow BW40 MHz: Allow BW40 MHz capability.

15.Default: Use system default value.

16.Apply: Apply the above changes.

-25.-



5.1.2 Security Setting

This page pops up after clicking the Security Settings button. Please follow the

instructions below:

Security Setting E|
Authentication Type * | Encrpption Type |Nnt Usze ﬂ
WA Pre-gshared-key |
Group Rekey [nterval
g | =l
2 |
s Fer < |
2 |
Ok Caticel |
Authentication Type [Select to be open or WPA-PSK system.
Encryption Type Select an encryption type from the drop list.

WPA Pre-shared Key

A shared string between AP and STA. For WPA-PSK
authentication mode, this field must be filled with character
longer than 8 and less than 32 length. (PCl only)

Group Rekey Interval

Only valid when using WPA-PSK encryption algorithm. The
key will change compliance with seconds or beacon that
user set. (PCldevice only)

WEP Key

Only valid when using WEP encryption algorithm. The key
must match the key on AP. There are several formats to
enter the keys.

a. Hexadecimal (40bits): 10 Hex characters.

b. Hexadecimal (128bits): 32Hex characters.

c. ASCII (40bits): 5 ASCII characters.

d. ASCII (128bits): 13 ASCIl characters.
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Appendix

51.3

Access Control

This function filters users to use this device by designating MAC address. Please
refer to the following chart for introduction.

f' Ralink Wireless Utility

Ancess Palicy

MAC &ddreszs

Config Access Contral ] Mac Tal:ule] Ewent Log Statisticsl About ]

Access List

Apply

Help

Access Policy

Choose a method to process access control from the drop
list to determine the MAC addresses that you designated
are allowed to access the AP or not.

Add allowed (or denied) MAC addresses to the MAC

MAC Address ;

address list.
Access List Display all Mac Addresses that you designated.
Delete Delete Mac addresses that you selected.
Remove All Remove all Mac address in Access List.
Apply Apply changes.
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5.1.4 MAC Table

This page displays the station detail information of current connection.

I’ Ralink Wireless Utility

I:l:nnfig] &coess Control - Mac Table ] Event Ll:ugl Statistics] About ]

MAC Address | A0 | Fower Saving Mode | Shatus

00-12-FO-a7-3410 1 Mo Rate = 54.00

4 *

Help

MAC Address The station MAC address of current connection.
AID Raise value by current connection.
Power Saving Mode |Check if the connected station supports power saving.
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Appendix

51.5

Event Log

Record Soft AP all event time and message.

I’ Ralink Wireless Utility

I:l:nnfig] ooess I:clntrn:lll Mac Table Ewentlog lStatistics] About ]

Ewent Time [w/mmdd- hh:mnm: zg) | Meszzage |

2009 /04 /022-21:31:36 Restart &ccess Point

2009/04/22-21:31:38 Festart Access Point

2009 /04 /22-21:31: 38 Feztart Accezs Point

2008 /04722-21:44: 01 00-12-F0-47-84-10 aszociated

Clear
Help

Event Time
(yy/mm/dd-hh:mm: |Record event time.
SS)
Message All event messages.
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5.1.6 Statistics

Statistics page displays the detail counter information based on 802.11 MIB

counters.

/' Ralink Wireless Utility

I:l:nnfig] Acoess I:-:nntrl:nll Mac Tal:ule] Ewvent Log Statistics l.ﬂ.l:n:uut ]

Tranzmit Statistics

Frames Transmitted Succesziully =
Framesz Fail To Receive ACK After All Betries =

Frames Transmitted Successhully After Bety =

Feceive Statistics
Frames Received Successfully =
Frames Received With CRC Error =
Frames Dropped Due Ta Out-of-R ezource =

Duplicate Frames Received =

a02

12

151
13483

RESET COUNTERS

Help

Frames Transmitted

Successfully Frames that successfully sent.

Frames Fail To

Receive ACK After |Frames that failed to transmit after hitting retry limit.

All Retries
RTS Frames Counts of CTS that successfully received after sending
Successfully
) RTS frame.
Receive CTS

RTS Frames Fail To |Counts of CTS that fail to be received after sending RTS
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Appendix

5.2

Successfully

Receive CTS frame.
Frames
Retransmitted Successfully retransmitted frames numbers.

Frames Received
Successfully

Frames received successfully.

Frames Received
With CRC Error

Frames received with CRC error.

Frames Dropped

Due To Out-of- Frames dropped due to resource issue.
Resource

DUPI'.C ate Frames Duplicate received frames.

Received

Reset Counters Reset counters to zero.

Troubleshooting

If you encounter any problem when you're using this wireless network card, don’t
panic! Before you call your ealer of purchase for help, please check this
troubleshooting table, the solution of your problem could be very simple, and you can

solve the problem by yourself!

Scenario

Solution

I can’t find any wireless access
point

. Click ‘Rescan’ for few more times and see if

you can find any wireless access point or
wireless device.

. Please move closer to any known wireless

access point.

. ‘Ad hoc’ function must be enabled for the

wireless device you wish to establish a direct
wireless link.

. Please adjust the position of network card

(you may have to move your computer if you're
using a notebook computer) and click
‘Rescan’ button for few more times. If you can
find the wireless access point or wireless
device you want to connect by doing this, try to
move closer to the place where the wireless
access point or wireless device is located.

Nothing happens when I click
‘Launch config utilities’

. Please make sure the wireless network card

is firmly inserted into your computer's PCl slot.
If the Wireless configuration utility’s icon is
black, the network card is not detected by yourn
computer. Switch the computer off and insert
the card again. If this doesn’'t work, contact the
dealer of purchase for help.

. Reboot the computer and try again.
. Remove the driver and re-install.
. Contact the dealer of purchase for help.

I can not establish connection

. Click ‘Connect for few more times.
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with a certain wireless access
point.

. If the SSID of access point you wish to

connect is hidden, you have to input correct
SSID of the access point you wish to connect.
Please contact the owner of access point to
ask for correct SSID.

. You have to input correct passphrase /

security key to connect an access point with
encryption. Please contact

. the owner of access point to ask for correct

passphrase / security key. The access point
you wish to connect only allows network cards
with specific MAC address to establish
connection. Please go to ‘About’ tab and write
the value of ‘Phy_Addess’ down, then present
this value to the owner of access point so he /
she can add the MAC address of your
network card to his / her access point’s list.

The network is slow / having
problem
when transferring large files

. Move closer to the place where access point

is located.

. Enable ‘Wireless Protection’ in ‘Advanced’

tab.

. Try a lower TX Rate in ‘Advanced’ tab.
. Disable ‘“Tx Burst’ in ‘Advanced’ tab.
. Enable ‘WMM’ in ‘QoS’ tab if you need to use

multimedia / telephony related applications.

. Disable ‘WMM — Power Save Enable’ in

‘QoS’ tab.

. There could be too much people using the

same radio channel. Ask the owner of the
access point to change the channel number.

Please try one or more solutions listed above.
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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part
15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful interference in
a residential installation. This equipment generates, uses and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning the equipment off

and on, the user is encouraged to try to correct the interference by one of the following measures:

° Reorient or relocate the receiving antenna.

° Increase the separation between the equipment and receiver.

° Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
° Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for compliance could

void the user's authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) This
device may not cause harmful interference, and (2) this device must accept any interference received, including

interference that may cause undesired operation.

This device and its antenna(s) must not be co-located or operating in conjunction with any other antenna or

transmitter.

For product available in the USA/Canada market, only channel 1~11 can be operated. Selection of other
channels is not possible.
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