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Section 2 — Installation

Package Contents

4port 2x2 Wireless ADSL Router

Power Adapter

CD-ROM with User Manual

One Micro Splitter

One twisted-pair telephone cable used for ADSL connection
One straight-through Ethernet cable

One Quick Installation Guide

System Requirements

e ADSL Internet service

e Computer with:

200MHz Processor

64MB Memory

CD-ROM Drive

Ethernet Adapter with TCP/IP Protocol Installed

Internet Explorer v6 or later, FireFox v1.5

Computer with Windows 2000, Windows XP, or Windows Vista
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Section 2 — Installation

Features

e PPP (Point-to-Point Protocol) Security — The 4port 2x2 Wireless ADSL Router supports PAP (Password Authentication Protocol) and
CHAP (Challenge Handshake Authentication Protocol) for PPP connections. The Router also supports MSCHAP.

e DHCP Support — Dynamic Host Configuration Protocol automatically and dynamically assigns all LAN IP settings to each host on your
network. This eliminates the need to reconfigure every host whenever changes in network topology occur.

e Network Address Translation (NAT) — For small office environments, the 4port 2x2 Wireless ADSL Router allows multiple users on the LAN
to access the Internet concurrently through a single Internet account. This provides Internet access to everyone in the office for the price of a
single user. NAT improves network security in effect by hiding the private network behind one global and visible IP address. NAT address
mapping can also be used to link two IP domains via a LAN-to-LAN connection.

e TCP/IP (Transfer Control Protocol/Internet Protocol) — The 4port 2x2 Wireless ADSL Router supports TCP/IP protocol, the language used
for the Internet. It is compatible with access servers manufactured by major vendors.

e RIP-1/RIP-2 — The 4port 2x2 Wireless ADSL Router supports both RIP-1 and RIP-2 exchanges with other routers. Using both versions lets
the Router to communicate with all RIP enabled devices.

e Static Routing — This allows you to select a data path to a particular network destination that will remain in the routing table and never “age
out”. If you wish to define a specific route that will always be used for data traffic from your LAN to a specific destination within your LAN (for
example to another router or a server) or outside your network (to an ISP defined default gateway for instance).

e Default Routing — This allows you to choose a default path for incoming data packets for which the destination address is unknown. This is
particularly useful when/if the Router functions as the sole connection to the Internet.

e ATM (Asynchronous Transfer Mode) — The 4port 2x2 Wireless ADSL Router supports Bridged Ethernet over ATM (RFC1483), IP over ATM
(RFC1577), and PPP over ATM (RFC 2364).

e Precise ATM Traffic Shaping — Traffic shaping is a method of controlling the flow rate of ATM data cells. This function helps to establish the
Quiality of Service for ATM data transfer.
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Section 2 — Installation

e G.hs (Auto-handshake) — This allows the Router to automatically choose either the G.lite or G.dmt ADSL connection standards.

e High Performance — Very high rates of data transfer are possible with the Router. Up to 8 Mbps downstream bit rate using the G.dmt
standard.

e Full Network Management — The 4port 2x2 Wireless ADSL Router incorporates SNMP (Simple Network Management Protocol) support for
web-based management and text-based network management via an RS-232 or Telnet connection.

e Telnet Connection — The Telnet enables a network manager to access the Router’s management software remotely.

e Easy Installation — The 4port 2x2 Wireless ADSL Router uses a web-based graphical user interface program for convenient management
access and easy set up. Any common web browser software can be used to manage the Router.

4Port 2x2 wireless ADSL modem User Manual 5



Section 2 — Installation

Installation

This section will walk you through the installation process. Placement of the Router is very important. Do not place the Router in an enclosed area
such as a closet, cabinet, or in the attic or garage.

Before You Begin

Please read and make sure you understand all the prerequisites for proper installation of your new Router. Have all the necessary information and
equipment on hand before beginning the installation.

4Port 2x2 wireless ADSL modem User Manual 6



Section 2 — Installation

Installation Notes

In order to establish a connection to the Internet it will be necessary to provide information to the Router that will be stored in its memory. For some
users, only their account information (Username and Password) is required. For others, various parameters that control and define the Internet
connection will be required. You can print out the two pages below and use the tables to list this information. This way you have a hard copy of all
the information needed to setup the Router. If it is necessary to reconfigure the device, all the necessary information can be easily accessed. Be
sure to keep this information safe and private.

Low Pass Filters

Since ADSL and telephone services share the same copper wiring to carry their respective signals, a filtering mechanism may be necessary to
avoid mutual interference. A low pass filter device can be installed for each telephone that shares the line with the ADSL line. These filters are easy
to install passive devices that connect to the ADSL device and/or telephone using standard telephone cable. Ask your service provider for more
information about the use of low pass filters with your installation.

Operating Systems

The 4port 2x2 Wireless ADSL Router uses an HTML-based web interface for setup and management. The web configuration manager may be
accessed using any operating system capable of running web browser software, including Windows 98 SE, Windows ME, Windows 2000, Windows
XP, and Windows Vista.

Web Browser

Any common web browser can be used to configure the Router using the web configuration management software. The program is designed to
work best with more recently released browsers such as Opera, Microsoft Internet Explorer® version 6.0, Netscape Navigator® version 6.2.3, or
later versions. The web browser must have JavaScript enabled. JavaScript is enabled by default on many browsers. Make sure JavaScript has not
been disabled by other software (such as virus protection or web user security packages) that may be running on your computer.

Ethernet Port (NIC Adapter)

Any computer that uses the Router must be able to connect to it through the Ethernet port on the Router. This connection is an Ethernet connection
and therefore requires that your computer be equipped with an Ethernet port as well. Most notebook computers are now sold with an Ethernet port
already installed. Likewise, most fully assembled desktop computers come with an Ethernet NIC adapter as standard equipment. If your computer
does not have an Ethernet port, you must install an Ethernet NIC adapter before you can use the Router. If you must install an adapter, follow the
installation instructions that come with the Ethernet NIC adapter.

4Port 2x2 wireless ADSL modem User Manual 7
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Additional Software

It may be necessary to install software on your computer that enables the computer to access the Internet. Additional software must be installed if
you are using the device a simple bridge. For a bridged connection, the information needed to make and maintain the Internet connection is stored
on another computer or gateway device, not in the Router itself.

If your ADSL service is delivered through a PPPoE or PPPoA connection, the information needed to establish and maintain the Internet connection
can be stored in the Router. In this case, it is not necessary to install software on your computer. It may however be necessary to change some
settings in the device, including account information used to identify and verify the connection.

All connections to the Internet require a unique global IP address. For bridged connections, the global IP settings must reside in a TCP/IP enabled
device on the LAN side of the bridge, such as a PC, a server, a gateway device such as a router or similar firewall hardware. The IP address can be
assigned in a number of ways. Your network service provider will give you instructions about any additional connection software or NIC
configuration that may be required.

4Port 2x2 wireless ADSL modem User Manual 8



Section 2 — Installation

Information you will need from your ADSL service
provider
Username

This is the Username used to log on to your ADSL service provider’s network. Your ADSL service provider uses this to identify your account.

Password
This is the Password used, in conjunction with the Username above, to log on to your ADSL service provider’s network. This is used to verify the
identity of your account.

WAN Setting / Connection Type
These settings describe the method your ADSL service provider uses to transport data between the Internet and your computer. Most users will use
the default settings. You may need to specify one of the following WAN Setting and Connection Type configurations (Connection Type settings listed
in parenthesis):

e PPPOE/PPOA (PPPOE LLC, PPPOA LLC or PPPoA VC-Mux)

e Bridge Mode (1483 Bridged IP LLC or 1483 Bridged IP VC Mux)

e |POA/MER (Static IP Address) (Bridged IP LLC, 1483 Bridged IP VC Mux, 1483 Routed IP LLC, 1483 Routed IP VC-Mux or IPoA)

e MER (Dynamic IP Address) (1483 Bridged IP LLC or 1483 Bridged IP VC-Mux)

Modulation Type

ADSL uses various standardized modulation techniques to transmit data over the allotted signal frequencies. Some users may need to change the
type of modulation used for their service. The default DSL modulation (ADSL2+ Multi-Mode) used for the Router automatically detects all types of
ADSL, ADSL2, and ADSL2+ modulation.

Security Protocol
This is the method your ADSL service provider will use to verify your Username and Password when you log on to their network. Your Router
supports the PAP and CHAP protocols.

4Port 2x2 wireless ADSL modem User Manual 9



Section 2 — Installation

VPI

Most users will not be required to change this setting. The Virtual Path Identifier (VPI) is used in conjunction with the Virtual Channel Identifier (VCI)
to identify the data path between your ADSL service provider’s network and your computer. If you are setting up the Router for multiple virtual
connections, you will need to configure the VPI and VCI as instructed by your ADSL service provider for the additional connections. This setting can
be changed in the WAN Settings window of the web management interface.

VCI

Most users will not be required to change this setting. The Virtual Channel Identifier (VCI) used in conjunction with the VPI to identify the data path
between your ADSL service provider’s network and your computer. If you are setting up the Router for multiple virtual connections, you will need to
configure the VPI and VCI as instructed by your ADSL service provider for the additional connections. This setting can be changed in the WAN
Settings window of the web management interface.
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Information you will need
Username

This is the Username needed to access the Router’s management interface. When you attempt to connect to the device through a web browser you
will be prompted to enter this Username. The default Username for the Router is “admin.” The user cannot change this.

Password
This is the Password you will be prompted to enter when you access the Router’'s management interface. The default Password is “admin.” The
user may change this.

LAN IP addresses for the 4port 2x2 Wireless ADSL Router

This is the IP address you will enter into the Address field of your web browser to access the Router’s configuration graphical user interface (GUI)
using a web browser. The default IP address is 192.168.1.1. This may be changed to suit any IP address scheme the user desires. This address will
be the base IP address used for DHCP service on the LAN when DHCP is enabled.

LAN Subnet Mask for the 4port 2x2 Wireless ADSL Router
This is the subnet mask used by the 4port 2x2 Wireless ADSL Router, and will be used throughout your LAN. The default subnet mask is
255.255.255.0. This can be changed later.

4Port 2x2 wireless ADSL modem User Manual 11
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Information you will need about your LAN or computer.

Ethernet NIC
If your computer has an Ethernet NIC, you can connect the 4port 2x2 Wireless ADSL Router to this Ethernet port using an Ethernet cable. You can
also use the Ethernet ports on the 4port 2x2 Wireless ADSL Router to connect to other computer or Ethernet devices.

DHCP Client status

Your 4port 2x2 Wireless ADSL Router is configured, by default, to be a DHCP server. This means that it can assign an IP address, subnet mask,
and a default gateway address to computers on your LAN. The default range of IP addresses the 4port 2x2 Wireless ADSL Router will assign are
from 192.168.1.2 to 192.168.1.254. Your computer (or computers) needs to be configured to obtain an IP address automatically (that is, they need
to be configured as DHCP clients.)

It is recommended that your collect and record this information here, or in some other secure place, in case you have to re-configure your ADSL
connection in the future.

Once you have the above information, you are ready to setup and configure your 4port 2x2 Wireless ADSL Router ADSL Router.
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Device Installation

The 4port 2x2 Wireless ADSL Router connects two separate physical interfaces, an ADSL (WAN) and an Ethernet (LAN) interface. Place the Router
in a location where it can be connected to the various devices as well as to a power source. The Router should not be located where it will be
exposed to moisture or excessive heat. Make sure the cables and power cord are placed safely out of the way so they do not create a tripping
hazard. As with any electrical appliance, observe common sense safety procedures.

The Router can be placed on a shelf or desktop, ideally you should be able to see the LED indicators on the front if you need to view them for
troubleshooting.

Power on Router

The Router must be used with the power adapter included with the device.

1. Insert the DC Power Adapter cord into the power receptacle located on the rear panel of the Router and plug the adapter into a suitable nearby
power source.

2. Depress the Power button into the on position. You should see the Power LED indicator light up and remain lit. The Status LED should light solid
green and begin to blink after a few seconds.

3. If the Ethernet port is connected to a working device, check the LAN LED indicators to make sure the connection is valid. The Router will attempt
to establish the ADSL connection, if the ADSL line is connected and the Router is properly configured this should light up after several seconds.
If this is the first time installing the device, some settings may need to be changed before the Router can establish a connection.

4Port 2x2 wireless ADSL modem User Manual 13
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Factory Reset Button

The Router may be reset to the original factory default settings by using a ballpoint or paperclip to gently push down the reset button in the following
sequence:

1. Press and hold the reset button while the device is powered off.

2. Turn on the power.

3. Wait for 10 seconds and then release the reset button.

Remember that this will wipe out any settings stored in flash memory including user account information and LAN IP settings. The device settings
will be restored to the factory default IP address 192.168.1.1 and the subnet mask is 255.255.255.0, the default management Username is “admin”
and the default Password is “admin.”

Network Connections
Connect ADSL Line
Use the ADSL cable included with the Router to connect it to a telephone wall socket or receptacle. Plug one end of the cable into the ADSL port
(RJ-11 receptacle) on the rear panel of the Router and insert the other end into the RJ-11 wall socket. If you are using a low pass filter device, follow
the instructions included with the device or given to you by your service provider. The ADSL connection represents the WAN interface, the
connection to the Internet. It is the physical link to the service provider’s network backbone and ultimately to the Internet.

Connect Router to Ethernet

The Router may be connected to a single computer or Ethernet device through the 10BASE-TX Ethernet port on the rear panel. Any connection to
an Ethernet concentrating device such as a switch or hub must operate at a speed of 10/100 Mbps only. When connecting the Router to any
Ethernet device that is capable of operating at speeds higher than 10Mbps, be sure that the device has auto-negotiation (NWay) enabled for the
connecting port. Use standard twisted-pair cable with RJ-45 connectors. The RJ-45 port on the Router is a crossed port (MDI-X). Follow standard
Ethernet guidelines when deciding what type of cable to use to make this connection. When connecting the Router directly to a PC or server use a
normal straight-through cable. You should use a crossed cable when connecting the Router to a normal (MDI-X) port on a switch or hub. Use a
normal straight-through cable when connecting it to an uplink (MDI-II) port on a hub or switch. The rules governing Ethernet cable lengths apply to
the LAN to Router connection. Be sure that the cable connecting the LAN to the Router does not exceed 100 meters.

Hub or Switch to Router Connection
Connect the Router to an uplink port (MDI-II) on an Ethernet hub or switch with a straight-through cable. If you wish to reserve the uplink port on the
switch or hub for another device, connect to any on the other MDI-X ports (1x, 2x, etc.) with a crossed cable.

Computer to Router Connection
You can connect the Router directly to a 10/100BASE-TX Ethernet adapter card (NIC) installed on a PC using the Ethernet cable provided.
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Configuration

This section will show you how to configure your new D-Link Router using the web-based configuration utility.

Web-based Configuration Utility

Connect to the Router
The default IP address for ADSL MODEM is: 192.168.1.1; The Subnet Mask is : 255.255.255.0. Users can configure ADSL MODEM through an
Internet browser. ADSL MODEM can be used as gateway and DNS server; users need to set the computer’s TCP/IP protocol as follow:
1. Set the computer IP address at same segment of ADSL MODEM, such as set the IP address of the network card to one of the “192.168.1.2”
~ “192.168.1.254".

2. Set the computer’s gateway the same IP address as the ADSL Modem’s.
3. Set computer’s DNS server the same as ADSL Modem'’s IP address or that of an effective DNS server.

To access the configuration utility, open a web-browser such as Internet - -
Explorer and enter the IP address of the router (192.168.1.1). Lo T Bl httprff192.188. 1.1/

1 '{h '@ I5L Router
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Type “admin” for the User Name and “admin” in the Password field. If
you get a Page Cannot be Displayed error, please refer to the
Troubleshooting section for assistance.

Device Info

To access the Device Info window, click either the Device Info or Summary button in the Device Info directory. The following page opens:

PEEHA 192.168.1.1

{if T Eroadband Router BIRRSESE 192 165. 1.1 EFH
P B .
B HEESSRERL T EeRA S EEERE PSR
T (AT R R EEEIME )«
HAFE |ﬁ sl v|
S50 (P |***w| |

[iEtEEah=s &)

| mE || B
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Device Tnfo Device Info
Advanced Setup

firaiass Baand 10 963201 TAVIG
Management Software Varsion:

Boothoader (CFE) Version: 1.0
5L PHY and Drivar Vierskon: | A77003

Wirchess Driver Version: LR 104,
This infoematan refiscs the carrent seatus of youe W Rlonneeton

Line Rate - Upstream (Kbps): 0

Line Rate - Downstream (Kbps): 1

LAN 1Pv4 Address: 192.168.1.1
Dofault Gateway: |
Primary DS Servier: 0.0.0.0
Secondary DS Server:

LAN 116 Address:

Default IPVE Gateway:
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Summary

To access the Router’s first Summary window, click the Summary button in the Device Info directory.

This window displays the current status of your DSL connection, including

the software version, LAN IP address, and DNS server address. Resae s
Board ID: | 063281 TAVNG
Build Timestamp: 1110401_1710
| Software Version: B47-ZZ-001

Bootloader (CFE) Version: 1.0.37-106.5
DSL PHY and Driver Version: | A2pD030g.d23e
Wireless Driver Version: |5.60.120.3.cpe4.406.0

This information reflects the current status of vour WAN connection.

Line Rate - Upstream (Kbps): EI
Line Rate - Downstream (Kbps): :;II
LAN IPv4 Address: [192.168.1.1
Default Gateway: '
Primary DNS Server: 10.0.0.0
{Secondary DNS Server: : ;II,EI.EI.EI
. LAN IPv6 Address:
Default IPv6 Gateway:
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WAN

To access the WAN Info window, click the WAN button in the Device Info directory.

This window displays the current status of your WAN connection. O

Interface | Description | Type | VlanMuxId | IPv6 Igmp MLD | NAT |Firewall | Status | IPv4 Address

4Port 2x2 wireless ADSL modem User Manual
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Statistics

To access the Router’s first Statistics window, click the Statistics button in the Device Info directory.

This window displays the Router’s LAN statistics. Click the Reset o
Statistics button to refresh these statistics. SRS L

Interface Received

Bytes |Pkts Errs

Transmitted

Drops Bytes Pkts|Errs Drops

LAN1 0 o |0 |0 0 0o |0 |0
LAN2 315367 (27770 |0 §31488(1638|0 |0
LAN3 i o |0 |0 0 0o |0 |0
LAN4 i o |0 |0 0 0o |0 |0
|wlo 19795 {135 |0 |0 90254 (800 {15 |0
Reset Statistics
This window displays the Router’'s WAN statistics. Click the Reset
Statistics button to refresh these statistics.
Statistics -- WAN
Interface Description Received Transmitted

Bytes PktsErrs DropsBytes PktsErrs Drops

Feset Statistics

4Port 2x2 wireless ADSL modem User Manual
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This window displays the Router’s XTM statistics. Click the Reset button
to refresh these statistics.

Interface Statistics
Port Number | In Octets Out Octets |In Packets | Out Packets | In OAM Cells Out OAM Cells In ASM Cells | Out ASM Cells | In Packet Errors |In Cell Errors

4Port 2x2 wireless ADSL modem User Manual
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This window displays the Router’s xXDSL statistics. Click the Reset
Statistics button to refresh these statistics.

Click the xDSL BER Test button to access the ADSL Bit Error Rate Test
window displayed below:

ADSL BER Test - Start

The ADSL Bit Error Rate (BER) test determines
the guality of the ADSL connection. The test is
done by transferring idle cells containing a known
pattern and comparing the received data with
this known pattern to check for any errars.

Select the test duration below and click "Start".

Tested Time (sec): |20 |

Statistics - xDSL

[Mode: [

Traffic Type:

Status: Disabled

Link Power State: L3
DownstreamUpstream

Line Coding(Trellis):

I
|
SNR Margin (0.1 dB): |
Attenuation (0.1 dB): [

Output Power (0.1 dBm]:i

Attainable Rate (Kbps): |

Rate (Kbps): |

Super Frames:

Super Frame Errors:

|
RS Words: |
RS Correctable Errors: |

RS Uncorrectable Errors: |

HEC Errors:

OCD Errors:

LCD Errors:

Data Cells:

|
|
Total Cells: [
|
|

Bit Errors:

Total ES: [

Total SES: |

Total UAS: [

[ *DSL BER Test H Reset Statistics

]
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Route

To access the Device Info — Route window, click the Route button in the Device Info directory.

This read-only window displays routing info. Device Info -- Route

Flags: U - up, | - reject, G - gateway, H - host, R - reinstate
O - dynarnic (redirect), M - modified (redirect),

Destination | Gateway | Subnet Mask |Flag | Metric | Service | Interface

192.163.1.0 |0.0.00 | 255325352550 U 0 bro

ARP

To access the Device Info — ARP window, click the ARP button in the Device Info directory.

This read-only window displays Address Resolution Protocol info. Device Info -- ARP

IP address |Flags HW Address Device
192.168.1.4 | Complete | 00:1e:65:f0:e2:24 | bri

192.168.1.2 | Complete [ 00:27:19:92:fc:3d | bri

DHCP

To access the Device Info — DHCP Leases window, click the DHCP button in the Device Info directory.

23
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This read-only window displays DHCP lease info.

Device Info -- DHCP Leases

Hostname

FEFRG

' hpmato-iPod

WIN-6RCGU2C7RRC | 00:1e:65:f0:e2:24 | 192.168.1.4

MAC Address IP Address

.DD:E?:IQ:QE:fE:Ed 103.168.1.2

00:25:56:11:62:0a | 192.168.1.10 |

5c£:59:48:81:f8:04 ' 192.168.1.3

Expires In

23 hours, 28 minutes, 54 seconds
23 hours, 37 minutes, 18 seconds

23 hours, 48 minutes, 57 seconds

|23 hours, 56 minutes, 24 seconds

4Port 2x2 wireless ADSL modem User Manual
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Advanced Setup

This chapter include the more advanced features used for network management and security as well as administrative tools to manage the Router,
view status and other information used to examine performance and for troubleshooting.

Layer2 Interface

To access the DSL ATM Interface Configuration window, click the ATM Interface button in the Layer2 Interface directory.

This window is used to configure the ATM interface. You can add and DSL ATM Interface Configuration

delete ATM |nterface on th|S W|ndOW Choose Add, or Remove to configure DSL ATM interfaces

If you are Settlng up the ATM Interface for the fIrSt tlme, CIICk the Add Interface | Vpi Vdi | DSL Latency | Category  Link Type | Connection Mode | IP QoS | Scheduler Alg | Queue Weight | Group Precedence | Remove
button.

ATM Interface
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The ATM PVC Configuration window allows you to set up ATM PVC
configuration. Enter Virtual Path Identifier,and Virtual Channel Identifier.
The VPI and VCI values should be provided by your ISP. This window
also allows you to select DSL Link Type, PPPOA - IpoA and EoA (EOA is
for PPPOE, IPoOE, and Bridge)

Use the drop-down menu to select the desired Encapsulation Mode..

Click the Apply / Save button to Save.

ATM PVC Configuration

This screen allows you to configure an ATM PVC identifier (VPIand VCI), select DSL latency, select a service categoryS. Otherwise choose an existing interface by selecting

the checkbox to enable

VPL [0-255] |0
VCL: [32-65535] |35
Select DSL Latency

Patho
[ Patht

it.

Select DSL Link Type (EoA is for PPPoE, IPoE, and Bridge.)

@ Eoa
O PPPoA
Q IPoA

Select Connection Mode

® Default Mode - Single service over one connection

O VLAN MUX Made - Multiple Vian

Encapsulation Mode:

Service Category:

[LLC/SNAP-EBRIDGING v

|UBR Without PCE s

Select IP QoS Scheduler Algorithm

@® Strict Priority

(@] Weighted Fair Q

dence of the default queue:

fault queue: [1-63]

over one connection

4Port 2x2 wireless ADSL modem User Manual

26



Appendix A — Troubleshooting

WAN Service

To access the Wide Area Network (WAN) Service Setup window, click the WAN Service button in the Advanced Setup directory.

This window is used to configure the WAN interface. You can add and Wide Area Network (WAN) Service Setup
delete WAN interface on this window. —— e T
Choose Add, Remove or Edit to configure a WAN service over a selected interface.
If you are setting up the WAN interface for the first time, click the Add
button Interface | Description | Type VIan8021p | VlanMuxId Igmp NAT |Firewall | IPv6 | Mid | Remove | Edit

4Port 2x2 wireless ADSL modem User Manual
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The WAN Service Interface Configuration Configuration window allows
select a layer 2 interface for this service. Click the Next button to continue.

WAN Service Interface Configuration
Select a layer 2 interface for this service

Mote: For ATM interface, the descriptar string is (portld_wpi_voi)
For PTM interface, the descriptar string is (portld_high_low)
Where portld=0 --» DSL Latency PATHO
portld=1 --= DSL Latency PATHL
portld=4 --= DSL Latency PATHDEL
Iy =0 - Loy PTM Pricrity not set
oy =1 - Lowe PTM Priority set
high =0 --= High PTM Pricrity not set
high =1 --= High PTM Priority set

|atm|]f(|:|_l:l_35]' v|

4Port 2x2 wireless ADSL modem User Manual
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This window allows you to select the appropriate connection type. The
choices include PPP over ATM (PPPoA), PPP over Ethernet (PPPOE), IP
over Ethernet (IpoE), IP over ATM (IPoA), and Bridging.

WAN Service Configuration — PPPoE

Click the PPP over Ethernet (PPPoE) radio button on this window. This
window also allows you to use the drop-down menu to enable IPv6
service. Click the Next button to continue.

wWaN Service Configuration

Select WA service type:

(#) PPP ower Ethernet (PPPoE]
O 1P aver Ethernet

) Bridging

Enter Service Description: |pppoe_0_0_35

[ Enable IPv& for this service

4Port 2x2 wireless ADSL modem User Manual
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WAN Service Configuration — PPPoE

This window allows you to set the username and the password for your
PPP connection. This information is obtained from your ISP. Additional
settings on this window will also depend on your ISP. And You can input
2"%ip on this page. Click the Next button to continue.

PPP Username and Password

PPP usually requires that you have a user name and password to establish your connection. In the boxes below, enter the user name and pas

PPP Usemname: I:
]

PPP Password: |
PPPOE Service Mame: | |

Auther

Method: [AUTO

[ Dial on demand (with

[1 enable manuzl MTU set

[0 PPP IP extension

[0 Enable PPP Debug Mode

. = T P
KeepAliveTime [0-30]: [0 min

Max Fail [0-1007:0 | times

[0 Bridge PPPOE Frames Between V

‘AM and Local Ports

sword that your ISP has provided to you.

4Port 2x2 wireless ADSL modem User Manual
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WAN Service Configuration — PPPoE

Default gateway interface list can have multiple WAN interfaces served as
system default gateways but only one will be used according to the priority
with the first being the higest and the last one the lowest priority if the
WAN interface is connected. Priority order can be changed by removing
all and adding them back in again. Click the Next button to continue.

WAN Service Configuration — PPPoE

select DNS Server Interface from available WAN interfaces OR enter
static DNS server IP addresses for the system. In ATM mode, if only a
single PVC with IPoA or static IPoE protocol is configured, Static DNS
server IP addresses must be entered.

DNS Server Interfaces can have multiple WAN interfaces served as
system dns servers but only one will be used according to the priority with
the first being the higest and the last one the lowest priority if the WAN
interface is connected. Priority order can be changed by removing all and
adding them back in again. Click the Next button to continue

Routing -- Default Gateway

Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the
higest and the last one the lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.

Selected Default
Gateway Interfaces

Available Routed WAH
Interfaces

opp0

1]

DHNS Server Configuration

single PVC with IPoA or static IPoE

it only one will be used according to the prierity with the first being the higest and
ed by removing all and adding them back in again.

@ select DNS Server Interface from available WAN interfaces:

Selected DNS Serv
o server Available WAN Interfaces
Interfaces
popd
© use the following Static DNS IP address:
Primary DNS server: | ]
Secondary DNS server: | |

4Port 2x2 wireless ADSL modem User Manual
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WAN Service Configuration — PPPoE

This summary window allows you to confirm the settings you have just _ . . )
made. CI|Ck the Apply / Save button to save your new PPP over Ethernet Make sure that the settings below match the settings provided by your ISP,
settings and restart the Router.

WAN Setup - Summary

Connection Type: |FFFoE

NAT: Enabled
Full Cone NAT: Disabled
Firewall: Disabled

IGMP Multicast: Disabled
Quality Of Service: |Enabled

Click "Apply/Save" to have this interface to be effective. Click "Back” to make any modifications.
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WAN Service Configuration — IPoE

Click the IP over Ethernet radio button on this window. Click the Next
button to continue.

WaN Service Configuration

Select WAN service type:
) PPP over Ethernet (PPPOE)

O Bridging

Enter Service Description: |ipoe_0_0_35

[0 Enable IPvE for this service

4Port 2x2 wireless ADSL modem User Manual
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WAN Service Configuration — IPoE
This window allows you to configure the WAN IP settings. This information
is obtained from your ISP. Click the Next button to continue.

WaN IP Settings

Enter information provided to you by your ISP to configure the war IP setfings,
Motice: If "Obtain an IP address autornatically” is chosen, DHCP will be enabled for PYC in IPCE miode.
If "Use the following Static 1P address” is chosen, enter the war IP address, subnet rask and interface gateway,

& Obtain an IP address automnatically
Option 60 Yendor ID; |

|
Option 61 141D; | | (8 hexadecimal digits)
K

Option 61 DUID: | headecimal digit)
Option 125 & Disable O Enable

O Use the following Static IP address:
WAN IP Address: | |

WAN Subnet Mask: | |
Wik gateway IP Address: | |

4Port 2x2 wireless ADSL modem User Manual
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WAN Service Configuration — IPoE
This window allows you to enable or disable Network Address Translation
and a firewall for your Router. In addition, you can enable or disable IGMP

multicasting. And You can input 2"%ip on this page. Click the Next button
to continue.

WAN Service Configuration — IPOE

Default gateway interface list can have multiple WAN interfaces served as
system default gateways but only one will be used according to the priority
with the first being the higest and the last one the lowest priority if the
WAN interface is connected. Priority order can be changed by removing
all and adding them back in again. Click the Next button to continue

Metwork Address Translation Settings

Metwork Address Translation (MAT) alows you to share one Wide Area Metwork (WAN) [P address for multiple computers on your Local Area Metwork (LANY,

[ Enable MAT

[ Enable Frewal

IGMP Multicast

[0 Enable IGMP Multicast

Routing -- Default Gateway

Default gateway interface list can have multiple WAN interfaces served as system default gateways but only one will be used according to the priority with the first being the
higest and the last one the lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.

Selected Default Available Routed WAN
Gateway Interfaces Interfaces

atml

A
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WAN Service Configuration — IPOE

Select DNS Server Interface from available WAN interfaces OR enter
static DNS server IP addresses for the system. In ATM mode, if only a
single PVC with IPOA or static IPOE protocol is configured, Static DNS
server IP addresses must be entered.

DNS Server Interfaces can have multiple WAN interfaces served as
system dns servers but only one will be used according to the priority with
the first being the higest and the last one the lowest priority if the WAN
interface is connected. Priority order can be changed by removing all and
adding them back in again. Click the Next button to continue

DNS Server Configuration

Select DNS Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system. In ATM mode, if only a single PVC with IPoA or static IPoE
protocol is configured, Static DNS server IP addresses must be entered.

DNS Server Interfaces can have multiple WAN interfaces served as system dns servers but only one will be used according to the priority with the first being the higest and
the last one the lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.

@ select DNS Server Interface from available WAHN interfaces:
Selected DNS Server

itaiis Available WAN Interfaces

atmd

)

O Use the following Static DNS IP address:

Primary DNS server: I_ |

Secondary DNS server: | |

4Port 2x2 wireless ADSL modem User Manual
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WAN Service Configuration — IPoE

This summary window allows you to confirm the settings you have just
made. Click the Apply / Save button to save your new IP over Ethernet
settings and restart the Router.

WAN Service Configuration — BRIDGING
Click the Bridge radio button on this window. Click the Next button to
continue.

WaAN Setup - Summary

Make sure that the settings below match the settings provided by your ISP,

Connection Type: |IFoOE

NAT: Disabled
Full Cone NAT: Disabled
Firewall: Disakled

IGMP Multicast: Disabled
Quality Of Service: |Enabled

Click "&pplyfSave" to have this interface to be effective. Click "Back” to make any modifications.
[Elack ] [ Apply fSave ]

WaN Service Configuration

Select WAN service type:
O PPP over Ethernet (PPPOE)

O 1P over Ethernet

Enter Service Description: (br_0_0_35

[0 Enable IPv6 for this service

4Port 2x2 wireless ADSL modem User Manual
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WAN Service Configuration — BRIDGING

This summary window allows you to confirm the bridging settings you
have just made. Click the Apply /Save button to save your new bridging
settings and restart the Router.

WAN Service Configuration — PPPoA
This window allows you to enter service description. Click the Next button
to continue.

WAN Setup - Summary

Make sure that the settings below match the settings provided by your ISP,

Connection Type: |Eridge

MNAT: Disabled
Full Cone NAT: Disabled
Firewall: Disabled

IGMP Multicast: Mot applicable
Quality Of Service: |Enabled

Click "&pply/Save” to have this interface to be effective, Click "Back” to make any modifications,
[Eack] [ spplyfSave ]

WaN Service Configuration

Enter Service Description: |pppoa_0_0_35

4Port 2x2 wireless ADSL modem User Manual
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WAN Service Configuration — PPPoA e st oo

Th IS WI ndOW aIIOWS you to Set the username and the paSSWO rd for your PPP usually requires that you have a user name and password to establish your connection. In the boxes below, enter the user name and password that your ISP has provided to you.
PPP connection. This information is obtained from your ISP. Additional piaciesull) —
settings on this window will also depend on your ISP. And You can input

2"%ip on this page. Click the Next button to continue.

[0 Dial on demand (with idle timeout timer}

[ enable manual MTU set

[ use Static IPv4 Address

by
WAN Service Configuration —-PPP0OA Routing -~ Default Gateway
Default gateway interface list can have multiple WAN interfaces SErved aS s s imortecs i con rave mtsie v miertces sores as ssiom sersts ssrvoys it any or il be usad scercing o sha iy i he sk bans e

system default gateways but only one will be used according to the priority
with the first being the higest and the last one the lowest priority if the oty Tturfaces eraces

WAN interface is connected. Priority order can be changed by removing i
all and adding them back in again. Click the Next button to continue.

I.
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WAN Service Configuration — PPPoA

Select DNS Server Interface from available WAN interfaces OR enter
static DNS server IP addresses for the system. In ATM mode, if only a
single PVC with IPOA or static IPOE protocol is configured, Static DNS
server IP addresses must be entered.

DNS Server Interfaces can have multiple WAN interfaces served as
system dns servers but only one will be used according to the priority with
the first being the higest and the last one the lowest priority if the WAN
interface is connected. Priority order can be changed by removing all and
adding them back in again. Click the Next button to continue

DNS Server Configuration

Select DNS Server Interface from available WAN interfaces OR enter static DNS server IP addresses for the system. In ATM mode, if only a single PVC with IPoA or static IPoE
protocol is configured, Static DNS server IP addresses must be entered.

DNS Server Interfaces can have multiple WAN interfaces served as system dns servers but only one will be used according to the priority with the first being the higest and
the last one the lowest priority if the WAN interface is connected. Priority order can be changed by removing all and adding them back in again.

@ Select DNS Server Interface from available WAH interfaces:
Selected DNS Server

Available WAN Interfaces
Interfaces - a

[oppoall

=

O use the following Static DNS IP address:
Primary DNS server:
Secondary DNS server:
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WAN Service Configuration — PPPoA

This summary window allows you to confirm the settings you have just
made. Click the Apply / Save button to save your new PPP over ATM
settings and restart the Router.

WAHN Setup - Summary

Make sure that the settings below match the settings provided by your ISP.

Connection Type: |FPPoA

NAT: Enabled
Full Cone NAT: Disabled
Firewall: |Disabled

IGMP Multicast: Disabled
Quality Of Service: |Enabled

Click "Apply/Save" to have this interface to be effective. Click "Back" to make any modifications.

4Port 2x2 wireless ADSL modem User Manual
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WAN Service Configuration — IPOA
This window allows you to enter service description. Click the Next button
to continue.

WAN Service Configuration — IPOA
This window allows you to configure the WAN IP settings. This information
is obtained from your ISP. Click the Next button to continue.

WAN Service Configuration — IPOA

This window allows you to enable or disable Network Address Translation
and a firewall for your Router. In addition, you can enable or disable IGMP
multicasting. Click the Next button to continue.

WAN Service Configuration

Enter Service Description: |ipoa_0_0_35

WaAN IP Settings

Enter information provided to you by your ISP to configure the WAk IP settings.

WAN IP Address: 0.0.0.0 |

WAN Subret Mask: [0.0.0.0 |
Network Address Translation Settings
Metwork Address Translation (MAT) allows you to share one Wide Area Hetwork (WAaN) 1P address for multiple computers on your Local Ares Metwork (LEN],
[0 Enable NaT

[0 Enable Firewal

IGMP Multicast

[0 Enable 1GMP Multicast

4Port 2x2 wireless ADSL modem User Manual
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WAN Service Configuration — IPOA g il Bimrey

Default gateway interface list can have multiple WAN interfaces Served as g i s s s e e o e oot steyors bt e are vl e s s o 0 ity vt 0 (et b
system default gateways but only one will be used according to the priority T

with the first being the higest and the last one the lowest priority if the o —— e

WAN interface is connected. Priority order can be changed by removing
all and adding them back in again. Click the Next button to continue.

aE

WAN Service Configuration — IPOA oS Server Configuration
select DNS Server Interface from available WAN interfaces OR enter
static DNS server IP addresses for the system. In ATM mode, if only a
single PVC with IPoA or static IPOE protocol is configured, Static DNS O Setect DS Srver ntrface. from sl WA intrfaces:
server IP addresses must be entered. maris
DNS Server Interfaces can have multiple WAN interfaces served as
system dns servers but only one will be used according to the priority with
the first being the higest and the last one the lowest priority if the WAN
interface is connected. Priority order can be changed by removing all and © e e fotaing Stotie 1S 19 e
adding them back in again. Click the Next button to continue el —

Secondary DNS server: | |

)
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WAN Service Configuration — IPOA

This summary window allows you to confirm the settings you have just
made. Click the Save/Reboot button to save your new IP over ATM
settings and restart the Router.

WAN Setup - Summary

Make sure that the settings below match the settings provided by your ISP,

Connection Type: |IFoA

NAT: Disabled
Full Cone NAT: Disabled
Firewall: Disabled

IGMP Multicast: Dizabled
Quality Of Service: |Enabled

Click "&pply/Save" to have this interface to be effective. Click "Back” to make any modifications.

[Elack][ ApplyfSave ]
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LAN

You can configure the LAN IP address to suit your preference. Many users will find it convenient to use the default settings together with DHCP
service to manage the IP settings for their private network. The IP address of the Router is the base address used for DHCP. In order to use the
Router for DHCP on your LAN, the IP address pool used for DHCP must be compatible with the IP address of the Router. The IP addresses
available in the DHCP IP address pool will change automatically if you change the IP address of the Router.

To access the Local Area Network (LAN) Setup window, click the LAN button in the Advanced Setup directory.

This window allows you to set up a LAN interface. When you  ‘ecalArea lictwork (LAR) Setup

are flnlshed, Cllck the Apply / Save button Configure the DSL Router IP Address and Subnet Mask for LAN interface. GroupMName E_Iflefauit -
P Address: |192.168.1.1
Subnet Mask: [255.255.255.0

[ Enable IGMP Snooping

[ Enable LAN side firewall

& Disable DHCP Server
& Enable DHCP Server
Start IP Address: |192.168.1.2
End IP Address: [192.168.1.254
Leased Time (hour):(24
Static IP Lease List: A maximum 32 entries can be configured)
MAC Address IP Address | Remove

Add Entries ] [ Remove Entries

O Enable DHCP Server Relay

DHCP Server IP Address: |

[ configure the second IP Address and Subnet Mask for LAN interface
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i i i i IPv6 LAN Auto Configuration
TO access the I PVG LA N AUtO CO nfl g u rat lon wi ndOW’ CIICk Mote: Stateful DHCPYE is supported based on the assumption of prefix length less than 64, Interface ID does NOT support ZERD COMPRESSION ™", Please enter the complete

the |Pv6 Auto Conﬂg button |n the LAN d”‘ectory information, For exarmpe; Please enter "0i0:0:2" instead of "2"

This window allows you to set up IPv6 LAN Auto et vedades tolawsion
. . .. . prefix length is required):

Configuration. When you are finished, click the Apply /

Save button.

IPv6 LAN Applications
Enable DHCPvE Server

® Stateless
O stateful
Start interface 1T

End interface ID:

Leased Time (hour):

Enable RADYD

[ Enable MLD Snooping

Savefapply
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NAT

To access the Network Address Translation (NAT) Setup window, click the NAT button in the Advanced Setup directory. The NAT button
appears when configuring WAN interface in PPPoA, PPPoE, IPoE or IPOA.

Virtual Servers

This window is used to configure virtual server. You can add, delete, and = NaT - virtual Servers Setup

m0d|fy Virtu al server on th|S WindOW_ Wirtual Server allowes you to direct incorming traffic from WaAN side (identified by Protocol and External port) to the Internal server
with private IP address on the LAN side, The Internal port is reguired only if the external port needs to be converted to a different
If yOU are Setting Up the Virtu al server CliCk the Ad d button port number used by the server on the LAM side. & maximum 32 entries can be configured.
y .
Server External Port |External Internal Port | Internal Server IP wWaN
Name Start Port End Huloee Start Port End Address Interface EmETE

NAT - virtual Servers

You can configure the service settings on this window by clicking the

N . . . Select the service name, and enter the server 1P address and click "apply/Save" to forward IP packets for this service to the specified server, NOTE: The “"Internal Port End” cannot
Sel eCt a Servl C e radlo b utton and th e n uSIn g the d rop_down IISt to Choose Itjue ;?1‘;522:1‘112::(:':; N;]':;r;.:lrl]y;.l i;;::;t;&:he same value as "External Port End”. However, if you modify "Internal Port Start”, then “Internal Port End"” will be set
an existing service, or by clicking the Custom Server radio button and

Remaining number of entries that can be configured:32

entering your own Application Rule in the field provided. o —
Click Apply / Save when you are finished with the virtual server © oo seniee

Server IP Address: 192,168, 1.

configuration.

External Port StartExternal Port End| Protocol [Internal Port StartInternal Port End
ICP

TCP
TCP
TCP
TCP
TCP
TCP
TCP
TCP
TCP
TCP
TCP

Sl S R S S R R S 5

Apply/Save
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Port Triggering

Some applications such as games, video conferencing, remote access
applications and others require that specific ports in the Router's firewall
be opened for access by the applications. You can configure the port
settings from this screen by selecting an existing application or creating
your own (Custom application).

Click the Add button to configure port triggering.

You can configure the port settings on this window by clicking the Select
an application radio button and then using the drop-down list to choose
an existing application, or by clicking the Custom application radio
button and entering your own Application Rule in the field provided.

Click Save/Apply when you are finished with the port setting
configuration. The new Application Rule will appear in the Port Triggering
table.

NAT -- Port Triggering Setup

Some applications require that specific ports in the Router's firewal be opened for access by the remote parties. Port Trigger dynamically opens up the 'COpen Ports' in the firewall when
an application on the LAN initiates a TCPJUDP connection to a remaote party using the ‘Triggering Ports’. The Router allows the remote party from the WAN side to establish new
connections back to the application on the LAN side using the 'Open Ports'. & maximum 32 entries can be configured.

Trigger Open
Application Name Port Range Port Range | WAN Interface | Remove
Protocol Protocol

Start |End Start |End

NAT -- Port Triggering

Some applications such as games, video conferencing, remote access applications and others require that spedific ports in the Router's firewal be opened for access by the applications.
You can configure the port settings from this screen by selecting an existing application or creating your own (Custom application)and click “Save/apply™ to add it.
Remaining number of entries that can be configured:32

Use Interface MTHL/ ppp0
Application Mame:
@® Select an application: | Select Ons -
O Custom application:
Trigger Port StartTrigger Port End Trigger Protocol Dpen Port Start Open Port EndOpen Protocol
TCP - TCP v
TCP - TCP v
ICP w P v
ICP » P v
ICP » P v
ICP “ P v
TCP - TCP v
TCP - TCP v
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DMZ Host

Since some applications are not compatible with NAT, the Router supports
use of a DMZ IP address for a single host on the LAN. This IP address is

not protected by NAT and will therefore be visible to agents on the Internet
with the right type of software. Keep in mind that any client PC in the DMZ
will be exposed to various types of security risks. If you use the DMZ, take
measures (such as client-based virus protection) to protect the remaining

client PCs on your LAN from possible contamination through the DMZ.

To designate a DMZ IP address, type in the IP Address of the server or
device on your LAN, and click the Save/Apply button.

NAT - DMZ Host
The Broadhand Router will forward 1P packets from the WaN that do not belong to any of the applications configured in the Wirtual Servers table to the DMZ host camputer,
Enter the computer's IP address and click "apply' to activate the DMZ host,

Clear the IP address field and click "Apply' to deactivate the DMZ host,

DMZ Host 1P Address:

SawvefApaly

Security

To access the Security window, click the Security button in the Advanced Setup directory. The Security button appears after configuring WAN

interface in PPPoA, PPPoE, IPOE or IPOA.

IP Filtering

The IP Filtering button appears when configuring WAN interface in PPPoA, PPPoE, IPoE or IPOA.

IP Filtering - Outgoing
This window allows you to create a filter rule of Outgoing.
Click change default policy to change the mode of policy.

Now default policy is BLOCK, it means all outgoing IP traffic from LAN is
blocked, but some IP traffic can be accepted by setting up filters.

Outgoing IP Fltering Setup
By default, all outgoing IP traffic from LAN is alowed, but sorme IP traffic can be BLOCKED by setting up fitters,

Choose Add or Remove to configure outgoing 1P filters,

[ change default policy ]

Filter Name | IP Yersion | Protocol | SrcIP/ PrefizLength | SrcPort | DstIP/ PrefizLength | DstPort | Remove
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If you are setting up the outgoing IP filtering, click the Add button.
Now default policy is ACCEPT, it means all outgoing IP traffic from LAN is
allowed, but some IP traffic can be Blocked by setting up filters.

If you are setting up the outgoing IP filtering, click the Add button.

Enter the information in the section. Explanations of parameters are
described below. Click the Apply / Save button to add the entry in the
Active Outbound IP Filtering table.

Outgoing IP Filtering Setup
By default, all outgoing IP traffic from LAN is blocked, but some [P traffic can be ACCEPTED by setting up fitters,

Choose Add or Remove to configure outgoing IP filkers,

[ change default policy ]

Filter Name | IP Yersion | Protocol | SrcIP/ PrefisLength | SrcPort | DstIP/ PrefizlLength | DstPort | Remove

Add IP Filter — Outgoing
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Filters Description
Parameter P
Filter Name Enter a name for the new filter.
IP Version Ipv4/lpv6
Protocol Select the transport protocol (Any, TCP/UDP, TCP, UDP or ICMP) that will be used for the filter rule.
Source IP Enter the start IP address which you are creating the filter rule.
address[/prefix
length]
Source Port The Source Port is the TCP/UDP port on either the LAN or WAN depending on if you are configuring an Outbound or Inbound
(port or Filter rule.
port:port)
Destination IP Enter the end IP address which you are creating the filter rule.
address[/prefix
length]
Destination Port | The Destination Port is the TCP/UDP port on either the LAN or WAN depending on if you are configuring an Outbound or
(port or Inbound Filter rule.
port:port)
IP Fllterlng _ |nC0mIng Incoming IP Filtering Setup

This window allows you to create a filter rule of Incoming.

when the firewall is enabled on a wal or LAN interface, all incoming IP traffic is blocked, However, some IP traffic can be ACCEPTED by setting up filters,

Choose Add or Remove to configure incoming 1P fitters.

Click change default policy to change the mode of policy.

Filter Name  Interfaces IP Version |Protocol | SrcIP/ PrefixLength | SrcPort | DstIP/ PrefixLength |DstPort | Remove

Now default policy is ACCEPT, it means all incoming IP traffic from WAN
is accepted, but some IP traffic can be blocked by setting up filters.

If you are setting up the incoming IP filtering, click the Add button.
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Now default policy is BLOCK, it means all incoming IP traffic from WAN js ™" memoste

blocked, but some IP traffic can be accepted by setting up filters.

‘wihen the firewal is enabled on a WaN or LAN interface, all incoming IP traffic is allowed, However, some IP traffic can be BLOCKED by setting up filters,

Choose Add or Remove to configure incoming IR filters,

change default palicy

If you are setting up the incoming IP filtering, click the Add button.

Filter Name | Interfaces | IP Version | Protocol | SrcIP/ PrefizLength | SrcPort | DstIP/ PrefixLength | DstPort | Remove

Enter the information in the section. Explanations of parameters are BT N~ T
described below. Click the Apply / Save button to add the entry in the it linimmibi ol S e o R
Active Inbound IP Filtering table. N

IP Version: .IPvtl v:

Protocol: ) .'v_

Source IP address[/prefix length]:
Source Port (port or port:port):
Destination TP address[/prefix langth]:
Destination Port (port or port:port):

WAN Interfaces (Configured in Routing mode and with firewall enabled) and LAN Interfaces
Select one or more WAN/LAN interfaces displayed belows to apply this rule

Apply/Save

Filters Parameter

Description

Filter Name

Enter a name for the new filter.

IP Version

Ipv4/lpv6

Protocol Select the transport protocol (Any, TCP/UDP, TCP, UDP or ICMP) that will be used for the filter rule.
Source IP Enter the start IP address which you are creating the filter rule.

address|/prefix

length]

Source Port (port or
port:port)

The Source Port is the TCP/UDP port on either the LAN or WAN depending on if you are configuring an Outbound or
Inbound Filter rule.
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Destination IP Enter the end IP address which you are creating the filter rule.

address|/prefix

length]

Destination Port The Destination Port is the TCP/UDP port on either the LAN or WAN depending on if you are configuring an Outbound or
(port or port:port) Inbound Filter rule.

MAC Filtering

TheMAC Filtering button appears when configuring WAN interface inBridge.

MAC Filtering
This window allows you to create a filter rule of MAC.
Click change default policy to change the mode of policy.

MAC Filtering is only effective on ATM PVCs configured in Bridge mode.
FORWARDED means that all MAC layer frames will be FORWARDED
except those matching with any of the specified rules in the following
table. BLOCKED means that all MAC layer frames will be BLOCKED
except those matching with any of the specified rules in the following
table.

MAC Filtering Policy For Each Interface:

WARNING: Changing from one policy to another of an interface will
cause all defined rules for that interface to be REMOVED
AUTOMATICALLY! You will need to create new rules for the new
policy.

If you are setting up the MAC filtering, click the Add button.

If you are setting up the MAC filtering, click the Add button.

MAC Filtering Setup

MAC Filtering is only effective on ATM PVCs canfigured in Bridge mode. FORWARDED means that all MAC layer frames will be FORWARDED except those matching with any
of the specified rules in the following table. BLOCKED means that all MAC layer frames will be BLOCKED except those matching with any of the specified rules in the following
table

MAC Filtering Policy For Each Interface:

WARNING: Changing from one policy to another of an interface will cause all defined rules for that interface to be REMOVED AUTOMATICALLY! You will
need to create new rules for the new policy.

Interface | Policy Change

atmi FORWARD B

Change Policy

Choose Add or Remove to configure MAC filtering rules.

Interface | Protocol | Destination MAC | Source MAC | Frame Direction | Remove

4Port 2x2 wireless ADSL modem User Manual

53



Appendix A — Troubleshooting

Enter the information in the section. Explanations of parameters are el
deSCI’Ibed beIOW C“Ck the Apply / Save button tO add the entry |n the ii\a;?tﬁlffﬂtfr.'Mmh the MAC layer frames by spedifying at least one condition below. If multiple conditions are specified, all of them take effect. Click "Apply" to save and

Active Outbound IP Filtering table.

Protocol Type: Sl

Frame Direction: LAN<=>WAN
WAN Interfaces (Configured in Bridge mode anly)

br_0_0_35/atm) |

Parental Control
Use this window to deny access to specified MAC address. Access Time Restriction - A maximum 16 entries can be configured.

If you are setting up the MAC address blocking, click the Add button.

Username |MAC | Mon | Tue |Wed | Thu | Fri |Sat |Sun | Start | Stop | Remove

MAC address is a specially formatted text string (Xx:Xx:XX:XX:xX:xX) that fucess Time Restriction

u n I q uely ide ntlflcation Of a- deVice . This SeCtI 0 n WI | | a-l | OW users to bIOCk This page adds time of day restriction to a special LAN device connected to the Router, The Browser's MAC Address' automatically displays the MAC address of the LAN device where

devi Ces With Certai n MAC ad d resses On the LAN ) \tx;‘ljjg&v:s;;;éu;gv;% ;n;s;t;;;gta?;;ﬁﬁ:ﬁ;\ﬁégliﬁgctnhﬁﬁ;?;ﬁr MAC Address" button and enter the MAC address of the other LAN device. To find out the MAC address of a
Usar Marne

To configure for MAC address blocking, enter the username into the O

Username field, click Browser’s MAC Address to have MAC address of =~ “ _

the LAN device, or click Other MAC Address and enter a MAC address oo Hoooooo

manually. Tick the checkboxes for the desired individual days of the week ..o ot

and enter desired Start Blocking Time and End Blocking Time. e e )

Click the Save/Apply button to save the configuration
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URL Filter

This window allows you to set up URL Filter on the Router.

URL Filter -- Please select the list type first then configure the list entries. Maximum 100 entries can be configured.

. . . Exclude - D ters t the follow b sites in the list,
Choose URL List Type Exclude or Include first and click Add " orwes memss me g wen 2 1 e 2
button.

Include -- Allow computers to access only the following sites in the list,
URL List Type: O Excdude O Indude

Address | Port | Remove

Enter the URL address and port number then click Apply / Parental Control — URL Filter Add
Save to add the entry to the URL filter.

Enter the URL address and port nurmber then click "Apply fSave” to add the entry to the URL filter,

URL Address: | |
Part Murnber: |

| iDefault 20 will be applied if leave blank, )
Apply fSave
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Quality of Service

QoS or Quality of Service allows your Router to help prioritize the data packet flow in your Router and network. This is very important for time
sensitive applications such as VolP where it may help prevent dropped calls. Large amounts of non-critical data can be scaled so as not to affect
these prioritized sensitive real-time programs.

To access the QoS — Queue Management Configuration window, click the Quality of Service button in the Advanced Setup directory.

This window allows you to set up QoS on the Router. When s ueye Management Configuration
you are finished, click on the Save/Apply button.

If Enable QoS chedkbox is selected, choose a defaut DSCP mark to automaticaly mark ncoming treffic without reference to 2 particulr ciassfier. Click "Apply/Save’ button to save &,

Note: If Enable Qos checkbox is not selected, all QoS will be disabled for all interfaces.

Note: The default DSCP mark is used to mark all egress packets that do not match any classification rules.

Enable Qos

Select Default DSCP Mark |Fo Change(-1) |
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Queue Config

Click the Add button to add a QoS Queue Configuration table entry.

This window allows you to configure a QoS queue entry and assign it a

specific network interface.

Click the Apply / Save button to save and activate the filter.

QoS5 Queue Setup
In ATM mode, maximum 16 queues can be configured.
In PTM mode, maximum 8 queues can be configured.

For each Ethernet interface, maximum 4 queues can be configured.
The QoS function has been disabled. Queues would not take effects.

Name Key | Interface | Scheduler Alg | Precedence | Weight | DSL Latency = PTM Priority | Enable | Remove

Default Queue | 36 atmi SP 8 Path0 F

QoS Queue Configuration

This screen allows you to configure a QoS queus and assign it to a specific layer2 interface, The scheduler algorithm is defined by
the layer2 interface,

Wote: For SP scheduling, queues assigned to the same layer2 interface shall have unique precedence. Lowaer

precedence value implies higher priority for this queue relative to others
Click '&pplyfSave’ to save and activate the gueue.

ApplySave
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QoS Classification

Choose Add or Remove to configure network traffic classes.

Use this window to create a traffic class rule to classify the upstream
traffic, assign a queue that defines the precedence and the interface, and
optionally overwrite the IP header DSCP byte. A rule consists of a class
name and at least one condition. Please remember that all of the specified
conditions on this window must be met for the rule to take effect.

Click the Apply / Save button to save and activate this rule.

QoS Classification Setup -- A maximum 32 entries can be configured.
Choose &dd or Remove to configure network traffic dlasses,

The QoS function has been disabled. Classification rules would not take effects.

CLASSIFICATION CRITERIA CLASSIFICATION RESULTS
Rate
Class Class Ether |SrcMAC/ |DstMAC/ |SrcIP/ DstIP/ DSCP [802.1P |Queue DSCP 802.1P vlaniD
Name Qecen Intf Type Mask Mask PrefixLength |PrefixLength BrotglSicBort Dstort Check Check [Key |Mark Mark |Tag Control Enable|Remove

(kbps)

Add Network Traffic Class Rule

The screen creates a traffic class rule to classify the upstrearn traffic, assign queue which defines the precedence and the interface and optionally overwrite the IP header DSCP byte.
A rule consists of a class name and at least one condition belaw, &I of the specified conditions in this classification rule must be satisfied for the rule to take effect. Click 'apply/Save’ to
save and activate the rule.

Traffic Class Name:
Rule Order: Last v
Rule Status: Disahls

Specify Classification Criteria
A blank criterion indicates it is not used for classification,

Class Interface: LaN v

Ether Type: v
Source MAC Address:

Source MAC Mask:

Destination MAC Address:

Destination MAC Mask:

Specify Classification Results
Must select a classification queue. & blank mark or tag value means no change.

Assign Classification Queue: v
Mark Differentiated Service Code Paint (DSCP): -
Mark BO2.1p pririty: k0

Tag YLAM ID [0-4054]:

Apply/Save
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Routing

To access the Routing windows, click the Routing button in the Advanced Setup directory.

Default Gateway

Default gateway interface list can have multiple WAN interfaces served as
system default gateways but only one will be used according to the priority

with the first being the highest and the last one the lowest priority if the

WAN interface is connected. Priority order can be changed by removing

all and adding them back in again. Click the Apply / Save button when
you are finished.

Routing -- Default Gateway

Default gateway interface list can have multiple WaN interfaces served as system default gateways but only one will be used according to the priority with the first being the highest
and the last one the lowest priority if the WAN interface is connected, Priority order can be changed by remaving all and adding thern back in again.

Selected Default Available Routed WaN

Gateway Interfaces Interfaces
pppd
TODO TP #bsb bbb Selact a preferred wan interface as the systemn default TIPve gateway,

Selected WaN Interface | N0 CONFIGURED INTERFACE +

Apply fSave

Static Route

Click the Add button on the Routing — Static Route window to access the

following window displayed on the next page.

Routing -- Static Route {A maximum 32 entries can be configured)

IP Yersion | DstIP/ PrefizLength | Gateway | Interface | metric | Remove
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Enter the static routing information for an entry to the routing table.
Click the Apply / Save button when you are finished.

Routing -- Static Route Add

Enter the destination network address, subnet mask, gateweay AMDSOR available war interface then click "ApplyfSave” to add the entry to the routing table,

1P Wersion: IPwd w
Destination 1P address/prefic length:
Interface: A4

Gateway IP Address:

(optional: metric number should be greater than or equal to zero)
Metric:

ApplyfSave

Policy Routing

Click the Add button on the Policy Routing Settup window to access the
following window displayed on the next page.

Policy Routing Setting — A maximum 2 entries can be configured.

Policy Name | Source IP |LAN Port | WAN | Default GW | Remove
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Enter the Policy Routing information.Click the Apply / Save button when

you are finished.

To activate RIP for the device, select the Enabled radio button for Global

RIP Mode. To configure an individual interface, select the desired RIP
version and operation, followed by placing a check in the 'Enabled’
checkbox for the interface. Click the Save/Apply button to save the
configuration, and to start or stop RIP based on the Global RIP mode
selected.

Policy Routing Settup
Enter the policy name, policies, and WaAN interface then click "ApplyfSave" to add the entry to the policy routing table,
Mote: If selected "IPOE" as WaM interface, default gateway must be configured.

Policy Marne:

Phiyzical LA Part: hd

Source IP:

Lse Interface| MINL/ppp0 w
Diefault Gateway:

ApnlyfSave

Routing -- RIP Configuration

NOTE: RIP CANNOT BE CONFIGURED on the WAN interface which has NAT enabled (such
act e WA

as PPPoE).
To ac check in the '

AN T RIP a check Enabled’ checkbox. To stap RIP an the WAN Interface, uncheck the

InterfaceVersion Operation Enabled

DNS
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To access the DNS windows, click the DNS button in the Advanced Setup directory. The DNS button appears when configuring WAN interface in

PPPoA, PPPoE, MER or IPOA.

DNS Server

Select DNS Server Interface from available WAN interfaces OR enter

static DNS server IP addresses for the system. In ATM mode, if only a

single PVC with IPoA or static IPoE protocol is configured, Static DNS
server IP addresses must be entered.
DNS Server Interfaces can have multiple WAN interfaces served as

system dns servers but only one will be used according to the priority with
the first being the higest and the last one the lowest priority if the WAN
interface is connected. Priority order can be changed by removing all and
adding them back in again. Click the Apply / Save button when you are

finished.

DNS Server Configuration

Select DNS Sery
protocol is confi
DNS Server Interfaces can have
the last one the lowest priority if the W,

WAN interfa ved as system dns servers but anly one will be used according to the priority with the first being the higest and
AM interface is connected. Priority order can be changed by removing all and adding them back in again

@ select DNS Server Interface from available WAH interfaces:
Selected DNS Server

— Available WAN Interfaces
erfaces

)
2

O use the following Static DNS IP address:

Primary DMS server:

Secondary DNS server:

TOBO: IR T+ EE lect the configured WAN interface for IPv6 DNS server information OR enter the static IPvé DNS server Addresses,
Note that selecting a WAN interface for IPve DNS server will enable DHCPvE Client on that interface

Obtain IPv6 DNS info from a WAN interface:
WAN Interface selected:
@ Use the following Static IPv6 DNS address:
Primary IPv6 DNS server: 0.0.0.0

Secondary IPvé DNS server: |0.0.0.0

Dynamic DNS
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The Router supports Dynamic DNS (Dynamic Domain Name Service).
The Dynamic DNS service allows a dynamic public IP address to be
associated with a static host name in any of the many domains, allowing
access to a specified host from various locations on the Internet. This is
enabled to allow remote access to a host by clicking a hyperlinked URL in
the form hostname.dyndns.org, Many ISPs assign public IP addresses
using DHCP, this can make it difficult to locate a specific host on the LAN
using standard DNS. If for example you are running a public web server or
VPN server on your LAN, this ensures that the host can be located from
the Internet if the public IP address changes. DDNS requires that an
account be setup with one of the supported DDNS providers.

Click Add to see the Add DDNS Settings section.

Enter the required DDNS information, click the Apply / Save button to
save the information.

E

Note

DDNS requires that an account be setup with one of the supported
DDNS servers prior to engaging it on the Router. This function will not
work without an accepted account with a DDNS server.

Dynamic DNS

The Dynamic DHS service alows you to dias a dynamic 1P address to a static hostname in any of the many domains, alowing your Broadband Router to be more easily accessed from
warious |ocations on the Internet,

Choose Add or Remowe to configure Dynarmic DS,

Hostname | Username | Service | Interface | Remove

Add Dynamic DNS

This page allows you to add a Dynarnic DMS address friom DynDMS.org or T2,

C-DMS provider DvnDNS. org w
Hosthame
Interface MINL/pppl «

DynDMNS Settings
| J=ername

Password

Boply fSave
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DSL

To access the DSL Settings window, click the DSL button in the Advanced Setup directory.

This window allows you to select the desired modulation, phone line pair, DSL Settings
and capability. Click the Apply / Save button when you are finished.

. . G.0mt Enabled
Click the Advanced Settings button to select a DSL test mode. e
T1.413 Enahled

Note: Modulation ADSL2 - ADSL2+ and AnnexL should be selected ADSL2 Enabled

SimU|taneOUS|y Lnnexl Enabled
ADSL2+ Enabled

(1 &nnexM Enatled
Capahility
Bitswap Enable

[ k& Enable

Select the modulation below,

[ Apply Save ][

Advanced Settings
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Select the desired DSL test mode and then click the Apply button.

DSL Advanced Settings

Click the Tone Selection button to modify the upstream and downstream
tones. ® Normal

O Reverb
O Medey
O Mo retrain
OLz

Select the appropriate upstream and downstream tones for your ADSL
connection. Click the Apply button to let your settings take effect.

Mo M1 Mz M2
[Flie 17 [Fi1e #19

Flzz M2z a4 M35
[Flaz a9 [Fso #s1
a4 Mes Mes Me7
Fleo a1 Maz #az
[Flos o7 [Flog [#log

Select the test mode below,

4
[¥]zo

Maa
#lsz2
Mea
Me4

s
[]z1

a7
#lsz
e
Mlas

ADSL Tone Settings

Upstream Tones
Mg 7 Mz Mo
M2z 2z #24 25
Downstream Tones

Maz 22 M40 41
Ms4 [ss Mss [Fs7
M7o 71 M7z Mr3
Mes a7 ez [Hao

10
26

4z
#l=e
74
ao

[Appl\; ] [ Tane Selection

M1
[z7
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M7
Ma1

1z
]2z

44
Flen
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UPNP

To access the UPnP Configuration window, click the UPnP button in the Advanced Setup directory.

This window allows you to Config UPnP Proxy. Click the Apply / Save

.. UPRP Configuration
button when you are finished.

WOTE: UPHP is activated only when there is a live WAN service with NAT enabled.

Enable UPAP

DNS Proxy

To access the DNS Proxy Configuration window, click the DNS Proxy button in the Advanced Setup directory.

This window allows you to Config DNS Proxy. Click the Apply / Save

e DMS Proxy Configuration
button when you are finished.

Enable DMNS Prosxy

Host narme of the Broadband Router: [Broadoom

Dormain name of the LAM network:  [Home

Storage Service

To access the Storage Service windows, click the Storage Service button in the Advanced Setup directory.

AnplyfSave

Apply fSave
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Storage Device Info

The Storage service allows you to use Storage devices with modem to be
more easily accessed Storage UserAccount Configuration

Choose Add, or Remove to configure User Accounts.

Userlame | HomeDir | Remove

) (e}

User Accounts

Click the Add button on the User Accounts window to access the

following window displayed on the next page. Htarage Iseahcount. Gorfaparation

Choose Add, or Remove to configure User Accounts.

UserHame | HomeDir | Remowve

[Add] [ Remove
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Enter the user name, password and volume name on which the home
directory is to be created.

Click the Apply / Save button when you are finished.

Storage User Account Setup

In the boxes below, enter the user name, password and volume name on which the home directory is to be created.

Username: |

Password:

Confirm Password:

volumeName: |

Interface Group

Interface Group supports multiple ports to PVC and bridging groups. Each group will perform as an independent network.

To support this feature, you must create mapping groups with appropriate

LAN and WAN interfaces using the Add button. The Remove button will
remove the grouping and add the ungrouped interfaces to the Default
group. Only the default group has IP interface.

Click Add to do advanced settings.

Apply/Save
Interface Grouping -- A maximum 16 entries can be configured
Itiple ports to PYC and bridging groups. Each group wil perfor pendent network. To support this feature, you must create mapping groups

interfaces using the Add button. The Remove button will rem uping and add the ungrouped interfa efault group. Only the

Group Name | Remove | WAN Interface | LAN Interfaces | DHCP Vendor IDs
LAML
LAMZ
Default | LAM3
[ LAM4

wian0
K
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To create a new mapping group, enter Group Name, add interfaces to
Grouped Interfaces.

Click Apply / Save to save the changes.

Intertace grouping Lonniguration

To create a new interface group:

1. Enter the Group name and the group name must be unigue and select either 2, (dynamic) or 3, (static) below:

2. If you like to autornatically add LAN dients to a WaN Interface in the new group add the DHCP vendor ID string, By configuring 2 DHCP vendar 1D string any DHCP client request

wiith the specified vendor 1D (DHCP option 60) wil be denied an 1P address from the local DHCP server.

3.Select interfaces from the avalable interface list and add it to the grouped interface list using the arrow buttons to create the required mapping of the ports, Note that these

clients may obtain public IP addresses

4. Click Apply/Save button to make the changes effective immediately

IMPORTANT If a vendor ID is configured for a specific client device, please REBOOT the client device attached to the modem to allow it to obtain an appropriate IP

address.

soupame:[ ]
wWaN Interface used in the grouping | BSNL/atm1 -

Grouped LAN Interfaces Axailable LAN Interfaces

ethi
ethl
eth2
eth3
wlan(

Automatically Add
Clients With the
following DHCP Yendor
1Ds

L
[
[
L
[

ApplyfSave
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IPSec

To access the IPSec Tunnel Mode Connections window, click the IPSec button in the Advanced Setup directory.

This window allows you to configure IPSec. IPSec Tunnel Mode Connections

Add, remove or enable/disable IPSec tunnel connections from this page
Click Add New Connection to edit IPSec tunnel mode connections from
this page

Connection Name | Remote Gateway | Local Addresses  Remote Addresses  Remove

Add New Connection ] I Remaove
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This window allows you to advanced settings.

IPSec Settings

IPSec Connection MName

Tunnel Mode

Rernote IPSec Gateway Address (IPv4 address in dotted decimal)

Tunnel access from local IP addresses
IP Address for YPM
IP Subnetrmask

Tunnel access from rermote IP addresses
IP Address for YPM
IP Subnetrask

Key Exchange Method
Authentication Method
Pre-Shared Key

Perfect Forward Secrecy

Advanced IKE Settings

new connection

E5P w»

Subnet

Subnet

drto (IKE) w

M e ne =
a| |2 a| |2 o
pa | |2 m |2 =
a| | & || o [}
o o
] ]
i | ]
I o
o o
< <

Pre-Shared EKew

S

=
[
=

Dizable w

—

Show Advanced Settings

]

ApplyfSave
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Multicast

To access the IGMP Configuration window, click the Multicast button in the Advanced Setup directory.

IGMMP Configuration

Enter IGMP protocol configuration fields if you want modify default
values shown below.

Enter IGMP protocol configuration fields it wou want modify default values shown below.,

Default wersion: =
Duery Interval: 125
Juery Response Interval: 10
Last Mermber Query Interval: 10
Robustness Walle: =
Maxirnurn Multicast Groups: 25

Maxirmurn Multicast Data Sources (for IGMPY3 @ (1 - 24110
Maxirmurn Multicast Group Members:

Fast Leave Enable:

Lar to LaM (Intra LAar) Multicast Enable:

RIE |G

Apply fSave
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Wireless

Press Wireless in the left menu to enter wireless section. You can select to configure wireless setup, security and management.

SSID) and restrict the channel set based on country requirements.
Click "Apply/Save" to configure the basic wireless options.

Basic

This page allows you to configure basic features of the wireless LAN
interface. You can enable or disable the wireless LAN interface, hide the
network from active scans, set the wireless network name (also known as

Wireless -- Basic

This pi allo

nam 5o know

Enable Wireless

[0 Clients Isolation

vou to configure basic features of the

to configure the basic wireless o

he channel set based on country requirements.

[ Enable Wireless Multicast Forvearding (WMF)

SSID: [Bremapa
BSSID: 00:25:5E:00:00:02
Country:  [UNITED STATES

Max Clients: |16

Wireless - Guest/Virtual Access Points:

Enabled SSID

| :-.I\LGuestl
0 [wo_cuestz
[l |wl0_Guest3

g Isolate Enable| Max
LU Clients \WMF |Clients —

o o @ [s wa
El Ll O 16 /A
El Ll O 16 /A

s LAN interface. You can enable or disable the wireless LAN interface, hide the network from active scans, se

4Port 2x2 wireless ADSL modem User Manual

73



Appendix A — Troubleshooting

Security

This page allows you to configure security features of the Wi el = Saouy

wireless LAN interface. _ _ _ _ .

You may setup configuration manually or through WiFi el s i R
Protcted Setup(WPS) OR

through WiFi Protcted Setup(WPS)

You can select to configure WEP encryption, Shared, 802.1x,

WPA, and WPA2 authentication. WPS Setup
Enable WPS I_Disabled w

Manual Setup AP
You can set the network authentication method, selecting data encryption,

specify whether a network key is required to authenticate to this wireless network and specify the encryption strength.
Click "Apply/Save" when done.

Select SSID: [BremsF0 v

Metwork Authentication: iOpen v |

WEP Encryption: E_Disabled vl

Apply/Save
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MAC Filter

This page can help you to allow or deny certain MAC addresses to pass
through or block out.
Click Add to see the following page.

Enter MAC Address and click Apply / Save to add the MAC address to
MAC filter.

Wireless -- MAC Filter

Select SSID: [BremAF0D |~ |

MAC Restrict Mode: & Disabled O aAllow O Deny

MAC Address | Remove

[Add] [ Remove

Wireless -- MAC Filter

Enter the MAC address and click "&pply/Save" to add the MAC address to the wireless MAC address fiters,

MAC Address;
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Wireless Bridge

wireless -- Bridge

This page allows you to configure bridge features of the

W|re|eSS LAN This page alows you to configure wireless bridge features of the wireless Lan interface. vou can select Wireless Bridge (also known as Wireless Distribution System) to disable access

) . point functionality, Selecting Access Point enables access point functionality, Wireless bridge functionality will stil be available and wireless stations will be able to assodiate to the &P,
Cllck Refres h to u pdate the remote brldges Select Disabled in Bridge Restrict which disables wireless bridge restriction, Any wireless bridge wil be granted access, Selecting Enabled or EnablediScan) enables wireless bridge

. i restriction. Only those bridges selected in Rermote Bridges will be granted access.
Click Apply / Save to save the settings.

Click "Refresh” to update the remote bridges, Wait for few seconds to update,
Click "apply/Save” to configure the wirelzss bridge options,

AP Mode: Aocess Point £

Eridge Restrict: Enahled

Remote Bridges MAC Address:
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Advanced

This page allows you to configure advanced wireless LAN interface. Wircless  Advanced
Configuring these settings may increase the performance of your router ;
but if you are not familiar with networking devices and protocols, this

section should be left at its default settings. LG
Click Apply / Save to save the settings. |

e v
201z v

Auto

ke v
[off

OFf v
[Disable v

Disable «

Disable

e v
Default
2346

2347

1

[100

16

Enabled v
[T00%
Enabled v
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Click Refresh to update the information.

Station Info

This page shows the authenticated wireless stations and their status.

Wireless -- Authenticated Stations

This page shows authenticated wireless stations and their status

MAC Associated | SSID | Interface
00:13:CE:3E:C0:94 BrcmAPD w0
00:25:56:11:62:04 BrecmAFD wl0
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Diagnostics

Your modem is capable of testing your DSL connection with access to Diagnostics.

This window is used to test connectivity of the Router. ML Diagnostics

“vour modem is capable of testing your DSL connection. The individual tests are listed below. If a test displays a fail status, click "Rerun Diagnostic Tests” at the bottorn of this page to
rnake sure the fal status is consistent. If the test continues to fal, dick "Help" and folow the troubleshooting procedures.

Test the connection to your local network

Test your eth3 Connection: FAIL Help
Test your eth2 Connection: | PASS |Help
Test your ethl Connection: | FAIL |Help
Test your ethO Connection: FAIL Help

T

Test your Wireless Connection: PASS |Help

Test the connection to your DSL service provider

Test xDSL Synchronization: FAIL Heln
Test ATM DAM F5 segment ping: Heln
Test ATM OAM F5 end-to-end ping: Help

Test the connection ta your Internet service provider
Test PPP server connection: Helo
Test authentication with ISP: Heln
Test the assigned IP address: Help
Ping default gateway: FAIL Heln
Ping primary Domain Name Server: FAIL Heln

Hext Connection
Test With OAM F4
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Management

The Management directory features an array of options designed to help you get the most out of your Router.

Settings

To access the Settings - Backup window, click the Settings button in the Management directory.

This window allows you to backup your DSL Router Settings - Backup

configurations.
9 Backup Broadband Router configurations, You may save your router configurations to a file on your PC,

Click the Backup Settings button to save your Router

configurations to a file on your computer. [ Backup Settngs
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This window allows Update DSL router settings. You Tools -- Update Settings

may update your router settings using your saved files.
Update DSL router settings, You may update your router settings using your saved files,

Click the Update Settings button to update your Router Settings File Name:

configurations with a file on your computer.

Update Settings

This window allows Restore DSL router settings to the Tools -- Restore Default Settings
factory defaults.
Restore Broadband Router settings to the factory defaults,
Click the Restore DSL Settings button to restore DSL
router settings to the factory defaults.

[ Restore Default Settings ]

System Log

These windows allow you to view the System Log and configure the System Log options. To access the System Log window, click the System Log
button in the Management directory.

Click the View System Log button to view the System Log. System Log
ClICk the Co nf| g ure System LOg bUttOﬂ to Configure the System LOg The Systern Log dialog allowes you to view the Systern Log and configure the Systern Log options.
Options_ Click "iew System Log" to view the Systern Log.

Click "Configure Systern Log" to configure the Systern Log options,

Yiew System Log ] [ Configure Systern Log
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Click on the Refresh button to refresh the system log settings.

System Log — Configuration

The system log displays chronological event log data. The event log can
be read from local host or sent to a System Log server. The available
event severity levels are: Emergency, Alert, Critical, Error, Warning,
Notice, Informational, and Debugging.

This window allows you to log selected events. When you are finished,
click the Apply / Save button.

System Log

Date/ Time [Facility \Severity Message

[ Refresh ] [CIDSE]

System Log -- Configuration

1 the lng mode i enabled, the system wil begin to lng Al the sehected events, For the Log Level, al evarts above or equl to the
selected lewel will be logged, For the Display Level, 2l lngged events ahove or equdl to the selected level wil be displaved, If the
selected mode & Rernote’ or 'Bath, " everts wil be sert to the specified IP addhess and UDP part of the ramote syslog server, If the
selected mode i Local or ‘Bath, " events wil be recordsd in the local memary,

Select thie desied values and cick '&poly/Save' to configure the system log options,

Log: ®Disable O Enable

Liag Level Debugging v
Display Lawel, Errar v
Mode: Local

BrplyfSave
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SNMP Agent

To access the SNMP — Configuration window, click the SNMP Agent button in the Management directory.

Simple Network Management Protocol allows a management application

) A ) SHMP - Configurti
to retrieve statistics and status from the SNMP agent in the Router. When e

you are finished, click the Save/Apply button. Simple Netwark Management Pratocol (SHMP) alws 2 management applcation to retrieve statistics and status from the SMP agent in

Select the dasred values and cick "Apol" to configure the SNMP aptians,

SR Agent () Disable ) Enble

System Location:

Syctem Confact:

Taplragr 0000
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TR-069 Client

To access the TR-069 Client — Configuration window, click the TR-069 Client button in the Management directory.

Simple Network Management Protocol allows a management
application to retrieve statistics and status from the TR-069
client in the Router. When you are finished, click the
Save/Apply button.

TR-069 client - Configuration

WYAH! Marangment Protocol (TR-069) llows & Auto-Configuration Server (ACS) to perform auto-candiqurstion, provisior, collection, and dagnostics o this device,

Select the e valies and click “Appty/Save " to configurs the TR-059 client optians,

Infarm Ot Qe

)

Infom Interal il

ACS Lser Name, adimin
A5 Passturd: "

1

WEM Trterface sed by TR-0E9 client, Ay AN
Diplay SOAP messages on serid corstle () Disatle Ol

Connection Request Authentication

Connection Request User Name; adimin

(orrection Request Password,
Connection Request URL:

[ LphyfSae H (3etRRCMethads
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Internet Time

To access the Time settings window, click the Internet Time button in the Management directory.
This window allows you to set the Router’s time

Time settings
configuration. When you are finished, click the Save/Apply

button. This page allows you to the modem's time configuration.

[ automaticaly synchronize with Internet time servers

Apply fSave
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Access Control

To access the Access Control windows, click the Access Control button in the Management directory.

Passwords

This window allows you to change the password on the Router. When Access Control -- Passwords
youare finished, click the Save/AppIy button. Arcess to your broadhand router is controled through three user accoonts: adrming support, and user,

The user name "admin has urrestricted access to change and view configuration of your Broadband Router,

The user name "suppart” is used to Alow an ISP techridian to access your Broachand Router for maintenance and to run diagnostics,

The: user name "Lser" can access the Broadband Router, view configuration settings and statistizs, a5 well a5, update the router's software,

Lse the fields below to enter up to 16 characters and cick "Apply/Save" to change or create passwards, Mote: Passward cannat contain a space,

Lser Name:
Ol Passiword:
Mesw Password:

Canfirm Password

ApplyfSae
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Update Software

To access the Tools - Update Software window, click the Update Software button in the Management directory.
This window allows you to update the Router’s software. Tools - Update Software

Step 1: Obitain an updated software image fle fom your 15,
Step 2: Enter the path to the imaoe fle location in the box below o dick the "Browse" button to locate the image fie.
Step 3: Click the "Update Software" button once to uplbad the new image file,

MOTE: The update process takes about 2 minutes to complete, and your DSL Router wil reboat,

Software Fle Name:
To access this window, click the Reboot button in the Management directory.
To save your settings and reboot the system, click the Reboot button. Click the button below to reboot the router.
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Troubleshooting

This chapter provides solutions to problems that might occur during the installation and operation of the 4port 2x2 Wireless ADSL Router. Read the
following descriptions if you are having problems. (The examples below are illustrated in Windows® XP. If you have a different operating system,
the screenshots on your computer will look similar to the following examples.)

1. How do | configure my 4port 2x2 Wireless ADSL Router without the CD-ROM?

Connect your PC to the Router using an Ethernet cable.

Open a web browser and enter the address http://192.168.1.1

The default username is ‘admin’ and the default password is ‘admin’.

If you have changed the password and cannot remember it, you will need to reset the Router to the factory default setting (see question 2),
which will set the password back to ‘admin’.

Note: Please refer to the next section “Networking Basics” to check your PC’s IP configuration if you can’t see the login windows.
2. How do I reset my Router to the factory default settings?

e Ensure the Router is powered on.
e Press and hold the reset button on the back of the device for approximately 10 seconds.
e This process should take around 30~60 seconds.

3. What can | do if my Router is not working correctly?

There are a few quick steps you can take to try and resolve any issues:
e Follow the directions in Question 2 to reset the Router.
e Check that all the cables are firmly connected at both ends.
e Check the LEDs on the front of the Router. The Power indicator should be on, the Status indicator should flash, and the DSL and LAN
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indicators should be on as well.

e Please ensure that the settings in the Web-based configuration manager, e.g. ISP username and password, are the same as the settings
that have been provided by your ISP.
4. Why can’t | get an Internet connection?

For ADSL ISP users, please contact your ISP to make sure the service has been enabled/connected by your ISP and that your ISP username and
password are correct.

5. What can I do if my router can’t be detected by running installation CD?

e Ensure the Router is powered on.
e Check that all the cables are firmly connected at both ends and all LEDs work correctly.
e Ensure only one network interface card on your PC is activated.
e Click on Start > Control Panel > Security Center to disable the setting of Firewall.
& Windows Firewall
* Control Panel g@ General | Exceptions | Advanced
Qoo - © - | Do (2 mues |-
address |3 Control Panel > aﬁﬂ ‘Windows Firewall helps protect your computer by preventing unauthorized users
— - ., % }j) Jﬁg % Lj& from gaining access to your computer through the Intermet or a network.
M@ L _sul:lgty add Hardware Aidn.v Adm.:;snt‘rsame A&Jégg\;t;c Date and Time  Display @ T
J ‘7_7_# @ b_’; %’!} T '_) Thiz setting blocks all outside sources from connecting to this
See Also & Fo‘nts i el sy ot computer, with the exception of those selected on the Exceplions tab.
% Windows Update Controllers Exbr ptions
@) Help and Support e ﬁ E§ l‘ “J g %

Select this when pou connect to public networks in less secure

Network  Network Setup  Phone and  Power Options  Printers and  Regional and  Scanners and

Connections wizard Modem ... Faxes Language ...  Cameras locations, such as airports. You will not be notified when 'Windows
» Fireveall blocks programs. Selections on the Exceplions tab will be
a e’ | ighored
2 © 9 & B9 &4
Stheduled  Security  SoundMAX  Soundsand  Speech System  Taskbar and @i
Tasks Center Audio Devices Start Meris halil d
% % ) Avaid using this setting. Turning off Windows Firewall may make this
<& computer more vulnerable to vinuses and intuders.
User Accounts Windows Wirsless
Firewal  Metwork Set..,

‘what else should | know about '/indows Firewall?

Note: There might be a potential security issue if you disable the setting of Firewall on your PC. Please remember to turn it back on once you have finished
the whole installation procedure and can surf on Internet without any problem.
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Networking Basics
Check Your IP Address

After you install your new D-Link adapter, by default, the TCP/IP settings should be set to obtain an IP address from a DHCP server (i.e. wireless

router) automatically. To verify your IP address, please follow the steps below.

Click on Start > Run. In the run box type cmd and click on the OK.

At the prompt, type ipconfig and press Enter. ©¢ C:\WINDOWS\system32\cmd.exe
HicrosoftluindauerP [Version 5.1.2600]
This will display the IP address, subnet mask, and the default 6> Lopyeight: Li8a—200L Bicrpcett Corp.

gateway of your adapter.

IC:\Documents and Settings>ipconfig

If the address is 0.0.0.0, check your adapter installation, security Mindows IP Configuration
settings, and the settings on your router. Some firewall software
programs may block a DHCP request on newly installed adapters.

‘thernet adapter Local Area Connection:

Connection—specific DNS Suffix . = dlink
IP Address. =« « =« =« = = » = =« = » = 10.5.7.114
. . Subnet Mask = 255.255.255.
If you are connecting to a wireless network at a hotspot (e.g. hotel, Default Gateway : 10.5.7.1

coffee shop, airport), please contact an employee or administrator C:\Docusents and. Settingey_
to verify their wireless network settings.
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Statically Assign an IP Address

If your DHCP is disabled, or you need to assign a static IP address, please follow the steps below:

Step 1
Windows® XP - Click on Start > Control Panel > Network Connections.
Windows® 2000 - From the desktop, right-click on the My Network Places > Properties.

Step 2
Right-click on the Local Area Connection which represents your D-Link network adapter and select Properties.

Step 3
Highlight Internet Protocol (TCP/IP) and click on the Properties.

Step 4

Click on the Use the following IP address and enter an IP address that is on the same subnet as your network or the LAN IP
address on your router.

Example: If the router's LAN IP address is 192.168.1.1, make your IP address 192.168.1.X where X is a number between 2 and
99. Make sure that the number you choose is not in use on the network. Set Default Gateway the same as the LAN IP address of
your router (192.168.1.1).

Set Primary DNS the same as the LAN IP address of your router (192.168.1.1). The Secondary DNS is not needed or you may
enter a DNS server from your ISP.

Internet Protocol (TCP/IP) Propertie

General

You can get IP settings assigned automatica
this capability. Otherwise, you need to ask yc
the appropriate |P settings.

() Obtain an IP address automatically
(%) Use the following IP address:
IP addiess; 18,

Subnet mask: 25!

Default gateway: 19,

Step 5 _

Click on the OK twice to save your settings. e
Prefenred DNS server: 19
Alternate DNS server:
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Usage of USB Interface

The Combo DSL Gateway is a device with both Ethernet Interface and USB Interface, which is independent, you may use
either of them to connect to the different computers, in this way the two computers can connect to the network at one time. The
Gateway can be seen as a simple two-port HUB. So, do not connect both the Ethernet Interface and USB Interface to a same
computer.

When using USB Interface, you must install the drivers. After installation, a virtual network card, "USB Remote NDIS
Network Device", will be added into the computer. It has all the functions of a real network card, and it makes installation more
easily.

NOTES:

The following shows the steps for Windows®2000, the installation, configuration and uninstallation of Windows®98
or Windows®XP are similar to this.

Driver Automatic Installation

There are two files in the DRIVER-CD.
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=10 x|
THE REE SEW WEE TAO # ﬁ
-2 EWAEBERE X

HbbD) | e x| P

3

IsbDriver Setup.exe

2HE 341 KB L A R 7
1. Run “setup.exe” in DRIVER-CD and click “Next” button.

',l.,zl Setup - ADSL USB Driver 1.3 = il i'ua’ Setup - ADSL USE Driver 1.3

Ready to Install
Setup is now ready to begin installing ADSL USE Driver 1.3 on your computer,

Welcome to the ADSL USB Driver
1.3 Setup Wizard

This will install ADSL USE Driver 1.3 on your computer. Click Install ta continue with the installation.

Itis recommended that you close all other applications before:
continuing.

Click Mext to continue, or Cancel to exit Setup.

Cancel

i nstall

Cancel | < Back

2. Click “Install” button to install the driver and wait few seconds.
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1! Setup - ADSL USB Driver 1.3 E =10i=

{5 Setup - ADSL USE Driver 1.3

Completing the ADSL USB Driver
1.3 Setup Wizard

Installing
Please wait while Setup installs ADSL USE Driver 1.3 on your

Setup has finished instaling ADSL USE Driver 1.3 on your
computer.

Estracting files.
C:AProgram Files\&DSL Router\BNDISMPE. sys

Now plugging the USB cable to PC

The spstem will sutomatically detect the device.

3. Click “finish” to complete the install.

4. Plug in the power cord, and turn on the power.

5. Connect USB port of the Gateway to USB port on your PC with the USB cable that comes with the Gateway.

Found MNew Hardware

ISE RMDIS Adapter

Inztalling ...

6. System install the drivers automatically.

Notice: If pop up awindows like blow picture, please click “Yes” to allow it.
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Digital Signature Not Found x|

The Microzoft digital signature affirms that software has
been tested with Windows and that the software has not
been altered since it was tested.

The zoftware pou are about to install does nat contain a
ricrozoft digital signature. Therefore, there is no
guarantee that this software works comectly with
Windows,

Unknown software package

IF pou want ko zearch for Microgoft digitally signed
software, vigit the Windows Update Web site at
hittp: A fwindowsupdate. microzoft. com to zee i one iz
available.

Do you want to continue the installation?

HNo More Info

Driver Automatic Uninstallation
__ 1. Run “setup.exe” in DRIVER-CD and click “Next” butto
fm ADsL Router r ﬁ! Uninstall ADSL USE Driver | 1

Trtarnal Fvnlarar |

2. Click “Yes” button to start uninstall the driver.
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ADSL USB Driver 1.3 Uninstall

Uninstall Status

Fleaze wait while ADSL USE Driver 1.3 iz removed from wour computem _ o
Uningtalling ADSL USE Driver 1.3... \g

Lancel |

3. Click “OK” button completed uninstall the driver.
ADSL USE Driver 1.3 Uninstall x|

@ ADSL USE Driver 1.3 was successfully removed From your computer,

Driver Manual Installation

1. Plug in the power cord, and turn on the power.
2. Connect USB port of the Gateway to USB port on your PC with the USB cable that comes with the Gateway.
3. Once the new hardware is detected as shown in the dialog box below, Choice "Search for a suitable driver for my device".

Then click "Next" button.
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Inztalling ..

1SE RMDIS Adapter

Welcome to the Found New
Hardware Wizard

This wizard helps you inzstall a device driver for a
hardware device.

To continue, click Mest.

Found New Hardware Wizard

Install Hardware Device Drivers
A device driver is a software program that enables a hardware device to work, with

/—wating spstem

3 2 wizardl will complete the installation for this device:

SB RMDIS Adapter

A device driver is a software program that makes a hardware device work. Windows
needs driver files for pour new device. To locate driver files and complete the
installation click Mext.

‘What do you want the wizard to do?

& Search for a suitable driver for my device recommendedf

" Dizplay a list of the known diivers for this device so that | can choose a specific
diiver

< Back

Cancel

< Back I Mest > I Cancel

4. Dialog box is. Choice "Specify a location”, and Click "Next" button.
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Found New Hardware Wizard

Locate Driver Files
Where da pou want Windows to zearch for driver files?

ﬂ
Search far driver files for the following hardware device: \_

USE RHDIS Adapter

The wizard searches for suitable drivers in ite driver database on your computer and in
ar of the following optional zearch locations that pou specify.

To start the search, click Mest. If you are searching on a floppy disk or CO-ROM drive,
ingert the floppy disk or CD before clicking Mext.
Optional search locations:
™ Floppy disk drives
[T CO-ROM dives
Vg :
™ Microscit ‘windows Update

< Back I Mext > I Cancel |

5. A new box will pop up for selection of the location of the driver. If the location is incorrect please click "Browse" and

select the right location, then click "Next" button.
The default location is in the "USB_DRV" folder of the CD.

Found New Hardware Wizard

Ingert the manufacturer's installation dizk into the dive
g zelected, and then click OF.

Lopy manufacturer's files from:

x|
2N
\>/
_ Browse. |

0:M\JSB_DRY 7| Browse..

6. Click "Next" or "Continue" for any dialog box pops up.
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Found New Hardware Wizard

Driver Files S5earch Results o
The wizard has finished searching for driver files for your hardware device,

The wizard found a driver far the following device:

USE RNDIS Adapter

Windows found a driver for this device. To install the driver Windows found, click Mest.

= ohush_drvhusbdre.inf

< Back Cancel I

7. A message box will show the installation of "USB Remote NDIS Network Device" is complete. Click "Finish" button.

Found New Hardware Wizard

Completing the Found New
Hardware Wizard ‘ 7

IUSE Remote NDIS Metwork Device

“windaws has finished installing the software far thiz device.

To cloge thiz wizard, click Finish.

< Back Cancel |

8. After the steps above, you will find there is a new item called "USB Remote NDIS Network Device" in "Control
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Panel"-"System"-"Device Manager"-"Network adapters".
And a new "Local Area Connection X" is added in "Network Connections".

=10 x|

..E..[_ Device Manager

Jﬂctin:nn Yiew |J1--b| ||@|J
=2 DsL-138

Cormpuker 8— 1
[ Disk drives

@ Display adapters

% Floppy disk controllers

--Q Floppy disk drives

- 52 IDE ATAJATAPT contrallers
@ Keyboards

Mice and other pointing devices

Manitars
El@ Metwork adapters

ﬂ 3Com 3920 Integrated Fast Ethernet Controller (3C905C-TX Compatible)
B4 EFficient Networks Enternet P.P.P.0.E Adapter
5 LISE Remote MDIS Mebwork Device

- ¥ Parts (COM & LPT)

%] Network and Dial-up Connections -0l x|

(’HE Sound, video and game controllers J File Edit ‘“ew Favorites Tools Advanced Help |
-- Swyskem devices J 4= Eack ~ = - | @Search L Falders @Histury ||E' > *
[+-&2+ Universal Serial Bus controllers J Address Netwark and Dish-up Connections j @Gu
— ——
el
=R
= L4 8_2
Make Mew Local Area Loca\Area
Cannection Cannection  Conneckios

|4 object(s) _

Driver Manual Uninstallation
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1. Right click the icon of "My Computer" on the desktop, choice "Properties” item on menu pop up.

2. Click "Device Manager" button in "Hardware" page.

3. Double Click the "USB Remote NDIS Network Device" in "Device Manager" dialog box.

Open
Explore
Search...
Manage

Map Metwork Drive. .,
Disconneck Metwork Drive, ..

Create Shorkeut
Rename

System Properties ﬂ il

Generall Metwork [dentification  Hardware | zer F'rofilesl Advancedl

r— Hardware Wwizard

The Hardware wizard helps you install. uninstall, repair.
unplug. eject, and configure wour hardware.

Hardware ‘wizard... |

The Device Manager lists all the hardware devices installed
on your computer. Use the Device Manager to change the

,.E..r.;_-. Device Manager

=101

J&ctinn Yiew Hi--il ||@“ |E,

s D5L-138
M Computer
Disk drives
Display adapters
-- Floppy disk. contrallers
--@ Floppy disk drives
-2 IDE ATAJATAPT contrallers
658 Keyhoards
-7 Mice and ather pointing devices
fanitors
=B Nebwork adapters

----- E3 3Com 30920 Integrated Fast Ethernet Contraller (3C905C-TX Compatible)

Drriver Signing..

properties of any device, /
| | Dﬁce tanager... I
\

N\

— Hardware Profiles
Hardware profiles provide a way for pou tom

- B Efficient Metworks Enternet P.P.P.0.E Adapter
R - | ¥ ISE; Femate MDIS Het )
(- Phrts (COM & LPT)

--f,fjé ound, video and game controllers

LA System devices

different hardware configurations.

Hardware Profiles... |

Ok Cancel | Apply

[ Universal Serial Bus controllers

4. Click "Uninstall" button in "Driver" page.
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5. Click "OK" when the dialog box shown as below to finish the uninstallation.

USB Remote NDIS Metwork Device Properki el |

USE Remote MDIS Metwork Device

General I Advanced L

Ciriver Provider: DSL kM anufacturer
Driver Date: Mot available
Driver Version: h.2 36670
Digital Signer: Mat digitally zigned
To view details about the driver files loaded for thiz device, click Driver

Detailz. To uninstall the driver files for this device, chick Uninstall. To update
the driver files for this device, click Update Driver.

Driver Details....

Confirm Device Removyal

Urinstall | Updgte Driver... |

Cancel |

LUSE Remate HOIS Metwaork Dewvice

W arning: 'ou are about to uninztall this device from pour zpstem.

Cancel |

2|
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Appendix C — Technical Specification

ADSL Standards
e ANSIT1.413 Issue 2
e ITU G.992.1 (G.dmt) AnnexA
e |TU G.992.2 (G.lite) Annex A
e ITU G.994.1 (G.hs)

ADSL?2 Standards

e ITU G.992.3 (G.dmt.bis) Annex A
e ITU G.992.4 (G.lite.bis) Annex A

ADSL2+ Standards
e |TU G.992.5 Annex A/IM

Protocols

e |EEE 802.1d Spanning
Tree
TCP/UDP
ARP
RARP
ICMP
RFC1058 RIP v1
RFC1213 SNMP v1 & v2c
RFC1334 PAP
RFC1389 RIP v2
RFC1577 Classical IP over
ATM

RFC1483/2684
Multiprotocol
Encapsulation over ATM
Adaptation Layer 5 (AAL5)
RFC1661 Point to Point
Protocol

RFC1994 CHAP
RFC2131 DHCP Client /
DHCP Server

RFC2364 PPP over ATM
RFC2516 PPP over
Ethernet

Technical Specifications

Data Transfer Rate
e G.dmt full rate downstream: up to 8 Mbps / upstream: up to 1
Mbps
e G.lite: ADSL downstream up to 1.5 Mbps / upstream up to 512
Kbps
e G.dmt.bis full rate downstream: up to 12 Mbps / upstream: up to
1 Mbps
e ADSL full rate downstream: up to 24 Mbps / upstream: up to 1
Mbps
Wireless Transfer Rates
e |EEE 802.11n: 6.5, 13, 19.5, 26, 39, 52, 58.5,65,78,104,117,130
Mbps
e |EEE 802.11b: 11, 5.5, 2, and 1Mbps
e |EEE 802.119: 6, 9, 12, 18, 24, 36, 48, 54Mbps

Media Interface
e ADSL interface: RJ-11 connector for connection to 24/26 AWG
twisted pair telephone line
e LAN interface: RJ-45 port for 10/100BASE-T Ethernet
connection

Certification:
e This device complies with Part1l5 of the FCC Rules. Operation is
subject to the following conditions:
(1) This device may not cause harmful interference.
(2) This device must accept any interference received, including
interference that may cause undesired operation
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FCC WARNING

This device complies with Part 15 of the FCC Rules. Operation is

subject to the following two conditions:

(1) This device may not cause harmful interference, and

(2) this device must accept any interference received, including interference that may cause
undesired operation.

NOTE 1: This equipment has been tested and found to comply with the limits for a Class B digital

device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable

protection against harmful interference in a residential installation. This equipment generates, uses

and can radiate radio frequency energy and, if not installed and used in accordance with the

instructions, may cause harmful interference to radio communications. However, there is no

guarantee that interference will not occur in a particular installation. If this equipment does cause

harmful interference to radio or television reception, which can be determined by turning the

equipment off and on, the user is encouraged to try to correct the interference by one or more of

the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

-Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

-Consult the dealer or an experienced radio/TV technician for help.

NOTE 2: Any changes or modifications to this unit not expressly approved by the party
responsible for compliance could void the user's authority to operate the equipment.

This device must be installed to provide a separation distance of at least 20 cm from all persons
and must not be collocated or operating in conjunction with any other antenna or transmitter.

Antenna Specifications:

Frequency Band: 2400-2483.5MHz

Impedance: 500hm

Type: Omni Antenna

Gain: 2 dBi

Manufacturer: Shanghai DareGlobal Technologies Co., Ltd.

Model: P.DG A4001N A-000-1A1-AE, P.DG A4000N A-000-1A1-AE



