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Contents of Package:

m TOSHIBA WUS-G06G-JT
2.4 GHz Wireless G USB 2.0 Adapter

B Manual on CD-ROM

Quick Installation Guide

B Cradle

If any of the above items are missing, please contact your reseller.

System Requirements:
B Acomputer or laptop with an available USB 2.0 port

B Windows XP/2000
B Atleast 64MB of memory and a 500MHz processor

B Properly installed and working USB Controller



Introduction

The TOSHIBA WUS-G06G-JT Wireless USB Adapter is an
802.11b/802.11g high-performance,convenient Plug & Play USB 2.0 solution that
brings wireless networking to your laptop or desktop PC.

With a maximum wireless signal rate of up to 54Mbps (108Mbps* in Turbo
mode) you can connect to a wireless network at home, at the office or at any
wireless hotspot. Now you can stay connected wherever you are and wherever
you go.

WUS-G06G-JT is Wi-Fi compliant, meaning that it can connect and interoperate
with other 802.11b or 802.11g Wi-Fi-compliant wireless routers, access points
and adapters. WUS-G06G-JT connects to any available USB port on a laptop
or desktop Windows -based computer and also includes a USB cradle. With
the optional USB cradle, WUS-G06G-JT can be positioned virtually anywhere
at a workstation to achieve the best available wireless signal reception - whether
that workstation is in your office, on your deck or patio, by the pool, at the local
coffee shop, or in an airport terminal while waiting to board your next flight.

The adapter works with Microsoft Windows XP and Windows 2000 operating
systems to ensure that you’ll be up and running on a wireless network in just a
matter of seconds.

Using its default settings, the WUS-G06G-JT automatically connects to other
TOSHIBA wireless products as soon as it's active.

WUS-G06G-JT has the newest, strongest and most advanced security features
available today. When used with other 802.11 WPA (Wi-Fi Protected Access)
and 802.1x compatible products in a network with a RADIUS server, the security
features include:

WPA: Wi-Fi Protected Access which authorizes and identifies users based
on a secret key that changes automatically at regular intervals. WPA
uses TKIP (Temporal Key Integrity Protocol) to change the temporal
key every 10,000 packets (a packet is a kind of message transmitted
over a network.) This ensures much greater security than the standard
WEP security. (By contrast, the previous WEP encryption
implementations required the keys to be changed manually.)

*Maximum wireless signal rate derived from IEEE Standard 802.11g specifications. Actual data
throughput will vary. Network conditions and evironmental factors lower actual data throughput rate.
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Introduction (continued)

802.1x: Authentication which is a first line of defense against intrusion. In the
authentication process, the Authentication Server verifies the identity of
the client attempting to connect to the network. Unfamiliar clients would
be denied access.

For home users that will not incorporate a RADIUS server in their network, the
security for WUS-GO06G-JT, used in conjunction with other WPA-compatible
802.11 products, will still be much stronger than ever before. Utilizing the
Pre-Shared Key mode of WPA, WUS-G06G-JT will obtain a new security key
every time it connects to the 802.11 network. You only need to input your
encryption information once in the configuration menu. No longer will you have
to manually input a new WEP key frequently to ensure security.

With the WUS-G06G-JT, you will automatically receive a new key every time
you connect, vastly increasing the safety of your communication.



Features and Benefits

B Provides maximum wireless signal rate of up to 54Mbps
(108Mbpstin Turbo mode).

B Compact size for placement anywhere.
B Convenience of Plug & Play installation.
B Fully 802.11b/802.11g compatible.

B Powered by the USB port; no external power source is required.

B USB 2.0 standard?.

B Better Security with 802.1x and WPA - In addition to 64-,128-bit WEP
encryption, you can also securely connect to a wireless network using
802.1x for wireless authentication, as well as WPA (Wi-Fi Protected
Access) providing you a much higher level of security for your data and
communication than has previously been available.

B Optimal wireless reception using its cradle (included). Position the
WUS-G06G-JT almost anywhere in your workspace to achieve the best
reception possible.

B Supports Infrastructure networks via an access point and
Peer-to-Peer communication in Ad-Hoc mode.

B User-friendly configuration and diagnostic utilities.

B Connects at up to 328 feet indoors®.

B lyear warranty.

IMaximum wireless signal rate derived from IEEE Standard 802.11g specifications. Actual data
throughput will vary. Network conditions and environmental factors lower actual data throughput rate.

2Using a USB 1.1 port will adversely affect throughput.
SEnvironmental factors may adversely affect range.
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Wireless Basics

TOSHIBA wireless products are based on industry standards to provide
easy-to-use and compatible high-speed wireless connectivity within your home,
business or public access wireless networks. TOSHIBA wireless products will
allow you access to the data you want, when and where you want it. You will be
able to enjoy the freedom that wireless networking brings.

A wireless local area network (WLAN) is a computer network that transmits
and receives data with radio signals instead of wires. WLANs are used
increasingly in both home and office environments, and public areas such as
airports, coffee shops and universities. Innovative ways to utilize WLAN
technology are helping people to work and communicate more efficiently.
Increased mobility and the absence of cabling and other fixed infrastructure
have proven to be beneficial to many users.

Wireless users can use the same applications they use on a wired network.
Wireless adapter cards used on laptop and desktop systems support the same
protocols as Ethernet adapter cards.

People use WLAN technology for many different purposes:

Mobility - Productivity increases when people have access to data in any
location within the operating range of the WLAN. Management decisions based
on real-time information can significantly improve worker efficiency.

Low Implementation Costs - WLANS are easy to set up, manage, change
and relocate. Networks that frequently change can benefit from WLANs ease
of implementation. WLANS can operate in locations where installation of wiring
may be impractical.

Installation and Network Expansion - Installing a WLAN system can be fast
and easy and can eliminate the need to pull cable through walls and ceilings.
Wireless technology allows the network to go where wires cannot go - even
outside the home or office.

Inexpensive Solution - Wireless network devices are as competitively priced
as conventional Ethernet network devices.

Scalability - WLANSs can be configured in a variety of ways to meet the needs
of specific applications and installations. Configurations are easily changed
and range from Peer-to-Peer networks suitable for a small number of users to
larger Infrastructure networks to accommodate hundreds or thousands of
users, depending on the number of wireless devices deployed.
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Wireless Basics (continued)

Installation Considerations

WUS-GO06G-JT lets you access your network using a wireless connection
from virtually anywhere within its operating range. Keep in mind, however, that
the number, thickness and location of walls, ceilings, or other objects that the
wireless signals must pass through, may limit the range. Typical ranges vary
depending on the types of materials and background RF (radio frequency) noise
in your home or business. The key to maximizing wireless range is to follow
these basic guidelines:

1 Keep the number of walls and ceilings between WUS-G06G-JT and
other network devices to a minimum - each wall or ceiling can reduce
your WUS-G06G-JT'’s range from 3-90 feet (1-30 meters.) Position
your devices so that the number of walls or ceilings is minimized.

2 Be aware of the direct line between network devices. A wall that is 1.5
feet thick (.5 meters), at a 45-degree angle appears to be almost 3 feet
(1 meter) thick. At a 2-degree angle it looks over 42 feet (14 meters)
thick! Position devices so that the signal will travel straight through a
wall or ceiling (instead of at an angle) for better reception.

3 Building materials can impede the wireless signal - a solid metal door
or aluminum studs may have a negative effect on range. Try to position
wireless devices and computers with wireless adapters so that the
signal passes through drywall or open doorways and not other materials.

4 Keep your product away (at least 3-6 feet or 1-2 meters) from electrical
devices or appliances that generate RF noise.



Getting Started

With its default settings, WUS-G06G-JT will connect with other
TOSHIBA products, right out of the box.

There are basically two modes of networking:
Infrastructure — using an access point or router, such as the DI-624.
Ad-Hoc — directly connecting to another computer, for Peer-to-Peer

communication, using wireless network adapters on each computer,
such as two or more WUS-G06G-JT Wireless Network USB adapters.

On the following pages we will show you an example of an Infrastructure
Network and an Ad-Hoc Network.

An Infrastructure network contains an access point or router. The
Infrastructure network example shown on the following page contains the
following TOSHIBA network devices (your existing network may be comprised of
other devices):

A wireless router - TOSHIBA DI-624

A laptop computer with a TOSHIBA WUS-G06G-JT

A desktop computer with a TOSHIBA WUS-G06G-JT

A cable modem - TOSHIBA DCM-201



Getting Started (continued)
Setting up a Wireless Infrastructure Network

@ w Printer
Wirele
R(;ﬁerss HI
\reu08G-JT

You will need broadband Internet access (a cable or DSL-subscriber
line into your home or office).

Consult with your cable or DSL provider for proper installation of the
modem.

Connect the cable or DSL modem to your broadband router.
(See the Quick Installation Guide included with your router.)

Install the TOSHIBA WUS-G06G-JT Wireless USB 2.0
adapter into an available USB port on your desktop computer.
(See the Quick Installation Guide included with the WUS-G06G-JT.)

Install the TOSHIBA WUS-G06G-JT wireless USB 2.0
adapter into an available USB port on your laptop computer.
(See the Quick Installation Guide included with the WUS-G06G-JT.)
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Getting Started (continued)
Setting up a Wireless Ad-Hoc Network

Laptop

WUS-G06G-JT
Wireless G USB 2.0 Adapter

o Install the TOSHIBA WUS-G06G-JT Wireless USB 2.0
adapter into the desktop computer. (See the Quick Installation Guide
included with the product.)

9 Install the TOSHIBA WUS-G06G-JT Wireless USB 2.0
adapter into the laptop computer. (See the Quick Installation Guide
included with the product.)

e Set the wireless configuration for the adapters to Ad-Hoc mode, set
the adapters to the same channel, and assign an IP address to each
computer on the Ad-Hoc network.

IP Address

When assigning IP addresses to the computers on the network, please
remember that the IP address for each computer must be in the same
IP address range as all the computers in the network, and the subnet
mask must be exactly the same for all the computers in the network.

For example: If the first computer is assigned an IP address of 192.168.0.2
with a subnet mask of 255.255.255.0, then the second computer can be
assigned an IP address of 192.168.0.3 with a subnet mask of 255.255.255.0,
etc.

IMPORTANT: If computers or other devices are assighed the same IP
address, one or more of the devices may not be visible on the network.
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Using the Configuration Utility

TOSHIBA WUS-G06G-JT uses the Configuration Utility as

the management software. The utility provides the user an easy interface to
change any settings related to the wireless adapter. After you have completed
the installation of WUS-GO06G-JT (refer to the Quick Installation Guide that
came with your purchase) whenever you start the computer, the Configuration
Utility starts automatically and the system tray icon is loaded in the toolbar
(see illustration below.*) Clicking on the utility icon will start the Configuration
Utility. Another way to start the Configuration Utility is to click on
Start>Programs>TOSHIBA>TOSHIBA Uitility.

If you are using Windows XP, you can use either the Zero Configuration Utility

or the TOSHIBA Configuration Utility.

right-hand corner of your computer screen.

To use the TOSHIBA Configuration Utility with XP, right-click
on the wireless network icon in the taskbar in the lower ‘g

In the window that appears, select
View Available Wireless Networks
and click the Advanced button. The
screen at right will appear.

- Wireless Network Connection 3 Properties E|E|

1 “wireless Networks 'Advanced

Select the Wireless Networks tab.

————————
= -[D Use Windows to configure my wireless network settings ]

Available networks:

To connect to an available netwark, click Canfigure.

1 manhattanroom ~
ifr
it em 2

that enables windows configuration.

Uncheck the box in the properties window

Preferred networks:

ALutomatically connect to available networks in the order listed
below:

Add..

Learn about setting up wircless network
configuration,

Configuration Utility icon.

After you have done this, you can then use the TOSHIBA 2 r —
Configuration Utility with XP by clicking on the TOSHIBA . E :

—

*Configuration Utility icon

in the system tray

this icon on your desktop to open.

If the icon does not display in the taskbar, then click on E

D-Link AirPlus

12

Lty




Using the Configuration Utility (continued)

Link Info

D D-Link AirPlus XtremeG Wireless Utility E'
Status Associated BSSID=00:00:88:F2:61:0F
E3 (9 SSID [default

- _ Frequency B02.11g
Configuration i
Wireless Mode |nfrastructure

Encryption Disabled

Advanced

Connection Info [Connected
S T Tx Hate 1.0 Mbps
Site Survey P

J R
Channel B ﬂj
Ahaut = Signal Quality
Signal Strength a6 %o

= [acket Count
Transmit Receive

=500
1]

Displays the MAC address of the access point or router to which the
WUS-GO06G-JT is associated.

SSID:

The Service Set Identifier is the name assigned to the wireless network. The
factory SSID setting is default.

Status:

Frequency:
802.11b indicates that the WUS-G06G-JT is communicating in the 2.4GHz band.

Wireless Mode:
Either Infrastructure or Ad-Hoc will be displayed here. (Please see the Getting
Started section in this manual for an explanation of these two modes.)
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Using the Configuration Utility (continued)

Encryption:
You can see if WEP (Wired Equivalent Privacy) is Enabled or Disabled here.

Connection Info:
When WUS-G06G-JT is connected to a wireless network, Connected will be

displayed in this field.

Tx Rate:
The default setting is Auto; Tx Rate settings are automatically determined for

a maximum wireless signal rate of up to 54Mbps (108Mbps* in Turbo mode).
Channel:

The default setting is Auto. The channel selection is automatically determined
by the WUS-G06G-JT.

Signal Quality:

Displays the signal strength and the link quality of WUS-G06G-JT’s wireless
connection to the access point or router.

Packet Count:
Displays the statistics of the data packets that are transmitted and received.

Rescan Button:
Rescans for the strongest signal with the current SSID and associates with
that access point or router.

*Maximum wireless signal rate derived from 802.11g specifications. Actual data throughput
will vary. Network conditions and environmental factors lower actual data throughput rate.
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Using the Configuration Utility (continued)

Configuration
D D-Link AirPlus XtremeG Wireless Utility b__(|

SSI0 | default
Link Infao

YWifireless hMode |Infrastrun:ture

[> Configuration Data Encryption |

Authentication |Open

Leflefle

Key Length

e IEEEANZ. 1% [YYPA
Site mUrey WPA PSS

About

CCCC

O R I N

Authentication Cnnﬁg]

[P Settings I
Apply |
SSID:

Service Set Identifier is a name that identifies a wireless network. Access points
and wireless devices attempting to connect to a specific WLAN (Wireless Local
Area Network) must use the same SSID. The default setting is default.

Wireless Mode:
Click on the pull-down menu; select from the following options:

Infrastructure - connecting to the WLAN using an access point. (This is
the default setting).

Ad-Hoc — wireless mode used when connecting directly to a computer
equipped with a wireless adapter in a Peer-to-Peer environment.

Data Encryption:
Select Enabled or Disabled.

15



Using the Configuration Utility (continued)

L IP Settings
Authentication: :
IP Settings g|
Choose one of the following modes: @ Obtain an P Adirsss Autoraicslly
Open Authentication — WUS-G06G-JT = O Assion the lowing P Adress
is visible to all devices on the network. Paggess [
. . Subnet Mask
Shared_ Al_Jthentlca_tlon - allqws Dot Gateway [
communication only with other devices
Wlth |dent|ca| WEP Settlngs. @ Obtain DNS Server Address Automatically
WPA _ Wi'Fl protected access |mprOVeS - O Usze the following DNS Server address
H H H . Preferred DMS Server
upon WEP security. In conjunction with R e —

a RADIUS server and EAP (extensible

authentication protocol), WPA ensures | Avply et prefle praxy. - ST
that only authenticated users access the o ] _cancel J
network.

WPA-PSK — provides user authentication without a RADIUS server in
the network. PSK (Pre-Shared Key) provides authentication through use
of a passphrase that is shared by the devices on the network. This is the
most secure encryption available without a RADIUS server.

Key Length:
Select the key length and either ASCII (e.g., a word) or hexadecimal format.

IEEE 802.1X:
Select Enabled or Disabled. 802.1x requires that a RADIUS server be included

in your network in order to authenticate users.

Keys 1-4:

When you select WEP encryption, you will enter up to four WEP keys in the
fields provided, using either Hexadecimal or ASCII format. From the keys you
have entered, select the default key by clicking on the button next to it.

Hexadecimal digits consist of the numbers 0-9 and the letters A-F.

ASCII (American Standard Code for Information Interchange) is a code for
representing English letters as numbers from 0-127.

Authentication Config:

When you enable IEEE 802.1X click on Authentication Config.

The Advanced Security Settings screen will appear. See the following pages
for more information.

IP Settings:
When you click IP Settings in the Configuration window, the pop-up screen
above will appear. Configure the IP Settings in this window.

Click Apply to save changes.
16



Using the Configuration Utility (continued)

Using a Proxy Server

Check Apply with a profile proxy to
use a proxy server in your network. A
proxy server increases the speed of
web page retrieval and can also act
as a filter to limit access to specific
Web sites.

Automatically detect settings:
When this option is selected, the proxy
server will automatically adjust to the
settings of the network.

Use automatic configuration:
Select this option and input the IP
address of the proxy server to ensure
that the proxy server will be utilized.

Use a proxy server:
To use a proxy server, select this
option.

Bypass proxy server for local
address:

Select this to allow direct access to
local internal addresses without
including the extra step of routing the
request through the proxy server.

IP Settings
IP Settings X
@ Obtain an IP Address Autormatically

- o Azzign the following [P Address

——
—
—

IP Address
Subrnet Mask
Default Gateway

@ Obtain DS Server Address Automatically
= 0 Use the following DNS Server address s

——
——

Proxy I

Cancel ]

Preferred DMNS Server
Alternate DMNS Server

W Apply with profile proxy

ok |

Proxy Settings

Proxy Settings @

Autormatic configuraton
WV Automatically detect settings
™ Use automatic configuration

Proxy Settings

WV Use a proxy server

[~ Bypass proxy serer for local address

™ Use the same proxy server for all protocols

HTTP:

| |
Secure: | : |
FTP: | -
| |
| |

Gopher:

Socks:

Exceptions

Ok ] Cancel J
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Using the Configuration Utility (continued)

Proxy Settings (continued)

Use the same proxy server for

all protocols: Automatic configuratan

W Automatically detect settings
To use the same proxy server for all I Use automatic configuration
protocols, select this option and enter
the IP addre_ss for the Proxy Serverin | ey setings
the HTTP field. Other fields will be W Use a proxy serer
unavailable. Enter the port number for I Bypass proxy server for local address

™ Use the same proxy server for all protocals
the proxy server.

HTTP:
HTTP, Secure, FTP, Gopher, Secure:

if you are not using the same proxy | sopher
server for all protocols, enter the proxy | socks:
server address, either in IP address
or domain name format and its
corresponding port, for each of these
protocols.

| |
| 3
Socks: FTR: | -
| 3
| |

Exceptions

DK J Cancel J

HTTP: Hyper Text Transfer Protocol
is used to transfer files from a Web server onto a browser for viewing.

Secure: HTTPS protocol is based on SSL (Secure Sockets Layer) technology.
It is a protocol for transmitting private documents over the Internet using a
private key to encrypt data. URLSs that begin with HTTPS often use the protocol
to securely obtain confidential information such as credit card numbers.

FTP: File Transfer Protocol. FTP is most commonly used to upload and
download files on the Internet.

Gopher: Gopher is an early Internet protocol that organizes files in a
structured list for database searching.

Socks: Socks is a proxy server that provides a simple firewall. SocksV5 offers
authentication.

Exceptions: To allow specific IP addresses to bypass proxy servers, enter the
IP addresses here. You can also enter “wildcards” to allow a category of website
to bypass the proxy servers. For instance, if you enter www.*.com, the browser
will bypass the proxy servers for most Websites.

18



Using the Configuration Utility (continued)

Advanced

Frequency:

Select 802.11b/g for
compatibility with both [
802.11b  or  802.11g (NN
networks, or select 802.11b (I Gl Eable |

Only_ Starting Ad Hoe Netwark |—4|
Adhoc Channel ,h

Frofile IP Settings ,m
Fower hdode ,W‘

Launch Utility on Startup m

Apply
= Data Packet Parameter

Fragmentation Threshold
RTS Threshald

D D-Link AirPlus XtremeG Wireless Utility El

Frequency  [802.11b/g-2.4GHz A
802 11b-2.4GHz

Super & ETZRETIEERIER

Super G:

Selecting Super G mode
enables a maximum
wireless signal rate of up to
108Mbps.*

XR Mode:

Enable or Disable range
extension mode. Enabling
this feature allows you to
increase the range of your communication without adding additional hardware.

Starting Ad Hoc Network:
When using Ad Hoc mode, select the frequency here.

Ad Hoc Channel:

Select the Ad Hoc channel when in Ad Hoc mode. When communicating in
Ad Hoc mode, all devices must share the same channel.

Profile IP Settings:

You can Enable or Disable the IP Settings portion of your profile here. If you
select Disable you will need to configure the IP address information each time
you connect to a network. If you select Enable you will maintain the same IP
address information each time you connect to a network.

Power Mode:

Disable -This default setting consumes the most power.
Enable - This setting consumes the least power.

Launch Utility on Startup:
Select Enable or Disable.

Click Apply if you have made any changes.

*Maximum wireless signal rate derived from IEEE Standard 802.11g specifications. Actual data
throughput will vary. Network conditions and environmental factors lower actual data throughput rate.
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Using the Configuration Utility (continued)

Advanced (continued)

Fragmentation Threshold:

This value should remain at its default setting of 2432. If you experience a high
packet error rate, you may slightly increase your Fragmentation Threshold within
the value range of 256 to 2432. Setting the Fragmentation Threshold too low
may result in poor performance.

RTS Threshold:

This value should remain at its default setting of 2432. If inconsistent data flow
is a problem, only a minor modification should be made.
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Using the Configuration Utility (continued)

Available Network:
The top section of the window displays the Available Networks. Scroll up and
down the list and highlight the network to which you wish to connect. Click on
the Connect button.

Profile:

In the lower half of the screen, you can manage the profiles that you have
created for the wireless network at home, at the office and in public places.
Scroll up and down and highlight the profile that you wish to configure. You can
Add or Remove a profile, or configure the Properties of the profile in order to
connect with an available network.

Refresh: Site Survey

CI|Ck on Refl‘eSh to get the D D-Link AirPlus XtremeG Wireless Utility rzd
most updated list of Available Network

Link Infa

available networks. S5 | MACESSID) [ signal»

1 IQC_714+  O0:0D:EE07:47FC 4} 4% e

i . § WSDE24  00:0D:88:80:A3:ED 78% efres
C.Onf_lg ure. .. i golden 00:0F:30:3F26:08 ] B0%
Highlight an existing i five20 O0:0F:303B:EACE g 42%
network and CI|Ck 1 g800on27 00:0D:88:F2:58: D4 J F4%
[ ] 2:61:0F 709 Confi

Co nfigure; the i linksys 00:0C:41:BE:3D:1E 52% Sl
configuration window on the = j =
next page will appear. About Frefle Advances

@ default
Advanced:

Highlight a network; click
Advanced to and the
screen on the next page
will appear.

Remove

| Properties
Y

Connect

|~
5%

RREEE ¥ |

Add:
Click Add and the screen on the next page will appear.

Remove:
Highlight a network profile; click Remove to remove a network from the profile
list.

Properties:
Highlight a network profile; click Properties and the screen on the next page
will appear.

Connect:
Highlight a network profile; click Connect to connect to that network.

Rescan:
Click Rescan to rescan and connect to the strongest signal with the current
SSID.
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Using the Configuration Utility (continued)

Site Survey > Add

In this window you can
select the type of network
connection.

Click OK to save the
changes.

If you clicked on Add, you
can configure, in this
window, all the properties of
a profile that you wish to add
to the network.

If you clicked on
Configuration or
Properties you can
configure, in this window, all
the properties of a profile that
already exists in the
network.

If you select WPA in the
Authentication field, please
see detailed instructions for
configuring WPA on the
following pages.

Click OK to save the
changes.

Advanced
Advanced Ei
@ Infrastructure and Ad-hoc network
O Infrastructuie network only
O Ad-hoc network only
O Automatically connect to non-preferred
networks
M

Configuration, Add or Properties

Configuration 5

SSID | defaull

Wieless Mode [Infraslrutlure :I
Data Encryption |Enabled j
Authentication |Open 'I]
Key Length |54 bits (40+24) - 10 Heaademrj
IEEE 802.1X |Disabled *]

ON

O 2|

Ol

O ¢

s e
IP Settings |
X _]] _Cws |
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Using the Configuration Utility (continued)

Authentication > WPA

Select the available
network to which you

want to connect.

Click

D\ D Link AirPlus XtremeG Wireless Utility

Awailable Metwark

Link Infa

55D [ MacEssID) | signal~
1 I0C 714+ ODODEROTAT-FC ] 54%
Configuration i WSDIE24  00:0D8SB0:AIBD 4 7o% Refresh |
i golden O0:0F:30:3F:26:08 o ©0%
3 five2] O0:0F-3D:3BEACE g 429

P site Survey

P, Anae an na e a0 [

$ | ¥

Configure.

Select WPA in the

Authentication field.

Click Authentication
Config.

Ahaut Profile Adullnced l
ﬂ ool —
Add
—IJ Remove I
—}J Froperties l
Connect l
< ¥
< ¥
Configuration X
ssip |
Wireless Mode | _]
Data Encryption | _]
lAulhamic.ﬂinn J
Key Length | _]
IEEE 802.1X | |
%
v 2
J 3
J 4

After you click Authentication Config, the Advanced Security Settings screen
will appear. Please see the following page.
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Using the Configuration Utility (continued)
Authentication > WPA > Advanced Security Settings

Advanced Security Settings

Click OK to save the

Select the EAP type
here. |
EAP Type: | |EAP-TLS | ]
Leave the User
S LEAP G
Certificate field blank. = e lear s £
J_ O Validate Serve]PEAP
CI|Ck Va“date Server {Use| Namel ]
if your authentication |
server requires it.
|
Enter the User Name. |- |
(T )
Click Add and the Remove |
window on the following
page will appear. [ 0K I] Cancel |

changes.

EAP Type: Extensible Authentication Protocols (EAP-TLS, LEAP, EAP-TTLS,
PEAP) allow devices on the network to request authentication from the
RADIUS server in the network. All the devices on the network must use the

same EAP type when using a RADIUS server for authentication.

User Certificate: A certificate authority (CA) issues User Certificates to
verify that a public key belongs to a specific individual or company. This field
is not required here and is left blank.

Validate Server: Some RADIUS servers require that the Validate Server
field be selected. Check this field if your RADIUS server requires validation.

User Name: Enter the user name (admin) here.
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Using the Configuration Utility (continued)
Authentication > WPA > Advanced Security Settings >Add

Edit Trust Server List g|

Enter the trust server :
Enter the IP address of

the RADIUS server in |
your network.

s R

Click OK to save the
changes.

After entering the information and clicking OK in the dialog box above,the window
on the previous page will appear. Click OK to complete the WPA configuration.

Authentication > WPA -PSK

Suitable for the home user, WPA-PSK (WPA Pre-Shared Key) is a superior
form of security that does not require a RADIUS server in the network.

To use WPA-PSK, enter a passphrase that is shared by all the devices on the
network.

By using TKIP (Temporal Key Integrity Protocol), the security keys change at
set intervals, creating a network that is more secure than one that utilizes WEP
encryption alone.
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Using the Configuration Utility (continued)
Authentication > WPA-PSK

D\ D-Link AirPlus XtremeG Wireless Utility

Available Netwark
Link Info

53D | MACESSID) | sSignal~
Select the available contguatin | ER T A St
. i all L4
network to which you i golden O00F303F2608 o 60%
_____ i five20 BDIBEACE 4] 424
want to connect. e i :

b Site Survey

;
glcl)(;\kfigure. - F‘;D:;ault =
Add I

A e )

& ﬂ Froperties |
WPA-PSK does t — |

not require a

RADIUS Server
in the network.
Ss5il
Wireless Mode -
Select WPA-PSK in Data Enciypiion |
the Authentication
field.
Key Length | ot
IEEE 802.1X -]
38
$
- e S .
J 4|
Click Authentication
! [ auhenticaion
Config. e
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Using the Configuration Utility (continued)
Authentication > WPA-PSK (continued)

Enter the WPA

Advanced Security Settings

Passphrase. All the
devices on the
network must share
this same
passphrase in order
to communicate on

the network.

Click OK.
The configuration is
complete.

The About screen
gives you the MAC
address, Utility
Version and the Driver
Version of the
WUS-G06G-JT

| weapassphwase [
| = | [
| [
J
o
|
|
e
R

About

D D-Link AirPlus XtremeG Wireless Utility El

Link: Infa

D-Link
AirPlus)eenels
High-Speed 802.11G
Wireless Adapter

Configuration

Copyright 2003
D-Link AirPlus
Configuration Utility

[ secured by Odyssey |

> v

Adapter Infarmation
MAC Address

00:0F:30:85:9E:0E

Ltility “ersion W1.00

Diriver “ersion 1.00.85
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Networking Basics

Using the Network Setup Wizard in Windows XP

In this section you will learn how to establish a network at home or work,
using Microsoft Windows XP.

Note: Please refer to websites such as http://www.homenethelp.com
and http://www.microsoft.com/windows2000 for information about networking
computers using Windows 2000/Me/98SE.

Go to Start>Control Panel>Network Connections.
Select Set up a home or small office network.

Network Setup Wizard

Welcome to the Network Setup
% Wizard

Thiz wizard will help vou zet up thiz computer to run on your
netwark, WWith a network you can;

Share an Intermet connection

Set up Internet Connection Firewall
Share filez and folders

Share a printer

LI I |

To continue, click Mest.

e [

When this screen appears, click Next.
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Networking Basics (continued)

Please follow all the instructions in this window:

Network Setup Wizard

Before you continue___ i

e

Eefare you continue, review the

Then, complete the following steps:

+ |nstall the network. cards, modems, and cables.

+ Tum on all computers, printers, and estemnal modemes.
+ Connect to the Intemet,

When pou click MNest, the wizard will search for a shared Intemet connection on wour network.

T T

Click Next.

In the following window, select the best description of your computer. If your
computer connects to the Internet through a router, select the second option
as shown.

Hetwork Setup Wizard

Select a connection method.

Select the statement that best dezcribes this computer:

() This computer connects directly ta the Internet. The ather computers an my network connect
to the Intemet through this computer,

iew an example.

(®) This computer connects ta the Intemet through another computer on my netwark ar through
a residential gateway.
View an example.

Oitfer

Learn maore about harme or small office network confiqurations.

< Back [[ Mest » “I[ Cancel

Click Next.
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Networking Basics (continued)

Enter a Computer description and a Computer name (optional.)

Network Setup Wizard
Give this computer a description and name. %

[Qornpuler description: | Nary's Computer |]

Examples: Family Room Computer or Monica's Compter

[Egrnpuler Nanme: | Office | ]
Examples, FoMILT of MONICE

The current computer name iz Office

Leam more about computer names and descriptions.

< Back l Mext > I“ Cancel

Click Next.

Enter a Workgroup name. All computers on your network should have the
same Workgroup name.

Network Setup Wizard

Hame your network. .%

Mame your netwark, by zpecifying a work group name below. All computers on your network
should have the zame work group name.

‘whorkgroup name: _murﬁng
Examples: HOME or OFFICE

[ < Back Mext » J[ Cancel J

i

Click Next.
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Networking Basics (continued)

Please wait while the Network Setup Wizard applies the changes.

Network Setup Wizard

Ready to apply network settings. .. .%

The wizard will apply the following settings. This process may take a few minutes to complete
and cannot be interupted.

Seftings:
| Metwork settings: ol
|
Computer description: Mary's Computer
Computer name: Offfice
Woark group narme: Accounting
The Shared Documents folder and any printers connectad to this computer have been
shared.
|
L |

To apply these settings, click Mext.

[ ¢ Back [I Mest > i[ Cancel
—

When the changes are complete, click Next.

Please wait while the Network Setup Wizard configures the computer.
This may take a few minutes.

Network Setup Wizard

Please wait...

Please wait while the wizard configures thiz computer for home or small office netwaorking. This
pracess may take a few minutes.

L LT
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Networking Basics (continued)

In the window below, select the option that fits your needs. In this example,
Create a Network Setup Disk has been selected. You will run this disk on
each of the computers on your network. Click Next.

Network Setup Wizard
You're almost done... .%

= You need to run the Metwork Setup Wizard once on each of the computers on your
‘y network, Torun the wizard on computers that are not wunning ‘windows %P, you can uze
the Windows XP CD or a Metwork Setup Disk.

‘What do you want to do?

(®)iCreate a Network Setup Diskl

() Use the Netwark Setup Disk | alieady have
() Usge my Windows %P CD

() Just finish the wizard; | don't need to run the wizard on other computers

o> |

Insert a disk into the Floppy Disk Drive, in this case drive A.
Insert the disk you want to use. .

Ingert a dizk the into the following dizk diive, and then click Mest.

3% Floppy [&:]

I pou want to format the disk, click Format Disk.

< Back E Mewt > g
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Networking Basics (continued)

k.

Copying...

9 -

Please wait while the wizard copies Files. ..

[ ][ Zancel |

Please read the information under Here’s how in the screen below. After you
complete the Network Setup Wizard you will use the Network Setup Disk to
run the Network Setup Wizard once on each of the computers on your
network. To continue click Next.

Network Setup Wizard

To run the wizard with the Network Setup Dizk. ..

= . Complete the wizard and restart this computer. Then, use the Metwork Setup Disk o run
1 the Metwork, Setup Wizard once on each of the other computers on your netwark,.

Here's how:
1. Inzert the Metwark Setup Dizk into the nest computer pou want to network,

2. Open My Computer and then open the Mehwork Setup Disk.
3. Double-click "netzetup.”
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Networking Basics (continued)

Please read the information on this screen, then click Finish to complete the
Network Setup Wizard.

Network Setup Wizard

Completing the Metwork Setup
Wizard

“'ou have succeszsfully zet up thiz computer for home or zmall
office netwarking.

Far help with home ar small office netwarking, see the
following topics in Help and Support Center:

+ Lzing the Shared Docurments folder
+ Shanng hlez and folders

To zee other computers on your netwark,, click Start, and then
click My Metwork Places.

To cloge this wizard, click Finizh.

—---
| <Back |l Finish |
\—

The new settings will take effect when you restart the computer. Click Yes to
restart the computer.

System Settings Change

9P You musk restark your computer before the new settings will take effect,

Da you wank o restark your compuker now?

E ;es J [ Mo

You have completed configuring this computer. Next, you will need to run the
Network Setup Disk on all the other computers on your network. After running
the Network Setup Disk on all your computers, your new wireless network
will be ready to use.
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Networking Basics (continued)
Naming Your Computer

To name your computer in Windows XP, please follow these directions:
B Click Start (in the lower left corner of the screen).

B Right-click on My Computer.

B Select Properties.

£ Internet _.,J My Documents
Internet Explores
LY
f‘. E-aiaiil L 9 My Recent Documents
Cutlook Express &
__,J My Pictures
’ Command Prompk » Music
e

L
\‘ MSH Explorer |.I “y Computer
- Open

q My Network  Explore
wwindows Media Player »

Search...

P G’ Contral panel  Manage
»& ‘Windows Movie Maker

e Map Metwork Drive, ..
= Connect To Disconnect Metwark Drive. ..

@ Tour Windows XP -
\g Printers and F Show on Desktop

Files and Settings Transfer Rename

Q) v ord s SR

B Select the Computer
Name Tab in the ——
System Properties Sl R
window. | Beoad

System Properties

ic .Lilpdates Remote

Hardware | Advanced

Windows uges the following information to identify pour computer
on the network,

B You may enter a Computer description: |
.C:O m p U.ter Desqu ptl on For example: "Kitchen Computer” or "Marny's
if you wish; this field is o
Optional Full computer name:  Office
“Workgroup: Accounting

T uze the Metwark |dentification Wizard ta join a Metwork ID

B To rename the Computer domain and create a local user account, click Netwark
L. . . IC.
and join a domain, click

T rename this computer or join a domain, click Change. -
Change.

35



Networking Basics (continued)

Naming Your Computer

In this window, enter the
Computer name.

Select Workgroup and
enter the name of the
Workgroup.

All computers on your
network must have the
same Workgroup name.

Click OK.

Computer Name Changes

r'ou can change the name and the membership of this
computer. Changes may affect access to network resources.

LComputer narme:

| Office
Full computer name;
Office
Member of
() Domair:
|
(%) Workgroup:
[ " = |
l oK l [ Cancel

Checking the IP Address in Windows XP

All wireless adapter-equipped computers in your network must be in the same
IP address range (see Getting Started in this manual for a definition of IP
address range.) To check on the IP address of an adapter, please do the

following:
B Right-click on the Disable
Local Area
Connection Repair
icon in the task
bar.

B Click on Status.

Yiew &vailable Wireless Mebwaorks

Open Network, Connections
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Networking Basics (continued)
Checking the IP Address in Windows XP

This window will appear. Wireless Network Connection 7 Status |E||E|

;; Suppaort

o Click the Su Ppo rt Internet Pratocal [TCRAF)

tab. Addressz Type: Azzighed by DHCP
| 1P addess 1921680114 |

Subnet Mask: 255, 255.255.0

Default Gateway: 192.168.0.1

Detailz. ..

[ | Click Close.

Assigning a Static IP Address in Windows XP/2000

Note: Many broadband routers will automatically assign IP addresses to the
computers on the network, using DHCP (Dynamic Host Configuration Protocol)
technology. If you are using a DHCP-capable router you will not need to

assign static IP addresses.

If you are not using a DHCP capable router, or you need to assign a static IP
address, please follow these instructions:

e ‘ ' Control Panel
@ Tour Windows 2P

e Printers and Faxes

B Goto Start.

4} Files and Settings Transfer

Wizard
@) Help and Support:
w Paink -
. Search
B  Clickon 5 sear
gg;‘é:o' All Programs D D Run...

f @: Turn OFf Computer
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Networking Basics (continued)
Assigning a Static IP Address in Windows XP/2000

B Double-click on Network

Connections.

B Right-click on Local Area

Connections.

B Click on Properties.

38

B Control Panel

File

|\J Back \:)

Address B’ Control Panel

Edit  Wiew Favortes  Tools  Help

I? )‘:) Search [|:' Folders v

%, Accessibility Options

= Add Hardware
j’j#\dd or Remove Programs
A Admiristative Tools

»

" Control Panel

G: Switch to Cateqgory Yiew

See Also

Date and Time

Phone and Madem Options
%3 Power Options
“aPrinters and Faxes
! Regional and Language Options
=4 Scanners and Cameras
Scheduled Tasks
2. Sounds and Audio Devices

ik Taskbar and Start Menu
i User Accounts

" Network Co!
File

Back = ) " ‘f“Search ~ Folders -
(€ @/ f :2H

Address & Nebwork Connections

Edit View Favorites Tools Advanced  Help

A fame
LAN or High-Speed Internet

Network Tasks

[5] Create anew

connection
Sat up a home or small Status
affice network Repair
& Disable this network
device Bridge Connections

&, Repair this connection

) Rename this connection

& View stakus of this
connection

[#] Change settings of this
connection

Create Shorbcut

Rename

4§ view or change settings For this connection, such as adapter, protocol, or modem configur



Networking Basics (continued)
Assigning a Static IP Address in Windows XP/2000

B Click on Internet

PrOtOCOI (TCP/'P) —+- Local Area Connection 7 Properties
Gereral | Advanced
B Click Properties. Oere tifing:

| E@  D-Link DWL-AB50

Thig connection uzes the following items:

vl 5 Client for Microsoft Networks
¥ JB File and Printer Shating for Microsoft Mebwarks

B Inputyour IP address and
subnet mask. (The IP

addresses on your | Piopertes |

Internet Protocal [TCRAF]

network must be within the Description

same range . For exam ple Tranzmigsion Control Protocal/intemet Protocol. The default
. ! wide area network protocol that provides communication

|f one Computer has an I P acrosz diverse interconnected netwarks.

address of 192.168.0.2, the
other computers should
have IP addresses that are
sequential, like 192.168.0.3 [ ok ][ cence |
and 192.168.0.4. The
subnet mask must be the
same for all the Computers Internet Protocol (TCP/IP) Properties
on the network.) General

[ Show icon in notification area when connected

“t'ou can get [P seftings assigned automatically if your network. supparts
this capability. Otherwize, you need o ask pour netwark, administrator for
the appropriate |P settings.

[ | Input your DNS server () Obtain an P address automatically
addresses. (Note: If you (& Use the following IP address:) —
are entering a DNS o S 2
server, you must enter Subnet mask: 255255 . 255 . O
the IP address of the WRE
Default Gateway.)
(@ Use the following DMS server addresses:]
The DNS server information will be supplied Eiperied DA 5 s
by your ISP (Internet Service Provider.) Aemate DNS server
B Click OK. ok J(cacn
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Networking Basics (continued)

Checking the Wireless Connection
by Pinging in Windows XP and 2000

\WINDOWS\System32\cmd.exe

soft Windows HP [Uersion 5.1.268081
(C> Copyright 1985-2881 Microsoft Corp.

:“Documents and Settings~lab3>ping 192_168_8.58
Pinging 192.168.0.580 with 32 hytes of data:s

Reply from 192.168.0.5A: time<ims TTL=64
Reply from 192.168.8.58: time<imsz TIL=64
Reply from 192 _168_8_50: time{ims TTL=64
Reply from 192.168.8.58: hytes=32 time{ims TTL=64

Ping statistics for 192_168_8.58:

Packets: Sent = 4. Received = 4, Lost = B (@2 loss>.
Approximate round trip times in milli-—seconds:

Minimum = Bms, Maximum = Bms, Average = Bms

:xDocuments and Settings>labh3>_

Go to Start > Run > type cmd. A window similar to this one will appear. Type
ping XXX.XXX.XXX.XXX, where xxx is the IP address of the wireless router or
access point. A good wireless connection will show four replies from the wire-
less router or access point, as shown.
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Troubleshooting

This chapter provides solutions to problems that can occur during the
installation and operation of WUS-G06G-JT. Read the following descriptions if
you are having problems. (The examples below are illustrated in Windows XP. If
you have another operating system, these solutions will still apply although the
appearance on your computer screen may differ.)

1. How do | check to see that the drivers for the WUS-G06G-JT are

installed properly? P
ECommand Prompt Open

. % M Explore
A ) )
B Goto Start > My @ wWindows Maovie Maker ;Zi:;;l
Computer > &
p . “ M3 Explorer | Map Metwork Cirive. ..
Pro pertl es. ':é Py Disconneck Network Drive..,
e Windows Media Player Show on Desktop

9. HE  Rename

'.@ Taour Windows %P

all Programs D

@| Lag OFF @| Shut Down

B Selectthe
Hardware s prave
Tab. [y Complies Hame

Sysiem Properiies

Rrmole
Bdvarced

g Hardwars ‘Wizad
i The Add Hardware 'Wizard helps you ratall hardwans

Aitd Haidheaia Wizand

Dervica Manage

[ | CI|Ck DeVice o Thi Davice Manages ks 3l fe hardware desces mshalled

Manager. ;ﬂmm;s:ﬂhmme”mmmm

| Diivan Signing I[[ Divice Mansger I]

Handvaane Piofile:

Harcheare profiles provecke @ vaay for wou o :set up and slom
gl dficeant hadwsare configuations

Hadware Prolie:
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Troubleshooting (continued)

Double-click on
Network Adapters.

Right-click on
TOSHIBA
WUS-G06G-JT
Wireless USB Adapter.

Select Properties to
check that the drivers
are installed properly.

! Device Manager

File  Action Mew Help

FoEBES R A <Ra

| = &), PMTEST

1 Batteries
W Computer
| cge Disk drives
i+ @ Display adapters
[+-{=) Floppy disk controllers
F- 4 Floppy disk drives
[+-{=) IDE ATAATAPT controllers
[+ Keyboards
B 1) Mice and other pointing devices

e
I+ Maodems
[+ ® Monitors
- TOSHIBA WUS-G06G-JT Wireless USB Adapter
0

i Ports (COM & LPT)
B ﬂ Processors
=@, sound, video and game cantrallers

[+ Y System devices
M- Universal Serial Bus conkrollers

+| -

TOSHIBA WUS-G06G-JT Wireless USB Adapter

Look under Device
Status to check that
the device is working

properly.

B Click OK.

General | Advanced | Settings | Driver | Resources

@ TOSHIBA WUS-GO6G-JT Wireless USB Adapter

Device wpe: Metwork adapters
Manufacturer: D-Link
Location: PCI bug 5. device 0, function 0

Device status

i?his device iz working properly.

!If_l,lou are having problems with this device, click Troubleshoaot to
| start the toubleshoater.

Troubleshoat. .

Device usage:

|
I

' 0K ' Cancel

;Use this device [enable]
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Troubleshooting (continued)

2. What variables may cause my wireless products to lose reception?

TOSHIBA products let you access your network from virtually anywhere you want.
However, the positioning of the products within your environment will affect the
wireless range. Please refer to Installation Considerations in the Wireless
Basics section of this manual for further information about the most
advantageous placement of your TOSHIBA wireless products.

3. Why does my wireless connection keep dropping?

B If you are using 2.4GHz cordless phones, X-10 equipment or other home
security systems, ceiling fans, and lights, your wireless connection will
degrade dramatically or drop altogether. Try changing the channel on
your router, access point and wireless adapter to a different channel to
avoid interference.

B Keep your product away (at least 3-6 feet) from electrical devices that
generate RF noise, like microwaves, monitors, electric motors, etc.

4. Why can’t | get a wireless connection?

If you have enabled encryption on the WUS-G06G-JT, you must also enable
encryption on all wireless devices in the network in order to establish a wireless
connection.

B The encryption settings are: 64- or 128-bit. Make sure that the
encryption bit level is the same on the router and the WUS-G06G-JT.

B Make sure that the SSID on the wireless router (if you have one in your

network) and the WUS-GO06G-JT are exactly the same. If they are not,
wireless connection will not be established. The default SSID is default.
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Technical Specifications

Standard
E USB2.0!
m |EEE802.11g m |EEE802.11b

Bus Type
m USB20

Temperature
B Operating: 0°C to 40°C (32°F to 104°F)
B Storing: -20°C to 75°C (4°F to 167°F)

Humidity:

B 80% maximum, non-condensing
Antenna Type:

B Omni-directional
Modulation Technology:

B Orthogonal Frequency Division Multiplexing (OFDM)
B Complimentary Code Keying (CCK)

Security:
B 64-, 128-bit WEP
B WPA - Wi-Fi Protected Access
Data Rates:
B 54,48, 36,24, 18, 11, 9, 6 5.5, 2, 1Mbps (with Automatic Fallback)
Frequency Range:
B 2412 GHz to 2.462GHz
Range:?
B Indoors: Up to 328 feet (100 meters)
B Outdoors: Up to 1,312 feet (400 meters)

Media Access Control:
B CSMA/CA with ACK

1-Using a USB 1.1 port will adversely affect range
2 - Environmental factors may adversely affect wireless signal range
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Technical Specifications (continued)

Receiver Sensitivity:

54Mbps OFDM
48Mbps OFDM
36Mbps OFDM
24Mbps OFDM
18Mbps OFDM
12Mbps OFDM
11Mbps OFDM
9Mbps OFDM
6Mbps OFDM
5.5Mbps CCK
2Mbps QPSK
1Mbps BPSK

Transmitter Output Power:

B 17dBm + 2 dB (Average Power)
Physical Dimensions:

B L= 3.3inches

B W=21inches

B H= 0.2inches
Weight:

B 0.0211b. (4.49)

Certifications:
® FCC15B/C IC DGT

Warranty:
m lyear

Operating frequency:

W 2412~2462 MHz
B 11 Channels for Taiwan

TOSHIBA products can transfer data up to 5 times faster than standard 802.11b networks. They are also interoperable with 802.11b compliant
wireless devices.
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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a
Class B digital device, pursuant to Part 15 of the FCC Rules. These limits
are designed to provide reasonable protection against harmful interference in
a residential installation. This equipment generates, uses and can radiate
radio frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one of the
following measures:
- Reorient or relocate the receiving antenna.
- Increase the separation between the equipment and receiver.
- Connect the equipment into an outlet on a circuit different from that

to which the receiver is connected.
- Consult the dealer or an experienced radio/TV technician for help.
This device complies with Part 15 of the FCC Rules. Operation is subject to
the following two conditions: (1) This device may not cause harmful
interference, and (2) this device must accept any interference received,
including interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the
party responsible for compliance could void the user's authority to operate this
equipment.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment. End users must follow the specific operating
instructions for satisfying RF exposure compliance.

This transmitter must not be co-located or operating in conjunction with any
other antenna or transmitter.

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is
firmware-limited to channels 1 through 11.

This equipment has been SAR-evaluated for use in laptops (notebooks) with
side slot configuration.



Industry Canada Statement

Operation is subject to the following two conditions:

1) this device may not cause interference and

2) this device must accept any interference, including interference
that may cause undesired operation of the device

IMPORTANT NOTE:

IC Radiation Exposure Statement:

This equipment complies with Canada radiation exposure limits set
forth for uncontrolled environments. This transmitter must not be
co-located or operating in conjunction with any other antenna or
transmitter.
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