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1. Introduction

Congratulations on your purchase of the Kozumi’'s K-500MWUN Wireless N USB
Adapter. Its high bandwidth combined with extended wireless coverage delivers fast and
reliable connection for all

of your networking applications when used with other Wireless N products.

A full range of security features such as WEP, WPA-PSK, and WPA2-PSK provide the
highest level of wireless network security. The bundled Wireless Utility allows you to set
up the adapter with an easy-to-use user interface. Best of all the Wireless N USB
Adapter works with 802.11g and 802.11b network devices ensuring compatibility with
your existing wireless products.

1.1 Package Contents

Before you begin the installation, please check the items of your package. The package
should include the following items:

* Wireless N USB Adapter
e Installation CD (Driver/Utility/Manual)

1.2 Features

* Industry’s highest wireless data rate with IEEE 802.11n draft specification 2.0

* 64-bit/128-bit WEP encryption, Pre-shared Key (PSK), and Wi-Fi Protected
Access (WPA2 and WPA) support provide full protection for your wireless
connection

* Higher data rate increases the reliability and stability of wireless connections

* Great for environments with higher wireless data traffic requirements

* Fully backward-compatible with 802.11b/g devices

*  Works best with other Wireless N products



2. Installation

This section provides instructions on how to install the Wireless N USB Adapter.
The driver is installed along with the utility.

Step 1 Insert the USB adapter into an available USB port and turn on your computer.

Step 2 After turning on the computer, Windows will launch the Found New
Hardware Wizard. The Found New Hardware Wizard appears differently depending
on your operating system. Click Cancel to quit the wizard and insert the Installation
CD into your CD drive.

Found New Hardware Wizard

Welcome to the Found New
Hardware Wizard

Windows will search for current and updated software by
looking on your computer, on the hardware installation CD, or on
the Windows Update Web site [with your permission).

Read our privacy polic

Can Windows connect to Windows Update to search for
software?

(O Yes, this time only
() Yes. now and every time | connect a device
(O No, not this time

Click Next to continue.

Cancel




Found New Hardware Wizard

This wizard helps you install software for:

RTL81885 WLAN Adapter

f:\_'?) If your hardware came with an installation CD

<47 or floppy disk, insert it now.

What do you want the wizard to do?

() Install the software automatically [Recommended)
(O Install from a list or specific location (4dvanced)

Click Next to continue.

[ < Back ][ Next > ][ Cancel

Step 3 Open Windows explorer and browse to the CD and open
Driver\RTL8188SU.exe file.

Note: Otherwise, go to Start, Run, and type D:\Driver\RTL8188SU.exe (where D is
the letter of your CD drive) and click OK.

Windows Vista users: At this point, you may get a warning message like the one
below. Make sure that you click Allow to continue with the installation.

User Account Control

User Account Control stops unauthoerized changes to your computer.
The source and purpose of this program are unknown. Don't run the program
unless you have used it before or know where it's from.

1

[

Unidentified Publisher

< Cancel

I don't know where this program is from or what it's for.

< Allow

I trust this program because I've used it before or I know where it's
from.

¥ Details




Step 4 Select language and press Next at the welcome screen.

REALTEK 11n USB Wireless LAN Software - InstaliShield Wizard  [= |
Choose Setup Language 5

Select the language for the installation from the choices below. ‘

Basque

Bulgarian

Catalan

Chinese (Simplified)
Chinese [Traditional)
Croatian

Czech —
Danish

Dutch

Finnish

French [Canadian)

French [Standard)

German
Rreak

>

£

InstallShield

¢ Back l_ﬂexw ] [ Cancel ]

Step 5 Click Next to continue.

REALTEK 11n USB Wireless LAN Driver and Utility

REALTEK 11n USB Wireless LAN Driver and
Utility

The InstallShield Wizard will install REALTEK 11n USE
Wireless LAN Driver and Utility on your computer. To
continue, click Next.

< Back uexb { [ Cancel ]




Step 6 Click Install to begin install.

REALTEK 11n USB Wireless LAN Driver and Utility
REALTEK 11n USB Wireless LAN Driver and Utility

Click Install to begin the installation.
If you want to review or change any of your installation settings, click Back. Click Cancel to exit
the wizard.
[nstallShield
[ < Back ]k Install ] [ Cancel ]

REALTEK 11n USB Wireless LAN Driver and Utility
Setup Status

The InstallShield Wizard is installing REALTEK 11n USE Wireless LAN Driver and Utility

Installing

C:4...\{9C049499-055C-4a0c-4916-1DBCATFF45EB IS Setup.di
[IIIIIIIIIIIIIIIIIIIIIII

InstallShield

Cancel




Step 6 Click Continue Anyway at the Windows Logo Screen. (For Windows 2000, click
Yes at the Digital Signature Not Found prompt).

Software Installation

! E The software you are installing has not passed Windows Logo
L testing to verify its compatibility with Windows XP. [Tell me why

this testing is important. )

Continuing your installation of this software may impair
or destabilize the correct operation of your system
either inmediately or in the future. Microsoft strongly
recommends that you stop this installation now and
contact the software vendor for software that has
passed Windows Logo testing.

[ Continue Anyway ] E_éTUPInstallation |

For Windows Vista, click the Install this driver software anyway button when the
security warning appears.

- ™

b Windows Security =

@ Windows can't verify the publisher of this driver software

< Don't install this driver software
You should check your manufacturer's website for updated driver software
for your device.

. ¥ Install this driver software anyway

: Only install driver software cbtained from your manufacturer's website or
disc. Unsigned software from other scurces may harm your computer or steal
infoermaticn.

v See details




Step 7 Click Finish.

REALTEK 11n USB Wireless LAN Driver and Utility

InstallShield Wizard Complete

The InstallShield Wizard has successfully installed REALTEK
11n USB Wireless LAN Driver and Utility. Before you can use
the program, you must restart your computer.

®es, | want to restart my computer now.

O No, | will restart my computer later.

Remove any disks from their drives, and then click Finish to
complete setup.

Back Cancel
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3. Configuring the Adapter

This section describes how to connect your wireless adapter to a wireless network.

Note to Windows XP Users:

You must disable the Wireless Zero Configuration Utility in order to use the bundled
Wireless Utility. Please follow the steps below to disable XP’s wireless utility. Windows

Vista users can skip the following instructions and go to Step 1

Double-click on the Wireless Network Connection Icon in the system tray and then
click on Properties or Advanced.

1) Wireless Network Connection X

Connected to:
Signal Strength: Yery Good

WA D 11:46 AM

When the new wireless network connection properties window appears, go to the
Wireless Networks tab, uncheck the “Use Windows to configure my wireless
network settings” check box and click OK.

11



-4 Wireless Net ork Connection 12 Properties @@

General ‘ Wireless Networks | Advanced
[J Use Windows to configure my wireless network settings

vailable networks:
To connect to an available network, click Configure.

2 1 wireless A
1 108aP =
@ default |

Preferred networks:

Learn about setting up wireless network
configuration.

—3>I 0K ][ Cancel ]

Step 1 To open the utility, double click on the Wireless Monitor icon in the system tray
at the bottom right-hand corner of your screen.

Wireless Network Connection (lanready-wireless)

Speed: 150.0 Mbps
Signal Strength: Excellent
Status: Connected

f<fﬁ,.;iﬂi,,u|1;* % 4:46 PM

12



Step 2 Go to the Available Network tab, select the SSID (Network Name) of the

wireless network you wish to connect to, and double click Add to Profile.

REALTEK 11n USB Wireless LAN Utility
Refresh(R) Mode(M) About(a)

o=1ES

13

= % MyComputer | General | Profife | Avallable Network | Slatus || Statistics | Wi-Fi Protect Setup |
<& Realtek RTLB18¢
Available Network(s)
SSID Channel Network Authentication = Signal 1
N yBoct 1 Linknown Sgon I
) default_jeff 7 MNone Unknown 70% Ir
T PO_DIRa00 T WER OFRTIGwWI 2q% It
< | >
Refresh Add to Profile
MNote
Double click on item to join/create profile.
][] >
Show Tray Icon [] Disable Adapter
[] Radio Off [] windows Zero Config ) '




If the network you are attempting to connect to is configured for encryption, you will see
an orange lock icon next to the network.

REALTEK 11n USB Wireless LAN Utility

RefreshiR) Mode{M) View(y) About{sa)
[ = % MyComputer | General | Profile | Available Network | Status | Statistics | WiFi Protect Setup |
BOF R caltek RTLS 15551 e —
Available Network(s)

SSID Channel  Encryption  Network Authentication  Sigr 2
I’:‘ 2 MNone Unknown 50
P mecimex 3 WEP Unknown 48
1" obie 3 WEP Unknown 48
($sam123456 3 None Unknown 72
I’-’ & MNone Unknown 28
LM 1F_Flytech 6 WEP Unknaown 28
o TP-LINK_DSFBFOD 6 WEP Unknown 48 =
1 default 6 None Unknown 46
1" huanchensmc 6 WEP Unknown 28
P carot 8 TKIP WPA Pre-Shared Key 48

\ lanready 9 |TKIP WPA Pre-Shared Key 62
e 11 WEP Unknown 44
£ svantCom 11 WEP Unknown 28
lrar sad mancRA— 44 [T (in 1 limlsemms s oam cr !

‘ < | ¥

‘ Refresh } [ Add to Profile J

‘ MNote

| Double click on item to joinfcreate profile,

|& ) >

Show Tray Icon [] Disable Adapter
[] Radio Off
Ready UM
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When you click on it and click connect, a box will pop up requesting the wireless
encryption key for the router. Enter the encryption key into the box and click OK.

Wireless Network Properties:

Profile Name: 802.1x configure
Network Name(SSID): | EAP TYPE *
Tunnel ; Privision Mode :
DThis is a computer-to-computer{ad hoc) network; wireless
access points are not used.
Channel: 5E
Username :
Wireless network security [_ \
This network requires a key for the following: Identity
Network Authentication:| Open System  + | l ‘
Data encrvption:ioisaued v | romain : ’ “
ASCIT PASSPHRASE Password ;
Key index (advanced): | Certificate :
4
| P&C Suto Select PAC
Confirm network key:

15



Step 3 You should now be connected. You should see “Status” in the top, middle
, and SSID, signal Strength, Link Quality.

REALTEK 11n USB Wireless LAN Utility
Refresh(R) Mode{M) View(\¥) About(a)

S 1§ MyComputer General | Profile | Avaiable Netwark | Status | Statistics | WiFi Protect Setup
<5 Realtek RTL81835L = 4 il l {

Status: Associated
Speed: Tx:48 Mbps Rx:48 Mbps
Type: Infrastructure

Encryption: None
SSID: saml123456

signal srength: |WERNNARNNRNNANNARNNRNNA [P
tink Quaity: [NNNNNNNNRNRRNNRNRNDRNNRNRNONONY (oo,

Network Address:
MAC Address: 00:ED:4C:71:00:47
1P Address: 192,168.3.103
Subnet Mask: 255.255.255.0
Gateway: 192.168.3.1

| ReMew IP
< 2>
Shaow Tray Icon [[] Disable Adapter -Close
[ Radio Off L e |
Ready MUM
Troubleshooting: If you are experiencing problems with the connection (unable to

connect, low signal strength, slow connection speed, not working, unstable wireless
connection) you will want to tune your router’s signal by changing channels on the
router.

You do not need to change the channel on the card, it will automatically pick up the new
channel after you reboot. The only channel that you need to change is the router's
channel.

Your router has 11 different channels to choose from. Start with channel 1 and work
your way up. Each time you change the channel on the router, make sure that you
restart the wireless computer before trying to connect again. Keep going through the
channels until you find one that gives you a stable connection.

For instructions on changing channels, refer to the documentation that came with your
router.

16



4. Wireless Utility

This section describes the various functions of the Wireless Monitor that you can

configure, including the settings of wireless encryption.

4.1 General

The General box, you with the status of the current connection, including status, speed,
type, encryption, network name (SSID), signal, link quality, and Network Address (MAC

Address, IP Address, Subnet Mask, Gateway).

REALTEK 11n USB Wireless LAN Utility

Refresh{R) Mode{M) View(V) About{a)

= 4 MyComputer General \VProfiIe | Available Netwark | Status || Statistics | wi-Fi Protect Setup |

& Realtek RTLE1885L

Signal Strength

Link Quiality

Status:
Speed:
Type:
Encryption:
SSID:

Associated
Tx:48 Mbps Rx:48 Mbps
Infrastructure

None
5am123456

i IIIIIIIIIIIIIIIIIIIIIIII ]72%
1 [IlIIIIIIIIIIIIIIIIIIIIIIIIIIII‘ 100%

Network Address:

MAC Address: 00:ED:4C:71:00:47
IP Address: 192.168.3.103

Subnet Mask: 255.255.255.0
Gateway: 192.168.3.1

{ Rehew IP |
Sl £
Show Tray Icon [] Disable Adapter
[ Radio Off
Iﬁeady NUM

17




4.2 Profile Settings

This section provides instructions on using the Profile section of the wireless monitor.
REALTEK 11n USB Wireless LAN Utility
Refresh(R) Mode(M) View(¥) About{a)

El] MyComputer Goraral
& RealtekRTLBI8ESL [~ @ —mmmm—

Available Profile(s)
_Profile Name Add

Rermave

Edit

Duplicate

Set Default

< |
Show Tray Icon [] Disable Adapter
[] Radio Off

Ready

The Available Profile(s) box lists the different profiles you've created for the
different networks that you use. Profiles are automatically created and added to this list
when you connect to new networks. You can also manually add profiles.

To modify an existing profile, select that profile from the Available Profile(s) box and
click on Edit.

To create a new profile, click on Add.

18



The Profile box will appear allowing you to specify the settings for your new profile or
change settings for your existing profile.

Wireless Network Properties:

Profile Name: r-a nready-wireless

Network Name(SSID); lanready-wireless

] This is a computer-to-computer{ad hoc) network; wireless 802.1x configure

access points are not used. EAP TYPE :
Channel: |9 (2452MHz) GTC
Tunnel :

Wireless network security
This network requires a key for the following:

Metwork Authentication: | WPA-PSK v Username :
Data encryption: l l

ASCIT PASSPHRASE ’ lldent'ty : |
Password :
Key index {advanced): | l l
MNetwork key:
r,******* Certificate :
Confirm network key:

T+&+é+é+9

Cancel

Once you are finished entering the settings, click OK to save the changes.

19



4.3 Available Network

The Available Network tab displays all the available wireless networks detected by the
Wireless Adapter.

REALTEK 11n USB Wireless LAN Utility

RefreshiR) Mode{M) View(y) About{sa)
ER ] Técom”tr | General Plofilerr Available Network | Status | Statistics | Wi-Fi Protect Setup |
Realtek RTLS1555LH e —
Available Network(s)
SSID Channel  Encryption  Network Authentication = Sigr &
I’:‘ 2 MNone Unknown 50
P mecimex 3 WEP Unknown 48
" obie 3 WEP Unknown 48
(Fsam123456 3 None Unknown 72
I” 6 MNone Unknown 28
" 1F_Flytech 6 WEP Unknown 28
F s TP-LINK_DSFEFOD 6 WEP Unknown 48 =
1 default & None Unknown 46
1" huanchensmc 6 WEP Unknown 28
P carot 8 TKIP WPA Pre-Shared Key 48
lanready 9 TKIP WPA Pre-Shared Key 62
e 11 WEP Unknown 44
£ avantComn 11 WEP Unknown 28
lrar sad mancRAC 44 [T (i) 1 lmlsemms s iam cho
< [ R
[ Refresh ] [ Add to Profile ]
Note
| Double click on item to joinfcreate profile,
< | >
Show Tray Icon [] Disable Adapter
[] Radio Off
Ready MUM

Simply select the wireless network you wish to connect to and double click.
If you have created multiple profiles, you can choice the SSID. Then click Add to
profile to enable that profile.

20



4.4 Configuring Encryption

This section describes the different types of encryption available and how to configure
them. In most cases, encryption will be automatically configured and all that will need to
be entered is the key, as described in Section 3 Step 2. The only time you will need to
manually configure the encryption settings is if you are creating a custom profile.

Click on Profile then Add.

The profile settings box will appear. This is where you will change your encryption
settings. As you can see you have some different options to choose from.
REALTEK 11n LUUSB Wireless LAN Utility
Refresh(R) Mode(M) View(V) About{A)

= ‘j N!Y‘Computer Genera Profile | fwvailable Network | Status | Statistics | Wi-Fi Pratect Setup
<% Realtek RTL8188SL | L 4 — o

Available Profie(s)

Profile Name SSID ‘ [ Add
@lanready lanready ‘

[ Rernove ]

Edit

[ Duplicate ]

[ Set Default ] |

<) >

Show Tray Icon [] Disable Adapter

[[] Radio Off

Ready

21



Wireless Network Properties: EZI

Profile Name:

Metwork Name(SSID): »

0 This is a computer-to-computer{ad hoc) network; wireless 802.1x configure

access points are not used. EAP TYPE !
Channel: (2412MH
Wireless network security Tunnel ;
This network requires a key for the Followj
Network Authentication: ?Open System Username ;
Data encryptiondichared Key l !
WPA-PSK =
: R ‘ WPA2-PSK Identity :
WPA B02.1X , \
WPAZ 802.1X
WEP 802.1x Password :
Key index {(advanced): | l I
Metwork key:
: Certificate :

Confirm network key:

Wireless Network Properties: E]

Profile Mame: |lanready sl

Network Name(SSID); |lanready-wireless

0 This is a computer-to-computer{ad hoc) network; wireless 802.1x configure

access points are not used. EAP TYPE :
Channel: 5
Wireless network security Tunnel :
This network requires a key for the following:
Network Authentication: ‘ Open System W ‘ Username :
Data encryption:f pisabled | \ ]
Disabled Identity :
ASCIL PASSPHRASE | [ ‘
Password :
Key index {(advanced): | l l
Network key:
r == Certificate :

Confirm network key:

These three are meant for the home user:

Disable: No encryption in use
WEP: The most popular but least secure form of encryption
WPA/WPA2-PSK: The most secure and recommended level of encryption

The remaining two are for use in a corporate environment that utilizes authentication

servers. If you do not know if you have an authentication server, you probably don’t and
will want to stick with the three options above.

22



Configuring WEP encryption

Wireless Network Properties: @

Profile Name: i‘i ady-Wireiess

Network Name(5SID): |lanready-wireless

O This is a computer-to-computer{ad hoc) network; wireless 802, 1x configure

access points are not used, EAP TYPE :

Channel: 9 (245204

‘Wireless network security Tunnel ;

This network requires a key for the following:

Network Authentication: | S Key v Username :

Data encryption: % WEP v ‘ [ I
[(Jascn  [[]PASSPHRASE | lldent'ty i \
- Password :
Key index {advanced): [1 vi ‘ J
Network key:
Certificate

Confirm network key:

Select WEP from the Data encryption box.

Under Network Authentication, you will want to select Shared key or Open System,
depending on the router settings.

ASCIl / PASSPHRASE will also be predetermined by the router. Refer to your routers
settings to find out what you should select here.

Key Index is the key on the router that is currently in use. Refer to your routers settings
to find out what you should choose.

Once you are done, click OK to save your settings.

23



Configuring WPA/WPA2-PSK Encryption (for home users)

Wireless Network Properties:

Profile Name;

MNetwork Name{SSID): [

0 This is a computer-to-computer{ad hoc) network; wireless 802.1x configure

access points are not used. EAP TYPE :

Channel: | (241 00H)
Wireless network security Tunnel ;

This network relgu_ires a key for the following:

Network Authentication: | \WPA-PSK e Username :

Data encryption: | TkIp v ’ I
ASCII PASTPHRASE | AES tenthy l

|

Password :
Key index (advanced): | | 1
Metwork key:
‘ Certificate :
Confirm network key:

Select WPA-PSK/WPA2-PSK from the Network Authentication box.

Under Data encryption select either TKIP or AES depending on the settings for your
router.

Enter the encryption key into the KEY box.

24



Configuring WPA/WPA2 Encryption (for corporate networks)

Wireless Network Properties:

Profile Name: ’

Metwork Name(SSID): \

] This is a computer-to-computer{ad hoc) network; wireless 802.1x configure

access points are not used, EAP TYPE :
Channel; \GTC N
Tunnel ;

‘Wireless network security

This network reguires a key for the following:
iNetwork Authentication: ;[WPA 802.1% ™ Username :

Data encryption: | aEs v 1 ‘
| TKIP Identity :

ASCIT PASYPHRASE | l ‘

Password :
Key index (advanced): | { ’
MNetwork key:
J Certificate :
Confirm network key:

|

Select WPA 802.1x /| WPA2 802.1x from the Network Authentication box.

Under Data encryption select either TKIP or AES depending on the settings for your
router.

25



Wireless Network Properties:

Profile Name: i

Metwork Name(SSID): \

] This is a computer-to-computer{ad hoc) network; wireless 802.1x configure

access points are not used. EAP TYPE :

GTC v

Channel: || (2412MHz)

‘Wireless network security
This network requires a key for the following: LEAP

Network Authentication: WPA 802.1% ™ ;glﬁg
Data encryption: | TkIp v ‘ l

ASCII PASSPHRASE | ]Ide"t'ty’ 1
Password :
Key index (advanced): | I '
MNetwork key:
i Certificate :
Confirm network key:

|

The adapter supports GTC,TLS, LEAP, TTLS, and PEAP authentication methods.
Refer to your system administrator for information about what settings you should enter

here.

26



4.5 Ad-hoc and Peer-to-Peer Wireless Networks

Ad-hoc networking is used when you want to connect two or more computers together
but you don’t have a router.

In ad-hoc mode, you lose a lot of the features that come with a router. The maximum
connection speed drops significantly to 11Mbps. WEP encryption is theonly security
available in ad-hoc mode.

To set up ad-hoc mode, you will need to create a new profile.

REALTEK 11n LUSB Wireless LAN Utility
Refresh(R) Mode(M) View(¥) About{a)

= % MyComputer General | Profile | Available Network | Status | Statistics | Wii Protect Setup |
B el enies ] e MR Do o ey St Sty AR

Available Profile(s)

Profile Name SSID Ll Add |
(DYlanready lanready

Rernove

Edit

[ Duplicate ]

| Set Defauit | (A

<) | >

Show Tray Icon [] Disable Adapter

[] Radio Off

Ready

27



Open the Wireless Monitor.

Click on Profile, then click on Add. The profile settings box will appear.

Wireless Network Properties:

Profile Mame; |

Network Name(S5ID): [

This is a computer-to-computer{ad hoc) network; wireless 802.1x configure

access points are not used, EAP TYPE :

(LTI (2412MHz2) Vi

Wireless network security Tunnel :
This network requires a key for the following:
Network Authentication; EWPA-None v ’ Username :
Data encryption: iAES v ] ’ ’
PASSPHRASE | o Identity :
ASCIT PASSPFHEASE ’
Password :
Key index (advanced): | ’ l
Metwork key:
B Certificate :

Confirm network key:

First change the network type to Adhoc. (Infrastructure is for when you are using a
router).

Enter a profile name into the Profile Name box so that you can identify the profile.
Type in a network name (SSID) into the SSID box

Select your desired Channel

You can also choose between no security or WEP security.  If you choose WEP security,
you can follow the instructions in the Configuring Encryption section of the manual.

Click OK to save the profile.

28



Once that is done, click on the Available Network.

REALTEK 11n USB Wireless LAN Utility

RefreshiR) Mode(M) View(y) About{s)
ERE) Técc’m”tr | General Plofilei Available Network | Status | Statistics | Wi-Fi Protect Setup |
Available Network(s)
\ SSID Channel Encryption  Network Authentication  Sigr #
‘ I’:‘ 2 None Unknown 50
¥ mecimex 3 WEP Unknown 43 |
1" ohie 3 WEP Unknown 43 |
| (sam123456 3 None Unknown 72
e 6 MNone Unknown 28
" 1F_Flytech 6 WEP Unknown 28
I”TP-LINK_DSFEIFD 6 WEP Unknown 48 = |
1 default & None Unknown 46
I’:'huanchensmc 6 WEP Unknown 28
I’f carot 8 TKIP WPA Pre-Shared Key 43
Planready 9 TKIP WPA Pre-Shared Key 62 |
e 11 WEP Unknown 44
£ avantComn 11 WEP Unknown 28
| Mrar sad maneRas 44 (¥ (min 1 lmlsemms o im cA
ES | 3 |
Refresh ] [ Add to Profile ]
Note
Double click on item to joinfcreate profile,
| < | > ) J
Show Tray Icon [[] Disable Adapter
[] Radio Off
Ready MUM

Select your new profile from the profile chooser and double click to enable the profile.

You will need to configure all other computers that you are planning on connecting to
your ad-hoc network with the same settings that you input on this screen. Every
computer has to be set up exactly the same. If any of the settings are different, the
network will not function.

Troubleshooting: If you are having trouble connecting, if the connection is slow, or if it
is unstable, you will want to try changing channels. Start with channel 1 and work your
way up until you find a channel that gives you a stable connection. Each time you
change the channel, save the settings, then reboot the computer. Also make sure that
you do this on every ad-hoc machine so that they will all be set to the same channel.

29



4.6 Wi-Fi Protected Setup (WPS)

Wi-Fi Protected Setup™ (WPS) is a new and easy way to configure the encryption for
your wireless network clients. In order to use it with your router, firstly, you will need to
have a router that supports this feature, like the AR670W Wireless N Router.

Secondly, you must configure the wireless encryption on the router; you can find
instructions for configuring it in the User Manual located on the CD that came with your
router. If your wireless router does not support WPS, you will need to set up the
wireless security manually and you can skip this section.

In the instructions below, we are going to use the utility, Wireless Monitor that comes
with the Wireless N adapters and the Wireless router as the example.

Step 1 Go to the computer with the Wireless N adapter and open the
Wireless Monitor. Click on the Wi-Fi Protect Setup or push hardware push button.

REALTEK 11n USB Wireless LAN Utility
Refresh{R) Mode(M) View(y¥) About{a)

= 1§ MyComputer | General | Profle | Available Network | Stalus | Statistics|| Wi Protect Setup |

&2 Realtek RTLB1885L

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for Wi-Fi network

Pin Input Config (PIN)
After pushing the PIN button.Please enter the PIN code into your
AP,

PIN Code : 63912968

Pin Input Config (PIN)

Push Button

After pushing the PBC button.Please push the physical button on
your AP or visual button on the WPS config page.

Push Button Config (PBC)

< >

Show Tray Icon [] Disable adapter

[] radio Off

Ready MNUM
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Step 2 Choose your configuration method, either Push Button or Pin Code and click
Next.

REALTEK 11n USB Wireless LAN Utility r b, f)_t‘
Refrodlll) Mido(M) Vewdy) About{a)

= o MyCompurer
& Aeakek ATLAIESR.

Germal | Frotie | Avatatie Netwod. | Stabus | Statsbes | WiFi Protect Sehp

Wi-Fi Protected Setup (WPS)

An easy and secure setup solution for WiF network
Pn input Config (PIN)
prcaammmw.mamwnmmamm

PIN Code : 63912968

[ Pnwpscontorm) |

Push Button

After pushing the PEC button.Plaase push the physical button on
your AP or visual button on the WPS config pags.

[ mmmBttoncotopec) |

< >
() Show Tray lcon [} Diabde Adutor -
[0 Rado Off

lu@/_ = T

Step 3a If you choose the Push Button method, make sure that you click on the Push
Button Config button.

Mefresdyll) ModolM) VewdY) Abcut{a)

= o MyComputer
<& Rnakek ATLAIESSL.

Germal | Protie | Avadatle Netwud. | Status | Statsbos | WiFi Protect Sehip

Wi-Fi Protected Setup (WPS)
An easy and secuie setup solution for WiF network

S i Coefis

Wi Fi Frotected Setup - FBC method

WiFi Protected Setup - PBC method

If there ks more then one AP on the PEC mode, theee wil be
[Session Overlip | Please wsing PIN method or wat for a

whin purh the Buttcn 3.
Status : kil WPS ... At
Corelote : (44
| Crmosoncoma ooy ] |
< >
%Slm‘rm lcon (] Do Adioter Coro
Rado Off
Ready [T
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Step 3b Push the WPS button on the router, and the blue LED will start blinking. The
router will now start the handshake with the wireless adapter, then the connection will
be built up in couple minutes.

Note: You will find the WPS button at the same place on Support WPS Wireless N Router.

Step 4a If you choose the Pin Code method, write down the PIN and click Yes.

REALTEX 110 USE Wireless LAN Utility
Refresh(fl) Mode(M) ViendY) Abor(a)

= § MyCompute General | Profle | Avadable Network | Sasthun | Stambes  WiFi Protect Sehsp

5 Reaktek RTLDIBASL
WI-Fi Protected Setup (WPS)

An sasy and securs setup selution for Wi Fl network

i Inout Config (PIN)
After pushing the PIN button Piease enter the PIN code nto your
L

PIN Code : 63912968

[ Pnrpstccetoen) |
Wi-Fi Protected Setup (WPS) X
button on

\?/ Do you want to select a specific AP ?

< >
[¥] Show Tray lcon 7] Disable Adapter Clos ol
7] Rako O

Noady NM

Choice you want to connect AP then click Select

REALTER 110 USE Wireless LAN WHility

Refreshill] Mode(M) Viewdy) Abour(A)
& 1 tycennte [ Benersi | Protle | Avadabie Netwerk. | Sistus | Stansacs | WhFi Protsct Sohs
& Foakek RTLOIDESL q
Wi-Fi Protected Setup - Select AP =3
|
WPS AP Name WPS AP MAC
AD-HOG 00:1B:11:F0:6C: 70 1 your
huanchensmc 00:13:F7:8D:6B:B0
(
on on
Select
< >
%) Show Tray lcon 7] Diable Adapter oo
[ Radko Off
noady MM
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Step 4b Log in to your router’s configuration page from the web browser and click on
Wireless. Then click Wireless security. Make sure that the Wi-Fi Protected
Setup Enable box is checked. Click the Add Wireless Device Wizard button.

Step 4c Enter the Pin Code in the Pin Number box and click Connect.

After a few moments both the router configuration screen and the adapter configuration
screen should show a message telling you that you are connected.

Step 4d Click Continue on the router configuration screen.
Note: If you cannot connect successfully with WPS, you need to log in to your router’'s

configuration and click on Wireless. Then click Wireless security. Make sure that the
Wi-Fi Protected Setup Enable box is checked.
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4.7 Access Point Mode

Access point mode allows you to set up your computer to act as a wireless router and
share its existing wired connection with other computers. In order to use this mode, the

computer will need to be hard wired directly to the internet.

To switch into access point mode click on Mode at the top of the utility window and click
on Access Point.

REALTIR 75 UHB Wireless LAN Utility

) | Wiew(¥) Abaut()

% MyC v Station JGeneral | Profile | Available Network | Status | Statistics | Wi Protect Setup|

| =

Status: Associated
Speed: Tx:54 Mbps Rx:54 Mbps
Type: Infrastructure

Encryption: TKIP
SSID: lanready

signal strength: (NYNNNRNRNNRNRNNRNRNNRNRNNNNND ) oo,
ik Quaity: (FNNNNNRNNNNANRNNRNRNRRNRNRNOAN oo,

Network Address:
MAC Address: 00:ED:4C:71:00:47
[ 1P Address: 192.168.3.79
Subnet Mask: 255.255.255.0
Gateway: 192.168.3.254
<

ReNew IP |
) Ll 2
Show Tray Icon [[] Disable Adapter

[[] Radio Off [ windows Zero Config

NUM

The system tray icon will change:

x  1:34 PM
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And the interface will change providing you with new options:

REALTEK 11n USB Wireless LAN Utility

Refresh{R) Mode{M) View(¥) About{a)
=% MyComputer General ||Advanced | Statistics | ICS
<2 Realtek RTLE1885L I—IA = ;
I SSID: userpc_AP
Fssociation Tablq
| AID | MAC Address Life Time
Config
< %
Show Tray Icon [] Disable Adapter
[] radio Off
Ready HUM

SSID displays the current SSID setting of the adapter. The SSID is what other
computers will need to look for when trying to connect to your adapter.

BSSID is the physical address or MAC address of your wireless adapter.
Association Table shows you the remote computers that are currently connected to
your wireless adapter.

Clicking Config will take you to the following menu:

In the Advanced tab, you can change settings like Beacon Interval, DTIM Period, and
Preamble Mode to fine tune your adapter’s connection. Click apply after making
changes so that they take effect. If you need to change the settings back to what they

were originally, click on Set Defaults, then click Apply.

35



X

Wireless Network Properties:

Profile Name: ’»«m- Point Mode

Network Mame(SSID): lanready-Tony_AP

|Channel: Il (2412MHz) vll

Wireless network security
This network requires a key for the following:

Metwork Authentication: | Open System W
Data encryption: | pisabled v

ASCIT PASSPHRASE ‘

Key index (advanced): |
Metwork key:

|

Confirm network key:

Here you can set all of the options for your adapter.

Network Name(SSID) this is the name that your wireless adapter will be broadcasting.
Channel allows you to select which channel you want the network to operate on. You
may want to change this if you are having connectivity issues.

Wireless Network Security can be set if you want to secure your network. The
process is the same as client mode and you can follow the instructions in Section 4.4 to

configure the encryption.
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REAL TEK 110 LISH Wireless L AN Ltility

Refrosh(R) Modn(l) Wiew(Y) About(a)
3 MyComguter Genetsl | Furarced | Sistisies | ICS
& Reskek RILOIGUSL
Gengral
Deacon Intervd
m
DTIM Period:
3
Preamble Mods
1Sl -
Sot Detaits | | Ay |
< >
[¥] Shaw Tray lcon [[] Desble Adapter -
[7] Rada Off
Ready M

ICS or Internet Connection Sharing shows the device that the adapter is using to
provide an internet connection to wireless clients. This is automatically configured

during the setup.

REAL TEK 110 USH Wireless LAN Utilily ()i 3]
Refrosh(Rl) ModedM) View(y) About{a)
5 MyComputer Genersl | Advanced Swnb&_L_l

5 Reskek RTLUIETS.
Sotting Interredt Cormexcbion Shaing (I0S)
Conniiame Devica Name

N Locd Area Connact,..  LGLARCIGTZ
i Locd Area Connection  Atheros L2 Fast Ethernet 107100 Base-T Controler

Publc Network
Local Avea Connection 2 CGLAPCIGT2

| | Aoty ]l

< > -
%fiw;’;favkm [ Cisabie Adspter | Corr l
fready MM
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4.8 About

The About tab shows the Utility, Driver versions.

& REALTEK 11n USB Wireless LAN Utility
. Version 700.1575 511.2000
2% Copyright () 2003-2009
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Appendix A — Features

Frequency Band
e 24~25GHz

Standards
* |EEE 802.11b/802.11g
e 802.11n draft 2.0

Interface
e USB20

Security
. WEP, TKIP,AES-CCMP, WPA-
PSK,WPA2-PSK,802.1x, , EAP-
TLS,EAP-TTLS,PEAP(EAP-
GTC),PEAP(EAP-MSCHAPV2),
Jumpstar2.0

Transmitted Power

* [802.11b:19dBm

[1802.11g:18dBm
*  802.11n:18dBm

Data Rate
* Transmitting: Up to 300Mbps*
* Receiving: Up to 300Mbps*

System Requirements
e 300 MHz processor or better
* 512Byte RAM
* Available USB port

OS Compatibility
*  Windows 2000/XP/Vista
e linux
* MAC OS 10.4/10.5

Dimensions
e 33x15x7mm (LxW x H)

Temperature
* Operating: 0°C to 55°C
» Storage: -20°C to 70°C

Humidity
* Operating: 10% to 80% Non-
Condensing
e Storage: 5% to 90% Non-
Condensing

Warranty
e Limited 1-year warranty

Safety Approvals
* FCC,CE,IC
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Appendix B — Information

Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital

device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide

reasonable protection against harmful interference in a residential installation. This

equipment generates, uses and can radiate radio frequency energy and, if not installed

and used in accordance with the instructions, may cause harmful interference to radio

communications.  However, there is no guarantee that interference will not occur in

a particular installation. If this equipment does cause harmful interference to radio or

television reception, which can be determined by turning the equipment off and on, the

user is encouraged to try to correct the interference by one of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the

following two conditions: (1) This device may not cause harmful interference, and (2) this

device must accept any interference received, including interference that may cause

undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party
responsible for compliance could void the user's authority to operate this equipment.

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is firmware-limited to
channels 1 through 11.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. End users must follow the specific operating instructions for satisfying RF
exposure compliance. To maintain compliance with FCC RF exposure compliance
requirements, please follow operation instruction as documented in this manual.

This transmitter must not be co-located or operating in conjunction with any other antenna
or transmitter.

SAR compliance has been established in typical laptop computer(s) with USB slot, and
product could be used in typical laptop computer with USB slot. Other application like
handheld PC or similar device has not been verified and may not compliance with
related RF exposure rule and such use shall be prohibited.
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Industry Canada Statement

This device complies with RSS-210 of the Industry Canada Rules. Operation is subject
to the following two conditions:

1) this device may not cause interference and

2) this device must accept any interference, including interference that may cause
undesired operation of the device

IMPORTANT NOTE:

IC Radiation Exposure Statement:

This equipment complies with IC radiation exposure limits set forth for an uncontrolled
environment. End users must follow the specific operating instructions for satisfying RF
exposure compliance. To maintain compliance with IC RF exposure compliance
requirements, please follow operation instruction as documented in this manual.

Technical Support

E-mail: support@kozumi-usa.com

Web Site: www.kozumi-usa.com

*Theoretical maximum wireless signal rate derived from IEEE 802.11g standard and IEEE 802.11n draft specification version 2.0.
Actual data throughput will vary. Network conditions and environmental factors, including volume of network traffic, building
materials and construction, mix of wireless products used, radio frequency interference (e.g., cordless telephones and microwaves)
as well as network overhead lower actual data throughput rate. Specifications are subject to change without notice. All products and
trademarks are the property of their respective owners.
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