Wireless Outdoor Bridge

User Guide

Before operating the unit, please read this manual and retain it for future use



FCC Interference Statement

This equipment has been tested and found to comply with the limitsfor aClass B
digital device pursuant to Part 15 of the FCC Rules. These limits are designed to
provide reasonable protection againg radio interference in acommercia environment.
This equipment can generate, use and radiate radio frequency energy and, if not
ingalled and used in accordance with the indructions in this manua, may cause
harmful interference to radio communications. Operation of this equipment in a
resdentid areaislikdy to cause interference, in which case the user, a hisown
expense, will be required to take whatever measures are necessary to correct the
interference.

Notice : The changes or modifications not expressy gpproved by the party
responsible for compliance could void the user’ s authority to operate the equipment.

IMPORTANCE NOTICE: To comply with FCC RF exposure compliance requirements, the
antenna used for this transmitter must be fixed-mounted on outdoor permanent structures
with a separation distance of at least 1.5 meter from all persons and must not be co-located
or operating conjunction with any other antenna or transmitter. No change to the antenna or
the device is permitted. Any change to the antenna or the device could result in the device
exceeding the RF exposure requirements and void user’s authority to operate the device.

CE Declaration of Confor mity

This equipment complies with the requirements relating to electromagnetic compatibility, ETS300/328,
ETS 301/489-17 and EN 60950. This meets the essential protection requirements of R& TTE Directive
99/5EEC on the approximation of the laws of the member states relation to el ectromagnetic
compatibility.


Mike Kuo
IMPORTANCE NOTICE: To comply with FCC RF exposure compliance requirements, the antenna used for this transmitter must be fixed-mounted on outdoor permanent structures with a separation distance of at least 1.5 meter from all persons and must not be co-located or operating conjunction with any other antenna or transmitter. No change to the antenna or the device is permitted. Any change to the antenna or the device could result in the device exceeding the RF exposure requirements and void user’s authority to operate the device.
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Chapter 1 Introduction

Thank you for choosing the outstanding wireless bridge for wireless point-to-point
bridging applications. This wireless bridge offers a low-cost alternative to installing
cable or dedicated telephone lines. You can connect two or more buildings quickly
and easily with no expensive, time-consuming cable installation and no monthly
service fees (unlike leased 56K, ISDN or T1 lines). The wireless bridges establish
radio links between two or more networks up to 25 km and transmit data between
buildings faster than T1 lines allowing users to gain Internet access, email and
network resources located in different buildings easily and efficiently.

This wireless bridge radio operates in the 2.4 GHz frequency band and uses
advanced Direct Squence Spread Spectrum technology to provide high-speed and
secure connectivity between multiple locations. This wireless bridge uses a
browser-base management system. The system settings are on web pages. Before you
install and use this product, please read this manual carefully for fully functions of
this product.

1.1 Features and Benefits

Feature Benefit

Point-to- Point, Lets users transfer information between two
Multipoint-to- multipoint buildings or multiple buildings across the area
connectivity

Lightning Protector (Surge Arrester)  Include 3 lightning protected factor locate in
power amplifier, DC-Converter and

DC-Injector and a lightning protector.

Watertight and Weatherproof

Avoid water invade and weather corrode

Excellent range with antenna
options

Provides wireless link up to 25km(16miles)
using antennas and power amplifier

|EEE 802.11 b Compliant

Fully interoperable with IEEE 802.11 b
compliant products

Two built-in 10/100Mbps Switch
Ports

Scalahility, able to extend your network

64 /128-bit WEP data encryption

Powerful data security

Web-based configuration

Helps administrators to remotely configure or
manage the AP with web browser

MAC address filtering

Ensures secure network connection

Power Amplifier Upgradeable

Flexibility and cost-effective

NetBEUT support

Allows access intranet via My Network Place

SNMP management

Simplified management by Network
Management Programs




1.2 Packing List

Ethernet Inline Power Injector
30m Ethernet Cable

AC Power Adapter

Quick Installation Guide

Wall and Mast Mounting Bracket
U-bolts

Enough Screws

Installation CD

Lightning Protector

Grounding Wire

N Type(Mu)-N Type(Mu) RF Cable
6dBi Omni Direction Antenna



Chapter 2 Hardwar e I nstallation

2.1 Panel Layout

2.1.1 Panel of DC-Converter
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Figure 2-1 DC-Converter

DC-Converter Indicator:

Function LED Color | Status Description
DC-Converter| Green On Power has being appliedto
DC-Converter.
Bridge Green On Power has being sent from DC OUT.
POWER Power has being applied to Power
Power Green on Amplifier. Only functionally when the
Amplifier Power Amplifier has been set into this
device.
Data has been sent via Power
Power . Amplifier. Only functionally when the
X AmplifierTx Red | Blinking Power Amplifier has been set into this
device.
Table2-1
Bridge Indicator:
LED Function Color Status Description
POWER _ P_owgr Green on Power has being applied to this
indication product.
M1 System status | Red Blinking This product is functioning
properly.
WLAN W|r_el_ess Green | Blinking S(_endl ng or receiving datavia
activity wireless.
An active station is connected to
LAN1 On X
LAN? Link status Green the correspondi |jg LAN port. :
Link/Act. Blinking The corresponding LAN port is
sending or receiving data.
10/100 Data Rate Green On Datais transmitting in 100Mbps




LED

Function Color Status Description

on the corresponding LAN port.

Port:

Table 2-2

Port

Description

RESET

To reset system settings to factory defaults, please follow the steps:
Power off the device,

Press the reset button and hold,

Power on the device,

K eep the button pressed about 5 seconds,

Release the button,

Watch the M1 LED, it will flash 8 times and then M 1 flash once per
second.

Ok wdPE

ToBridge

Two ports (LAN1and LANZ2) connect with the bridge module board.
Refer to the 2.1.3 Side Panel of Bridge for more detail.

With Power
Amplifier
Only

Thisitem include two sub-items (To Power Amplifier and To Bridge)
only use in when the power amplifier has been used. Refer to the 2.1.2
Side Panel of DC-Converter for more detail.

DC OUT

DC connector transmits 12 voltage power which connects with DC-IN
in the side panel of bridge.

LAN1 (PoE)

LAN port connects to the DC-Injector which uses PoE (Power over
Ethernet) technology. This port has the physical connection to the
LAN1 port which locates in the side panel of DC-Converter.

LAN2

LAN port uses to connect to the other bridge has the physical
connection to the LAN2 port which locates in the side panel of
DC-Converter.

Table 2-3

2.1.2 Side Panel of DC-Converter

To Powar &mpllfier
v

To Bridgs LANI L& N2
v - -

Figure 2-2 Side Panel of DC-Converter

Port Description
To Power g
Amplifier Connectsto the power amplifier use the SMA to SMA cable.
Connectsto the Bridge’'s module board use the SMA to SMA cable.
ToBridge
Connectsto the LAN1 port which locates in the side panel of bridge.
LAN1
Connectsto the LAN2 port which locatesin the side panel of bridge.
LAN2

Table2-4



2.1.3 Side Panel of Bridge

Port

DC IN

LAN1

LAN2

EE

LAN2 LAN1 DTN

Figure 2-3 Side Panel of Bridge

Description
DC connector comes with 12 voltage power which connects with DC-out
in the DC-Converter.
Connectsto the LAN1 port which locates in the side panel of
DC-converter.
Connectsto the LAN2 port which locates in the side panel of side panel
of DC-converter.

Table 2-5

2.1.4 Front Panel of DC-Injector

DC INJECTOR

-
FOWER )
Figure 2-4 Front Panel of DC-Injector
LED Function Color | Status Description
POWER | Power indication | Green On Power has being applied to this
product.
Table 2-6
2.1.5 Rear Panel of DC-Injector
()
OC IN
T ERIDGE To LAN A,
Figure 2-5 Rear Panel of DC-Injector
Port Description
DC IN 48V Connects with a power code which attached by the package.
Connects to the existed network. The cable connection should be
straight Ethernet when connect this unit to the HUB/SWITCH and the
ToLAN crossed cable when connect it directly to a PC Network Interface Card
(NIC).
: Connectsto the DC-Converter's LAN1 (PoE) port.
ToBridge

Table 2-7




2.2 Procedure of Hardware I nstallation

Outdoor /Bridge
Anterna

Wirskess Qiridoor Bridge

ToLAN Indoor /De Injector
Figure 2-6

1. Decide how to place Bridge

Because this product is a radio device works in the 2.4 GHz frequency
range. For optimum utilization installing this product away from microwave
ovens or other devices, operating in the 2.4 GHz frequency range, which can
cause signal interference. Otherwise, install this product' s antenna in an area
where the trees, buildings and large steel structures such as file cabinet and
bookshelves do not obstruct the signa to and from the antenna. In conclusion,
the antenna should be located in the higher direct line-of-sight space.

2. Lightning Protection

Radio transmitters, receivers and RF cables require protection when
attacked by lightning strikes.

The surge protectors contain fast response gas filled arrestors to provide
low let through voltage for fast rise time transients. The device is configured
to minimize circuit capacitance and the performance can be assured up to
2GHz. Standard models provide protection for receivers and transmitters up to
a 1KW power level.

Installing this device in outdoor may be subject to lightning strikes. To
properly protect your equipment, you should install the lightning arrestor to



prevent an electrical surge from traveling through the antenna cable and into
the building. Lightning protection for a building is more forgiving than
protection of electrical devices. A building can withstand up to 100,000 volts,
but electrical equipment may be damaged by just a few volts.

Direct earth grounding of the antenna and the Lightning Protector is
necessary to protect the installation from lightning and the build-up of static
electricity.

The ground terminal is located on the lightning protector that attached with
this unit. Connect one end of the grounding cable to the Ground terminal and
the other end to a good ground connection.

The package content contains a lightning arrestor, and should be installed
and grounded at the point wher e the cable enter sthe antenna.

. Connect the Antenna and Lightning Protector

The bridge connects to a Lightning Protector directly and the Lightning
Protector connects to the outdoor antenna with a standard N(Mu)-N(Mu) type
lowloss cable. A longer cable may decrease the distance achievable between
antennas.

The picture of lightning protector is shownin Figure 2-7.

. Antenna Mast Requirements
To accommodate the outdoor antennas, the antenna mast must satisfy the
following requirements:

* The congtruction of the mast must be of a sturdy, weatherproof and no
corrosive material like for example galvanized or stainless steel construction
pipe.

* Typica diameter of the mast should be between 35 mm (1.4 in.) and 41 mm
(1.625 in.). Subject to the type of antenna that you intend to install other
diameters may be possible as well.

* The height of the antenna mast must be sufficient to allow the antenna to be
installed at least 1.5 m (5 ft.) above the peak of roof. If the roof is metal,
then the height of the antenna should be a minimum of 3 m (10 ft) above the
roof.

* The mast or wall-bracket must be free from any substance that may prevent
agood electrical connection with the antenna; for example, paint.

. Connecting the Ground Wire

Direct earth grounding of the antenna and the Lightning Protector is
necessary to protect the installation from lightning and the build-up of static
electricity.

The Ground terminal is located on the lightning protector that attached
with this unit as shown in Figure 2-7. Connect one end of the grounding cable
to the Ground termina and the other end to a good ground connection.
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Greund Cable

Figure 2-7 Lightning Protector

6. Connect the Ethernet and Power Cable

®  Connect the power code to the DC-IN port on the rear panel of the
DC-Injector.

®  Connect an Ethernet cable to the RJ-45 port (To LAN) on the rear
panel of the DC-Injector. Use the straight cable to connect to the
HUB/SWITCHA or use the crossed cable to connect to the PC's
Network Interface Card (NIC).

®  Connect an Ethernet cable to the other RJ-45 port (To Bridge) on the
rear panel of the DC-Injector and connect the other erd to the LAN1

(PoE) port on the side of DC-Converter.

1



7. Thelnternal Connection of Bridge

a. Without Power Amplifier
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Figure 2-8 Internal Construction without Power Amplifier

® Connect DC-OUT of the DC-Converter to DC-IN which locates in the
side panel of the Bridge Module Board with a Power Cable (320mm).

® Connect DC-Converter and Bridge Module Board on each LAN1 port
with aRJ-45 Cable.

® Connect the N-Type(Fu) to SMA(Mu) Cable to the SMA port (Fu)
which locates in the side panel of the Bridge Module Board.



b. With Power Amplifier Inside
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Figure 2-9 Internal Construction with Power Amplifier

®  Connect the SMA port (Fu) of the DC-Converter (To Power Amplifier)
to the SMA port (Fu) of the Power Amplifier (IN) with alonger SM A
(Mu) to SMA (Mu) Cable (330mm).

® Connect the SMA port (Fu) of the Bridge Module Board (Under the
Power Amplifier) to DC-Converter (To Bridge) with a shorter SM A
(Mu) to SMA (Mu) Cable (100mm).

® Connect DC-Converter and Bridge Module Board on eachLAN1 port
with aRJ-45 Cable.

® Connect DC-OUT of the DC-Converter to DC-IN which locates in the
side panel of the Bridge Module Board with a Power Cable (320mm).

® Connect the N-Type (Fu) to SMA (Mu) Cable to the SMA Out port
(Mu) which locates in the bottom of the power amplifier.
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Without Additional DC-Injector

External Antenna

Lightning Protection KIT

Wireless Outdoor Bridge |
L

DC Injector

Figure 2-11
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8. Installing the Outdoor Bridge

a. Mounting Bracket on the wall
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Figure 2-13

b. Mounting Bracket on the Mast with the U-blots
The mast must (not provided) be constructed of sturdy, weatherproof, no
corrosive material such as galvanized or stainless steel construction pipe.

Figure 2-14



9. Connect to the other Bridge

For some speciad reasons, you may need to install two bridges as a

wireless repeater to lengthen the coverage range. Connect two bridges using a
crossed cable and plug into the LAN2 port in the side panel of the
DC-Converter as shown in Figure 2-2. Refer to the Chapter 3.3 for creating
two of Bridges as a wireless repester.

10. Antenna Alignment

In case Bridge A is connecting with network IP 192.168.123.100. Bridge

B is connecting with network 1P 192.168.123.101.

1

Figure out the rough direction/ location for both of the communication
stations A and B by map finding or by experience in using GPS
compass telescope first!!

Connect both station stations A and B, roughly fix the Antenna and
pointing to the station direction for each other.

In DOS Mode, Ping A computer to B computer. (command ping
192.168.123.101 ).

Stay B ANT. in the same direction, Fine tune A Antenna only with small
angle (less than 5 degree) in up/down/right/left direction, please check
the result of 1P being ping, make sure the system in linking condition as
well as the time out possibility and response time as low as possible, if
the system been tuned to this condition, it is time to fix the A Antenna,

If the A Antenna has been fixed, please tune and fix the B Antenna
according to procedure 4. (Command for B computer to Ping A
computer: ping 192.168.123.100 —t).

If the link quality and the signa strength not in reasonable performance,
please repeat step 4 and 5 until optimum condition.

16



Chapter 3 Create a Bridge Network Environment

3.1 Bridge Configuration

Login this device with the administrator' s password as “admin” (default).
Select Primary Setup.

In the Primary Setup page, make sure the Mode is Bridge.

Enter the address into IP Address field which is in the same subnet with your
network environment.

Set the “Channel” and “SSID” of this device and another one which you want
to connect in the same channel and SSID.

6. Save the settings above and then reboot this device.

el N

o

ki -Preechonad Weksss Aocess Poan (B 1 950
Adwinistrater's . .
Wladn Hemm Primary Setup
Ttem Reating
b IF Address 192 16, 2L 54
b Mode EIE -
¥ Metwark [INEAIT) detauk
¥ Chaonel
¥ WEP Secusty # Dagahie WEF

Baghie TEEE 64 bt Shared Koy seconry
Baghle TEEE 123 bet Stawed K ey seounty
LWEF Eey L
WEFEep 2
WEF Ky 3

WEF Eeyd

|E=e | | Unio P&L; Arkdrmsy oot | | Hep|

Figure 3-1

3.2 Create a Bridge Network Environment

The bridge supports external gain antennas with omni-directional or directional
capabilities. Omni-directional antennas are suited for systems requiring a signal
distribution in more than one direction. High-gain directional antennas are best suited
for longer coverage range in afixed direction.

Due to the differences in placement and physical environment, every network
application has their unique installation. Before installing multiple bridges, you
should implement a testing of each site to determine the optimum networking
components and to maximize coverage range and network performance.

Think about the operating and environmental conditions of following when
implement this testing:

17



1. Multipath propagation
Transmitted signals can combine with reflected ones to corrupt he signal
detected by the receiver. The PATH between two antennas is a straight line as
shown in Figure 3-2. Any obstacle in this PATH can redirect parts of the
transmitted signal as shown in Figure 3-3. The best propagation path is a clear
line of sight with good clearance between the PATH and any physical obstacle.

TF&I‘ISH’IHIET REDEWET

S ! Clearance

Figure 3-2

Receiver

D

Transmitter

Figure 3-3



2. Pathloss

Path loss between the transmitter and receiver is a key consideration when
designing a wireless LAN solution. Expected levels of path loss, based on the
range between the transmitter and receiver, provide valuable information when
determining requirements for transmit power levels, receiver sendtivity and
signal-to-noise ratio. Actua path loss depends on the transmit frequency, and it
grows exponentialy as the distance increases between the transmitter and receiver.
In addition, path loss is minimized when there exists a clear line of sight and is
lower when antennas are positioned higher. Refer to the potential obstacles to
Line of Sight as shown in Figure 3-4, Figure 3-5 and Figure 3-6.

Figure 3-5

Figure 3-6
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3. Physical environment and Obstructions
Open areas provide better coverage range than closed areas. Also, the
obstructer such as steel buildings or trees can block or decrease communication
between bridges. To avoid this situation, the antennas should be located in where
is no or few obstruction between the sending and receiving antennas.

4. Rooftop Installation
Rooftop installations offer several advantages such as Fewer obstacles in
path, Increasing the range of antenna, reducing multipath problems and
Improving performance due to greater height. But please notice that Rooftop
Installations are extremely dangerous! Incorrect installation way may cause in
serious injury or death. Such installations should be performed by the professional
installer.

5. Throughput of Data
Coverage range is inversely proportional to data rates. The maximum radio
range is achieved at the lowest workable data throughput .



3.3 Connect Buildings by using Bridges

Wireless point-to-point networks use technologies very similar to wireless
LANSs. A radio-based wireless point-to-point network as shown in Figure 3-7 and
Figure 3-8 is currently the most common method for providing connectivity
within a metropolitan area. All of these bridges have to use highly directional
antennas to focus the signal power in a narrow beam, in order to maximizing the
transmission distance. The actua transmission distance of a particular product,
depends on environment conditions and terrain. Rain, for example, causes
resistance to the propagation of radio signals, decreasing the effective range. A
mountainous area will also hamper the transmission range of the signals. Refer to
Chapter 3.2 for determining how to set up the wireless bridge environment.

3.3.1 Point to Point Configuration

In point-to-point configuration, a pair of bridgesis set up to communicate only
with each other. In a typical point-to-point application, the bridge acts as a data
channel, providing a wireless link between sites separated by considerable
distances. Actual distance attained depends on the antennas used and their
installation. Both voice and data can be transmitted between sites.

R

Hub, Switch
or Router

Inline Power Inline Power
Injector Injector

Figure 3-7
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Hub, Switch
or Router

Inline Power
Injector

Figure 3-8




3.3.2 Repeater Configuration

The repeater configuration extends maximum communication range beyond
the radio horizon. An additional pair of bridges is set up at an intermediate site,
one oriented towards each of the end points. Transmissions from one end point are
received by the intermediate bridge facing it, passed by wire to the other
intermediate bridge, and retransmitted to the other end point. This configuration
normally requires directional antennas for maximum range.

Figure 3-9

NOTE: To minimize the influence of obstacles, signal interference or reflections,
install the antennas at least 2 meters (6 feet) away from all other antennas. Use
the straight cable (RJ-45) to connect to the HUB/SWITCHA or use the crossed
cable to connect to the PC’'s Network Interface Card (NIC).
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Chapter 4 General Configuration

4.1Loginand Start up
This product provides a web based configuration scheme, make possible to
configure by web browser such as Netscape Communicator or Internet Explorer.

1. Start the web browser, and disable the proxy or add the IP address of this
product into the exceptions of Proxy setting. Then, type this product’ s IP
address (the default setting is 192.168.123.254) in the Location (for Netscape)
or Address (for IE) field and press ENTER.

2. You will see the web user interface after the connection is established. To log in
as an administrator, enter the system password (the default setting is” admin )
in the System Password field and click on the Log in button. If the password is
correct, the web appearance will change to Administrator’ s Main Menu.

4.2 Inspect System Infor mation
Check system information with click the System Info in Administrator' s Main
Menu.

Network 1D (SSID): The current setting of SSID
Firmware Version: The current firmware version on this device
MAC Address; The MAC address of this device

o0 @ »

Printer: The possible kinds of printer status include ‘Ready”, ‘Not ready”,
“Printing...”, and “Device error”.

24



a Multi-Functional Wireles s Access Point Web-Console - Microsoft Internaet Exploner

Eile Edit “ew Fawoites Tools Help

Muiti-Funciional ‘Wireless Access Point

Administrator's
Main Menn System Info

Itern Infy
Hetweork ID (5300 default

Frowware Vergion -—

WAC Addrass FF-FF.FE.FF.-FF-FF
Wireless Status Feady

Item Peripheral Status Sidenote
Frintar Mot ready

Help | Refresh |D|:playt|rr-_=.' Tharsday, May 31, 2001 6:11:57 P

Figure4.1

When this device is printing, there may appear a “Kill Job” button on the
Sidenote column. Y ou can click this button to cancel the current printing job

manually.

4.3 Tool Box
This option enables you to change the administrator password.

There are some useful buttons in this page:

Item Function

View Log View the system logs

Reboot Reboot this device

Backup Setting Y ou can backup your settings by clicking this

button and save it as a bin file. Once you want to
restore these settings, please click Firmware
Upgrade button and use the bin file you saved

Reset to Default Reset the settings of this device to the default
values

this device

Firmware Upgrade Prompt the administrator for afile and upgrade it to

25



NOTE: we strongly recommend you to change the system password for security
reason.

3 Multi-Functional Wirsless Access Poind Web-Conzole - Microsoft Inermet Explorer
File Edt Yes Foaones: Toos Help -

Rl -Functional Wireless Acoess Podant

Adminisirator s

Main Menu Toolbox

Change Administrator's Password
Cild Passward I
Hew Paszword EI Che 1
Reconfirm L L

©liacellanesous Comibnards

Wienw Liog... | Reboor | Backup Setting I
Resot to Dafault | Firnvware Upgrade... | Halp I
Figure 4.2

4.4 Primary Setup

'ﬁ kulti-Funclionol Wiiekes: Acsess Point Weab-Console - Miciosol Intarnst Explones
| Ei= Edt Wiew Foonles Tods Hel El

Multi-Functienal Wirsless Access Point

Administrator's Pri“lﬂl'}r Set“l‘j
Nain Menm
Item Hetting
b I Address |192. 168123254
F Mods - - |
b Wetwork T SEITH [chezFamnate
b Charrel [ =]
b WEFR Securby & Dsable WEP

" Enable IEEE &4 bit Shored Eey sacuriby
© Enokls IEEE 124 bit Sharedd sy security

& WEP Key 1

WEF Eay 3
T WEF Eeyd

|
© WEF Key2 [
|
|

Save | Unda l MAL Address Contraol... I Help |

Figure 4.3
This option is primary to enable this product to work properly.

1.1P Address: the | P address of this device.
2.Mode: the operating mode of this device. The default mode is “Bridge”, which

26



is the normal operation mode of a Bridge. Users can change it to the “AP”
mode if you want this product to work as a wir el ess access point.

b Idcde

P Metwork ID(REI0)
b Channel

Figure 4.4

3.Network ID (SSID): Network ID is used for identifying the Wireless LAN
(WLAN). Client stations can roam freely over this product and other Access
Points that have the same Network ID. (The factory setting is “default”).
Note: This item worl t take effect in “Bridge” mode.

4.Channel: The radio channel number. The permissible channels depend on the
Regulatory Domain.
The factory setting is as follows:

Countries Channel
USA/Canada 1-11
Europe/Australia (ETSI) 1-13
Japan (All) 1-14
Singapore, France 10- 13
|srael 3-8

5WEP Security. Select the data privacy algorithm you want. Enabling the
security can protect your data while it is transferred from one station to
another. The standardized |EEE 802.11 WEP (64-bit or 128-bit) is used here,

6.WEP Key 1, 2, 3 & 4 After enable the 64-bit or 128-bit WEP key security,
please select one WEP key to be used in default setting and then input 10 or 26
hex-decimal (0-9, A-F) digits.

7.MAC Access Control: Setup MAC addresses to control which wireless
clients can associate to the wireless LAN and this device or connect to this
device.
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3 Multi-Functional Wir “oint Web-Console - Microsoft Intemnet Explorer
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Figure4.5

MAC Address Control allows only client devices with specified MAC
addresses to associate and pass data through this device.

[tem Function
MAC Address Check “Enable” to enable the “MAC Address
Contral Control”. All of the settings in this page will take

effect only when “Enable” is checked.

Connection control Check "Connection control” to enable the controlling
of which wired and wir eless clients can connect to
thisdevice. If aclient is denied to connect to this
device, it means the client can't access to the Internet
either. Choose "dlow" or "deny" to allow or deny the
clients, whose MAC addresses are not in the "Control
table" (please see below), to connect to this device.
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Association control Check "Associationcontrol” to enable the controlling
of which wir eless client can associate to the wireless
LAN. If aclient is denied to associate to the wireless
LAN, it means the client can't send or receive any data
viathis device. Choose "alow" or "deny" to alow or
deny the clients, whose MAC addresses are not in the
"Control table", to associate to the wireless LAN.

Control table "Control table" is the table at the bottom of the "MAC
Address Control" page. Each row of this table
indicates the MAC address and the expected |1P
address mapping of a client. There are four columnsin
this table as shown in the below Table.

Item Function
MAC Address MAC address indicates a specific client.
IP Address Expected | P address of the corresponding
client. Keep it empty if you don't careits IP
address.
C When "Connection control” is checked,

check "C" will allow/deny the
corresponding client to connect to this
device.

A When "Association control” is checked,
check "A" will allow/deny the
corresponding client to associate to the
wireless LAN.

In this page, we provide the following Combobox and button to help users to
input the MAC address.

DHCP clients | select one -- LI Copy to |]:D I vI

Figure 4.6



Select a specific client in the “DHCP clients” Combobox, and then click on the
“Copy to” button to copy the MAC address of the client you select to the ID selected
inthe “ID” Combobox.

Previous page and Next Page To make this setup page smple and clear, we have
divided the “ Control table’ into several pages.
Y ou can use these buttons to navigate to different
pages.



Chapter 5 System Troubleshooting

Problem and Indication

Possible Solution/ Answer

What is this bridge’ s default
IP Address?

This bridge’ s default IP addressis 192.168.123.254

| reset this bridge to factory
defaults but the |P address
hasn't changed.

Resetting this device to factory defaults does not
reset the device's |P address to 192.168.123.254

| can't exchange data over a
Point to- Point link.

Check the following steps:

1. Ensure that each device has the same Channel
and SSID.

2. Confirm that both devices have Bridge Mode
enable.

3. Make sure that al obstructions and possible
sources of interference were considered when
designing the path.

Lots collisons on my
network have increased
dramatically after | installed
this device?

If these devices in your installation have a poor
radio link, then this can increase the number of
collisions on the network. Improve the radio link
between each device to reduce the number of
collisons.

What antenna should | use
with this bridge?

This device does not ship with an antenna. You
should order an antenna additionally. Antenna
selection depends on the requirements of your
microwave path. Refer to the Table 3-1 to get the
recommendation of the antennas.

| can't ping aremote site
from across the wireless link.

This deviceis only valid over the Ethernet interface
and will not respond to ping requests from across
the radio link.

No Power to device, Power
LED is off.

1. Power cord is not properly connected. Please
verify power cord to connect to this device and to
the power outlet.

2. Power supply is defective. Please replace the
power supply.

Wireless link has established,

1. Check that the LINK LED islighted Green. If
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Problem and Indication

Possible Solution/ Answer

but there is no Ethernet
activity.

thisis not the case, the port is inactive. Try another
port on the hub or another UTP cable.

2. Ensure that Ethernet port in unit isworking. Ping
this device to confirm Ethernet connection.

3. Verify that you are using a cross-over UTP cable
(pins1 & 3,2 & 6) if connected directly to
workstation, or a straight-through cable if
connected to a hub.
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Appendix A TCP/IP Configuration for Windows

95/98/M E/2000/X P

This chapter will introduce how to install the TCP/IP protocol in the persona
computer and using the TCP/IP setting to connect this device correctly.

A.1 Configure Windows 95/98/M E Platfor msfor working with this
device

1. Connect this device to a computer by general network cable.

2. On the Windows 95/98/ME Platforms, click Start button and choose Settings,
then click Control Panel .

3. Double click Network icon and select Configuration tab in the Nework
window.

4. Click Add button to add network component into your PC.

Metwork EH

Configuration l Identification] Access Controll

The follawing network, components are installed:

B8 PCI Fast Ethernet DEC 21140 Based Adapter ﬂ
i MNetBEUI -» DiaHp Adapter

i MetBELI -+ PCI Fast Ethermet DEC 21140 Based Adapter
i TCPAP -» Dial-Up &dapter

;h‘:'_TI:ZF'.-"IF' -» PCI Fast Ethernet DEC 21140 Baszed Adapter
B\ File and printer sharing for Microsoft Metwarks

Add... \ Remove | Properties |
Primary Metwaork Log:

Client for Microsaft Metwarks ﬂ

File and Print Sharing... |

Drezcription

TCPAIF iz the protocal vou use to connect to the Internat and
wide-area networks.

] | Cancel




5. Double click Protocol to add TCP/IP protocol.

Select Hetwork Component Type EE3

Click the type of network. component wou want to install:
Cliert

Cancel

| (=3
(=%
o

Y Protocol

FProtocol iz a 'language’ a computer uzes. Computers
must uze the zame protocol to communicate.

6. Sdect Microsoft item in the manufactures list. Then choose TCP/IP in the
Network Protocolslist. Click OK button to return to Network window.

Select Network Protocol E

Click the Network Protocol that you want ta inztall, then click OK. If you have
3 an ingtallation disk for this device, click Have Disk.

Manufacturers: Metwork Pratocols:

& Baryan & Fast Infrared Protocel ;I
] & IP=/SP-compatible Protocol

Y Microzaft & Microsoft 32-bit DLC

4™ Mawell & Micrazoft DLC

4 MetBELI

Have Disk... |
[a]:8 I Cancel |

7. The TCP/IP protocol shall be listed in the Network window. Click OK to
complete the install procedure and restart your PC to enable the TCP/IP
protocol.

8. After rebooting, dick Start button and choose Settings, then click Control
Panel.

9. Doubleclick Network icon. Select the TCP/IP line that has been associated to
your network card in the Configuration tab of the Network window.

10. Click Properties button to set the TCP/IP protocol for this device.



Network HE

Configuration | Identificationl Access Cc-ntr-:ll

The following network. components are inztalled:

B3 PCI Fast Ethernet DEC 21140 Based Adapter ;I
4 MetBEUI -» DialUp Adapter
[ MetBEUI -+ PCI Fast Ethernet DEC 21140 Bazed Adapter
4~ TCPAP -3 Dial-Up Adapter
¥ TCP/IP - PCI Fast Ethemet DEC 21140 Based Adapter

v File and printer sharing for Microzoft Metwork s

Add... | Remowve | Properties |

Frimary Metwork Logon:
Client for Microzoft Network s j

File and Print Sharing. .. |

D escription

TCRAIP iz the protocol you use to connect to the Internet and
wide-area networks,

Ok I Cancel

11. Select Specify an | P address in the IP Address tab. The default 1P address of
this product is 192.168.123.254. So please use 192.168.123.XxX (XXX iS
between 1 and 253) for IP Address field and 255.255.255.0 for Subnet Mask
field.

TCP/IP Properties EH

Bindngs |  Advanced | MemiDs |
DMS Configuration I Gateway I WwMS Configuration P Address

An IP address can be automatically assigned to this computer,
If wour network. does not automatically aszign IP addresses, ask
wour netwark, administrator for an address, and then bpe it in
the space below.

€ Obtsin an [P address automatically

¢ Specify an IP address:

IP Address: [192.168.123.115 |

Subnet Mask: | 256.2565.2556. 0] |

ak. I Cancel




12. In the Gateway and DNS tab, do not put anything.
13. Click OK buttonto finish the TCP/IP setting and restart the computer.



A.2 Configure Windows 2000/XP Platformsfor working with this
device

1. After complete installation the windows 2000/XP, the system will
automatically install the TCP/IP protocol.

2. Connect this device to a computer by general network cable.

3. On the Windows 2000/XP platform, right click My Network Places on the
desktop then select Properties.

4. Inthe Network Connections dialogue window, right click the network
connection icon of Wireless LAN PC Card and select properties.

% Network Connections

File Edt View Favorites Tools  Advanced  Help i',"‘

¥ search Fodes | -

W BT ¥

Address I‘}, Metwark Connections

gy " LANorHigh-Speed Internet

i‘
k_,f' Local Area Connection

|| Network Tasks A5

EJ Create a new
conneckion

ﬂ Setup & home:or small
office metwork

6_ Disable this netwiork
device

% Repalr this connection
I@ Rename this connection

&) View status of this
conneckion

[9] Change settings of this
conneckion

Other Places

Ga Control Pang|
&y Network Places
lDI My Dacumerits

':‘ My Cormputer

Details

S

Local ‘Area Connection 2
Ensblzd
1P Address: 192.168,1,12 w

91 e fe oo
T | | Disable

Wigw Available Wireless Networks
Status
Repair

Bridge: Connections

Create Shortout

Rename

| Pripstties
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5. Inthe General tab, choose I nternet Protocol (TCP/IP) and click the
properties button.

L Local Area Connection 2 Properties

General | Wwéireless Metworks || Authentication | .&dvanced

l:cnnnec:t usmg

| m \wireless Lo PO Card

This connection uzes the following items:

‘ [l =€3-=NWL|nk MNetBI0S
L

|

[w#] “-Ei-= FWLink |F‘><.-"5F‘><.-"NE:tBIDS Compatible Transpart F'rDt

»
&=

Diezcription

Tranzmizzion Contral Protocal/nternet Protocol. The default
wide area netwaork. protocol that provides communication
across diverse interconnected networks,

Show icon in notification area when connected

[ Ok J [ Cancel J

6. Inthe General tab, select Usethe following | P address and set a | P address
which isin the same subnet with this product(default is 192.168.123.254).
7. Do not put anything in the Default gateway and DNS field.

Internet Protocol (TCPFIP) Properties

General |

“'ou can get IP settings aszigned automatically if vour network: supports
thiz capability. Othenwize, vou need to ask vour network. administrator for
the appropriate |P. settings.

) Obtain an IP address automatically
(&) Use the following IP address:

IP address: [ 192 188 . 123 . 11 |

Subnet mask: 2554__._25i£5§.___'”

Default gateway: | ; ; : |

Obap DEES sarver addisss automatically

(@) Uza the following DMS server addresses:

Freferred DNS server: [ i |

Alternate DMS servern ' . ) . |

|_ (]9 J [ Cancel I

Click the OK button to complete TCP/IP setting.



Appendix B Technical Specifications

General

Data Transfer Rate 11, 5.5, 2 and 1 Mbps, Auto Fall-Back

Range (open environment) 11 Mbps —-300m/450m ( 23 dBm output
power)
5.5 Mbps —-400nY600m ( 23 dBm output
power)
2 Mbps —500m/750m ( 23 dBm output
power)
1 Mbps —-800nY1200m ( 23 dBm output
power)

Antenna Connector N-Type

LED Indicator Power, Bridge and RF activity

WEP Data Encryption 64/128-hit

Regulation Certifications FCC Part 15/UL, ETSI 300/328/CE

Networ k

Interface Two 10/100Mbps RJ-45 Switch Port

Security MAC address filtering

M anagement Web-based configuration

Radio

Frequency Band 2400 2.484 GHz

Radio Type Direct Sequence Spread Spectrum (DSSS)

Operation Channels 11 for North America, 14 for Japan,
13 for Europe, 2 for Spain, 4 for
France

Modulation 11 Mbps/ 5.5 Mbps CCK 2 Mbps:

DQPSK 1 Mbps: DBPSK
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RF Output Power 29.50Bm(891mW)--FCC
20dBm(100mW)--CE

Temperature Range 0to50°C (32to 131 °F)-operating
-20t080 ° C(-4t0 176 F) storage
Humidity (non-condensing) 5% 95% typical

Dimensions 354(L)mm * 249(W)mm * 89(H)mm
13.9(L)in. * 9.8(L) in. * 3.5(H) in.
Weight 2.1Kg

Power Supply Active Ethernet (power over
Ethernet) -48 VDC/0.7A
External Unit: Auto sensing 100/240
VAC; 50/60 Hz

Surge Arrester 20KA Surge Current






