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FCC STATEMENT

FS

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to
part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with the instructions, may cause harmful interference to
radio communications. However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to correct the interference by
one or more of the following measures:

e  Reorient or relocate the receiving antenna.
e Increase the separation between the equipment and receiver.

e (Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

e  Consult the dealer or an experienced radio/ TV technician for help.
This device complies with part 15 of the FCC Rules. Operation is subject to the following two conditions:
1) This device may not cause harmful interference.

2)  This device must accept any interference received, including interference that may cause undesired
operation.

Any changes or modifications not expressly approved by the party responsible for compliance could void the
user's authority to operate the equipment.

Note: The manufacturer is not responsible for any radio or TV interference caused by unauthorized
modifications to this equipment. Such modifications could void the user's authority to operate the equipment.

FCC RF Radiation Exposure Statement

This equipment complies with FCC RF radiation exposure limits set forth for an uncontrolled environment. This
device and its antenna must not be co-located or operating in conjunction with any other antenna or
transmitter.

"To comply with FCC RF exposure compliance requirements, this grant is applicable to only Mobile
Configurations. The antennas used for this transmitter must be installed to provide a separation distance of at
least 39 cm from all persons and must not be co-located or operating in conjunction with any other antenna
or transmitter.”

Note: Operations are restricted to indoor usage only.

CE Mark Warning

C€15880

This is a class B product. In a domestic environment, this product may cause radio interference, in which case
the user may be required to take adequate measures.

National Restrictions

This device is intended for home and office use in all EU countries (and other countries following the EU
directive 1999/5/EC) without any limitation except for the countries mentioned below:



Country Restriction Reason/remark
. General authorization required for outdoor use and
Bulgaria None ) .
public service
Outdoor use limited to 10 mw  Military Radiolocation use. Refarming of the 2.4 GHz band has
France eirp.  within  the band been ongoing in recent years to allow current relaxed
2454-2483.5 MHz regulation. Full implementation planned 2012
If used outside of own premises, general authorization is
Italy None i
required
General authorization required for network and service
Luxembourg None
supply(not for spectrum)
This subsection does not apply for the geographical area within
N Impl
onway mplemented a radius of 20 km from the centre of Ny-Alesund
Russian Federation None Only for indoor applications

Note: Please don't use the product outdoors in France.

Canadian Compliance Statement

This device complies with Industry Canada license-exempt RSS standard(s). Operation is subject to the
following two conditions:

(1)This device may not cause interference, and

(2)This device must accept any interference, including interference that may cause undesired operation of the
device.

Le présent appareil est conforme aux CNR d'Industrie Canada applicables aux appareils radio exempts de
licence. L'exploitation est autorisée aux deux conditions suivantes :

(1) l'appareil nedoit pas produire de brouillage, et

(2) l'utilisateur de l'appareil doit accepter tout brouillage radioélectrique subi, méme si le brouillage est
susceptible d'en compromettre le fonctionnement.

This device has been designed to operate with omni-directional dipole antennas, and having a maximum
gain of 3.04dBi for 2.4G, 4.15dBi for 5G Band 4, and 4.95dBi for 5G Band 1. Antennas not included in
this list or having a gain greater than 3.04dBi for 2.4G, 4.15dBi for 5G Band 4, and 4.95dBi for 5G Band 1,
are strictly prohibited for use with this device. The required antenna impedance is 50 ohms.

To reduce potential radio interference to other users, the antenna type and its gain should be so chosen that
the equivalent isotropically radiated power (e.irp.) is not more than that permitted for successful
communication.

This radio transmitter (IC: 8853A-C2600 / Model: Archer C2600) has been approved by Industry Canada
to operate with the antenna type listed below with maximum permissible gain indicated. Antenna types
not included in this list, having a gain greater than the maximum gain indicated for that type, are strictly
prohibited for use with this device.

Le présent émetteur radio (IC: 8853A-C2600/ Model: Archer C2600) a été approuvé par Industrie Canada
pour fonctionner avec les types d'antenne énumérés ci-dessous et ayant un gain admissible maximal. Les
types d'antenne non inclus dans cette liste, et dont le gain est supérieur au gain maximal indiqué, sont
strictement interdits pour l'exploitation de I'émetteur.



Approved antenna(s) list

Antenna Type:External omni-directional antenna
Gain: 2412-2462MHz: 3.04dBi

5150-5250MHz: 4.95dBi

5745-5825MHz: 4.15dBi

Industry Canada Statement
Complies with the Canadian ICES-003 Class B specifications.
Cet appareil numérique de la classe B est conforme a la norme NMB-003 du Canada.

CAN ICES-3 (B)/NMB-3(B)

Caution :

(i) the device for operation in the band 5 180-5 240 MHz is only for indoor use to reduce the potential
for harmful interference to co-channel mobile satellite systems;

(ii) high-power radars are allocated as primary users (i.e. priority users) of the bands 5 745-5 850 MHz
and that these radars could cause interference and/or damage to LE-LAN devices.

Avertissement:

(i)les dispositifs fonctionnant dans la bande 5 180-5 240 MHz sont réservés uniquement pour une
utilisation a I'intérieur afin de réduire les risques de brouillage préjudiciable aux systémes de satellites
mobiles utilisant les mémes canaux;

(ii) De plus, les utilisateurs devraient aussi étre avisés que les utilisateurs de radars de haute puissance
sont désignés utilisateurs principaux (c.-a-d., qu’ils ont la priorité) pour les bandes 5 745-5 850 MHz et
que ces radars pourraient causer du brouillage et/ou des dommages aux dispositifs LAN-EL.

Radiation Exposure Statement:

This equipment complies with IC radiation exposure limits set forth for an uncontrolled environment.
This equipment should be installed and operated with minimum distance 45 cm between the radiator
& your body.

Déclaration d'exposition aux radiations:

Cet équipement est conforme aux limites d'exposition aux rayonnements IC établies pour un
environnement non contrdlé. Cet équipement doit étre installé et utilisé avec un minimum de 45 cm
de distance entre la source de rayonnement et votre corps.

Korea Warning Statements:
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Safety Information

® When product has power button, the power button is one of the way to shut off the product; when there
is no power button, the only way to completely shut off power is to disconnect the product or the power
adapter from the power source.

® Don't disassemble the product, or make repairs yourself. You run the risk of electric shock and voiding the
limited warranty. If you need service, please contact us.

® Avoid water and wet locations.

This product can be used in the following countries:
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Tp-LINK® TP-LINK TECHNOLOGIES CO., LTD

DECLARATION OF CONFORMITY

For the following equipment:

Product Description: AC2600 Wireless Dual Band Gigabit Router
Model No.: Archer C2600

Trademark: TP-LINK

We declare under our own responsibility that the above products satisfy all the technical regulations
applicable to the product within the scope of Council Directives:

Directives 1999/5/EC, Directives 2004/108/EC, Directives 2006/95/EC, Directives 1999/519/EC, Directives
2011/65/EU

The above product is in conformity with the following standards or other normative documents

EN 300328 V1.8.1

EN 301 489-1V1.92 & EN 301 489-17V2.2.1

EN 55022: 2010 + AC: 2011

EN 55024: 2010

EN 61000-3-2: 2006 + A1: 2009 + A2: 2009

EN 61000-3-3: 2013

EN 60950-1: 2006 4+ A11: 2009 + A1: 2010 + A12: 2011
EN 50385: 2002

EN 301 893 V1.7.1

The product carries the CE Mark:

C€1588®

Person responsible for making this declaration:

)

Yang Hongliang
Product Manager of International Business

Date of issue: 2015

TP-LINK TECHNOLOGIES CO., LTD

Building 24 (floors 1, 3,4, 5), and 28 (floors 1-4) Central Science and Technology Park, Shennan Rd,
Nanshan, Shenzhen, China
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Chapter 1. Get to Know About Your Router

This chapter introduces what the router can do and shows its main features and appearance.
This chapter contains the following sections:

e Product Overview

*  Main Features

e Panel Layout

Chapter 1 Get to Know About Your Router1



1.1 Product Overview

What This Product Does

TP-LINK's Archer C2600 AC2600 Wireless Dual Band Gigabit Router is a combined wired/wireless network connection
device with integrated wireless router, reducing hassle of configuration and saving space. Featuring a variety of
features and rich functionality, Archer C2600 is the perfect hub of your home or business network.

802.11ac - The Next Generation of Wi-Fi
TP-LINK's Archer C2600 comes with the next generation Wi-Fi standard — 802.11ac, backward compatible with 802.11n

and 3 times faster than wireless N speeds. With higher power efficiency and robust security, 802.11ac is the perfect
way to accelerate a home multimedia network and solve congestion that multiple devices may cause.

2600Mbps Concurrent Dual Band - More Bandwidth, Less Interference

With 1800Mbps wireless speeds over the crystal clear 5GHz band and 800Mbps over the 2.4GHz band, Archer C2600
offers you the flexibility of two dedicated networks and ensures amazing wireless performance. Simple tasks such as
sending e-mails or web browsing can be handled by the 2.4GHz band while bandwidth intensive tasks like online
gaming or HD video streaming can be processed by the 5GHz band - all at the same time.

Broad Wi-Fi Coverage

Featuring four fixed external antennas and high power amplifiers, Archer C2600 is able to boost Wi-Fi coverage
throughout your home.

Multifunctional USB Port — Easy Storage and Sharing

Using the Archer C2600's multi-functional USB 2.0 port, you can share a printer with multiple computers and devices
on your network and can also share files & media at home or via the FTP server while away from home.
Interchangeable LAN/WAN Port - Versatile Connectivity

The Archer C2600 supports Ethernet WAN connections (EWAN), which allows users to have the flexibility of different
Internet connections among cable using its interchangeable LAN/WAN port. This unique feature makes it easier
when users need to change to fiber or cable services when necessary.

Guest Network

Guest Network Access provides secure Wi-Fi access for guests sharing your home or office network in a controlled
manner without needing to expose private Wi-Fi access codes or other personal data.

IPv6 Supported

Archer C2600 supports IPv6, which is the foundation of the next generation of the Internet and enables a range of
new services and improved user experience.

1.2 Main Features

e Supports 802.11ac - The next generation of Wi-Fi, compatible with 802.11n
*  Simultaneous 2.4GHz 800Mbps and 5GHz 1800Mbps connections for 2600Mbps of total available bandwidth

Chapter 1 Get to Know About Your Router2



2 dual band fixed external antennas and high power amplifiers provide stable signals and optimal wireless

coverage

Supports USB Storage Sharing, Print Server, FTP Server, Media Server. Share a printer locally and files & media with

networked devices or remotely via FTP server

Ethernet WAN (EWAN) offers another broadband connectivity option for connecting VDSL, cable or fiber
modems

Adopts Advanced DMT modulation and demodulation technology.

Supports long transfers, the max line length can reach to 6.5Km.

Built-in DHCP server.

High speed and asymmetrical data transmit mode, provides safe and exclusive bandwidth.

Compatible with all mainstreams DSLAM (CO).

Provides integrated access of internet and route function which face to SOHO user.

Guest Network Access provides secure Wi-Fi access for guests sharing your home or office network
Parental Controls allow parents or administrators to establish restricted access policies for children or staff
IP-based Bandwidth Control makes it easier for you to manage the bandwidth of devices connected to the router
Supports IP/MAC filter and URL filter, Access Control list

SPland NAT firewall protects end-user devices from potential attacks from the Internet
WPA-PSK/WPA2-PSK encryptions provide user networks with active defense against security threats
Supports remote configuration and management through SNMP and CWMP.

Easy one-touch WPA wireless security encryption with the WPS button

Wi-Fi On/Off Button allows users to turn their wireless radio on or off

Supports firmware upgrade and Web management

Supports Virtual Server, DMZ host and Port Triggering

Supports Dynamic DNS, UPnP and Static Routing

Supports system log and flow Statistics

Supports IPv6

Supports firmware upgrade and Web management

Chapter 1 Get to Know About Your Router3



1.3 Panel Layout

1.3.1  Top View

The router's LEDs are located on the top panel (view from top to bottom). You can check the router’s working status

by following the LED Explanation table.

System initialization complete.

System initializing or firmware upgrading is in process. Do not disconnect or
power off the router.

Power is off. Please ensure that the power adapter is connected correctly.

LED Explanation:
On
© (Power) Flash
Off
White
- (Internet) Orange
Off

The network is available with a successful Internet connection.

The router connect to the Internet, but you can not access the Internet.

There is no successful Internet connection or the router is operating in Bridge

Chapter 1 Get to Know About Your Router4



mode. Please refer to Note 2 for troubleshooting.

On The wireless 2.4GHz band is working properly.
N (Wireless)
Off The wireless 2.4 GHz band is disabled.
On The wireless 5GHz band is working properly.
N (Wireless)
Off The wireless 5GHz band is disabled.
L] On At least one LAN port is connected.
L= (LAN)
Off No LAN port is connected.
on A wireless device has been successfully added to the network by WPS
function.
¢ (WPS) WPS handshaking is in process and will continue for about 2 minutes. Please
Flash press the WPS button on other wireless devices that you want to add to the
network while the LED is flashing.
Off A wireless device has failed to be added to the network by WPS function.
On The USB device is identified and ready to use.
g (USB) Flash The USB device is being identified.
Off No USB device is plugged into the USB port.
Note:

1. After a device is successfully added to the network by WPS function, the WPS LED will keep on for about 5 minutes and
then turn off.

Chapter 1 Get to Know About Your Router5



1.3.2  The Back Panel

LAN 3 LAN 2

The router's back panel shows the connection ports, buttons and antennas (view from left to right). Refer to the
following for detailed instructions.

LANT, LAN2, LAN3,

LANA/WAN These ports (1, 2, 3,4) connect the router to the local PC(s).
Internet This port is where you will connect the DSL/cable Modem, or Ethernet.
POWER For connecting the router to power socket via the provided power adapter.

POWER ON/OFF The switch for the power. Press it to power on or off the router.

Used for wireless operation and data transmit. Upright them for the best Wi-Fi

Antennas
performance.
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1.3.3  The Side Panel

The router's side panel shows the connection ports, buttons (view from left to right). Refer to the following for detailed
instructions.

USB For connecting to a USB storage device or a USB printer.

WiFi ON/OFF For turning on/off the WiFi function.

The switch for the WPS function. Pressing this button for less than 5 seconds enables the
WPS function. If your client devices, such as wireless adapters, that support Wi-Fi Protected

WPS Setup, then you can press this button to quickly establish a connection between the
router and client devices and automatically configure wireless security for your wireless
network.

The switch for the RESET function. There are two ways to reset the router's factory defaults.

Method one: With the router powered on, use a pin to press and hold the RESET button
RESET for at least 8-10 seconds. And the router will reboot to its factory default settings.

Method two: Restore the default setting from Backup & Restore of the router's Web-based
Management.

Chapter 1 Get to Know About Your Router?



Chapter 2. Connect the Hardware

This chapter contains the following sections:

*  Requirements for Operation

e Position Your Router

e (Connect Your Router

Chapter 2 Connect 8



2.1 Requirements for Operation

To connect and use the router for Internet sharing, you must have the following:

e Broadband Internet Access Service (DSL/Cable/Ethernet).

e PCswith an active Ethernet Adapter and an Ethernet cable with RJ45 connectors.
e TCP/IP protocol on each PC.

o Web browser, such as Microsoft Internet Explorer, Mozilla Firefox and Apple Safari.

2.2 Position Your Router

The Product should not be located where it will be exposed to moisture or excessive heat.

e Place the router in a location where it can be connected to the various devices as well as to a power source.

o Make sure the cables and power cord are safely placed out of the way so they do not create a tripping hazard.
e The router can be placed on a shelf or desktop.

e Keep away from the strong electromagnetic radiation and the device of electromagnetic sensitive.

2.3 Connect Your Router

Follow the steps below to connect your router.

1. If your Internet connection is through an Ethernet cable from the wall instead of through a DSL / Cable / Satellite
modem, connect the Ethernet cable directly to the router’s Internet port, then follow steps 5 and 6 to complete
the hardware connection.

Chapter 2 Connect 9
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Internet

Piner adapter

Power adapuer

2 Turn off the maderm, and remove
the backup battery If it has one.

1 Install the antennas and
pasition them vertically for
best signal reception.

_'\_ 3 Connect the madem ta the Internet part
- on your router with an Ethernet cable

4 Turn on the modern, and then wait
about 2 minutes for it 1o restart,

1) Install the antennas and position them vertically for best signal reception.

2)  Turn off the modem, and remove the backup battery if it has one.

3)  Connect the modem to the Internet port on your router with an Ethernet cable.
4)  Turn on the modem, and then wait about 2 minutes for it to restart.

5)  Turnon the router.

6)  Verify that the following LEDs are on and solid before continuing with the configuration.

) B\ N2
Power 2.4G 5G Internet
On Oon Oon Blue

Note:

If the 2.4G LED N\ and 5G LED ™ are off, please press the Wi-Fi On/Off button on the side panel for 2 seconds and
check the LEDs again in a few seconds later.

2. Connect your computer to the router.
Option 1: Wired

Turn off the Wi-Fi on your computer and connect the devices as shown below.

Ethernet cable
/ Q / EB——a8
— ~
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Option 2: Wirelessly

Connect wirelessly by using the SSID (Network Name) and Wireless Password/PIN printed on the product label at
the bottom of the router.

TP-LINK® AC2600 Wireless Dual Band Gigabit Router

Model: Archer C2600
Power: 12V 4.0A

0T AT O AN
et diat)

SWO!

1 SSIDT2LINK_X0KK

5 SSIDT2-LINK_XOK,

FC

Option 3: Use the WPS button

If your computer or wireless adapter has a physical WPS button, you can use the WPS button to quickly connect
the router.

1) Press the WPS button on the router for 1 seconds.
2)  Within 2 minutes, press the WPS button on your adapter for 2 seconds.
3)  The WPS LED flashes for two minutes during the WPS process.

4)  When the WPS LED is on, the client device has successfully connected to the router.
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Chapter 3. Log into Your Router

With a Web-based utility, it is easy to configure and manage the Archer C2600 AC2600 Wireless Dual Band Gigabit
Router AC2600 Wireless Dual Band Gigabit Router. The Web-based utility can be used on any Windows, Macintosh or
UNIX OS with a Web browser, such as Microsoft Internet Explorer, Mozilla Firefox or Apple Safari.

Follow the steps below to log into your router.

1. If the TCP/IP Protocol on your computer is set to the static (fixed) IP address, you need to change it to obtain an IP
address automatically. Refer to Appendix C: Configure the PC to configure your computer.

2. Visit http://tplinkwifi.net, and log in with the userame and password you set for the router.

£ http://tp-linkwifi. net,-‘1

TP-LINK

Archer C2600

‘ Username |

R
(&)

‘ Password | Forget password?

Note: If the login window does not appear, please refer to FAQ > Q1.

Chapter 3 Log into Your Router12
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Chapter 4. Set Up Internet Connection

This chapter introduces how to connect your router to the Internet. The router is equipped with a web-based Quick
Setup wizard. It has many ISP information built in, automates many of the steps and verifies that those steps have
been successfully completed. Furthermore, you can set up IPv6 connection if your ISP provided IPv6 service.

This chapter includes the following sections:

o Use Quick Setup Wizard

*  Manually Set up an Internet Connection

e Setup /Pv6 Connection

e Jestnternet Connectivity

Chapter 4 Set Up Internet Connection13



4.1 Use Quick Setup Wizard

To set up my router with several easy steps quickly:

1. Visit http//tplinkwifi.net, and log in with the username and password you set for the router.
2. Create a new username and password, then click Confirm. Re-login using the new credentials.

Set up a new username and password

New Username: | |

MNew Password:

Confirm New Password:

3. (Click Quick Setup, Select your region and time zone, and click Next.
Note:
Per FCC regulations, all Wi-Fi products marketed in the U.S. is locked to the U.S. region.

Region and Time Zone

Time Zone: (GMT-08:00) Pacific Time -

4. Select your WAN Connection Type, or click Auto Detect if you are unsure of what your connection type is. Click
Next and follow the instructions.

Internet Connection Type

Region and Time Zone

Dynamic IP
Static IP
PPPOE

L2TP

o O 0 O

PPTP

5. Use the default or change the wireless settings, and click Next.

Chapter 4 Set Up Internet Connection14
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7.

Note: If you change the default SSID and password, write down the new wireless settings.

@ <

Internet Connection Type Wireless Settings Test Your Connection

Region and Time Zone

Wireless 2.4GHz:
Wireless Network Name (S5ID):

Password:

Wireless 5GHz:
Wireless Network Name (S5ID):

Password:

[ Enable Wireless Radio
TP-LINK_263F [] Hide SSID

09897717

[ Enable Wireless Radio
TP-LINK_263E_5G [] Hide s5ID

09897717

Confirm your settings, and then click Save to continue or Back to make changes.

@ .

Internet Connection Type Wireless Settings Test Your Connection

Region and Time Zone

Region:
Time Zone:

Internet Connecticn Type:

Wireless 2.4GHz:
Wireless Network Mame (SSID):

Password:

Wireless 5GHz:
Wireless Network Name (SSID):

Password:

o -

Summary

United States
(GMT-08:00) Pacific Time

Dynamic IP

on
TP-LINK_263F

09897717

On
TP-LINK_2683E_5G

09897717

(==

Test your Internet connection, then click Finish to quit the Quick Setup.
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Internet Connection Type Wireless Settings Test Your Connection
Region and Time Zone Summary
Congratulations!

You have completed the Quick Setup process.

Click Test Internet Connection below, then click Finish.

Note:
1. If you don't find your ISP in the ISP list, please select Other and then enter the information provided by your ISP.

2. During the quick setup process, you can change the preset wireless network name (SSID) and wireless password. Once
done, all your wireless devices must use the new SSID and password to connect to the router.

4.2 Manually Set up an Internet Connection

To manually add an Internet connection without following the instructions of the Quick Setup wizard:

1. Visit http//tplinkwifi.net, and log in with the username and password you set for the router.
2. Goto Basic> Internet page.

Select your Internet Connect Type. Enter the information provided by your ISP for the Connection Type.

Internet

Internet Connection Type: Dynamic IP v

® Do NOT Clone MAC Address

(O Clone Current Computer MAC Address

Mote: If you are not sure which Internet Connection Type you have, use Auto Detect or contact your
Internet Service Provider (ISP) for assistance.

4. Click Save to make the settings effective and you can refer to Test Internet Connectivity to test the Internet
connection.

Note: You can view and edit all Internet connections on Advanced > Network > Internet page.
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4.3 Setup IPv6 Connection

If your ISP provided also supports IPv6 connection and your ISP has provided some detailed IPv6 parameters, you can
configure the router to permit IPv6 connection.

1. Configure the WAN settings.

2. Visit http://tplinkwifi.net, and log in with the username and password you set for the router.
1) Goto Advanced > IPv6 page.

Internet

IPVG:

Internet Connection Type: L 4

LAN

Assigned Type: () DHCPvEe (@ SLAAC+ Stateless DHCP (O SLAAC+ RDNSS
Address Prefix: /64

Address: FEBD::20A:EBFF:FEDC:263F/64

2)  In the Internet Connection Type list, select the IPv6 connection type. Your Internet service provider (ISP) can
provide this information.

Internet

IPvG:

Internet Connection Type: v
Static IP

LAMN Dynamic IP (SLAAC/DHCPYG)
PPPOE

Assigned Type: HCP (O SLAAC+ RDNSS
gtod Tunnel

Address Prefix: /64

Pass-Through (Bridge)

Address: FEB0::20A:EBFF:FEOC:263F/64

3)  Fillininformation as required by different connection type. (Red blanks must be filled.)
® StaticIP: Fill in blanks and click Save.
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® Dynamic IP: Click Advanced to have more configuration if ISP requires. Click Save to save the settings and
then click Renew to finish the configuration.

Internet

IPVG:

Internet Connection Type: Dynamic IP (SLAAC/DHCPvG) -

IPvG Address:
Primary DNS:

Secondary DNS:

Advanced

® PPPoE: Fill in the Username and Password. Click Advanced to have more configuration if ISP requires.
Click Save to save the settings and then click Connect to finish the configuration.

Internet

IPVG:

Internet Connection Type: FFPoE L4

Uzername:
Password:

IPvE Address:

Advanced

® 6tod Tunnel: An IPv4 Internet connection type is a prerequisite for this connection type. (Go to ..for more
information.) Click Advanced to have more configuration if ISP requires. Click Save to save the settings
and then click Connect to finish the configuration.
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Internet

IPvG:

Internet Connection Type: 6tod Tunnel -
IPv4 Address: 0.0.0.0

IPv4 Subnet Mask: 0.0.0.0

IPv4 Default Gateway: 0.0.0.0

Tunnel Address:

@ Advanced

® Pass-Through (Bridge): The screen adjusts, but no additional fields display. Click the Save
button.

Internet

IPVG:

Internet Connection Type: Pass-Through (Bridge) -

4)  Configure the IPv6 LAN settings. Windows users are recommended to choose from the first two types. Fill in
Address Prefix provided by ISP, and click Save to save the settings.

LAN

Assigned Type: O DHCPvE @ SLAAC+ Stateless DHCP (O SLAAC+ RDNSS
Address Prefix: /64
Address: FES0::20A:EBFF:FEQOC:263F/64

5)  Click Status to check whether you succeed or not. The following figure is an example of a successful PPPoE
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configuration.

@ Internet @) IPv4 | IPv6

MAC Address: 00-0A-EB-AC-25-01

N 2001:c68:202:2111::120/
64

o T f7e80::edd0:80d2:7f5e:6be

Primary DNS: 2001:c68:202:2111::1

Secondary DNS: 2001:c68:202:2111::2

Connection Type: PPPoE

6) Completed. IPv6 service is available for your network.

MAC Clone

Your ISP allows only one Ethernet MAC address to connect to Internet and might check for your computer's MAC
address. In this case, do one of the following:

- Inform your ISP that you have bought a new network device, and ask them to use the router's MAC address.
- Configure your router to clone your computer’'s MAC address.

MAC Clone

® Use Default MAC Address
() Use Current Computer MAC Address

() Use Custom MAC Address
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Chapter 5. Guest Network

This function allows you to provide Wi-Fi access for guests without disclosing your main network. When you have
guests in your house, apartment, or workplace, you can create a guest network for them. In addition, you can limit the
network authorities and bandwidth for guests to ensure network security, privacy, and fluency.

Create a Network for Guests
Iwantto:  Provide Wi-Fi access for guests without disclosing my main network.

Howcanl 1. Visit http/tplinkwifinet, and log in with the username and password you set for the
do that? router.

2. Goto Advanced > Guest Network.

Settings

[] allow guests to see each other

[] allow guests to access my local network

Wireless 2.4GHz | 5GHz
Wireless 2.4GHz: [] Enable Guest Network

:f;';’fll:'fﬁs Netwerk Name TP-LINK_Guest_263F [ Hide SSID

Security: ® No Security (O WPA/WPA2-Personal

3. Select any of the following wireless settings:

Allow guest to see each other: If this check box is selected, anyone who connects to this
SSID can see each other.

Allow guest to access my local network: If this check box is selected, anyone who connects
to this SSID has access to your local network, not just Internet access.

4. Set the guest network name. You can check the hide SSID check box to hide SSID.

The guest network name is case-sensitive and can be up to 32 characters. You then
manually configure the wireless devices in your network to use the guest network name in
addition to the main SSID.

5. Select security options.

The security options use the newest standard for the strongest security, but some older
computers and wireless devices cannot use it. TP-LINK recommends that you select the
WPA/WPA2-Personal button. This setting protects your WiFi network and lets computers
and wireless devices can connect to the WiFi network.
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Wireless 2.4GHz | 5GHz

Nireless 2.4GHz: [] Enable Guest Metwork

I,f:';';':fﬁs Network Name TP-LINK_Guest_263F [ Hide SSID

e

Security: ® Mo Security (O WPA/WPA2-Personal
6. Click Save.

Now users in your guest network can enjoy only the network authorities and bandwidth you
assigned.

Completed!  Now users in your guest network can enjoy only the network authorities and bandwidth you
assigned.
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Chapter 6. USB Application

This chapter describes how to share and access USB devices connected to the router among different clients.

There are three submenus under the USB Settings menu (shown in Figure 5-44): Device Settings, File Sharing, and Print
Server. Click any of them, and you will be able to configure the corresponding functions.

This chapter contains the following sections:
e Device Settings
*  Sharing Access

o Printer Sever
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6.1  Device Settings

Visit http://tplinkwifi.net, and log in with the username and password you set for the router.

2. Select Advanced> USB Settings > Device Settings, you can configure the USB disk drive attached to the router
and view the information.

3. Click the Scan button to scan the USB drive connected to the router.

» Volume - The volume name of the USB drive the users have access to. Volume 1-8 is mapping to USB
port1, and Volume 9-16 is mapping to USB port2.

>  Capacity - The storage capacity of the USB driver.
»  Free Space- The available space of the USB driver.
»  Active - Select the checkbox to active the USB driver.

Click the Safely Remove button to safely remove the USB storage device that is connected to USB port. This takes the
drive offline.

6.2 Sharing Access

Sharing Account

Network clients will be required to enter the username and password you set when accessing the USB disk.

1. Visit http/tplinkwifi.net, and log in with the username and password you set for the router.
2. Select Advanced> USB Settings > Sharing Access.

® Use Default Account - Select this radio button, and the sharing account is the same with the login
account.

® Use New Account - Select this radio button, then you have to specify the new username and
password in the Username and Password fields for sharing account.

Sharing Account

Prepare an account for sharing contents. ¥ou can use the login account or create a new one.

Account: ® Use Default Account (O Use New Account

3. Choose to use the default Account (admin) or use a new account and click Save.

Sharing Settings
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You can customize the server name and use the name to access your USB disk.

1. Visit http//tplinkwifi.net, and log in with the username and password you set for the router,
2. Select Advanced> USE Settings > Sharing Access.

Make sure Network Neighborhood is ticked, and enter a Network/Media Server Name as you like, such as MyShare,
then click Save,

Sharing Settings

MNetwork/Media Server Name: C2600-Share
Enable Access Method Link Port
[+ Network Neighborhood WC2600-Share
+ FTE ftp://192.168.0.74:21 21
] FTP (Via Internet) ftp://0.0.0.0:21 Edit 21

4. Now you can access the USB disk with \\MyShare (smb://MyShare for Mac).

Folder Sharing

By default, Share All is enabled so all content on the USB disk is shared. If you want to only share specific folders, follow
the steps below:

1. Visit http//tplinkwifi.net, then log in with the user name and password you set for the router.

2. Select Basic > USB Settings > Sharing Access. Focus on the Folder Sharing section. Click the button to disable
Share All, then click Refresh to add a new sharing folder.

Folder Sharing

) . Toggle On to share all files and folders or keep it Off to only
Share All: S

share the specified folders.
Enable Authentication:

Refresh

D Folder Name Folder Path Volume Name

3. Select the Volume Name and Folder Path, then enter a Folder Name as you like.
4. Decide the way you share the folder:

Enable Authentication: Tick to enable authentication for this folder sharing, and you will be required to use a
username and password to access the USB disk. Refer to_To Set up Authentication for Data Security to learn more.
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Enable Write Access: If you tick this check box, network clients can modify this folder.

Enable Media Sharing: Tick to enable media sharing for this folder, and you can view photos, play music and
watch movies stored on the USB disk directly from DLNA-supported devices. Click Media Sharing to learn more.

Note:

The router can share eight volumes at most. You can click on the page to detach the corresponding volume you
do not need to share.

6.3 Printer Sever

The feature of Printer Sharing helps you share a printer with different computers connected to the router.

Print Server

Print Server:

Printer Name: MNone

Mote:

Stepl: Install the printer driver on your computer.

Step2: Connect the USE printer to the USB port of the router via a USB cable.

Step3: Install the TP-LINK USB Printer Controller Utility. Please download it from our cfficial website:
http:/fwww.tp-link.us/Support/.

1. Connect the Printer
Cable a printer to the USB port with the USB cable. Wait several seconds until the USB LED becomes solid on.

Note: You can check Printer Compatibility List to verify whether your printer is supported by the Router. Printers
unlisted may be incompatible with the router. To get the list, visit http://www.tp-link.com/app/usb/.

2. Install the Driver of the Printer
Make sure you have installed the driver of the printer on each computer that needs printer service.

If you do not have the driver, contact the printer manufacturer.

3. Install the TP-LINK USB Printer Controller Utility

TP-LINK USB Printer Controller Utility helps you access the shared printer. Download and Install the utility on each
computer that needs printer service.

You can get the utility from_http//www.tp-link.com/app/usb/. PC Utility is for Windows computer and Mac Utility
is for Mac computer.
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Printer Sharing

Enjoy wireless printing with multiple

devices in your home or office network. -
z_V

i How to Set-up?

W Printer Compatibility List

i PC Utility

i Mac Utility

! Supported Routers: Archer C9, Archer C8, Archer C7, Archer C5, Archer
C2, Archer C20i, TL-WDR4900, TL-WDR3500, TL-WDR4300, TL-
WDR3600, TL-WR2543ND, TL-WR1043ND, TL-WR1042ND, TL-WRS842ND
Supported ADSL Modem Routers: Archer D7, TD-W8980, TD-W8970, TD-
V(G3631, TD-WE96E

4. Access the Printer

You should set the shared printer as Auto-Connect Printer on every computer that needs printer service.

0= HIETIOEET
1. Double-click the icon “#l=  on your desktop to launch the USB Printer Controller.
2. Highlight the printer you share.
= TP-UNKUSEPrinter Controller @ 0 0 ™

System Teools  About

B o

Configure Auto-Conrect Correct for Dizconnect = e -
Server far Printing Scanning Scanning = MFF - Canon - MGE200 saras

------ @ TLWDR4300 - 192 168.0.1
e [,;l MFP - Canon - MGE200 series |

Windows Mac

3. Click the Auto-Connect for printing tab to pull down a list, then select Set Auto-Connect Printer.

Sptem Tesl:  Abeut

I S I ™

'Ti.“l“ rlefr
o W

Windows
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00606 TP-Link USB Printer Controller

— MFP- (i) + Set Auto-Connect Printer

- Delete Auto-Connect Printer

Mac

4. Select the printer you share, then click Apply.

< Installed Printer List >

Prinker Name
Fas

[ % Canon MGE200 seties Printer XPS

| eok || [ comca |

Windows
o8 a TP-Link USB Printer Controller
v < TL-WDR4300 - 192 _
Y% | Addto Auto-Connect Printer List
Installed Printer List
10.10.10.180

Canon MCGBE200 series

EPSOM Stylus Photo 720-197c12
HP Deskjet 1000 J110 series

HP Deskjet 1000 J110 series-1
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Mac

5. You will see the printer marked as Auto-Connect Printer. Now you can print with this printer.

Lo TeAMKUSE Prewer Controler
R & & "= =

Cordgpee  Pusolonrwdl  Corewelby  Dicornect i Feauest o

AR ] I Prrtieg Searring S mrare Cormect

= TUWDREAD- 19216201
g MFP - Carens - MGE200 sene:| IETEETTeraaren |

Windows

800 TP-Link USB Printer Controller

A

| v« TL-WDR4300 - 192.168.0.1

_;'- MFP - Canon - MGE200 seres [Auto-Connected Printer)

Mac

Note: The Print Server also allows different clients to share the scan feature of MFPs (Multi-Function Printers). To scan
with TP-LINK USB Printer Controller, right-click the printer and select Network Scanner. Then, a scanning window will
pop up. Finish the scanning process following on-screen instructions.
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Chapter 7. Parental Controls

This function allows you to block inappropriate, explicit and malicious websites; restrict access by certain times of day
(for example, client devices can only visit www.tp-link.com during office hours); and at the same time it protects every
device on your home network against malware and phishing through one central control point.

Iwantto:  Control what types of websites my children or other home network users can visit and even the
times of day they are allowed to access the Internet.

For example, | want to allow my children's devices (e.g. a computer or a tablet) to access only
the following websites, www.tp-link.com and Wikipedia.org, from 18:00 (6PM) to 22:00 (10PM)
on weekdays and not other times.

How canl 1. Visit htto/tolinkwifinet, then log in with the user name and password you set for the
do that? router.

2. Goto Basicor Advanced > Parental Controls. Switch on On/Off to enable Parental Controls.

3. Click Add to add a device under parental controls.

Parental Controls

Parental Controls:

Devices Under Parental Controls

add @ Delets
O ID Device Name MAC Address Irterrl_et =ITEEE Description Status Modify
Time
Device Mame:
MAC Address:
Internet Access Time:
Description: (Optional)

4. (lick View Existing Devices, and click choose to select the device to be controlled in the
new window. Or, enter the Device Name and MAC Address manually.

5. C(lick the icon to set the Internet Access Time. Drag the cursor over the appropriate
cell(s) and click OK.
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System Time: Thu. 1st Jan. 2015 00:48:95 GMT-08:00

Monday Tuesday Wednesday

00:00
01:00
02:00
03:00
04:00
05:00
06:00
07:00
08:00
09:00
10:00
11:00
12:00
13:00
14:00
15:00
16:00
17:00
18:00

23:00
24:00

[ Time

Thursday

Friday Saturday Sunday

oo N N R R R
2o I I I R R
o | | | |

=3 =N N

Note: To reset the Internet Access Time, click Reset.

Enter the Description. Select the check box enable this entry and click OK.

Internet Access

O 1D Device Name MAC Address Time Description Status Modify
Device Name: panda ‘ View Existing Devices

[ Enable this entry

MAC Address: C8-85-50-5D-02-40
Internet Access Time: ®©
Description: weekdays

(Optional)

Specify the Content Restriction
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Content Restriction

Restriction Policy: O Blacklist @ Whitelist

Add a New Domain Name to Access

www.tp-link.net

7. Select the restriction mode.

e In Blacklist mode, the controlled devices cannot access any websites containing the
specified keywords during the Internet Access Time period.

e In Whitelist mode, the controlled devices can only access websites containing the
specified keywords during the Internet Access Time period.

8. Click Add a new keyword.

You can add up to 200 keywords for both Blacklist and Whitelist. Below are some sample
entries to allow access.

1) Enter a web address (e.g. www.tp-link.com) or a web address keyword (e.g. wikipedia)
to only allow or block access to the websites containing that keyword.

2)  Specify the domain suffix (eg. .edu or .org) to allow access only to the websites with
that suffix.

3) If you wish to block all Internet browsing access, do not add any keyword to the
Whitelist.

9. Enter a keyword or a website and click Save.

Completed!  Now you can control your children’s Internet access according to your needs.
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Chapter 8. Security

This chapter contains three functions to protect your home network security from intruders. It allows you to block or
allow some specific client devices to access your wireless network, or both wired and wireless network (Access
Control). It also can prevent ARP Spoofing and ARP Attacks (IP & MAC Binding).

J Settings

e Access Control

* JP&MACBinding
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8.1 Settings

This function exploits the uniqueness of the MAC (Medium Access Control) address, a unique 12-digit hexadecimal
address (for example, D8:5D:4C:B4:46:EA) of every network device, to determine if the device can or cannot access
your wireless network.

Iwantto: Prevent unauthorized users from accessing my wireless network by utilizing the network
device’s MAC address and IP address.

For example, | have a computer that is connected to my wireless network. Now, an unknown
device (an intruder) is also using my wireless network, which affects my Internet speed. | need
the following capabilities to control my wireless network:

1. My computer is always allowed to access the wireless network.

2. The unknown device is not allowed to access the wireless network.

3. When there are guests, they can use the wireless network with my permission.
4. ldon't need to change my network’s password.

Howcanl 1. Visit http//tplinkwifinet, and log in with the username and password you set for the
do that? router.

Go to Advanced> Security> Settings. Enable SPI Firefall.

Switch on the DoS Protection on/off button. Setting the priority to protect the router from
being attacked by TCP-SYN Flood, UDP Flood and ICMP-Flood in the screen. Click Save.

DoS Protection

DoS Protection:

ICMP-FLOQD Attack Filtering: High -
UDP-FLOOD Attack Filtering: Middle -
TCP-SYN-FLOOD Attack Filtering: Low -
[¥ Ignore Ping Packet From WAN Port
[¥ Forbid Ping Packet From LAN Port

4. The blocked dos host list will display in the screen below.

Blocked DoS Host List
Host Number: 0 Refresh ° Delete

O D IP Address MAC Address

Completed!  Now the intruder can no longer access your wireless network.
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8.2 Access Control

Iwantto: Block or allow some specific client devices to access my network (wired or wireless) using a list
of blocked devices or a list of allowed devices.

How canl| 1. Visit http//tplinkwifi.net, and log in with the user name and password you set for the

do that? router.
2. Goto Advanced > Security > Access Control. Enable Access Control.

Access Control

Access Control:

Access Mode

Default Access Mode: @ Blacklist O Whitelist

Devices Online

Refresh Block
O 1D Device Name 1P Address MAC Address Connection Type Modify
Devices in Blacklist
Add @) Delete
O D Device Name MAC Address Modify

3. Select the Blacklist or Whitelist access mode to control the access and click Save.

e Blacklist mode (Recommended): any device (wired or wireless) added to the Devices
in Blacklist will be blocked from accessing your network. It is recommended to select
this mode if you only want to block specific devices. For specific configurations under
this mode, go to Blacklist Mode.
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1)
2)

Access Control

Access Control:

Access Mode

Default Access Mode: @® Blacklist (O Whitelist

Devices Online
Refresh Block

O ID Device Name IP Address MAC Address Connection Type Modify

Devices in Blacklist

Add @ Delete

O D Device Name MAC Address Modify

Select the device(s) to be blocked.
Click Block. The selected device(s) will be added to Devices in Blacklist automatically.

2 Gdan 132.168.1.101 54:DE:80:C1:DB:EF Wired

3 NC250 192.168.1.103 06:18:78:00:00:07 Wired

Whitelist mode: only devices (wired or wireless) added to the Devices in Whitelist will
be allowed to access the network. It is recommended to select this mode if you want
to grant exclusive access to specific devices. For specific configurations under this
mode, go to Whitelist Mode.
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Devices in Whitelist

Add @ Delete

O ID Device Mame MAC Address Modify

Device Name: EN

MAC Address: DE-CB-8B-4F-E5-5F

1) Click Add to add a new entry.

2)  Enter the Device Name and MAC address (You can copy and paste the information
from Devices Online list if the device is connected to your network). Click OK to save
the settings.

Completed!  Now you can block or allow specific client devices to access your network (wired or wireless)
using the Blacklist or Whitelist.
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8.3 IP&MACBinding

IP & MAC Binding, namely, ARP (Address Resolution Protocol) Binding, is used to map network device's IP address to its
MAC address. This will prevent ARP Spoofing and ARP Attacks by denying any other device other than the bound one
to access the network using the bound IP address.

Iwantto:  Prevent ARP Spoofing and ARP Attacks.

How canl| 1. Visit http//tplinkmodem.net, and log in with the password you set for the router.

dothat? 2  Goto Advanced > Security > IP & MAC Binding. Enable IP & MAC Binding.
3. Use method 1 or method 2 to bind device (s).
. Method 1: bind the connected device(s)

1) Select the device to be bound in the ARP List.

ARP List

ARP Entry Number: 1 Refresh
D MAC Address 1P Address Bound Modify
1 D8-CB-8A-4F-E5-5F 192.168.0.119 Unbound

2) Click Add to add a new binding entry.
Binding List

Add @ Delete

] ID MAC Address IP Address Description Status Modify

MAC Address:
IP Address:
Description: (Optional)

[ Enable this entry

. Method 2: bind the unconnected device(s)
1) Click Add to add a new entry.
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Completed!

Binding List

€ Add @ Delete

O D MAC Address IP Address Status Enable Modify
MAC Address: S0:E5:49:1E:06:80
IP Address: 192.168.1.200
[+ Enable

=1 N

2) Enter the MAC address and IP address that you want to bind.
3) Select the checkbox to enable the entry.
4) Click OK.

Now you don't need to worry about ARP Spoofing and ARP Attacks.
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Chapter 9. NAT Forwarding

Router's NAT (Network Address Translation) feature makes the devices in the LAN use the same public IP address to
communicate in the Internet, which protect the local network by hiding IP addresses of the devices. However, it also
brings about the problem that external host cannot initiatively communicate with the specified device in the local
network.

With forwarding feature the router can penetrate the isolation of NAT and allows the external hosts in the Internet to
initiatively communicate with the devices in the local network, thus to realize some special functions.

TP-LINK router includes four forwarding rules. If two or more rules are set, the priority of implementation from high to
low is Virtual Servers, Port Triggering, UPNP and DMZ.

This chapter contains the following sections:
*  ALG.
*  Virtual Sever
e Port Triggering
s DM
s UPnP
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9.1 Share Local Resources in the Internet by ALG

It is recommended to enable Application Layer Gateway (ALG) because ALG allows customized Network Address
Translation (NAT) traversal filters to be plugged into the gateway to support address and port translation for certain
application layer "control/data" protocols such as FTP, TFTP, H323 etc.

e FTPALG-To allow FTP clients and servers to transfer data across NAT, click Enable.
e TFTP ALG-To allow TFTP clients and servers to transfer data across NAT, click Enable.
o H323 ALG - To allow Microsoft NetMeeting clients to communicate across NAT, click Enable.

® RTSP ALG-To allow some media player clients to communicate with some streaming media servers across
NAT, click Enable.

Click the Save button to save your settings.

Application Layer Gateway (ALG)

[ Enable FTP ALG

[ Enable TFTP ALG

[ Enable H323 ALG

[/ Enable RTSP ALG

[+ Enable PPTP Passthrough
[ Enable L2TP Passthrough

[+ Enable IPSec Passthrough

9.2 Share Local Resources in the Internet by Virtual Server

When you build up a server in the local network and want to share it on the Internet, Virtual Server can realize the
service and provide it to the Internet users. At the same time virtual server can keep the local network safe as other
services are still invisible from the Internet.

Virtual server can be used for setting up public services in your local network, such as HTTP, FTP, DNS, POP3/SMTP and
Telnet. Different service uses different service port. Port 80 is used in HTTP service, port 21 in FTP service, port 25 in
SMTP service and port 110 in POP3 service. Please verify the service port number before the configuration.

Iwantto:  Share my personal website I've built in local network with my friends through the Internet.

For example: The personal website has been built in my home PC (192.168.0.100). | hope that my
friends in the Internet can visit my website in some way. The PC is connected to the router with
the WAN IP address 218.18.232.154.
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How can |
do that?

Completed!

Tips

1. Visit http//tplinkmodem.net, and log in with the password you set for the router.

2. Goto Advanced> NAT Forwarding > Virtual Server. Click Add.

Virtual Servers

Internal IP:

Protocol:

Service Type:

External Port:

Internal Port:

[ ID Service Type External Port Internal IP | Internal Port  Protocol Status

(200200 or XX)

(¥ or Blank ,1-85335)

@ Delete

Modify

3. (lick View Existing Services, and select HTTP in the prompt page. The external port, internal
port and protocol will be automatically filled with contents. Keep the default setting of

Internal Port and Protocol. Fill in PC's IP address 192.168.0.100 in the IP Address field.

Note: If you don't find your service type in the Service Name field, Please fill in the parameters
manually. Verify the port that the service type should use. The following steps based on the

environment mentioned at the beginning.

1) External Port is provided by router for Internet users. They browse the website through
the WAN IP address and the external port. This field can be filled with a single port or a

ports range. Here we use 8000.

2) Internal Port is used by the server. The data received by External Port will be forwarded
to Internal Port. You can leave it blank if the Internal Port is the same as the External Port.
Here we use 80.

3)  Enter the server PC's IP Address into the IP Address field. Here we use 192.168.0.100.

4)  Protocol is the protocol used by the virtual service. Please select ALL if you aren't clear

which protocol to be used. Here we use TCP.

4. Click OK to save the settings.

The Internet users can enter http:// WAN IP: External Port (in this example: http:// 218.18.232.154:

8000) to browse your personal website.

WAN IP must be a public IP address. As the WAN IP address is dynamic, you are suggested to
register a domain name for your router, then visit the website using http:// domain name:

External Port.
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9.3 Open Ports Dynamically by Port Triggering

Port triggering can specify a triggering port and its corresponding external ports. When a host in the local network
initiates a connection to the triggering port, all the external ports will be opened for subsequent connections. The
router can record the IP address of the host. When the data from the Internet return to the external ports, the router
can forward them to the corresponding host. Port triggering is mainly applied to online games, VolPs and video
players. Common applications include MSN Gaming Zone, Dialpad and Quick Time 4 players, etc.

Follow the steps below to configure the port triggering rules:

1.

Visit http://tplinkmodem.net, and log in with the password you set for the router.

2. Goto Advanced >NAT Forwarding > Port Triggering and click Add.

3. (lick View Existing Applications, and select the desired application. The external port, internal port and protocol
will be automatically filled with contents. The following picture takes application MSN Gaming Zone as an
example.

4. Click OK to save the settings.

Port Triggering
Add @ Delste
[0 I  Application Trigpgoer;““g Tgfogtirciglg External Port E’:;f;'csll Status | Modify
application:
Triggering Port: (¥¥,1-65535)
Triggering Protocol: ALL -
External Port: :E(;(S?rsxlja-i}s;,'_—GS535,at
External Protocol: ALL -
[ Enable this e

Note:

1. You can add multiple port triggering rules according to your network need.

2. The external ports of different rules cannot be overlapped.

3. One rule can only be used by one host at one time. Other hosts’ request at the same time will be rejected.

4. Atany time, one host can only use one Port Triggering rule.

5. If the application you need is not listed in the Existing Applications list, please enter the parameters manually. You

should verify the external ports the application uses first and enter them into External Port field according to the
format the page displays.
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9.4 Make Applications Free from Port Restriction by DMZ

When a PCis set to be a DMZ (Demilitarized Zone) host in the local network, it is totally exposed to the Internet, which
can realize the unlimited bidirectional communication between internal hosts and external hosts. The DMZ host
becomes a virtual server with all ports opened. When you are not clear about which ports to open in some special
applications, like IP camera and database software, you can set the PC to be a DMZ host.

Tips: DMZ is more applicable in the situation that users are not clear about which ports to open. When it is enabled,
the DMZ host is totally exposed to the Internet, which may bring some potential safety hazard. If DMZ is not in use,
please disable it in time.

Iwantto:  Mae the home PC join the Internet online game without port restriction.

For example: Due to some port restriction, when playing the online games, you can login
normally but cannot join a team with other players. To solve this problem, set your PC
(192.168.0.100) as a DMZ with all ports opened.

Howcanl| 1. Visit http://tplinkmodem.net, and log in with the password you set for the router.
dothat? ) Goto Advanced> VA T Forwarding > DMZ. Tick the checkbox to enable the DMZ feature.

3. Enteryour PC'IP address and click Save to make the settings effective.

DMZ
DMZ: [ Enable DMZ
DMZ Host IP Address: 192.168.0.100

Completed!  The configuration is completed. You've set your PC to a DMZ host and now you can make a team
to game with other players.

9.5 Make Xbox Online Games Run Smoothly by UPnP

UPnP (Universal Plug and Play) protocol allows the applications or host devices to automatically find the front-end
NAT device and send request to it to open the corresponding ports. With UPnP enabled, the applications or host
devices in the both sides of NAT device can freely communicate with each other realizing the seamless connection of
the network. You may need to enable the UPnP if you want to use applications for multiplayer gaming, peer-to-peer
connections, real-time communication (such as VolIP or telephone conference) or remote assistance, etc.

Note:

1. UPnPis enabled by default in this router.
2. Only the application supporting UPnP protocol can use this feature.

3. UPnP feature needs the support of operating system (e.g. Windows Vista/ Windows 7/ Windows 8, etc. Some of
operating system need to install the UPnP components).
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For example, when you connect your Xbox to the router which has connected to the Internet to play online games, UPnP
will send request to the router to open the corresponding ports allowing the following data penetrating the NAT to
transmit. Therefore, you can play Xbox online games without a hitch.

If necessary, you can follow the steps to change the status of UPnP.
1. Visit http://tplinkwifi.net, and log in with the username and password you set for the router.

2. Goto Advanced >NAT Forwarding > UPnP and toggle on or off according to your needs.

upPnp

UPnP:

UPNP Service List

Client Number: 0 Refresh

1D Service Description External Port Protocol Internal IP Address Internal Port
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Chapter 10. QoS

By default, the Internet bandwidth is shared by connected devices and applications, which means that the
bandwidth of each device or application is uncontrollable while they are sharing the Internet. VWhen some device
is streaming video on Intemet or downloading with P2P software, it will affect the Internet experience of other
applications. Quality of Service (Q0S) can help avoid the situation.

Prioritize Internet Traffic with Quality of Service

Specify priority levels for some devices or applications.
e Setyour ftp server with faster surfing speed;
e Setyour phone an intermediate speed on the Internet;

e Setthe WIFI-GUEST with slower surfing speed.

1  Enable QoS and set bandwidth allocation

1) Visit http://tplinkwifi.net, and log in with the username and password you set for the router.

2)  Select Advanced > QoS > Settings.
3) Select the Enable QoS check box.

4)  Enter the maximum upload and download bandwidth provided by your service provider. 1Mbps is equal to
1024Kbps.

5)  Click the Advanced arrow to display the priority setting scrolling bar.

6) Drag the scroll bar to set the bandwidth priority percentage.

. Add each priority up no more than 100%.
J High priority is greater than Middle priority, and middle priority is greater than Low priority.

QoS

QoS: [ Enable Qos
Upload Bandwidth: 100 Mbps W

Download Bandwidth: 100 Mbps w

(=) Advanced
High Priority: 60%
Middle Pricrity: 30%

Low Priority: | 10%

7)  Click Save.
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2 Add QoS Rules

Note: In the QoS Rule List field, displays three priority. In the QoS rule field,displays three rule.type: By device, By
application and By physical port.

QoS Rule List

High Pricrity:60% Middle Pricrity:30% Low Priority:10%

QoS Rule

Type: ® By Device (O By Application O By Physical Port

1) Set a high priority rule for the ftp server:
a. Select By Application and then select ftp in the list. Click OK.

QoS Rule
Type: (O By Device @ @ By Application (O By Physical Port
Application
[] ssH [] Skype [ HTTP
[] telnet []BT [] https
O vpn ] Emule ] smtp
4 ftp [] Facebook ] pop3
] dns [] venage [ pPTP
O icmp [ netTalk [ L2Tp
] nntp [ iTalkee [] 1Psec
] msm [ Gralk [ whatsapp
Custom Application »
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Note:

If your application isn't listed on the screen, click Custom Application to add application manually.

Custom Application w
MName: ftp

Protocol: ALL A

Port: 21

Protocol: Select the protocol for your application, if your are not sure, select ALL.

Name: Type in a name for your applicaiton.

Port; Enter the destination port for your application, usually each application has a fixed port, please ensure you enter the
correct the port. In this case, the destination port for ftp is 21.

2)  Setamiddle priority rule for the phone:

a. Select By Device and then click View Existing Devices.

QoS Rule

Type: @® By Device (O By Application (O By Physical Port
Device Name:
MAC Address:

b.  Choose the respective device from the list.

Access Devices List
D Device Name 1P Address MAC Address Operation
1 phone 152.168.0.184 C8-85-50-5D-02-40 Choose
2 UNKMNOWMN 192.168.0.228 00-0A-EB-13-23-97 Choose
3 UNKMNOWMN 192.168.0.183 00-0A-EB-13-1B-7B Choose
4 UNKMNOWMN 192.168.0.200 50-E5-49-1E-06-80 Choose
5 TP-SHARE 192.168.0.4 00-0A-EB-13-01-02 Choose

c. Click OK.
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3)

4)

Update the Database

QoS Rule
Type:
Device Name:

MAC Address:

@® By Device (O By Application
phone

C8-85-50-5D-02-40

() By Physical Port

View Existing Devices

o | o

Set a low priority rule for the WIFI-GUEST:

a. Select By Physical Port and then select WIFI-HOST. Click OK.
QoS Rule
Type: O By Device (O By Application  @® By Physical Port
Port: @® WIFI-HOST, (O LAN1 (O LAN3
O WIFI-GUEST (O LAN2 (O LAN4
[ o
The QoS rules list will display in the table.

QoS Rule List

High Pricrity:60%

ftp

Middle Priority:30%

l“]' phone

Low Pricrity:10%

WIFL-HOST I

> W

Note: If you want to delete a QoS rule, click ] to remove the responding rule from the list.

In the Application list, we may not list all of the applications, a new database version may contain more
applications. New database versions are posted at www.tp-link.com and can be downloaded for free. There is
no need to upgrade the database unless the new database has a new application you need.

1)

Download the latest upgrade database upgrade file from our website (www.tp-link.com).
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2)  Select Advanced > QoS >Database. Click Browse to select your download database upgrade file, then
click Upgrade. Wait until the upgrade is completed and do not operate during the process.

Database Upgrade 6
New Database File:
Database Version: Qos database 1.5.0
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Chapter 11. Specify the Network Settings

This chapter introduces how to change the default settings or adjust the basic configuration of the router using the
web-based management page.

This chapter contains the following sections:

o Change LAN Settings

o Wireless Settings

o Reaqister a Domain Name for Your Router

*  nterface Grouping

o Create Static Routes

J Set up VPN Connection
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11.1 Change LAN Settings

11.1.1 Change the LAN IP address

The router is preset with a default LAN IP 192.168.0.1, which you can use to log in to its web-based management page.
The LAN IP address together with the Subnet Mask also defines the subnet that the connected devices are on. If the IP
address conflicts with another device on your local network or your network requires a specific IP subnet, you can
changeiit.

—

Visit http://tplinkwifi.net, and log in with the username and password you set for the router.

2. Goto Advanced > Network > LAN page.

LAN

MAC Address: 00-0A-EB-0C-26-3F

1P Address: 192.168.0.1

Subnet Mask: 255.255.255.0 -

3. Typeinanew IP Address appropriate to your needs.
4. Leave the Subnet Mask as the default settings.

5. Click Save.

Note:

If the new LAN IP address is not in the same subnet with the old one, the IP Address Pool in the DHCP Server will
be automatically configured. However, the Virtual Server and DMZ Host will not take effect until they are
reconfigured.

In Addition:

Subnet Mask is an address code that determines the size of the network. Normally we use 255.255.255.0 as the subnet
mask.

11.2 Configure to support IPTV service

| want to configure IPTV setup to enable Internet/IPTV/Phone service provided by my ISP (Internet service provider).

How can | do that?

Visit http://tplinkwifi.net, and log in with the username and password you set for the router. Go to Advanced >
Network > IPTV page.

If your ISP provide the networking service based on IGMP technology, e.g., BT (British Telecom) and Talk Talk in UK:
Tip: IGMP Proxy is to act as a multicast proxy for hosts on the LAN side.
1. Select the IGMP Proxy check box and choose the highest IGMP Version the system supports: V2 or V3.

Settings

IGMP Proxy: [¥i Enable

IGMP Version: V2 v
2. Click Save.
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3.

After configuring IGMP proxy, IPTV can work behind your router now. You can connect your set-top box to any of
the router's LAN port.

If IGMP is not the technology your ISP apply to provide IPTV service, you can clear the IGMP Proxy check
box and complete the following steps:

1.

Select the Enable IPTV check box.

2. Select the appropriate Mode according to your ISP. Select Bridge if your ISP is not listed and no other parameters
are required, skip to Step 4. Select Custom if your ISP is not listed but provides the necessary parameters.
Mode: Bridge -
Russia
Singapore-ExStream
Malaysia-Unifi
Malaysia-Maxis
Custom
3. After you have selected a mode, the necessary parameters are predetermined. You can perform other
configuration, e.g. enter the IPTV Multicast VLAN ID and select the IPTV Multicast VLAN Priority in Russia mode
according to your ISP.
Maode: Russia v
’ . . IPTV Multicast VLAN - "
IPTV Multicast VLAN ID: 1110 Priority: 4 - ¥ Enable
4. For Russia, Singapore-ExStream, Malaysia-Unifi and Malaysia-Maxis mode, connect device to the predetermined
LAN port.
For Bridge and Custom mode, select the LAN type and connect the set-top box to the corresponding port.
LAMI: Internet v
LAMNZ: Internet A
LAN3: IPTV v
LAN4: IP-Phone v
5. Click the Save button.
Your IPTV setup is done now! You may need other con_gurations on your set-top box before enjoying your TV.
Note:
Qos and IPTV cannot be enabled at the same time.
Completed!
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11.3 Specify DHCP Server Settings

By default, the DHCP (Dynamic Host Configuration Protocol) Server is enabled and the router acts as a DHCP server; it
dynamically assigns TCP/IP parameters to client devices from the IP Address Pool. You can change the settings of

DHCP Server if necessary, and you can reserve LAN IP address for specified client device.

Visit http://tplinkwifi.net, and log in with the username and password you set for the router, and go to Advanced >

Network > DHCP Server page.

To use the router as an AP:

If you use another device on your network as the DHCP server, and the router act as an AP, you can disable the DHCP

feature in the router.

Settings

DHCP Server:
1P Address Pool:

Address Lease Time:

Default Gateway:
Primary DNS:

Secondary DNS:

¥ Enable DHCP Server

192.168.0.100 - 192.168.0.199
120 minutes. (2-2880. The default value is 120.)
192.168.0.1 (Optional)

(Optional)

(Optional)

1. Clear the Enable DHCP Server check box.

2. Click Save.

To specify the IP address that the router assigns:

Settings

DHCP Server:
IP Address Pool:

Address Lease Time:

Default Gateway:
Primary DNS:

Secondary DNS:

[/} Enable DHCP Server

192.168.0.100 - 192.168.0.199
120 minutes. (2-2880. The default value is 120.)
192.168.0.1 (Optional)

(Optional)

(Optional)

3. Make sure that the Enable DHCP Server check box is selected.

4. Typein the starting and ending IP address in the IP Address Pool.

5. Type in other parameters if the ISP offers, the Default Gateway is automatically filled the same as the LAN IP

address of the router.
6.  Click Save.
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To reserve an IP address for a specified client device:

Address Reservation

Add @ Delete

Reserved IP _— .
| j(n} MAC Address Address Description Status Madify

MAC Address:
IP Address:
Description:

[] Enable

1. Clickthe Add b tton.
Type in the MAC address of the client device.

Type in the IP address to set to the client device.

2

3

4. Enter the description for the rule.
5. Select the Enable check box.

6

Click OK.

The IP address reservation is configured successfully, and you can see the rule shown as below.

Address Reservation

add @ Delete

0 Reserved IP

ID MAC Address Address Description Status Maodify
O 1 74-D4-39-24-DA-E4 192.168.0.11 ingrid
In addition:
Click Add to add another address reservation rule.
Click to change the status of the rule.

Click to modify the setings of the rule.

Click to delete the rule.

Select the check boxes of multiple rules before ID, and click @ Delete to delete them at the same time.
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11.4 Dynamic DNS

To manage the router remotely, the remote device needs to log in to http://Router's WAN IP:port number, which
requires the remote user to know the router's WAN IP. The ISP (Internet Service Provider), however, usually assigns a
dynamic IP to the router. When the WAN I[P changes, the user needs to reconfirm the related information. The
Dynamic DNS (DDNS) links the router’s dynamic WAN IP with a domain name, allows the remote device to log in with
the domain name and saves the trouble of reconfirming.

| want to: Manage the router remotely with Remote PC, whose authority to manage the
router has been enabled, by logging in with the domain name.

For example:

Intemet

seer [
Route

Web Management Fort: 1024
Remote FC

IP:219.123.14.165

TIPS:

1. DDNS does not work if the ISP assigns a private WAN IP address (such as
192.168.0.x) to the router.

2. To use this function, you have to have a NO-IP account or a Dyndns
account.

1. Visit http://tplinkwifi.net, and log in with the username and password you

How can | do set for the router.

that? 2. Goto Advanced—Network—Dynamic DNS.
Dynamic DNS
Service Provider: L ® NO-IP O Dyndns Go to register...
Username: 2 eg— lisaddns
Password: R ——
Domain Name: lisa.ddns.net
Update Interval: 3 1 hour v

3. Select a DDNS service provider (NO-IP or Dyndns).

TIPS: If you don't have a DDNS account, select a service provider and click
Go to register to register.

4. Enter the username, password and domain name of the account (such as
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lisadns.ddns.net).
5. (lick Login and Save.
Completed! Now on the PC that can manage the router remotely, log in to http://domain
name: port number (such as http://lisa.ddns.net:1024) to manage the router.

11.5 Static Routing

Static routing is a form of routing that is configured manually by a network administrator or a user by adding entries
into a routing table. The manually-configured routing information guides the router in forwarding data packets to the
specific destination.

Visit multiple networks and multiple servers at the same time.
| want to:

For example, in a small office, my PC can surf the Internet, but | also want to visit
my company’s network. Now | have a switch and another router. | connect the
devices as shown in the following figure so that the physical connection
between my PC and my company’s server is achieved. To surf the Internet and
visit my company’s network at the same time, | need to configure the static
routing.

Router2
192.168.0.2 172.30.30.100

LAN WAN

4

Server

w-riw-s
i

192.168.0.100

E— 172.30.30.1

e

Router1
PC1 192.168.0.1 WAN
I, LAN

Change the routers LAN IP addresses to two different IP addresses on the
same subnet. Disable Router 2's DHCP function.

\\\\\‘\

How can | do
that?
2. Visit http://tplinkwifi.net, and log in with the username and password
you set for the router. Go to Network —Advanced Routing. Click Add to
add a new static routing entry.

Static Routing

Add e Delete

O DeNitLl(lf?:trIEn Subnet Mask G[;iza\:;tv Interface Description Status Modify

3. Finish the settings according to the following explanations:
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Destination Network: 172.30.30.1

Subnet Mask: 255.255.255.255
Default Gateway: 192.168.0.2
Interface: LAN -
Description: =i e
[ Enable

Destination Network: is the destination IP address that you want to assign to a
static route. This IP address cannot be on the same subnet with the WAN IP or
LAN IP of the router. In the example, the IP address of the company network is
the destination IP address, so here enters 172.30.30.1.

Subnet Mask: determines the destination network with the destination IP
address. If the destination is a single IP address, enter 255.255.255.255;
otherwise, enter the subnet mask of the corresponding network IP. In the
example, the destination network is a single IP, so here enters 255.255.255.255.

Default Gateway: is the IP address of the gateway device to which the data
packets will be sent. This IP address must be on the same subnet with the
router’s IP which sends out the data. In the example, the data packets will be
sent to the LAN port of Router 2 and then to the Server, so the default gateway
should be 192.168.0.2.

Interface: is determined by the port (WAN/LAN) that sends out the data packets.
In the example, the data is sent to the gateway through the LAN port, so LAN
should be selected.

Description: (Optional) Enter a description for this static routing entry.

4. Click OK to save the settings.

Static Routing

add @ Delete
Destination Default L .
O D Network Subnet Mask Gateway Interface  Description Status Modify
0 1 172.30.30.1 255.255.255.25 147 168.0.2 LAN AN

5

5. Check the System Routing Table below. If you can find the entry you set in
the System Routing Table, the static routing is set successfully.
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System Routing Table
Client Number: 5 Refresh
D Destination Network Subnet Mask Gateway Interface
1 0.0.0.0 0.0.0.0 192.168.1.1 wan
2 172.30.30.1 255.255.255.255 192.168.0.2 lan
3 192.168.0.0 233.255.255.0 0.0.0.0 lan
4 192.168.0.2 255.255.255.255 0.0.0.0 lan
5 192.168.1.0 255.255.255.0 0.0.0.0 wan
Completed! Open a web browser on your PC. Enter the company server’s IP address to visit

the company network.

11.6 Specify Wireless Settings

The router's wireless network name (SSID) and password, and security option are preset in the factory. The preset SSID
and password can be found on the product label. You can customize the wireless settings according to your needs.

Visit http://tplinkwifi.net, and log in with the username and password you set for the router and go to Advanced >
Network> Wireless page.

To change the working region for the router:

Settings

1. Select the region from the drop-down list.
2. Click Save.

To change the status of the wireless radio:

The wireless radio is enabled by default, if you want to disable the wireless function of the router, just clear the Enable
Wireless Radio check box. In this case, all the wireless settings will be invalid.

To customize the wireless network name (SSID) and password:

Type in the new wireless network name (SSID)
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Wireless 2.4GHz | 5GHz
[/l Enable Wireless Radio

Wireless Network Name (SSID): TP-LINK_263F [] Hide sSI1D

Security: WPA/WPAZ - Personal(Recommended) -

Version: ® aute O WPA-PSK O WPA2-PSK

Encryption: @® aute O TKIP O AES

Password: 09897717

Mode: 802.11b/g/n mixed v

Channel width: Auto v

Channel: Auto v

Transmit Power: O Low O Middle @& High

11.7 WPS

Wi-Fi Protected Setup (WPS) gives consumers an easier approach to set up a security-protected Wi-Fi connection.

Visit http://tplinkwifi.net, and log in with the username and password you set for the router and go to Advanced >
Network > Wireless page.

Router's PIN

Router's PIN:

PIN: 09897717
WPS Wizard
Select a setup method: ® Push Button (Recommended) O PIN

Toggle on the Router’s PIN (On by default) to allow wireless devices to connect to the router using the router’s PIN.
If you want to enable/disable the WPS feature, go to System Tools > System

Parameters > WPS, select or clear the Enable WPS check box.

The PIN field displays the current PIN of the router. You can click Generate to get a new random

PIN or click Default to restore it.

PIN (personal identification number) is the wireless password for the network by default, you can find it on the label of
the router.

To use the WPS Wizard for Wi-Fi connections:

1. Select a setup method
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Push Button (Recommended): Click the Connect button on the screen. Within two minutes, push the WPS
button on the client device.

PIN: Enter the client’s PIN, and click Connect.

WPS Wizard

Select 3 setup method: ® Push Button (Recommended) O PIN

2. Therouter WPS screen displays confirmation message and the WPS LED on the router will keep on for five
minutes if the client has been successfully added to the network.

Completed!
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Chapter 12. Administrate Your Network

This chapter introduces how to change the system settings and administrate your router’s network.
This chapter contains the following sections:

e SetUp System Time

o lest the Network Connectivity

o Upgrade the Firmware

*  Backup and Restore Confiquration Settings

J Change the Administrator Account

o Password Recovery

e [ocal Management

o Remote Management

e Systemlog
e Reboot the Router

o Logout
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12.1 Set Up System Time

System time is the time displayed while the router is running. The system time you configure here will be
used for other time-based functions like Parental Controls. You can manually set how to get the system

time.

Visit http://tplinkwifi.net, and log in with the username and password you set for the router. Go to

Advanced > System Tools > Time Settings page.

To automatically synchronize the time:

Time Settings

Current Time:

Set The Time:

Time Zone:

NTP Server I

01/04/2015 02:34:40

® Get automatically from the Internet

(GMT-08:00) Pacific Time

time.nist.gov

O Manually

NTP Server II: time-nw.nist.gov

(Optional)

Select your local Time Zone from the drop-down menu.

Click Obtion.
Click Save.

To manually set the date and time:

@ ok~ w DN =

In the Set The Time field, select Get automatically from the Internet.

In the NTP Server I fileld, enter the IP address or domain name of your desired NTP Server.

In the NTPServerll fileld, enter the IP address or domain name of the second NTP Server. (Optional)

Time Settings

Current Time: 01/04/2015 02:34:40

Set The Time: O Get automatically from the Internet

Date: 01/04/2015

® Manually
MM/DD/YY

Time: 02 w : 34 w : 40 w  (HH/MM/SS)

In the Set The Time field, select Manually.
Enter the current Date.

Set the current Time (In 24-hour clock format).
Click Save.

Ao nhp -
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To setup Daylight Saving time:

Daylight Saving

Daylight Saving: [ Enable Daylight Saving
Start: 2015 Mar. = 2nd - Sun. w 2a.m. v
End: 2015 Nov. w First w Sun. w 2a.m. -

Running Status:

Select Enable Daylight Saving.

Select the correct Start date and time when daylight saving time starts at your local time zone.
Select the correct End date and time when daylight saving time ends at your local time zone.
Click Save.

12.2 Test the Network Connectivity

b=

| want to test the connectivity between the router and the host or other network devices.
For example: | want to test the connectivity between my router and the Yahoo server.
How can | do that?

1. Visit http://tplinkwifi.net, and log in with the username and password you set for the router.

2. Go to Advanced > System Tools > Diagnostics page.
3. Fillin the information with the help of page tips:
1) Choose Ping or Traceroute as the diagnostic tool to test the connectivity.

Ping is used to test the connectivity between the router and the tested host, and measure the
round-trip time. Traceroute is used to display the route (path) your router has passed to reach the
tested host, and measure transit delays of packets across an Internet Protocol network.

2) Input the IP address or domain name of the tested host.

Diagnostics

Diagnostic Tool: ® Ping O Traceroute

IP Address/ Domain Name:

) Advanced
Ping Count: 4 (1-50)
Ping Packet Size: 64 (4-1472 Bytes)

4. Click Start to begin the diagnostics.
Completed!
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Now you can learn the connectivity and reachability between the router and the tested host wiith the help
of the testing results.

In addition:

Click Advanced, you can modify the ping count, ping packet size or the Traceroute Max TTL. It's
recommended to keep the default value.

The figure below indicates the proper connection between the router and the Yahoo server
(www.Yahoo.com) tested through Ping.

PING www.Yahoo.com (116.214.12.74): 64 data bytes

Reply from 116.214.12.74:
Reply from 116.214.12.74:
Reply from 116.214.12.74:
Reply from 116.214.12.74:

bytes=64 ttl=50 seq=1 time=51.640 ms
bytes=64 ttl=50 seg=2 time=53.671 ms
bytes=64 ttl=50 seq=3 time=56.045 ms
bytes=64 ttl=50 seq=4 time=57.857 ms

--- Ping Statistic "www.Yahoo.com" ---
Packets: Sent=4, Received=4, Lost=0 (0.00% loss)
Round-trip minfavg/max = 51.640/54.803/57.857 ms

The figure below indicates the proper connection between the router and the Yahoo server
(www.Yahoo.com) tested through Traceroute.

traceroute to www.Yahoo.com (116.214.12.74), 20 hops max, 38 byte packets
1 219.133.12.1 (219.133.12.1) 19.556 ms 22.274 ms 22.024 ms
113.106.38.77 (113.106.38.77) 30.115ms 22.649 ms 20.931 ms
183.56.65.14 (183.56.65.14) 26.210 ms 29.428 ms 28.272 ms

= 202.97.60.25 (202.97.60.25) 29.272 ms 25.461 ms

202.97.00.46 (202.97.60.46) 27.335ms 27.616 ms 28.272 ms
202.97.60.149 (202.97.60.149) 22.805 ms 24.024 ms 24.711 ms
202.97.6.30 (202.97.6.30) 47.610 ms 54.452 ms 61.137 ms
r4105-s2.tp.hinet.net (220.128.6.110) 51.171 ms 50.515 ms 56.107 ms
10 220.128.11.190 (220.128.11.190) 60.950 ms 60.200 ms 60.419 ms

m

WS 3 kW

12.3 Upgrade the Firmware

TP-LINK R&D is dedicated to improving and richening the product features, giving you a better network
experience. We will release the latest firmware at TP-LINK official website, you can download the latest
firmware file from our website: www.tp-link.com and upgrade the firmware to the latest version.

1. Download the latest firmware file for the router from our website: www.tp-link.com.

2. \Visit hitp://tplinkwifi.net, and log in with the username and password you set for the router.
3. Goto Advanced > System Tools > Firmware Upgrade page.
Firmware Upgrade
New Firmware File:
Firmware Version:
Hardware Version:
4. Click Browse to locate the downloaded new firmware file, and click Upgrade.
5. Wait a few moments for the upgrading and rebooting.
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Note:
1. Before upgrading the firmware, it's better to back up your current settings.
2. During the upgrading process, do not turn off or reset the router.

3. The upgraded firmware version must correspond to the hardware.

12.4 Backup and Restore Configuration Settings

The configuration settings are stored as a configuration file in the router. You can back up the
configuration file to your computer for future use and restore the modem router to a previous settings
from the backup file when needed. Moreover, if needed you can erase the current settings and reset the
modem router to the default factory settings.

To backup configuration settings:

1. Visit http://tplinkwifi.net, and log in with the username and password you set for the router.

2. Go to Advanced > System Tools > Backup & Restore page.

3. Click Backup to save a copy of the current settings to your local computer. A conf.bin file will be
stored to your computer.

Backup

Save a copy of your current settings.

To restore configuration settings:

1. Visit http://tplinkwifi.net, and log in with the username and password you set for the router.

2. Go to Advanced > System Tools > Backup & Restore page.

3. Click Browseto locate the backup configuration file stored on your computer, and click Restore. The
configuration file is conf.bin.

4. Wait a few moments for the restoring and rebooting.

Restore

Restore saved settings from a file.

File:

Note: During the restoring process, do not turn off or reset the modem router.
To reset the modem router to factory default settings:

1. Visit http://tplinkwifi.net, and log in with the username and password you set for the router.

2. Go to Advanced > System Tools > Backup & Restore page.
3. Click Factory Restore to reset the modem router.
4

Wait a few moments for the resetting and rebooting.
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Factory Default Restore

Revert all the configuration settings to their default values.

Note:
1. During the resetting process, do not turn off or reset the modem router.

2. We strongly recommend you back up the current configuration settings before resetting the modem
router.

12.5 Change the Administrator Account

| want to: Change the login username and password of the web-based
management page.

How can | do 1. Visit http:/tplinkwifi.net, and log in with the username and
that? password you set for the router before.

2. Go to Advanced > System Tools > Administration. Finish the
settings in Account Management section.

3. Enter the old username and old password. Enter the new
username and enter the new password twice (both
case-sensitive). Click Save.

Account Management
Old Username: admin
Old Password: sesss
New Username: Mary
New Password: ‘ ......... ‘
|_High |
Cenfirm New Password: ‘ ......... ‘
Completed! The following symbol indicates the configuration becomes effective.

Use the new username and password for the following logins.
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12.6 Password Recovery

| want to: Recover my login username and password in case | forget them.

How can | do 1. Visit http://tplinkwifi.net, and log in with the username and
that? password you set for the router.

2. Go to Advanced > System Tools > Administration. Finish the
settings in Password Recovery section.

3. Select the Enable Password Recovery checkbox.

Password Recovery

[/| Enable Password Recaovery
From: lisa@gmail.com
To: marry@gmail.com
SMTP Server: smtp.gmail.com

[ Enable Authentication

Username: SO KK

Password:  sssssses

4. Specify a mailbox (From) to send the recovery letter and enter its
SMTP server address. Specify a mailbox (To) to receive the
recovery letter. If the mailbox (From) to send the recovery letter
requires login, select Enable Authentication and enter its
username and password.

5. Click Test Mail to test whether the configuration is successful.
6. Click Save.

7. To recover your login username and password, please refer to
"FAQ_2. Recover the login username and password of the Web
management page".

Completed! The following symbol indicates the configuration becomes effective.

12.7 Local Management

| want to: Control connected devices’ authority to manage the router.

How can | do Visit http://tplinkwifi.net, and log in with the username and password
that? you set for the router.
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Completed!

Go to Advanced > System Tools > Administration. In Local

Management section, finish the settings according to your needs.

Allow all LAN connected devices to manage the router

Local Management

Toagle On to enable the management for all devices on
LAN or keep it Off to enable the management for a
specific device.

Access for All LAN
Connected Devices:

Toggle on Access for All LAN Connected Devices.
: This function is enabled by default.

Allow specific devices to manage the router
Local Management

Togale On to enable the management for all devices on
LAN or keep it Off to enable the management for a
specific device.

Access for All LAN 1)
Connected Devices:

2)6) Add @ Delete

O i MAC Address Description Status Modify
MAC Address: 50-E5-49-1E-06-80 33
. - i View and Choose
Description: i) Description for Device
5) Bl Enable

1) Toggle off Access for All LAN Connected Devices.
2) Click Add.

3) Click View Existing Devices. Select the device to manage the
router from the Existing Devices list.

4) Specify a description for this entry.
5) Select the checkbox to enable this entry.
6) Click OK.

The devices you set can manage the router now.

12.8 Remote Management

| want to:

Control remote devices’ authority to manage the router.

For example, allow Remote PC to manage the router from the Internet
as shown below.
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How can | do Visithttp://tplinkwifi.net,andloginwiththe username and password
that? you set for the router.
Go to Advanced > System Tools > Administration. In Remote
Management section, finish the settings according to your needs.

Forbid all devices to manage the router remotely:

Remote Management

@ Disable Remote Management
O Enable Remote Management for All Devices

O Enable Remote Management for Specified Devices

Select Disable Remote Management and click Save.

Allow all devices to manage the router remotely:

Remote Management

() Disable Remote Management
13 @® Enable Remote Management for All Devices
(O Enable Remote Management for Specified Devices

Web Management Port: 2) 1024

3)

1) Select Enable Remote Management for All Devices.
2) Enter Web Management Port (1024-65535 or 80).
3) Click Save.

Devices on the Internet can log in to http://Router’s WAN IP
address:port number (such as http://113.116.60.229:1024) to
manage the router.

® You can find the WAN IP address of the router on Basic >
Network Maps > Internet page.

® The router’'s WAN IP is usually a dynamic IP. Please refer
to Dynamic DNS if you want to log in to the router through a
a domain name.

Allow specific devices to manage the router remotely:
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Remote Management

() Disable Remote Management
() Enable Remote Management for All Devices

17 @ Enable Remote Management for Specified Devices

Web Management Port: 2) 1024

Remote Management IP Address: 37 219.133.14.168

4)

Select Enable Remote Management for Specified Devices.
Enter Web Management Port (1024-65535 or 80).
In Remote Management IP address, enter the IP address of

the remote device to manage the router.
4) Click Save.

Devices using this WAN IP can manage the router by logging in
to http://Router's  WAN _ IP:port number (such as
http://113.116.60.229:1024).

The router’s WAN [P is usually a dynamic IP. Please refer
refer to Dynamic DNS if you want to log in to the router through
a domain name.

Completed! The devices you set can manage the router remotely now.

12.9 System Log

When the router does not work properly, you can save the system log and send it to the technical support
for troubleshooting.

To Save the System Log in Local:

1. Visit http://tplinkwifi.net, and log in with the username and password you set for the
router.

Click Advanced > System Tools > System Log to enter the configuration page.
Choose the type and level of the system log to your need.

Click Save Log to save the system log to local.
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System Log

Log Filter:  Type= ALL ¥ andlevel= ALL v

Refresh @ Delete All

D Time Type Level Log Content

[ Mail Settings

| seveoo

Completed!

System log is saved successfully. Now you can send it to the technical support for troubleshooting.

To Send the System Log at a Fixed Time:

Forexample: | want to check my router’s working status at a fixed time every day. However, it’'s too much
trouble to login to the web interface every time | want to go checking. It would be great if the system log

could be sent to my mailbox at 8am every day.

1. Visit hitp://tplinkwifi.net, and log in with the username and password you set for the

router.
2. Click Advanced > System Tools > System Log to enter the configuration page.

3. Click Mail Settings.

+) Mail Settings

From:
To:
SMTP Server:
"] Enable Authentication

] Enable Auto Mail

4. Fill in the information with the help of page tips:
1) From: input the email address used to send the system log;

2) To: enter the recipient’'s email address, which can be the same to or different
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Completed!

from the sender’s email address;

3) SMTP Server: enter the SMTP server address;
Tip: SMTP server is available for users in most webmail systems. For example,
the SMTP server address of Hotmail is smtp-mail.outlook.com. You can refer to
their Help page to learn the SMTP server address.
4) Select Enable Authentication;
Tip: Generally speaking, Enable Authentication should be selected if the login
of the mailbox requires username and password. If authentication is enabled,
you are required to enter Username and Password.
5) Enter Username: the email address used to send the system log.
6) Enter Password: the password to login the sender’s email address.
7) Select Enable Auto Mail;
Tip: The router will send the system log to the designated email address if this
option is enabled.
8) Set a fixed time. The recipient will receive the system log sent at this time every
day.
Click Save.
Mail Settings
From: zhangsan@hotmail.com
To: zhangsan@hotmail.com
SMTP Server: smtp-mail.outlook.com
[/} Enable Authentication
Username: zhangsan
Password: LITITTIYTT]

[/} Enable Auto Mai
@ Log at 08 ¥ : 00 ¥ (HH:MM) everyday

O Log every
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The configuration is complete. You will receive the system log automatically sent from the router at 8am
every day.

12.10 Reboot the Router
When the

12.11 Logout
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Appendix A: Specifications

ANSIT1.413,1TU G.992.1, ITU G.992.3, ITU G.992.5,

Standards and Protocols | |EEF 802.11a, IEEF 802.11b, IEEE 802.11g, IEEE 802.11n, IEEE 802.11ac, IEEE 802.3,
IEEE 802.3u, TCP/IP, PPPOA, PPPOE, SNTP, HTTP, DHCP, ICMP, NAT

Safety & Emission FCC, CE

Four 10/100M Auto-Negotiation RJ45 ports (Auto MDI/MDIX)
Ports One RJ11 port
One USB 2.0 port

10Base-T: UTP category 3,4, 5 cable

100Base-TX: UTP category-5, 5e cable
Network Medium
1000Base-TX: UTP category-5, 5e cable

Max line length: 6.5Km

Downstream: Up to 24Mbps

Data Rat
atarates Upstream: Up to 1Mbps

Windows 8/7/Vista/XP or Mac OS or Linux-based operating system

>ystem Requirement Microsoft Internet Explorer, Firefox, Chrome or Safari browser for web-based

configuration

Working Temperature 0°C ~40°C

Working Humidity 10% ~ 90% RH (non-condensing)
Storage Temperature -40°C ~70°C
Storage Humidity 5% ~ 90% RH (non-condensing)
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Appendix B: Troubleshooting Guide & FAQ

T1. How do | restore my router’s configuration to its factory default settings?

With the router powered on, press and hold the RESET button on the rear panel for 8 to 10 seconds before releasing it.

Note: Once the router is reset, the current configuration settings will be lost and you will need to re-configure the router.

T2. What can | doif | don’t know or forget my password?

1) Restore the router's configuration to its factory default settings. If you don't know how to do that, please refer to
T1.

2) Use the default user name and password: admin, admin.
3) Tryto configure your router once again by following the instructions in 4.1Use Quick Setup wizard.

T3. What can | do if | cannot access the web-based configuration page?

1) Configure your computer’s [P Address.

For Mac OS X
1) Click the Apple icon on the upper left corner of the screen.
2) Go to "System Preferences -> Network’.

3) Select Airport on the left menu bar, and then click Advanced for wireless configuration; or  select Ethernet for
wired configuration.

4) In the Configure IPv4 box under TCP/IP, select Using DHCP.
5) Click Apply to save the settings.

For Windows 7

1) Click “Start -> Control Panel -> Network and Internet -> View network status -> Change adapter settings’.
2) Right-click Wireless Network Connection (or Local Area Connection), and then click Properties.

3) Select Internet Protocol Version 4 (TCP/IPv4), and then click Properties.

4) Select Obtain an IP address automatically and Obtain DNS server address automatically. Then click OK

For Windows XP

1) Click "Start -> Control Panel -> Network and Internet Connections -> Network Connections’.
2) Right-click Wireless Network Connection (or Local Area Connection), and then click Properties.
3) Select Internet Protocol (TCP/IP), and then click Properties.

4)  Select Obtain an IP address automatically and Obtain DNS server address automatically. Then click OK.

For Windows 8

1) Move your mouse to the lower right corner and you will see Search icon in the Popups. Go to “ -> Apps”.
Type Control Panel in the search box and press Enter, then you will go to Control Panel.

2)  Click "View network status and tasks > Change adapter settings”.

3) Right-click "Ethernet” and then select Properties.
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4) Double-click Internet Protocol Version 4 (TCP/IPv4). Select Obtain an IP address automatically, choose Obtain DNS
server address automatically and then click OK.

2) Configure your IE browser.

#2 about:blank - Microsoft Internet Explorer

Open your IE browser, click Tools tab File Edit ¥iew Favorites | Tools  Help
and you will see the following Mail and News r

| o Back - | "vlﬂ 4
screen. . \—-"J L Pop-up Blocker 4

Address :g"[ ahout:blank Manage Add-ons...
Synchronize. ..
Windows Update

Windows Messenger
Diagnose Connection Problems. .

Internet Cplions. ..

]
[Click Internet Options J

Generall Securityl F'rivacyl Content  Connectiors |Programs| Advancedl

i Toset up an Internet conneckion, click Setup...
I Setup,

r~ Dial-up and Yirtual Private Network settings

Add

Fremaove

LB

Choose Sektings if vou need to configure a proxy Sttt
seryer For & connection.

Select Never dial a

connection J

£ Heverdislla cnlnectiun

| Dial whenever a network connection is not present

) Aliways dial my default connection

Current [Hane Set Default

r Local Area Metwork, [LAMN] settings

LAMN Settings do not apply to dial-up connections, L&M Settings...
Choose Settings above For dial-up settings.

il

Click OK 0k | Cancel | Apply |

Now, try to log on to the Web-based configuration page again after the above settings have been configured. If you
still cannot access the configuration page, please restore your router's factory default settings and reconfigure your
router following the instructions in  Please feel free to contact our Technical Support if the problem still exists.

T4. What can | do if | cannot access the Internet?

1) Checkto seeif all the connectors are connected well, including the telephone line, Ethernet cables and power
adapter.
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2) Checkto see if you can log on to the web management page of the router. If you can, try the following steps. If
you cannot, please set your computer referring to T3 and then try to see if you can access the Internet. If the
problem persists, please go to the next step.

3) Consult your ISP and make sure all the VPI/VCI, Connection Type, account username and password are correct. If
there are any mistakes, please correct the settings and try again.

4) If you still cannot access the Internet, please restore your router to its factory default settings and reconfigure
your router by following the instructions in

5) Please contact our Technical Support if the problem still exists.

Note: For more details about Troubleshooting and Technical Support contact information, please log on to our Technical
Support Website: http://www.tp-link.com/en/support

T5. How to configure MAC Clone?

You can manually change the MAC address of the router. It is helpful when your Internet access account provided by
your ISP is bound to one specific MAC address, in other words, your ISP just permits only one computer with the
authenticated MAC address to access the Internet. In this case, you can use MAC Clone to allow more computers to
access the Internet via the same account.

1. Visit http//tplinkmodem.net, and log in with password you set for the router.

2. Goto Advanced > Network > Internet page. Click the Add icon, and scroll down to get the MAC Clone tab.

MAC Clone

(O Use Current Computer MAC Address

(O Use Custom MAC Address

e If you are using the computer with the authenticated MAC address to access the router, please select Use
Current Computer MAC Address.

* If you know the authenticated MAC address, please select Use Custom MAC Address and then enter the
address.

3. Click OK to make the settings effective.

T6. How to change the operation mode?

The router support two operation modes, DSL Router Mode and Wireless Router mode. If you already have a modem
or your Internet comes via an Ethernet cable from the wall, you can set up the router as a regular wireless router to
share the Internet.

1. Connect your router's LAN4/WAN port to the modem or the network port.

2. Visit http//tplinkmodem.net, and log in with password you set for the router.
3. Goto Advanced> Operation Mode page.
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Operation Mode

Please select an operation mode:

(O DSL Modem Router Mode

@® Wireless Router Mode

4. Select the Wireless Router Mode option and click Save to make the settings effective.
Note: IPTV function is not supported in wireless router mode.

T7. How to change the connection mode?

If your connection type is PPPoE or PPPoA, you can control when to establish connection via the connection mode.

1. Visit http//tplinkmodem.net, and log in with password you set for the router.

2. Goto Advanced > Network > Internet page.

WAN Interface

Refresh Add @ Delete All
WAN Interface Name VPI/VCI Status Operation Modify
Disconne

pppoe_8_35_0_d 8/35 Connected ct

3. (Click the “ (Edit) icon and scroll down to configure the connection mode.

Connection Mode: ® Always on
(O Connect on demand
O Connect manually
Max Idle Time: 15 minutes

(0 means that connection is always on.)

e Always on: Select this option if you hope that the connection can be re-established automatically when it is
down.

e Connect on demand: Select this option if you hope you connection can be automatically established when
needed. This mode is dependent on the traffic. If there is no traffic (or Idle) for a pre-specified period of time
(MAX Idle Time), the connection will drop down automatically. And once there is a request for Internet
connection, it will be on automatically.

e Connect manually: Select this option if you want to manually control the status of a connection. This mode
also supports the Max Idle Time function as Connect on Demand mode. The Internet connection can be
disconnected automatically after a specified inactivity period and re-established when you attempt to access
the Internet again.

4. Click OK to make the settings effective.

T8. How to use the WDS Bridging function to extend my wireless network?

My house covers a large area. The wireless network coverage of the router I'm using (the root router) is limited. | want
to use an extended router to extend the wireless network of the primary router. Follow the steps to configure the

router.
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1. Visit http//tplinkmodem.net, and log in with password you set for the router.

2. Configure the LAN IP address of the router in the same subnet as the root router. For example, the IP address of the
root router is 192.168.0.1, the IP address of the extended router should be from 192.168.0.2 to 192.168.0.254.).

3. Go to Advanced > Wireless > Wireless Settings page and select the wireless network 5GHz. Locate the WDS (5GHz)
section and select the check box to enable the WDS Bridging function.

WDS (5GHz)

WDS Bridging:

SSID (to be bridged):

MAC (to be bridged):

Security:

4. Click Survey to scan all the AP devices and choose the root AP to be bridged.

[ Enable WDS Bridging

@ MNone (O WPA/WPAZ Personal

O WEP

AP List
(® Refresh
ID | MAC Address SSID Signal Channel |Encryption| Connect
strength
E0:05:C5:3
1 0:01:46 TP-LINK_0146_5G 14 36 Encrypted @o
p | 30:B5:C2:3 TP-LINK_5GHz_0000 6 36 Encrypted| P
3:97:81
28:04:29:5
3 7:10:48 TP-LINK_Extender_5GHz 9 36 None OO
00:0A:EB:1
4 3.78:02 TP-LINK_Extender_5GHz 13 36 None &

5. Click the connect icon and then the SSID and MAC will be automatically filled in. Configure the Security settings as
the AP you choose to be bridged.
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WDS (5GHz)

WDS Bridging: [+ Enable WDS Bridging

SSID (to be bridged): TP-LINK_0146_5G
MAC (to be bridged): E0Q:05:C5:20:01:46

Security: ) None (@ WPA/WPAZ Personal (O WEP
Yersion: ) WPA-PSK ® WPAZ-PSK

Encryption: ) TKIP @ AES

Password: 123456789

6. Click Save to make the settings effective.
7. Goto Advanced > Network > LAN Setting page to disable DHCP.

Now, the root’s wireless network is extended and you can use the router’s SSID and password to enjoy the network.
The extended router (router) can have different SSID and password from the root router, you can change your router’s
SSID and password on Basic > Wireless page.
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Appendix C: Configure the PC

In this section, we'll introduce how to install and configure the TCP/IP correctly in Windows 7. First make sure your
Ethernet Adapter is working, refer to the adapter’s manual if needed.

1. Install TCP/IP component

[0}
1) On the Windows taskbar, Right-click Network icon =

Change adapter settings.

, and select Open Network and Sharing Center >

2)  Right-click your wired network connection (Local Area Connection or Ethernet by default), and select
Properties.

£ v Control Penel » Network and Internet » Network Connections » ~| 43 | carch Network Connect.. £

File Edit View Tools Advapced Help
Organize »  Disable this network device D is connection nection  » - 0O @

" Local Area Network
= _ MNetwork cable ung*

K T Realtek PCle GBE | % Disable

Status

Diagnose
% Bridge Connections.

Create Shortcut
Delete
% Rename

% Properties

3)  Double-click Internet Protocol Version 4 (TCP/IPv4).

~
[ Local Area Metwork Properties ﬂ

Networking | Sharing

Connect using:
L¥ Realtek PCle GEE Family Controller

This connection uses the following tems: I

o8 Client for Microsoft Networks

QQOS Packet Scheduler

Q File and Printer Sharing for Microsoft Networks
i Intemet Protocol Version & (TCP/IPvE)

Y |rtemet Protocol Version 4 (TCP/IPvd)

i Link-Layer Topology Discovery Mapper /0 Driver
i Link-Layer Topology Discovery Responder

Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication N
across diverse interconnected networls.

0K || Cancel
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4)  Select Obtain an IP address automatically and Obtain DNS server address automatically.

F g 5
Internet Protocel Version 4 (TCP/IPvd) Properties |i|éj

General | Alternate Configuration

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings,

@ Obtain an IF address automatically
Use the following IF address:

@ Obtain DNS server address automatically

Use the following DNS server addresses:

o
=i
)

@
1=}
=1
m
3

=]

| Advanced... |

[ OK H Cancel |

h A

5)  Click OKto save the settings.

2. Verify the network connection between your PC and the router
Open a command prompt, and type ping 192.168.1.1,and then press Enter.

» If the result displayed is similar to the figure below, it means the connection between your PC and the router has
been established well.

EM Administrator: C:\Windows\systemim - - —— . E@éj

Microsoft Windows [Version 6.1.76881
Copyright <c? 2809 Microsoft Corporation. All rights reserved.

C:xlUsers~tp—link>ping 192 _168.1.1

Pinging 192.168.1.1 with 32 hytes of data:

Reply from 192 _168.1.1: bytes=32 time<ims TTL=64
Reply from 192_168.1.1: bhytes=32 time<ims TTL=64
Reply from 192_168.1.1: bytes=32 time<ims TTL=64
Reply from 192.168.1.1: bhytes=32 time<ims TTL=64

Ping statistics for 192.168.1.1:

Packets: Sent = 4. Received = 4. Lost = B (Bx loss>,
Approximate round trip times in milli—seconds:

Minimum = Bms. Maximum = Bms. Average = Bms

C:~Usersstp—link>

> If the result displayed is similar to the figure below, it means the connection between your PC and the router
failed.
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EN Administrator: C:\Windows\system32\cmd.exe (| e S

Microsoft Windows [Version 6.1.76881 -
Copyright (c)> 2009 Microsoft Corporation. All rights reserved.

C:sUsersstp-link>ping 192.168.1.1

192 .168.1.1 with 32 bytes of data:
timed out.
timed out.
timed out.
timed out.

Ping statistics for 192.168.1.1:
Packets: Sent = 4, Received = 8, Lost = 4 {188x loss>.

C:~Users~tp—link>

Please check the connection following these steps:
1. Isthe connection between your PC and the router correct?

Note:

The 1/2/3/4 LEDs of Ethernet ports which you link to on the router and LEDs on your PC's adapter should be lit.
2. Isthe TCP/IP configuration for your PC correct?

Note:

If the router's IP address is 192.168.1.1, your PC's IP address must be within the range of 192.168.1.2 ~ 192.168.1.254.
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