This is the user manual of Pronto Intelligent Access Point, which will approximate guide you how to set and apply the
Wireless Router, it provide a convenient graphical interface for network construction and maintenance person, as well

as a user through a simple and accurate operation, and configuration management of this wireless router

1st Hardware and Operation mode Instruction

Wireless Router Interface
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P1 Wireless Router Interface

RST: Reset Button, it make wireless rotuer revert to default data after press it 15 seconds.

WAN: Gigabit WAN Port, connect with ADSL modem or Internet mainly. It will be LAN port under Wireless Router and
WiFi Repeater operation mode

LAN: Gigabit LAN Port to end users

LED indicator: show the status of this wireless router

DC in: DC power connector, 12V/1.5A

USB: USB WiFi Storage function, for DLNA, SAMBA.

LED indicator:

LED Indicator Status Description
SYS LED on Power on
off Power off
5.2G/5.8GWiFi twinkled 11a 5.2G/5.8G SSID enable
off 11a 5.2G/5.8G SSID disable
2.4G WiFi twinkled 2.4G SSID enable
off 2.4G SSID disable

Connect Wireless Router with PC:

Use can connect the PC with Wireless Router by Wireless SSID and LAN cable: The
diagram of wireless connection showed as follow:
Pls note: the default SSID is Wireless2.4G/5.2/5.8G, SSID’s password is 66666666




Internet

ADSL Modem

P2 Connect router with PC in WiFi

The diagram of LAN cable connection showed as follow:

Internet

ADSL Modem

P3 Connect router with PC in LAN Port

2"d: Login

1) Connect the Wireless Router with computer

2) Configure the PC’s local connection IP address as 192.168.188.X (X is number from 2 to 254), subnet mask is
255.255.255.0, follow P4 and P5 to finish.

*  LAN or High-Speed Internet
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P4 Setting of computer’s IP address

J--*ié.ﬁﬁ}r_ngmies 1

Geners! | Advanced| || Senedl|

Connect using “ou can get |P settng: assigred automatcaly f pour network. supports

this capabity. Otherwese, pou need to ask pour network: admenistrator fod
B9 Oualcomm Atheros ARE1S1 PTIE Gy the appropriste IP settings
This connechon uses the following items: (2 Obtain an IP addres: automabcally
¥ 1B Cierit for Mictosail Netwicdks {E) Use the following I address
E4 Fibe srvd Priner Shaing for Mictosol Metveorks IP address 192 .168 . 188. 10
54 QoS Packet Scheduler ———
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P 5 Setting of computer’s IP address

3) Input 192.168.188.253 into IE browser, then pop up the login page, the default Passwords: admin, pls do
following P6

HIGH PERFORMANCE INTELLIGENT WIRELESS ROUTER/AP

F{gREA(version) XD3200-AP-V2.0-Build20151204030606

P6 Login

31 : WEB GUI interface Setting:



1) Status

After login, then P7 Device Status will be showed:

Status 0 XIt AP English

Mode Gateway Mode channell channel153 (D Reboot

Internet

Running time 35M17S Software Version SR3200-GW-V2.0-B20160517090204

? 4G Wireless setting AN setting

(@)

Wireless 2.4G Wireless 5.8G 192.168.188.253
78:D3:8D:EC:0A:AA 78:D3:8D:EC:0A:AB 78:D3:8D:EC:.0A:A9

5.8G Wireless setting LAN setting

P7: Device Status
In this Wireless Router, the default operation mode is GATEWAY mode.
Then in 2.4G Wireless Setting, GUI configuration page showed as below:

User can configure the SSID, password, band width, channel here, then Apply to finish.



English

l_” 2.4G Wireless setting
Mode Gateway Mode (_|) Reboot

Wireless Status el

SSID | Wireless 2.4G Internet
I et

Broadcast SSID Disable ® Enable

WMM Disable » Enable

Band Width | 20MHz

Channel | auto

Encryption | WPA/WPA2PSK_TKIPAES

Running time 38M48S : Version SR3200-GW-V2.0-B20160517090204

Key | 66666666

Apply

Wireless 2.4G Wireless 5.8G 192.168.188.253
78:D3:8D:EC:0A:AA 78:D3:8D:EC:0A:AB 78:D3:8D:EC:0AA9

P.4G Wireless setting WAN setting

P8. 2.4G Wireless setting

5.8G Wireless Setting GUI configuration setting showed as P8:

English

l” 2. 8G Wireless setting
Mode Gateway Mode ( Reboot

Wireless Status

SSID | Wireless 5.8G

Internet

Broadcast SSID Disable ®) Enable

Enable

WMM Disable =

Band Width | 40MHz

Channel | 5765 GHz (Channel 153)

Encryption | WPA/WPA2PSK_TKIPAES

Running time 39M34S = Version SR3200-GW-V2.0-B20160517090204

Key | 66666666

Apply

)

Wireless 2.4G Wireless 5.8G 192.168.188.253
78:D3:8D:EC:0A:AA 78:D3:8D:EC:0A:AB 78:D3:8D:EC:0A:A9

2.4G Wireless setting WAN setting

P9 5.8G Wireless Setting



LAN Setting to configure the DHCP or Fix IP

HT LAN setting

Mode Gateway Mode
IP | 192.168.188.253

Subnet Mask | 255.255.255.0
DHCP Status e
DHCP Client IP Start | 192.168.188.2
DHCP ClientIPEnd | 192.168.188.252

Lease Time(hour) | 12

Running time 40M21S Apply

(D Reboot

Internet

= Version SR3200-GW-V2.0-B20160517090204

24G Wireless setting 5.8G Wireless setting LAN setting
Wireless 2.4G Wireless 5.8G 192.168.188.253
78:D3:8D:EC:0A:AA 78:D3:8D:EC:0A:AB 78:D3:8D:EC:0A:A9

WAN setting

P10 LAN Setting

WAN setting: to config the internet mode as DHCP, PPPoE or Static IP

|t] WAN setting
Mode Gateway Mode

WAN access mode | DHCP
PPPOE(ADSL)

Static IP

(D Reboot

Internet

Running time 41M2S Software Yersion SR3200-GW-V2.0-B2016051709020

G Wireless setting 5.8G Wireless setting LAN setting
Wireless 2.4G Wireless 5.8G 192.168.188.253
78:D3:8D:EC.0AAA 78:D3:8D:EC:0A:AB 78:D3:8D:EC:0A:A9

WAN setting

P11 WAN setting



2) Wizard Configuration:
Click Wizard in Status page, will pop up following page to configure the operation mode:
There are four operation mode of this ceiling Wireless Router, and there are explanation for each operation mode for

better application.

B Choose Operation Mode )

Return to
Status page

Choose the mode you want to configure

| Gateway Mode Repeater Mode WISP Mode AP Mode
In this mode, the AP
Explanation on wireless interface and cable
each operation mode ﬁtﬁﬂw&dﬁmn
network related functions.

P12 Operation mode

1. Gateway Mode:
Click Gateway mode, will pop up following pictures:

Pls choose the right WAN setting mode, then click next to continue.



By Gateway Mode )
First: WAN Settings Second: Wireless Third: Complete ist

| Static IP PPPOE(ADSL) DHCP

2nd

[ The current access mode is DHCP Please click next to configure. J

Back Next
|_oacx | 5

P13. WAN setting in Gateway Mode

IS Gateway Mode =)

First: WAN Settings

Second: Wireless Third: Complete

1 Wireless Settings 2.4G/5.8G

I 2.4G Wireless Settings I ist I 5.8G Wireless Settings I 2nd
2.4GHz WLAN Status [ 5.8GHz WLAN Status
SSID | WirelessaAP-2G-00 SSID | wirelessAP-5G-10
Channel | auto Channel  *5.765 GHz (Channel 153)
Encryption  WPA/WPA2PSK_TKIPAES Encryption  WPA/WPA2PSK_TKIPAES
KE)" B66REE66 KBY BE666666

P14 Wireless Setting in Gateway Mode

When click Next, then will complete the Gateway mode setting and show following picture:



ﬁ Complete Settings

First: WAN Settings Second: Wireless Third: Complete

Congratulate, Settings is completed

P15 Complete the setting in Gateway Mode

When return to Status, the page showed as follow:

Welcome User Status v C \ Exit English

Mode Gateway Mode channel 7 channel 153 (D Reboot

Router 5.8\ Internet

Running time 2M13S Software Version XD3200-AP-V2.0-Build20151210202321

2.4G Wireless setting 5.8G Wireless setting | AN setting WAN setting
WirelessAP-2G-00 WirelessAP-5G-10 192,168.188.253 192.168.98.122
78:03:8D:D3:B461 78:D3:8D:D3:B4:62 78:D03:8D:D3:B4:60 78:D03:8D:D3:B4:60

P16 Status in Gateway Mode
2. WiFi Repeater mode

Click WiFi Repeater operation mode in Wizard, then following page will pop up, and choose the right SSID to bridge,



then next.

B% Repeater Mode 5
1st
First: Repeater Second: Wireless Third: Complete

1 Wireless Repeater

Wireless Repeater 2.4G Repeater SSID

Authentication none 2nd

WirelessAP-2G-00 AJ
3rd

WRAMPAIPDE TIGPALS

WirelessAP-2G-00

WRAAWPAZPSE TIIFALS

WirelessAP-2G-00

T WRAWPAZPTE TIIPASS

WirelessAP-2G-00

T | a0

P17 Repeater Mode

After click Next button, then should configure the wireless settig as follow, then click Next to finish:

f§ Repeater Mode E)
First: Repeater Second: Wireless Third: Complete

1 Wireless Settings 2.4G/5.8G

5.8G Wireless Settings

5.8GHz WLAN Status

SSID | WirelessAP-5G-10

Channel * 5765 GHz (Channel 153)

Encryption WPA/WPAZPSK_TKIPAES

Key e5666666

P18 Wireless Setting in Repeater Mode
Click Return button, will back to Status, show Repeater mode data, show fail or success, and user can configure this

data in this page if required.



Welcome User Status \ i English

Mode Repeater Mode channel 153 d) Reboot

Running time 2M54S Software Version XD3200-AP-V2.0-Build20151210202321

2.4G Wireless setting 5.8G Wireless setting LAN setting Wireless relay setting
2.4G WLAN off WirelessAP-5G-10 192.168.188.253 Relay connection off
78:D3:8D:D3:B4:62 78:D3:8D:D3:B4:60

P19 Status in Repeater Mode

Pls note, when click wireless relay setting, following page will pop up, you can make change from here easy:

Ey Repeater Mode RE

Second: Wireless Third: Complete

1 Wireless Repeater

Wireless Repeater 24G Repeater SSID
Authentication | none

P20 Wireless Relay Setting
3. WISP Operation mode:
Click WISP operation mode in Wizard, then will pop up the configure page, pls set the WISP operation mode based on

the steps showed in picture:



E§ WISP Mode )
Second: WAN Third: Wireless Fourth: Complete

1st
1 Wireless Repeater 3]’d
] 2nd _I
Wireless Repeater Repeater SSID | WirelessAP-2G-00 Scan AP
5.8G
Authentication WPA/WPA2PSK_TKIPAES Key 66666666 St h

Scan AP

WirelessAP-2G-00 Py
T WPAAWPAFSK TKIPAES
ot 7 Choxe
ME WIPASWPAIPIE TIIPAES

5 -82 a8 En e WRAAWPAIPEE TIOPAES
WirelessAP-2G-00 i

Refreah

6th

P21 WISP Mode

Configure the right WAN setting in WISP operation mode, then next.

f§ wisP Mode Ny
First: Repeater } Second: WAN Third: Wireless Fourth: Complete

Static IP PPPOE(ADSL) DHCP

2nd

[ The current access mode is DHCP,Please click next to configure. J

3rd

P22 WAN setting in WISP mode

Configure wireless data showed as follow:



E§ WISP Mode )
First: Repeater Second: WAN p  Third: Wireless Fourth: Complete

1st

1 Wireless Settings 2.4G/5.8G

5.8G Wireless Settings

5.8GHz WLAN Status [EN

SSID | WirelessAP-5G-10 2nd
Channel * 5765 GHz (Channel 153)
Encryption WPA/WPA2ZPSK_TKIPAES

Key 65666666

P23 Wireless Setting in WISP mode
Then complete and back to status, will show the connection fail or success, then can configure the data based on

request:

Welcome User Status V¥ i English

Mode WISP channel 153 d) Reboot

J_\ Internet

Running time 6M45S Software Version XD3200-AP-V2.0-Build20151210202321

Wireless relay setting 5.8G Wireless setting LAN setting WAN setting

WirelessAP-5G-10 192.168.188.253
78:03:8D:D3:B4:62 78:03:8D:D3:B4:60

Relay connection off

P24 Status in WISP mode



Remark: When click WAN Setting, will pop up following picture:

1 ” WAN setting

PPPOE(ADSL)
DHCP
Static IP

P25 WAN setting in WISP mode

WAN access mode

4. AP Operation mode:
Set the wireless data, AP Location info as required, then click next to continue and enter into LAN setting.

After LAN setting, complete the AP mode configuration and back to Status:

E§ AP Mode
Second : LAN Third:Complete

| Wireless Settings 2.4G/5.8G
2.4G Wireless Settings 5.8G Wireless Settings
24GHz WLAN Status IS 5.8GHz WLAN Status [Nl
SSID | wirelessaP-2G-00 SSID | wirelessAP-5G-10
Channel | * 2,442 GHz (Channel 7) Channel | * 5,765 GHz (Channel 153)
Encryption WPA/WPA2PSK_TKIPAES Encryption WPA/MPAZPSK TKIPAES
Key 66666566 Key 66666666
1 Location Information
AP Location AP Name

P26 Wireless setting in AP Mode



First: Wireless

1 LAN setting

Welcome User

Mode AP Mode

Running time 2M20S

Second : LAN Third:Complete

Static IP
Access Type [EE#E

P27 LAN Setting in AP Mode
Status

channel 7 channel 153

7

English

(]_) Reboot

Switch

Software Version XD3200-AP-V2.0-Build20151210202321

2.4G Wireless setting

WirelessAP-2G-00
78:D3:8D:D3:B4:61

5.8G Wireless setting LAN setting

WirelessAP-5G-10
78:D3:8D:D3:B4:62

192.168.188.253
78:D3:8D:D3:B4:60

AP position setting

P28 Status in AP Mode




3) Advanced Setting:

In advanced setting, user can check the Wireless Router’s firmware version, working status, 2.4G wireless, 5.8G
Wireless, LAN Status,

upgrade firmware, Reset...

Let’s Click Advanced Setting in status page, will show return home, Setup Wizard which we showed before.

Let’'s shown mode in Device Status, 2.4G Wireless, 5.8G Wireless, Network and Management.

|t] Advanced Settings

/ﬁ\ Return home | Status 2.4G Wireless Status 5.8G Wireless Status LAN Status

{s} Setup Wizard | status

Device Status Software Version XD3200-AP-V2.0-Build20151210202321

2l 2.4G Wireless Hardware Version V5.0

Uptime 6M535

sill 5.8G Wireless

) Management

P29 Device Status
Device Status: In this page, mainly to check the Wireless Router’s status in firmware version, 2,4G Wireless, 5.8G

Wireless and LAN status:

|11 Advanced Settings

/ﬁ\ Return home Status |2,4G Wireless Status I 5.8G Wireless Status LAN Status

Setup Wizard | 2.4G Wireless Status

Device Status 2.4G Wireless Status Enable

2.4G Wireless SSID WirelessAP-2G-00

MAC 78:D3:8D:D3:B4:61

aill
sill

5.8G Wireless

Channel 7
MNetwork

&

Encryption WPAWPA2_TKIPAES

Management
Connected Users 0

(&

P30 2.4G Wireless Status



|11 Advanced Settings

/ﬁ“ Return home Status

2.4G Wireless Status 5.8G Wireless Status LAN Status

{& Setup Wizard | 5.8G Wireless Status

Device Status| 5.8G Wireless Status Enable

244G Wireless SSID WirelessAP-5G-10

- MAC 78:D3:8D:D3:B4:62
5.8G Wireless

Channel 153
Network
Encryption WPAWPA2 TKIPAES

Management
Connected Users 0

P31 5.8G Wireless Status

[1] Advanced Settings

Return home Status 2.4G Wireless Status 5.8G Wireless Status

Setup Wizard | LAN Status

Device Status LANIP 192.168.188.253

24AG Wireless Subnet Mask 255.255.255.0

MAC 78:D3:80:D3:B4:60
5.8G Wireless

Manage server [P 192.168.188.1
Network
DHCP Status Disable

Management

DHCP address range 1921681832 — 192168188252

psnea o

P32 LAN Status

2.4G Wireless Setting:

In this part, will show the 2.4G Basic Setting, Virtual AP, Access control and Advanced Setting:



|{] Advanced Settings

A Return home 2.4G Basic Settings 2.4G Virtual AP 2AG Access Control 2.4G Andvanced Settings

{ Setup Wizard | Wireless Basic Settings

[l Device Status Wireless Status S}
‘ adl 2:4G Wireless SSID | WirelessAP-2G-00

| Broadcast SSID O Disable @ Enable
sill 5-8G Wireless

WMM () Disable ® Enable
Network | channel

[=1 Management Band Width | 20MHz

Channel | * 2.442 GHz (Channel 7)
| Authentication

Encryption | WPA/WPA2PSK_TKIPAES v

<]

Key = 66666666

I Apply

P33 Basic Setting in 2.4G Wireless
2G Wireless Analyzer: Mainly to analyze the wireless router’s signal strength in some channel, to make user more easy
to choose the right channel

and avoid the wifi interface.



2.4Gwifi Channel analysis

1dBm] boknown

P34 Wireless Analyzer
Virtural AP:

There are 3 virtural AP in 2.4G wireless, if need virtural SSID, then users can configure it showed in following picture:



/ﬁ“ Return home
{s} Setup Wizard

Device Status

all 2.4G Wireless
sl 5.8G Wireless

Network

[9 Management

2.4G Access Control: Mainly show MAC allow or deny:

|11 Advanced Settings

2.4G Basic Settings 2.4G Virtual AP 2.4G Access Control 2.4G Andvanced Settings

| 246 Virtual AP

Virtual VAP1

Virtual VAP2

Virtual VAP3

Wireless Status oFF

SSID | WirelessAP-2G-01

Broadcast SSID O Disable ® Enable

wmmM O Disable ® Enable

Encryption | none

[{] Advanced Settings

ﬁ Return home
{5} Setup Wizard
Device Status

'
sill 5-8G Wireless

Network

1 Management

2.4G Advanced Settings:

2.4G Basic Settings

I Wireless Access Control

2.4G Virtual AP

P35 Virtual AP

2 4G Access Control

2.4G Andvanced Settings

Access Control

Allow Listed

Deny Listed

P36 MAC Access Control

In this page, will show the regional, RF Power, Max user access...



|t] Advanced Settings

ﬁ Return home

2.4G Basic Settings

& Setup Wizard | 2.4G Advanced Settings

Device Status

|ml 2.4G Wireless |

sidl 5.8G Wireless

Network

[] Management

2.4G Virtual AP

2.4G Access Control

2.4G Andvanced Settings

Regional | United States Channel(1-11)
MODE | 802.11BIG
RF Output Power | 100%
Packet Threshold = 2346 (256-2346)
RTS Threshold | 2346 (256-2346)
ek Timeout control | 64 (0-255)us
Beacon interval | 100 (100-1000)ms
MAX User | g4 (Range 0-64 D not limited)
foverage Threshold | -90 (-65dBm~-90dBm)
Aggregation “ Short Gl “ User isolation oFF
Apply

P37 Advanced Setting

5.8G Wireless Setting: Almost same as 2.4G Wireless:

|11 Advanced Settings

/ﬁ Return home

5.8G Basic Settings

{& Setup Wizard | Wireless Basic Settings
Device Status
24G Wireless
sl 5.8G Wireless
Network | channel
Management
| Encryption

5.8G Virtual AP

5.8G Access Control 5.8G Advanced Settings

Wireless Status “ 5G wireless analyzer
SSID | WirelessAP-5G-10
Broadcast SSI0 O Disable @) Enable

WMM () Disable @ Enable

Band Width
Channel
Encryption = WPA/WPA2PSK_TKIPAES

Key | 66666666

Apply




Network setting:

P38 5.8G Wireless Setting

In this page, mainly to show the LAN setting, WAN Settings, VLAN settings, Authentication and Cloud server access

settings as follow:

LAN Settings, mainly show router’s IP address, DHCP client info and IP/MAC bind, picture showed as follow:

A R

{c P L | LAN settings

v~ D

Network

¢

M ente | 1p-MAC Bind
IP-MAC Bind

[P 192.168.188.253

Subnet Mask = 255.255.255.0

DHCP status NI

DHCP Client IP Start | 192.168.188.2
DHCP ClientIP End = 192.168.188.252

Lease Time(hour) 12

(1-360)

MAC

I Apply I

P39 Network Setting

Leths LAN Settings VLAN WAN Settings WAN advanced settings Authentication Cloud Settings

Add

Scan

Clear

VLAN: This wireless router can work with VLAN switch to do Tag VLAN, input the switch’s VLAN ID in following picture,

but pls note, LAN port VLAN only, not WAN port.



[] Advanced Settings

@ Return home LAN Settings | VLAN WAN Settings WAN advanced settings Authentication Cloud Settings
{s} Setup Wizard | vian
[4 Device Status 24G 586
A AEY AN S AN e AP VAP1  VAP2 VAP3 AP VAP1  VAP2  VAP3

L

aill 2:4G Wireless B U U UJ u LJ U U U

Y
L]
]
L]
L]

C
Bl I
a
O
[~ | ]
O
=
CJ
a
CJ

sl 5-8G Wireless

4

<
1]
)
=]

LY

@ Firewall

[ Management

<
[N I
Bl B

|

|

|

|

|

|

|

|

|

|

C
C
C
C
C
1
C
C
C
C

<
O
B
-]
=

4
1)
a
a
i)
a
)
a
)

4
O

1

Apply

P40 Tag VLAN Setting
WAN Settings:
To choose the right internet mode such as static IP , PPPoE, DHCP, Apply after config the right data.

|t] Advanced Settings

£} Return home LAN Settings ~ VLAN WAN Settings | WAN advanced settings  Authentication Cloud Settings

{s} Setup Wizard

Static [P PPPOE(ADSL) DHCP

[l Device Status

PPPOE Name
adl 24G Wireless
PPPOE Password

sl 5-8G Wireless

MTU | 1452 (1400-1452)
i [ Manually set DNS
@ Firewall Primary DNS
[%] Management Secandary DNS
Apply

P41, WAN Settings
WAN Advanced Settings:

In this part, user can config MAC clone, web remote control, VPN pass through...



|11 Advanced Settings

Y Retun home LAN Settings ~ VLAN WAN Settings WAN advanced settings | Authentication Cloud Settings

Setup Wizard | WAN advanced settings

Device Status £ MAC clone

2.4G Wireless |#) Enable Web Server Access on WAN Web Port | 8080
1 [ Enable uPnP
5.8G Wireless

] Enable IGMP Proxy
Network
|| Enable Ping Access on WAN

Firewall o
¢ Enable IPsec pass through on VPN connection

Management ¥ Enable PPTP pass through on VPN connection

[#/ Enable L2TP pass through on VPN connection

P42, WAN advanced Settings
Authentication:
If enable this function, then config an authentication server for it first, after that, user should do authentication, then

access into internet.

|11 Advanced Settings

&} Return home LAN Settings ~ VLAN  WAN Settings ~ WAN advanced settings | Authentication Cloud Settings

{3} Setup Wizard I Authentication function

Device Status Authentication function | Epable
Disable

all 246G Wireless Port fault 2060, range (1-65535)

| 5.8G Wirel Client timeout | 20 Default 20 minutes, range (1-65535)
sl 5 ireless

Authentication server | www.yowifinet

Authentication server port | 8o Default 80, range (1-65535)
@ Firewall
Authentication server path | /
Ej Management External domain white list Add
| ALL External domain white list
(] itools.info
(] ibook.info

(@]

captiveapple.com

appleiphonecell.com

MAC White list Add

P43, Authentication

Cloud Settings:



After access into cloud server, it can do authentication, accounting, data analysis for agent/merchant.

Just input the cloud server’s IP address and Login Name of this cloud server.

|t] Advanced Settings

@ Return home LAN Settings VLAN WAN Settings WAN advanced settings Authentication Cloud Settings

{g} Selup Wizard I Cloud Settings
[] Device Status Cloud Server

aul 2:4G Wireless Heartbeat Server | http://www.yowifi.net instance:fwww.yowifi.net)

Login Name

il 5-8G Wireless

Network

@ Firewall

[ Management

Apply I

P44, Cloud Settings

Management:
In this part, show the system time, Logs, upgrade firmware, system, user info.

And we show System time, how to upgrade firmware and system page to users:



|11 Advanced Settings

A . .
fnl Return home System Time Logs Upgrade Firmware System User
{s} Setup Wizard | System Time
Device Status System Time 2015-10-30 11:16:34
2.4G Wireless Choose Time Zone | Beijing, Chongging, Urumgi,Re-Hong Kong, Taiwan;
. NTP Server | time windows.com
5.8G Wireless
Equipment timing  [] Auto restart | 23:00
Network
Management
Apply

P41 System Time

|t] Advanced Settings

Return home System Time User

Logs Upgrade Firmware System

Setup Wizard | Upgrade Firmware 2nd

Device Status Software Version XD3200-AP-V2.0-Build20151210202321 3rd 4th

2.4G Wireless Choose File | W

5.8G Wireless

Note edo not power off the device during the upload because it may crash the system! 5th

Network

[ Management | 1st

P42 Firmware Upgrade



|11 Advanced Settings

Return home System Time Logs Upgrade Firmware User
Setup Wizard I Save/Reload Settings
Device Status Backup

2.4G Wireless Restore | Browse
5.8G Wireless

Reboot Reboot

Network

Managemen:

P43 System info

4" Share Internet and Obtain IP address automatically
Set computer’s TPC/IP as Obtain an IP address automatically, Obtain DNS server address automatically as
following picture showed.

the computer will obtain the IP address from router or base station to get Internet.

. KR Status - A HIEHE Properties [ Internet Protocol (TCP/IP) Properties
| General | Support| General | Advanced | | General ‘ Alternate Emfigualiun|
Connection Connect using: ‘You can get IP settings assigned automatically if your network supports
7 this capability. Otherwise, you need to ask your network administrator for
Status: ‘ B8 Qualcomm Atheros ARS151 PCI-E Gic ‘ the appropiiate IP settings.
Duration:
Speed: This connection uses the following iters: | (@) Obtain an IP address automatically |
4 Eciml for Microsoft Networks ) Use the following IP address:
SFiIe and Printer Sharing tor Microsoft Networks P address |
= res
I ¥ %¥=Intemet Pratocal [TCP/IP) Subnet mash
Activity o I:
Serd Install... Ininstall Propeities
Description | (@) Obtain DNS server address automaicaly ]
Transmission Control Protocol/Intemet Protocol. The default () Use the following DNS server addresses: |
Packets: wide area network protocol that provides communication
across diverse interconnected netwarks. Preferred DNS server
Show icon in notification area when connected rfen %
Notify me when this connection has limited or no connectivity
et J|_oea —
|

Trouble Shooting:

F 1 The Failure phenomenon and solution

Failure phenomenon Solution
SYS Indicator off Pls make sure the power is correct




Can't land to Wireless Router through
Web page

Pls check the IP address of computer and Wireless Router to see
whether they are in same networking segment, The method is click
“start”-“Run” input‘cmd”, ping 192.168.188.253 to test the Wireless
Router connectivity.

Reset Wireless Router and load it again;

Pls make sure the IP address 192.168.188.253 is not occupied by
other device in Wireless Router’s networking;

Check computer and cable problem, recommend to use 10/100M
UTP unshielded cable;

Clean up Arp binding from “Start”™-“Run” input‘cmd” arp —d

Clean the IE Brower’s temporary files and Cache file.

Can't scan the Wireless Router

Scan it several times more;

Make sure there are 5G signal existed.

Reset the Wireless Router, scan it again after Wireless Router
restart;

The connection of Wireless Router is
success, but the computer can’t share
internet

Pls Check the computer’s IP address and DNS setting. If it is
dynamin, set the network card as automatically obtain. If it is static
IP, pls contact with ISP for correct IP address and DNS address.

How to Reset Wireless Router

Press the “Reset” button more than 15 seconds after power on. The
Wireless Router will restore factory default after the Wireless Router
restart.




Warning:

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) this device may not cause harmful interference, and (2) this device must accept
any interference received, including interference that may cause undesired operation.

changes or modifications not expressly approved by the party responsible for compliance
could void the user's authority to operate the equipment.

NOTE: This equipment has been tested and found to comply with the limits for a

Class B digital device, pursuant to Part 15 of the FCC Rules. These limits are

designed to provide reasonable protection against harmful interference in a

residential installation. This equipment generates, uses and can radiate radio

frequency energy and, if not installed and used in accordance with the

instructions, may cause harmful interference to radio communications. However,

there 1s no guarantee that interference will not occur 1n a particular installation.

If this equipment does cause harmful interference to radio or television reception,

which can be determined by turning the equipment off and on, the user is

encouraged to try to correct the interference by one or more of the following

measures:

-- Reorient or relocate the receiving antenna.

-- Increase the separation between the equipment and receiver.

-- Connect the equipment into an outlet on a circuit different

from that to which the receiver is connected.

-- Consult the dealer or an experienced radio/TV technician for help.

NOTE: This device and its antenna(s) must not be co-located or operation in conjunction with
any other antenna or transmitter

RF Exposure Statement
To maintain compliance with FCC’s RF Exposure guidelines, This equipment should be
installed and operated with minimum distance of 20cm the radiator your body. This device
and its antenna(s) must not be co-located or operation in conjunction with  any other

antenna or transmitter
Note:

The entire operation of this product must be limited to indoor use and should not be used
outdoors.



