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I ntroduction

The Wireless 802.11g Access Point is a 54 Mbps Access Point (AP) that can
also act as aMediaAccess Control (MAC) bridge between wired Local Area
Networks, and one or more LAN wireless networks.  Placed anywhere along
with an Ethernet LAN, the Wireless 802.11g Access Point allows up to 200
wireless stations within its area of coverage to access transparently to the
corporate network.

Features

High speed for wireless LAN connection, 54 Mbps.

Web browser-based configuration utility.

Wireless security of 128-bit WEP Encryption/ MAC Address Filtering
AP Visibility Modes

Firmware upgrades

Static IP Address or DHCP

Automatic Device Discovery
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LED Indicators

LED Indicators on the Front Panel

LAN

L
Pawer Siams Liak 100K E‘:‘hl Link Heady  Actiee
U U SV
LED Indicator Satus
Solid Dim/ Flashing
Power Glows when power is Dim when no power is
applied to this device, the |applied.
LED turns solid yellow.
Status Normal Flashing when upgrading
firmware.
LAN-Link Glows when Ethernetis  |Dim when no Ethernet is
connected. connected.
Flashing when this deviceis
sending/receiving data
LAN-100M Glows for 100Mbps Dim for 10 Mbps Ethernet

Ethernet connection.

connection

LAN-Full Duplex

Glows for Full duplex
mode

Dim for half duplex

WLAN-Link Glows when this device is |Dim when it is not
associated associated
WLAN-Ready Glowswhen WLAN is Dimwhen no WLAN is

connected.

connected.




Flashing when trying to
connect to WLAN.

WLAN-Active N/A

Flashing when this deviceis
actively sending/receiving
dataover thewireless LAN
connection.

Portson the Rear Pand

T db
b2 @ ™ ©
LAN oO-XxX

Ié(_i‘;_‘ié Antenna  Eehoot
Port/button Functions

A 5v DC Connects the power adapter plug.

B LAN Connects to your LAN’s network device.

C [1-X Switch this button for choosing different wiring

scheme LAN connection; Switch left to select
using a straight Ethernet cable; Switch right to
use a Crossover Ethernet cable. .

D Antenna

Adjust to have better performance

E Reboot

Use a pin-shape item, for example apin tip, to
press this button to re-boot this device when the
device stop working properly. .




Getting Connected

1.

Find a L ocation: choose alocation to place the Access Point. Usually, the
best place for the Access Point is at the center of your wireless network,
with line of straight to all your wireless stations.

Adjust the Antenna: usually the higher the antennais placed, the better
will be the performance.

Connect to your local area network: connect a straight or a crossover
Ethernet cable to one of the Ethernet port of the Access Point, and the
other end to ahub or switch. (If you are using a straight Ethernet cable,
make sure the 11-X button is switched right; the other way for Cross
Ethernet cable.)

Power on the device: connect the included AC power adapter to the
Access Point’s power port and the other end to awall outlet. Note: use only
the power adapter that provided with the Access Point. Using a different
power adapter may cause permanent damage to the device.



AP MODES

This deviceis shipped with configuration that can be utilized right out of the
box. The default configuration is as a AP/bridge depending on your purchase. If
you want to change the settings in order to perform more advanced
configuration or just configure into the other mode, namely Access Point to
bridge or the other way, you can use the web-based utility provided by the
manufacturer as described below.



Configuration viaWeb

Login
Open the browser, enter the local port IP address of the Device (default at

192.168.1. 240), and click “Go” to get the login page.
The user name and password are not required and should be left blank for the

first-time login. Just click OK to enter.

Enter Network Password |

? Flease type your uzer name and pazsword.

Site: 192168.1.240
Fealm Login
zer Mame I

Pazzward I

[T Save thiz pazsword in your password list

| aF. I Cancel




| nfo(l nfor mation)
The setup home page will display the information about the current settings of

this access point.

Conewcting Wireless Clhents b0 a Beckbons Exhemat LAN

B02.11g Access Point Assor | Winslas
Aavanced | Sscurity | P adar | admin

ST Blasic inforration shout this access pond. MOTE: ¥ oo may have
Information 1o sdnad 1his page be s 6 the cument setings

Access Point Information
Apciris Foint Harse: iRl
MAL address of AP: EUESUESR TN
Higgomerjaticd Slatioec:
RF Finmware verson: REIE R

Sywtein Fidmwane vesisa: | OoF 1

Currant IF Settings
I addiase: EREERIRTES EE ]

P cliemt: JEIEFE WIS

Current Wireless Settings
[SCTACHN 20 1 9kg kooad bade

Wireless netwadk nama {S5100: _l_'_ 1 ||_:|
Chanmel: N

WEP: Ml

LSO il



Assoc(Associations)—Only for Access Point mode

This page shows the M AC addresses of devices connected to this Wireless
802.11g Access Point.

Conmecting Wirsleas Clanta 1o a Backbons Eshemal LAN

B02.11g Access Point [RUL.N EETETE Rl ot
in:l-.'lnn:cd] -1 urll:'.-T I AdurrMm-ﬂ

ACCESS

The 1§ & be of MAT addraeaes al $lalisne B s b o] ad
Anenc|abions by the access poml. NOTE: You may have 1o redosd 1he page to
a0k tha Cumant saiisgs

MNENEIT1IRST




Wireless (Wireless Configuration)

Here you can set/change wireless configuration including visibility status,
PHY profiles, SSID, channel, transmission rate ... etc. See the description
that comes after each function.
When you are done with the change, remember to restart this access point to let
the new settings take effect.

Connacling Wirdess Clenis (0.5 BackDoang Ethemel LAN

802.11g Access Point [RULH IEELE RUUT LY S-S0 H
il:l-.'-inr-:'d-l- Er.'l:unl.'.rTIP J-ddr-l ddmin

Oin thiz page you can cosfigure 1he basic 802 119 scoees pont
Wirelass l.__.-nn'iguratn:ln satlirge. Ay new setlings wil el ks efect uwshil the sccass
st 15 rabooiesd

Ll 118 £-1. 173

Wisihiling Simius: JECERRTIIRN]

Whan Invisibily is sakicbad, 1ha &F o protecied agains:
el Iy Y WrEeEd E Mers, i &l wieslesis clsands el
meplicilly losirw and yes |he S50

FHY Prefilis: JEIEE |||-'|_: in i Mk j

Thisa prables conted & nusmber of satiings for awenal winss
realwiik uRags, Thai masnngs e delFesplafansry, Fod fdn
pElal g, plaaEs oEe Inlerdr distumenlalgn

Wireloss Motwork Reme (55100 I:"I]-_Hq

This i& the sama of the actags paint an S weless b=k
Eralions el adsedcmli b0 The 6o Cocs o may Funsd 10 K
IFns

s

[RCEST A |2 4 GHz chanial1 =
This i& thio seadia chainned thal the sacoass point will opeeala on. F
i & panienca mlardaencs (@ bel cosneclang or slow dats

sl you may nesd B8 ey difseren) Bannes H s =T T

e hes], Channss 1-14 ams n the 2 4 GHr band and channels

64 are m the 5 GHz band

Transmassinn rale |MEd); |E|_-I w1 [automakc) 'r|

Thik ik the spisad &l which the ot peinl will bn me el
Marmally you shogld seec] besl hera, sthough 8 por = be s
resbamrt: 19 ura sty noey ar queel pol may which 1o use 3 fiw=d

law or high tabe Eu;-.-ul Cancal |

Visibility Status If you select invisible, thisAP can not be
detected by wireless sniffers; which means
all the wireless clients can not associated to
this AP unless they know/use the SSID.
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PHY Profiles

You can select different wireless networking
hardware (PHY) to meet your wireless
environment or for optimal performance.
You can thus choose from the list.

BOL N Mg B e Wl -
I |

B0 U] Uy
302 1]z Oy, Wesitoomm pedinmands

Wireless Network Name (SSID)

The SSID is the unique name shared among
al pointsin your wireless network. The
name must be identical for al devices and
points attempting to connect to the same
network.

Channel

Shows the selected channel that is currently
inuse. (There are 14 channels available,
depending on the country.)

Transmission rate (Mbps)

Shows the current transfer rate
There are Best (Automatic), Fixed 1, 2, 5.5,
6,9, 11, 12, 18, 24, 36, 48, and 54Mbps. )

10




Access (Access Control)-Only for Access Point mode

ThisAP provides MAC Address filtering, which prevents the unauthorized

MAC Addresses from accessing your Wireless LAN.

Once you check to enable access control, only MAC addresses entered in

following fields are allowed to associate to thisAP.

Note:

1. You can enter 16 MAC Addresses to associate to thisAP.

2. You can copy the MAC addresses shown on the Station List and past them
to the MAC address table to save the effort of typing and avoid typo as well.

L=anneciing Wirslass Ellents t0 & Backbans Ethernss Livy

802.11g Access Point Assoc | Wireloss
.ﬁ.-d'.-an:-ndT sn.:...rq.-T IP AddrT Admin

On this pags o cam anabk Acceia Control Waneikd, oaly the
MAED sddreeses anbered indp the WAL sddmees’ boxes are
Access Caontral allowed 10 asanciaba 1o 1hes AP Note that yau can ol and pasla
(b achraieenie fromn e TR adios LR pege mio (he MAT addnacs
boxes. Thase changes are afecine immediately.

(R A AR [ (Check his Box 0o anshls aicesd cenlin

AL adidriss & |
MAC address T |
AL sddress §: |

S | Cmracal

Figure: Access Control
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Advanced (Advanced Wireless)

Conneciing Wirsess Clienis o 2 Backibone Eiharned LAk
802.11g Accesa Point WiiFaliss
Advanced | Security | IP Addr | Admin

Qi thig page yau can configue The advasced 800 115 aicess
Wireless poor mettings. Ay ness seitings wall not iske effact unlil the
ACCAES Poind K rebaoted

Raeimum aisocl aind stations: |':'.'|.|

Thes the masimum member ol wirdees s=slions 1hsl coan be
ASEI0E6] & any e Tma

Fiagesseniatios threshold: |."'"-1F\.

Traramithad wirelacs pachkets larges than 1his cine wil ba
fragrmesiad 1o maim en paiforeance in oo ey siraled s satwsrks

Advanced

FTS threshold: || EENH

Traremidlad wireiaes pakels langes than thig &ps wil wae e
ATENTE profocol 1o (3] meinksin pefamence in caomy wsess
netwarks and (o) prevent kidden nodes from degrading
e 1

Beacon period: |1 i

Arepdies piand PG s G st ol perosecall Tie i 1hs
numbesr of milissconds hetwsen aach beacan

DT il |'I

Thes i3 the rumier of beacons par DT [Deksery Traffic
Irefication Messagel, 9. 1 means send & 07T sith ssch
B on, ' means with geary 20l beacon, et

M aximum associated stations 200

Fragmentation threshold To fragment MSDU or MMPDU into small

sizes of frames for increasing the reliability
of frame (The maximum value of 2346
means no fragmentation is needed)
transmission. The performance will be
decreased as well, thus a noisy environment
IS recommended.

RTS Threshold

RTS (Request To Send) is a control frame
sent from the transmitting station to the

12




recelving station requesting permission to
transmit. This value is recommended to
remain at its default setting of 2432. Should
you encounter inconsistent data flow, only
minor modifications of this vaue are
recommended.

Beacon period

Thisisaso called Beacon Interval. This
value indicates the frequency interval of the
beacon. A beacon is a packet broadcast by the
AP to synchronize the wireless network. The
default value is 100.

DTIM interval

DTIM stands for Delivery Traffic Indication
Message. A DTIM is acountdown field
informing clients of the next window for
listening to broadcast and multicast messages.
When the access point has buffered broadcast
or multicast message for associated clients, it
sends the next DTIM withaDTIM Interval
value. Access Point clients hear and awaken
to receive the broadcast and multicast

messages.

Basimum burst time: [|{I

L3

Enable FSM bufer 1

4 13 akan kniwn @3 PRESK Milio [im) techesalkigy. The
tnolagy uzas fally standards-compbant methads tha
abminate collians in mixed mode faleciks, whils geealy
incraagireg the perfmence of Bath gure 802 11 g snd miaed
LI,
radio well Ba feaetead 10 Gend dala sthod rgquinng e A0 Ths
nher s imurrle of microsacends. & lypicsl vakes would be
TN rvec rosacoanoks . WWhan 1his numibar is 2 e, Burshing is
disable

nur

Tusn thic an 1o ansble susport far stalions N power cawe mod

118 nebworics. Tha setting i far ihe amount of 1iers 1he

Bavg | Cancal |
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Maximum burst time

The amount of time the radio will be reserved
to send data without requiring an

ACK. Adding aburst time should help
throughput for 802.11g clientswhen APis
running in mixed mode. This number isin
units of microseconds. A typical value would
be 1000 microseconds. When this number is
zero, bursting is disabled.

Enable PSM buffer

PSM stands for Power Save
Mechanisms. Turn this on to enable support

for stations in power save mode.

14




Security

Here you can enable the WEP and set the WEP key, if you enable the WEP, the
client PC also need to set the WEP key.

WER cpeliguiatan

Enable WEP

WEP (Wired Equivalent Privacy) encryption can be
used to ensure the security of your wireless network.
The window allows you to set to 64bit or 128bit
Encryption (WEP) by using either Passphrase or
Manual Entry methods.

Note: To allow Decryption and communication, all
wireless devices must share the identical encryption
key on the same network.

WEP key lengths

Sel ect between 64-bit and 128-bit.

WEP key You can enter WEP key here or use the default
settings shown in the next field.
ﬂl Fueal I
Default WEP key to use |Select one of the four keysto encrypt your data. Only

15




the key you select it in the “ Default WEP key to use”
will take effect.

Deny unencrypted data |To access this wireless network clients are required to
use encryption. This should be checked together with
the item “ Enable WEP".

Authentication

The authentication mode defines configuration
options for the sharing of wireless networks to verify
identity and access privileges of roaming wireless
network cards. You may choose between Open,
Shared Authentication, and Both.

If the Access Point isusing "Open Authentication”,
then the wireless adapter will need to be set to the
same authentication mode.

Shared Authentication is when both the sender and
the recipient share a secret key.

Select Both for the network adapter to select the
Authentication mode automatically depending on the
Access Point Authentication mode.

16



|PAddr (1P Address Settings) -Only for Access Point

mode

Set the management | P for the Wireless 802.11g Access Point, the default IP
addressis 192.168.1.240.
|PAddress Mode

If you select DHCP, DHCP server will automatically assign IP
addresses to this device. And the fields that follow will be grayed out
and need no settings. If, otherwise you select Satic, you will have to
manually set the device | P address.

l:':n'ml-.'tr-] ‘Wirelesa Clients ta 2 BachBanes Elhernes L%

BDZ2.11g Access Point Assoc | Wireless
Advanct-:l-l-sn:unh.'-l IF .ﬂ.l:I-:.IrT Admin

n iz pags you can comligona the 1P sddwess used by 1ha Wik
RANET UNGiNG on Mg acoass poal, For “shalic™ made, tha 1P
- addrea s aatlings am geen bers. Far "DHCE® mode, 1he
IP Settings _-.Il:l _:-'.- #Hings an g r-:' ar "L I e, 1 . 1]
setlings are sopplied by a OHCP sareer an your nebwoek. Sy
nar 1P sattings wall nof fake effact ushl the eccess gt (s
sehisiad

I Arledr o Blode- [EECEES T2l B i

Zalaci THCF ip ged ihe IP satlings from & OHCP server on oy our
stk Selecl Sialic’ o usa the 1P satlings specified on e
:.1_'-

Dedault IF addiess |I3.' 16B.1.240

Typea thie 1P sfdress of your Accass Poin

Default suhnet mesk [E?-‘.‘ b 256 1

Thie suibAet maak Specifies the satwsil omber gostan of & P
srjdreamne The Bactary dafmk = 255 255 56510

Detaul gateway: | [ESRETANR

This i= the P addre=s of the galeway thal comnecls you 1o B
e

Access point name

Access poist name: |

17




his it the name teal The access pon wll use [ idanedy isel to
| geied | Conigli e @il |P-eeddieca - nding progrades, This &
npl the same ax the S50 0 is ckay 10 leave this blank i you am

il using these programs
B | Cascal |

Access point name

You can name this Access Point for identification. You can leave it blank
without entering anything. However, the name for the access point will be
useful for identification especially when there are more than on Access Pointsin
your wireless network.

18



Admin (Administration)

In thisAdministration page, you can

Change password.

The device has no password at default. It is recommended that you set a
password to ensure that no one can adjust the device's settings;

To set/change passwor d:
1. Enter your password to the first password box.
2. Enter the password again in the next box to confirm.

3. Click SAVE to save the setting.

Reboot/Reset this device.
By Reboot, the device will re-boot itself and while still keep your
original settings. You will probably do thisif problems occur with this
Access Point.
By Reset, the device will reset itself to the factory default settings.
(Note that all your original settingswill be replaced by factory
default settings.)

Upgarade system firmware.

To upgrade system firmware,

1. You will haveto download the file to your computer.

2. Enter the file name and path in the field next to the Browse button. Or
you can click Browse to find the file you previously downloaded.

3. Click the Upload button to start upgrading. Wait for about 1 minute for
the upgrade.

4. When the firmware upgrade is complete, remember to reboot the
device.

19



E:lrlm-l.".l'l-; ‘Wiralean Clisngs o a Backbons Etbernst LK

BD2.11g Access Point

M'.I:rh:td] 5:-runr.rT ™ Adl:IrT sdmin

Ui Bhie page you can change tha passwoed, raboal 1he access
peaial, o ragsl all saiings o thaar Meclony dedauts. ¥ ysd hiss
changed] ary eelhings | 18 reeeseany 1o rebodl 1he accees pont
far the new sefEnpgs 1o 1ake effect

Administration

s namee:

Thid i the uriee foiims hi yuu =il Bype when Bgong in bs Iheis
wab papez

Admintsdralor pasosmnid:

This i6: the pasawond thet you must tppe when kgeing in b ihese
wa b pages. Tou sl el (he sEme poEessTnd inlo both b s

far comirmation
Swel Cancel |

Commands

Ruehunt sccess poist; Bt |
Fizsat b Tacieny defasks: JEEEEC |

Upgrade system firmware

| B |

_ B — ||
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Connecilng Wireless Clients b0 a Backione Eib-ernei LAN
ﬂ'ﬂli'lg dccess Point IEEE ELLES Accaan

Advanced I Bacurity I i .ﬁ.-;h:'r]: Adrmin

Thig is whame sanme halpld nformaton well go. Than & nothiag
tere nghl nee

Help
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Bridge MODES:

| nfo(l nfor mation)

The setup home page will display the information about the current settings of

this access point.

Weireless Enghilirg

802, 11g Bridge

Information

levlos | WWireloss

Eagic imkamalion abaut This Bidge MOTE: Yiou may haes 1o

ool il Thig gaagd 10 Gaw The Curmant &srllings

Access Point Information
Srate

Wireless setweik nama (5510
Channel

| raresmilssias rate
Coa e 1 i 0 1l 8 i 1 g
BSSIN

WEF

Bridge Infarmation

Aridge Mama
Mumber of bridged clienis:
M addiess

MALC addimms

AF Famware werdanc

Symiem Famware wersian

B

Basl (Emomatic)
(%

UL LR
disshkad
02110 Endgs
12

192 9681 249
[IECEE4EAAZ
1043

10P_3

Aallable acoess polnis

CECOIX0ARP_B

senesiz Microchip

AEGLAM
ATC
WP

BSSI0 Channal Sirengih
ODZAALSENR 7o%  @Rtb
LS R [ P @l2ith
DOEDEEM LTS E 1] FI%  EXNg
DO1DETFSCERS I BE%  E2.1h
CODEGALSEND i 6% @02.11h

22
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Wireless (Wireless Configuration)

Here you can set/change wireless configuration including visibility status,
PHY profiles, SSID, channel, transmission rate ... etc. See the description
that comes after each function.

When you are done with the change, remember to restart this access point to let
the new settings take effect.

Wireloras EnaiHing Dissbiogs PC 4 G ik

(Lime mn Ethernai Huh or Swich ML = 1]
802.11g Bridge
leo ' Wiressas | Securey | Advanced]| Admin | Helo

. ] O T piayi yu Can ol h basic 80201 1y wisibies
Basic Wireless patiinigs By Soaw catiigs will il ke ofact unldl tha beoge i
wheotad

Wi lisd Made: SRCE GG L EeillE] Arkhos

Saleol Wirasinuciors 19 CONNECT B9 B WEERES ALOESE
misr] Agd-hoc o conrsc] o arofser hiwdges arselszy ehajne

Wirsless Meteoik Hamo [S5i00): JEUSEE

This o thie name of 1hs wwaliss SOceas poinl Thal T b oge sl
snmzinle . Less This feld blsek o sssocimie o any scces
pard

(RN [f Rladaeed] @

2 i e radie chanrd ihal & esail in adhat mi v
atirg b e oflact im mbasiniciuea maode H o0 BOEBNLE
rierierenca 480 ol commachens or skrw dais mrafees)] s
may needd 1p iy diflsrens channels In aps which = e Qe

Iremmmimion rabe (Wi QRS EL Y

This o e spoad ai wihech iha brdgs sl wanamd AT
¥oD e sawc] Tael’ hare, SThaugh i i LR
mEratly ey or quiet yoau may which e 31 =ugh

min
PHY Prafiles: BEEUAILS TR S -
Thiss jrals il i mumisi @l asllinge kB ivered] wrs s

edtwiok Lrasge Thidr madningi e s leeplanalony Fai ok
talads, phaass e Inberall tho Cuseetl slion

= [

Wireless Mode Infrastructure mode: to connect to aAP
Ad-hoc mode to connect to other bridge
station.
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Wireless Network Name (SSID)

The SSID is the unique name shared among
al pointsin your wireless network. The
name must be identical for al devices and
points attempting to connect to the same
network.

Channel

Select channel that is currently in use.
(There are 14 channels available, depending
on the country.) only for Ad-hoc mode

Transmission rate (Mbps)

Shows the current transfer rate
There are Best (Automatic), Fixed 1, 2, 5.5,
6,9, 11, 12, 18, 24, 36, 48, and 54Mbps. )

PHY Profiles

You can select different wireless networking
hardware (PHY) to meet your wireless
environment or for optimal performance.
You can thus choose from the list.

AT -
| |

0] g Uy
B0 L] g Oy, Wesscrroom pedormane:
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Security

Here you can enable the WEP and set the WEP key, if you enable the WEP, the
client PC also need to set the WEP key.

Wirelaes Erabling Des Frinism me Coneokse
- [Us# an Elfarsst Hulb o fl =R LY ]
B02.11g Bridge

Il | Wirslada | Securily | Advenced| Admin | Halp

On 1his page you can sal 1ha S02 11y securly and ecryplon
aptions. By i Satings Wi ool Gake et untl te Bsge is
rabaptad

WEP configuration WEP im 1he srelses encrpphion sfencard Toouss & pow mest
antaribe same key|s) ink 1he badge and the access pont. For
B4 bit ke yow mic eler 10 hes dagis o asch key box. Foe
1240 bl bomys you sk anbar 25 hew digris inko each key boe &
hea il 15 esther a rumber from 0 529 or a ketes from A e P H
odi BigAe @ Ry Baw blank ihean Beis misans @ ke of ol ses

Enable WEP:

Cheick 1his Bon 1o enalik WEP. Far ihe miel s e of
WEP, da wals iy Urancijgled Daa™ and sl
Eidheriiizatios o "Shaed Kay™ =fes WEP & enablad

Detaull WLF key o use: [ e

S| |he kay 50 be yead 3 the defagl L1 Qs ranemise o
are abwaps ancrypled s 1hes detsgll key The glhar keye can
anly he used is decypl ecemesd dats

Deny wnemcrypied dats: 1S

Selec] 1has ba regur paers 1o use encrypion This is anky
arfecime when SWEF 1z anabled

Astherlicalian: |[CEEN Ty Sharad ey

S| (he Iyze of miikenhicalian g=ad when e 1mng fo @r
apcese pont Tper' is yead i angose can conrect By The &F
‘Shared key’ m wsed f bolh devices mest know 1he snoypion
key

WEP key langths b 10 khes digsl

Sele) 1 WEF iy wic e This leagih apphes 1o a0 kiy
WEF ey 1:
WEP ey 2

WEF ey 1:

WEF hay A

) ()

Enable WEP WEP (Wired Equivalent Privacy) encryption can be
used to ensure the security of your wireless network.
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The window allows you to set to 64bit or 128bit
Encryption (WEP) by using either Passphrase or
Manual Entry methods.

Note: To allow Decryption and communication, all
wireless devices must share the identical encryption
key on the same network.

Default WEP key to use

Select one of the four keys to encrypt your data. Only
the key you select it in the “ Default WEP key to use”
will take effect.

Deny unencrypted data

To access this wireless network clients are required to
use encryption. This should be checked together with
the item “ Enable WEP".

Authentication

The authentication mode defines configuration
options for the sharing of wireless networks to verify
identity and access privileges of roaming wireless
network cards. You may choose between Open,
Shared Authentication, and Both.

If the Access Point isusing "Open Authentication”,
then the wireless adapter will need to be set to the
same authentication mode.

Shared Authentication is when both the sender and
the recipient share a secret key.

Select Both for the network adapter to select the
Authentication mode automatically depending on the
Access Point Authentication mode.

WEP key lengths

Select between 64-bit and 128-hit.

WEP key

Enter WEP key here .
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Advanced (Advanced Wireless)

‘Wireless Enabling Deskiops PCs, Primiers & Game Consoles
= L

. i Etharnad Hub of Switch o Support Multpls Devicas)
802.11g Bridge

Info | Wirsless | Sacurity ancad] Admin | Halp

O thes page you can corfigurs 1he adwnced 302 11 wreless
Achvanced eeflings. Ay nsw S:lings will mol 1ake efect unlil the bridgs =
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Clening

IWLEINE RO & WA Cand O Ethermet Chent

Sekec] "WILAN Caed” to 581 (he WAL Addreas of [he Bndge (35
Gk By Dhi AlSEdd Paint and alher winglgss deviies) 19 be 1hal
ol the MAC Addmese ol WLAN Cand ingade [he Brdge. Salect
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Advanced wireless
Fragmentatizn threshald: QRS

Trans=milted wreless packets langer than thiz =ze wil be
Fagmenbad o marlksEn |||_-I|I'|_.'|||.5|||_ & mroisy wrekEss netwarks

TS thinshiald: JEES

Trancemitted wirslass packets largar than this size wil usa tha
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Clonling mode WLAN Card :
set MAC address by internal MAC address,
Ethernet Client:

Set MAC address asthe first LAN client.

Fragmentation threshold To fragment MSDU or MMPDU into small
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sizes of frames for increasing the reliability
of frame (The maximum vaue of 2346
means no fragmentation is needed)
transmission. The performance will be
decreased as well, thus a noisy environment
IS recommended.

RTS Threshold

RTS (Request To Send) is a control frame
sent from the transmitting station to the
receiving station requesting permission to
transmit. This value is recommended to
remain at its default setting of 2432.  Should
you encounter inconsistent data flow, only
minor modifications of this vaue are
recommended.

Maximum burst time

The amount of time the radio will be reserved
to send data without requiring an ACK.
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Admin (Administration)

In thisAdministration page, you can

Change device name.

Thisisthe name that the bridge will useto identify itself to external
configuration and |P-address-finding programs. It is okay to leave this
blank if you are not using these programs

| P address setting.
Set the IP address for this device or use dhcp to get aip for this device.

Change password.
The device has no password at default. It is recommended that you set a
password to ensure that no one can adjust the device's settings;

To set/change password:
4. Enter your password to the first password box.
5. Enter the password again in the next box to confirm.

6. Click SAVE to save the setting.

Reboot/Reset this device.
By Reboot, the device will re-boot itself and while still keep your
original settings. You will probably do thisif problems occur with this
Access Point.
By Reset, the device will reset itself to the factory default settings.
(Note that all your original settingswill be replaced by factory
default settings.)

29



Upgrade system firmware.

To upgrade system firmware,

5. You will have to download the file to your computer.

6. Enter the file name and path in the field next to the Browse button. Or
you can click Browse to find the file you previously downloaded.

7. Click the Upload button to start upgrading. Wait for about 1 minute for
the upgrade.

8. When the firmware upgrade is compl ete, remember to reboot the
device.
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FEDERAL COMMUNICATIONS COMMISSION

INTERFERENCE STATEMENT

This equipment has been tested and found to comply with the limits for a Class B

digital device, pursuant to Part 15 of the FCC Rules. These limits are designed

to provide reasonable protection against harmful interference in a residential

installation. This equipment generates, uses and can radiate radio frequency

energy and, if not installed and used in accordance with the instructions, may

cause harmful interference to radio communications. However, there is no

guarantee that interference will not occur in a particular installation. If this

equipment does cause harmful interference to radio or television reception,

which can be determined by turning the equipment off and on, the user is

encouraged to try to correct the interference by one or more of the following

measures:

-- Reorient or relocate the receiving antenna.

-- Increase the separation between the equipment and receiver.

-- Connect the equipment into an outlet on a circuit different from that to which
the receiver is connected.

-- Consult the dealer or an experienced radio/TV technician for help.

CAUTION:

Any changes or modifications not expressly approved by the grantee of this

device could void

the user's authority to operate the equipment.

FCC RF Radiation Exposure Statement

This equipment complies with FCC RF radiation exposure limits set forth for an

uncontrolled environment. This equipment should be installed and operated with

a minimum distance of 20cm between the radiator and your body.





