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Section 1 - Product Overview

Package Contents

D-Link DAP-1522 Xtreme N® Duo Wireless Bridge/AP

Ethernet Cable

Power Adapter

CD-ROM with User Manual

Note: Using a power supply with a different voltage than the one included with the DAP-1522 will cause damage and void the warranty
for this product.

System Requirements

« Computers with Windows’, Macintosh’, or Linux-based operating systems with an installed Ethernet adapter
« Internet Explorer Version 6.0 or higher, Firefox 3.0 or higher, Safari 3.0 or higher, or Chrome 2.0 or higher
(for configuration)
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Section 1 - Product Overview

Introduction

TOTAL PERFORMANCE
Combines award winning access point features and 802.11n wireless technology to provide the best wireless performance.

TOTAL SECURITY
The most complete set of security features including WPA2 and MAC Address Control to protect your network against outside intruders.

TOTAL COVERAGE
Provides greater wireless signal rates even at farther distances for best-in-class Whole Home Coverage.

ULTIMATE PERFORMANCE

The D-Link Xtreme N® Duo Wireless Bridge (DAP-1522) is a 802.11n compliant device that delivers real world performance of up to 13x
faster than an 802.11g wireless connection (also faster than a 100Mbps wired Ethernet connection). Create a secure wireless network
to share photos, files, music, video, printers, and network storage throughout your home. Connect the Xtreme N® Duo Wireless Bridge
to router and share your high-speed Internet access with everyone on the network. In addition, this Wireless Bridge includes a Quality
of Service (QoS) engine that keeps digital phone calls (VoIP) and online gaming smooth and responsive, providing a better Internet
experience.

EXTENDED WHOLE HOME COVERAGE

Powered by Xtreme N® Duo technology, this high performance Wireless Bridge provides superior Whole Home Coverage while reducing
dead spots. The Xtreme N® Duo Wireless Bridge is designed for use in bigger homes and for users who demand higher performance
networking. Add an Xtreme N® Duo notebook or desktop adapter and stay connected to your network from virtually anywhere in your
home.

TOTAL NETWORK SECURITY

The Xtreme N® Duo Wireless Bridge supports all of the latest wireless security features to prevent unauthorized access, be it from over the
wireless network or from the Internet. Support for WPA and WEP standards ensure that you'll be able to use the best possible encryption
method, regardless of your client devices.

* Maximum wireless signal rate derived from IEEE Standard 802.11g,802.11a and 802.11n specifications. Actual data throughput will vary. Network conditions and environmental
factors, including volume of network traffic, building materials and construction, and network overhead, lower actual data throughput rate. Environmental conditions will
adversely affect wireless signal range.
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Section 1 - Product Overview

Features

« Faster Wireless Networking - The DAP-1522 provides up to 300Mbps* wireless connection with other 802.11n wireless
clients. This capability allows users to participate in real-time activities online, such as video streaming, online gaming,
and real-time audio. The performance of this 802.11n wireless access point gives you the freedom of wireless networking
at speeds 13x faster than 802.11g.

« Compatible with 802.11a and 802.11g Devices - The DAP-1522 is still fully compatible with the IEEE 802.11a/g
standard, so it can connect with existing 802.11a/g PCl, USB, and Cardbus adapters.

« Advanced Firewall Features - The Web-based user interface displays advanced network management features including
Content Filtering, which allows easily applied content filtering based on MAC Address.

« WPS PBC- (Wi-Fi Protected Setup Push Button Configuration) Push Button Configuration is a button that can be pressed
to add the device to an existing network or to create a new network. A virtual button can be used on the utility while
a physical button is placed on the side of the device.

This easy setup method allows you to form a secured wireless link between the DAP-1522 and another WPS enabled
device. A PCis no longer needed to log into the Web-based interface.

« WPS PIN - (Wi-Fi Protected Setup Personal Identification Number) A PIN is a unique number that can be used to add
the access point to an existing network or to create a new network. The default PIN may be printed on the bottom of
the access point. For extra security, a new PIN can be generated. You can restore the default PIN at any time. Only the
Administrator (“admin” account) can change or reset the PIN.

« User-friendly Setup Wizard - Through its easy-to-use Web-based user interface, the DAP-1522 lets you control what
information is accessible to those on the wireless network, whether from the Internet or from your company’s server.
Configure your access point to your specific settings within minutes.
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Section 1 - Product Overview

Hardware Overview
Connections

000

LAN Ports (1-4) Connect 10/100/1000 Ethernet devices such as computers, switches, and hubs.

Mode Switch Three-way switch used to select AP 2.4GHz, AP 5GHz or Bridge mode.

Reset Button Pressing the Reset button restores the access point/bridge toits original factory default settings.

B W N -

Power Receptor | Receptor for the supplied power adapter.
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Section 1 - Product Overview

© 0 o0

1 Power LED A solid blue light indicates a proper connection to the power supply.
AP LED A solid light indicates that the DAP-1522 is in AP mode.
Bridge LED A solid light indicates that the DAP-1522 is in bridge mode.

A solid light indicates a successful WPS connection. A blinking light indicates the device is

4 WPS LED trying to establish a connection.
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Section 2 - Installation

Installation

This section will walk you through the installation process. Placement of the DAP-1522 is very important. Do not place the
DAP-1522 in an enclosed area such as a closet, cabinet, or in the attic or garage.

D-Link DAP-1522 User Manual 10



Section 2 - Installation

Wireless Installation Considerations

The D-Link wireless access point lets you access your network using a wireless connection from virtually anywhere within the
operating range of your wireless network. Keep in mind, however, that the number, thickness and location of walls, ceilings,
or other objects that the wireless signals must pass through, may limit the range. Typical ranges vary depending on the types
of materials and background RF (radio frequency) noise in your home or business. The key to maximizing wireless range is to
follow these basic guidelines:

1. Keep the number of walls and ceilings between the D-Link access point and other network devices to a minimum.
Each wall or ceiling can reduce your adapter’s range from 3-90 feet (1-30 meters.) Position your devices so that
the number of walls or ceilings is minimized.

2. Be aware of the direct line between network devices. A wall that is 1.5 feet thick (.5 meters), at a
45-degree angle appears to be almost 3 feet (1 meter) thick. Ata 2-degree angle itlooks over 42 feet (14 meters)
thick! Position devices so that the signal will travel straight through a wall or ceiling (instead of at an angle) for
better reception.

3. Building Materials make a difference. A solid metal door or aluminum studs may have a negative effect on
range. Try to position access points, wireless access points, and computers so that the signal passes through
drywall or open doorways. Materials and objects such as glass, steel, metal, walls with insulation, water (fish
tanks), mirrors, file cabinets, brick, and concrete will degrade your wireless signal.

4. Keep your product away (at least 3-6 feet or 1-2 meters) from electrical devices or appliances that generate RF
noise.

5. If you are using 2.4GHz cordless phones or X-10 (wireless products such as ceiling fans, lights, and home security
systems), your wireless connection may degrade dramatically or drop completely. Make sure your 2.4GHz phone
base is as far away from your wireless devices as possible. The base transmits a signal even if the phone is not
in use.

D-Link DAP-1522 User Manual 11



Section 2 - Installation

AP/Bridge Mode

Depending on how you want to use your DAP-1522 will determine which mode you use. This section will help you figure out
which setting works with your setup.

AP Mode

If you already have a wired or wireless router, and want to add an access point to connect your wireless clients to your network,
you will need to move the switch on the back panel of the DAP-1522 to "AP2.4GHz” (for 2.4GHz) or “AP 5GHz” (for 5GHz).

M

L —]

)

—3

—

—

—

— o

—

— — ] era———
Wired PC Xtreme N Xtreme N Duo

Wireless Bridge/AP

Gigabit Router
DAP-1522

Bridge Mode

If you want to wirelessly connect multiple Ethernet enabled devices such as game consoles, media players, or network attached
storage devices you will need to move the switch on the back panel of the DAP-1522 to “Bridge”.

e
a Xtreme N Duo

Wireless Bridge/AP

—— | — ))) r——— ﬂ Media P|ayer
—

Wired PC

Game Console

Xtreme N
Gigabit Router

H
-. Network DVR
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Section 2 - Installation

Create a Full MediaBand (5GHz wireless) Network

If you have two DAP-1522 devices and want to create a wireless network with full MediaBand technology you will need to
connectone Wireless Bridge to your router and move the switch on the back panel to“AP 5GHz". The second Wireless Bridge will
need to be placed next to your Ethernet-enabled devices and you will need to move the switch on the back panel to “Bridge”.

XTREME N
GIGABIT
ROUTER

XTREME N DUO XTREME N DUO E NETWORK

— WIRELESS BRIDGE/AP WIRELESS BRIDGE/AP TV VIEWER
(DAP-1522) (DAP-1522)

l_=_l NETWORK DVR

© == FLIRCH
0= g

]

—]
I —
ﬂ
—]
—
— \ DIGITAL
] MEDIA

WIRED PC PLAYER
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Section 2 - Installation

One Touch AP Configuration

This feature makes the Wireless Access Point to have the ability to exchange/learn the Wireless Profile from another Wireless
Router/Access Point.

1. Press the WPS button on your Router or Access Point. WPS LED will flash on and off.
2. Press WPS Push Button on the DAP-1522 and hold it for 5 seconds.

3.When One click AP setup is complete, your DAP-1522 will have the same Wireless settings as your existing Router or AP.
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Section 3 - Configuration

Configuration for AP Mode

This section will show you how to configure your new D-Link wireless access point using the web-based configuration utility.

Web-based Configuration Utility

To access the configuration utility, open a web browser 3 D-Link - Microsoft Internet Explorer
such as Internet Explorer and enter http://dlinkap or 2 = 2

http://192.168.0.50 in the address field. | File Edit View Favorites  Tools  Help
: @ Back - \.\_aj r @ @ ;j I ‘;:"j Search
'ﬂ«ﬂdressi;@http://dlinkap E NG ||

Enter Admin for the user name and then enter your
password. Leave the password blank by default. Logk t2 the azzess Pk

Uuer Bame | Sdmin
Faszword ¢ L |

If you get a Page Cannot be Displayed error, please refer to
the Troubleshooting section for assistance.
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Section 3 - Configuration

Setup Wizard

Click Launch Wireless Setup Wizard to quickly configure
your access point.

If you want to enter your settings without running the
wizard, click Wireless Settings (on the left side) and gt it - il o o e ] A e s et i
skip to page 21. i

| avicm to the ‘winses retwecrk, ook o e buiton bele.

[ Loech s et wieend ]

WIRELESS
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Section 3 - Configuration

Wireless Setup Wizard

This Wizard is designed to assist you in connecting your wireless device to your access point. It will guide you through step-
by-step instructions on how to get your wireless device connected.

Click Next to continue. (WIRELESSCOWECTIONSEWPWIZARD

This wizard is designed to assist you in your wirgless network setup, Tt will guide you through step-by-step
instructions on hiow o set up your wirgless network and how to make it secure,

Nextl Cancel |

Select WPS as the configuration method only if your |SEEST EoNGURATIGN MeEfHGR !

wireless device supports Wi-Fi Protected Setup.

Flease select one of the following configuration methods and click next to continue,

Sklp to page 1 9 for Ma n ual Conﬁg uration. ¥ WPS -- Select this option if your wireless device supports WRS (Wi-Fi Protected Setup)

. - r" . . . .
CI ICk Next to continue. Manual - Select this option if you want to setup your netwark manually

ﬂl Nextl Cancell

D-Link DAP-1522 User Manual 17



Section 3 - Configuration

Click Connect to continue.

Click Next to continue.

Click End to complete the setup.

= PG

Placia press tha Py bution o vOlr swansless desiog: and preis the "o reect™ burtior ey within 120

(proe] (o ] ]

WIRELESS

You have succeeded to add the wireless device to your wireless netwark.

Please keep a note of the ollowing settings for future reference.
wireless Metwork Mame (S5ID) @ dink26ac
Wireless Security Mode @ WPAZ AFS
Network Key @ 45db43760990dhas602a23d

End

D-Link DAP-1522 User Manual
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Section 3 - Configuration

Select Manual as the configuration method to set up
your network manually.

Click Next to continue.

Enter a network name (SSID) and uncheck Assign a
network key to automatically create a network key.

To Manually assign a network key, check Assign a
network key and enter a key in the box.

Click Next to continue.

Click Save to save your network settings.

Flzase select one of the following configuration methods and dick next to continue.

7 WPS -- Select this option if your wireless device supports WS (Wi-Fi Protected Setup)

¥ Manual -- Select this option if you want to setupn your network manually

ﬂl M Cancell

Give your netwark a name, using up to 32 characters.

Network Name (55ID) : Jwirelessnetwarkl

¥ assign a netwaork key
The WPA (Wi-Fi Protected Access) key must meet the following guidelings

- Between 8 and 63 characters (A longer WPa key is more secure than a shart one)

Network Key : |mywpanetw0rkkey1234

Prea| meer| et

Flzase keep a note of the following settings for future reference,
Wireless Network Name (SSID) : wirglessnetworkl
wireless Security Mode @ Auto (WA of WRAZ) TKIPSAES

Network Key @ mywpanetworkkey 1234

D-Link DAP-1522 User Manual
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Section 3 - Configuration

Wireless Band:

Enable Wireless:

Wireless
Network Name:

Wireless Mode:

802.11 Band:

802.11 Mode:

Manual Configuration
Wireless Settings

Displays either 2.4GHz or 5.0GHz.

Check the box to enable the wireless function. If you do
not want to use wireless, uncheck the box to disable all
the wireless functions.

When you are browsing for available wireless networks,
this is the name that will appear in the list (unless
Visibility Status is set to Invisible, see below). This name
is also referred to as the SSID. For security purposes, it is
highly recommended to change from the pre-configured
network name.

Choose the wireless mode you would like to use.

Operating frequency band. Choose 2.4GHz for visibility
to legacy devices and for longer range. Choose 5GHz for
least interference.

If you choose 2.4GHz band, then select one of the
following:

Mixed 802.11n, 802.11g and 802.11b - Select if you
areusing a mixof 802.11n, 11g, and 11b wireless clients.
802.11n Only - Select if you are only using 802.11n
wireless clients.

Mixed 802.11g and 802.11b - Select if you are using a
mix of 802.11g and 11b wireless clients.

LUNRELESS

Lips thils section bo conligune Hhe winsies: sattings for pour D-Link 59 or wimsiess thatorn. P
roha thak charges mesds in tHhis Sechion may 360 nesd 00 be dupitated on o wisles: dent,

Ta ad WabC WCA L
FICHRCE Yl prhacy STU Car Corfigu

winakass cecurby features. This deviog sypons thies
: \WER, WPA, arad MPAZ

| Zaren Sattingn | [ Bt Sarm Sabiingn |

ESh NETWAIEE. BETTINGE

Wirelesy Baowd - 2.4 GHr Band
Bl Wircless = (2] (iimeps ) [Juimadeaes]
Wireless Neb ek Name - {80 colerd the S50
Enatie Auibo Chaniel Selectnn @[5
Whinelings el
efieless ke o
Eland whdths -

Enatibe Hadrben Winekoss = [7] (o calod tha 5310 Broadcast)

Fhesd 802, L2021 1 el BIZ 110 [

WED E tha winskess ancration standard. To wee 1t o must enber thir same beoy(s) nto tha &P
Al the winsless sralions, ROr G-I biews wou el endies 100 e clips inin gach key Does. Ao

Helpful Hints...

18-t barys you mirst enber 28 hay cigs into aach by bae. & hes dgk & aither 2 number frome |8

e O or b laekar b & 0o F, For Ehe moet sncurs use of WER ot tha sithaatizsiion hos b
“Chand Koy " when WER k& enabliod.

WHP Eay Length & e4pinli0 he ders]
WEREpry 1 -
fasthentication @ poth "

Gerigth apples bo ol ke |

| _saye serge | [ oot Saemsetings |

If you selected 5GHz band, then select either 802.11a Only, 802.11n Only, or Mixed 802.11n and 802.11a.
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Section 3 - Configuration

Enable Auto Channel The Auto Channel Scan setting can be selected to allow the DAP-1522 to choose the channel with the least amount of interference.
Scan:

Wireless Channel: Indicates the channel setting for the DAP-1522. The Channel can be changed to fit the channel setting for an existing wireless
network or to customize the wireless network. If you enable Auto Channel Scan, this option will be grayed out.

Band Width: Select the Band Width:
Auto 20/40 - Select if you are using both 802.11n and non-802.11n wireless devices.
20MHz - Select if you are not using any 802.11n wireless clients.

Enable Hidden Enabling Hidden Mode is another way to secure your network. With this option enabled, no wireless clients will be able to see
Wireless: your wireless network . In order for your wireless devices to connect to your Access Point, you will need to manually enter the
Wireless Network Name on each device.

Security Mode: Refer to page 74 for more information regarding the wireless security.

D-Link DAP-1522 User Manual 21



Section 3 - Configuration

LAN Settings
Dynamic IP

This section will allow you to change the local network settings of the access point and to configure the DHCP settings.

Device Name: Enter the Device Name of the AP. It is recommended

to change the Device Name if there is more than one D-Lin)
D-Link device within the subnet. e I e | T eia
LAN Connection Use the drop-down menu to select Dynamic IP ﬁ&ﬁﬁ%ﬁg&ﬁﬁ%ﬁa’:ﬂ#—m
Type: (DHCP) to automatically obtain an IP address on the PR IS, e e, e A

| S factinge | [ Tt e Gatirge.

LAN/private network.

i v wsrHinn Fr rerikpine Hes inhamul reberr wethngs e s r 2P o wisles: thalinne. The
I sty thirt i confioured ~mse s e P pckhess thst e U 0 scoss e e

" retes, ¥ o charge o 1P idvess hese, e resy e b ok vl POS
niobwoH SCUINGE T 2000es th e 0ar

LAk Dumwmm L Typwr @ Ggie o

Crbar H Fod sddrans vlormastion
Wl Mrkreex : {jep, jga AT
Sulmat Mk : (g s, 7m0
e ]
Parnary DME Sareer
Gecandary NS Server ©

Ot Ha pee 0 e b0 B Hie pesss pr0ind B0 Cowied ] B0 S v Bkt

iy vl Cormrminm b @ | ek docd Tl -

Wi it Lt L vy g U st v s el L 1” mr £P U8 ek i Tim
LAH Put Lrv-Local ek b e P2 Arkcem at vou aw o s e sink-cas
nurugerend risthcs.

LM B0k Link-Lodal Safdekss | ol | 206 ST oS5 06000

LUIFELESS
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Section 3 - Configuration

Static IP

Device Name: Enter the Device Name of the AP. It is recommended
to change the Device Name if there is more than one
D-Link device within the subnet.

e T R

IPv4 Connection Use the drop-down menu to select Static IP. —— Hckgfl ety

N 3 3 L This saction 10 CoNNGLIE Che lamal retwirk settngs of AP O wiekss stalions 10
Type' mﬁrnhbjmmmmmnaﬂmmm?&mmmm.ﬂnp
L 2ot mmbmﬁxﬁmblhmm&d?ﬁmhmhﬁh?

Managarnent ieriace. I you dhenge addei Rghion, o ey e £ achat
wour BC's ravbweork: setings to scoess the nartweric agan,

Access Point IP Enter the IP address of the access point. The default
Address: IP address is http://192.168.0.50. If you change the IP
address, once you click Apply, you will need to enter

the new IP address in your browser to get back into the Cra . oy

configuration utility.

| Carsicarings | Den® Sw S |

. Lk this S0 0 DONAGLIE £ha el nerwirk: Seaings of your AP of "'m_ﬁ'a'w The
Subnet Mask: Enter the Subnet Mask assigned by your ISP. etk el ek o o ol g P ey 0
etk sEfiIgs 0 anoess the natwork agan

Default Gateway: Enter the Gateway assigned by your ISP. HN I i a

STATIC 1P LY CONYECTHIY TYPE
Enier thes P4 address nfomation
Wyt fddivess § (peg penom
Subnet Mask | (o5 sop gon 0
Diefanalt Gatesay :

Prisiry DAG Seruer |
Saimclany NS Seirves |
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Section 3 - Configuration

LAN Setup
Static IPv6

Py Address: EnterhestaiclPv ddressprovided by your

Internet Service Provider.
Choose the mode to be used by the access point to connect to the IPv6 Internet.

Subnet Prefix Enter the IPv6 subnet prefix length. My IPv6 Connection is
Length:

LAN IPY6 ADDRESS SETTINGS
Default Gateway: Enter the default gateway [P address. | Lavpve aooReSS seres |

Enter the IPv6 address information provided by your Internet Service Provider (ISP).

: | static IPvs =l

Primary DNS Enter the primary DNS server IP address. 1PvE Address

Secondary DNS Server

Server: H

Subnet Prefix Length : |

Secondary DNS Enter the secondary DNS server IP address. Default Gateway : |
Server: Primary DNS Server : |

Save Sektings Daon't Save Setkings I
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Section 3 - Configuration

LAN Setup
IPv6 - Auto-Configuration

Obtain IPv6 Select to obtain IPv6 DNS Servers automatically.
DNS Servers
automatically:

Use the following Enter a specific DNS server address.
IPv6 DNS Servers:

Primary DNS Server: Enter the primary DNS server IP address.

Secondary DNS Enter the secondary DNS server IP address.
Server:

IP¥6 CONNECTION TYPE

Choose the mode to be used by the access point to connect to the IPv6 Internet.

My IPv6 Connection is @ | Autoconfiguration] SLAAC IDHCPYE] | s |

IP¥6 DNS SETTINGS

Obtain DNS server address automatically or enter a specific DNS server address.

(%) Obtain IPv6 DNS Servers automatically
(") Use the following IPv6 DNS Servers
Primary DNS Server :
Secondary DNS Server
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Section 3 - Configuration

Advanced
MAC Address Filter

The MAC address filter section can be used to filter network access by machines based on the unique MAC addresses of their
network adapter(s). It is most useful to prevent unauthorized wireless devices from connecting to your network. A MAC address
is a unique ID assigned by the manufacturer of the network adapter.

Configure When Turn MAC Filtering OFF is selected, MAC addresses
MAC Filtering: are not used to control network access. When Turn MAC
Filtering ON and ALLOW computers listed to access the
network is selected, only computers with MAC addresses
listed in the MAC Address List are granted network access.
When Turn MACFiltering ON and DENY computers listed
to access the network is selected, any computer with a
MAC address listed in the MAC Address List is refused access
to the network.

Add MAC This parameter allows you to manually add a MAC filtering
Filtering rule. Click the Add button to add the new MAC filtering rule
Rule: to the MAC Filtering Rules list at the bottom of this screen.

"""" Thea PAC (reci feocoes Coninolion y Addnes Mibar Ofition B s 10 corinod nertwork s bepad

o ther WaC fddress of tha raiwork adogrior. 8. WeC addeess 1 a unigue ID asoned by the

mrarartacionr of the ratwck acpior. Thes faabn can ba 10 BLLOW o DEKY
anceTs

[_Sovs e | [ Dot o miitings. | .
Configas MeC Fherng bl i
T MAL Pitarieg OFF

Femaning rumber of nde: Bt tan be oregted; 2

rMar
bkl

i [ss] W adban L] loex])
2 [zsl Wt Acdrarn L3¢ Bax]
3 [ss] WCadken e [dax )
4 [esl [ [oaar])
] W adbeis vl |
i m| W Aikbes: |l [Bax]

D-Link DAP-1522 User Manual

26



Section 3 - Configuration

Advanced Wireless

Transmit Power: Sets the transmit power of the antennas.

WMM Enable: WMM is QoS for your wireless network. This will
improve the quality of video and voice applications
for your wireless clients.

Short Gl: Check this box to reduce the guard interval time
therefore increasing the data capacity. However, it is
less reliable and may create higher data loss.

IGMP Snooping: ThisenablesIGMP snooping forthe wireless connection.
We recommend enabling this if you often use multicast
services such as video conferencing and streaming
audio/video.

tions are For usees thet wish to chenge the LB sstbinge, “w'c ¢ b oomneord
Hrees suitings hom factorr dafat. Chanong thesa sskbre moe =it s beas-

[ Zm Stirgn | [ Byt Faren g, |

UNRELESS
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Section 3 - Configuration

Guest Zone

The Guest Zone feature will allow you to create temporary zones that can be used by guests to access the Internet. These zones
will be separate from your main wireless network.

Enable Guest Check to enable the Guest Zone feature. Select
Zone: the schedule of time when the Guest Zone will

be active. The schedule may be set to Always,

which will allow the particular service to always

be enabled. You can create your own timesin the

Hlplwl Hieks.

Maintenance > Schedules section. sl Ques Zove .
Wiinsless Band ; 2o
. . . Wiireless Metweork Mamne (b caled tha S510)
Wireless Band: Display the wireless band status. = Secisity Mok |

WES CLEENTS ISOLATION

Wireless Network Enter a wireless network name (SSID) that is
Name: different from your main wireless network.

Erabls this function to prevent: guesk: chents sroe=ang other guest chents n the Guest Zore,

Enahie Guest Tomes Chents Eolation

Security Mode: Refer to Section 4 - Wireless Security for more TWEEN HIOST ZME AN GUEST 20N
information regarding wireless security. L5 117 SN 10 il PO weEn 132 HOst 27e v iset 20 Gusss cherks

carnat acress Hiert chats” sithodil aratdng Hhis hencton

Enaldi Riuting Batwiin 2005 |

Enable Guest Tick the check box to prevent the guest clients
. . . | e |

Zones Clients from accessing other guests in the guest zone. B
Isolation:

WIRELESS

Enable Routing Check to allow network connectivity between
Between Zones: the different zones created.

D-Link DAP-1522 User Manual 28



Section 3 - Configuration

DHCP Server

DHCP stands for Dynamic Host Control Protocol. The DAP-1522 has a built-in DHCP server. The DHCP Server will automatically
assign an IP address to the computers on the LAN/private network. Be sure to set your computers to be DHCP clients by setting
their TCP/IP settings to “Obtain an IP Address Automatically.” When you turn your computers on, they will automatically load
the proper TCP/IP settings provided by the DAP-1522. The DHCP Server will automatically allocate an unused IP address from
the IP address pool to the requesting computer.

Enable DHCP Check to enable the DHCP Server on the access
Server: point.

DHCP IP Address Enter the IP address range to assign to the clients

Range: on your network. R e T .

G ] | smessamegs || Dot Ssescermag: |
Default Subnet Enter the subnet maskc e T
Mask: e
1.0 e 920N 10 COnfigLIe The but-in CsOP sorior 10 2e0n TP addness 10 the oomguTers an
O rgiwirk.
Default Enter the default gateway IP address. Ertable DHCP Gerver : 7]

Gateway: : : DR 1P Adduss Range :
y: Dofiilt Gubmat Mk
Dafwll Gatwway :
Default Wins: Enter the WINS server IP address. Dt Wi <

D faialt DS -
CHCP Lease Teme -

Default DNS: Enter the DNS server IP address.

HCP RESERYATINGS LIST
Note: If you statically (manually) assign IP addresses
to your computers or devices, make sure the IP
addresses are outside of this range or you may
have an IP conflict.

DHCP Lease Enter the DHCP lease time (in minutes).

. Reamesirirg rmber of nules that can be cisatedt =4
Time:

Comgnrter Mame [P Address AL Arddresy

. . . ; FRET T

DHCP Client List: Clients on your network that are assigned IP
addresses will be displayed here.

< ¢

[5%] | Corscaser parne

L] corwpares v

(] | Conupaiter haarss

El
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Section 3 - Configuration

DHCP Reservation

If you want a computer or device to always have the same IP address assigned, you can create a DHCP reservation. The access
point will assign the IP address only to that computer or device.

Note: This IP address must be within the DHCP IP Address Range.
Enable: Check this box to enable the reservation.
Computer Name: Enter the computer name or select from the drop-down menu.

IP Address: Enter the IP address you want to assign to the computer or device. This IP Address must be within the DHCP IP Address Range.

MAC Address: Enter the MAC address of the computer or device.
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Section 3 - Configuration

WLAN Partition

WLAN Partition allows you to segment your Wireless network by managing access to both the internal station and Ethernet
access to your WLAN.

Internal Station Use the drop-down menu to either Allow or Deny
Connection: internal station connection.

Ethernetto Use the drop-down menu to either Allow or Deny m
WLAN Access: Ethernet to Wireless LAN access.

T e e e

Ethernat 1o WLAN feeesy 1 | Sow ]

| Gasndsiorgs || Do SweeSeiings |

WIRELESS
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Section 3 - Configuration

QoS

The Quality of Service (QoS) feature regulates the flow of data through the access point by assigning a priority to each packet.
It enhances your experience of wireless network usage by prioritizing the traffic of different applications. Enabling this option
allows the AP to prioritize traffic. There are two options available for the special application.

Enable QoS: Enable this option if you want QoS to prioritize your
traffic.

QoS Type: There are two options available for your special
application: (1) Priority by LAN Port, and (2) Priority

dass ot for \Wickess Tntalegent Harchig, 3 technoogy
by Protocol. cﬂ agctidstarbitomelfyn it s
Tt s Tan T GAT LS20E ARtoIs Ror ATt Wl

| S setargs | [ Dot Sew Setings |

Priority by There are four priority levels for all LAN ports. The
LAN Port: priority level values assigned are LAN Port 1 for :
Background, LAN Port 2 for Best Effort, LAN Port 3 for | Sichlatpes - B
Video, and LAN Port 4 for Voice (Voice is the highest _

level and Background is the lowest level) at a normal
priority. o

Lany Pt 3 ¢
Lan Part 4

| st | [ Do S Semttigs

UWIRELESS
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Section 3 - Configuration

Priority by Users can set the priority and percentage of total peere I e | ;
Protocol: bandwidth reserved for each of their four traffic ; '
categories. Please note that the combined percentage P B o ot i o e it e b vt
value of transmission limits does not have to be [E& B Ly o vt I Pl W e o8
100%. These percentages represent the maximum [ o | [Ene seimngs ] [ ook save cenange |
bandwidth designated for each traffic category. P [ ewameos |
] et : Enable o - 2]
Ethernet The value entered here indicates the Ethernet to e 008 Type : [Fresiy By Froteo (]
Wireless: wireless speed required before the Advanced QoS Eetus
function is enabled. Advanced QoS will be enabled Ethermet bo Wirsless : 150 oitsisec
once the total bandwidth reaches or surpasses the set A e e N
value. The suggested range is 800 ~ 96000kbits/sec. e e e T 3:: £
Mall Traffic Priceity = [Secord Prorty (e L ; (300
Wireless to The value entered here indicates the wireless to Fto Traflic Priority ; Lo redly | Lot [0
Ethernet: Ethernet speed required before the Advanced QoS Exi;m ﬁ’:??;}i rf a
function is enabled. Advanced QoS will be enabled e R
once the total bandwidth reaches or surpasses the set Usor Dafimod-4 Priceity : (Lt Prenty ] Lme 1[0
value. The suggested range is 800 ~ 96000kbits/sec. Other Wraffc Pisety : [LowProntyJa e o

ESd.Msuuw. | | Deas s Samenas !

ACK/DHCP/ICMP/ Represents the priority value and bandwidth limit
DNS Priority: applied to ACK, DHCP, ICMP, and DNS for packet
delivering.

Web Traffic Traffic generated by typical Web services (packets sent
Priority: through ports 80,443, 3128 and 8080).

Mail Traffic Traffic generated by e-mail sending and receiving (ports 25, 110, 465 and 995).
Priority:

Ftp Traffic Traffic generated by FTP Uploading and Downloading (ports 20, 21).
Priority:
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Section 3 - Configuration

User Defined Defines the priority level for your device.
Priority:

OtherTraffic Other traffic generated that does not regard the aforementioned packet delivery.
Priority:

Note: Normally the wireless connection transmits application data packets based on the wireless to Ethernet speed and Ethernet to wireless speed. Users can
treat the two speeds as system transmission bandwidth, where all applications will share the whole system bandwidth based on assigned priorities. Note that
the maximum amount of bandwidth that can be used is the same as the set value of both speeds.
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Section 3 - Configuration

Traffic Manager

Traffic Manager assigns the device’s entire bandwidth, which includes both the wireless to Ethernet speed and Ethernet to
wireless speed. The user may add rules for data transmission performance between the access point device and the individual
client. For unlisted client traffic, users can either choose to deny or forward packet transferred for such clients.

Enable Traffic
Manager:

Unlisted Clients
Traffic:

Ethernet to

Wireless:

Wireless to
Ethernet:

Traffic Manager enables traffic control of the
delivering and receiving of data packets.

There are two options available for Unlisted
Clients Traffic: (1) deny, and (2) forward.

This section allows the user to indicate the
device's maximum bandwidth from Ethernet
to wireless.

This section allows the user to indicate the
device’s maximum bandwidth from wireless to
Ethernet.

Eisbile Tealfic Manages
Uiy bescdl Chwrnies Traffic :
Efvemet i Wirsbeis |
Warnless tn Ethemot

e L Ean Bavd aeling

WIRELESS
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Section 3 - Configuration

Add Traffic Manager Rule

In Traffic Manager Rule enter settings for each user of your network, using adequate IP (Client IP) or MAC address (Client MAC).
Set appropriate Ethernet to Wireless and Wireless to Ethernet speeds for the traffic you want to regulate.

Name: Enter a name for your new rule.

Hame :

Client IP (optional): The IP address assigned to the client. Client TP(aptional) :
Client Mac(optional) :
Client MAC (optional) : By assigning MAC addresses to the set of traffic manager Ethernet to Wireless : Mbitsfsec
rules, specific rules can be defined for individual devices. Wireless to Ethernet : Mbitsfsec

Ethernet to Wireless: Represents the avaiable bandwidth forcent datato be
forwarded from Ethernet to wireless, the suggested range

H H : : Ethernet to  Wireless to ;
is 800 ~ 96000kbits/sec. Name Client Ip Client Mac i Ethonat | EOK. Del

Wireless to Represents the available bandwidth for client data to  [52:sstines ] [ Dorit Save settings |
Ethernet: be forwarded from wireless to Ethernet, the suggested
range is 800 ~ 96000kbits/sec.

Note: Normally the wireless connection transmits application data packets based on the wireless to Ethernet speed and
Ethernet to wireless speed. Users can treat the two speeds as system transmission bandwidth, where all applications will
share the whole system bandwidth based on assigned priorities. Note that the maximum amount of bandwidth that can be
used is the same as the set value of both speeds.
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Section 3 - Configuration

Wi-Fi Protected Setup

This feature allows you to add devices to your network using a PIN or button Press. Your devices must support Wi-Fi Protected
Setup in order to be configured by this method.

Enable: Select to Enable this feature and add devices to
your network.

Lock Wireless Select to Enable this feature and Lock Wireless

Security Security Settings. . Wik Fratesed Sbp m vmed o mnsk and decces to 3 netnerk vang 2 PIN o button prem
. ! . Desaces muet spport WHR Pratected Sebupin order bo b rorfigunad by this mathod,
SettlngS: = " If the PIN changes, &ha new PR vl he iaed n flloming WR Progeched 5efup process. Cickrg

01" DoN'T. Sava SeTigE” buman wilnoE 14T the DIN.
Hessni, Tt néak PR & NEE saveed, 8 il pRIE it whan the Bawea Rebibats O isés paell.
[ LEmsm st | [ os's Gavas Emisenge |

Lock Wirsless Seoprity Settings @ 7]

DI = 17E1R4TE

| Fomat P o Dwimai | [ Generams s |

e} Yo Ees St Wi PR
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Section 3 - Configuration

User Limit

The User Limit section allows you to set a maximum number of wireless clients that can connect to the access point.

Enable User Limit: Check the box to enable.

User Limit (1-32): Enter the maximum number of clients allowed to
connect to the access point.

| Bt B o amount of ussrs slowsd per aocess pont, 207 i iscommended o the
| by e

SR S | [ront Strt S |

UNRELESS
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Section 3 - Configuration

Maintenance
Admin

This page will allow you to change the Administrator password. The administrator password has read/write access.

Password: Enter a new password for the Administrator Login
Name.The administrator can make changes to the
settings.

Verify Enter the same password that you entered in the
Tha RSN’ BAZTRITE SAN ARARIE ER PRACAOAMENE rharfans Tha sy Kas pasdlwrie deos

Password: previous text box in order to confirm its accuracy. and can changa pisowrd,
By catmit thars & na passwond corbgunsd. 1t & Peghly rscommerced Hhat vou oeate 3
ool 10 ksep ymr AP o wirsess halions =eouns,

[ S| [ Dot Save seiiongs.__|

Elpane eriber the same parrweord inbo both boaes, Tor confirmabion

WIRELESS

Login to the Access Point

User Name : |adrnin
Password : |

Enter the correct password above and then
type the characters you see in the picture
below. |FYMALR

. L ] .- : . l.'. G -

| MA_—lR Regererate I
f=e] TR R T
Login |
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Section 3 - Configuration

Time

The Time Configuration option allows you to configure, update, and maintain the correct time on the internal system clock.
From this section you can set the time zone that you are in. Daylight Saving can also be configured to automatically adjust the
time when needed.

Time Zone: Select yourTime Zone from the drop-down menu.

Daylight To select Daylight Saving time manually, click the
Saving: Enable Daylight Saving check box.

ETATI=
izt ul Fants

. . T Tima &nd Dt oL E conTigund, Wdins, and martan
Enable NTP NTP is short for Network Time Protocol. NTP i i e e i sy i o i

Server: synchronizes computer clock times in a network

. | Sewea Sattings || iDon’ Saww Settings
of computers. Check this box to use a NTP server. ; .
This will only connect to a server on the Internet, LA RN L
not a local server. e e ol
Thorwe Zore © | (bl -+ 09:00] Cdba, Swoira, Tobya
Enatile Dupbght Saveng
NTP Server Select the NTP server from the drop-down menu Daxbyht Savng Dffsel ©

Used: and then click Update Now. Daybght Saving Dates : Morth  Wes  Carofvies Tima

Cut Stert [0 ] [t [l [5n [aa] e
ot [an [w]lin [ellmn (] L3

Set the Time To manually input the time, enter the values in
and Date these fields for the Year, Month, Day, Hour, Minute,
Manually: and Second and then click Save Settings. You W arrldemetyorks W LR ket Ui sore

can also click the Copy Your Computer’s Time L
Settings button at the bottom of the screen.

AUTOMATEC TIFE AMD DATE COMFPGURATION

SET THE TIMIE AND DATE MANLIALLY

Dabe Aol Time @ e [2001 | Mo [apr [l Dar |2
How (13 [s|Mrita [0 (s Second |57

L oy fiur Conpuber’s Tane Selings

| semsemngs | [ Dontses ssins |

WIRELESS
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Section 3 - Configuration

System

Save to Local Use this option to save the current access point
Hard Drive: configuration settings to a file on the hard disk of the
computer you are using. First, click the Save button.
You will then see a file dialog, where you can select a

location and file name for the settings.

Load from Local Use this option to load previously saved access point
Hard Drive: configuration settings. First, click Browse to find a
previously save file of configuration settings. Then, |

click the Load button to transfer those settings to the Bawa Gettings Ta Local Mardl Do [Saa]

access point.

Lo Settwngs Froms Local Herd Drve -

Restore to This option will restore all configuration settings back
Factory Default: to the settings that were in effect at the time the access
point was shipped from the factory. Any settings that Rebwat The Device
have not been saved will be lost, including any rules
that you have created. If you want to save the current
access point configuration settings, use the Save :

button above. WIRELESS

Rastore To Facvary Dafault Setting: -

Clear Latwpisags Pack

Note:Restoring the factory default settings will not reset
the Wi-Fi Protected Status to Not Configured.

Reboot the Click to reboot the access point.
Device:

Clear Language Click to clear the language pack. This will put the web
Pack: Ul back to English.
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Section 3 - Configuration

Firmware

You can upgrade the firmware of the access point here. Make sure the firmware you want to use is on the local hard drive of
the computer. Click on Browse to locate the firmware file to be used for the update. Please check the D-Link support website
for firmware updates at http://support.dlink.com. You can download firmware upgrades to your hard drive from this site.

Browse: After you have downloaded the new firmware, click
Browse to locate the firmware update on your hard
drive. Click Upload to complete the firmware upgrade.

Upload: Once you have a firmware update on your computer,
use this option to browse for the file and then upload E g b :

the information into the access point. To ograck ha s, e s upgrad fs on tha ol hard dies wihcha B
= button, Cnce nou hews the e to be Leed, cick the Uploed button ta start the frimeans

Theare: may be raw s fof por B0 or wiskacs sTalions 10 mpnove funcoonakty and

Thes Larpuage pack alows pou 10 changa the languogs of e us intarfaos on tha B0 o
wirslens shabore, e suggest thet you upgrades your cument bngusce peck  you upgrace e
fmrwere. The ensures thal aw 0anges in the Irmisiaed e displaved (omecty,

| o ey the langags bk, Gile The wagreds B on tha lacal hard drive with e Browess
burtton, Crce yow hewes ourd e e to be wsed, cick the Lipload bution o st the ngusg=

Language Pack | o upare

You can change the language of the web Ul by uploading e Fims Yoo + 211

available language packs. Cumrens Fimwaare Dite © P22 oge 2011

Chisdk Dindine Move Tie Latest Fembeai® © | chedk ow
andd Languags pack Version I—I

Browse: After you have downloaded the new language pack,
click Browse to locate the language pack file on your

. . Ao Gome Srmacans apgesdes redsl ths ¢ j‘r'.'|:|u' At Gbinine T e EneTog
hard drlve. ClICk Upload to Complete the Ianguage clefaidts, Bodore prerfomaing an uggrade, b suse 0o Seve The oursent oondsguration.
pack upgrade. g e Sy

it

Vi - (] ([gkoerd |

WIRELESS
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Section 3 - Configuration

If you load a language pack and would like to go back to English, click Maintenance > System and click on Clear next to Clear

Language Pack.

I Acedelt Sgtame - e "lem - A= alele = b ks - ml
i o Werimere el O QNI IO, WO IXhar oD v xondrar
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B e T -t T e i
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Section 3 - Configuration

System Check

This section Ping Tests by sending ping packets to test if a computer on the internet is running and responding.

Ping Test/ The Ping Test / IPv6 Ping Test is used to send Ping
IPv6 Ping Test: packets to test if a computer is on the Internet.
Enter the host name or IP/IPv6 address that you

wish to Ping, and click Ping.

Ping Result: The results of your ping attempts will be displayed
here.

WIRELESS

PN ARLER m

H'II;ITBQ:M'LTIJ Dackats 0 1Bt & CompLtEr on the ntamat.

Host Name or 1P Sddress - [Ping

Host Mame or Bl Address - &"ﬂ]

Bt @ hogd, mamr of I addreis alaores e Gl T’
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Schedule

Name: Enter a name for your new schedule.

Days: Select a day, a range of days, or All Week to include
every day.

Time: Enter a start and end time for your schedule. ", T e T

Schedule Rules The list of schedules will be listed here. Click the [EE= 10— aoosopuERme  Jam

List: Edit icon to make changes or click the Delete icon

to remove the schedule. i Birrls) : €38 v 18} Sadect D)
Fleun CMon D Tue Clwed Do O Clsat

e =
¢ [za+ow ]

o i |[em ] e roeata, 12 hou tire)
T

[P ] (hews eirctn, 12 e tirg)

(55
fod] [ ol |

P
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Section 3 - Configuration

Status

Device Info

This page displays the current information for the DAP-1522. It will display the LAN and wireless LAN information.

General: Displays the access point’s time and firmware
version.

LAN: Displays the MAC address and the private (local) IP
settings for the access point.

Wireless LAN: Displays the wireless MAC address and your
wireless settings such as SSID and Channel.

WIRELESS

Al of your nebeork cornescbon detals are deplyed on this pape. The frmevare verson = abo

displryped e,

Time - 2000/0L/02 000209
Firmiware Version

300 Fri (16 M ALL

Conmection Tepe @ 3ta0c [P
MAC Addrecs @

W hadifress !
Submot Mask ¢
Dt aoll Gateway :

0100554800 ae

Wirshisg R &

AT Rddross @
Charnel ©

Ratwork Mame (SSI0) @
Wi-A Protected Satup &
Raourity =

Enablsd
00:0%:50:8070 5

]

ank
Enabiad/imconfigured
HONE

Figigid Hnbs.
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Wireless

The wireless section allows you to view the wireless clients that are connected to your wireless access point.

SSID:
MAC Address:

UpTime:

Mode:

Signal:

Displays the name of your network.

Displays the amount of time the wireless client has
been connected to the access point.

The transmission standard being used by the client.
Values are 11a, 11b, 11g, 11ng or 11na for 802.11a,
802.11b, 802.11g or 802.11n respectively.

This is a relative measure of signal quality. The value
is expressed as a percentage of theoretical best
quality. Signal quality can be reduced by distance,
by interference from other radio frequency sources
(such as cordless telephones or neighboring
wireless networks), and by obstacles between the
access point and the wireless device.

ALTARICEN HAINTEWE

Wimew the swreless chents Hrat ane connecked o the sooess pont. (B dienk mign® Inget in the b=t
O & Mo MWTRE 3MRT 30 U0 GagLed oo ad.)

MAC Adiress Uptime

WIRELESS
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Logs

The access point automatically logs (records) events of possible interest in its internal memory. If there isn't enough internal
memory for all events, logs of older events are deleted, but logs of the latest events are retained. The Logs option allows you
to view the access point logs.

Log Type: There are two types of logs that can be viewed: System
Activity, Debug System, Attacks, Dropped Packets
and Notice.

Helghal Hnis..

First Page: Click to view the first page.

Lk This Gptiin T0 ey the chimidha kg Yo cain defins Whar T DsE OF Avenis 1L MENT 0 e
M e SR vl s e

Last Page: Click to view the last page. . w0

Log Types ] system Actety [Fl g Infonmation Elatacis
Fl bopped Faciess [Flatce

Previous: Click to view the previous page.

Next: Click to view the next page. _
Frstege | [LestPoge | | ¢ [Cseer | (e | [(Seweiog | [Rzhiesn |
Pape L pf3
Clear: Delete all of the log content. a
FonaMnEOBASIL  Goe naw clant CUDCLEERSLISTEIN
Save Log: Click the Save button to save the access point log file SOOI DS ST 10 AL 6

to your computer. SN OOTIL e D P s T DDASEREL S4TE

IO NOIEIL s wLadekasncatan Sutcsie STA (0:LGEAS1 54T

Refresh: Click to refresh the information on this page.

;gﬁ""z 00D pyjee coe sane DISCONER

Sin Jan2 QUAESS.  nyep. chan: wnd DECOVER
2m0

S EAINE Dk Chank sand DRCCHER.
Fo M OEEIY e Clans snd DSCORER.

Fom AR pHCp: Chens sand BECONER.

Sonen2 000208 g bagin sncoas fam 9T160.054 136 31

WIRELESS
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Statistics

The Statistics page displays all of the LAN and Wireless packets transmit and receive statistics.

TX Packets: The total number of packets sent from the access point.

RX Packets: The total number of packets received by the access
point.

TX Packets Displays the number of packets that were dropped
Dropped: while sending, due to errors, collisions, or access point
resource limitations.

RX Packets Displays the number of packets that were dropped T Packat Numbiors: 153 X Packat Mambars: 217

Dropped: while receiving, due to errors, collisions, or access point T Packels Dropped: 1 R Packet=: Drapped: 0
. . . TH Paschats r 2RLT R Pachots Bytes: 20787
resource limitations. S -

WIRELESS STATISTICS

TX Bytes: Displays the number of bytes that were sent from the s B e e o0

. R Packats Dropood: 0
access point. X Packets Bytes: 20736

WIRELESS

RX Bytes: Displays the number of bytes that were received by
the access point.
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This page will display all your network connection details.

IPv6 Connection Type:
LAN IPv6 Address:
IPv6 Default Gateway:
LAN IPv6 Link-Local
Address:

Primary DNS Server:

Secondary DNS Server:

Displays IPv6 connection mode.
Displays LAN IPv6 address.

Displays the IPv6 address of the default
gateway.

Displays the LAN IPv6 link-local address.
Displays the IPv6 address of the primary
DNS server.

Displays the IPv6 address of the secondary
DNS server.

IPv6

RN ED FATNTEMAINF

il of your nettwiosk connecton detals are dipbeyer on the page.

IPG Cosmaetion Typs | LokeLoesl (el
LA TPvE Addiess
1P Dafaralt Gatenway
LM 1P Link-Local Acidress ; fad0: 5005 FaB0: Lea 4
Priniary DS Sarver |
Sacondany DS Sarver |

WIRELESS
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Section 3 - Configuration

Configuration for Bridge Mode

This section will show you how to configure your new D-Link wireless MediaBridge using the web-based configuration utility.

Web-based Configuration Utility

To access the configuration utility, open a web-browser
such as Internet Explorer and enter http://dlinkap or
http://192.168.0.50 in the address field.

A D-Link - Microsoft Internet Explorer

Select Admin from the drop-down menu and then enter
your password. Leave the password blank by default. Lag in to the Eridge:

User Marme | o

Password || | [ togin_|

If you get a Page Cannot be Displayed error, please refer to
the Troubleshooting section for assistance.
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Section 3 - Configuration

Setup Wizard

This wizard is designed to assist you in configuring the wireless settings for your bridge. It will guide you through
step-by-step instructions on how to setup your wireless network.

Hadphd Firics..

Click Launch Wireless Setup Wizard

Click Next to continue with the wizard setup.

This wizard is designed to assist you in your wirgless netwaork setup, It will guide you through step-by-step
instructions on hiow to set up your wirgless network and how to make it secure,
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Select WPS configuration if you want to use Wi-i - | ERAEERE

Protected Setup.

Hease select one 2° the Tlowng configuration metods and Zlos next to oontinue,

|fy0U want to set up your netwo rk manua”y: 5k|p to page & WPS - Select this opton if vour witelecs cevics sapports WPE W -Fi Froteced Setup)
55.

2 Manual - Select this opton iF vou want to setup vacr netewark manualy

Click Next to continue. [Pev nedt | [ Zanel |

Click Connect to continue.

&) PALC
Please prass the push button on pour wsskess denica and press tha “Correct® buthor belos within 130

[ee] [conwez ] [eat]

WIRELESS
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Section 3 - Configuration

Press down the WPS Button on the wireless device you
are adding to your network to complete the setup.

Jlease press down the Push Button (physical or virtual) on the wireless device you are adding t2 your wireless
network within 112 seconds ...

Select Manual configuration to set up your netvork | EEEREVERATERE I

manually.
Flease selz=: ore o° the falovwrc zondguretor methods arc Cick next to continue,

Click Next to continue. ) WPS - Sglect this 30tian i your wirslese deviza sppcrts WRS (WHF Protected Satup)

) Manual - Select -his crten fyoe wert to setup your netwcrk manual

[ =ev | | mest | [ canedl |
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Section 3 - Configuration

Enter the Wireless Network Name of the AP or clickthe
Site Survey button to find the AP.

Click Next to continue on to page 57.

You can enter the Wireless Metwork Mame of &P or use site survey to find the &P,

Wireless INetwork Marne (SSID) | | [ site survey |
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If you clicked on Site Survey, the following screen will  [EREREF I

be displayed. =) (o) BSEID H Security Signa Trpe -~
7702 1132 DnE0e2 389730 1 WRAPSK 50% Infraglructure ()
dl nkrmarcg 001D 34120552 1 WPRAAUTC-PSK 50% Infrasiructure (O
Find your access pOint from the list and click Connect to diinz 01T 8ARELTGC 1 AFEh 60% Infrachructure ()
complete the Setup Wizard. D-Link DA-G36728 00:S0:BA11:223D 1 OP=h B8% Infrastuctre ()
12345678901 2345573082123453739012 03:A8:021B:87:E6 3 0Pk 52%  Infrastructure ()
AlexDI324 031346 A1AL08 4 SHARED 0% Infrasiructure (O3 |
jsmz554y 00:124EEEQCY2 B WPA-EAP 50% Infrasiructure ()
dib2ds 00A7:9ACFY60C B SHARED 54%  Infrasirueture (O
dlink EC 00:0F:30 30;90:0E 6B WWPAPSK 50% Infrastructure ()
default 02E5190E:24:M il HR= 52% Infrastructure (O
SDVARED 00:11:9595C818 B WRA PSR 52% Infrastructure (O
BM1WAPF1 NRA1-ASASCAIR R OP=k AN%  Infrasimictre ()
< o ST : ' ' : |

Choose which Security Mode you want to use and click | EEIRS SRR

Next to continue. . ;
Jease select the wieless secarity made.

> Nons
& Wep
C Auto('WEA or WEAZ)

[ prev | [ ext | | cancd ]
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Section 3 - Configuration

If you choose WEP, enter the wireless security password  [Se @i wiketess secusi passwors
and click Next to complete the Setup Wizard.

Please erter the wieless passwond to estabish wireless connection,

Password Type: |e48it (10 he: dighs) -l

Password: |

Select Auto (WPA or WPA2) and click Next to continue, [ SEESTWiREESS SESURiTVMGBE

Please select the wireless security mode,

() Mone
) WEP
(& Suto(WPA or WPAZ)

[ Mrow ] [ Moxk ] [ Canec ]

Enter the WPA/WPA2 Personal Passphrase and click
Next to establish wireless connection.

Please enter the WPA/VWPAZ-Auto personal passphrase to establish wireless connection.

WPA/WPA2 Personal Passphrase : | | (8 to 63 characters)

[(Prev | [mext | [ &t ]
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Section 3 - Configuration

The following screen opens to indicate that you have
successfully saved your new settings.

Sarng Zhatges,

D-Link DAP-1522 User Manual 59



Section 3 - Configuration

Site Survey:

Enable Wireless:

Wireless
Network
Name:

Band Width:

Security Mode:

Enable:

Wireless MAC

Cloning:

MAC Address:

Scan:

Wireless

A function that looks for available wireless networks.

Click the check box to enable the wireless function. If
you do not want to use wireless, uncheck the box to
disable all the wireless functions.

Service Setldentifier (SSID) is the name of your wireless
network. Create a name using up to 32 characters.The
SSID is case sensitive.

Select the Band Width:

Auto 20/40 - Select if you are using both 802.11n and
non-802.11n wireless devices.

20MHz - Select if you are not using any 802.11n
wireless clients.

Refer to page 77 for more information regarding
wireless security.

Enable the Wi-Fi Protected Setup feature.

Enabling this option allows the user to manually
assign the source MAC address to packets
forwarded by the bridge. If not manually assigned,
the packet’s source MAC address field will be
automatically selected as the bridge’s MAC address.

Enter the desired MAC address connected to your
bridge to enable the clone function.

Click the Scan button to search for all available devices
connected to your DAP-1522's Ethernet ports

WNRELESS

*ARENTERARCE

Lo ithis scita to corfigur th wandkcs
rinbs st d'u’uasmduhﬂ'ﬁmﬂmmwdsu

Dobik AP or wanchess Statiorn. Plaacs
b ben whupicated on your winskss: dierd,

Tumhctmphwwmmnmmmm The derazs sppart: Hrss
wirnhez: oo ity Imodas rrioding: WEP, WA and WPAZ,

[ Gawsasings | [ Dont Saweseing |

! Statinn (2 AGHe 5z (50 S|
[ | mmr [nel [ nesaEchecs |
[k Caled e BSID0

#Wi-FI FROTECTHY SETUP

WiF] Profec e Seten © Endiied | Configueed

[ Aot tn incoriigored |
PIN : SOEE1E

[ Pssst PRitnDatwst | [ Gererstumewrin |

Enable - 7]
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Section 3 - Configuration

Device Name:

LAN
Connection

Type:

IPv4 Address:

Subnet Mask:

Default
Gateway:

Primary DNS
Server:

Secondary
DNS
Server:

My IPv6
Connection:

LAN Settings

Enter the Device Name of the AP and click Next to
continue. It is recommended to change the Device
Name if there is more than one D-Link device within
the subnet.

Use the drop-down menu to select Static IP if your ISP
assigned you the IP address, subnet mask, gateway,
and DNS server addresses. Select Dynamic IP (DHCP)
to automatically assign an IP address to the computers
on the LAN/private network.

Enter the IPv4 address assigned by your ISP.

Enter the Subnet Mask assigned by your ISP.

Enter the Gateway assigned by your ISP.

Enter the primary DNS server IP address.

Enter the secondary DNS server IP address.

Select the mode you would like the router to use to
connect to the IPv6 Internet from the drop-down menu.

Static

This section will allow you to change the local network settings of the bridge and to configure the Static settings.

UNRELESS

Lk B i Ko pon'iurs e inkeanal nedsaor: sl degs of wodr AP ke statir e D
ot the busHn 0 EF s by aian F sddesem o onoucen on v mivork Te P

ittt e fnse T v f i T P o i e U, i i et Bl
= T man sl f o Ak e nobwork audn,

[ e Stirge | [ ot e ding:

| i i = | gy

Lo TG ction Ko 00U 33 intzendl netmanr: ;oiings of o A0 aiokes siaioe The
B e Wl & COngarad (s B The B S0cTees ITal S Lok IC S00EE U Mrab-baaed
ForUCRrTE IR Tym. change -t B aderen e, Uy resd o) oF pee e
PNl T 1T BT 1S O 3

LAY, Come tior Tvoe = | S 5 T

STATIC [ LW OONHEL TR
Erdmi thwk [Pl adhis inf e o
Pt ubdetss & |z
St Rl 0 | =
dndl Bl =
ey [ Grrel |
SO WS rsie

Crmme the e 10 be s by ohe aress oot 10 cormec o the 1Pl imeme:,

iy W] Prmar o i = | abodocd o v

U e st o Dot 36 ntoandl not=aon Sotags of i AN ke st The
Lat B el ol Addenatn dw Pl dcdrea Hhal oucom ka oo e Ven-beec
e | i bos

L TP Rimh-Local Brbeess - ool SOG40 5200
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Dynamic

LAN Connection Select DHCP to automatically obtain an IP address
Type: on the LAN/private network.

Uez Jrs sl b " pi= Ue nland bk sl e ol oo boge ad =0 oos s
e k- nO P Cervat 12 3320 12 2dorssse 00 T8 JOELESTS Cnolk hatsck Toe 12

PO T YL AT T T I T I | Y YA R O S T T ) WL P R L IR R ¥ 1 |
rra-Agam=st nbarsma. M- cka-catha b= ddeee vars, sy mRas dnadpd oo b '
retin - 2eki17gs 10 asoess the verwor: aqan.

| 0% DLl R | ‘ L. 1L 3d-EZu_nn

LAL SETINES

Ll b s oo g2 s ol e cbosal L - s Deikgz, T 27 ke s
cenfeaz v s ths P Ocdes tha =od B3 b0 socess B mele 2iisd mane@Erent nta acs,
Mramg e L PoSlonn cere, v egrew] oo, goor PC% - e o a2l g Lo ens
o Patn e

Tl T rornen [ omn Tyrme

LEVLLE MA™E [%EIHLLG MAED
bt
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Advanced
Advanced Network Settings

This section allows uses to change the LAN Settings. We do not recommend changing these settings from factory default.

Thesa optiors: ara for users that weh b changs tha LAN sstbings. Wi do not recommendd
nﬂ;vmmm Frioeny facliory clafu i, Chanora Bhate settings rmaw sffsct: Bha bahaier
Wil Pk

| S Serings | | Dent Sk Samngs |

ALYANDHE Wi

Tramsmit Power @ [ieaw. (v

[ Srmzattings || Cont Sevs Settings |

LWWIRELESS
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Maintenance
Admin

This page will allow you to change the Administrator password. Admin has read/write access.

Password: Enter a new password for the Administrator Login
Name. The administrator can make changes to the
settings.

Verify Enter the same password that you entered in the

Password: previous textbox in order to confirm its accuracy. T e i e e e U e
| ard can changes panaod.

| By cdefault there s na peswied Cniguned Itk highly iecommenced fist you oeale 3
o] bo beep o AP or vireless siationss secur,

| Zsmsetng [ Conl Smededing |

Flease enfer the sume passerord into balh boees, for condinmatian,
Passward :
emidty Password |

Ervbie Eraphacal ; o
Murthestcaton

| Sraietrgn || Coml Sew ik |

WIRELESS
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Time

The Time Configuration option allows you to configure, update, and maintain the correct time on the internal system clock.
From this section you can set the time zone that you are in. Daylight Saving can also be configured to automatically adjust the
time when needed.

Time Zone: Select the Time Zone from the drop-down menu.
Enable Daylight To select Daylight Saving time manually, tick the

Saving: Enable Daylight Saving check box. Next use the drop
down menu to select a Daylight Saving Offset and

then enter a start date and an end date for daylight | = The= Time 2w Dt CorfipLastion coten chws vou {0 e, Lpddte, rcmanin the
g oowact bime on b ntenal systen dock:. From Hhis saction you can sk Hhe B 207a o a
saving time. 1.arvd 3t e TP et Time Prooc ) Seraer, arvight Srving can g be corigared (o

wiist the e when needed,

IME AR DATE DONFIGURATION

Automatically Click the check box to enable the device to

synchronize automatically synchronize with a D-Link NTP T

: sy .
with D-Link’s Server.NTP stands for Network Time Protocol. NTP e e
Internet time synchronizes computer clock times in a network Ersabla Bapbight Soving :
server: of computers. This will only connect to a server on Davfight Saving st :
Daybght Sang Dates - Moh  wedk  [ovo"Week The

the Internet, not a local server.
Ceft Etart | A

X
-

CEnd 1m0

AUTO-E T TIME S0 DW TE DOSF IRURRTTIDN
NTP Server Used: Enter the NTP server or select one from the drop
down menu.

O dashorrutically syrecwonim with B-Link® Tebemwt tone ssrer

M Gervar (e =

Manual: To manually input the time, enter the values in these
fields for the Year, Month, Day, Hour, Minute, and S AL
Second and then click Save Settings. You can also Ot T . or [ i oo e [ [l
click the Copy Your Computer’s Time Settings :'“' *m:::n:ii:mﬂ = ‘-'Il
button at the bottom of the screen.

zewasog | [ Denties sing
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System

Save Settings To Local Use this option to save the current access point
Hard Drive: configuration settings to a file on the hard disk
of the computer you are using. First, click the
Save button.You will then see a file dialog, where il ' var
you can select a location and file name for the B | it ke
settings. ﬁmﬁa
Load From Local Hard Use this option to load previously saved access
Drive: point configuration settings. First, use the
Browse control to find a previously save file of
configuration settings. Then, click the Load
button to transfer those settings to the access Lot St g Froms Lced Hend Dy
point.

Sarvir Satting T Local Hard Deiva :

Rastore ToFaciore Dalault Sottings « | Peshos Dwice
Restore To Factory This option will restore all configuration settings
Default: back to the settings that were in effect at the
time the access point was shipped from the Clisr Lanpige Paek ©
factory. Any settings that have not been saved
will be lost, including any rules that you have
created. If you want to save the current access
point configuration settings, use the Save button
above.

Figbmat The e @ ||

UNRELESS

Reboot The Device: Click to reboot the bridge.

Clear Language Pack: Click to clear the language pack. This will put the web Ul back to English.
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Firmware

You can upgrade the firmware of the access point here. Make sure the firmware you want to use is on the local hard drive
of the computer. Click on Browse to locate the firmware file to be used for the update. Please check the D-Link support site
for firmware updates at http://support.dlink.com. You can download firmware upgrades to your hard drive from the D-Link
support site.

Browse: After you have downloaded the new firmware,
click Browse to locate the firmware update on your
hard drive. Click Upload to complete the firmware

upgrade.
Upload: Once you have a firmware update on your “Ther i b P mweana For vour AP ce wiskess shakizns ko imercea furclioridty and
computer, use this option to browse for the file ik bt T chich for a0 Lxared on wis gl ik
and then upload the information into the bridge. Prbasidiniys b tesy gl gt ok it it e
bt
ﬂemmmgmmcmmkwdhmmmmnﬁu
ik the i plsrgs et e M oy b Lol hard i with b B
Language Pack byl ety iy iyt bt o

Lpgrade;
You can change the language of the web Ul by uploading

available language packs. Cuarit Fmeataee Fervn 200
Cagrrend Frmseoos Dalte & 22 Ar.'r.?lil 1

Check e oW 108 Lalest Fmweane © [ Chacs fem |
Browse: After you have downloaded the new language s Latgt1se padk Terson

pack, click Browse to locate the language pack file
on your hard drive. Click Upload to complete the ;

rarte; Snime fimvesre smmades el ghe conBgr s ootione 4o the by
Iang uage pack upgrade. delauits, Belore performeg S epgrae, e e T soee e cernenl oon gt
T upgrack the Srrwars, pour FC sanl Nave @ wised Conmaction o Uhi AP o wiceliis

aabioiv, Enbey Tl nase of Bhe Teewone pgge ade T, and dak on the Spiead
bution,

Lipinad E . |-Em

D-Link DAP-1522 User Manual 67



Section 3 - Configuration

If you load a language pack and would like to go back to English, click Maintenance > System and click on Clear next to Clear

Language Pack.

I Acedelt Sgtame - e "lem - A= alele = b ks - ml
i o Werimere el O QNI IO, WO IXhar oD v xondrar
a..rtq.-nmurlw--rw whll Wy e ke =40 e e ol R
gakacht.

Do gt Systemeiche dconbe - vo 122 Dohe ol b oor bokealc™ Somobims Consc T
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Sl der Inkaden Fostokotte p——
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Won dies lnksien Festehkk: hden ;| HE
Pk~ o o e = e bl |

fad Werloanstalungean i vamr ke - dmne ek |
Anabzlm
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Section 3 - Configuration

Schedule

Name: Enter a name for your new schedule.

Days: Select a day, a range of days, or All Week to include
every day.

Time: Check All Days or enter a start and end time for your e BRSO P e

schedule. I T
Piama : o

Wireless: Select On or Off from the drop-down menu. D) ¢ Danwask @ sakect Dayls)
[Claun Ceon O Tue Clvwed Do CFa Elsa

Add: Click Add to save your schedule. You must click |

Save Settings at the top for your schedules to go T
into effect Flo Ha ][0 ] theumcmte, 12 s e
' Sl rem _m EI-]m.n'-uw-. 12 howr i)

(k] [ Eanal ]

Schedule Rules The list of schedules will be listed here. Click the
List: Edit icon to make changes or click the Delete icon o
to remove the schedule.

D-Link DAP-1522 User Manual 69



Section 3 - Configuration

Status

Device Info
This page displays the current information for the DAP-1522. It will display the LAN and wireless LAN information.

General: Displays the access point’s time and firmware version.

LAN: Displays the MAC address and the private (local) IP : )
settings for the access point. fareon | ' el |

Lurais D

Wireless LAN: Displays the wireless MAC address and your wireless
settings such as SSID and Channel.

Tisee | 2000,01/01 04:06:17
Fimiwiarg Worsion | 200 Fil 22 Agr 2013

oL Cion Bypee | S1atc @
MAL Ardeirnag | D005 S 5500
P focifress ¢ 152 1000 52
Subned Mk | 250 ST ZTRD
Diefault Gatwway :

+ Erabiad
¢ Corowatad

BRI e

1 Mise 302,114, B2, 117 0d 08110
40

- |

. Erabled

UNRELESS
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Section 3 - Configuration

Logs

The access point automatically logs (records) events of possible interest in its internal memory. If there isn't enough internal
memory for all events, logs of older events are deleted, but logs of the latest events are retained. The Logs option allows you
to view the access point logs. You can define what types of events you want to view and the level of the events to view. This
access pointalso has external Syslog Server support so you can send the log files to a computer on your network that is running
a Syslog utility.

What to View:

Apply Log

Settings Now:

Refresh:

Clear:

Save Log:

There are five types of logs that can be viewed: System
Activity, Wireless Activity, Attacks, Dropped Packets,
and Notice. Click on the corresponding check box for
the type(s) that you want displayed in the log.

Click this button to immediately filter the log results
so that only the selected options appear in the Log
Details section of this screen.

Updates the log details on the screen so it displays any
recent activity.

This option clears all of the log contents.

This option will save the access point to a log file on
your computer.

WIRELESS

Log Tepa: [Clsystem actraty
CiCvorwed Packets

Page 1of 1
Time Mesiage
S LO0BS] g oo by e
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Section 3 - Configuration

Statistics

The Statistics page displays all of the LAN and Wireless packets transmit and receive statistics.

TX Packets: The total number of packets sent from the access point.

RX Packets: The total number of packets received by the access
point.

TX Packets Displays the number of packets that were dropped
Dropped: while sending, due to errors, collisions, or access point
resource limitations. (o)

Traffic Shatistics dipebs Aacehsa and Traremit packets pacing thiough the device.

RX Packets Displays the number of packets that were dropped

Dropped: while receiving, due to errors, collisions, or access point
resource limitations.

TX Bytes: Displays the number of bytes that were sent from the

access point.

RX Bytes: Displays the number of bytes that were received by

the access point.

T Packed namshens: 0
T Fackets Dropped: O
T Parkers Bybeal 0

T Packet Nk
TE Packets Dropped:
T Pagkati Bytas:

K Paiet ramaibens: 1
R Packets Dropped: 0
FN Padkets Bytes: 0

B Pt Miisalbie st
B Packets Droppesd:
Pl Pakor e Byti;

WIRELESS
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Section 3 - Configuration

Ryl

WIRELESS

DAP-1522 m SETUP ADYANCED MAINTENANCE STATUS |

» Setup

o Advanced
& Maintenance
e Status

SETUP HELP

o Setup Wizard
» Wireless Settings
e LAM Settings

ADVANCED HELP

s Schedule

MAINTENANCE HELP

* Admin
s Tims

& System
e Fitrmware

o System Check

STATUS HELP

o Device Info
e Logs

& Statistics
IPyE
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Section 4 - Security

Wireless Security

This section will show you the different levels of security you can use to protect your data from intruders. The DAP-1522 offers
the following types of security:

« WPA2 (Wi-Fi Protected Access 2) « WPA2-PSK (Pre-Shared Key)
« WPA (Wi-Fi Protected Access) + WPA-PSK (Pre-Shared Key)

What is WPA?

WPA, or Wi-Fi Protected Access, is a Wi-Fi standard that was designed to improve the security features of WEP (Wired Equivalent
Privacy).

The 2 major improvements over WEP:

« Improved data encryption through the Temporal Key Integrity Protocol (TKIP). TKIP scrambles the keys using a
hashing algorithm and, by adding an integrity-checking feature, ensures that the keys haven’t been tampered
with. WPA?2 is based on 802.11i and uses Advanced Encryption Standard (AES) instead of TKIP.

« User authentication, which is generally missing in WEP, through the extensible authentication protocol (EAP).
WEP regulates access to a wireless network based on a computer’s hardware-specific MAC address, which is
relatively simple to be sniffed out and stolen. EAP is built on a more secure public-key encryption system to
ensure that only authorized network users can access the network.

WPA-PSK/WPA?2-PSK uses a passphrase or key to authenticate your wireless connection. The key is an alpha-numeric password
between 8 and 63 characters long. The password can include symbols (17*&_) and spaces. This key must be the exact same key
entered on your wireless bridge or access point.

WPA/WPA?2 incorporates user authentication through the Extensible Authentication Protocol (EAP). EAP is built on a more
secure public key encryption system to ensure that only authorized network users can access the network.
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Section 4 - Security

Configure WPA/WPA2

Itis recommended to enable encryption on your wireless access point before your wireless network adapters. Please establish
wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption due to the
added overhead.

1. Log into the web-based configuration by opening a web browser

and entering the IP address of the access point (192.168.0.50). Click
on Setup and then click Wireless Settings on the left side.

Security Mode : [Enable WPA Wireless Security (enhanced) =

2- NeXt tO Security MOde SeCtion, SeIeCt Enable WPA Wireless WPAMPAZ requires stations to use high grade encryption and authentication.
Security (enhanced) from the drop-down menu. Gipher Tyne : [Fromares) 2]
PSK / EAP : m
3. Next to Cipher Type, select TKIP, AES, or Auto (TKIP/AES). Network Key : |

(8~63 ASCIT or 64 HEX)

4 Nextto PSK/EAP, select either PSK or EAP.

. Enable : &
5. Next to Network Key, enter a key. The key is entered as a passphrase Wi Protected Setup + Ensbid /ot confgurad

in ASCII format at both ends of the wireless connection. The rET———

passphrase must be between 8-63 characters. PIN : 17616476

Reset PIN to Default | Generate New PIN

6. Click Save Settings at the top of the window to save your settings.
If you are configuring the access point with a wireless adapter, you e N
will lose connectivity until you enable WPA-PSK on your adapter
and enter the same passphrase as you did on the access point.
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Section 5 - Connecting to a Wireless Network

Connect to a Wireless Network
Using Windows® 7

It is recommended to enable wireless security (WPA/WPA2) on your access point before configuring your wireless adapter. If
you are joining an existing network, you will need to know the security key or passphrase being used.

1. Click on the wireless icon in your system tray (lower-right corner).

2. The utility will display any available wireless networks in your area.

Wireless Icon

Plot cormected

dﬂﬂ Connsctinns ane ivailabbe

Wirshiis Metweork Conmacson

SEFLEEel
BEOEI I WRA2

Eddie EPRLLS

Dpany Hatwerk and Shanng Canpir

1321 AN
B 4 SO
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Section 5 - Connecting to a Wireless Network

3. Highlight the wireless network (SSID) you would like to connect
to and click the Connect button.

If you get a good signal but cannot access the Internet, check your
TCP/IP settings for your wireless adapter. Refer to the Networking
Basics section in this manual for more information.

4. The following window appears while your computer tries to
connect to the router.

-

Mot connected 5

I:[Iﬂ Connections are available

Wireless Metwork Connection ~
dink al |
[/] Connect automatically |
kay2690_24 ’ |
james2690g 1'!‘“
ALPHA M
dlink 888 qﬂ!'
SD6_WLAN *
DAP-2690q ot

Open Network and Sharing Center

-

3:#' Connect to a Network

Getting information from dlink...
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Section 5 - Connecting to a Wireless Network

5. Enter the same security key or passphrase that is on your access
point and click Connect. You can also connect by pushing the
WPS button on the router.

It may take 20-30 seconds to connect to the wireless network. If the
connection fails, please verify that the security settings are correct.
The key or passphrase must be exactly the same as on the wireless
router.

¥ Connect to a Metwork @
Type the network security key
Security key: |
[ Hide characters
You can also connect by pushing the
button on the router.
___ —J
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Section 5 - Connecting to a Wireless Network

Connect to a Wireless Network
Using Windows Vista®

Windows Vista® users may use the convenient, built-in wireless utility. Follow these instructions:

From the Start menu, go to Control Panel, and then click on = 1
Network and Sharing Center. :

rerwartc and Eharing Centas

B & -

HWFI-FT Fdvaripde et
ée s

B D Link M b ncweork)

ool on L3
Frchwori Lommorten £ il Lnki
wufl Hgnal trongi oeooiom
5' Whasidhort il i v b (P il e i k]

Accam Lacal el
Lanrzchon Lacal Ards Connsction

E TR T —
L e Fictword dimerery
D e T Pl i

Wil ik Fliiinead Pl fnliter ckarng

The utility will display any available wireless networks in your
area. Click on a network (displayed using the SSID) under Select a

network to connect to and then click the Connect button. sl T
s (8 - L
5 [eLink ‘d
.f.‘liﬁ:'ljp-:‘iilhlg
Sabiap x cormiscion or reiwerk
gan Hetreck snd Shaning Ceresr
l comut [Cilaeenl o)

D-Link DAP-1522 User Manual 79



Section 5 - Connecting to a Wireless Network

Click Connect Anyway to continue.

The utility will display the following window to indicate a
connection is being made.

The final window indicates the establishment of a successful
connection.

The next two pages display the windows used to connect to either
a WEP or a WPA-PSK wireless network.

B-Link is an uisecu red fetseark

| * it violinene .2 nmey U oo foiig il e il o il
B

# Cgnnecto s dittersm nenwoc

Suncessfully oonmected 1o D-Link

7 e thus ot
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Section 5 - Connecting to a Wireless Network

Configure Security

It is recommended to enable wireless encryption on your wireless bridge or access point before configuring your wireless
adapter. If you are joining an existing network, you will need to know the security key being used.

Select a network to connect to and then click the Connect button.

Enter the appropriate security key or passphrase in the field
provided and then click the Connect button.

Tupe 1he revwark: sequrity key or passphrase for D-Unk

Tha pascn who ssbup e retwod cas groyos th by o pasphrae.

Securty ey a1 paspht;es

[Ty

Display chavacieg

% Wrou beved BB T ghee sATETROI SETINGS Yar E-Link, inser i maw,

[conmet | | concat |
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Section 5 - Connecting to a Wireless Network

Connect to a Wireless Network
Using Windows® XP

Windows XP users may use the built-in wireless utility (Zero Configuration Utility). The following instructions are for Service
Pack 2 users. If you are using another company’s utility or Windows 2000, please refer to the user manual of your wireless
adapter for help with connecting to a wireless network. Most utilities will have a “site survey” option similar to the Windows
XP utility as seen below.

691 Wireless networks detected

If you receive the Wireless Networks Detected bubble, click on the S b Ve et
center of the bubble to access the utility.

or

Change Windows Firewall settings

Right-click on the wireless computericon in your system tray (lower-right _
. . . . Open Metwork Connections
corner next to the time). Select View Available Wireless Networks. -

Repair
Yiew Available Wireless Networks

The utility will display any available wireless networks in your area. &
Click on a network (displayed using the SSID) and click the Connect i :Ti::fjijlﬂmmmmm
button. _ pen, ;

e IS =
If you get a good signal, but cannot access the Internet, check you = uq :::mmw i

TCP/IP settings for your wireless adapter. Refer to the Networking neirg westes
Basics section in this manual for more information. i

o}
Tharga the xam al Ii |
prafaned retawin | Secury-sranied wrelnm ek willl
®

P Chw sdasnes
il g

g .8
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Section 5 - Connecting to a Wireless Network

Configure Security

Itis recommended to enable wireless security on your wireless bridge or access point before configuring your wireless adapter.
If you are joining an existing network, you will need to know the security key being used.

1. Open the Windows® XP Wireless Utility by right-clicking
on the wireless computer icon in your system tray
(lower-right corner of screen). SelectView Available Wireless
Networks.

2. Highlight the wireless network (SSID) you would like to connect
to and click Connect.

Change Windows Firewall settings

Open Metwark Connections

Repair
Yiew Available Wireless Networks

1" Wirpless Hotwork Conrection & |xl

Choose a wireless network

e Tvedni Tk

ﬁwrﬂhﬂlklﬂ ik an (e i the et bedos o conrect 3 preless meeor 0 range or et more

s
% Sutim ewrdes rafesk st
™ for i heweee-or orusd afce ({Tn

Unaeoed ssers netark ::'JriI]
Relsted Tashs (-:i;q Skt
) Leorm et ks LRI o WG il rl.'.l|.-.l|
trecring
e [ea) wabantany
i eelar ol
prefired nelworks ' Sepurity enabled wreless re ek lll.l-a-IJ

‘g Crarge wiianoed
FEtings

[(?]] a
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Section 5 - Connecting to a Wireless Network

3. The Wireless Network Connection box will appear. Enter the security
passphrase and click Connect.

It may take 20-30 seconds to connect to the wireless network. If the
connection fails, please verify that the security settings are correct. The
WPA-PSK passphrase must be exactly the same as on the wireless access

point.

Wireless Network Connection Ig|

The network 'testl requires a network key (also called a WEP key or WPA key). A network
key helps prevent unknown intruders from connecting to this network.

Type the key, and then dick Connect.

Metwark key: | | |
Comfirm netwerk ey | |

L Connect J [ Cancel ]
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Section 6 - Troubleshooting

Troubleshooting

This chapter provides solutions to problems that can occur during the installation and operation of the DAP-1522. Read the
following descriptions if you are having problems. (The examples below are illustrated in Windows™ XP. If you have a different
operating system, the screenshots on your computer will look similar to the following examples.)

1. Why can’t | access the web-based configuration utility?

When entering the IP address of the D-Link access point (192.168.0.50 for example), you are not connecting to a website on
the Internet or have to be connected to the Internet. The device has the utility built-in to a ROM chip in the device itself. Your
computer must be on the same IP subnet to connect to the web-based utility.

« Make sure you have an updated Java-enabled web browser. We recommend the following:

- Microsoft Internet Explorer 6.0 and higher
- Mozilla Firefox 3.0 and higher

- Google Chrome 2.0 and higher

- Apple Safari 3.0 and higher

- Verify physical connectivity by checking for solid link lights on the device. If you do not get a solid link light, try using a different
cable or connect to a different port on the device if possible. If the computer is turned off, the link light may not be on.

- Disable any internet security software running on the computer. Software firewalls such as Zone Alarm, Black Ice, Sygate,
Norton Personal Firewall, and Windows" XP firewall may block access to the configuration pages. Check the help files included
with your firewall software for more information on disabling or configuring it.
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Section 6 - Troubleshooting

« Configure your Internet settings:

- Go to Start > Settings > Control Panel. Double-click the Internet Options Icon. From the Security tab, click
the button to restore the settings to their defaults.

« Click the Connection tab and set the dial-up option to Never Dial a Connection. Click the LAN Settings button.
Make sure nothing is checked. Click OK.

+ Go to the Advanced tab and click the button to restore these settings to their defaults. Click OK three times.
« Close your web browser (if open) and open it.

« Access the web management. Open your web browser and enter the IP address of your D-Link access point in the address
bar. This should open the login page for your the web management.

« If you still cannot access the configuration, unplug the power to the access point for 10 seconds and plug back in. Wait about
30 seconds and try accessing the configuration. If you have multiple computers, try connecting using a different computer.

2. What can | do if | forgot my password?

If you forgot your password, you must reset your access point. Unfortunately this process will change all your settings back to
the factory defaults.

To reset the access point, locate the reset button (hole) on the rear panel of the unit. With the access point powered on, use a
paperclip to hold the button down for 10 seconds. Release the button and the access point will go through its reboot process.
Wait about 30 seconds to access the access point. The default IP address is 192.168.0.50. When logging in, the username is
admin and leave the password box empty.
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Appendix A - Wireless Basics

Wireless Basics

D-Link wireless products are based on industry standards to provide easy-to-use and compatible high-speed wireless
connectivity within your home, business or public access wireless networks. Strictly adhering to the IEEE standard, the D-Link
wireless family of products will allow you to securely access the data you want, when and where you want it. You will be able
to enjoy the freedom that wireless networking delivers.

A wireless local area network (WLAN) is a cellular computer network that transmits and receives data with radio signals instead of
wires. Wireless LANs are used increasingly in both home and office environments, and public areas such as airports, coffee shops
and universities. Innovative ways to utilize WLAN technology are helping people to work and communicate more efficiently.
Increased mobility and the absence of cabling and other fixed infrastructure have proven to be beneficial for many users.

Wireless users can use the same applications they use on a wired network. Wireless adapter cards used on laptop and desktop
systems support the same protocols as Ethernet adapter cards.

Under many circumstances, it may be desirable for mobile network devices to link to a conventional Ethernet LAN in order
to use servers, printers or an Internet connection supplied through the wired LAN. A Wireless Access point is a device used to
provide this link.
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What is Wireless?

Wireless or Wi-Fi technology is another way of connecting your computer to the network without using wires. Wi-Fi uses radio
frequency to connect wirelessly, so you have the freedom to connect computers anywhere in your home or office.

D-Link is the worldwide leader and award winning designer, developer, and manufacturer of networking products. D-Link
delivers the performance you need at a price you can afford. D-Link has all the products you need to build your network.

How does wireless work?

Wireless works similar to how cordless phone work, through radio signals to transmit data from one point A to point B. But
wireless technology has restrictions as to how you can access the network. You must be within the wireless network range area
to be able to connect your computer. There are two different types of wireless networks Wireless Local Area Network (WLAN),
and Wireless Personal Area Network (WPAN).

Wireless Local Area Network (WLAN)

In a wireless local area network, a device called an Access Point (AP) connects computers to the network. The access point has
a small antenna attached to it, which allows it to transmit data back and forth over radio signals. With an indoor access point
as seen in the picture, the signal can travel up to 300 feet. With an outdoor access point the signal can reach out up to 30 miles
to serve places like manufacturing plants, industrial locations, college and high school campuses, airports, golf courses, and
many other outdoor venues.
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Wireless Personal Area Network (WPAN)

Bluetooth is the industry standard wireless technology used for WPAN. Bluetooth devices in WPAN operate in a range up to
30 feet away.

Compared to WLAN the speed and wireless operation range are both less than WLAN, but in return it doesn’t use nearly as
much power which makes it ideal for personal devices, such as mobile phones, PDAs, headphones, laptops, speakers, and other
devices that operate on batteries.

Who uses wireless?

Wireless technology as become so popular in recent years that almost everyone is using it, whether it’s for home, office, business,
D-Link has a wireless solution for it.

Home
« Gives everyone at home broadband access
« Surf the web, check email, instant message, etc.
« Gets rid of the cables around the house
« Simple and easy to use

Small Office and Home Office
- Stay on top of everything at home as you would at office
« Remotely access your office network from home
« Share Internet connection and printer with multiple computers
+ No need to dedicate office space
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Where is wireless used?
Wireless technology is expanding everywhere not just at home or office. People like the freedom of mobility and it’s becoming
so popular that more and more public facilities now provide wireless access to attract people. The wireless connection in public

places is usually called “hotspots”.

Using a D-Link Cardbus Adapter with your laptop, you can access the hotspot to connect to Internet from remote locations
like: Airports, Hotels, Coffee Shops, Libraries, Restaurants, and Convention Centers.

Wireless network is easy to setup, but if you're installing it for the first time it could be quite a task not knowing where to start.
That's why we've put together a few setup steps and tips to help you through the process of setting up a wireless network.

Tips

Here are a few things to keep in mind, when you install a wireless network.

Centralize your access point or Access Point

Make sure you place the bridge/access point in a centralized location within your network for the best performance. Try to
place the bridge/access point as high as possible in the room, so the signal gets dispersed throughout your home. If you have
a two-story home, you may need a repeater to boost the signal to extend the range.

Eliminate Interference

Place home appliances such as cordless telephones, microwaves, wireless speakers, and televisions as far away as possible from

the bridge/access point. This would significantly reduce any interference that the appliances might cause since they operate
on same frequency.
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Security

Don't let your next-door neighbors or intruders connect to your wireless network. Secure your wireless network by turning
on the WPA or WEP security feature on the access point. Refer to product manual for detail information on how to set it up.

Wireless Modes

There are basically two modes of networking:

« Infrastructure - All wireless clients will connect to an access point or wireless bridge.

« Ad-Hoc - Directly connecting to another computer, for peer-to-peer communication, using wireless network
adapters on each computer, such as two or more wireless network Cardbus adapters.

An Infrastructure network contains an Access Point or wireless bridge. All the wireless devices, or clients, will connect to the
wireless bridge or access point.

An Ad-Hoc network contains only clients, such as laptops with wireless cardbus adapters. All the adapters must be in Ad-Hoc
mode to communicate.
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Networking Basics

Check your IP address

After you install your new D-Link adapter, by default, the TCP/IP settings should be set to obtain an IP address from a DHCP
server (i.e. wireless router) automatically. To verify your IP address, please follow the steps below.

Click on Start > Run. In the run box type emd and click OK. (Windows" 7/Vista" users type cmd in the Start Search box.)

At the prompt, type ipconfig and press Enter.

o C:AWINDOWS\system32\cmd.exe

Microsoft Windows HP [Uersion 5.1.26881
(C>» Copyright 1985-2801 Microsoft Corp.

This will display the IP address, subnet mask, and the
default gateway of your adapter. C:\Documents and Settings>ipconfig

llindows IP Configuration

If the address is 0.0.0.0, check your adapter installation, ZICEEEEtEZRS RIS RLRCITEEIENE

security settings, and the settings on your access point. gs:asaf.gzzf?efifi? N Eéégﬁzg;gs ,
ubnet Mas H o = 5
Some firewall software programs may block a DHCP Default Gateway : 10.5.7.1

iC:\Documents and Settings>_

request on newly installed adapters.

If you are connecting to a wireless network at a hotspot
(e.g. hotel, coffee shop, airport), please contact an
employee or administrator to verify their wireless
network settings.
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Statically Assign an IP address

If you are not using a DHCP capable gateway/router, or you need to assign a static IP address, please follow the steps below:

Step 1

Windows® 7 - Click on Start > Control Panel > Network and Internet > Network and Sharing Center.
Windows Vista® - Click on Start > Control Panel > Network and Internet > Network and Sharing Center > Manage Network

Connections.
Windows® XP - Click on Start > Control Panel > Network Connections.
Windows® 2000 - From the desktop, right-click My Network Places > Properties.

Step 2

Right-click on the Local Area Connection which represents your D-Link network adapter and select Properties.

Step 3
Highlight Internet Protocol (TCP/IP) and click Properties.

Step 4
Click Use the following IP address and enter an IP address that is on the same subnet
as your network or the LAN IP address on your router.

Example: If the router’s LAN IP address is 192.168.0.1, make your IP address 192.168.0.X
where X is a number between 2 and 99. Make sure that the number you choose is not in
use on the network. Set Default Gateway the same as the LAN IP address of your router
(192.168.0.1).

Set Primary DNS the same as the LAN IP address of your router (192.168.0.1). The
Secondary DNS is not needed or you may enter a DNS server from your ISP.

Step 5
Click OK twice to save your settings.
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Appendix C - Technical Specifications

Standards
«[EEE 802.11n
+|[EEE 802.11a
+|[EEE 802.11g
« |EEE 802.3
« |EEE 802.3u

Security
+ WPA-Personal
« WPA2-Personal
+ WPA-Enterprise
+ WPA2-Enterprise

Wireless Signal Rates’

+300Mbps  « 108Mbps
+ 54Mbps + 48Mbps
+ 36Mbps + 24Mbps
+ 18Mbps + 12Mbps
+ 11Mbps + 9Mbps

« 6Mbps +5.5Mbps
« 2Mbps + 1Mbps

Maximum Operating Voltage
« 5V

Maximum Operating Current
+ 725 mA

Technical Specifications

Modulation
« 11b: DQPSK, DBPSK and CCK
+ 11a/g: BPSK, QPSK, 16QAM, 64QAM, OFDM
+ 11n: BPSK, QPSK, 16QAM, 64QAM, OFDM, MCS

Frequency Range’?
+ 2.4GHz to 2.483GHz « 5.15GHz~5.825GHZ?

LEDs
» Power + Bridge
« AP

Operating Temperature
+ 32°F to 104°F ( 0°C to 40°C)

Humidity
+ 90% maximum (non-condensing)

Safety & Emissions
«FCC
«1C
«CSA

Dimensions
«L=5.75inches
+W =45 inches
«H=1.25inches

"Maximum wireless signal rate derived from IEEE Standard 802.11g,802.11aand 802.11n specifications. Actual data throughput will vary. Network conditions and environmental
factors, including volume of network traffic, building materials and construction, and network overhead, lower actual data throughput rate. Environmental conditions will

adversely affect wireless signal range.

2Range varies depending on country’s regulation.
*The DAP-1522 doesn’t include 5.25-5.35GHz & 5.47~5.725GHz.
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Appendix D - Contacting Technical Support

Contacting Technical Support

U.S. and Canadian customers can contact D-Link technical support through our web site or by phone.
Before you contact technical support, please have the following ready:

« Model number of the product (e.g. DAP-1522)

« Hardware Revision (located on the label on the bottom of the access point (e.g. rev A1))

« Serial Number (s/n number located on the label on the bottom of the access point).

You can find software updates and user documentation on the D-Link website as well as frequently asked questions and
answers to technical issues.

For customers within the United States: For customers within Canada:
Phone Support: Phone Support:
(877) 453-5465 (800) 361-5265
Internet Support: Internet Support:
http://support.dlink.com http://support.dlink.ca
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Appendix E - Warranty

Warranty

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited Warranty:

+ Only to the person or entity that originally purchased the product from D-Link or its authorized reseller or distributor, and
+ Only for products purchased and delivered within the fifty states of the United States, the District of Columbia, U.S. Possessions
or Protectorates, U.S. Military Installations, or addresses with an APO or FPO.

Limited Warranty:

D-Link warrants that the hardware portion of the D-Link product described below (“Hardware”) will be free from material defects in workmanship
and materials under normal use from the date of original retail purchase of the product, for the period set forth below (“Warranty Period”), except
as otherwise stated herein.

+ Hardware (excluding power supplies and fans): One (1) year
« Power supplies and fans: One (1) year
+ Spare parts and spare kits: Ninety (90) days

The customer’s sole and exclusive remedy and the entire liability of D-Link and its suppliers under this Limited Warranty will be, at
D-Link’s option, to repair or replace the defective Hardware during the Warranty Period at no charge to the original owner or to refund the actual
purchase price paid. Any repair or replacement will be rendered by D-Link at an Authorized D-Link Service Office. The replacement hardware
need not be new or have an identical make, model or part. D-Link may, at its option, replace the defective Hardware or any part thereof with any
reconditioned product that D-Link reasonably determines is substantially equivalent (or superior) in all material respects to the defective Hardware.
Repaired or replacement hardware will be warranted for the remainder of the original Warranty Period or ninety (90) days, whichever is longer,
and is subject to the same limitations and exclusions. If a material defect is incapable of correction, or if D-Link determines that it is not practical
to repair or replace the defective Hardware, the actual price paid by the original purchaser for the defective Hardware will be refunded by D-Link
upon return to D-Link of the defective Hardware. All Hardware or part thereof that is replaced by D-Link, or for which the purchase priceis refunded,
shall become the property of D-Link upon replacement or refund.
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Appendix E - Warranty

Limited Software Warranty:

D-Link warrants that the software portion of the product (“Software”) will substantially conform to D-Link’s then current functional specifications
for the Software, as set forth in the applicable documentation, from the date of original retail purchase of the Software for a period of ninety (90)
days (“Software Warranty Period”), provided that the Software is properly installed on approved hardware and operated as contemplated in its
documentation. D-Link further warrants that, during the Software Warranty Period, the magnetic media on which D-Link delivers the Software will
be free of physical defects. The customer’s sole and exclusive remedy and the entire liability of D-Link and its suppliers under this Limited Warranty
will be, at D-Link’s option, to replace the non-conforming Software (or defective media) with software that substantially conforms to D-Link’s
functional specifications for the Software or to refund the portion of the actual purchase price paid that is attributable to the Software. Except as
otherwise agreed by DLink in writing, the replacement Software is provided only to the original licensee, and is subject to the terms and conditions
of the license granted by D-Link for the Software. Replacement Software will be warranted for the remainder of the original Warranty Period and is
subject to the same limitations and exclusions. If a material non-conformance is incapable of correction, or if D-Link determines in its sole discretion
that it is not practical to replace the non-conforming Software, the price paid by the original licensee for the non-conforming Software will be
refunded by D-Link; provided that the non-conforming Software (and all copies thereof) is first returned to D-Link. The license granted respecting
any Software for which a refund is given automatically terminates.

Non-Applicability of Warranty:

The Limited Warranty provided hereunder for Hardware and Software portions of D-Link’s products will not be applied to and does not cover any
refurbished product and any product purchased through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers, or
the liquidators expressly disclaim their warranty obligation pertaining to the product and in that case, the product is being sold “As-Is” without any
warranty whatsoever including, without limitation, the Limited Warranty as described herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim:
The customer shall return the product to the original purchase point based on its return policy. In case the return policy period has expired and the
product is within warranty, the customer shall submit a claim to D-Link as outlined below:

» The customer must submit with the product as part of the claim a written description of the Hardware defect or Software
nonconformance in sufficient detail to allow DLink to confirm the same, along with proof of purchase of the product (such as a
copy of the dated purchase invoice for the product) if the product is not registered.

+ The customer must obtain a Case ID Number from D-Link Technical Support at 1-877-453-5465, who will attempt to assist the
customer in resolving any suspected defects with the product. If the product is considered defective, the customer must obtain a
Return Material Authorization (“RMA”) number by completing the RMA form and entering the assigned Case ID Number at https://
rma.dlink.com/.
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Appendix E - Warranty

+ Afteran RMA numberis issued, the defective product must be packaged securely in the original or other suitable shipping package
to ensure that it will not be damaged in transit, and the RMA number must be prominently marked on the outside of the package.
Do not include any manuals or accessories in the shipping package. DLink will only replace the defective portion of the product
and will not ship back any accessories.

+ The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery (“COD") is allowed. Products sent COD
will either be rejected by D-Link or become the property of D-Link. Products shall be fully insured by the customer and shipped
to D-Link Systems, Inc., 17595 Mt. Herrmann, Fountain Valley, CA 92708. D-Link will not be held responsible for any packages that
are lost in transit to D-Link. The repaired or replaced packages will be shipped to the customer via UPS Ground or any common
carrier selected by D-Link. Return shipping charges shall be prepaid by D-Link if you use an address in the United States, otherwise
we will ship the product to you freight collect. Expedited shipping is available upon request and provided shipping charges are
prepaid by the customer. D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The product owner agrees to
pay D-Link's reasonable handling and return shipping charges for any product that is not packaged and shipped in accordance
with the foregoing requirements, or that is determined by D-Link not to be defective or non-conforming.

What Is Not Covered:

The Limited Warranty provided herein by D-Link does not cover:

Products that, in D-Link’s judgment, have been subjected to abuse, accident, alteration, modification, tampering, negligence, misuse, faulty installation,
lack of reasonable care, repair or service in any way that is not contemplated in the documentation for the product, or if the model or serial number
has been altered, tampered with, defaced or removed; Initial installation, installation and removal of the product for repair, and shipping costs;
Operational adjustments covered in the operating manual for the product, and normal maintenance; Damage that occurs in shipment, due to act
of God, failures due to power surge, and cosmetic damage; Any hardware, software, firmware or other products or services provided by anyone
other than D-Link; and Products that have been purchased from inventory clearance or liquidation sales or other sales in which D-Link, the sellers,
or the liquidators expressly disclaim their warranty obligation pertaining to the product.

While necessary maintenance or repairs on your Product can be performed by any company, we recommend that you use only an Authorized D-Link
Service Office. Improper or incorrectly performed maintenance or repair voids this Limited Warranty.

Disclaimer of Other Warranties:
EXCEPT FORTHE LIMITED WARRANTY SPECIFIED HEREIN, THE PRODUCT IS PROVIDED “AS-IS"WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER
INCLUDING, WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NONINFRINGEMENT.

IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED IN ANY TERRITORY WHERE A PRODUCT IS SOLD, THE DURATION OF SUCH IMPLIED WARRANTY
SHALL BE LIMITED TO THE DURATION OF THE APPLICABLE WARRANTY PERIOD SET FORTH ABOVE. EXCEPT AS EXPRESSLY COVERED UNDER THE
LIMITED WARRANTY PROVIDED HEREIN, THE ENTIRE RISK AS TO THE QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS WITH THE
PURCHASER OF THE PRODUCT.
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Limitation of Liability:

TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE UNDER ANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL
OR EQUITABLE THEORY FOR ANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER, WHETHER DIRECT, SPECIAL,
INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO, DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK
STOPPAGE, COMPUTER FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-LINK'S PRODUCT
IS CONNECTED WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON, OR INTEGRATED WITH ANY PRODUCT RETURNED TO D-LINK
FOR WARRANTY SERVICE) RESULTING FROM THE USE OF THE PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING OUT OF ANY BREACH OF
THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. THE SOLE REMEDY FOR A BREACH OF
THE FOREGOING LIMITED WARRANTY IS REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NONCONFORMING PRODUCT. THE MAXIMUM
LIABILITY OF D-LINKUNDER THIS WARRANTY IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT COVERED BY THEWARRANTY.THE FOREGOING
EXPRESS WRITTEN WARRANTIES AND REMEDIES ARE EXCLUSIVE AND ARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED
OR STATUTORY.

Governing Law:

This Limited Warranty shall be governed by the laws of the State of California. Some states do not allow exclusion or limitation of incidental or
consequential damages, or limitations on how long an implied warranty lasts, so the foregoing limitations and exclusions may not apply. This
Limited Warranty provides specific legal rights and you may also have other rights which vary from state to state.

Trademarks:
D-Link is a registered trademark of D-Link Corporation/D-Link Systems, Inc. Other trademarks or registered trademarks are the property of their
respective owners.

Copyright Statement:

No part of this publication or documentation accompanying this product may be reproduced in any form or by any means or used to make any
derivative such as translation, transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc,, as stipulated by the
United States Copyright Act of 1976 and any amendments thereto. Contents are subject to change without prior notice.

Copyright ©2009-2011 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning:
This is a Class B product. In a domestic environment, this product may cause radio interference, in which case the user may be required to take
adequate measures.
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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in aresidential installation. This equipment generates, uses and can radiate
radio frequency energy and, if notinstalled and used in accordance with the instructions, may cause harmful interference to radio communications.
However, there is no guarantee thatinterference will not occur in a particular installation. If this equipment does cause harmful interference to radio
or television reception, which can be determined by turning the equipment off and on, the user is encouraged to try to correct the interference by
one of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) This device may not cause harmful
interference, and (2) this device must accept any interference received, including interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for compliance could void the user’s authority to
operate this equipment.

For operation within 5.15 ~ 5.25GHz frequency range, it is restricted to indoor environment.

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is firmware-limited to channels 1 through 11.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment. This equipment should be installed and
operated with minimum distance 20cm between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.
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Industry Canada Statement

This device complies with RS5-210 of the Industry Canada Rules. Operation is subject to the following two conditions:

1) this device may not cause interference and

2) this device must accept any interference, including interference that may cause undesired operation of the device

This device has been designed to operate with an antenna having a maximum gain of 2dBi.

Antenna having a higher gain is strictly prohibited per regulations of Industry Canada. The required antenna impedance is 50ohms.

To reduce potential radio interference to other users, the antenna type and its gain should be so chosen that the EIRP is not more than required
for successful communication.

Caution:
The device for the band 5150-5250 MHz is only for indoor usage to reduce potential for harmful interference to co-channel mobile satellite systems.

Because high power radars are allocated as primary users (meaning they have priority) in 5250-5350 MHz and 5650-5850 MHz, these radars could
cause interference and/or damage to license exempt LAN devices.

IMPORTANT NOTE:

IC Radiation Exposure Statement:

This equipment complies with IC radiation exposure limits set forth for an uncontrolled environment. This equipment should be installed and
operated with minimum distance 20cm between the radiator and your body.

The availability of some specific channels and/or operational frequency bands are country dependent and are firmware programmed at the factory
to match the intended destination. The firmware setting is not accessible by the end user.

For detailed warranty information applicable to products purchased outside the United States, please contact the corresponding local D-Link
office.
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Registration

Register your product online at registration.dlink.com
2N

0

Product registration is entirely voluntary and failure to complete or return this form will not diminish your warranty rights.

Version 2.0
April 12,2011
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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to
Part 15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with the instructions, may cause harmful interference to
radio communications. However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or television reception, which can
be determined by turning the equipment off and on, the user is encouraged to try to correct the interference

by one of the following measures:

Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that
to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible for

compliance could void the user's authority to operate this equipment.

For operation within 5.15 ~ 5.25GHz frequency range, it is restricted to indoor environment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1)
This device may not cause harmful interference, and (2) this device must accept any interference received,

including interference that may cause undesired operation.

IMPORTANT NOTE:

Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment. This
equipment should be installed and operated with minimum distance 20cm between the radiator & your
body.

This transmitter must not be co-located or operating in conjunction with any other antenna or transmitter.



Industry Canada statement

This device complies with RSS-210 of the Industry Canada Rules. Operation is subject to the following two conditions: (1)
This device may not cause harmful interference, and (2) this device must accept any interference received, including

interference that may cause undesired operation.

French translation:

Ce dispositif est conforme a la norme CNR-210 d'Industrie Canada applicable aux appareils radio exempts de licence. Son
fonctionnement est sujet aux deux conditions suivantes: (1) le dispositif ne doit pas produire de brouillage préjudiciable, et
(2) ce dispositif doit accepter tout brouillage recu, y compris un brouillage susceptible de provoquer un fonctionnement

indésirable.

IMPORTANT NOTE:

Radiation Exposure Statement:

This equipment complies with IC radiation exposure limits set forth for an uncontrolled environment. This equipment

should be installed and operated with minimum distance 20cm between the radiator & your body.

Caution:

(i) the device for operation in the band 5150-5250 MHz is only for indoor use to reduce the potential for harmful

interference to co—channel mobile satellite systems;

(i) high—power radars are allocated as primary users (j.e. priority users) of the bands 5650-5850 MHz and that these

radars could cause interference and/or damage to LE-LAN devices.

NOTE IMPORTANTE:

Déclaration d’exposition aux radiations:
Cet équipement est conforme aux limites d’exposition aux rayonnements IC établies pour un environnement non contrdlé.
Cet équipement doit &tre installé et utilisé avec un minimum de 20 cm de distance entre la source de rayonnement et

votre corps.

(i) les dispositifs fonctionnant dans la bande 5 150-5 250 MHz sont réservés uniquement pour une utilisation a |’ intérieur

afin de réduire les risques de brouillage préjudiciable aux systémes de satellites mobiles utilisant les mémes canaux;

(i) De plus, les utilisateurs devraient aussi &tre avisés que les utilisateurs de radars de haute puissance sont désignés
utilisateurs principaux (¢.—a-d., qu’ils ont la priorité) pour les bandes 5 650-5 850 MHz et que ces radars pourraient

causer du brouillage et/ou des dommages aux dispositifs LAN-EL.
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