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Safety Notes

For Installation

For Using

For Service

Warning

Caution

Use only the type of power source indicated on the marking labels.
Use only power adapter supplied with the product.

Do not overload wall outlet or extension cords as this may increase the risk of
electric shock or fire. If the power cord isfrayed, replace it with anew one.

Proper ventilation is necessary to prevent the product overheating. Do not block or
cover the slots and openings on the device, which are intended for ventilation and
proper operation. It is recommended to mount the product with a stack.

Do not place the product near any source of heat or exposeit to direct sunlight.
Do not expose the product to moisture. Never spill any liquid on the product.

Do not attempt to connect with any computer accessory or electronic product
without instructions from qualified service personnel. This may result in risk of
electronic shock or fire.

Do not place this product on unstable stand or table.

Power off and unplug this product from the wall outlet when it is not in use or
before cleaning. Pay attention to the temperature of the power adapter. The
temperature might be high.

After powering off the product, power on the product at |east 15 seconds later.
Do not block the ventilating openings of this product.

When the product is expected to be not in use for a period of time, unplug the
power cord of the product to prevent it from the damage of storm or sudden
increasesin rating.

Do not attempt to disassemble or open covers of this unit by yourself. Nor should you
attempt to service the product yourself, which may void the user’s authority to operate it.
Contact qualified service personnel under the following conditions:

O

O
O
O

[

If the power cord or plug is damaged or frayed.
If liquid has been spilled into the product.
If the product has been exposed to rain or water.

If the product does not operate normally when the operating instructions are
followed.

If the product has been dropped or the cabinet has been damaged.
If the product exhibits a distinct change in performance.

This equipment must be installed and operated in accordance with provided
instructions and a minimum 20 cm spacing must be provided between computer
mounted antenna and person’s body (excluding extremities of hands, wrist and feet)
during wireless modes of operation.

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions: (1) this device may not cause harmful interference, and
(2) this device must accept any interference received, including interference that
may cause undesired operation.

Any changes or modifications not expressly approved by the party responsible for
compliance could void the authority to operate equipment.
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FCC

This equipment must be installed and operated in accordance with provided instructions and a
minimum 20 cm spacing must be provided between computer mounted antenna and person’s body
(excluding extremities of hands, wrist and feet) during wireless modes of operation.

FCC Class B Notice

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions:

(2) this device may not cause harmful interference, and

(2) this device must accept any interference received, including interference that may cause undesired
operation.

Note: This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in aresidential installation. This equipment can generate, use
and radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one or more of the following
measures.

®  Reorient or relocate the receiving antenna.
®  |ncrease the separation between the equipment and receiver.

®  Connect the equipment into an outlet on acircuit different from that to which the receiver is
connected.

®  Consult the dealer or an experienced radio/television technician for help.
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Preface

Preface

Thank you for choosing the Asymmetric Digital Subscriber Line (ADSL) Router. With the
asymmetric technology, this device runs over standard copper phone lines. In addition, ADSL allows
you to have both voice and data services in use simultaneoudly all over one phone line.

RTA1030W WirelessADSL 2+ Router isa DSL broadband access device which allows ADSL
connectivity while providing 802.11g wireless LAN capabilities for home or office users. It
supportsADSL2/ADSL 2+ and is backward compatible to ADSL, even offers auto-negotiation
capability for different flavors (G.dmt, Glite, or T1.413 Issue 2) according to central office
DSLAM'’s settings (Digital Subscriber Line Access Multiplexer). Also the feature-rich routing
functions are seamlessly integrated to ADSL service for existing corporate or home users. Now users
can enjoy various bandwidth-consuming applications via RTA1030W Wireless ADSL 2+ Router.

Features

ADSL Compliance
ANSI T1.413 Issue 2

ITU G992.1 Annex A (G.dmt)

ITU G992.2 Annex A (Glite)

ITU G994.1 (Ghs)

Support dying gasp

Maximum Rate: 8 Mbps for downstream and 1 Mbps for upstream

RTVYITVRT W

ADSL2 Compliance
@ 1TU G992.3 Annex A (G.dmt)

@ 1TU G992.4 Annex A (Glite)
& Maximum Rate: 12 Mbps for downstream and 1.5 Mbps for upstream

ADSL2+ Compliance
@ ITU G992.5Annex A (G.dmt)

@& Maximum Rate: 24 Mbps for downstream and 3 Mbps for upstream

Wireless LAN Compliance Features
|EEE 802.11g and | EEE 802.11b

Data Rate: 54, 48, 36, 24, 18, 12, 9, 6 Mbps for 802.11g/11, 5.5, 2, 1 Mbps for 802.11b

Modulation Technique: OFDM for 802.11g; CCK (11 Mbps, 5.5 Mbps) for 802.11b; DQPSK
(2Mbps) for 802.11b; DBPSK (1 Mbps) for 802.11b

Network Architecture: infrastructure

RV

=



ADSL Router User Manual

R R

R W

IR VR

N

Operating Frequency: 2.4 ~ 2.5 GHz

Operating Channels: depending on local regulations. For example, 11Channels (Northern
America), 13 Channels (Europe), and 14 Channels (Japan)

RF Output Power: 18.35 dBm (68mW) for 802.11g
22.07 dBm (161mW) for 802.11b

Antenna Connectors: Hardware diversity support. One external and one internal antennaare
provided.

Coverage Area: 300m

Support WEP (Wired Equivalent Privacy) mechanism which uses RC4 with 64-bit or 128-bit
key length

Support WPA

Support the Access Control function: only registered WLAN clients are allowed to associate to
this device

SSID can be hidden for the security issue (Don’t broadcast SSID)
Support the Repeater function to extend the coverage area

Support wireless user isolation for the hotspot

ATM Features

RTITVRIIVR

‘62

Compliant to ATM Forum UNI 3.1/ 4.0 Permanent Virtual Circuits (PVCs)

Support up to 16 PVCsfor UBR, CBR, VBR-nrt, VBR-rt with traffic shaping

RFC2684 LL C Encapsulation and VC Multiplexing over AALS

RFC2364 Point-to-Point Protocol (PPP) over AALS

RFC2225 Classical IPand ARP over ATM

RFC2516 PPP over Ethernet: support Relay (Transparent Forwarding and Client functions)

Support PPPoA or PPPoE Bridged mode (the I P address got from | SP can be passed to the
user’s PC and behave as the | P address of the user’'s PC.)

OAM F4/F5 End-to-End/Segment Loopback Cells

Bridging Features

&
&
&

Supports self-learning bridge specified in IEEE 802.1D Transparent Bridging
Supports up to 4096 learning MAC addresses
Transparent Bridging among 10/100 Mb Ethernet and 802.11g wireless LAN

Routing Features

R W

‘62

RTVYITVRV

NAT (Network Address Trandation) / PAT (Port Address Trandation) let multiple users (up to
128) on the LAN to access the Internet for the cost of only one | P address.

ALGs (Application Level Gateways): such as NetMeeting, MSN Messenger, FTP, Quick Time,
mIRC, Real Player, CuSeeMe, VPN pass-through with multiple sessions, etc.

Port Mapping: the users can setup multiple virtual servers (e.g., Web, FTR, Mail servers) on
user’slocal network.

Support DMZ

UPnPIGD (Internet Gateway Device) with NAT traversal capability
Static routes, RFC1058 RIPv1, and RFC1723 RIPv2

DNS Relay, Dynamic DNS

DHCP Client/Relay/Server
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@ Time protocol can be used to get current time from network time server

& Support IP/Bridge QoS for prioritize the transmission of different traffic classes

Security Features
PAP (RFC1334), CHAP (RFC1994), and MS-CHAP for PPP session

Firewall support IP packets filtering based on | P address/Port number/Protocol type
Bridge packet filtering (optional)
URL filtering (optional)

Support DoS (Deny of Services) which detect & protect a number of attacks (such as SYN/FIN/RST
Flood, Smurf, WinNuke, Echo Scan, Xmas Tree Scan, etc)

RV TVR

Configuration and Management
User-friendly embedded web configuration interface with password protection

Remote management access control
Telnet session for local or remote management
Firmware upgrades through HTTR, TFTP

The boot loader contains very simple web page to allow the users to update the run-time
firmware image.

RTITVR

Configuration file backup and restore
SNMPv1/v2 agent with MIB-1l, ADSL Line MIB

R R

Unpacking

Check the contents of the package against the pack contents checklist below. If any of theitemsis
missing, then contact the dealer from whom the equipment was purchased.

@ ADSL Router

& Power Adapter and Cord

@ RJ1LADSL LineCable

& RJ45 Ethernet Cable

& USB Cable

@ Quick Start Guide

@& Driver & Utility Software CD

Subscription for ADSL Service

To use the ADSL Router, you have to subscribe for ADSL service from your broadband service
provider. According to the service type you subscribe, you will get various | P addresses:

Dynamic I P: If you apply for dial-up connection, you will be given an Internet account with
username and password. You will get adynamic IP by dialing up to your ISP,

Satic IPaddress. If you apply for full-time connectivity, you may get either one static |P address
or arange of 1P addresses from your ISP. The number of |P addresses varies according to different
ADSL service provider.
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Chapter 1: Overview

Chapter 1: Overview

This chapter provides you the description for the LED and connector for front and rear view of the
router. Before you use/install this router, please take alook at thisinformation first.

Physical Outlook

Front Panel

The following illustrations show the front panel of the ADSL Router:

WLAN USB Ethernet PPP

DsSL Power

LED Indicators

The ADSL Router is equipped with several LEDs on the front panel as described in the table below

(from l€ft to right):

Function Color Definition
Off No radio signal is detected.
WLAN Flash Green User data going through WLAN port
Solid Green WLAN interface is ready to work.
Off No USB signal is detected.
uUSB Flash Green User data going through USB port
Solid Green USB interface is ready to work.
Off No Ethernet signal is detected.
Ethernet Flash Green User data going through Ethernet port
Solid Green Ethernet interface is ready to work.
Off No PPPoA or PPPOE connection
PPP Flash Green At least one PPPoA or PPPOE connection is
'lIJ'Ee users can access the Internet now.
DSL Off No DSL signal is detected.
Slow Flash Green | DSL line handshaking in progress
Fast Flash Green | DSL line training in progress




ADSL Router User Manual

Function Color Definition
Solid Green DSL line connection is up.
Off Power is off.
Solid Green Power is on and the device operates normally.
Solid Red Power on self-test in progress
Power The device enters the console mode of the boot
loader.
Power on self-test failure if the led always stays
solid red.
Flash Red Firmware upgrades in progress

Rear Panel
Thefollowing figuresillustrate the rear panel of your ADSL Router.

P ™

12VAC
il Ethernet USB DSL
) S

Connector |Description

12VAC 12VAC Power connector
0 Power switch

Ethernet Ethernet RJ-45 connector
USB USB interface connector

DSL RJ-11 connector




Chapter 2:System Requirement and Installation

Chapter 2. System Reqguirement and
Installation

System Requirement

To accessthe ADSL Router via Ethernet, the host computer must meet the following regquirements:
+*  With Ethernet network interface.

**  Must have TCP/IPinstalled.

**  Set client PC with obtain an I P address automatically or set fix |P address.

#*  With aweb browser installed: Internet Explorer 5.x or later.

The ADSL Router is configured with the default 1P address of 192.168.1.1 and subnet
mask of 255.255.255.0. Asthe DHCP server is Enable by default, The DHCP clients should
be able to access the ADSL Router. Or you could assign an | P address to the host PC first for initial
configuration.

You also can manage the ADSL Router through a web browser-based manager: ADSL ROUTER
CONTROL PANEL. The ADSL Router manager uses the HTTP protocol viaaweb browser to
allow you to set up and manage the device.

To configure the device viaweb browser, at least one properly-configured PC must be
. connected to the network (either connected directly or through an external hub/switch
tothe LAN port of the device).

Choosing a place for the ADSL Router

(1) Place the ADSL Router closeto ADSL wall outlet and power outlet for the cable to reach it
easily.

® Avod placing the device in places where people may walk on the cables. Also keep it away
from direct sunlight or heat sources.

(3) Place the device on aflat and stable stand.
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Connecting the ADSL Router

Follow the steps below to connect the related devices.

(1 Connecting the ADSL line. Connect the
DSL port of the device to your ADSL
wall outlet with RJ-11 cable.

___f
@®  Please attach one end of the Ethernet -
cable with RJ-45 connector to the LAN Lo

port of your ADSL Router.

©  Connect the other end of the cable to the
Ethernet port of the client PC.

O cConnectthe supplied power adapter to
the PWR port of your ADSL Router,
and plug the other end to a power outlet.

© Tunonthe power switch.
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For connecting through a hub, please refer to the following diagram for an example.

ANT Power

USB Driver Installation

If the ADSL Router is connected to a PC through USB interface, you will be prompted for the USB
drivers when plugging the USB cable to the PC. Refer to the relevant operating system to install the
USB drivers. Otherwise, you may skip this chapter.

Note: This section is for the model with USB interface only. If

your router does not support USB interface, please skip this
section.

For Windows ME

(1) Run the USB installation program from the CD provided by your router package.

An InstallShield Wizard will appear. Please wait for a moment.

When the Install Shield Wizard Complete appears, click Finish.

© ® 0O

Plug the USB cable between your router and PC.

Note: If the USB device is not detected, check the USB cable
between the PC and the device. Also verify that the device is

power on.

(5) The USB driver installation finished. You can use the router now.

For Windows 2000

(1] Run the USB installation program from the CD provided by your router package.
(2] An InstallShield Wizard will appear. Please wait for a moment.
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When the welcome screen appears, click Next for next step.
When the Install Shield Wizard Complete appears, click Finish.

Plug the USB cable between your router and PC.

Note: If the USB device is not detected, check the USB cable

between the PC and the device. Also verify that the device is
power on.

The system will detect the USB driver automatically. When the system detectsit, adialog
of Digital Signature Not Found will appear. Click Yesfor next step.

Now, the system will copy the proper filesfor this router.

When the file copying finished, the dialog above will close. Now the USB driver is
installed properly. You can use the router.

For Windows XP

® 0 ® 0C

®©e O o0

Run the USB installation program from the CD provided by your router package.
An InstallShield Wizard will appear. Please wait for a moment.

When the welcome screen appears, click Next for next step.
When the Install Shield Wizard Complete appears, click Finish.

Plug the USB cable between your router and PC.

Note: If the USB device is not detected, check the USB cable
between the PC and the device. Also verify that the device is

power on.

The system will detect the USB driver automatically. When the system detectsit, adialog
of Welcome to the Found New Hardware Wizard will appear. Click Next for next step.

The system istrying to find proper driver for your router and copying the files
automatically.

After thefile copying is finished, a completing dialog will appear. Click Finish.

You can use the router now.

Uninstall the USB Driver

For Windows ME
For uninstall the USB driver, please do the following.

(2]

Run the USB installation program from the CD provided by your router package. The
InstallShield Wizard screen will appear.

The system will search all the USB drivers on your computer. Please wait for a minute.
Then, adialog appears to ask you confirm if you want to remove the USB driver or not.
Please click Ok.

When the Maintenance Complete screen appears, the USB driver is removed successfully.
Please click Finish.
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o

Unplug the USB cable between your router and your PC.

For Windows 2000
For uninstall the USB driver, please do the following.

2]
©
(4]

Run the USB installation program from the CD provided by your router package. The
InstallShield Wizard screen will appear. Please wait for amoment.

A dialog appearsto ask you confirm if you want to remove the USB driver or not. Please
click Ok.

When the Maintenance Complete screen appears, the USB driver is removed successfully.
Click Finish.

Unplug the USB cable between your router and your PC.

For Windows XP
For uninstall the USB driver, please do the following.

o

(2]
©
o

Run the USB installation program from the CD provided by your router package. The
InstallShield Wizard screen will appear. Please wait for a moment.

A dialog appearsto ask you confirm if you want to remove the USB driver or not. Please
click Ok.

When the Maintenance Complete screen appears, the USB driver is removed successfully.
Click Finish.

Unplug the USB cable between your router and your PC.

Setting TCP/IP

In order to access the Internet through the router, each host on your network must
install/setup TCP/IP. Please follow the steps below for select a network adapter.
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For Windows 98

1.  Click onthe Sart menu, point
to Settings and click on
Control Panel.

2. Double-click the Network icon

3. TheNetwork window appears. On the
Configuration tab, check out the list of
installed network components.

Option 1: If you have no TCP/IP
protocol, click Add.

Option 2: If you have TCP/IP protocol,
goto Step 6

Your network

interface card.

Check out if TCP/I
for your NIC is
installed or not.

4.  Highlight Protocol and click Add.

@ Windows Update
% WirZin

Eremne v

Favoites ,

Documents 4

B3

|

R Taskbar & Start Menu
@ Eolder Options...
B

tive Deskiop 4

] Ac
‘windows Update.

Log OFf..

Shut Down. .

B3 Control Panel

=] E3
J File Edit Mew Go Favoites Help |

jcz,cb.‘éé FE

Biach Farard Up Cut Copy
J Address I@ Contral Panel j

OCBC Data Pazzwords Pawer
Sources [32bit) Management

)

-

Frinters Fegional Sounds
Settings _I
| My Computer 2
Network 7] x|

Configwation | Identiication | Access Contial |

The following network components are installed:

[E Chent for Miciosoft Networks
= Microsoft Family Logon

3 Dial-Up Adapter
82595-Based Ethernet

:|
CP/F -=Intel 82595-Based Ethemet -
'I
/Add L¥| Fiamcve l Piopsibes l

Primary Network Logon:
IC]jent for Microsoft Networks j

File and Print Sharing... I

Description

Select Network Component Type n

Click the type of netwark companent you want ta install:
Client Add..,

Cancel

¥ Prolocol

| S ervice

Protocal is a language’ a computer uses. Computers
must uge the same protocol to communicate.




Chapter 3: Configuration

On the l€eft side of the windows,
highlight Microsoft and then select
TCP/IP on theright side. Then click OK

When returning to Networ k window,
highlight TCP/IP protocol for your NIC
and click Properties.

On IPAddresstab:

Enable Specify an | P address option.
Enter the IPAddress: 192.168.1.x (x is
between 2 and 254) and Subnet M ask:
255.255.255.0 asin figure below. On
Gateway tab: Add a gateway | P address:
192.168.1.1 and click OK

Select Network Protocol

Click the Metwark Protocol that you want to install, then click OK. If pou have
¥ an installation disk far this device, click Have Disk,

Manufachurers: Network Protocals:
|P%¢SP-compatible Pratocal
Microsoft 32-bit DLC
icrozoft DLC

NetBEUI

Al
B
Have Disk..
Cancel

Network EE

Configuration | Identification | Access Conirol |

The following network componenis are installed:
@ Client for Microsoft Networks _tj

= Microsoft Family Logon
Y Dial-Up Adapter
E¥Intel 32595-Based Ethermnet

Add.. I Remove | Properties I}I

Primary Network Logon:
ICJjem for Microsoft Networks _'_j

FEile and Print Sharing ..

+ Description |
TCPAP is the protocol you use to connect to the Intemet and }
wide-area networks. |
|

ok | Cancel

TCP/P Properties [ 7] x]

Bindngs | Adweeced | nemios |
DINS Configuration | Gatemap | WINS Configuation, I Address

I sddess can be sdomacaly ssogred bo thes compule.
IF yeour pstwsork. does ot 2 ign IP addiesses, ask
yenn roetwecrk, sdanest st on an addiess. ared Hen Lype A
Thes space: bl
¢ Obtsin an BB ackdiess sutomaticaly
= Gpecly &n P sddeess:
I i 192, 188, 1 1m
Subumt Mash. 255,255,255, 0

TCPAP Properties 171 x|

Gindog: | sdesced | HemiDs
NS Corligastion Galeway | WINS Configuation | |P adsets
The bt | 1
The addezs crder i the st wil e the order in which these
g

[ s
[ ]|

Inakalind g —

of | Gt
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8.  When returning to Networ k window,
click OK

9.  Wait for Windows copying files.

10. When prompted with System Settings
Changedialog box, click Yesto restart
your computer.

Network [ 7] x]
Configuration | identiication | Access Contrl

The following network components are installed:

V=1 Client for Micrasoft Networks ;|

= Miciosoft Family Logon

S8 DialUp Adapter

Intel 52595-Based Ethernet
%~ TCP/IP ->Intel 82505-Based Ethemet -
d -l

Add.. BI Remove E Froperies l
Primary Network Logon:
IC].irnt for Microsoft Networks LI

Eile and Print Sharing... |

- Description

T 'L‘am’a}':_,_?_:? 5

Sowrce:

Windows 98 CD-EOM
Destination:

Sanning...

[ I
Cancel |

System Settings Change <]
@ ‘'ou must restart pour computer befare the new settings will take
effect

Do you want ta restart your computer now?

ot |
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For Windows ME

1. Click on the Start menu, point to
Settings and click on Control Panel.

Double-click the Networ k icon.

3. The Network window appears. On the
Configuration tab, check out thelist of
installed network components.

Option 1: If you have no TCP/IP
protocal, click Add.

Option 2: If you have TCP/IP protocol,
go to Step 6.

4. Highlight Protocol and click Add.

On the left side of the windows,
highlight Microsoft and then select
TCP/IP on theright side. Then click
OK.

6. Whilereturning to Networ k window,
highlight TCP/IP protocol for your NIC
and click Properties.

7. OnthelP Addresstab, select Specify
an | P address. Enter the | P address:
192.168.1.x (x is between 2 and 254),
Subnet Mask: 255.255.255.0 and
Default gateway: 192.168.1.1. Then
click OK.

8. Whilereturning to the Network
window, click OK.

Network HE
Configuration | dentiication | Access Cantrol |
The following network components are installed:
P3I Ciient for Microsaft Networks :j

ﬂ Miciosoft Family Logon
38 Dial-Up Adapter

=3 Intel B2595-Based Ethetmet
5‘,’“ TCP/IP ->Intel 82595-Based Ethemet

< |
Add.. I

Primary Network Logon:
| Client for Microsoft Netwarks

File and Print Sharing..

+ Description i
TCP/IF is the protocol you use to connect to the Intemet and }
wide-area nebworks. |
i

Remove | Properties I}I

=

ok | Cconed |

TCF/IF Properties

Bindings |  Advanced | NetEl0s
DS Configuration I Gateway I WINS Corfiguration  IP Address

A0 IP address can be automatically assigned to this computer.
If pour network does not automatically assign IP addresses, ask
your network. administrator for an address, and then type it in
the space below.

" Obtain an IP address automatically

%' Specify an P address:

IP Address: 192.166. 1 .100

Subret Mask:  |26h6.266.266. 0

v Detect connection ta netwark mediz

i 3|

o ]

Cancel
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9. Wait for Windows copying files.

10. When prompted with the System
Settings Change dialog box, click Yes
to restart your computer.

For Windows NT

1. Click Start, point to Settings, and then
click Control Panel.

PFrograms
= Documents

[&] Printers

@ Bind ’ alaskhal

2. Double-click the Network icon. E1 Contral Panel

File Edit Wiew Help

D[]

— S i -
= B B &
Accessbilty  Add/Remove Console DatedTime Devices
Options Programs
) =
Dial-Up Display Fants Internet Keybaoard
M onitor
% o3
Modems Mouse Multimedia Fletwark ODEC
-
|Cnnf\gu|es network hardware and software A
3. The Network window appears. On the Network 2]

Protocols tab, check out the list of
installed network components.

Identfication | Services Protocals |Adapters| Bindings |

Metwark Pratacols:

Option 1: If you have no TCP/IP 3 NetBEU! Protorel _
Protocol, click Add. o bl Tior
Option 2: If you have TCP/IP Protocol
installed, goto Step 7.
Add... l\l FRemove Properties... Update
— Desecription

ADSL Management and Manitar Interface

Cancel |

4. Highlight TCP/IP Protocol and click el (s et [2]>]
OK.

Click the Metwork. Protocol that you want ta install, then click DK, If
l_-¥= you have an installation disk for this component, click Hawve Disk.

Metwork Protacol:

W NetBEU Protocol =]
T NwLink IPR/5F3 Compatible Transport

%™ Point To Paint Tunneling Protocal

U Streams Envitonment

SR S

Have Disk.
Ok [: Cancel
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5. Click Yesto use DHCP.

6.

Insert the Windows NT CD into your
CD-ROM drive and type the location of
the CD. Then click Continue.

Returning to the Networ k window, you
will find the TCP/IP Protocol among
thelist. Select TCP/IP Protocol and
click Properties.

Enable Specify an | P address option.
Enter the IP Address; 192.168.1.x (X
is between 2 and 254) and Subnet
Mask: 255.255.255.0 and Default
Gateway: 192.168.1.1 asin figure
below.

TCP/IP Setup B

If there is a DHCP server on your netwark, TCPAIP can be
configured to dynamically provide an [P address. |f you are

2N

DHCP?

niot sure, ask your system administrator. Do you wish to use

Windows NT Setup

[@ Setup needs to copy some Windaows NT files.

Setup will look for the files in the location specified below
I you want Setup to look in a different place, type the
new location. Wwhen the location is comect, olick
Continue.

[ di36

Cancel

Network

Identfication | Services Protocals |Adapters| Bindings |
Metwark Pratacols:

¥ NetBEUI Protocol
%~ WWLink [PEEPE Compatible Transport
™ NWLink NetBIOS

[ TCF/IF Protocol

Add... FRemove Emperlies...|\l pdate
L8

— Desecription

Transport Control Protocol/Internet Pratocol. The default wide
area network protocal that provides communication across
diverse intercornected networks.

cror |

Microsoft TCP/IP Properties HE

IP Address | DNS | WINS Addiess | Routing|
An |P addiess can be automatically assigned ta this network card
by & DHCP server. I your network does not have a DHCP server,

ask your network administrator for an address, and then type it in
the space below.

Adapter:
(17 Intel 82595-Based Ethernet =

€ Obtain an IP address from a DHCP srver
— (% Specify an [P address
IP Address:

192, 168, 1 100

Default Gateway: | 192, 168, 1 , 1

Subet Mask:

Advanced ... I

Cocel | Amly |

L= ]
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9.  When returning to Networ k window, Network

[2]]
C||Ck Close Identificalion' Services  Protocols |Adaptars| Bindingsl

Metwork Protocols:

¥ HeABEUI Protoeel
™ WWLink [PESPE Compatible Transpart
T~ WWLink NetBIOR

Add... Bemove Properties.. Wpdate)

r— Description

Transport Control Protocol/Internet Protocol. The default wide
area netwark. protocol that provides communication across
diverse interconnected networks.

=

10. When prompted with Networ k

wtl ngS Change dl al Og bOX, Cl | Ck Y es “rou must shut down and restart your computer before the new
tO I’eStart yOUr Computer settings will take effect.

Do pou want ta restart your computer now?
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For Windows 2000

1. From the Start menu, point to Settings Y i dons Updete
and then click Network and Dial-up iz
Connections.

3| Programs

¥ Documents

Search

3
(&1 Prirters

Help {3 Taskbar & Start Menu...

Run..,

Log OFf Stella...

Shut Down....

2. Right-click the Local Area {4 Hetwork and Dial-up Connectons  [E[=] B3

Connection icon and then click J R
Properties.

Wiew Fawvorites  Tools *

J 4=EEck © = - | {Zhsearch =
J Address I Metwark and Dial-up Connj @‘GD

=,

h—a L
Make Mew
Connection [eWylyl=ual Dicable

Statils

Create Shorkcuk
Defete
Rename

@. Displavs the properties of the selected connectic 2

3. On the Generaj tab, Check out the ||g Local Area Connection Properties HE
of installed network components. General |
Option 1: If you have no TCP/IP ot g
Protocaol, click Install. |m Intel §2595-Based Ethernet

Option 2: If you have TCP/IP
Protocol, go to Step 6.

Configure
Components checked are used by this connection:

¥ ™ Client for Microsoft Netwarks
£2 .L] File and Printer Shaung for Microsoft Networks

- Description s i
| Transmission Contral Pratocol/Intermet Protocol. The default
| wide area network protocol that provides communication

Install... Uninstall Properties |
| across diverse interconnected networks. }

[ Show icon in taskbar when connected

0K ‘ Cancel l
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4.  Highlight Protocol and then click
Add.

Select Network Component Type [ 7]

Click the type of network. component pow want o inztall:
Client
Service

— Description

A protocol iz a lahguage vour computer uses to
communicate with other computers.

dd.. Cancel |

5. Click Internet Protocol (TCP/IP) and
then click OK. 5

Select Netwaork Protocol
Click the Network Protocol that you veant ta install, then click OF. If you have

an installation disk for this component, click Have Disk.

Manufacturers Metwork Pratocol

Micrasaft AppleT alk Protocol

Irite (T
NetBEUI Frotocol
Metwark Moanitor Driver

NwiLink IP%/GPX/NetBI0S Compatible Transport P
4] i ol

Have Disk.

Local Area Connection Properties n m

General |

6.  Whenreturning to Local Area
Connection Properties window,
highlight Internet Protocol (TCP/IP)
and then click Properties.

Cannect using:
| B9 Intel 52595-Based Etharmet

Configure

Components checked are used by this connection:

Chient for Microsoft Networks
File and Printer Shanmg for Microsoft Networks
Intemet

{ Install... l

Description

I
Transmission Control Protocol/Intemet Protocol. The default }
wide area network protocol that provides communication |
|
J

Uninstall Properties N I

acioss diverse interconnected networks.

™ Show icon in taskbar when connected

Close E-e]|

7. Under the Gener al tab’ enable Usethe Internet Protocol (TCP/1IP) Properties
following | P Address. Enter the P
address: 192.168.1.x (x is between 2
and 254), Subnet Mask:

255.255.255.0 and Default gateway:

[z1x]

General ;

“ou can get [P settings assigned automatically if wour network supports
this capahbility. Otherwize, vou need to ask your network, administrator for
the appropriate IP settings.

£~ Obtain an P address automatically

192.168.1.1. Then click OK.

(% Use the following IP address:
IP address:

Subnet mask:

Default gateway:

182 0188 . 1 .100
2862686 . 266 . O

{7 Obtai

W OME semver addiess

Preferred DNS server:

Altemate DNS server:

attamatically

—% Use the following DNS server addiesses————————————— —

—
—

Advanced...

o |[coed |
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For Windows XP

From the Start menu, point to Control
Panel and then click Network and
Internet Connections.

Click Network Connection and then
click Properties.

Click Network Connection and then
click Properties.3. On the General tab,
check out thelist of installed network
components.

Option 1: If you have no TCP/IP
Protocoal, click Install.

Option 2: If you have TCP/IP Protocol,
go to Step 6.

Highlight Protocol and then click Add.

Click Internet Protocol (TCP/IP) and
then click OK.

On the Local Area Connection
Properties window, highlight I nter net
Protocol (TCP/IP) and then click
Properties.

Under the General tab, enable Usethe
following | P address. Enter the | P
address; 192.168.1.x (x is between 2
and 254), Subnet Mask: 255.255.255.0
and Default gateway: 192.168.1.1. Then
click Ok.

-L- Local Area Connection Properties

“General Authentication | Advanced

Connect using:

B9 |ntel 625085-Based Ethernet

This connection uses the following items:
v gﬁllent for Microsoft Networks
v BFHE and Printer Sharing for Miciosoft Metworks
¥ 8 005 Packet Scheduler

T2 Irternet Protocol (TCP/IP)

Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

[ Show icon in notification area when connected

Internet Protocol {TCP/IP) Properties

| General |

You can get IP settings assigned automatically if vour network. supports
| this capability. Othensize, you need to ask your network. administrator for
| the appropriate IP seftings.

(7 Obtain an IP address automatically
(®) Uze the following IP address:

|P address: 152 168 . 1 100
Subnet magk, 255 255 .28, 0
| Defsub gatsmay: 192 1Ee. 1 . |
() Use the fallowing DNS server addresses:
Preferred DMS server l:l
Alternate DMS server: l:l
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Configure PC to get IP address from DHCP

If your ADSL Router operates as a DHCP server for the client PCs on the LAN, you should
configure the client PCs to obtain a dynamic |P address. Please follow the previous section to install
TCP/1P component. Only that you do not need to specify an IP address when configuring TCP/IP
properties.

The following section describe the procedures for CPEs to get | P address:

For Windows 98

Onthe P Addresstab, select Obtain an IP TCP/IP Properties HE

address automatically. Then click OK. Bindngs |  Advanced | Newios |
DNS Configuration I Gateway I WINS Configuration  |F Address

An IP address can be automatically assigned to this computer.
If your netwark does not automatically assign [P addresses, ask
your network, administrator for an addiess, and then tepe it in
the space below.

& btain an P address automaticalls

" Specify an IP address:

()8 I Cancel

For Windows ME

Onthel|P Addresstab, select Obtain an |P TCP/IP Properties HE

addressautomatically. Then click OK. Bindngs | Advanced | Newmins |
DS Configuration I G ateway I WIMNS Configuration  |P Address

An IP address can be automatically assigned to this computer.
If pour network. does not automatically azzign IP addreszes, ask
your nebwork. administrator for an address, and then type it in
the space below.

% {Dbtain an IP address automaticalls

" Specify an IP address:

()8 I Cancel
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For Windows NT

Onthe IP Addresstab, click on the
drop-down arrow of Adapter to select
required adapter. Enable Obtain an IP
addressfrom a DHCP server and then click
OK..

When prompted with the message below,
click Yesto continue.

For Windows 2000

Enable Obtain an | P address automatically
and then click OK.

Microsoft TCP/IP Properties [ 2] %]

IP Address | DNS | WING Addess | Routing |

An IP address can be automatically assigned to this network card
by a DHCP server. |f your network does nat have a DHCP server,
ask pour network administrator for an address, and then type itin
the space below.

Adapter:
(1] Intel 82585-Based Ethernet =l

(+ Obtain an IP address from a DHCF server
" Spacify an IP address ‘

Advanced
[ ok ] ceca | swmy |

workztation during system initialization. Any parameters specified in
these property pages will averride any values obtained by DHCP. Da
pau want ta enable DHCP?

& DHCP protocal will attempt to automatically configure your

Internet Protocol {TCP/IP) Properties EHE

General |

*f'ou can get [P settings azsigned automatically if your network, supports
this capability. Othenwize, you need to ask your network adrinistrator for
the appropriate [P settings.

& Obtain an |P address automatically
— Use the following IP address:

IF address: I—

& [btain DNS server address automatically

Subnet mask:

Default gateway:

— Use the following DMS server addresses:

Preferred NS senver I . . .

Advanced...

QK s, Cancel |

Liltermate DS semvern
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For Windows XP

On the | P Address tab, select Obtain an | P Internet Protocal (TCP/IP) Propertios FIx
address automatically. Then click OK. Gerneral | Abemste Corfiguration

“r'ou can get [P seflings assigned automatically if pour network supports
this capability. Otherwize, you need to ask vour network administrator for
the appropriate [P settings.

(%) Obtain an IP address automatically
() Use the following IP address:

(=) Obtain DNS server address automatically
(O Use the follawing DNS sarver addresses:

Renew IP Address on Client PC

There is achance that your PC does not renew its | P address after the ADSL Router is on line and
the PC cannot access the Internet. Please follow the procedures below to renew PC's | P address.

For Windows 98ME

1. Select Run from the Start menu. Brograms .
Favorites 8
Dacumerts 8
@ Setting: 4
@ Eind L4
@ Help

Log Off Stella...

Shut Down...

2. Typewinipcfg inthedialog box and Run [21x]
the click OK.

Type the name of a prograrn, folder, document. or Intemet
resource, and Windows will open it for you.

Dpen: Iwinipcfg j

Cancel | Browsze... |
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3. When the figure below appears, click

Release and then Renew to get an IP
address.

For Windows NT

1. Select Run from the Start menu.

Select Run from the Start menu.

Type cmd in the dialog box and the click
OK.

Type ipconfig at prompt. Then you
will see the IP information from DHCP
server.

If you want to get anew |P address, type
ipconfig /release tordeasethe
previous | P address and then type
ipconfig /renew toget anew one.

[} IP Configuration

M= B
- Ethemet &dapter Information
Ilnhi 82595-Based Ethernet :J
Adapter Addiess | ;
P Adchess ,n19 SR
SubnetMask | 2552552550
,_OK._ Reloass | R i I

Release Al | Renewall | Morelnfo> |

Wirgip

tation

.| Programs

Documents
i
]
@

Settings:
Find

Help

2

4
®
2
=}

-

=

=

Oper:

Shut Dowrn...

Type the name of a program, folder, or document, ahd
‘Wwindows will open it for you.

(2] x]

(CMC

I¥ | i Sepanate M emen Space

DK|: I Cancel | Browsze... |

=
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For Windows 2000

1

From the Start menu, point to
Programs, Accessories and then click
Command Prompt.

Type ipconfig at prompt. Then you
will see the IP information from DHCP
server.

If you want to get anew IP address, type
ipconfig /release toreleasethe
previous | P address and then type
ipconfig /renew to get anew one

For Windows XP

1.

Type ipconfig at prompt. Then you
will see the IP information from DHCP
server.

From the Start menu, point to
Programs, Accessories and then click
Command Prompt.

Type ipconFfig at prompt. Then you
will see the IP information from DHCP
server.

If you want to get anew IP address, type
ipconfig /release toreleasethe
previous | P address and then type
ipconfig /renew to get anew one

oboHELF:
Documents 4 e Internet Explorer

D @ Qutlook Express

|

@ windows Lipdate
WinZip
rograms

ccessibiliby
ommunications

& Synchronize
(3] windows Explorer
¥ wordpad




Chapter 3:Connecting and Accessing Internet

Chapter 3: Connecting and Accessing
Internet

way. If you need more detailed information for web configuration, please get into

‘ == This chapter isto help you accessing into Internet with a quick and convenient
- the next chapter for the advanced configuration.

Prior to configuring the ADSL Router, you must decide whether to configure the ADSL Router asa
bridge or as arouter. This chapter presents some deployment examples for your reference. Each
mode includes its general configure procedures. For more detailed information about web
configuration, refer to "Web Configuration”.

PPP over ATM (PPPoA)

PPPOA | P Extenstion

PPP over Ethernet (PPPOE)

PPPOE IP Extension

Numbered |IP over ATM (IPoA)

Numbered IPover ATM (IPoA)+NAT

Unnumbered IP over ATM (IPoA)

Unnumbered IP over ATM (IPoA)+NAT

Bridging

O0oo0ooooaoao

For making sure that you can connect the ADSL to your computer well and get into Internet
successfully, please make sure the following first.

O  Make sureyou have installed a network interface card into your computer.

O  Make sure the connection between the ADSL and your computer is OK.

O  Check to seethe TCP/IP protocol and set the P address as “Auto Get IPAddress”.
When you are sure all aboveis Ok, you can open the Browser and typein “192.168.1.1" and start to
do the web configuration with different connection modes.

This chapter is going to introduce the function of each connection mode and tell you the basic
configuring steps that you have to do. If you did not follow the configuring steps for using these
connection modes, you might get some connection problems and cannot connect to Internet well.
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PPP over ATM (PPPoA) Mode

I S P ‘STM—l .'.'"‘"""L.
miny
(Internet Service Provider) I:.."'::'L_. LOL‘

*BRAS: Broadband
Remote Access Server

Dynamic Public IP Default Private IP

assigned by BRAS 192.168.1.1
\
l f 192.168.1.3

<

ADSL
N~ BRAS DSLAM

[ —] Router
|- ARA
RDAIUS )
Server 192.168.1.2
|« >| PC(S)

PPP over ATM

PPPOA+NAT+DHCP
on Private LAN

Description:

In this deployment environment, the PPPoA session is between the ADSL WAN interface and BRAS.
The ADSL Router gets apublic |P address from BRAS when connecting to DSLAM. The multiple
client PCswill get private | P address from the DHCP server enabled on private LAN. The enabled
NAT mechanism will trandlate the IPinformation for clients to access the Internet.

Configuration:

1.

Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

Go to Quick Sart -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Typein
the VCI and VPI value. Then click the Next button. eg:

VPI -0

VCI -38

On the Configure I nter net Connection -Connection Type page, select the PPP over ATM
(PPPoA) then click the Next button.

Inthe WAN | P Settings page, select Obtain an | P address automatically and check Enable
NAT box. Click Next.

In the PPP Username and Passwor d page, enter the PPP username and password that you got
from your 1SP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Always on. Then click Next.

In the Configure LAN side Settings page, type in the I P address and subnet mask for your
LAN. Check DHCP Server on box. And type in the start and end points. Then typein the
leased time that you want. And click Next. eg:

Primary IP address:192.168.1.1

Subnet Mask:255.255.255.0

Sart IPAddress; 192.168.1.2

End IPAddress: 192.168.1.254

Check the network information. Make sure the settings match the settings provided by ISP,
Click Finish.
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PPP over ATM (PPPoA) IP Extension Mode

Default Private IP

192.168.1.1
Dynamic Public IP
assigned by BRAS

| S P RULIET
STM-1 s LOOp
(Internet Service Provider) “‘Iu'u = ~—
] [—L ‘ T Evhernet

e o -
ADSL Hub
Router

E

— BRAS DSLAM PC

=

RDAIUS
Server

Y
a

*BRAS: Broadband PPP over ATM

Remote Access Server
PPPOA+NAT+DHCP
on Private LAN

Description:

In this deployment environment, the PPPoA session is between the ADSL WAN interface and BRAS.
The ADSL Router acts as a bridge and gets a public | P address from BRAS for your computer. And
only the one that got the public |P addressis allowed to access to Internet. Moreover, no NAT
tranglation will be done at this case.

Configuration:

1.  Start up your browser and type 192.168.1.1 as the address to enter thisADSL web-based
manager.

2. Go to Advanced - I nternet - Connections. And click Add.

3.  TypeintheVCI and VPI vaue. Then click the Next button. eg:
VPI -0
VCl -38

4.  Onthe Configure Internet Connection -Connection Type page, select the PPP over ATM
(PPPoA) then click the Next button.

5. Inthe WAN I P Settings page, select Obtain an | P address automatically, uncheck Enable
NAT box and check PPP | P extension then click Next.

6. Inthe PPP Username and Password page, enter the PPP username and password that you got
from your 1SP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Always on. Then click Next.

7. Inthe Configure LAN side Settings page, type in the | P address and subnet mask for your
LAN. And click Next. eg:
Primary IP address; 192.168.1.1
Subnet M ask: 255.255.255.0

8.  Check the network information. Make sure the settings match the settings provided by ISP,
Click Finish.
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PPP over Ethernet (PPPOE) Mode

Dynamic Public IP Default Private IP
assigned by BRAS 192.168.1.1 ——
ISP \__A 192.168.1,.3
(Internet Service Provider) ‘STM-l i s Loop p
— ol i ~_ >
I_._A;IF r ) m Ethernet
ADSL Hub
=] BRAS DSLAM Router
l- AAA 192.168.1.2
RDAIUS
Server
PC(S)

“BRAS: Broadband PPP over Ethernet

Remote Access Server
PPPOE+NAT+DHCP

on Private LAN

Description:

In this deployment environment, the PPPOE session is between the ADSL WAN interface and BRAS.
The ADSL Router gets apublic | P address from BRAS when connecting to DSLAM. The multiple
client PCswill get private | P address from the DHCP server enabled on private LAN. The enabled
NAT mechanism will translate the IP information for clients to access the Internet.

Configuration:

1.  Start up your browser and type 192.168.1.1 as the address to enter thisADSL web-based
manager.

2. GotoQuick Sart -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Typein
the VCI and VPI value. Then click the Next button. eg:
VPI -0
VCl -39

3. Onthe Configurelnternet Connection -Connection Type page, select the PPP over
Ethernet (PPPOE) then click the Next button.

4.  Inthe WAN I P Settings page, select Obtain an | P address automatically and check Enable
NAT box. Click Next.

5. Inthe PPP Username and Password page, enter the PPP username and password that you got
from your 1SP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Always on. Then click Next.

6. IntheConfigure LAN side Settings page, type in the I P address and subnet mask for your
LAN. Check DHCP Server on box. And type in the start and end points. Then typein the
leased time that you want. And click Next. eg:

Primary IP address;192.168.1.1
Subnet M ask: 255.255.255.0
Sart IPAddress:192.168.1.2
End IPAddress: 192.168.1.254

7.  Check the network information. Make sure the settings match the settings provided by ISP,
Click Finish.
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PPP over Ethernet (PPPoE) IP Extension Mode

Default Private IP

192.168.1.1
Dynamic Public IP
assigned by BRAS

I SP ‘ RUILH] i
(Internet Service Provider) ‘STM-l --Iilu- Loop Ethernet .[j
e, | —
A g Nm
—— BRAS DSLAM
= e
RDAIUS
Server

A
Y

“BRAS: Broadband PPP over Ethernet

Remote Access Server
PPPOE IP

Extension Mode

Description:

In this deployment environment, the PPPoE session is between the ADSL WAN interface and BRAS.
The ADSL Router acts as a bridge and gets a public IP address from BRAS for your computer. And
only the one that got the public IP addressis allowed to access to Internet. Thereal IPthat you got is
acquired from ISP. Moreover, no NAT translation will be done at this case.

Configuration:

1.  Start up your browser and type 192.168.1.1 as the address to enter thisADSL web-based
manager.

Go to Advanced - I nternet - Connections. And click Add.

3.  TypeintheVCI and VPI vaue. Then click the Next button. eg:
VPI -0
VCI -39

4.  Onthe Configure Internet Connection -Connection Type page, select the PPP over
Ethernet (PPPOE) then click the Next button.

5. Inthe WAN | P Settings page, select Obtain an | P address automatically, uncheck Enable
NAT box and check PPP | P extension then click Next.

6. Inthe PPP Username and Password page, enter the PPP username and password that you got
from your 1SP. Select Dial on Demand and type in the number for inactivity timeout. The
default is 20. Or select Alwayson. Then click Next.

7. Inthe Configure LAN side Settings page, type in the I P address and subnet mask for your
LAN. And click Next. eg:
Primary IP address;192.168.1.1
Subnet M ask:255.255.255.0

8.  Check the network information. Make sure the settings match the settings provided by ISP,
Click Finish.
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Numbered IP over ATM (IPoA)

Default Private IP.
192.168.1.1

I S P |IIIII|-III l
(Internet Service Provider) STM 1 llll LOOp .3.
— EEEE——— . Q
unu_im - =~
10.3.70.1 00000
ADSL
BRAS DSLAM Router
=

RDAIUS
Server

Y
N

*BRAS: Broadband IP over ATM

Remote Access Server . .
Public IP Pre-assigned

by ISP

Description:

If you apply for multiple I P addresses from your ISP, you can assign these public IP addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typicaly thefirst IPis network address,
the second is used as router 1P address and the last one is subnet broadcasting. Other remaining IP
addresses can be assigned to PCs on the LAN.

The following example uses the LAN | P address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN addressis 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

Configuration:

1

Start up your browser and type 192.168.1.1 as the address to enter this ADSL web-based
manager.

Go to Quick Sart -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Typein
the VCI and VPI value. Then click the Next button.

VPI -0

VCl -32

On the Configure I nter net Connection -Connection Type page, select the [P over ATM
(IPoA) then click the Next button.

In the WAN | P Settings page, select Usethe following | P address and type in the IP address,
subnet mask and gateway that you got from ISP. Then, select Use the following DNS Ser ver
Address. Typein the Primary DNS server and Secondary DNS server. Uncheck Enable NAT.
Click Next for next page.

WAN IPAddress: 10.3.70.1

WAN Subnet Mask: 255.255.255.252

Primary DNS server: 168.95.1.1

Secondary DNS server: 168.95.192.1

In the Configure LAN side Settings page, type in the I P address and subnet mask for your
LAN.

Primary IPAddress: 192.168.1.1

Subnet mask: 255.255.255.0

Sart IPAddress; 192.168.1.2

End IPAddress: 192.168.1.254

Check Configurethe second IPAddressand Subnet Mask for LAN Interface and typein
the second | P address and subnet mask. Then click Next.

Secondary IPAddress: 10.3.75.49

Subnet mask: 255.255.255.248



Chapter 3:Accessing Internet

Check the network information. Make sure the settings match the settings provided by ISP,
Click Finish.

Set TCP/IPfor your computer. Specify an IPAddress, subnet mask and set default gateway. eg:
IPAddress: 10.3.75.51

Subnet Mask: 255.255.255.248
Gateway: 10.3.75.49

Now the router iswell configured. You can access to Internet.
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Numbered IP over ATM (IPOA)+NAT

Secondary LAN
(Public)

10.3.75.51

Default Private IP
192.168,1,11

ISP i
{Intarniet Sarvice Proyider) STM-1 gy Loop
= Wik
" 10.3.70.1
i

=—! 10.3.75.50

PC(S)

| ADSL
BRAS DSLAM Router
=
RDAIUS
Server
[ »
*BRAS: Broadband IP over ATM
Remote Access Server
Public IP Pre-assigned 192.168.1.x
by ISP+NAT

Primary LAN
(Private)

Description:

In this deployment environment, we make up a private |P network of 192.168.1.1. NAT function is
enabled (on ADSL Router or use another NAT box connected to hub) to support multiple clients to
access the Router and some public servers (WWW, FTP).

If you apply for multiple | P addresses from your ISP, you can assign these public IP addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typically the first IPis network address,
the second is used as router |1P address and the last one is subnet broadcasting. Other remaining IP
addresses can be assigned to PCs on the LAN.

The following example usesthe LAN |P address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN address is 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

Configuration:

1. Start up your browser and type 192.168.1.1 as the address to enter thisADSL web-based
manager.

2. GotoQuick Sart -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Typein
the VCI and VPI vaue. Then click the Next button.
VPI -0
VCl -32

3. Onthe ConfigureInternet Connection -Connection Type page, select the |P over ATM
(IPoA) then click the Next button.

4.  Inthe WAN IP Settings page, select Use the following | P address and type in the | P address,
subnet mask and gateway that you got from ISP. Then, select Use the following DNS Ser ver
Address. Typein the Primary DNS server and Secondary DNS server.

WAN IPAddress: 10.3.70.1

WAN Subnet Mask: 255.255.255.252
Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

Check the Enable NAT box. And click Next.
In the Configure LAN side Settings page, type in the | P address and subnet mask for your
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LAN.

Primary IPAddress: 192.168.1.1
Subnet mask: 255.255.255.0
Sart IPAddress: 192.168.1.2
End IPAddress: 192.168.1.254

Check Configurethe second IP Addressand Subnet Mask for LAN Interface and typein
the second | P address and subnet mask. Then click Next.

Secondary IPAddress: 10.3.75.49

Subnet mask: 255.255.255.248

Check the network information. Make sure the settings match the settings provided by ISP,
Click Finish.

Now the router iswell configured. You can access to Internet.
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Unnumbered IP over ATM (IPoA)

Default Private IP.
192.168.1.1

I S P Hiiin
(Internet Service Provider) STM-1 ks LOOP
. — ':_,_. N e

ADSL
BRAS DSLAM Router
. AAA

RDAIUS
Server

X
Y

*BRAS: Broadband IP over ATM

Remote Access Server . .
Public IP Pre-assigned

by ISP

Description:

If you apply for multiple | P addresses from your ISP, you can assign these public |P addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typically the first IPis network address,
the second is used as router | P address and the last one is subnet broadcasting. Other remaining |P
addresses can be assigned to PCs on the LAN.

The following example uses the LAN IP address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN addressis 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

In such circumstance, we do not assign any WAN [P,

Configuration:

1. Start up your browser and type 192.168.1.1 as the address to enter thisADSL web-based
manager.

2. GotoQuick Sart -Quick Setup. Uncheck Auto Scan Internet Connection (PVC).Typein
the VCI and VPI value. Then click the Next button.
VPI -0
VCl -32

3. Onthe ConfigureInternet Connection -Connection Type page, select the IP over ATM
(IPoA) then click the Next button.

4.  Inthe WAN IP Settings page, select None for WAN |P address settings. Then, select Usethe
following DNS Server Address. Typein the Primary DNS server and Secondary DNS server.
Uncheck Enable NAT. Then Click Next for next page.

Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

5. IntheConfigure LAN side Settings page, type in the P address and subnet mask for your
LAN.
Primary IPAddress: 192.168.1.1
Subnet mask: 255.255.255.0
Sart IPAddress: 192.168.1.2
End IPAddress: 192.168.1.254

6.  Check Configurethe second IPAddressand Subnet Mask for LAN Interface and typein
the second I P address and subnet mask. Then click Next.
Secondary IPAddress: 10.3.75.49
Subnet mask: 255.255.255.248

7.  Check the network information. Make sure the settings match the settings provided by ISP,
Click Finish.
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Set TCP/IPfor your computer. Specify an IPAddress, subnet mask and set default gateway. eg:
IPAddress: 10.3.75.51

Subnet Mask: 255.255.255.248
Gateway: 10.3.75.49

Now the router iswell configured. You can access to Internet.
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Unnumbered IP over ATM (IPOA)+NAT

Secondary LAN

(Public)
10.3.75.51
10.3.75.49
Default Private IP -
192.168.1.1 ssieel S/W
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—— g 10.3.75.50
(| ADSL PC(S)

RDAIUS
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| BRAS DSLAM Router
= ‘
!
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Y

IP over ATM

Public IP Pre-assigned I[j 197168 1.%
by ISP+NAT o ———.

*BRAS: Broadband
Remote Access Server

Primary LAN
(Private)

Description:

If you apply for multiple | P addresses from your ISP, you can assign these public |P addresses to the
ADSL Router and public server, e.g., Web or FTP server. Typically the first IPis network address,
the second is used as router | P address and the last one is subnet broadcasting. Other remaining |P
addresses can be assigned to PCs on the LAN.

The following example uses the LAN IP address ranging from 10.3.75.49 to 10.3.75.54 and the
subnet mask for LAN is 255.255.255.248. The WAN addressis 10.3.70.1, and the subnet mask for
WAN is 255.255.255.252.

In such circumstance, we enable NAT function but not assign any WAN |P.

Configuration:

1. Start up your browser and type 192.168.1.1 as the address to enter thisADSL web-based
manager.

2. GotoQuick Sart -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Typein
the VCI and VPI value. Then click the Next button.
VPI -0
VCI -32

3. Onthe ConfigureInternet Connection -Connection Type page, select the IP over ATM
(IPoA) then click the Next button.

4.  Inthe WAN I P Settings page, select None for WAN | P address settings. Then, select Usethe
following DNS Server Address. Typein the Primary DNS server and Secondary DNS server.
Click Next for next page.

Primary DNS server: 168.95.1.1
Secondary DNS server: 168.95.192.1

Check the Enable NAT box. And click Next.

6. IntheConfigure LAN side Settings page, type in the P address and subnet mask for your
LAN.
Primary IPAddress: 192.168.1.1
Subnet mask: 255.255.255.0
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Sart IPAddress: 192.168.1.2
End IPAddress; 192.168.1.254

Check Configurethe second IPAddressand Subnet Mask for LAN Interface and typein
the second | P address and subnet mask. Then click Next.

Secondary IPAddress: 10.3.75.49

Subnet mask: 255.255.255.248

Check the network information. Make sure the settings match the settings provided by ISP,
Click Finish.

Now the router iswell configured. You can access to Internet.
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Bridge Mode
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Default Private IP.
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BRAS DSLAM
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RDAIUS
Server PC(S)
I: :|
*BRAS: Broadband PPP over Ethernet

Remote Access Server

Bridge Mode

Description:

In this example, the ADSL Router acts as a bridge which bridging PC IP address from LAN to WAN.
PC IP address can be a static public address that is pre-assigned by ISP or a dynamic public address
that is assigned by | SP DHCP server, or can be got from PPPOE software.

Therefore, it does not require apublic |P address. It only has a default private | P address
(192.168.1.1) for management purpose.

Configuration:

1.

Choose aclient PC and set the IPas 192.168.1.x (x is between 2 and 254) and the gateway as
192.168.1.1.

Start up your browser and type 192.168.1.1 as the address to enter the web-based manager.

Goto Quick Sart -Quick Setup. Uncheck Auto Scan Internet Connection (PVC). Typein
the VCI and VPI value. Then click the Next button. eg:

VPI -0

VCI —32

On the Configure I nter net Connection -Connection Type page, select the Bridging then
click the Next button.

In the Configure LAN side Settings page, type in the I P address and subnet mask for your
LAN. Finally click Next. eg:

Primary IPaddress:192.168.1.1

Subnet Mask:255.255.255.0

Check the network information. Make sure the settings match the settings provided by ISP,
Click Finish.

Set TCP/IPfor your computer. Specify an IPAddress, subnet mask and set default gateway. eg:
IPAddress: 10.3.86.81

Subnet Mask: 255.255.255.248

Gateway: 10.3.86.1

Click OK. Now the router iswell configured. You can accessto Internet.



Chapter 5:Connection Mode

Chapter 4: Web Configuration

Some users might want to set specific configuration for the router such as firewall,
datatransmission rate... and so on. This chapter will provide you advanced
information of the web pages for the router for your reference.

Using Web-Based Manager

Once your host PC is properly configured, please proceed as follows:

Connect to 192.1 2(xl| 1. Start your web browser and type the private | P address
= of theADSL Router inthe URL field: 192.168.1.1.
1%1-%.}

2. After connecting to the device, you will be prompted
to enter username and password. By default, the
username is admin and the password isadmin. See

User name: | advin = the example for running under Windows XP.

Password: I senne

Webadmin

I Remember my passward

If you login successfully, the main page will appear.
From now on the ADSL Router acts as aweb server
oK Cancel sending HTML pages/forms on your request. You can
fill in these pages/forms and apply them to the ADSL
Router.
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Outline of Web Manager

For configure the web page, please use admin as the username and the password. The main screen
will be shown as below.

DSL = =2 & N o
Quick Sta i Status | Advanced { Wireless | Management

Connect to Internet Connect to Internet
Quick Setup

Your ADSL router is not ready to connect to Broadband.
Status: Down

Enter your Broadband user name and password, then click "Connect”.
Internet Connection: pppoe_8_35_1
Tatal Cnline Time: 0 secs

Broadband User Mame |

Password |

Caonnect |

Title: It indicates the title of this management interface.
Main Menu: Includes Quick Start, Status, Advanced, Wireless and Management.

Main It is the current workspace of the web management, containing configuration or status
Window: information.

To Have the New Settings Take Effect

After select or adjust the settings to your desire, your customizations will be saved to the flash
memory before you restart the router. And only after restarting the router, your customizations take
effect.

Language

On the top to the right of thisweb page, it provides alanguage drop down menu for you to choose
proper language to help you to set.
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Quick Start

The pages for the Quick Start provide user a quick way to set for the router. If you do not know more
about the router, you can use the Quick Start pages to adjust basic settings to make your router
activating.

Connect to Internet

Thisisaquick way to connect to Internet by connect to internet

usi ng PPPoE interface, click Connect to Your ADSL router is not ready to connect to Broadband.
I nternet to open the web page. Status: bown
Enter the user name and paSSNOfd for your Enter your Broadband user name and password, then click "Connect”.
ADSL router and click Connect. Internet Connection: pppoe_8_35_1
Total Online Time: 0 secs
The system will connect automatically, then Broadband User Name |
you can access | nternet. Passward !
Connect |
Quick Setup
The quick setup wizard will guide you to Quick Setup
Conﬂ gure the DSL router through some This Quick Setup will guide you through the steps necessary to configure your ADSL router.
Steps Select the check box below to scan the Internet connection automatically. Itis
" raictuur_nsrgl;:ﬁ:g El;aﬂtn;h;‘r;\s no any PYC configured in your ADSL router before performing
Auto &an I nternet COnneCthn (PVC) [T Auto Scan Internet Connection (PVC)
The defau“: %ttl ng |S Checked If thel’e |S no Configure Internet Connection -- ATM PYC
any P\/C COI’]fI gured |n yOUf ADSL I’OUter, Please enter ¥P1 and WCI numbers for the Internet connection which is provided by your
.. . ISP,
you can check thisitem. Otherwise, please

uncheck this box. e

VPI (VI rtual Path I dmtlfl er) | dentlfl % the all original settings will be replaced by new settings after you finish Next =
virtual path between endpointsin an ATM these sweps.

network. The valid range is from 0 to 255.

To enter the setting, please refer to the

setting that the | SP gave you.

VCI (Virtual Channel Identifier):
Identifies the virtual channel endpointsin an
ATM network. The valid range is from 32 to
65535 (1 to 31 isreserved for well-known
protocols). To enter the setting, please refer
to the setting that the | SP gave you.

After finished entering the VPI/V CI value,
please click Next for next step.

Connection Type

The system provides several protocols for you to choose. Your ISP will offer you the most suitable
settings of the protocol. Before you set this page, please refer to the protocol that your ISP gave you.
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After CI'Ck' ng on the NeXt bUtton from the Configure Internet Connection - Connection Type
VPI/VCI web page, the following screen will

Select the protocol and encapsulation type with the ATM PYC that vour ISP has

appear. Please choose the connection type instructed you to use.

and encapsulation mode that you want to use  eratacal: € PR aver ATH (PPPOA)

and click Next for next page. & ppp over Ethernet [PPPOE)
1P over ATM (IP0A)

For example, PPP over Ethernet (PPPOE) in 7 ricging

this screen is selected. Next, we are goiNng to  encapsuiation Tyne: [[Le/aNAP =]
tell you different webpage for different

protocol that you choose in this page. e e
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PPP over ATM/ PPP over Ethernet

If the type you choose is PPP over ATM or PPP over Ethernet, please refer to the following
information.

Configure Internet Connection - Connection Type

According to the |SP's configuration on the

Select the protocol and encapsulation type with the ATM PYC that your ISP has

server, you can choose PPPoE and PPPoA instructad you to use.

modes. If the | SP provides PPPOE service, Protocal: ¢ PPP over ATM (PPPOA)

the connection type selection will be decided # FEP over Ethermet (FPROE)

as whether the LAN side device isrunning a c IB"H;;;‘”M {tPas)

PPPOE client or the router is to run the

PPPOE client. This router supports both Encapsulation Type: [LLC/SNAP ]

situations simultaneously. < Back | mest>

Choose PPPoA or PPPoE and click Next.

Configure Internet Connection - WAN IP Settings

In this screen, you have to choose the
settings for WAN IP. To get the I P address

Enter information provided to you by your ISP to configure the WaAN IP settings.

@ Obtain an IP address autamatically

automa“ca”y, C“Ck the Obtal nan I P £ Use the following IP address:
address automatically radio button. Or WAN [P address: - |0.0.0.0

click Usethefollowing I P address button
and enter the |P address for WAN interface.

¥ Enable NAT

¥ Enable Qos

Enabling IP Qo% for a PYC can improve performance for selected classes of

Cllck Enable NAT |f you Want AS for the applications. Please assign the priorities for various applications from the
- Advanced...|Quality of Service menu. Be aware that IP (oS also consumes system

detal I ed NAT %ttl ngs, |t Wl ” be d&rl baj In resources, the number of created PYCs will be reduced consegquently,

later sections.
MTU: |1492  (default: 1492)

Click Enable QoS for your necessity.

It can improve the performance for selected e s
classes of applications. Before you check

thisitem, please assign the priorities for

various applications from the Quality of

Service menu of Advanced web page. Be

aware that 1P QoS also consumes system

resources, the number of created PVCswill

be reduced consequently.

The MTU means the maximum size of the
packet that transmitted in the network. The
packet of the data greater than the number
set here will be divided into several packets
for transmitting. Type in the number into the
field of MTU. The default setting is 1492.

Click Next for next screen.
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PPP Username:
Type |n the username that you got from your Configure Internet Connection - PPP User Name and Password
In arder to establish the Internet connection, please enter PPP user name and password
I SP that your ISP has provided.
PPP PaﬂNOI‘d PPP User Name : I
Type in the password that you got from your P Passwerd: |
ISP Session established by ©  always on
¢ Dial on Demand, Idle Timer

Disconnect if no activity for |20 minutes

AIWa.yS On ¢ Manually Connect
. - . sl ch if ctivity for |20 it

Check this button to make the connection is e e R
aIWayS aCt'Ve < Back Next »

Dial on Demand:

Click this button to make a connection while

in demand. Enter the timeout to cut off the Please type the username and password that you got
network connection if thereis no activity for  from your ISP. Then click Next.

this router.

Manually Connect:

Click this button to make a connection by
pressing the Connect button on the
Advanced Setup- Internet-Connections web

page.

In the Configure LAN side Settings web
page, you have to fill in the data requested Configura LAN side Settings

h Enter the ADSL router IP address and subnet mask for LAN interface and then enable DHCF
ere. server on LAN interface to provide IP address settings for your computers,

. Primary IP Address: 192,168.1.1
Pri mary IPAddress: Subnst Mask: 255,255 ,255.0

Typein the first |P address that you got from
your ISP for your LAN connection.

T Configure secondary IP address and subnet mask

Subnet M ad( MTU: 1500  {default; 1500)
Type in the subnet mask that you got from & DHCP Serveron  StartIP: EER T a—
your ISP for your LAN connection. End 17 [ezieizze

. Lease Time: ll—davs lD_ hourslﬂ_ rinutes
Configurethe second IPAddressand

Subnet Mask for LAN interface: 1 pep server of
Check this box to make another set of |P

Address and Subnet Mask to connect to your

router if they are not included in the range

that DHCP server accepts.

< Back Mext =

On the Configure LAN side Settings web
page, the | P address and subnet mask will
be shown on it. You can modify them if

Secondary IPAddress:
Type in the second | P address that you got
from your 1SPfor your LAN connection.

needed.
Subnet Mask: Typein all the necessary settings and
Typein the subnet mask that you got from click Next for next page.

your ISP for your LAN connection.

MTU:

It means the maximum size of the packet
that transmitted in the network. The packet
of the data greater than the number set here
will be divided into several packets for
transmitting. Type in the number into the
field of MTU. The default setting is 1500.

DHCP Server On:

Check thisitem if DHCP service is heeded
on the LAN. The router will assign IP
address, gateway address for each of your
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PCs.

Sart IPAddress:
Type in the start point | P address.

End IPAddress:
Type in the end point | P address.

Leased Time:
Type in the duration for the time. The default
is 1day.

DHCP Server Off:
Check thisitem if DHCP serviceisn't

needed on the LAN.
You can check it at thistime. If you find This Internet Connection - Summary
wmethl ng |S |nC0rr&t CI |Ck Back to Change Make sure that the settings below match the settings provided by your ISP,
the %ttl ngs Internet {(WAN) Configuration:
) VPI f VCI 8/35
. . . .. Connection Type PPROE LLC/SHAR, Dial on Demand, Idle Timer 20 mins
If everything is OK, click Finish to accept i Enanled
the% %t“ ngs_ WAN IP Address Automatically Assigned
Default Gateway Automatically Assigned
DNS Server Automatically Assigned
QoS Enabled

LAN Configuration:

Primary LAN IP 192,168.1.1 f 255.255.255.0
Secondary LAN IP 0.0.0.0/0.000

DHCP Server On 192,168.1.2 ~ 192.168.1.254
DHCP Lease Time 1 days 0 hours 0 minutes

Click "Finish" to accept these settings, and reboot the system. o
Click "Back” to make any modifications. L‘ECkI Fm_IShI
Reboot DSL Router

Now, the system will reboot to activate the
new %ttl ngs that you ha\/e done n th|S Close the DSL Router Configuration window and wait for 2 minutes before

H reopening your web browser. If necessary, reconfigure your PC's IP address
%Ctlon. to match your new configuration,

The D5SL Router has been configured and is rebooting,

Please wait for 2 minutes for restarting the
router.
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IP over ATM

If the type you have to chooseis |P over ATM, please refer to the following information.

IPOA is an alternative of LAN emulation. It
alows TCP/IP network to accessATM
network and usesATM quality of service's
features.

Choose | PoA and click Next.

None:
If it is not necessary to set the WAN IP
address, please click this button.

Obtain an I P address automatically:
Click this button to make the system get an
| P address automatically.

WAN |PAddress:
Type in the IP address that you got from ISP
for the WAN interface.

WAN Subnet M ask:
Type in the subnet mask address that you got
from ISP for the WAN interface.

Obtain DNS server address automatically:
Click this button to make the system get
DNS server automatically.

Usethefollowing DNS server address:

If you want to set DNS server by yourself,
you have to click on this button to invoke the
following entries.

Primary DNS server:
Typein your preferred DNS server that you
got from ISP,

Secondary DNS server:
Type in the alternate DNS server that you got
from ISP,

Click Enable NAT if you want. Asfor the
detailed NAT settings, it will be described in
later sections.

Click Enable QoS for your necessity.

It can improve the performance for selected
classes of applications. Before you check
thisitem, please assign the priorities for
various applications from the Quality of
Service menu of Advanced web page. Be
aware that 1P QoS also consumes system
resources, the number of created PV Cs will
be reduced consequently.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PVC that your ISP
has instructed you to use.

Protacal:

© PPP aver ATM (PPPos&)

© PPP aver Ethernet (PPPOE)
& 1P over ATM (IPoA)
 Bridging

Encapsulation Type: I LLC/SHARP

< Back Next > |

Configure Internet Connection - WAN IP Settings

Enter information provided to you by your 15P to configure the Wah IP settings.

I
[l
&

None
Obtain an IP address automatically
Use the following IP address:

Wan 1P Address:
Wal Subnet Mask:

Ohtain DMS server address automatically
Use the following DS server addresses:

Primary DNS server: I
Secondary DNS server:l

Enable NAT

Enahle Qos

Enabling IF Qo for a PYC can improve performance for selected classes of
applications, Please assign the priorities for various applications fram the
Advanced... |Quality of Service menu, Be aware that IP QoS also consumes system
resources, the number of created PYCs will be reduced consequently.

< Back MNext =

Please typein the WAN IP address, Subnet Mask and DNS server addresses. Then Click

Next to get the following page.
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In the Configure LAN side Settings web
page, you haveto fill in the data requested

here. ] ) ]
Configure LAN side Settings
Pri mary ' PAddress: e B e iane 10 B e 1 oo Lot or Y pomma 1 €T13E1E DACP
Typein the first IP address that you got from R T E S —
your ISP for your LAN connection. Subnet Mask: 255.255.255 .0
Subnet M ag( ™ cConfigure secondary IP address and subnet mask
Type in the subnet mask that you got from
your ISP for your LAN connection. T 1900 (defaults 1500)
Conflgure the $C0nd I PAddre$ and & DHCP Server On Start IP: 192.168.1.2
Subnet Mask for LAN interface: Endt 1P 192.169.1.254
Check this box to make another set of |P Leasatime:  [1 " days o] hours [ minutes

Address and Subnet Mask to connect to your  « orcr server off
router if they are not included in the range
that DHCP server accepts. ek | Next> |

Secondary IPAddress:
Type in the second | P address that you got
from your 1SPfor your LAN connection.

Subnet Mask:
Typein the subnet mask that you got from
your ISP for your LAN connection.

MTU:

It means the maximum size of the packet
that transmitted in the network. The packet
of the data greater than the number set here
will be divided into several packets for
transmitting. Type in the number into the
field of MTU. The default setting is 1500.

On the Configure LAN side Settings web page, the IP
address and subnet mask will be shown on it. You can
modify them if needed. Click Next for next page.

DHCP Server On:

Check thisitem if DHCP service is heeded
on the LAN. Therouter will assign IP
address, gateway address for each of your
PCs.

Sart IPAddress:
Type in the start point | P address.

End IPAddress:
Type in the end point | P address.

Leased Time:
Type in the duration for the time. The default
is 1day.

DHCP Server Off:
Check thisitem if DHCP serviceisn't
needed on the LAN.



ADSL Router User Manual

You can check it at thistime. If you find
something isincorrect, click Back to change
the settings. If everything is OK, click
Finish to accept these settings. And the
following page will appear.

Now, the system will reboot to activate the
new settings that you have donein this
section.

Please wait for 2 minutes for restarting the
router.

This Internet Connection -- Summary

Make sure that the settings below match the settings provided by your ISP,

Internet (WAN) Configuration:

¥YPI / ¥CI 8/35
Connection Type 1P0& LLCfSHAP
NAT Enabled

WAN IP Address

Automatically Assigned

Default Gateway

Automatically Assigned

DNS Server

Automatically Assigned

QoS

Enabled

LAMN Configuration:

Primary LAN IP

192,168.1.1 / 255.255.255.0

Secondary LAN IP

0.0.00/0.000

DHCP Server

0On 192.168.1.2 ~ 192.168.1.254

DHCP Lease Time

1 days 0 hours 0 minutes

Click "Finish" to accept these settings, and reboot the system,
Click "Back" to make any modifications,

Reboot DSL Router

The DSL Router has been configured and is rebooting.

Clase the DSL Router Canfiguration window and wait for 2 minutes before
reopening your web browser, If necessary, reconfigure your PC's IP address

to match your new configuration.

< Back | Finish



Chapter 5:Connection Mode

Bridging

If the type you choose is Bridging, please refer to the following information.

The bridging mode can configure your router
to send packets received on any port such as
ATM PV C or Ethernet with a broadcast
MAC addressto all other ports.

Choose Bridging and click Next.

None:
If it is not necessary to set the WAN IP
address, please click this button.

Obtain an | P address automatically: Click
this button to make the system get an IP
address automatically.

WAN |PAddress:
Type in the IP address that you got from ISP
for the WAN interface.

WAN Subnet M ask:
Type in the subnet mask address that you got
from ISP for the WAN interface.

Obtain DNS server address automatically:
Click this button to make the system get
DNS server automatically.

Usethefollowing DNS server address:

If you want to set DNS server by yourself,
you have to click on this button to invoke the
following entries.

Primary DNS server:
Typein your preferred DNS server that you
got from ISP,

Secondary DNS server:
Type in the alternate DNS server that you got
from ISP,

Click Enable NAT if you want. Asfor the
detailed NAT settings, it will be described in
later sections.

Click Enable QoS for your necessity.

It can improve the performance for selected
classes of applications. Before you check
thisitem, please assign the priorities for
various applications from the Quality of
Service menu of Advanced web page. Be
aware that 1P QoS also consumes system
resources, the number of created PVCswill
be reduced consequently.

In the Configure LAN side Settings web
page, you haveto fill in the data requested
here.

Configure Internet Connection - Connection Type

Select the protocol and encapsulation type with the ATM PYC that your ISP has
instructed you to use,

Protocol: © PPP aver ATM (PPPOA)

© pPp gver Etharnet (PPROE)
IP over ATM (IPof)

Encapsulation Type: ILLC"’SNAF’ -

= Back Next =

Configure Internet Connection - WAN IP Setting

Enter information provided to you by your ISP to configure the Wak 1P settings.

~

+

Mone
Obtain an IP address automatically
Use the following [P address:

WaM IP Address: |
WaN Subnet Mask: |
Default Gateway: |

Obtain DNS server address automatically
Use the following DNS server addresses:
Primary DMNS server:

Secondary DNS server:

Enable NAT

Enahble QoS

Enabling IP QoS for a PYC can improve performance for selected classes of
applications. Please assign the priorities for various applications from the
Advanced.. |Quality of Service menu, Be aware that IP QoE also consumes system

resources, the number of created PYCs will be reduced consequently.

< Back I MNext > I
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PI’ | ma.ry I PAddl’eSS Configure LAN side Settings
Type |n the I P ajdr% tha you got from your Enter the ADSL router 1P address and subnet mask far LAN interface and then enable DHCP

. server on LaN interface to provide IP address settings for your computers.
ISPfor LAN interface.
Primary IP Address: 102.168.1.1

Subnet M ag( Subnet Mask: ©955,255,255,0

Type |n the Subnet mag( that you got from ™ configure secandary IP address and subnet mask
your ISPfor LAN interface.

MTU: [1500 " (default: 1500)
MTU:
It means the maximum size of the packet € pucpsereron st esiesis
that transmitted in the network. The packet s s
of the data greater than the number set here oasotine: [T days [o_T pours_] mintes
will be divided into several packets for € DHGP Sarver off
transmitting. Type in the number into the
field of MTU. The default setting is 1500. _<Back | Nexto |

DHCP Server On:

Check thisitem if DHCP service is needed
onthe LAN. The router will assign IP
address, gateway address for each of your
PCs.

Sart IPAddress:
Type in the start point | P address.

End IPAddress:
Type in the end point |P address.

Leased Time:
Type in the duration for the time. The default
is 1day.

DHCP Server Off:
Check thisitem if DHCP service isn't

needed on the LAN.
Click Next to get into next web page.
You can check it at thistime. If you find This Internet Connection -- Summary
somethi ng is inCOrreCt, click Back to Change Make sure that the settings below match the settings provided by your ISP,
the settings. If everything is OK, click Internet (WAN) Configuration:
Finish to accept these settings. And the eI e 8735
f ” . “ Connection Type Bridge LLC/SNAP
ollowing page will appear. Sos Enabled

LAN Configuration:

Primary LAN IP 192.168.1.1 f 255.255.255.0
Secondary LAN IP 0.0.00/0.0.0.0

DHCP Server On 192.168.1.2 ~ 192,168.1.254
DHCP Lease Time 1 days 0 hours O minutes

Cliclk "Finish" to accept these settings, and reboot the system, T
Click "Back" to rake any madifications.

Now, the system will reboot to activate the Reboot DSL Router
new setti ngs that you have donein this The D5L Router has been configured and is rebooting,
Section. Close the DSL Router Configuration window and wait for 2 minutes before

reopening your web browser, If necessary, reconfigure your PC's IP address
to match your new configuration.

Please wait for 2 minutes for restarting the
router.
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Status

Overview

This page is displaying the current status for the DSL connection. It includes if the wireless network
isenabled or not, liststhe LAN 1P address, default gateway, DNS servers IP address, firmware
version, the period of activating the router, and so on. The system status will be changed according
to the settings that you configured in the web pages.

Overview of Device Information

This information reflects the current status of your ADSL router,

System Up Time 00:00:09:55
ADSL Speed (D5fUS)
LAMN IP Address 192.168.1.1

Default Gateway
Primary DNS server
Secondary DNS server

Firmware Version 2.21.05.02n_AZpB018bz2.d16d
Boot Loader Yersion 1.0.37-21.6.3

Wireless Driver Yersion | 3.91.39.0 (\Wireless is enablad)
Wireless BSSID 00:90:95:00:00:04

Ethernet MAC Address 00:90:95:00:00:01
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ADSL Line

This page shows all information for ADSL.
For knowing the quality of the ADSL
connection, please click ADSL BER Test

ADSL Line Status

Current adsl line status is as the below.

button to have advanced information. Lie Hode Li0s Siate . jrown

Latency Type Line Up Time Duration |RM/2
Click More Information to show more Line Coding Litle to count 0
detal Iaj |nf0rmat| on abOUt ADSL LI ne Statistics Downstream Upstream
Status. Line Rate

Attainable Line Rate
MNoise Margin

Line Attenuation

Output Power

More Information #

ADSL BER Test

ADSL BER Test

ADSL BER Test - Start

This test determines the quality of the ADSL

. . . . The 2DSL Bit Error Rate (RER) test

connection. It is done by transferring idle determines the quality of the ADSL

cells contai ning aknown paItern and connection. The test is done by transferring
. . . . idle cells containing a known pattern and

comparing the received datawith this known comparing the received data with this

pattern to check for errors. known pattern ta check for any errors.

Select the test duration below and click
"Start",

Tested Time (sec): IED vl
Star‘tl Close |

After select the test duration timeand click | ARl i r
Sart, the following dialog appears to tell ADSL BER Test - Runni |
you the test is running. You can stop the test et Running

by click Stop or close this dialog by click The ADSL BER testis in progress. The
| connection speed s Khps, The test will
Close. run for 20 seconds.,

Click "Stop" to terminate the test,

Stupl Close |
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When the test is over, the result will be

shown on the following dialog for your ADSL BER Test - Result N
reference. Click Closeto close this dialog. est-Resu

The ADSL BER test completed sucoessfully.,

Tested Time 20

Total Transferred Bits u}

Total Error Bits 0

Error Ratio Mot Applicable

Close |

Internet Connection
This page displays the connection Internet Connection
Informdlon for your router' SUCh as WC Current Internet connections are listed below.
name, category, protocol, invoking NAT or PYC Name | ¥PI/¥CI | Category | Protocol | NAT | QS| WAN IP Address | Status/
not, |P address, link status and so on. oppoe_g 51| oms | wer | P72 [on [ an Lo lown

Traffic Statistics

This table shows the records of data going Traffic Statistics

through the LAN and WAN interface_ For The statistics of user data gaing through your ADSL rauter are listed belaw,
each interface, cumulative totals are e Received Jran: mited
. . . Bytes Packets Errors Drops Bytes Packets Errors Drops

dlqjlayaj for Recevaj and Trangnlttaj' Ethernet 169261 1633 u] u] 703268 2065 u] u]
UsB [u] [u] [u] [u] [u] [u] [u] [u]
Wireless |0 0 0 0 8560 71 15 0
WAN 0 0 0 0 0 0 0 0

DHCP Table

Thistable shows all DHCP clientswho get  DHcp Table
their P addresses from your ADSL Router.

Those devices which get their IP addresses from your ADSL router are

For each DHCP client, it shows the Host listed below.
Name, MAC Addr&ss, IPAddress and the Host Name | MAC Address IP Address |Lease Time
Lease Time. cN 00:C1:26:0A:69:28 | 192.168.1.2 | 00:23:47:17
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Wireless Client

This table shows the MAC address for all of
wireless LAN clients currently associated to
your DSL Rouiter.

Routing Table

This table shows the routing method that
your router uses.

ARP Table

This table shows the | P address record for
| P-to-Physical trandlation in your router.

Wireless Clients Table
All of wireless LAN clients currently associated to your DSL Router are listed below,

NOTE: The list below might include wireless clients which are no longer connected to your
DSL Router You need to wait for a few seconds for the list to be fully updated,

‘ MAC Address | On-line Time

Routing Table

Al of current routing rules in your DSL Router are listed below,

Destination | Netmask Gateway | Interface | Metric
192,168.1.0 | 255.255.255.0 |0.0.0.0 brd u]
ARP Table

The IP-to-Physical address translation entries recorded in your DSL Router
are listed below,

IP address |Physical Address | Interface | Type
192,168.1.2 | 00:C1:26:04:69:28 | brO Dynamic
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Advanced Setup

Local Network- IP Address

This page is the same as you can seein the Configure LAN side Settings page while running the
Quick Setup. It allows you to set IPAddress and Subnet Mask values for LAN interface.

Primary IPAddress:
Typein the first IP address that you got from
your ISP for your LAN connection.

LAN IP Address Configuration

Enter the ADSL router IP address and subnet mask for LAN interface.

Subnet Mask: Frimary IF Address:  |192.168.1.1

Type in the subnet mask that you got from Subnet Mask; 255.255.255.0

your ISP for your LAN connection. e =

HOQ Name [ configure secondary 1P address and subnet mask,

List the host name of this device.

MTU:
Domain Name:
List the name of domain.

Configurethe second IPAddressand
Subnet Mask for LAN interface:

Check this box to make another set of 1P
Address and Subnet Mask to connect to your
router if they are not included in the range
that DHCP server accepts.

Secondary IPAddress:
Type in the second | P address that you got
from your 1SPfor your LAN connection.

Subnet Mask:
Type in the subnet mask that you got from
your ISP for your LAN connection.

MTU:

It means the maximum size of the packet
that transmitted in the network. The packet
of the data greater than the number set here
will be divided into several packets for
transmitting. Type in the number into the
field of MTU. The default setting is 1500.

Apply:

Click this button to activate the settings
listed above.

Local Network - DHCP Server
This allows you to set DHCP server on LAN interface.

1500 | (default: 1500)

Apply Mew settings only take effect after yvour ADSL router is rebooted. If necessary,
reconfigure your PC's IP address to match new settings,
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DHCP Server On:

Check thisitem if DHCP service is needed
on the LAN. The router will assign IP
address, gateway address for each of your
PCs.

Sart IPAddress:
Type in the start point | P address.

End IPAddress:
Type in the end point | P address.

Leased Time:
Typein the duration for the time. The default
is 1day.

Relay On:
Click this button to have arelay setting. And
typeinthe Server IPin thisfield.

Server and Relay Off:
Check thisitem if DHCP service isn't
needed on the LAN.

Apply:
Click this button to activate the settings
listed above.

You can reserve one specific IP address for a
certain PC for certain purpose. Simply add a
mapping entry of MAC address & |P address
for that PC by pressing the View Reserved
IPAddress List button. The following
picture will appear.

Click the Add button to open another dialog
asfollows. On PCs MAC Address and
Assigned IPAddress boxes, please typein
the correct information for the one that you
want to add and click Apply.

DHCP Server Configuration

Enahling DHCP Server on LAN interface can pravide the proper IP address settings to your
computer.,

MNOTE: New settings only take effect after the router is rebooted. If necessary, reconfigure
your PC's IP address to match new settings.

@ DHCP Server On Start IR 192.168.1.2
End IP: 192.168.1.254
Lease Time: 1 days |0 hours |0 minutes

Reserved IP Address List |

|192.168.12

 Relay On Relay to Server [P

 Server and Relay Off

Apply

Internet Explorer

Reserved IP Address List

You can reserve one specific ip address for a certain
PC by adding the mapping entry of MAC address & IP

address.
MAC Address IP Address |De|ete |
.&ddl Close |

Add a new reserved IP address entry

PC's MAC Address: |
(e.g.,00:90:96:01:24:3B)
Assigned IP Address: |
(e.3.,192,168.1.2)
= Back | Apply |
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The new one will be shown on the dialog : : 01:24:38,19 B
right away. That is, the specified address will Reserved IP Address List |
be reservaj and not be mgnaj by DHCP You can reserve one specific ip address for a certain

for other computer. PC by adding the mapping entry of MAC address & IP
address,

MAC Address IP Address Delete
00:90:96:01: 2438 192.168.1.2 [ﬁ:ﬂ

Add | Close |
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Local Network — UPNP

The UPnPis available only for Windows XP. If you are not user of Windows XP, this page does not
have any meaning to you.

This page alows you to enable the UPnP UPNP Configuration

fUnCtlon through the Web pwe for your Enabling the UPnP IGD and NAT Traversal functon allows the users to perform
router more applications behind MAT without additional configuration settings or ALG
. sUpport on your ADSL router,

_E_éEnab\e UPhP

Apply

Internet-Connections Setting

To set WAN settings for each service, please open Advanced— I nternet Setting. This page allows
you to add new WAN settings, to edit or remove created WAN settings.

If you click the Connect line under the PV C  internet connection configuration
Name item, the system will CONNECt 10 AN e e aopi e chonans ot rabant the system.
automatically. If the WAN connection is OK,

WAN IP A
- - - PYC Name |VYPIfVCI| Category Protocol NAT| QoS MTU | Edit
you can check the detailed information Address
I pppoe_B_35_1 FPPOE Auto -
di reCtIy. Connect & 8135 UBR || Cranap| O | 0N | jocigneg | 1492 @

The Internet connection is NOT active if PUC name is marked with {*. You 2dd| | Finish
need to click "Finish" to apply changes and reboot the system for activating —I—I

this PUC,

Adding a New One

You haveto typein the VPI and VCI valuesin the entry boxes. Then click Next. The screen will get
into the Connection Type page of Quick Setup and ask you to fill in the data according to the
request of the screen. Refer to Quick Setup for more information if you don’t know how to set the
configuration.

To add anew WAN connection, please click the Add button. The following screen appears.

VPl (VI rtual Path |dent|f|er) Configure Internet Connection -- ATM PYC

Identifies the virtual path between endel nts D\ea_s; gnl;:er WPI ?QFE" wCI numbers for the Internet connection which is
. . . provided by your ISP,

in an ATM network. The valid rangeisfrom

0 to 255. You cannot type in the number . ,25_ Eg’;_::;gs)
randomly if you desire. Please refer to the ‘

Val ue that your |SP ga\/e Service Category; UER Without PCR vl

VCI (Virtual Channd Identifier):

Identifies the virtual channel endpointsin an

ATM network. Thevalid range is from 32 to

65535 (1 to 31 isreserved for well-known e R
protocols). You cannot type in the number

randomly if you desire. Please refer to the

value that your ISP gave.

Service Category:

It decides the size and rate for the packets of
the dataiin different service type. There are
five categories provided here for your
selection. Please choose any one of it asyou
desired.
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If you choose Non Realtime VBR, you have
to typein the following data.
provided by your ISP,

Therange for Peak Cell Rateisfrom 1 to wr [ (02ss)

1690. ver:[35  (32-65535)
Therange for Sustainable Cell Rate is from e

Service Categaory:
1 to 1689 and must be smaller than Peak Cell B cellajs (1-1650)

Configure Internet Connection -- ATM PYC

Please enter wPI and VCI numbers for the Internet connection which is

Peak Cell Rate:

Rate‘ Sustainable Cell I—D cells/s (1-1699)

Rate:

Therangefor Maximum Burst SizeiSfrom 1 wasimum purst size: [o eslisys (1-10m)
to 100.

< Back | Next =

After CIiCk NeXt, y0u W|” see the Web page Configure Internet Connection - Connection Type
I |Sted as the rl ght ChOO% the prOtOCOI that Select the protocol and encapsulation type with the ATM PYC that your ISP has
you want. And click Next again. ISTERRE O 2

& PpP over Ethernet (PPPOE)
 Bridging

Encapsulation Type: ILLCfSNAP -
< Back MNext = I

The WAN [P settings will differ dightly
according to the protocol that you choose.
Th|S graphIC iS the one tha[ you WI” get If & Obtain an I[P address autamatically

you choose to add a new interface of € Use the follawing IP address:
PPPoA/PPPoE mode. You can check Enable WANIP Address: |00.0.0

NAT or Enable Qos for your necessity. And
you can set the MTU value in this page.

Configure Internet Connection - WAN IP Settings

Enter information provided to you by your 15P to configure the WAN IP settings.

¥ Enable M&T

¥ Enable Qos

Enabling IP QoS for a PVYC can improve performance for selected classes of
applications, Please assign the priorities for various applications from the
Advanced... |Quality of Service menu, Be aware that IP Q0% also consumes system
resources, the number of created PYCs will be reduced consequently,

MTU: |1492 (default; 1492)

< Back I NEeRE >

If yOU Want tO add anew |ntafme Of PPPOE Configure Internet Connection - PPP User Name and Password

mode and Choo% PPPOE from the pre” ous 'I:E order to establish the Internet connection, please enter PPP user name and password
. at your ISP has provided.

web page, you will get aweb page as the

graphic listed inright side. PeP User Name: |

PPP Password: |

Please refer to Quick Setup for more Session established by: = Ahways on
informatio_n if you don’t know how to set the e ity o BT rinutes
configuration. o Manuslly Connact

Disconnect if no activity for |20 minutes
< Back Next »

If you Want to add anew Interfa:e Of Configure Internet Connection - WAN IP Setting

Brldgl ng mode and ChOOSG Bl’ldglng from E:tarmfnrmatmm provided to you by your ISP to configure the WAN IP settings.
) . Mone

the previous web page, you will get aweb & Gbtain an 1P adress automatically

page as the graphIC |ISted II"I r|ght Sde. © Use the following IP address:

WAN IP Address:

. waN subnetMask: [
Please refer to Quick Setup for more Defauit Gatewar: [

information if you don’t know how to set the
configuration.

Obtain DNS server address automatically

aw

Use the following DNS server addresses:
Primary DNS server:
Secondary DNS server:

Enable NaT

<

<

Enable QoS

Enabling 1P QoS for a PYC can imprave performance for selected classes of
spplications, Flease assign the priorities for various applications from the
Advanced..|Quality of Service menu. Be aware that IF QoS also consumes system

resources, the number of created PUCs will be reduced consequently.

< Back | Mext >
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Internet - DNS Server

If Enable Automatic Assigned DNS checkbox is selected, this router will accept the fir st received
DNS assignment from one of the PPPoA, PPPOE or MER/DHCP enabled PV C(s) during the
connection establishment. If the checkbox is not selected, it is necessary for you to enter the primary
and optional secondary DNS server |P addresses. After type in the address, click Apply button to
saveit and invokeit.

Enable Automatic Assigned DNS:

DNS Server Configuration

CheCk thl s box to enabl e th|S funCtlon: Or If Enahle Automatic Assigned DMS checkhox is selected, this router will accept the first
H H H received DNS assignment from the PPPoa, PPPoE ar MER/DHCP enabled PVC(s) during the
unCheCk th's box to dl Sabl e |t connection establishrment. If the checkbox is not selected, enter the primary and optional

secondary DNS server [P addresses, Click "apply” to save it.

Primary DNS server:
Typein your primary DNS server.

l_ Enable Automatic Assigned DNS

Primary DNS server: I—
%Condary DNS server. Secondary DNS server:l

Type in the secondary DNS server.
Apply If changing from unselected Automatic Assigned DNS to selected Autamatic
Assigned DMNS, you must restart your ADSL router to get DNS addresses

If you are satisfied the settings, click Apply. sutomatically.

Internet - IGMP Proxy

The Internet Group Management Protocol (IGMP) is an Internet protocol that provides away for an
Internet computer to report its multicast group membership to adjacent routers.

Wireless

/—

Ethernet G

Telephone
/ Line
USB

The hosts interact with the system through the exchange of |GM P messages. When you want to
configure IGMP proxy, the system will interact with other router through the exchange of IGMP
messages. However, when acting as the proxy, the system performs the host portion of the IGMP
task asfollows:

»  Whenitisqueried, the system will send group membership reports to the group.

»  When one of the hosts joins a multicast address group to which none of other hosts belong, the
system will send unsolicited group membership reports to that group.

»  Whenthelast of hostsin aparticular multicast group leaves the group, the system will send a
leave group membership report to the routers group.

| nter net COnneCt'On IGMP Proxy Configuration
Thisfield displays the internet connection B e oy S a2 oot o play
that you currently use.
Internet Connection IGMP Proxy Enabled
IGMP Proxy Enabled: Pppoe_B_35_1 r
Check this box to enable this function or
Apply

uncheck this box to disable this function.
After finish the settings, click Apply.
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Internet - ADSL Settings

Enable ADSL Port:

Check this box to enable this function. It
simply invokes the line mode that you
choose here for the router.

Select the support of line modes:

There are several selectionsfor your
choosing. Select the one that you need. For
Example, if you want to change one or more
physical layer parameters while the ATU-x is
in data transfer state, and the transmission
errors will not be present, please choose
ADSL2.

Capability Enabled:
Two items are provided here for you to
choose.

Bitswap:

It is amandatory receiver initiated feature to
maintain the operating conditions of the
modem during changing environment
conditions. It reallocates the data bits and
power among the allowed carriers without
modification of the higher layer control
parameters in the ATU. After a bit swapping
reconfiguration, the total data rate and the
datarate on each latency path is unchanged.
Check this box to enable the function. If not,
uncheck this box to close the function.

Seamless Rate Adaptation:

It enablesthe ADSL 2 system to change the
data rate of the connection while in operation
without any service interruption or bit errors.
Check this box to enable the function. If not,
uncheck this box to close the function.

IP Routing - Static Route

ADSL Settings

¥ Enahle ADSL Port

Select the support of line mades: W G.dmt F Glite M T1.413

¥ apstz W ResDSLZ W oaDSL2+

™ annex M

Capahility Enabled:

Apply |

¥ Bitswap [~ Seamless Rate Adaptation

Routing Table shows all static route status and allows you to add new static | P route or delete |IP
route. A Static IP Routing is a manually defined path, which determines the data transmitting route.
If your local network is composed of multiple subnets, you may want to specify arouting path to the

routing table.

Destination Network Address:
Display the |P address that the data packets
are to be sent.

Netmask:
Display the subnet mask that the data
transmitting is passing through.

Gateway:
Display the gateway that the data
transmitting is passing through.

WAN Interface:
Display the interface that the data
transmitting is passing through.

Delete:
Allow you to remove the selected static route

Static Route

Current static routes:

WAN
Interface

Destination MNetmask ‘ Gateway ‘ Delete ‘

Add
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settings.

Adding a New One

To add a static route, please choose Static Route - Add. Type the destination network address, subnet
mask and gateway that you get from ISP and click Apply.

Destination Network Address: add New Static Route
The deStl nal on I P Eddre$ Of the netWOI‘k Enter the Destination Network Address, Netmask, Gateway or available WaN interface
Whae dma paCketS are tO be %nt then click "apply" to add the entry to the routing table.
Subna M ag( Destination Metwork (For default route, type 0.0.0.0 or leave blank)
Type in the subnet mask that you got from - ‘:dd"ff“ —
|SP etmask:
Forward Packets to
Gateway | PAddress: & Gataws N
o ¥ IP Address;
Click this button to invoke this function. © waN Interface: pppoe_8_35_1 'I
Type in the gateway that you got from ISP,
WAN | t f < Back | Apply
nterrace:

Click this button to invoke this function and
choose the one from the drop down menu.

Click Apply to view the routing result. This page shows all the routing table of data packets going
through your ADSL Router.

Remove Static Route

If you don’'t want the static route that you Static Route
created, please click theicon under Delete  purent statieroutes:

| Destination Netmask ‘ Gateway | WAN Interface ‘ Delete

from Routi ng Table. |U.U‘U‘U 255,255 255.0 ‘192‘168‘1.1 | ‘ il

|
|
Ladd|

A dial 0g appears to ask you to confirm the 4§ ADSL Router - Microsoft Internet Explorer
action. Click Yes to remove the static route,
or click No to keep the setting.

Are you sure to delete this entry?

¥ES

Configuring Other Routers on Your LAN

It isessentia that all 1P packets for devices that are not on the local LAN can be passed to the Router,
so that they can be forwarded to the external LAN, WAN, or Internet. To achieve this, thelocal LAN
must be configured to use the Router as the default route or default gateway.

Local Router

Thelocal router isthe Router installed on the same LAN segment as the Router. This router requires
that the default route is the Router itself. Typically, routers have a special entry for the default route.
It should be configured as follows.

Destination: Normally 0.0.0.0 but check your router documentation.
Subnet Mask: Normally 0.0.0.0 but check your router documentation.
Gateway: The IPAddress of the Router.

Other Routers on the Local LAN
Other routers on the local LAN must use the Router’s Local Router as the Default Route. The entries
will be the same as the Router’s local router, with the exception of the Gateway |PAddress.

O  For arouter with adirect connection to the Router’s local Router, the Gateway IPAddressis
the address of the Router’s local router.
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O  For routers which must forward packets to another router before reaching the Router’s local
router, the Gateway |PAddressis the address of the intermediate router.

Example — Static Route
Here provides you an example of Static Route.

192,168.1.x

192.168.1.254

RouterB = e

For the Router’s Routing Table

192.168.1.1 10.1.1.1 _Internet
B e

e

sssssse

ADSL
Router

For the LAN shown above, with 2 routers and 3 LAN segments, the Router requiresto add 2 static

routes as follows:

ADSL Router Destination 192.168.10.0
Subnet Mask ~ 255.255.255.0 (Standard Class C)
Gateway 192.168.1.254 (Router B)

IP Routing — Dynamic Routing

Routing Information Protocol (RIP) is utilized as a means of exchanging routing information
between routers. It helps the routers to determine optimal routes. This page allows you to

enable/disable this function.

RIP Version:

It incorporates the RIP information when
receiving and broadcasting the RIP packets.
From the drop down list, select aRIP version
to be accepted, 1, 2 or both.

Operation Mode:

There are two modes for you to choose, Active
and Passive. Select Active for transmitting and
receiving data, or select Passive for receiving
data only.

Enabled:

Click Enabled to enable the RIP function on
different interface. Otherwise, disable this
function.

Click Apply to invoke the settings set here.

Dynamic Routing

You can enable RIP function on serveral interfaces of your ADSL router. Select
the desired RIF version and operation mode, then tick the 'Enabled’ checkbox
to enable RIP when vou click "Apply", or leave it unticked if you would like to
disable RIP on those interfaces.

Interface RIP ¥ersion | Operation Mode Enabled
LAN I 2 ;I IAENVE ;I r
nppoe_8_35_1 | 2 = |Passivej r
Apply
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Virtual Servers-Port Forwarding

The Router implements NAT to let your entire local network appear as a single machineto the
Internet. The typical situation isthat you have local serversfor different services and you want to
make them publicly accessible. With NAT applied, it will tranglate the internal 1P addresses of these
serversto asingle P address that is unique on the Internet. NAT function not only eliminates the
need for multiple public |P addresses but also provides a measure of security for your LAN.

When the router receives an incoming | P packet requesting for access to your local server, the router
will recognize the service type according to the port number in this packet (e.g., port 80 indicates
HTTP service and port 21 indicates FTP service). By specifying the port number, you tell the router
which service should be forwarded to the local |P address you specify.

After you setting the virtual server you should modify the filter rule whichever port and service you
set on virtua server. Because the firewall has protect the route by filter rule so that you should
update the filter rule after you set up virtual server.

Virtual Server allows you to make servers on your LAN accessible to Internet users. Normally,
Internet users would not be able to access a server on your LAN because:

O  Your server does not have avalid external IPAddress.
O  Attemptsto connect to devices on your LAN are blocked by the firewall in this device.

The Virtual Server feature solves these problems and allows Internet users to connect to your servers,

asillustrated below:

192.168.1.1
(LAN IP Address)

B R

Router =
192.168.1.10 203.70.212.52 192.168.1.20
(Web Server) (WAN IP Address) (FTP Server)

Internet

LS LS

Http://203.70.212.52 Ftp://203.70.212.52
(Remote PC using (Remote PC using
Web Server) FTP Server)
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IP Address seen by Internet Users
Please note that, in the above picture, both Internet users are connecting to the same | P address, but
using different protocols.

To Internet users, all virtual serverson your LAN have the same IPAddress. This|IPAddressis
alocated by your ISP, This address should be static, rather than dynamic, to make it easier for

Internet usersto connect to your Servers. However, you can use Dynamic DNS feature to allow
users to connect to your virtual serversby using aURL, instead of an |P address.

To set avirtual server, please open the
Virtual Serversitem from the Advanced
Setup - NAT menu.

Add New Port Forwarding

Port Forwarding

Create the port forwarding rules to allow certain applications or server
software to work on your computers if the Internet connection uses NAT.

External Packet | Internal Host
|IP Address | Protocol | Port | 1P Address | Port

Application Name IDE|EtE

Add

To add a new Port Forwarding, please click Add from the Port Forwarding web page.

Pre-defined

Choose one of the services type from the
first drop down list, such as Audio/Video,
Games and so on. In the second drop down
list, choose the name of the application that
you want to use with the type that you select
inthefirst list.

User defined:
Type anew service name for building a
customized service for specific reason.

Add New Port Forwarding Rule

Application Name:

@ pre-defined: AudiofVideo ;I

 User defined:

From Internet Host IP Address: IA]-L v
Forward to Internal Host IP Address: I
< Back | Apply |
Add New Port Forwarding Rule
Application Mame:
& Ppre-defined: Audio/Video =] | Gamerades =l

© User defined:

From Internet Host IR d
Forward to Internal Hg
< Back | Apply |

Add New Port Forwarding Rule

Application Name:

& Ppre-defined: Andiofideo = I e =

 User defined: ¢
IstreamVideo?HP

From Internet Host 1P Address: IA]-L o
Media Player 7

Forward to Internal Host IP address: | Realbwdio
RealFlayor & Flus

SoutCast

< Back | Apply |
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From I nternet HOﬁ I PAddreSS From Internet Host IP Address:
Select theinitia place for port forwarding. If
you choose SINGLE, abox will appear for
you to fill in the |P address for the specific
host. And, if you choose SUBNET, the boxes ...
of 1Pand Subnet will appear for you tofill in oo 28]
the IP address and subnet mask for the

specific host as the start point.

Forveard to Internal Host IP Address:

Forwarded to Internet Host | P Address:
Type in the address for the host used as the
place that information will be forwarded.

| P addresses can be automatically redirected to local servers configured with private |P addresses. In
other words, depending on the requested service (TCP/UDP port number), the router redirects the
external service request to the appropriate server (located at another internal |P address).

After adding anew virtual server, click part Forwarding
Apply Create the port forwarding rules to allow certain applications or server
software to work on your computers if the Internet connection uses MNAT,
The f0| | 0W| ng screen Wl | I be ShOWﬂ to — External Packet Internal Host
dISp|ay the StatUS for new ones. CopMeim M IP Address | Protocol 2?:; IP Address EEZ;t Delete
Camerades ALL TCRADP |5 g | 192.168.1.200 | 500" | T
If you do not want the new server that you -
added, please check the Delete box of that
one and click the Delete button to discard it. sdd | | Delets |

Or if you want to add another one again,
click Add to add anew one.

Connecting to the Virtual Servers

Once configured, anyone on the Internet can connect to your Virtual Servers. They must use the
Internet IPAddress (the IPAddress allocated to you by your ISP)  For example,

Http://203.70.212.52
Ftp://203.70.212.52

It is more convenient if you are using a Fixed IP Address from your ISP, rather than Dynamic.
However, you can use the Dynamic DNS feature to allow users to connect to your Virtual Server
through a URL, rather than an IPAddress.

Virtual Servers-Port Triggering

When the router detects outbound traffic on  port Triggering

aspeCIfIC port, it will set up the pOI’t Port triggering funcion is a conditional port forwarding feature, When your
forwarding rules temporarily on the port b he RO forwardig T ot emaar iy am the Fars ranaee you apediyta
ranges that you specify to allow inbound e e, i et ey G o o appssions
traffic. It is supposed to increase the support 2= mliele connection.

for Internet gaming, video conferencing, and | appiication name | Trigger | Open | petete
Internet telephony due to the applications [ protocol | _port | Protocol | _Porc |
require multiple connection. T

To add a new port triggering, click Add to

. Add N Port Tri i Rul
open this web page. Than choose an o e Traserna FEe

application name from the Pre-defined list Application Name: @ pre-defined: |-kl
box. The system provides 9 items for your © User defined:
choice.

Apply
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Add New Port Trigoering Rule

Application Mame: & pre-defined:

© User defined:

Apply |

Or define by yourself by typing the words
into the field of User defined.

Click Apply to complete the setting.

Virtual Servers - DMZ Host

Direct Mapping Zone (DMZ) uses a technology that makes Router forwarding all incoming packet
to internal specific server.

To close the function of DMZ Host, please

DMZ Host

Cl I Ck D|$ardaj £ DMZ host is a computer on your local network that can be accessed from the Internet
regardless of port forwarding and firew all settings,
TO aCtlvaIe a DM Z hOS, pl ease Cl |Ck Those IP packets from the Internet that do NOT belong to any applications configured in
. the port forwarding table will be:
Forwarded to the DMZ host radio button and * oo
. . * D
type the IPAddress into the field of IP P e the DM st
address of DMZ host, then click Apply. IP sddress of DMZ host;
Apply

This feature allows one computer on your LAN to be exposed to all users on the Internet, allowing
unrestricted 2-way communication between the specified |P address and other Internet users or
Servers.

This allows almost any application to be used on the specified | P address.

The specified | P address will receive al “Unknown” connections and data.

If the DMZ feature is enabled, you must type in numbers to specify an IP address.
The DMZ feature can be Enabled and Disabled on the NAT setting screen.

o o o o
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Virtual Servers - Dynamic DNS

The Dynamic DNS (Dynamic Domain Name System) combines both functions of DNS and DHCP
to map adynamic IPinto afixed domain name. This page allows you to access into virtual servers

with adomain name and password.

Dynamic DNS
Selects Enable to enable DDNS; select
Disabled to disable this function.

Internet Connection
Selects the interface that you want to use for
connecting Internet.

User Name
Type in the user name that you registered in
www.dyndns.org.

Password
Type in the password that you registered in
www.dyndns.org.

Domain Name

Type in the domain name that you registered
in www.dyndns.org. You can use letters and
dash for naming, yet other characters are not
allowed to use for preventing from making
troubles.

Satus
It displays current status.

Dynamic DNS Configuration
This page allows you to provide Internet users with a domain name (instead of
an IP address) to access your virtual servers, This ADSL router supports

dynamic DMS service provided by the provider bt/ fwewew . dyndns.org’ or
"http: ffwenewe £20.com’. Please register this service at these providers first.

Dynamic DNS: " Disahled éfi_éEnabled

Dynamic DMNS Provider: | DynDNS.arg 'I
Internet Connection: | pppoe_8_35_1 'I

User Name: |

Password: |

Domain Mame: |

Status:

Apply
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Firewall

Thefirewall is a software that interrupts the data between the Internet and your computer. It isthe
TCP/IP equivaent of a security gate at the entrance to your company. All data must pass through it,
and the firewall (functions as a security guard) will allow only authorized data to be passed into the
LAN.

What the firewall can do? It can:

O  deny or permit any packet from passing through explicitly

O  distinguish between various interfaces and match on the following fields:
€ source and destination | P address
¢ port

To keep track of the performance of |P Filter, alogging device is used which supports logging of the
TCP/UDP and IP packet headers and the first 129 bytes of the packet (including headers) when a
packet is successfully passed through, a packet is blocked from passing through and it matches a
rule setup to look for suspicious packets

Filtering by IP address
An example for firewall setup:

rc1 IR

soasoew

|
Router ‘
PC2

This picture is the most common and easiest way to employ the firewall. Basically, you can install a
packet-filtering router at the Internet gateway and then configures the filter rule in the router to block
or filter protocols and addresses. The systems behind the router usually have a direct access to the
Internet, however some dangerous services such as NIS and NFS are usually blocked.

For the security of your router, set the firewall is an important issue.
Choose Disabled to disable the firewall

. i A IP Filtering
funq|0n. CIICk Enabled _to InVOke the This page allows you to specify the [P packet filtering rules to prevent the
settl ngs that yOU set In th|S Web page services accessecd from the Internet hosts or limit the Internet access for
local hosts,
1P Filtering: ' Disabled © Enabled Apply |
To open the IP Filtering, please click the 1P Filtering

Enabled raj|0 bUtton' The Web pwe WI“ be Thizs page allows you to specify the [P packet filtering rules to prevent the
Shown as the rlght p| cture. services accessed from the Internet hosts or limit the Internet access for local

hosts,

Select the direction to filter packets:

The way of the data transmission. In Bound IPFitering: O Disabled  ® Enabled
means the data is transferred from outside

onto your computer. Out Bound means the

Select the direction to filter packets: ® outbound traffic O Inbound traffic

data iS transferred from your C0mpUtef Onto Protocol Source IP addr | Dest IP addr :tn: Ra:g: Allow Edit
outside through Internet. Please choose il
Outbound traffic or Inbound traffic as the add

direction for filtering packets.
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Then, to add anew IP Filtering, click Add.

This page provides some settings for you to
adjust for adding a new outbound IP

Add New Outbound IP Filtering Rule

Filteri ng. allow Traffic @ ves O Mo
A”OW Tl'affiC' Protocal: TCP 5
No stops the data transmission, Yes lets the Souree [P address: AL S
data paSS through Destination IP address: ALL v
Port Range: Start End
Protocol: Protocaol: TCR »

Here provide several default policies for L
security levelsfor you to choose. If you LIDF
don’'t want to use the predefined setting, you [CMP
can use User Defined to set a customized AH
protocol for your necessity. When you ESp
choose User Defined setting, you have to GRE
typein aport number inthe “as’ field. ALL
User Defined

Add NMew OQutbound IP Filtering Rule

Allow Traffic @ ves O MNa

Protocol: User Defined as

L Source IP address:
Source/Destination | P address:

To specify |P addressto alow or deny data
transmission, please pull down the
drop-down menu to choose a proper one.
All: This setting meansthat all the IP
addressed in the network are allowed or
denied to pass through in Internet. If you
choose Single, an |P address field will
appear to theright side. You have to typein Saurce IP address:
the specific | P address as the start/end point Destination 17 address:  [ALL v

to let the router identify for granting or Port Range: ctart Erd
denying pass through. If you choose Subnet,

the | P address and Netmask will appear to
the right side. Please type in the specific IP
address and Netmask as the start/end point to
let the router identify for granting or denying
pass through.

Add New OQuthound IP Filtering Rule

Allow Traffic @ ves O Mo

Protocal: TCR b
1P addr:

Metmask:

Port Range:

The port range is from 0 to 65535. Please
typein the start point and end point for the
IPFiltering.

After finish the settings, click Apply. A
new one will be added and shown on the
web page.
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A new |Pfiltering setting for Outbound
traffic is created in the web page. To edit the
setting, please click the pencil mark to get
into the editing page. To delete the setting,
click the trash mark to eraseiit. To set
another IPfiltering, click Add again.

For adding anew Inbound IP Filtering, click
Inbound traffic in the item of Select the
direction to filter packets. Use the same
way to add a new one as stated above.

Quality of Service

IP Filtering

This page allows you to specify the IP packet filtering rules to prevent the
services accessed from the Internet hosts or limit the Internet access for local
hiosts.,

IF Filtering: & Disahled & Enabled Apply

Select the direction to filker packets: & outhound traffic & Inbound traffic

Port Range
Protocol | Source IP addr | Dest IP addr Allow Edit
Start | End
UDP BLL AL o 65535 # W
Add
Add Mew Inbound IP Filtering Rule
sllaw Traffic O Mo
Protocal: v
Source IP address: ALL be
Destination IP address: ALL v
Port Range: Start End
Apply

QoS (Quality of Service) isan industry-wide initiative to provide preferential treatment to certain
subsets of data, enabling that data to traverse the Internet or intranet with higher quality transmission

service.

Bridge QoS

To classify the upstream traffic by assigning
the transmission priority for data of different
users, please use Bridge QoS to prioritize the
data transmission.

The Bridge QoS allows you to set the
settings based on layer two | P packets.

Traffic Class Name:
Type in aname asthe traffic class for
identification.

802.1p Priority:

Each incoming packet will be mapped to a
specific priority level, so that these levels
may be acted on individually to deliver
traffic differentiation. Please choose the
number (from 0 to 7) for the 802.1p Priority.

Traffic Priority:
There are three options — Low, Medium, and
High that you can choose.

| P Precedence:
The number you choose here decides the
type of the IP address processed. No change

Bridge QoS

This page allows you to classify the upstream traffic (ta the Internet) by assigning the
transmission priority for various user data. Bridge QoS function prioritizes the data
transmission based on layer 2 bridge packsts.

‘Trﬂfﬁc Name | Priority IP Precedence |IP TOS |BI32.1D | Delete ‘

Add

Add New Bridge Q0% Traffic Rule
all of spacified condfions in the traffic nde must be satisfied far the rule ta take affect
Traffic Class Name: '—
Traffic Conditions

£42.1p Priarity: g

Acsign Priarity far this Teatfie Ruln
Tral ¥i lew =

<#ack | [apaly |
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isthe default setting.

I Ptype of Service:

The system provides some types of service
for you to choose. The meaning of each type
is the same as the denotation. The default
oneisNo change.

IPQOS
To classify the upstream traffic by assigning ~ »ees
the transmission priority of the data for o LS PO o var s e ok, 19 Gt b e oy eas e 4ot branim=sion

based on layer 3 [P packets.

different users, please use IP QoSto
prioritize the data transmission.

Traffic
Name

IP TOS | Protocel | Source IP Delete

Source port

Dest IP
Dest port

Priority ‘IP Precedence

Add

The IP QoS allows you to set the settings
based on layer three IP packets.

To add anew QoS setting, please Add in the fdd New IP QoS Traffic Rule

. . 2l of specified conditions in the traffic rule must be satisfied for the rule to take effect.
page of Quality of Service, apage same as
the right side will appear.

Traffic Class Mame: |

Traffic Conditions

Protocal: TCEADF |«

Tr affl c Cl ass Name Source IP Address: ,— Subnet Mask:
Type in aname as the traffic class for Source Port startendy; [ o[
identification. Destination 1P Address: Subnat Mask:

Destination Portistart-end): -

Assign Priority for this Traffic Rule

Traffic Priority: Low =

1P Precedence: Mo Change |« The corresponding 'Precedence’ value in the IP header of th
upstream packets will be overwritten by selected value,

1P Type of Service: No Change 2| The corresponding 'TOS' value in the 1P header of the
upstream packets will be overwritten by selected value,
< Back Apply

Protocaol:

Protocol:

Choose the proper interface for this function.
If you don’'t know how to select, smply use
the default one, TCP/UDP.

Source |PAddress/ Subnet Mask:

You haveto type in the source | P address
(ex: 192.168.1.50) and subnet mask
(ex:255.255.255.0) for the application (ex:
FTR, HTTP and so on) that you want to
invoke the QoS traffic rule.

Sour ce Port:

Except the |P address, you also have to enter
the source port. Type in the source port for
the traffic rule. The rangeis from 0 to 65535.

Destination | P Address/Subnet M ask:

You haveto typein the destination IP
address (ex: 192.168.1.254) and subnet mask
(ex:255.255.255.0) for the application that
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you want to invoke the QoS traffic rule.

Destination Port:

Type in the destination port for the traffic

rule. Therangeisfrom O to 65535.

Traffic Priority:

There are three options — Low, Medium, and
High that you can choose. It decides the
order of each data transmitted through this
device.

| P Precedence:

The number you choose here decides the
type of the IP address processed. No change

isthe default setting.

| Ptype of Service:

The system provides some types of service
for you to choose. The meaning of each type
is the same as the denotation. The default
oneisNo change.

After you click Apply, the new QoS setting
will be shown on the graphic as the right
side. To delete the one you set, smply click
the check button below Delete item and click
Delete button.

Voice Quality
This page allows you to reserve bandwidth

to guarantee the voice quality for aVOIP
phone call.

Port Mapping

This page allows you to configure various
port mapping groups which contains specific
Internet connections and LAN ports. All the
user data can be only transmitted and
received among the interfaces in the groups
that you specified in this page.

Traffic Priority:

0
1
2
3
Apply | g
&
7

IP Precedence:

IP Type of Service:

IP Type of Service:

Apply |

Quality of Service

Traffic Pririty |1
Same Fracedence

1P TOS | BOZ.1P Source IP

Addross start s
Part Part
etmask Netmask
End Port End Port
Ho S (123 192.168.1.100 | 123
e Low Ho Change | o nge 321 255,255 255.0 | 321 r
Add| Delete

Yoice Quality

|:| Reserve bandwidth to guarantee voice quality of WOIP phone call

Port Mapping Configuration

This page allows you to configure various part mapping groups which contains specific
Internet connections and LAN parts, The user data are only transmitted and received
among the interfaces in the group.

MNOTE: DHCP server and all routing/firewsall functions are only available at the Default
group.

LAN Ports Edit
Ethernet, USBE, Wireless

Group Name Internet Connections

Default pppoe_8_35_1
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Group Name: Add New Port Mapping Group

Type |n aname here asa group name. |t Available interfaces can be LAN ports or Internet connections of ATM PYC bridae mode,

must be unique. The word length must not be  sreuz name: The graup name must be unidue,

over the Iength of thefidd. available Interfaces Grouped Interfaces
Ethemet

Available I nterfaces: Wt

The available interfaces (such as Ethernet,

USB, wireless, etc.) will be displayed in the

left side box. When you choose it and click

Add, it will betransferred into the right side

box of Grouped | nterfaces. Yet, if you want

to remove the interface from the current

group, it will be returned back to the Default Sl s i v o 0k i g o e

group (|eft side box) after you click interface will be returned back to the Default group,
Remove.

After finish the settings, click Apply.
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Wireless

The Wireless setting must match the other Wireless stations.

Basic

To set the basic configuration for the wirel ess features, please open Basic item from the Wireless
menu.

Enable Wireless Network:
Click this check box to enable the wireless

netWOrk funCtlon This page allows you to configure basic features of your wireless network, You can enable

or disallJ(\e the \pEur‘e\eis interface, hu:;e thde m?twurkl? from l?ctivehscans‘, set the wireless
. . network name (also known as S5I0) and select the working channel,

Hide Wireless Network:

Checking this box can hide the SSID of this Enable wireless Netwark

Wireless Basic Settings

access point. Then other people in the L Hide wireless Netwark: (rizden S3i0)

network cannot find the SSID of thisdevice, ~ *reess Hetwork Hams (S3ID) RTALOSOW-00000%
Channel: 11

W| re|e$ NetWOI’ k Name (SSI D) Transmission Mode: mixed mode v

The Wstem W|” deteCI the SSI D Of yOUI’ Transmission Rate: Auto ~

router and displayed in thisfield for your Multicast Rate: Pute ¥

reference. Turbo Mode: @ Disabled © Enabled

Wireless User Isolation: Off

The SSID is the identification
characters of a router. The default
words will be shown on this page. If
you do not check the Hide Access Point
item, the router will periodically
broadcasts its SSID to allow the
wireless clients within the range to
recognize its presence. This can create
a security hole since any wireless
clients which got the broadcast might
associate to your system.

Please be noted that if you want to
communicate, all wireless clients
should use the same SSID with the
router or access point.

Channel:

The frequency in which theradio links are
about to be established. Select one channel
that you want from the drop down list.

As an administrator of network, he/she must
search which channels are available and then
assign one available channel asthe Transmission Mode: mixed mode |V

communication channel. All the other clients ode
802.11b anly
B02.11g onl

L. X i T ission Rate:
that want to transmission through this device ransmission Fate

should choose the same channel that you set Multicast Rate:

inthisfield. Turbo Mode: & Disabled © Enahled
Transmission Mode; Wireless User Isolation: Off »

It decides the mode of data transmission.

Choose the one that you want to use from the
drop-down menu. There are 802.11b only,
802.11g only and Mixed M ode provided

here. Transrission Mode: Imixed mode v|

Transrission Rate:
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Transmission Rate: Transmission Mode: IBD2.11b anly vl
It decides the speed of data transmission. o . T
Choose any one of it by using the drop-down Transmission Rate: f‘:;;n —=
menu. This setting will change by the 7 Mbit/s

transmission mode that you set above. If you 5.5 Mbit/s

choose 802.11b only as the transmission _
mode, the transmission rate settings include At :

1, 2, 5.5, 11Mbit/s and auto. If you choose Transmission Maode: IBD2.11g only 'I
802.119, the transmission rate settings

include 1, 2, 5.5,6,9, 11,12,18,24,36,48, Transmission Rate: Auto_ -]
54Mbit/s and auto. If you choose mixed 5.5 Mbit/s |+

. ; B Mhit/s
mode, only Auto is available. 8 Mbit/s

11 Mbit/s
12 Mbit/s
18 Mbit/s
24 Mbitfs
36 Mbit/s
48 Mbit/s
54 Mbit/s __|

Transmission Mode: Imi}{ed mode vI
Transmission Rate: IAutu vl

Multicast Rate:

Multicast Rate:

When the traffics of the file are large, the - o 62116 oy 5
condition of delay will be happened in some Transmission Mode: RO
way, especialy for transmitting multicast Transmission Rate: |Aum -]
movie or service. You can use the default Wulticast Rate: e =]

setting. If you want to speed up the rate,

choose the one from the drop-down list. In 1 Mbit/s

ey : e X 2 Mibit#
addition, the selections for thisitem will be 55 N'mﬁ,fs
different according to the transmission mode 11 Mbit/s
that you choose on this page.
Turbo Mode: o
o - T Mode: |802.11 ly =]

When it is enabled, the data transmission ransmission Mode 47
will be faster for this router. Check Enabled Transmission Rate: IAutn vI
to invoke this function for speeding up the . .
transmission, or check Disabled to close this Multicast Rate: :‘;t;h_ﬂ :,:
function. s
Wireless User | solation: ?1MM'JE’$S
To make the communication between the 12 Mbit/s
clients, please choose Off. To cut the 18 Mbit/s
communication between the clients, please 24 Mbit/s

48 Mhit/s
Click Apply to invoke the settings. 54 Mbit/s

Wirgless User Isolation:
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Security

To configure security features for the Wireless interface, please open Security item from Wireless
menu. This web page offers four authentication protocols for you to secure your data while
connecting to networks. There are four selections including None WPA, 802.1X,WPA, and
WPA-PSK. Different item leads different web page settings. Please read the following information
carefully.

For WPA Disabled

WEP

ADSL

Client o

Protected by WEP only

For Wiresless Security Disabled

Wireless Security:

The DI sa‘bl ed Iteﬂ Offas yOU the Iﬁ This page alluw you to protect your wire\gss network by specifying WEP, 202.1x, or WPA

protection for wireless communication. If ety s e ey et o el et uepen
ou choose Disabled, the Encryption Keys

y . . yp ey Wireless Security: |Disabled hd

will not be shown on this page.

Wireless Security

Apply
For 64-Bit WEP
erele$ %:Urity: Wireless Security
%Iect the WEP mode fOI’ the WEP k This page allow you to protect your wireless network by specifying WER, B02.1x, or WPA
ey

. . . wireless security, Befur_e setting up security, ensure that your wireless adaptors support
functlon You can ChOO% 64-b|t or 128—b|t the same type of security, Most support WEP, but not all support WP or 802.1x
for your necessity. If selected, datais wrslsss securty:  [EoTWER ]
encrypted using the key before being suthentisation Type: [Gpen Syem S

transmitted. For example, if you set 64-bit in  ocryption keys
th| S f| e|d1 tha’] the recaV| ng Statl on mug be Enter S ASCII characters or 10 hexadecimal digits for 64-bit encryption keys.

%t tO use 64 B|t Encryption, and ha\/e the Format: © Hexadecimal digits (0-9,4-F,and a-f are valid)
same Key Val ue tOO Othe.WI %, |t W| ” nOt be % ASCII characters (any printable characters are valid)
able to decrypt the data. Please choose Kot r
64-Bit WEPfor this page. reve: r

Key3: I—
Authentication Type: Keva: | -
ThEADSL ROUter SUpportS two Default Transmission key: IE

authentication types. Open System and

Shared key. This should be considered with — JB8b (5 e ool oo S Sy ety Sl e
the WEP (W| red Equ|va| ent anacy) wireless adapters in order to re-establish the connection.
mechanism.

Open System means that it allows any
client to authenticate and attempt to

communicate with a bridge. The client

can only communicate if its WEP keys
match the router’s WEP keys.




ADSL Router User Manual

Shared Key means that a bridge or
router will send an unencrypted text
string to any client attempting to
communicate with the router. The client
requesting authentication encrypts the
text and sends back to the router. Both

unencrypted and encrypted can be
monitored, yet it leaves the bridge
open to attack from any intruder if he
calculates the WEP key by comparing
the text strings That is why shared key
authentication can be less secure than
open authentication.

Format:

Choose the typing method of encryption key.
You haveto click either Hexadecimal digits
or ASCII charactersand type the keys on
thefields of Key 1 to Key 4.

Key 1to4:

Type the encryption key length and fill out
WEP keys. For 64-bit WEP mode, the
number you can type isthat 5 characters or
10 hexadecimal digits.

Default Transmission Key:
Select one of network key that you set on the
Key boxes as the default one.

After finished settings, click Apply for
activation.

For 128-Bit WEP

Wireless Security: Select the WEP mode for
the WEP key function. You can choose
64-bit or 128-bit for your necessity. If

Wireless Security

This page allow you to protect your wireless network by specifying WEP, 802.1x, ar WPA

%I ected, data |S encryptaj US ng the key wireless security. Befare setting up security, ensure that your wireless adaptars support

the same type of security. Most suppart WEP, but not all suppart WPA ar 802, 1%

before being transmitted. For example, if

you set 128-bit in this field, then the Wireless ety

128-hit WEP =

receiving station must be set to use 128 Bit ~ Amentietion Tree: |Open systen =]

Encryption, and have the same Key value
too. Otherwise, it will not be ableto decrypt  rormar.
the data. Please choose 128-Bit WEP for this

page Keyl:

Key2:

Authentication Type:

The ADSL Router supports two
authentication types. Open System and
Shared key. This should be considered with

Key3:

Key4:

the WEP (Wired Equivalent Privacy) Ay |

mechanism.

Open System means that it allows any
client to authenticate and attempt to
communicate with a bridge. The client
can only communicate if its WEP keys
match the router’s WEP keys.

Shared Key means that a bridge or
router will send an unencrypted text
string to any client attempting to
communicate with the router. The client
requesting authentication encrypts the

Encryption Keys

Enter 13 ASCII characters or 26 hexadecimal digits for 128-bit encryption keys.

 Hexadecimal digits (0-3,4-F,and a-f are valid)

@ aSCII characters {any printable characters are valid)

—
——
—
——

Default Transmission Key: |1 =

after enabling security and clicking Apply, you will lose the connection with
your wireless ADSL router. You should now set-up security on yaur
wireless adapters in order to re-establish the connection,
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text and sends back to the router. Both
unencrypted and encrypted can be
monitored, yet it leaves the bridge
open to attack from any intruder if he

calculates the WEP key by comparing
the text strings That is why shared ke

authentication can be less secure than
open authentication.

Format:

Choose the typing method of encryption key.
You haveto click either Hexadecimal digits
or ASCII charactersand type the keys on
thefields of Key 1 to Key 4.

Key 1to4:

Type the encryption key length and fill out
WEP keys. Asfor 128-bit WEP mode, the
number you can type isthat 13 characters or
26 hexadecimal digits.

Default Transmission Key:
Select one of network key that you set on the
Key boxes as the default one.

After finished settings, click Apply for
activation.
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For 802.1X Wireless Network

Certificate Authority

802.1x enabled

——

ADSL "

Client

Router

RADIUS Server

When awireless client requests access to a network, it is required to be authenticated by a central
authentication server (RADIUS Server). Only an authenticated user can be granted by the network

access and thereby unauthorized is blocked.

Wireless Security:

Choose 802.1x as the authentication
protocol, your data transmission between the
router and the clients will be protected with
the settings that you set in this web page.

RADIUS Server |PAddress:

RADIUS Server is aprotocol for carrying
authentication, authorization, and
configuration information between a
Network Access Server which desiresto
authenticate its links and a shared
Authentication Server. Please typein the IP
Address for the RADIUS Server.

RADIUS UDP Port:

Except for the I P address of the RADIUS
Server, you have to enter the port number for
the server. Port 1812 is the reserved
RADIUS-authentication port described in
RFC 2138. Earlier AP (RADIUS clients) use
port 1945. The default value will be shown
on this box. You can keep and use it.

RADIUS Share Secret:

A share secret is like a password, which is
used between RADIUS Server and the
specific AP (RADIUS client) to verify
identity. Both RADIUS Server and the AP
(RADIUS client) must be use the same
shared secret for successful communication
to occur. Type in the words for the share
Secret.

After finished settings, click Apply for
activation.

wWireless Security
This page allow you to protect your wireless netwark by specifying WEP, 802. 1%, or WPA

wireless security, Before setting up security, ensure that your wireless adaptors support
the same type of security. Most suppart WEP, but nat all suppart WPA or 802.1x

802.1x 'I
RADIUS Server IP Address: |0.0.0.0
1g12

Wireless Security:

RADIUS UDP Port:
RADIUS Shared Secret:
Anply After enabling security and clicking Apply, you will lose the connection with

your wireless ADSL router, You should now set-up security on your
wireless adapters in order to re-establish the connection,

Example for Configuration 802.1x environment
You will need the following components for establishing an 802.1x environment in your network.

O  Windows 2000 Server: RADIUS server installed using “Internet Authentication Service”.

Certificate Servicesisinstaled

O  AP(Router): It should be connected to Windows 2000 Advanced Server through the LAN port.
The DHCP server for the router is used and 802.1x must be enabled.

O  802.1x client: AWLAN card supporting WEP is used.
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O Authentication Mechanism

For WPA (Wi-Fi Protected Access)

WiFi-Protected Access:
The WPA is suitable for enterprises. It must be
used in conjunction with an authentication .
. ) This page allow you to protect your wireless network by specifying WEP, B02.1x, WPA, or
server wch as RAD' US to prov|de Ca’ltral i Zed WPAZ wireless security, Before setting up security, ensure that your wireless adaptors

support the same type of security, Most support WEP, but not all suppart WPA, WPAZ, ar

Wireless Security

access control and management. It can a1
provides stronger encryption and Wirsless Seeurity: WRA -
authentication solution than others WPA mode.  ssts encryption: wWe v

WPA Group Rekey Interval: |0 seconds

Data Encryption (WPA):

Select the data encryption for the WPA mode.
There are three types that you can choose,
TKIP, AES, TKIP+AES.

TKIPtakestheoriginal master key only asa
starting point and derivesits encryption
keys mathematically from this master key.
Then it regularly changes and rotatesthe
encryption keys so that the same encryption
key will be never used twice.

RADIUS Server IP Address:  |0.0.0.0

RADIUS UDP Port: 1812

RADIUS Shared Secret:

Apply | After enabling security and clicking Apply, you will lose the connection with

your wireless ADSL router, You should now set-up security on your
wireless adapters in order to re-establish the connaction.

AES provides security between client

wor kstations operating in ad hoc mode. It
uses a mathematical ciphering algorithm
that employs variable key sizes of 128, 192
or 256 bits.

TKIP+AES combinesthe features and
functions of TKIP and AES.
WPA Group Rekey Interval:

Type in the time for the WPA group rekey
interval. The unit is second.

RADIUS Server |PAddress:

RADIUS Server is aprotocol for carrying
authentication, authorization, and
configuration information between a Network
Access Server which desires to authenticate its
links and a shared A uthentication Server.
Please typein the IPAddress for the RADIUS
Server.

RADIUS UDP Port:

Except for the IP address of the RADIUS
Server, you have to enter the port number for
the server. Port 1812 isthe reserved
RADIUS-authentication port described in RFC
2138. Earlier RADIUS clients use port 1945.
The default value will be shown on this box.
You can keep and use it.

RADIUS Share Secret:

A share secret is like a password, which is used
between IAS and the specific RADIUS client
to verify identity. Both IAS and the RADIUS
client must be use the same shared secret for
successful communication to occur. Typein
the words for the share secret.

After finished settings, click Apply for
activation.
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For WPA-PSK/WPA2-PSK/Mixed WPA-PSK

WiFi-Protected Access:

WPA-PSK isuseful for small places such as
home environment without having
authentication servers. It allows the use of
manually-entered keys or passwords and is
designed to be easy to set up for home users.

Format:

Choose the typing method of encryption key.
You haveto click either Hexadecimal digits
or ASCII charactersand type the keys on
thefield of Pre-Share Key.

Pre-Share K ey:

Please type with the key between 8 and 63
characters, or 64 hexadecimal digits. Only
the devices with amatching key that you set
here can join this network.

WPA Group Rekey Interval:
Type in the time for the WAP group rekey
interval. The unit is second.

Data Encryption (WPA):

Select the data encryption for the WPA
mode. There are three types that you can
choose, TKIP, AES, TKIP+AES.

TKIPtakesthe original master key only
asa gtarting point and derivesits
encryption keys mathematically from this
master key. Then it regularly changes and
rotatesthe encryption keys so that the
same encryption key will be never used
twice.

AES provides security between client

wor kstations operating in ad hoc mode. It
uses a mathematical ciphering algorithm
that employs variable key sizes of 128, 192
or 256 bits.

TKIP+AES combinesthe features and
functions of TKIP and AES.

After finished settings, click Apply for
activation.

Wireless Security
This page allow you to protect your wireless network by specifying WEP, 802.1%, or WPA

wireless security, Before setting up security, ensure that your wireless adaptors support
the same type of security. Most suppart WEP, but not all support WPA or 802.1x

Wireless Security: [WPA-PSK =

WPA Pre-Shared Key

Enter the key to be between 8 and 63 ASCII characters, or 64 hexadecimal digits

Format: " Hexadecimal digits (0-9,4-F,and a-f are valid)

@ ASCII characters (any printable characters are valid)

Pre-Shared Key: |

WPRA Graoup Rekey Interval: IEI seconds

Data Encryption (WPa): ITKIF’ hd

Apnl After enabling security and clicking Apply, you will lose the connection with
pply H
your wireless ADSL router, You should now set-up security on your
wireless adapters in order to re-establish the connection.
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For WPA-2 (Wi-Fi Protected Access)/For Mixed WPA2/WPA

WiFi-Protected Access:

The WPA2 is suitable for enterprises. It must
be used in conjunction with an
authentication server such asRADIUS to
provide centralized access control and
management. It can provides stronger
encryption and authentication solution than
others WPA mode.

Data Encryption (WPA):

Select the data encryption for the WPA
mode. There are three types that you can
choose, TKIP, AES, TKIP+AES.

TKIPtakesthe original master key only
asa gtarting point and derivesits
encryption keys mathematically from this
master key. Then it regularly changesand
rotates the encryption keys so that the
same encryption key will be never used
twice.

AES provides security between client
workstations operating in ad hoc mode. It
uses a mathematical ciphering algorithm
that employs variable key sizes of 128, 192
or 256 bits.

TKIP+AES combinesthe features and
functions of TKIP and AES.

WPAZ2 Pre-authentication:

The wireless client that has associated with
an AP (A) can do the authentication with
another AP (B) in advance. If the client
roamsto AP(B), it can associate with AP(B)
quickly. Please click Enabled to inactivate
this function.

Networ k Re-auth Interval:

When awireless client has associated with
the number greater than the setting here, it
would be disconnected and the
authentication will be executed again. The
default value is 36000.

WPA Group Rekey Interval:
Type in the time for the WPA group rekey
interval. The unit is second.

RADIUS Server |PAddress:

RADIUS Server is aprotocol for carrying
authentication, authorization, and
configuration information between a
Network Access Server which desires to
authenticate its links and a shared
Authentication Server. Please typein the IP
Address for the RADIUS Server.

RADIUS UDP Port:

Except for the I P address of the RADIUS
Server, you have to enter the port number for
the server. Port 1812 is the reserved

Wireless Security

This page allow you to protect your wireless netwaork by specifying WEP, 802.1x, WPA, ar
WPRAZ wireless security. Before setting up security, ensure that your wireless adaptors
support the same type of security, Most support WEP, but not all support \WPA, WPA2, or
202.1x.

Wireless Security:
Data Encryption: AES A
WPA2 Pre-authentication: & Disabled O Enabled

Metwaork Re-auth Interval:  |36000 | seconds

WPA Group Rekey Interval: |0 seconds
RADIUS Server IP Address: |0.0.0.0
RADIUS UDP Part: 1812
RADIUS Shared Secret:
Apply after enabling security and clicking Apply, you will lose the connection with

your wirgless ADSL router, You should now set-up security on your
wireless adapters in order to re-establish the connection,
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RADIUS-authentication port described in
RFC 2138. Earlier RADIUS clients use port
1945. The default value will be shown on
this box. You can keep and useit.

RADIUS Share Secret:

A share secret is like a password, which is
used between IAS and the specific RADIUS
client to verify identity. Both IAS and the
RADIUS client must be use the same shared
secret for successful communication to
occur. Type in the words for the share secret.

After finished settings, click Apply for
activation.
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Access Controls

The web page alows you to enable the wireless MAC control configuration.

Access Control:

Click Off to disable this function. Click On
in Allow mode to make any wireless MAC
address can be linked to. And click On in
Deny mode to disturb any wireless MAC
address to be linked to.

View Access Control List:
Click this button to view the wireless access
control list and to add a new access control.

The Wireless Access Control List dialog
allows you to add a new MAC address and
view current MAC address that you had
added.

To add anew MAC address to your wireless
MAC addressfilters, click on the Add
button from the Wireless Access Control List
dialog to show next page.

MAC Address of Wireless:

You haveto type in the MAC Address that
you want it to be linked to your router. And
click Apply.

Theresult of adding a new MAC address
will be shown the example as the right
picture.

If you want to delete the added MAC
address, simple click the delete button (like a
trash can), adialog box will be shown to ask
you. Click Yes, then the new one will be
erased.

Wireless MAC Access Control

This page lets you to specify the wireless adaptors that are allowed to connect to your
ADSL router, This offers additional protection against unwanted connections.
Click "apply" to configure the wireless access control mode.

Access Control: & Off
¢ Oninallow mode (Only thase wireless adaptars listed in the access
contral table are allowed to connect to your ADSL router, others are
denied.)
¢ Onin Deny mode {Only those wireless adaptors listed in the access
control table cannot connect to your ADSL router, others are allowed.)

View Access Control List | Apply |

ntermet Explorer

Wireless Access Control List:

‘ MAC Address ‘Delete |

ﬂl Close |

Add a wireless adaptor to the control list

MAC Address of wireless 00:90:96:01:02:03

adaptor:
(e.3.,00:90:96:01:02:03)

<« Back | Anply |

Wireless Access Control List:

MAC Address Delete
00:90:96:01:02:03 i

Addl Close
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Repeater

The web page alows you to configure the wireless distribution system for the wireless network.

AP Mode:
Choose either one of the selection asthe AP
mode.

Search Other Repeaters:

Click the Scan Now button to scan search
other repeater in the wireless network. The
result will be shown under below.

Click Apply to invoke the wireless repeater
options.

If you click Manual asthe Search Other
Repeaters, you will need to type the MAC
address for wireless repeatersin the boxes of
MAC Address of Remote Wireless
Repeaters.

Theright picture shows an example of
executing the function of wireless repeater.

When you finish settings, please click Apply
to invoke them actually.

Wireless Repeater

This page allows you to configure wireless repeater feature {also known as
Wireless Distribution System) for your wireless network. Click "aApply" to
configure the wireless repeater options.

AP Mode: & Access Point and Wireless Repeater Function
 Wireless Repeater only

Search Other Repeaters: & Auto  Manual
‘ CH ‘ SSID MAC Address ‘ Transmission Mode |Sele|:t ‘

Apply

Wireless Repeater
This page allows you to configure wireless repeater feature (also known as

Wireless Distribution System) for your wireless network. Click "apply” to
configure the wireless repeater options.

AP Mode: & Access Point and Wireless Repeater Function
" Wireless Repeater only

Search COther Repeaters: (7 Auto * Manual

MAC Address of Remote l— L
wireless Repeaters: (2.9.,00:80:96:01:02:03)

Apply |

Wireless Repeater

This page allows you to configure wireless repeater feature {also known as
Wireless Distribution Systemn) for your wireless network. Click "Apply" to
configure the wireless repeater options.

AP Mode: @ Access Point and Wireless Repeater Function
 wireless Repeater anly

Search COther Repeaters: & Auto  Manual Scan Mow

CH 551D MAC Address Transmission Mode | Select
1z EMI 00:90:96:AF: 47: 75 802.11g |l
1 ADSL_D200 00:90:96:FA:76:B2 802.11g =
2 Askey-Wlan 00:90:96:28:CC:72 802.11b [l
3 roy 00:90:96:67:8E:99 s02.11g =
5] EMI-2 00:90:96:52:20:74 802.11g =

Apply |
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Management

Diagnostics

To check the link status for the network and your computer, a diagnostic test can guide you to detect
the network problem. The testing items are listed and accomplished one by one. If the previous one

isfailed, than the items below that failed one will be failed too. Use this diagnostic test to detect the
connectivity mistakes whenever you happen to the linked problem.

For the item which passes through the
diagnostics, a PASS word will be shown on
the right side of that item.

If not, aFail word will be there.

N/A means that item is not necessary for the
system to test.

The Help link lets you know what the result
(Pass, Down, Fail) representsfor. In this
page you still can rerun diagnostic test at any
time.

Diagnostic Tests

This DSL Router is capable of testing your DSL connection. The individual tests are listed
below. If a test displays a fail status, click "Run Diagnostic tests” again to make sure
the fail status is consistent. If the test continues to fail, click "Help" and follow the
troubleshooting proceduras,

Select the Internet Connection: |pppoa_8 35 = Run Diagnostic Tests

Test the connection to your local network
|Test your Ethernet Connection: ‘PASS

Help

Test the connection to your DSL service provider

Test ADSL Synchronization: FAIL Help
Test ATM OAM F5 segment ping: NfA Help
Test ATM OAM F5 end-to-end ping: NS Help
Test ATM OAM F4 segment ping: NSA Help
Test ATM OAM F4 end-to-end ping: NfA Help

Test the connection to your Internet service provider

Test PPP server connection: N/ Help
Test authentication with ISP: NSA Help
Test the assigned IP address: N{A Help
Ping default gatewiay: N/ Help
Ping primary Domain Name Server: NSA Help

ADSL Synchronization Test

Pass:

Fail:

Indicates that the DSL router has detected a DSL signal from the
telephone company. & solid DSL LED on the router also indicates the
detection of a DSL signal from the telephone company.

Indicates that the DSL router does not detect a signal from the telephone
company's DSL network. The DSL LED will continue to flash green.

If the test fails, follow the troubleshooting procedures listed below and rerun the
diagnostics tests by dicking "Rerun Diagnostic Tests” at the bottom of this page. If
all the tests pass, close and restart your Web browser to access the Internet,

Troubleshooting:
1. Make sure your phone line is plugged into the router,

2. After turning on your DSL router, wait for at least one minute to establish a
connection. Run the diagnostic tests again by clicking "Rerun Diagnostic Tests"
at the bottom of this page.

3. Make sure there is no DSL micro filker on the phone cord connecting the DSL
router to the wall jack.

4, Make sure you are using the phone cord that was supplied with your DSL
router or another similar phone cord with four copper wires visible in the plug.

5. If your DSL has been functioning properly for a long period of time and you
suddenly are experiencing this problem, there may be a problem with the DSL
network. You may need to wait from 30 minutes to a couple of hours, and if
you still do not have a solid DSL LED on your router, call Technical Support.,

6. Turn off the power to the DSL router, wait 10 seconds and turn it back on.
Wait at least one minute and if the DSL LED on the router remains a solid
color, close your Web browser and restart it.

Rerun Diagnostic Tests

Contact ISP Technical Support if you have tried all of the above and still are
experiencing a fail condition.
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Admin Account

This page alows you to type in the password for accessing into your DSL Router.

For the Admin Account, the default setting
for user password isadmin. If you want to
change the username and the password,
please retype the new password in the
Confirm field for confirmation. Then click

Apply.

Remote Access

There are four interfaces for the remote access.

remote access control.

Select the I nter net Connection:
Select one connection item from the drop
down list to enable the function.

Web Browser:

Choose this box if you want to have remote
control through HTTP. The default port
number will be shown in the box. Modify
this number whenever you want.

Telnet:
Choose this box if you want to have remote
control through telnet.

FTP:
Choose this box if you want to have remote
control through FTP.

SNMP:
Choose this box if you want to have remote
control through SNMP agent.

TFTP:
Choose this box if you want to have remote
control through TFTP.

Secure Shell (SSH):
Choose this box if you want to have remote
control through SSH.

Ping:

Choose this box if you want to have remote
control through ping command under DOS
prompt.

Admin Account

Admin account has unrestricted access to change and view configuration of
your DSL Router.

User Mame: |admin
Mew Password: |”‘*"‘"‘"‘
Confirm New Passwaord:|*****

Apply |

Please choose one of them if you want to enable the

Remote Access Control

Enahle remote access to let an expert, e.g. helpdesk, configure your ADSL router remotely.

Select the Internet Connection; {YqUaEmEmEs
To allow remote access to your router wia

™ web Browser
Web server port on WaN interface: [BOB0
[~ Telnet [ FTP

[ snMp [~ TFTP

[ PING

If enabling remote access to your router via PING,
all Internet hosts can ping to your router,

™ Secure Shell (S5H)

Authorized Host IP Address List | Apply |
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Interntet Time

Therouter’s clock must synchronize with global Internet’s time. The time you set in the screen will
be adapted to system log.

Update:
Click this button to refresh the current time.

Internet Time
%t Tl me by To synchronize your router with other network devices, you can set its time manually or
The default setting is Manual. If you select Wit S Intemet sme server.
TI me %Ver, you don,t neaj to type In the Current time: 2004/01/01, 00:09 Update Mow
time setting manually. The system will set Set Time by:  Time Sorer 61z
automati Cally Yeaf 2004  Month [1

Day |1

T|me Time: urlEl_ Minutelg_

Set the start time by typing the year, the e zome: [0 e =
month, the day, the hour, and the date to help

the router perform tasks. o

Timezone:

Choose the time zone of your country where

you are going to use the router. Internet Time

To synchronize your router with other network devices, you can set its time manually or
with an Internet time server.

Apply:
Sa\/e the da[a on the screen and apply the Current time: 2004/01/01, 00:09 Update MNow
data after restarting the router. St Time by:

Primary Timg Server: time. windows com +

e Server: [time.nist.gov -

© manual

Secondary

Time Zone: LI
Apnly
System Log
As shown in the web page, you can view the  system Log
Wstem |Og and Configure Q/Stern IOg The System Log dialog allows you to view the System Log and configure the System

Log options.
whenever you want.

Click "™wiew System Log" to view the System Log.

Click "Configure System Log" to configure the System Log options,

View System Log Configure System Log

Configure System Log

After you click Configure System Log, the ~ S¥stem oo Configuration

. . This dialog allows you to configure System Log settings. All events greater than or
fOIIOW| ng screen Wl“ appear YOU can mable equal to the selected level will be logged or displayed. If the selected mode is
H H "Ri te" or "Both" it Il b it to th ified UDP port of th ified |
or disable thelog function, choose log level, i, ™ =7 =7 mioe se i e spasiiss SRrpart ol fhe speeiied e
dISplay IeVd and pI’OpeI’ mOde as you ||k8. Select the desired values and click "Apply" to configure the system log options.

Then click Apply Log: @ Disabled € Enabled

Log Level: I\nformahona\ b
Display Level: IErrnr -
Mode; ILocaI 'I

Apply
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There are 8 types for log level and display . —;l
level for your choose. The default is Log Level: Ilfnfmmamnal
Debugging. A;’QEWE”CY
Mode: Critical
' Erraor
WWarning
Ncutin:e
nfarmational
Dehugring

Display Level:

Apply |

The mode selection includes L ocal, Remote

and Both. The default oneis Local. If you Log Level: Ilnfmmatmnal j'
choose Remoteor_Efoth, all the events will Display Level: |Ermr vl
be sent to the specified UDP port of the

specified log server. Mode:

Apply |

Viewing System Log

For viewing the system log, please click the
View System L og button.

System Log

The System Log dialog allows you to view the System Log and configure the System
Log options,

Click "iew System Log" to view the System Log.

Click "Configure System Log" to configure the System Log options,

\iew System Log Configure System Log
The screen will be shown immediately for
your refermce- |Date/Time|Facility[Severity[Message|
Refresh | Close
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SNMP Setting

The SNMP, the abbreviation of Simple Network Management Protocol, isused to refer to a
collection of specifications for network management that include the protocol itself, the definition of
data structures and associated concepts.

A management station performs the monitoring function by retrieving the value of MIB objects. The
management station and agents are linked by a network management protocol that is SNMP. The
SNMPincludes three key capabilities, get, set and trap. A single management station can handle
many agents as long as SNMP remains relatively “simple”, so the number can be high (hundreds or
S0).

Thefollowing pictureisthe typical configuration of protocols for SNMP. Asfor a stand-alone
management station, a manager process controls access to a central MIB at the management station
and provides an interface to the network manager. The manager process achieves network
management by using SNM P, which will be implemented on top of the UDP, 1P and the relevant
network-dependent protocols (e.g., Ethernet).

Management station Router
Network
manager Manager process Manager process
SNMP Central SNMP
MIB
upp uppP
IP P
Netword-dependent
protocols

For an agent device that supports other applications, such as FTP, both TCP and UDP are required.
An agent may issue atrap message in response to an event that effects the MIB and the underlying
managed resources.

Note: There are no ongoing connections are maintained between a management station and its agents.
Instead, each exchange is a separate transaction between a management station and an agent.

Each agent is responsible for notifying the management station of any unusual event; for example, if
the agent crashes and is rebooted, alink fails or an overload condition as defined by the packet |oad
crosses some threshold. These events are communicated in SNMP messages known as traps.

Please select the SNM P menu from M anagement. The dialog will appear.

SNM PAgent SNMP Configuration
Choo% D|Sab|e tO Cl ose thisfunction; Simple Metwork Management Protocol (SMMP) allows a management application to
Choo% Enabled tO Open thiSfunCtion retrieve statistics and status from the SNMP agent in this device.
) Select the desired values and click "Apply" to configure the SNMP options.

Rea.d CommUﬂltyi_ ) ) SHMP Agent @ Disabled © Enabled
The default setting is public, please typein _ ,

. Read Community  |public
the data that your | SP provided. write Community forvate

|7 Enable Trap Service

Write Community:
The default setting is private, please typein Trap Manager b [0.0.0.0
the data that your | SP provided.

Apply |

Enable TRAP Service:

Check this box to enable this function,
otherwise uncheck this box to disable this
function.

TRAP Manager I P:

Typein an IP address as the remote
workstation. If there is any abnormal
condition happened, you can advice remote
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workstation by way of SNMP agent.

Backup Config

To backup your configuration for the router
to your computer, you can use Backup
Config web page to save the settings.

And when you want to restore the settings in
the future, smply open Backup Config web
page and use Browse button to locate thefile
and click Restore.

Update Firmware

If you have to or want to update the
firmware for this router, you can open the
update software web page and choose the
correct file by pressing Browse. Then click
the Update Softwar e button. The system
will execute the update procedure
automatically. When it isfinished, the
system will tell you the update is
successfully.

Reset Router

To make effect the settings that you set for
this router, please open the Reset Router
web page and click the Reboot button to
invoke all settings.

You can restore your web pages default
settings. Simply check Reset to factory
default settings and click Reboot.

Backup Configuration

Use to save your DSL Router's current settings into the computer,

Backup |

Restore Configuration

Use to reset your DSL Router with settings previously saved on the computer,

Backup File: | &I

Restare

Update Firmware
Step 1: Obtain an updated firmware image file from your ISP,
Step 2: Enter the path to the image file location in the box below or click "Browse" to

locate the image file.
Step 3: Click "Update Firmware" once to upload the new image file,

Current Firmware Yersion: 2.21.05.02n_A2pk018b2.dlad

New Firmware File Name:

The update process takes about 2 minutes to complete, then
Update Firmware your ADSL router will reboot,

Reset Router
This page allows you to restart your ADSL router after changing settings that

require rebooting. It also allows you to reset all settings to factory default
settings if you have problems with your current configuration.

™ Reset to factary default settings

Reboot | After clicking "Reboot”, please wait for 2 minutes to let the systerm reboot.

Restore Factory Default Settings

The DSL Router configuration has been restored to factory default settings and the
router is rebooting.

Close the DSL Router Configuration window and wait for 2 minutes before reopening
your web browser, If necessary, reconfigure your PC's 1P address to match your new
configuration.
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uUPnP for XP

Universal plug and play (UPnP) is an architecture for pervasive peer to peer network connectivity of
intelligent appliances and PCs of all form factors. It is designed to bring easy-to-use, flexible,
standards-based connectivity to ad-hoc or unmanaged networks whether in the home, in asmall
business, public spaces, or attached to the Internet.

Only Windows XP supports UPnP function.
Please follow the steps below for installing UPnP components.

1. Click on the Start menu, point to Settings
and click on Control Panel.

2. % a:t Add or Ranove Pr Ogr ams > Windows Components Wizarnd
Add/Remove Windows Componentsto | weiowtomorene
open Windows Components Wizard

dial 0og box T s ciTonions 5 ok ob e sl e P adbos & et b n b o
pat ofthe component vl be installed. To see what's incladed in 3 componert, ik
Detals.
Componerts
] & Message Queving 0OME A

¥ MSN Explorer 135MB

2 - Net
[m] Efj Other Netwark File and Print Services 0.0ME —
W1 | Indate Ronl Certifinales nnmMr_ ¥

Description:  Containg a variety of specialized, network related services and protocals.

Total disk ired: 0zZMe
Soscosalsboond 103428
< Back ” best » } [ Cancel ]
3. Select Network Services and click Networking Services
Deta] I S. CI | Ck the U nlvq ml PI Ug and To add or remave a component, click the check box. A shaded box means that only part
PI ay Cha:k bOX of the component will be installed. To see what's included in a component, click Details.

Subgomponents of Networking Services:
1P Listener 0.0 HB

O Simule TCP/AP Services 0.0mMB
Universal Plug and Play 0.2MB

Description:  Listens for route updates sent by routers that use the Routing Infarmation
Protocol version 1 (RIP1)

Total disk space required: 0.2MB
Space avallable on disk: 14526 MB

4, Click Ok. The system will install UPnP
components automatically

5. After finishing the installation, go to My
Network Places. You will find anicon
(e.g., RTAXXX) for UPnPfunction.

T Wy Hetwork Places
Gl [dt Wew Faerkes  Tools  Helo

L =
- ed " EF | - e Felders. | (1]

v B

Local Hetwork

etwork Tasks

B o2 Add & network place | ‘gnnxxx
Sat L . o

The Intemet

r] wrvm 0 10.3.1.3
=i

[ Ovsiteo
W My Computer
L) My Docuents

6. Double click on theicon, the ADSL router
will open another web page with port for
UPnP function. The | E address will be ; =
changed as shown as the graphic. O oace - X B G O seah T Favontes @Pred

Address

Fle Edt View Favorites Tools Help
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7. Now, the NAT traversal function will be
provided. The ADSL router will create a
new virtual server automatically for
mapping while the router detecting the
computer running some Internet
applications.
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Chapter 5: Troubleshooting

If the suggested solutions in this section do not resolve your issue, contact your system administrator
or Internet service provider.

Problems with LAN

PCs on the LAN cannot get |P addresses from the ADSL Router.

The chances are that the interface used as DHCP server is modified and the client PCs do not renew
IP addresses.

If your DHCP server is enabled on Private |P Address previously and you modify the interface to
Public IPAddress, the client PCs should renew | P addresses.

The PC on the LAN cannot access the Web page of the ADSL Router.
Check that your PC is on the same subnet with the ADSL Router.

Thevirtual server can’t be access after setting virtual server.

Check thefilter rule of the port that virtual server service setting for example, the virtual server
service set FTP 21 you need update the filter rule of the ftp 21 Direction setting: Choose filter the
packets that incoming action (In Bound) are Allow on the interface.

Problems with WAN

You cannot access the Internet.

O  Check the physical connection between the ADSL Router and the LAN.

If the LAN LED on the front panel is off or keeps blinking, there may be problem on the cable
connecting to the ADSL Router.

At the DOS prompt, ping the IP address of the ADSL Router, e.g, ping 192.168.1.1. If the
following response occurs:

Relay from 192.168.1.1 bytes=32 time=100ms TTL=253
Then the connection between the ADSL Router and the network is OK.
If you get afailed ping with the response of

Request time out
Then the connection is fail. Check the cable between the ADSL Router and the network.

O  Check the DNS setting of the ADSL Router.

At the DOS prompt, ping the IP address of the DNS provided by your ISP. For example, if your
DNSIPis168.95.1.1, then ping 168.95.1.1. If the following response occurs:

Relay from 168.95.1.1 bytes=32 time=100ms TTL=253
Then the connection to the DNSis OK.

If you get afailed ping with the response of
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Request time out

Then the DNSiis not reachable. Check your DNS setting on the ADSL Router.

Problems with Upgrading

The following lists the error messages that you may see during upgrading and the action to take.

O

Error: All theADSL LEDs light up and cannot light off as usual.
Possible cause: When users execute firmware upgrade and save settings to the router, the
power for the router islost for some unknown reasons, the normal web page for the router
might be damaged. After power on your router, the LEDs might not work normally.

Boot Loader, version 1.0.37-5.5.05

This dewice is currently running on the boot loader,

Update Firmware

Step 1: Obtain an updated firmware image file from your ISP.

Step 2: Enter the path to the imaage file location in the box below or click "Browse" to
locate the image file.

Step 3: Click "Update Firmware" once to upload the new image file,

NOTE: The update process takes about 2 minutes to complete, and your DSL Router will reboot,

Mew Firmware File Namne: | Elrowse.l

Update Firmware |

Action: Use the browser to connect to the router for executing image upgrade.

Error Message: Image uploading failed. The selected file contains an illegal image.
Possible cause: The firmwarefile format isinvalid.

Action: Check thefile format is correct, otherwise download a firmware file with correct
format.

Error Message: Image uploading failed. The system is out of memory.
Possible cause: It may be caused by the lack of memory.

Action: Reboot your ADSL Router and perform the upgrade task again.

Error Message: Image uploading failed. No image file was selected.
Possible cause: You did not select afile correctly.

Action: Download a compatible firmware from the web.
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ARP (Address Resolution Protocol )

ARP is a TCP/IP protocol for mapping an IP address to a physical machine address that is
recognized in the local network, such as an Ethernet address.

A host wishing to obtain a physical address broadcasts an ARP request onto the TCP/IP
network. The host on the network that has the IP address in the request then replies with
its physical hardware address.

Inverse ARP (In-ARP), on the other hand, is used by a host to discover its IP address. In
this case, the host broadcasts its physical address and a RARP server replies with the host's
IP address.

DHCP (Dynamic Host Configuration Protocol)

When operates as a DHCP server, the ADSL Router assign IP addresses to the client PCs on
the LAN. The client PCs “leases” these Private IP addresses for a user-defined amount of
time. After the lease time expires, the private IP address is made available for assigning to
other network devices.

The DHCP IP address can be a single, fixed public IP address, an ISP assigned public IP
address, or a private IP address.

If you enable DHCP server on a private IP address, a public IP address will have to be
assigned to the NAT IP address, and NAT has to be enabled so that the DHCP IP address
can be translated into a public IP address. By this, the client PCs are able to access the
Internet.

LAN (Local Area Network) & WAN (Wide Area Network)

A LAN is a computer network limited to the immediate area, usually the same building or
floor of a building. A WAN, on the other hand, is an outside connection to another network
or the Internet.

The Ethernet side of the ADSL Router is called the LAN port. It is a twisted-pair Ethernet
10Base-T interface. A hub can be connected to the LAN port. More than one computers,
such as server or printer, can be connected through this hub to the ADSL Router and
composes a LAN.

The DSL port of the ADSL Router composes the WAN interface, which supports PPP or RFC
1483 connecting to another remote DSL device.

NAT (Network Address Translation) IP Address

NAT is an Internet standard that translates a private IP within one network to a public IP
address, either a static or dynamic one. NAT provides a type of firewall by hiding internal IP
addresses. It also enables a company to use more internal IP addresses.

If the IP addresses given by your ISP are not enough for each PC on the LAN and the ADSL
Router, you need to use NAT. With NAT, you make up a private IP network for the LAN and
assign an IP address from that network to each PC. One of some public addresses is
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configured and mapped to a private workstation address when accesses are made through
the gateway to a public network.

For example, the ADSL Router is assigned with the public IP address of 168.111.2.1. With
NAT enabled, it creates a Virtual LAN. Each PC on the Virtual LAN is assigned with a private
IP address with default value of 192.168.1.2 to 192.168.2.254. These PCs are not
accessible by the outside world but they can communicate with the outside world through
the public IP 168.111.2.1.

Private IP Address

Private IP addresses are also LAN IP addresses, but are considered “illegal” IP addresses to
the Internet. They are private to an enterprise while still permitting full network layer
connectivity between all hosts inside an enterprise as well as all public hosts of different
enterprises.

The ADSL Router uses private IP addresses by assigning them to the LAN that cannot be
directly accessed by the Internet or remote server. To access the Internet, private network
should have an agent to translate the private IP address to public IP address.

Public IP Address

Public IP addresses are LAN IP addresses that can be considered “legal” for the Internet,
because they can be recognized and accessed by any device on the other side of the DSL
connection. In most cases they are allocated by your ISP.

If you are given a range of fixed IP addresses, then one can be assigned to the router and
the others to network devices on the LAN, such as computer workstations, ftp servers, and
web servers.

PVC (Permanent Virtual Circuit)

A PVC is a logical point-to-point circuit between customer sites. PVCs are low-delay circuits
because routing decisions do not need to be made along the way. Permanent means that
the circuit is preprogrammed by the carrier as a path through the network. It does not
need to be set up or turned down for each session.

RIP (Routing Information Protocol)

RIP is a routing protocol that uses the distance-vector routing algorithms to calculate
least-hops routes to a destination. It is used on the Internet and is common in the NetWare
environment. It exchanges routing information with other routers. It includes V1, V2 and
V1&V2, which controls the sending and receiving of RIP packets over Ethernet.

UDP (User Datagram Protocol)

UDP is a connectionless transport service that dispenses with the reliability services
provided by TCP. UDP gives applications a direct interface with IP and the ability to address
a particular application process running on a host via a port number without setting up a
connection session.

Virtual Server

You can designate virtual servers, e.g., a FTP, web, telnet or mail server, on your local
network and make them accessible to the outside world. A virtual server means that it is
not a dedicated server -- that is, the entire computer is not dedicated to running on the
public network but in the private network.

VPI1 (Virtual Path ldentifier) & VCI (Virtual Channel ldentifier)

A VPI is a 8-bit field while VCI is a 16-bit field in the ATM cell header. A VPl identifies a link
formed by a virtual path and a VCI identifies a channel within a virtual path. In this way,
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the cells belonging to the same connection can be distinguished. A unique and separate
VPI/VCI identifier is assigned in advance to indicate which type of cell is following,
unassigned cells, physical layer OAM cells, metasignaling channel or a generic broadcast
signaling channel. Your ISP should supply you with the values.
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Appendix A: Specifications

Interface ® One RJ-11 port for ADSL connection
® One RJ-45 ports for IEEE 802.3/802.3u 10/100 Base-T
auto-sensing and auto-crossover Ethernet connection
® One USB client port compliant to USB 1.1
® On-board wireless LAN module for IEEE 802.11g (2.4
GHz) wireless LAN connection
® One hidden reset button for restoring to factory default
settings
Regulatory EMI: FCC part 15 Class B, CE
Approvals and Immunity: FCC part 68 Class B
Compliance Safety: UL, CB, LVD
Power Requirement |Power Adaptor: Input 110+10 or 23010 VAC;
and Operation Output 12 VAC, 1A
Envirpnment Power Consumption: less than 10 Watt
Requirement Ambient Temperature: 0 to 40°C (32 to 96°F)
Relative Humidity: 20% to 90% (non-condensing)
Physical Dimensions: 165mm(L) x 120mm(W) x 42mm(H)

Weight: 3009
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Appendix B: Server Setup for
802.1x Client

Getting Client Certificate

1. Please connect the client to a network
that doesn’t require port authentictaion.

2. Open up Microsoft Explorer in
Windows XP, and go to
http://<yourserver>/certsrv.

3. Authenticate to the server using your
account that you created at the end of e '@ 123 v|
the server setup. (e.g. 123) and click

Connecting bo 192, 165.0,2

OK. A dialog box might appear for you Eoden | |
to choose. [Iremember ry password
L oK J [ Caniel
4_ M ake aure tha[ Rm uest a Ca"t|f|cate |S 2 Microsoft Certificate Services - Microsoft Internet Explorer: |z\|§HX|
w ectw and CI | Ck N ext File Edt View Favorites Toos Help qE
’ Qe - () =] E] ) Dman e @eds &) -
fddress (4] http:[}192.168.0.2)certsry V‘ Go | lnks

Microsoft Certificate Services - ¥

Welcome

You use this web site to request a certificate for your web browser, e-
mail client, or other secure program. Once you acquire a certificate, you
will be able to securely identify yourself to other people over the weh,
sign your e-mail messages, encrypt your e-mail messages, and more
depending upon the type of certificate you request

Select atask:
O Retrieve the CA certificate or certificate revocation list
@ Request a certificate
© Check on a pending certificate

(&] Done ® Interret

vy
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5. Make sure that User certificate
request: User Certificate is selected,
and click Next.

6.  Click Submit in thisdialog.

7. Now, you'll see status messages on the
screen, then your certificate will be
returned to you. Click Install this
certificate.

8.  Youll receive a confirmation message
about accepting the certificate, click
Yes

23 Microsoft Certificate Services - Microsoft Internet Explorer

File Edt Wew Favortes Tools  Help

Qo - ) ¥ [B] @b Osewth g rovorios @riedio €3
Address @ http:/f192. 168.0.2/certsrv/certrqus. asp v| Go [links 77

~

Microsoft Ceificate

Choose Request Type

Please select the type of request you would like to make:

@ User certificate request.

& Advanced request

&] Done & Internet

2l Microsoft Certificate Services - Microsoft Internet Explorer

Fle Edt View Favorites Tools Help ar

Qe - (0 [#] B D O Frravones @reas £2)
Address ] http:i192, 168.0.2 certsrv/cartrabi,asp?type=D V‘ Go Links >

Microsoft Certifica

User Certificate - Identifying Information

All'the necessary identifying information has already been collected. You
gy now submit your request

More Options ==

&] Done ) Internet

A Microsoft Certificate Services - Microsoft Internet Explorer Ead
Fle Edt Vew Favortes Todls Help ar

Qs - (0 %] B D D s Srrmones @veds £2)
fddress | @] hitpiff192, 168.0.2fcertsr certfnsh, asp

Microsofz Certifi

Certificate Issued

The certificate you requested was issued to you

=] Install this certificate

&] Done @ Internst

' Da you want o ADD the Fallowing certificate to the Root Stare?
LY

Subject ; WirelessCa, Systems, Wirsless Widgets, College Park, MD, US, ca@yourdomain,Hd
Issuer ; Self Issued

Time Walidity : Thursday, October 11, 2001 through Saturday, October 11, 2003

Serial Mumber | 76E7ABDN BEA7S6A3 4F77E0RL 55133707

Thurbprint (shal) : ESEC3FSD BAIBETSE 79C0S5AS 51017043 EETADCET

Thumbprint {mdS) : 6F171E64 D438E251 A4242464 CDBEE1EY
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Enable 802.1x authentication and Encryption for wireless

card

1.  Open up the properties for your
wireless connection, either by
right-click on My Network Places on
the desktop, select Properties, or Open
up the Control Panel, select Networ k
Connections (located under Networ k
and Internet Connectionsif in
Category View)

2. Right click on the Wireless Networ k
Connection, and select Properties.

3.  Select the Authentication Tab, and
ensure that Enable networ k access
control using |IEEE 802.1X is
selected, and Smart Card or other
Certificateis selected from the EAP

type.

4, Click on the Wir eless Networks tab.

5. Select the wireless network on which
you want to enable dynamic WEP from
under Available Networks, and select
Configure.

| General | Wieless Networks | Authentication | Advanced|

-+ Wireless Network Connection Properties |2

Select this option to provide authenticated network, access for
wired and wireless Ethernet networks.

Enable network access control uzsing IEEE 8021

EAP type: | Smart Card or ather Certificate

Authenticate az computer when computer information iz available

[[] Awthenticate as guest when uzer or computer infarmation is
unavailable

L 0K ] [ Cancel ]

& Wireless Metwork Connection Properties

Usze Windows to configure my wireless network sethings

Avvailable networks:

To connect to an available network, click Configure.

i 1123 ~| | Configue |
|k rhest

i v| [hetesh ]

Prefermed networks:

Automatically connect to available networks in the order listed
belows:

| 11
|
[ Add. J [ Remove ] [ Praperties ]

Learn about zetting up wirsless network

cotfiguration.

0K ][ Cancel ]
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6.  Select Data encryption (WEP
enabled), and ensure The key is
provided for me automatically is aso
selected.

7. Now you're ready to configure your
router (AP) with 802.1x authentication.

Wireless Metwork Properties

Metwork hame [SSI0D); 123 |

Wireless network, key PwEP]
This netwark. requires a key faor the following:

Data encryption WER enabled)
[] Metwark Authentication [Shared mods]

etk ey

aSCllabarantes

The key iz provided for me automatically

[ This iz & computer-ta-computer [ad hoc] netwark; wirsless
Access points are ot uzed

L Ok J[ Cancel ]




