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Device Installation 
The DSL connects two separate physical interfaces, an ADSL (WAN) and an Ethernet (LAN) interface. Place the Router in a location where it can 
be connected to the various devices as well as to a power source. The Router should not be located where it will be exposed to moisture or 
excessive heat. Make sure the cables and power cord are placed safely out of the way so they do not create a tripping hazard. As with any electrical 
appliance, observe common sense safety procedures. 
 
The Router can be placed on a shelf or desktop, ideally you should be able to see the LED indicators on the front if you need to view them for 
troubleshooting. 
 

Power on Router 
 
The Router must be used with the power adapter included with the device. 
 
1. Insert the DC Power Adapter cord into the power receptacle located on the rear panel of the Router and plug the adapter into a suitable nearby 

power source. 
 
2. Depress the Power button into the on position. You should see the Power LED indicator light up and remain lit. The Status LED should light solid 

green and begin to blink after a few seconds. 
 
3. If the Ethernet port is connected to a working device, check the LAN LED indicators to make sure the connection is valid. The Router will attempt 

to establish the ADSL connection, if the ADSL line is connected and the Router is properly configured this should light up after several seconds. 
If this is the first time installing the device, some settings may need to be changed before the Router can establish a connection.   
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Factory Reset Button 
The Router may be reset to the original factory default settings by using a ballpoint or paperclip to gently push down the reset button in the following 
sequence:  
1. Press and hold the reset button while the device is powered off. 
2. Turn on the power. 
3. Wait for 10 seconds and then release the reset button.  
Remember that this will wipe out any settings stored in flash memory including user account information and LAN IP settings. The device settings 
will be restored to the factory default IP address 192.168.1.1 and the subnet mask is 255.255.255.0, the default management Username is “admin” 
and the default Password is “admin.” 

Network Connections  
Connect ADSL Line 
Use the ADSL cable included with the Router to connect it to a telephone wall socket or receptacle. Plug one end of the cable into the ADSL port 
(RJ-11 receptacle) on the rear panel of the Router and insert the other end into the RJ-11 wall socket. If you are using a low pass filter device, follow 
the instructions included with the device or given to you by your service provider. The ADSL connection represents the WAN interface, the 
connection to the Internet. It is the physical link to the service provider’s network backbone and ultimately to the Internet.  
 
Connect Router to Ethernet  
The Router may be connected to a single computer or Ethernet device through the 10BASE-TX Ethernet port on the rear panel. Any connection to 
an Ethernet concentrating device such as a switch or hub must operate at a speed of 10/100 Mbps only. When connecting the Router to any 
Ethernet device that is capable of operating at speeds higher than 10Mbps, be sure that the device has auto-negotiation (NWay) enabled for the 
connecting port. Use standard twisted-pair cable with RJ-45 connectors. The RJ-45 port on the Router is a crossed port (MDI-X). Follow standard 
Ethernet guidelines when deciding what type of cable to use to make this connection. When connecting the Router directly to a PC or server use a 
normal straight-through cable. You should use a crossed cable when connecting the Router to a normal (MDI-X) port on a switch or hub. Use a 
normal straight-through cable when connecting it to an uplink (MDI-II) port on a hub or switch. The rules governing Ethernet cable lengths apply to 
the LAN to Router connection. Be sure that the cable connecting the LAN to the Router does not exceed 100 meters. 
 
Hub or Switch to Router Connection 
Connect the Router to an uplink port (MDI-II) on an Ethernet hub or switch with a straight-through cable. If you wish to reserve the uplink port on the 
switch or hub for another device, connect to any on the other MDI-X ports (1x, 2x, etc.) with a crossed cable. 
 
Computer to Router Connection 
You can connect the Router directly to a 10/100BASE-TX Ethernet adapter card (NIC) installed on a PC using the Ethernet cable provided.
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Configuration 
This section will show you how to configure your new D-Link Router using the web-based configuration utility. 

Web-based Configuration Utility 

Connect to the Router  

The default IP address for ADSL MODEM is: 192.168.1.1; The Subnet Mask is：255.255.255.0. Users can configure ADSL MODEM through an 

Internet browser. ADSL MODEM can be used as gateway and DNS server; users need to set the computer’s TCP/IP protocol as follow: 

1. Set the computer IP address at same segment of ADSL MODEM, such as set the IP address of the network card to one of the “192.168.1.2”

～ “192.168.1.254”. 

2. Set the computer’s gateway the same IP address as the ADSL Modem’s. 
3. Set computer’s DNS server the same as ADSL Modem’s IP address or that of an effective DNS server. 

 
To access the configuration utility, open a web-browser such as Internet 
Explorer and enter the IP address of the router (192.168.1.1). 

 

  
 
Type “admin” for the User Name and “admin” in the Password field. If 
you get a Page Cannot be Displayed error, please refer to the 
Troubleshooting section for assistance. 
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Device Info 
To access the Device Info window, click either the Device Info or Summary button in the Device Info directory. The following page opens: 
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Summary 
To access the Router’s first Summary window, click the Summary button in the Device Info directory. 
 
This window displays the current status of your DSL connection, including 
the software version, LAN IP address, and DNS server address. 

 
 



Appendix A – Troubleshooting 
  

V33 User Manual  9 

 
WAN 

To access the WAN Info window, click the WAN button in the Device Info directory. 
 
This window displays the current status of your WAN connection. 

 
 

USB Access Methods 
We can access the USB devices and handle some files with the following steps. We access the USB devices through the samba as the 

following pictures. 

 
Picture 1 

As the picture 1 show, we enter the route of the ONT. 
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Picture 2 

We can find the file which name is storage. Enter the file, we find the usb1_1 (As show as the Picture 3). This file is our USB 

device. 
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Picture 3 

After accessed the usb1_1, we can do some operating what you want to do. 
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Route 
To access the Device Info – Route window, click the Route button in the Device Info directory. 
 

This read-only window displays routing info. 

 

 
 

 

ARP 
To access the Device Info – ARP window, click the ARP button in the Device Info directory. 
 

This read-only window displays Address Resolution Protocol info. 

 

 

DHCP 
To access the Device Info – DHCP Leases window, click the DHCP button in the Device Info directory. 

This read-only window displays DHCP lease info. 
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Advanced Setup 
This chapter include the more advanced features used for network management and security as well as administrative tools to manage the Router, 
view status and other information used to examine performance and for troubleshooting. 
 
 
 

Layer2 Interface 
To access the DSL ATM Interface Configuration window, click the ATM Interface button in the Layer2 Interface directory. 

This window is used to configure the ATM interface. You can add and 
delete ATM interface on this window.  

If you are setting up the ATM interface for the first time, click the Add 
button.  
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ATM Interface 
          

The ATM PVC Configuration window allows you to set up ATM PVC 
configuration. Enter Virtual Path Identifier,and Virtual Channel Identifier. 
The VPI and VCI values should be provided by your ISP. This window 

also allows you to select DSL Link Type,  PPPoA、IpoA and EoA (EoA is 

for PPPoE, IPoE, and Bridge) 

Use the drop-down menu to select the desired Encapsulation Mode.. 

 

Click the Apply / Save button to Save. 
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WAN Service 
To access the Wide Area Network (WAN) Service Setup window, click the WAN Service button in the Advanced Setup directory. 

 
This window is used to configure the WAN interface. You can add and 
delete WAN interface on this window.  

If you are setting up the WAN interface for the first time, click the Add 
button.  

 

 

 

 

The WAN Service Interface Configuration Configuration window allows 
select a layer 2 interface for this service. Click the Next button to continue. 
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This window allows you to select the appropriate connection type. The 
choices include PPP over ATM (PPPoA), PPP over Ethernet (PPPoE), IP 
over Ethernet (IpoE), IP over ATM (IPoA), and Bridging. 
WAN Service Configuration – PPPoE 
Click the PPP over Ethernet (PPPoE) radio button on this window. This 
window also allows you to use the drop-down menu to enable IPv6 
service. Click the Next button to continue. 
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WAN Service Configuration – PPPoE 
This window allows you to set the username and the password for your 
PPP connection. This information is obtained from your ISP. Additional 
settings on this window will also depend on your ISP. And You can input 
2nd ip on this page. Click the Next button to continue. 
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WAN Service Configuration – IPoE 
Click the IP over Ethernet radio button on this window. Click the Next 
button to continue. 
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WAN Service Configuration – IPoE 
This window allows you to configure the WAN IP settings. This information 
is obtained from your ISP. Click the Next button to continue. 
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WAN Service Configuration – BRIDGING 
Click the Bridge radio button on this window. Click the Next button to 
continue. 
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WAN Service Configuration – BRIDGING 
This summary window allows you to confirm the bridging settings you 
have just made. Click the Apply /Save button to save your new bridging 
settings and restart the Router. 

 

 

 
 
 

WAN Service Configuration – PPPoA 
This window allows you to enter service description. Click the Next button 
to continue. 
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WAN Service Configuration – PPPoA 
This window allows you to set the username and the password for your 
PPP connection. This information is obtained from your ISP. Additional 
settings on this window will also depend on your ISP. And You can input 
2nd ip on this page. Click the Next button to continue. 

 

 

WAN Service Configuration –PPPoA 
Default gateway interface list can have multiple WAN interfaces served as 
system default gateways but only one will be used according to the priority 
with the first being the higest and the last one the lowest priority if the 
WAN interface is connected. Priority order can be changed by removing 
all and adding them back in again. Click the Next button to continue. 
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WAN Service Configuration – IPoA 
This window allows you to enter service description. Click the Next button 
to continue. 

 

 

  

WAN Service Configuration – IPoA 
This window allows you to configure the WAN IP settings. This information 
is obtained from your ISP. Click the Next button to continue. 

 

 

  

WAN Service Configuration – IPoA 
This window allows you to enable or disable Network Address Translation 
and a firewall for your Router. In addition, you can enable or disable IGMP 
multicasting. Click the Next button to continue. 
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LAN 
 

You can configure the LAN IP address to suit your preference. Many users will find it convenient to use the default settings together with DHCP 
service to manage the IP settings for their private network. The IP address of the Router is the base address used for DHCP. In order to use the 
Router for DHCP on your LAN, the IP address pool used for DHCP must be compatible with the IP address of the Router. The IP addresses 
available in the DHCP IP address pool will change automatically if you change the IP address of the Router.   
 
To access the Local Area Network (LAN) Setup window, click the LAN button in the Advanced Setup directory. 
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This window allows you to set up a LAN interface. When you 
are finished, click the Apply / Save button. 
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To access the IPv6 LAN Auto Configuration window, click 
the IPv6 AutoConfig button in the LAN directory. 

This window allows you to set up IPv6 LAN Auto 
Configuration. When you are finished, click the Save /Apply 
button. 
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Port Triggering 
Some applications such as games, video conferencing, remote access 
applications and others require that specific ports in the Router's firewall 
be opened for access by the applications. You can configure the port 
settings from this screen by selecting an existing application or creating 
your own (Custom application). 

Click the Add button to configure port triggering. 
 

  

You can configure the port settings on this window by clicking the Select 
an application radio button and then using the drop-down list to choose 
an existing application, or by clicking the Custom application radio 
button and entering your own Application Rule in the field provided.  

Click Save/Apply when you are finished with the port setting 
configuration. The new Application Rule will appear in the Port Triggering 
table.  
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DMZ Host 
Since some applications are not compatible with NAT, the Router supports 
use of a DMZ IP address for a single host on the LAN. This IP address is 
not protected by NAT and will therefore be visible to agents on the Internet 
with the right type of software. Keep in mind that any client PC in the DMZ 
will be exposed to various types of security risks. If you use the DMZ, take 
measures (such as client-based virus protection) to protect the remaining 
client PCs on your LAN from possible contamination through the DMZ. 
 
To designate a DMZ IP address, type in the IP Address of the server or 
device on your LAN, and click the Save/Apply button. 
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Security 
To access the Security window, click the Security button in the Advanced Setup directory. The Security button appears after configuring WAN 
interface in PPPoA, PPPoE, IPoE or IPoA. 
 

IP Filtering 
The IP Filtering button appears when configuring WAN interface in PPPoA, PPPoE, IPoE or IPoA. 
 

IP Filtering - Outgoing 

This window allows you to create a filter rule of Outgoing. 

Click change default policy to change the mode of policy. 

 

Now default policy is BLOCK, it means all outgoing IP traffic from LAN is 
blocked, but some IP traffic can be accepted by setting up filters. 

 

If you are setting up the outgoing IP filtering, click the Add button.  

 

  

 

Now default policy is ACCEPT, it means all outgoing IP traffic from LAN is 
allowed, but some IP traffic can be Blocked by setting up filters. 

 

If you are setting up the outgoing IP filtering, click the Add button. 
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Enter the information in the section. Explanations of parameters are 
described below. Click the Apply / Save button to add the entry in the 
Active Outbound IP Filtering table. 

 

                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                                             

 

 
  

IP Filtering – Incoming 

This window allows you to create a filter rule of Incoming. 

Click change default policy to change the mode of policy. 

 

Now default policy is ACCEPT, it means all incoming IP traffic from WAN 
is accepted, but some IP traffic can be blocked by setting up filters. 

 

If you are setting up the incoming IP filtering, click the Add button. 

 

  

Now default policy is BLOCK, it means all incoming IP traffic from WAN is 
blocked, but some IP traffic can be accepted by setting up filters. 

 
If you are setting up the incoming IP filtering, click the Add button. 
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Enter the information in the section. Explanations of parameters are 
described below. Click the Apply / Save button to add the entry in the 
Active Inbound IP Filtering table. 
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Parental Control  
 

Use this window to deny access to specified MAC address. 

If you are setting up the MAC address blocking, click the Add button.  

 

  

MAC address is a specially formatted text string (xx:xx:xx:xx:xx:xx) that 
uniquely identification of a device. This section will allow users to block 
devices with certain MAC addresses on the LAN. 
 

To configure for MAC address blocking, enter the username into the 
Username field, click Browser’s MAC Address to have MAC address of 
the LAN device, or click Other MAC Address and enter a MAC address 
manually. Tick the checkboxes for the desired individual days of the week 
and enter desired Start Blocking Time and End Blocking Time.  

Click the Save/Apply button to save the configuration 
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URL Filter 
 
This window allows you to set up URL Filter on the Router. 
  
Choose URL List Type Exclude or Include first and click Add 
button. 

 

  

Enter the URL address and port number then click Apply / 
Save to add the entry to the URL filter. 
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Quality of Service 
QoS or Quality of Service allows your Router to help prioritize the data packet flow in your Router and network. This is very important for time 
sensitive applications such as VoIP where it may help prevent dropped calls. Large amounts of non-critical data can be scaled so as not to affect 
these prioritized sensitive real-time programs.  
 
To access the QoS – Queue Management Configuration window, click the Quality of Service button in the Advanced Setup directory. 
 
This window allows you to set up QoS on the Router. 
When you are finished, click on the Save/Apply 
button. 
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Queue Config 
Click the Add button to add a QoS Queue Configuration table entry. 
 
 

 

 
This window allows you to configure a QoS queue entry and assign it a 
specific network interface. 
  
Click the Apply / Save button to save and activate the filter. 
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QoS Classification 
 
Choose Add or Remove to configure network traffic classes. 
 
 
 
 

 
 
Use this window to create a traffic class rule to classify the upstream 
traffic, assign a queue that defines the precedence and the interface, and 
optionally overwrite the IP header DSCP byte. A rule consists of a class 
name and at least one condition. Please remember that all of the specified 
conditions on this window must be met for the rule to take effect. 
 
Click the Apply / Save button to save and activate this rule. 
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Routing 
To access the Routing windows, click the Routing button in the Advanced Setup directory. 
 

Default Gateway 
Default gateway interface list can have multiple WAN interfaces served as 
system default gateways but only one will be used according to the priority 
with the first being the highest and the last one the lowest priority if the 
WAN interface is connected. Priority order can be changed by removing 
all and adding them back in again. Click the Apply / Save button when 
you are finished. 
 
 

 
 

Static Route 
Click the Add button on the Routing – Static Route window to access the 
following window displayed on the next page. 
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Enter the static routing information for an entry to the routing table. 

Click the Apply / Save button when you are finished. 

 

 

 

 

 

 

 

Policy Routing 
Click the Add button on the Policy Routing Settup window to access the 
following window displayed on the next page. 
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Enter the Policy Routing information.Click the Apply / Save button when 
you are finished. 

 

 

 
RIP 

To activate RIP for the device, select the Enabled radio button for Global 
RIP Mode. To configure an individual interface, select the desired RIP 
version and operation, followed by placing a check in the 'Enabled' 
checkbox for the interface. Click the Save/Apply button to save the 
configuration, and to start or stop RIP based on the Global RIP mode 
selected. 
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DNS 
To access the DNS windows, click the DNS button in the Advanced Setup directory. The DNS button appears when configuring WAN interface in 
PPPoA, PPPoE, MER or IPoA. 
 

DNS Server 
Select DNS Server Interface from available WAN interfaces OR enter 
static DNS server IP addresses for the system. In ATM mode, if only a 
single PVC with IPoA or static IPoE protocol is configured, Static DNS 
server IP addresses must be entered. 
DNS Server Interfaces can have multiple WAN interfaces served as 
system dns servers but only one will be used according to the priority with 
the first being the higest and the last one the lowest priority if the WAN 
interface is connected. Priority order can be changed by removing all and 
adding them back in again. Click the Apply / Save button when you are 
finished. 
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Dynamic DNS 
The Router supports Dynamic DNS (Dynamic Domain Name Service). 
The Dynamic DNS service allows a dynamic public IP address to be 
associated with a static host name in any of the many domains, allowing 
access to a specified host from various locations on the Internet. This is 
enabled to allow remote access to a host by clicking a hyperlinked URL in 
the form hostname.dyndns.org, Many ISPs assign public IP addresses 
using DHCP, this can make it difficult to locate a specific host on the LAN 
using standard DNS. If for example you are running a public web server or 
VPN server on your LAN, this ensures that the host can be located from 
the Internet if the public IP address changes. DDNS requires that an 
account be setup with one of the supported DDNS providers. 

Click Add to see the Add DDNS Settings section.  

 

  
Enter the required DDNS information, click the Apply / Save button to 
save the information. 
 

 
Note 

DDNS requires that an account be setup with one of the supported 
DDNS servers prior to engaging it on the Router. This function will not 
work without an accepted account with a DDNS server. 
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UPNP 
To access the UPnP Configuration window, click the UPnP button in the Advanced Setup directory. 
 
This window allows you to Config UPnP Proxy. Click the Apply / Save 
button when you are finished. 
 
 
 

 
 
 

DNS Proxy 
To access the DNS Proxy Configuration window, click the DNS Proxy button in the Advanced Setup directory. 
 
This window allows you to Config DNS Proxy. Click the Apply / Save 
button when you are finished. 
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Interface Group 
Interface Group supports multiple ports to PVC and bridging groups. Each group will perform as an independent network. 
 
To support this feature, you must create mapping groups with appropriate 
LAN and WAN interfaces using the Add button. The Remove button will 
remove the grouping and add the ungrouped interfaces to the Default 
group. Only the default group has IP interface. 

 

Click Add to do advanced settings. 
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To create a new mapping group, enter Group Name, add interfaces to 
Grouped Interfaces. 

Click Apply / Save to save the changes. 
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IPSec 
To access the IPSec Tunnel Mode Connections window, click the IPSec button in the Advanced Setup directory. 
 
This window allows you to configure IPSec. 
 
Click Add New Connection to edit IPSec tunnel mode connections from 
this page 
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This window allows you to advanced settings. 
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Multicast 
To access the IGMP Configuration window, click the Multicast button in the Advanced Setup directory. 
 

 
Enter IGMP protocol configuration fields if you want modify default 
values shown below.  
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Security 
 
This page allows you to configure security features of the 
wireless LAN interface. 
You may setup configuration manually or through WiFi 
Protcted Setup(WPS)  
 
You can select to configure WEP encryption, Shared, 802.1x, 
WPA, and WPA2 authentication. 
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MAC Filter 
This page can help you to allow or deny certain MAC addresses to pass 
through or block out. 
Click Add to see the following page. 

 
  
Enter MAC Address and click Apply / Save to add the MAC address to 
MAC filter. 
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Advanced 
This page allows you to configure advanced wireless LAN interface. 
Configuring these settings may increase the performance of your router 
but if you are not familiar with networking devices and protocols, this 
section should be left at its default settings. 
Click Apply / Save to save the settings. 
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Station Info 
This page shows the authenticated wireless stations and their status. 
Click Refresh to update the information. 
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Diagnostics 
 
Your modem is capable of testing your DSL connection with access to Diagnostics. 
 
This window is used to test connectivity of the Router. 
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Management 
The Management directory features an array of options designed to help you get the most out of your Router. 
 

Settings 
To access the Settings - Backup window, click the Settings button in the Management directory. 
 
This window allows you to backup your DSL Router 
configurations. 
 
Click the Backup Settings button to save your Router 
configurations to a file on your computer. 

 
  
This window allows Update DSL router settings. You may 
update your router settings using your saved files. 
 
Click the Update Settings button to update your Router 
configurations with a file on your computer. 

 
  
This window allows Restore DSL router settings to the 
factory defaults. 
 
Click the Restore DSL Settings button to restore DSL 
router settings to the factory defaults. 
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Internet Time 
 
To access the Time settings window, click the Internet Time button in the Management directory. 
This window allows you to set the Router’s time configuration. 
When you are finished, click the Save/Apply button.  

 



Appendix A – Troubleshooting 
  

V33 User Manual  55 

Access Control 
 
To access the Access Control windows, click the Access Control button in the Management directory. 

 
 

Passwords 
This window allows you to change the password on the Router. When 
you are finished, click the Save/Apply button.  
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Reboot 
 
To access this window, click the Reboot button in the Management directory. 
 
To save your settings and reboot the system, click the Reboot button. 
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Troubleshooting 
This chapter provides solutions to problems that might occur during the installation and operation of the DSL-STV504. Read the following 
descriptions if you are having problems. (The examples below are illustrated in Windows® XP. If you have a different operating system, the 
screenshots on your computer will look similar to the following examples.) 
 
1.  How do I configure my DSL-STV504 Router without the CD-ROM? 
 

 Connect your PC to the Router using an Ethernet cable. 

 Open a web browser and enter the address http://192.168.1.1  

 The default username is ‘admin’ and the default password is ‘admin’. 

 If you have changed the password and cannot remember it, you will need to reset the Router to the factory default setting (see question 2), 
which will set the password back to ‘admin’. 

 
Note:  Please refer to the next section “Networking Basics” to check your PC’s IP configuration if you can’t see the login windows. 
 
2.  How do I reset my Router to the factory default settings? 
 

 Ensure the Router is powered on. 

 Press and hold the reset button on the back of the device for approximately 10 seconds. 

 This process should take around 30~60 seconds.  
 
 
3.  What can I do if my Router is not working correctly? 
 
There are a few quick steps you can take to try and resolve any issues: 

 Follow the directions in Question 2 to reset the Router. 

 Check that all the cables are firmly connected at both ends. 

 Check the LEDs on the front of the Router. The Power indicator should be on, the Status indicator should flash, and the DSL and LAN 
indicators should be on as well. 

 Please ensure that the settings in the Web-based configuration manager, e.g. ISP username and password, are the same as the settings 
that have been provided by your ISP.  

http://192.168.1.1/
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4.  Why can’t I get an Internet connection? 
 
For ADSL ISP users, please contact your ISP to make sure the service has been enabled/connected by your ISP and that your ISP username and 
password are correct. 
 
5.  What can I do if my router can’t be detected by running installation CD? 
 

 Ensure the Router is powered on. 

 Check that all the cables are firmly connected at both ends and all LEDs work correctly.  

 Ensure only one network interface card on your PC is activated. 

 Click on Start > Control Panel > Security Center to disable the setting of Firewall. 

                                           
 

Note:  There might be a potential security issue if you disable the setting of Firewall on your PC. Please remember to turn it back on once you have finished 

the whole installation procedure and can surf on Internet without any problem、



FCC Information  

FCC Caution 

• Any changes or modifications not expressly approved by the party responsible for compliance could void the user's 

authority to operate this equipment. 

• This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions: (1) This device 

may not cause harmful interference, and (2) this device must accept any interference received, including interference that 
may cause undesired operation.  
• For product available in the USA market, only channel 1~11 can be operated. Selection of other channels is not 

possible. 

• This device and its antenna(s) must not be co-located or operation in conjunction with any other antenna or transmitter.. 

This device must not be co-located or operating in conjunction with any other antenna or transmitter 

NOTE: THE MANUFACTURER IS NOT RESPONSIBLE FOR ANY RADIO OR TV INTERFERENCE CAUSED BY 
UNAUTHORIZED MODIFICATIONS TO THIS EQUIPMENT. SUCH MODIFICATIONS COULD VOID THE USER’S 
AUTHORITY TO OPERATE THE EQUIPMENT. 

Federal Communications Commission (FCC) Requirements, Part 15  

This equipment has been tested and found to comply with the limits for a class B digital device, pursuant to part 15 of the 
FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a residential 
installation. 
This equipment generates, uses and can radiate radio frequency energy and, if not installed and used in accordance with 
the instructions, may cause harmful interference to radio communications. However, there is no guarantee that 
interference will not occur in a particular installation. If this equipment does cause harmful interference to radio or 
television reception, which can be determined by turning the equipment off and on, the user is encouraged to try to 
correct the interference by one or more of the following measures: 

---Reorient or relocate the receiving antenna. 
---Increase the separation between the equipment and receiver. 
---Connect the equipment into an outlet on a circuit different from that to which the receiver is connected. 
---Consult the dealer or an experienced radio/TV technician for help. 

Regulatory information / Disclaimers 

Installation and use of this Wireless LAN device must be in strict accordance with the instructions included in the user 
documentation provided with the product. Any changes or modifications (including the antennas) made to this device that 
are not expressly approved by the manufacturer may void the user ’s authority to operate the equipment. The 
manufacturer is not responsible for any radio or television interference caused by unauthorized modification of this device, 
or the substitution of the connecting cables and equipment other than manufacturer specified. It is the responsibility of the 
user to correct any interference caused by such unauthorized modification, substitution or attachment. Manufacturer and 
its authorized resellers or distributors will assume no liability for any damage or violation of government 

CAUTION: To maintain compliance with FCC’s RF exposure guidelines, this equipment should be installed and 
operated with minimum distance 20cm between the radiator and your body. Use on the supplied antenna. 
Unauthorized antenna, modification, or attachments could damage the transmitter and may violate FCC 
regulations. 

MPE Statement (Safety Information) 

Your device contains a low power transmitter. When device is transmitted it sends out Radio Frequency (RF) signal. 
 
FCC Information to User 

This product does not contain any user serviceable components and is to be used with approved antennas only.  
Any product changes or modifications will invalidate all applicable regulatory certifications and approvals. 

Safety Information 

In order to maintain compliance with the FCC RF exposure guidelines, this equipment should be installed and operated 
with minimum distance 20cm between the radiator and your body. Use only with supplied antenna. Unauthorized antenna, 
modification, or attachments could damage the transmitter and may violate FCC regulations. 

 

 

Please use the factory recommended 
power supply.  


