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1.

Introduction

The ADSL access device supports multiple line modes. It provides one 10/100Base-T Ethernet interface at

the user end. Utilizing the high-speed ADSL connection, the device provide users with broadband

connectivity to the Internet or the Intranet for high-end users as net bars, office users, etc. can provide a

downlink speed up to 24 Mbit/s and uplink speed up to 1 Mbit/s.

The device supports WLAN access, as WLAN AP or WLAN router, to internet. It is compliance with IEEE
802.11,802.11b/g specifications, and complies with WEP, WPA and WPA?2 security specifications.

1.1 Package List

One one port wifi router

One external splitter

One power adapter

Two pieces of telephone lines(RJ-11)
One piece of Ethernet cable(RJ-45)
One copy of QIG

One copy of driver and utility software CD

1.2 Safety Cautions

Follow these announcements below to pretect the device from risks and damage caused by fire or electric

power.

» Use volume labels to mark the type of power.

» Use the power adapter packed within the device package.

» Pay attention to the power load of the outlet or prolonged lines. An overburden power outlet or
damaged lines and plugs may cause electric shock or fire accident. Check the power cords regularly. If
you find any damage, replace it at once.

» Proper space left for heat radiation is necessary to avoid any damage caused by overheating to the
device. The long and thin holes on the Access Point are designed for heat radiation to make sure the
device works normally. Don’t cover these heat radiant holes.

» Do not put this device close to a place where a heat source exits or high temperature occurs. Avoid the
device from direct sunshine.

» Do not put this device close to a place where is over damp or watery. Do not spill any fluid on this
device.

» Do not connect this device to any PC or electronic product, unless our customer engineer or your
broadband provider instructs you to do this, because any wrong connection may cause any power or fire
risk.

» Do not place this device on an unstable surface or support.



1.3 Description of LED and Interface

Front panel

YLAR

O 0O 000

LAN

Intermet DSL Power:

Fig 1.3-1 Front panel

LED Color Status Descriptions
POWER Green/Red | OFF No power
GREEN | Device init OK
RED Device init
RED Fireware upgrade
BLINK
DSL Green OFF Initial self-test failed
BLINK | Device is detecting itself
ON Initial self-test of the unit is OK and ready
Internet Green OFF Internet connection failed
BLINK Internet data transiting
ON Internet connection OK
LAN Green OFF No LAN link
BLINK LAN data transiting
ON LAN link established and active
WLAN Green OFF Inactive
BLINK WLAN data transiting
ON Active
Rear panel
& |3 @ oo o
ANT Line Ethernst  PORER RESET ON/UET

Fig 1.3-2 Rear panel




Items Usage
DSL Line RJ-11 port
Reset Resets to factory defaults. To restore factory defaults, keep
the device powered on and push a paper clip in to the hole.
Press down the button over 5 seconds and then release.
Ethernet Ethernet RJ-45 port

0] Power On/OfT.
PWR Power connector. DC 12 Voltage/1000mA,female pole is
positive.

1.4 System Requirements

Make sure first that you have prepared these following items to guarantee the Router can work normally.

Services subscriptions

An 10BaseT/100BaseT Ethernet card installed on your PC

HUB or Switch. (Attached to several PCs through one of Ethernet interfaces on the device)
Operation system: Windows 98SE, Windows 2000, Windows ME, or Windows XP

v v v Vv Vv

Internet Explorer V5.0 or higher, or Netscape V4.0 or higher, or firefox 1.5 or higher.
1.5 Features

» Supports various line modes

» Supports external PPPoE dial-up access

» Supports internal PPPoE/PPPoA dial-up access
» Supports leased line mode

» Supports ZIPB (Zero Installation PPP Bridge Mode)
» Supports 1483B/1483R/MER access

» Supports multiple PVCs(eight at most) and these PVCs can be isolated from each other
» Support a single PVC with multiple sessions

» Support multiple PVCs with multiple sessions
» Supports the binding of the ports and the PVCs
» Supports the 802.1Q and 802.1P protocol

» Supports DHCP server

» Supports NAT/NAPT

» Supports static route

» Supports firmware upgrade: WEB/tftp/fip

» Supports reset to factory default:reset, WEB

» Supports DNS relay

» Supports Virtual server

» Supports DMZ functions

» Supports two-level passwords and usernames

» Supports WEB interface

» Supports telnet CLI



Supports System status display

Supports PPP session PAP/CHAP

Supports IP filter function

Supports IP QoS function

Supports remote access control

Supports line connection status test

Supports remote management (Telnet; HTTP)

Supports configuration file backup and restoration function

Ethernet supported such as Crossover Detection & Auto-Correction and polarity correction

Supports UPnP



2. Hardware Installation

1. Refer to the figure below: Connect the DSL port of the device and the ROUTER port of the splitter with
a telephone cable; connect the phone to the Phone port of the splitter through a cable; connect the incoming
line to the Line port of the splitter.

The splitter has three ports:

LINE: Connects to a wall phone jack (RJ-11 jack)

ROUTER: Connects to the DSL jack of the device

PHONE: Connects to a telephone set
2. Connect the LAN port of the device to the network card of the PC via an Ethernet line (MDI/MDIX).

Note: Use twisted-pair cables to connect with the HUB/Switch.
3. Plug the power adapter to the wall outlet and then connect the other end of it to the PWR port of the

device.

Connection 1: Fig. 2-1 displays the application diagram for the connection of the Router, PC, splitter and
telephone seto

Ir 1
S N I
ANT Line Ethernet POWER RESET ONAOFT |
ADSL service  Splitter j RI-1] RI-45 T
socket L ine Modem ;
-« owWer
Phone adapler

|—- I

Phone Phone

A
il o

PC Power adapter

Fig 2-1 Connection Diagram (Without connecting telephone sets before the splitter)

Connection 2: As illustrated in the following figure, the splitter is installed close to the device.

()]
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i =
O N | B I
ANT Line Ethernet POWER RESET ON/OFP |
ADSL service Solitter
socket ol RJ-11 RJ-45
L ine Modem
] ing Power
Phone adapter
Filter - *
{
= PC Power adapter
Phone Phone Phone

Fig 2-2 Connection Diagram (Connecting a telephone set before the splitter)

® [tis recommended to follow the Connection 1 in an actual connection!
® Note: When Connection 2 is used, the filter must be installed close to the telephone lines. (See Fig.
2-2. Do not use the splitter instead of the filter).
Installing a telephone directly before the splitter may lead to a failure of connection between the device and
the device of LAN side, or cannot access into the Internet, or slow the connection speed if you really need to
add a telephone set before the splitter, you have to add a MicroFilter before connecting to a telephone set.

Do not connect several telephones before the splitter. Moreover, do not connect several telephones with

MicroFilters.



3. Introducing Web Configuration

3.1 How to access Router

The following introductions are prepared for the first time users, it is a detail “How-To” user guide.

1. Open IE browser, then enter http://192.168.1.1 in address bar.

2. You are required to enter user name and password. See the Fig 3.2-1.
®  The super user name and password is admin/admin

® The common user name and password is user/user

Connect to 192.168.1.1

[

Lser name:

£l v

Password; | |

[ Jremember my password

L oK ][ Zancel ]

Fig 3.1-1

3. Ifyou enter as super user, the below screen will be displayed when you enter successfully.

mtatos

CAF | WLAK | MY Taot Vapp-s

Cysten
Ctatus

aystem Status

Thic pags choaws <he curcsrt states and fone basic settings of the demcs,

Seostom

Aliar MNuanp ALSL A e oler
Software Wersion .. 3.3

ISF Wizrzoan P S N

sl

TET. wnde TlodS L Trt WaER AR M-
5L Slalue & val k.
Tpatreeum Spocd 0 zkzz ()
Durnelivam Speml U aLge 62
Tprtrenm SRE 0,123

It renm SHE 1L Irs
Beconmection Counts a

Tt ime S rin

Shival Lmu

Fig 3.1-2



http://192.168.1.1

After you enter router as super user, you can check, config and modify all the options. You can use the
system diagnostic function also.

If you enter as common user, you can check the status of ROUTER, but can’t change the most of options.

3.2 Status

Click Status in the menu to open the sub-menu which contains 7 items: System, LAN, WLAN, WAN,
Port Mapping, Statistic and ARP Table.

3.2.1 System

Click System in the sub-menu to open the screen of Fig 3.2.1. In this page, you can view the current status
and some basic settings of this router, for example, Software Version, DSL mode, Upstream Speed,

Downstream Speed, Uptime and so on.

atatvs
| Sorecen ZAK | WLAK | WAN Toot Nappoong Stetirtics | AR Taole|
Systen aystom Statius
Ctatis

Thic pags choaws <he curcsrt states and fone basic settings of the demcs,

Seostom

3.2.2 LAN

Aliar MNuanp

ALSL A e oler

Software Wersion

.. 3.3

I5F Wazrzaomn

b )

sl

TET. wnde TlodS L Trt WaER AR M-
5L Slalue & val k.

Tpatreeum Spocd 0 zkzz ()

Durnelivam Speml U aLge 62

Tprtrenm SRE 0,123

It renm SHE 1L Irs

Beconmection Counts a

Tt ime S rin

Shival Lmu

Fig 3.2.1

Click LAN in the sub-menu to open the screen of Fig 3.2.2. In this page, you can view the LAN IP, DHCP
Server status, MAC Address and DHCP Client Table. If you want to config the LAN network, refer to
chapter 3.4.1 “LAN Settings”.



| em | L4 | WLAN | WAN | Port Mapping | Statistic | ARP Table |
Lan Status

LaN Status

Thiz page shows some basic status of Lan.

LAN Configuration

IP Address 192, 168. 1. 1
Subnet Nask 255, 265, 285, 0
DHCP Server Dizabled

NAC Address 00-el-4c—86-T0-01

DHCP Client Table

3.2.3 WLAN

Click LAN in the sub-menu to open the screen of Fig 3.2.3. In this page, you can view the parameters of the

WLAN.

tem | LA | WAN | Port Mapping

WLAN Status

WLAN Status

Thi=z page szhowz zome basic status of wireles=z lan.

¥ireless Enabled
band 802.11 b+g
Hode AP
Broadcast 55ID Enabled
root

Status Enabled
55ID ad=1-867001
Authentication Node Auto
Encrypt Hode None

Statistic | ARP Table |

Current Access Control List

Hode Disable

Fig3.2.3



3.2.4 WAN

Click WAN in the sub-menu to open the screen of Fig 3.2.4. In this page, you can view basic status of WAN,
Default Gateway, DNS Server, etc. If you want to config the WAN network, refer to chapter 3.6.1 “WAN

Interface”.

| System | LAN | WLAN | FPort Mapping | Statistic |EEP Table |

WAN Status WAN Status

Thi=s page shows some baszic status of Wan.

douwn
Internet_E_0_35 0/35 LLC PFFoE Ozec /
O=ec
Default
Gateway

DN5 Servers

Fig 3.2.4

3.2.5 Port Mapping

Click Port Mapping in the sub—menu to open the screen of Fig 3.2.5. In this page, you can

view the mapping relation and the status of port mapping.

Status Status

Syztem | LAN | WLAN | WaN | o | Statistics | ARP Table |

Port Napping Port Mapping

Thiz paze showz the mapping relation and the status of port mappingz.

Status: Disabled

Napping Relation

‘Select  Interfare  Priority

Default LANL, wlanD, Internet R 032 low
Groupl ow
GroupZ Low
Groupd o
Groupd low

fe

Fig3.2.5

10



3.2.6 Statistic

Click Statistic in the sub-menu to open the menu in the left bar, whick contains two items: Traffic Statistic
and DSL Statistic.

3.2.6.1 Traffic Statistic

Click Traffic Statistic in the left bar to open the screen of Fig 3.2.6.1. In this page, you can view the
statistics of each network port.

Stﬂ.tus Status

System | LAN | WLAHN | WAN | Port Mapping | §

Traffic
Statistic

DSL Statistic

Statistics — Port

Thiz page shows the statisticz of each network port.

| Interface Rz pkt Ex err Rx drop Tx pkt | Tx err T drop
[ o

| ethl [ 2874 | o | o | 3267 | ©

| wlan0 1 | o | o | 11 | o | @o

Intermet R 035, o | o [ o | o | o | 0
Fig 3.2.6.1

3.2.6.2 DSL Statistic

Click DSL Statistic in the left bar to open the screen of Fig 3.2.6.2. In this page, you can view the ADSL

line statistics, downstream rate, upstream rate, etc.

11



em | LAN | WLAN | WAN | Part Mapping | Statistic | ARP Tabla |

Traffic StatiStiGS - ADSL

= T

Ads]l line statistics.
Node
Latency
Irellis tod:ing_ Enakle
Status ACTIVATING.
Power Level Lo

Downstream Upstream
SHR Margin (dB) 0.0 0.0
Attenuation {dB} 0,0 0.0
Output Power (dBm) (). 0 AT
Attainable Rate o 0
(Ebp=s)
Rate (Kh_j;ls)' 4] 0
E {number of bytes
in DET frame)
R {(number of check
bytes in K5 code
word}
5 (RS code word
gize in DET frame)
D {interleaver
depth)}
Delay (msec)
FEC 0 0
CRC 0 0
Total ES 1} ]
Total SES 0 ]
Total TAS 0 0]
Fig 3.2.6.2

3.2.7 ARP Table

Click ARP Table in the sub-menu to open the screen of Fig 3.2.7. In this page, you can view the talbe
which shows a list of learned MAC addresses.

m | LAN | WLAI | WAIT | Port Mapping

ARF Table ARP Table

Thiz table shows a list of learned MAC addresses.

192 168. 1. 22

Fig 3.2.7

3.3 Wizard

Click Wizard in the menu to open the sub-menu which contains one item: Wizard.

12



3.3.1 Wizard

Wizard enables speedy and accurate configuration of your Internet connection and other important
parameters. The following sections describe these various configuration parameters. Whether you configure
these parameters or use the default ones, click 'Next' to enable your Internet connection.

When subscribing to a broadband service, you should be aware of the method by which you are connected
to the Internet. Your physical WAN device can be either Ethernet, DSL, or both. Technical information
regarding the properties of your Internet connection should be provided by your Internet Service Provider
(ISP). For example, your ISP should inform you whether you are connected to the Internet using a static or
dynamic IP address, or what protocols, such as PPPOA or PPPoE, you will be using to communicate over

the Internet.

Click Wizard in the sub-menu to open the screen of Fig 3.3.1-1. In this page, you can config the VPI/VCI

number.

Wizard Status Wizard LAW WLAW WAR Advance Admin  Diagnostic
¥izard Wizard

Thiz Wizard will guide xou through the steps necessary to configure wour
D5L Router.
Note:Thi=z PVIC will instead of the first original PWC.

ATE PV¥C Configuration

The Wirtual Path Identifier (¥PI) and Wirtual Channel Identifier (¥WCI) are
needed for =setting up the ATM PVC.
Do not change WFI and WCI numbers unless wour ISP instructs wou otherwise.

VPI: [0 |(0-255)
VCI: |35 |(32-65535)

Fig 3.3.1-1

Be sure to use the correct Virtual Path Identifier(VPI) and Virtual Channel Identifier(VCI) numbers

assigned to you. The valid range for VPI is 0 to 255 and for VCI is 32 to 65535(0 to 31 is reserved for local
management of ATM traffic).

Then press Next, the Fig 3.3.1-2 screen will appear. In this page, you can select the WAN Connect Type and

the encapsulation method.

13



Wizard ¥izard
| Wizard |
Wil Connection Type
Select the type of network protocol and encapsulation mode over the ATM
PVC that wour ISF hasz instructed you to us=e.
WAN Connection Type: (OFFP over ATM(PPPoA)
(O FFF over Ethernet (FFFoE)
(1483 MER
(1483 Routed
483 Bridsed
Encapsulation NHode:
[ € Back | [ Next > |
Fig 3.3.1-2
The following table describes the fields in this screen.
Label Description
WAN Connection Type Select the WAN Connection Type here, you can select PPPoA, PPPoE,

1483 MER, 1483 Routed or 1483 Bridged.

Encapsulation Mode

Select the method of encapsulation used by your ISP from the drop-down
list box. Choises are LLC/SNAP or VC-Mux.

< Back Click < Back to return to the previous screen
Next > Click Next > to go to the next screen
If you select PPPoA or PPPoE in WAN Connection Type, click Next, the screen of Fig 3.3.1-3 appears as
shown next.

1S Wizard

Wizard |

Wizard

WAN TP Settings

Enter information prowvided to you by wour ISP to configure the WAN IF =zettings.

() 0btain an IF address automaticallsy
COillse the following IF address:

WaN IP Address:

Enable HAT

[ € Back | [ Nemt >

Fig 3.3.1-3

The following table describes the fields of this screen.

Label

Description

Obtain an IP address

The dynamic IP is not fixed; your ISP assigns you the different one each
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automatically time.

Use the following IP A static [P is a fixed IP that your ISP gives you.

address

WAN [P Address Input the IP address of the WAN interface provided by your ISP
Enable NAT Select it to enable the NAT functions of the MODEM. If you are not to

enable NAT and intend the user of the MODEM to access the Internet
normally, you must add a route on the uplink equipment; otherwise the
access to the Internet will fail. Normally, it is required to enable NAT.

< Back Click < Back to return to the previous screen

Next > Click Next > to go to the next screen

Then click Next, the screen of Fig3.3.1-4 appears as shown next.

Wizard Status | Wizard LAN WLANW WAN Advance Admin  Diagnostic
Yizard PPP Username and Password

FFF usually reguires that you have a user name and password to establish your
comnection.

In the boxes below, enter the uzer name and password that wour ISF has prowided to
Fou.

PPF Username:

FPF Fassword:

FFF Connection & Continuous
Type: ) Cennect on Demand
Idle Time: |-
(@] Manual
Idle Time !7
[€ Back | [ Wext > |
Fig 3.3.1-4
The following table describes the fields of this screen.
Label Description
PPP Username The username and password apply to PPPoE and PPPoA encapsulation
PPP Password only. Make sure that you have entered the correct username and password.
PPP Connection Type Choices are Continuous, Connect on Demand and Manual.
< Back Click < Back to return to the previous screen
Next > Click Next > to go to the next screen

Then click Next, the screen of Fig3.3.1-5 appears as shown next.
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Status

¥izard LAN WLAR WAN Advanmz Admin ’].‘fia:g,_riaﬁtt ic

| Wizard |

Wizard

LAN Interface Setup

Thi=z page i= uszed to configure the LAN interface of wour ADSL Eouter.

LAN TIP:
LAN MNetmask:

[192.168. 1.1
[265. 255. 255. 0

[“]Enable Secondary IP

Secondary LAN IF:
Secondary LAN Netmaszk:

[192.168. 100. 1
[265. 255. 255. 0

DHCP Server

Set and configure the Dynamic Hozt Protocol mode for wour dewice.

Start IP:

Eng IP:

Max Lease Time:

[192. 188, 1.2

[192. 168, 1. 254

._1 | Daw {0 | Hour |9 Min (If all iz -1,Max Leaze Time i=
not limited)

[ < Back | [ Hext >

Fig 3.3.1-5

The following table describes the fields of this screen.

Label Description

LAN IP Enter the IP address of your ROUTER in dotted decimal notation, for
example, 192.168.1.1(factory default)

LAN Netmask Type the subnet mask of LAN IP.

Enable Secondary IP Select this check box to enable the secondary LAN IP

Secondary LAN IP Enter the secondary IP address of your ROUTER in dotted decimal
notation, for example, 192.168.100.1(factory default)

Secondary LAN Netmask Type the subnet mask of the secondary LAN [P

Enable DHCP Server Select this check box to enable the DHCP Server

Start [P This field specifies the first of the contiguous addresses in the IP address
pool.

End IP This field specifies the last of the contiguous addresses in the IP address
pool.

< Back Click < Back to return to the previous screen

Next > Click Next > to go to the next screen

If you finish the settings of this page, click Next, the screen appears as shown next.
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Wizard

| ‘;'Jiz:ard. |

W WAN Setup — Summary

Make =ure that the zettings below match the settings prowvided by sour ISE.

WAN Setup:

YPI/VCI [0/ 35

|C|:m.nect Iype FFFoE LLC/SNAF, cormect forewer
'HAPT Enahled

_IEH_iP Iautc- azzighed

!Reserved Gateway anto azsigned

|DHS Server anto azsigned

LAN Configure:

|LAH IF i192.168.1.1 / 2B5.255. 255.0
|Secondary IF |192.168.1DD.1 £ 255, 25526610
i_li_HEI_’__Server i]ér;l;led

DHCP IP Range |192. 168. 1.2 ~ 192, 168. 1. 25¢
IDHCP Leaze Time |1day Ohour Omin

Click “Finizh” to zave these zettings. Then swstem will rebeoot.. Click “Back”
to make any modifications.

[ € Back | [ Finish |

Fig 3.3.1-7

If you select 1483 MER in Fig 3.3.1-2, the screen appears as shown next.

| Wizard |

Wizard WAN IFP Settings

Ernter information prowvided to wou by wour ISF to configure the WAN IF settings.

%) 0Obtain an IP address automatically
> Use the following IF address:
WAN IP Address: i ]
WAN Subnet Maszk:

Defanlt Gateway:

Obtain DNS serwver addres=zes automatically:

@

Uze the following DNS server addreszszes:
Primary DNS |
Server:

Secondary DNS
Server:

Enable NAT

[ < Back | [ He=t >

Fig 3.3.1-8

The following table describes the fields of this screen.
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Label Description

Obtain an IP address The MODEM will obtain a (WAN) IP address automatically and at this

automatically time it will enable DHCP Client functions. The WAN IP address is
obtained from the uplink equipment like BAS and the uplink equipment is
required to enable the DHCP Server functions.

Use the following IP If you want to input the WAN ip address by yourself. Check this entry and

address then input related data in the field.

WAN IP Address Input the IP address of the WAN interface provided by your ISP

WAN Subnet Mask

Input the subnet mask concerned to the IP address of the WAN interface
provided by your ISP.

Default Gateway

You can input the IP address of the default gateway by yourself, click this
entry and then input related data in the fields.

Obtain DNS server
addresses automatically

To obtain the IP address of the DNS server assigned by the uplink
equipment such as BAS.

Use the following DNS
server addresses

If you want to input the IP address of the DNS server by yourself, click
this entry and then input related data in the fields.

Primary DNS server

Input the IP address of the primary DNS server here.

Secondary DNS server

Input the IP address of the secondary DNS server provided by your ISP
here.

Enable NAT Select it to enable the NAT functions of the MODEM. If you are not to
enable NAT and intend the user of the MODEM to access the Internet
normally, you must add a route on the uplink equipment; otherwise the
access to the Internet will fail. Normally, it is required to enable NAT.

< Back Click < Back to return to the previous screen

Next > Click Next > to go to the next screen

If you finish the settings of this page, click Next, the screen of Fig 3.3.1-6 appears. The settings of this

screen, see above paragraphs.

If you select 1483 Routed in Fig 3.3.1-2, the screen of Fig 3.3.1-9 appears as shown next.

zard Status | Wizard LAR WLAR WAR Advance Admin  Diagnostic

| Wizard |

HAN IP Settings

Wizard

Enter information provided to wou by wour ISP to configure the WAN IF settings.

() None
(# Obtain an IP address automatically
() Use the following IP address:

WiN IF Address:

WAN Subnet Mask:

() Obtain DNS server addresses automatically
() Usze the following DNS server addresses:

Primary DNS
TETVer:
Secondary DHNS
TErVer:

Enable NAT

< Back | [ Next >

Fig 3.3.1-9
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The following table describes the fields of this screen.

Label Description

None

Obtain an IP address The dynamic IP is not fixed; your ISP assigns you the different one each
automatically time.

Use the following IP A static IP is a fixed IP that your ISP gives you.

address

WAN IP Address Input the IP address of the WAN interface provided by your ISP

WAN Subnet Mask

Input the subnet mask concerned to the IP address of the WAN interface
provided by your ISP.

Obtain DNS server
addresses automatically

To obtain the IP address of the DNS server assigned by the uplink
equipment such as BAS.

Use the following DNS
server addresses

If you want to input the IP address of the DNS server by yourself, click
this entry and then input related data in the fields.

Primary DNS server

Input the IP address of the primary DNS server here.

Secondary DNS server

Input the IP address of the secondary DNS server provided by your ISP
here.

Enable NAT Select it to enable the NAT functions of the MODEM. If you are not to
enable NAT and intend the user of the MODEM to access the Internet
normally, you must add a route on the uplink equipment; otherwise the
access to the Internet will fail. Normally, it is required to enable NAT.

< Back Click < Back to return to the previous screen

Next > Click Next > to go to the next screen

3.4 LAN

Click LAN in the menu to open the sub-menu which contains 2 items: LAN Settings and DHCP Settings.
You can use the LAN configuration to define an IP address for the DSL Router and configure the DHCP

SErver.

3.4.1 LAN Settings

On this screen you can change the device's IP address. The preset IP address is 192.168.1.1. This is the
Private IP address of the DSL Router. This is the address under which the device can be reached in the local

network. It can be freely assigned from the block of available addresses.

Click LAN Settings in the sub-menu to open the screen of Fig 3.4.1. In this page you can config the LAN

network.
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LAN Interface

Status Wizard LAN WLAN WAN Advance Admin Diagnostic

| LAN Settings | DHCP Settings |

LAN Interface Setup

Thi=z page iz uzed to configure the LAWN interface of wour ADSL Router.
Here wou mawv change the zetting for IF addressz=, =ubnet mask, estc..

MNote: Please CommitsReboot if you want to make this settings effectiwve
immediatelsr.

Interface Name: brQ
IP Address: 1192, 168. 1.1
Subnet Nask: [2E6. 266, 266. 0

(| Secondarvy IP

IGEF Snooping: (#)Disabled ) Enabled

[

Apply Changes ]

Fig 3.4.1

The following table describes the fields of this screen.

Label Description

IP Address Input the IP of Local area network interface here.

Subnet Mask We recommend that you use an address from a block that is reserved for
private use. This address block is 192.168.1.1- 192.168.255.254

Secondary IP Select this checkbox to enable the secondary LAN IP. The two LAN IP
must be in the different network.

Apply Changes Click this button to save the settings of this page.

3.4.2 DHCP Settings

DHCP(Dynamic Host Configuration Protocol) allows the individual client(computers) to obain the TCP/IP

configuration at start-up from the centralize DHCP server. You can configure this router as a DHCP server

or disable it. DHCP server can assign IP address, an IP default gateway and DNS server to DHCP clients.

This router can also act as a surrogate DHCP server(DHCP Proxy) where it relays IP address assignment

from a actual real DHCP server to clients.

If the DHCP was disabled, the screen of Fig 3.4.2-1 appears. You can enable/disable DHCP Server or

DHCP Proxy.
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DHCP Settings

DHCP Server Setup

Enable the DHCF Server if wou are using this dewice as a DHCP serwer. This page
listz the IP address pools available to hosts on your LAN. The device distributes
rmumbers in the pool to hosts on your network as they request Internet access.
This page is also used to configure the DHCF serwer ip addresses for DHCP Relay.

Note: Pleaze Commit/Reboot if wou want to make thisz settings effective
immediatelsy.

LAN IP Address: 192.168.1.1 Subnet Mask: 255.255.255.0

(&)Disable  (ODHCP Froxy (O DHCP Server

[ Lpply Changes ]

Fig 3.4.2-1

If you set to DHCP Proxy, the screen of Fig 3.4.2-2 appears.

DHCFP Settinss

DHCP Server Setup

Enable the DHCF Serwer if wou are uzing thiz device az a DHCP =zerver. Thiz page
lizt=z the IP addressz pools available to hostsz on ywour LAN. The device distributes
rnumberz in the pool to hostz on wour network as they reguest Internet access.
Thiz page i= al=o used to configure the DHCP zerver ip addresszes for DHCF Eelay.

Note: Please Commits/Reboot if wou want to make this settings effectiwve
immediately.

LAN TP Address: 192.16&.1.1 Subnet Hask: 256, 256, 255.0

O Dizable @{)HCP Proxy (D DHCP Server

DHCP Prozy:
DHCP Server
Al 172.19.31.4
Apply Changes ]
Fig 3.4.2-2

The following table describes the fields of this screen.

Label Description

DHCP Proxy If set to DHCP Proxy, your ROUTER acts a surrogate DHCP Server and
relays the DHCP requests and reponses between the remote server and the
client.

DHCP Server Address Enter the IP address of the actual, remote DHCP server in this field.

Apply Changes Click this button to save the changes of this page.

If you set to DHCP Server, the screen of Fig3.4.2-3 appears as shown next.
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Status Wizard LAN WLAR WAN Advance Admin Diagnostic

| LAN Settings | DHCP Setting= |

DHCP Settings DHCP Server Setup

Enable the DHCF Serwver if wou are using this device az a DHCP zerver. This page
lizt=z the IF address pools awvailable to hostz on wour LAM. The device distributesz
rnumberzs in the pool to hostz on wour network as they regquest Internet acceszs.
Thiz page iz alszo used to configure the DHCF =zerver ip addresszes for DHCF Eelaw.

Note: Please Commit/Reboot if wou want to make this =zettings effectiwve
immediately.

LAN TP Address: 192.168.1.1 Subnet Hask: 255, 255.255.0

(ODisable (O DHCP Promy

DHCF Server:

IF Pool .
Ranua: 192.168. 1.|2  — 192,168 1.|2564 Show Client

Hax Lease

T 1 days |0 hours __D | minutes (-1 indicates an infinite lea=ze]
Domain Name: domair. name

Gateway T

Addeeai 5192.168.1.1

[ MuC—Fa=ze Az=ignment ]

L Lpply Changes ]

Fig 3.4.2-3

The following table describes the fields in this screen.

Label Description

DHCP Server If set to DHCP Server, your ROUTER can assign IP addresses, an [P
default gateway and DNS Servers to Windows95, Windows NT and other
systems that support the DHCP client.

IP Pool Range This field specifies the first and the last of contiguous IP address of the IP
address pool.

Show Client Click this button, the screen of Fig 3.5.2-4 appears, which shows the
assigned IP address of the clients.

Max Lease Time The Lease time determines the period for which the PCs retain the IP
addresses assigned to them without changing them.

Domain Name Input the domain name here if you know. If you leave this blank, the

domain name obtained by DHCP from the ISP is used. While you must
enter host name(System Name) on each individual computer, the domain
name can be assigned from this router via DHCP server.

Gateway Address Enter the IP default gateway of the IP address pool.

MAC-Base Assignment Click this button, the screen of Fig3.5.2-5 appears. This function allows
you assign IP addresses on the LAN to specific individual computers
based on their MAC address.

Apply Changes Click this button to save the changes of this page.

Click Show Client, the following window appears. In this window, you can view the IP address assigned to

each DHCP client.
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3 http:f/192.168.1.1 — Active DHCP Client Table — Nicrosoft In...

Active DHCP Client Table

Thiz table showsz the az=zigned IP addre=ss, MAC address and time
expired for each DHCF leaszed client.

Hone e i

[ Refresh ] [Close ]

Fig 3.4.2-4

The following table describes the fields in this screen.

Label Description

IP Address This field displays the IP address relative to the MAC address.

MAC Address This field displays the MAC(Media Access Control) address of the
computer.

Every Ethernet device has a unique MAC address. The MAC address is
assigned at the factory and consists of six pairs of hexadecimal character,
for example, 00-A0-C5-00-02-12.

Time Expired(s) Here shows the lease time. The Lease time determines the period for
which the PCs retain the IP addresses assigned to them without changing
them.

Refresh Click this button to refresh the Active DHCP Client Table.

Close Click this button to close this window.

Click MAC-Base Assignment button, the below window appears. In this page, you can assign IP

addresses on the LAN to specific individual computers based on their MAC address.

A http://192.168.1.1 — Static TP Assignment Table — Wicrosoft Int... [= |[B]EX]

Static IP Assignment Table

Thiz page iz u=sed to configure the static IP baze on MAC Addres=.
You can assignfdelete the static IF. The Host MAC Address, please
input a string with hex number. S5Such as “00-d0-59-cf-12-43". The
Azzigned IP Addre=zs, pleasze input a string with digit. Such a=
192, 168, 1. 1007,

Host MAC Address({xx =X XX XX XX—XX) - IDD_D_D;D_D__DD_DD_DD |

As=signed IP Address(ZZX.XXX. XXE.XXX): |D- 0.0.0 |

[ assien TP ] | Modify &s=igned IP |

[

Delete A=z=igned IF ] [ Clo=ze ]

HAC—FHase Aszignment Table:

Fig 3.4.2-5
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The following table describes the fields of this screen.

Label Description

Host MAC Address Type the MAC address of a computer on your LAN

Assigned IP Address This field specifics the IP of the IP address pool.

Assign [P Click this button after entered Host MAC Address and Assigned IP
Address, a row will be added in MAC-Base Assignment Table.

Modify Assigned IP Select a row in MAC-Base Assignment Table, the MAC address and IP
address will appears Host MAC Address and Assigned IP Address.
After modified the MAC Address and IP Address, click this button to save
the changes.

Delete Assigned IP Select a row in MAC-Base Assignment Table, then click this button, this
row will be deleted.

Close Click this button to close this window.

MAC-Base Assignment This table shows the assigned IP address based on the MAC address.

Table

3.5 WLAN

Click WLAN in the menu to open the sub-menu which contains 5 items: Basic Settings, Security,

Advance Settings, Access Control and WDS Settings.

This session introduces the wireless LAN and some basic configurations. Wireless LANs can be as simple

as tow computers with wireless LAN cards communicating in a pear-to-pear network or as complex as a

number of computers with wireless LAN cards communicating through Access Points which bridge

network traffic to wired LAN.

3.5.1 Basic Settings

Click Basic Settings in the sub-menu to open the screen of Fig 3.5.1-1. This page is used to configure the

parameters for wireless LAN clients which may connect to your Access Point.
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Status Wizard LAN WLANR WANW Adwance Admin Diagnostic

urity | Advance Setting: ontro 1S Settinge |

Easic Wireless Basic Settings
Settings

Thiz page is used to configure the parameters for wireless LAN clients
which mav conmect to wyour Access Foint.

Hote: Pleasze Commit/Reboot if wou want to make thiz =settings effectiwve
immediately.

Configure Wireless Network needs about 15 seconds: please wait...

[*] Disable Wireless LAN Interface

Band: [2.4 cHz (B+G} ~

Node: AP v;

{Root)}S5ID: adsl*SﬁTUDl |

Auth Type: ('Open System {2 Shared Key & auto

¥irtual SSID: Set W3S5ID:

SSID: (&) Enable  (ODisable
Country/Area: | US4 ~
Channel Humber: Au‘to v

S5end Rate: Au‘tn |

Eadio Power E 3l

{m¥): 100% G

Apply Changes
Fig 3.5.1-1

The following table describes the fields of this screen.

Label

Description

Disable Wireless LAN
Interface

The wireless LAN is turned on by default. Select the check box
to disable the wireless LAN.

(Root) SSID

The SSID(Service Set Identification) is a unique name to
identify the ROUTER in the wireless LAN. Wireless stations
associating to ROUTER must have the same SSID.

Enter a desciptive name.

Virtual SSID

You can enable 4 SSID at most. Click Set VSSID, the screen of

Set VSSID Fig3. 6. 1-2 appears
SSID You can enable or disable this SSID.
Country/Area Select the region where you are

Channel Number

A channel is the radio frequency (ies) used by 802. 11b/g wireless
device. Channels available depend on your geographical area. You
may have a choice of channels (for your region) so you should use
a different channel than an adjacent AP (Access Point) to reduce
interference. Interference occurs when radio signal from
diffirent access point overlap causing interference and
degrading performance

Select a channel from the drop—down list box.

Apply Changes

Click this button to save the changes of this page
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B hitp://192 168.1.1 — Virtual SSID Seiting — Micruoso... |2 |[B]EX]

Virtual SSID Setting

WVapl [JEnakle
SSID [ads1-s87002 |
Auth Type: O 0pen System O Shared Eey G Auata
Vapl [JEnakle
Sl [=d=1z867003; |
futh Type: (O 0pen Syvstem ) Bhared Eew & Auto
VapZ [JEnakle
SSID |ads1-s67004 |
futh Type: O 0pen Syvstem 2 Shared Keiwr @ Aato
Vap3 [JEnakle
SSID [ad=1-867005 |
futh Type: (O 0pen System (3 Bhared Eew G Aatao
[ &pply Changes | [Undo |

] ke & Internet

Fig 3.5.1-2

The following table describes the fields of this screen.

Label Description

SSID The SSID(Service Set Identification) is a unique name to identify the
ROUTER in the wireless LAN

Apply Changes Click this button to save the changes of this page.

Undo Click this button to begin configuring this screen afresh.

3.5.2 Security

Click Security in the sub-menu to open the screen of Fig 3.5.2-1. Wireless security is vital to your network

to pretect wireless communication between wireless stations, access points and wired network.
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Status

Security

‘Wizard

| Bazic Setting

'LAW WANR Advance Admin  Diagnostic

derance Settings Control | WDS Settings |

¥Wireless Security Setup

Thiz page allows wyou =zetup the wireles= security. Turn on WEF or WFA by
using Encryption Eey= could prevent any unauthorized access to your wireless

network.
Note:

Please Commit/Reboot if wou want to make this settings effective

immediatelsr.
Configure Wirelezsz MNetwork needs about 15 zeconds. pleasze wait...

S5ID TIwype:
Encryption:

Ouse 802_1x

(&) Root
Hone el

WEF-6dbit=s WEF-128bit=

Authentication

WPA Authentication

Enterprise (RADIUS) Perzonal (Pre—Shared

Node: Kev)
Pre—Shared KEey Format:
Pre—Shared Key:
Authentication EADIUS I
S remieg Port | IF Addressz |
Password |
Koter When encrypiion NEP is selected, you must set FEP ey vwalue.

[ Lpply Changes ]

Fig 3.5.2-1

The following table describes the fields of this screen.

Label

Description

SSID Type

Select the SSID here.

Encryption

Choices are None, WEP, WPA (TKIP), WPA2(AES) and WPA2 Mixed.
WEP(Wired Equivalent Privacy) entrypts data frames before transmitting
over the wireless network.

WPA(Wi-Fi Protected Access) is a subset of the IEEE802.111 security
specification draft. Key differences between WPA and WEP are user
authentication and improved data encryption.

Set WEP Key

This button is available when you set to WEP. Click this button, the
screen of Fig3.6.2-2 appears.

Authentication RADIUS
Server

RADIUS is based on a client-server model that supports authentication,
authorization and accounting. The access point is client and the server is
RADIUS server. RADIUS is a simple package exchange in which your
ROUTER acts as a message relay between wireless station and the
network RADIUS server.

Port

The default port of the RADIUS server for authentication is 1812. You
need not change this value unless your network administrator instructs you
to do so with additional information.

IP Address

Enter the IP address of the RADIUS server.

Password

Enter a password as the key to be shared between the external
authentication server and the access point. The key is not send over the
network. This key must be the same on the external authentication server
and your ROUTER.

Apply Changes

Click this button to save the the changes of this page.
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R http://192_168.1.1 — WEF Eey Setup — Nicrosoft Internet Ezplorer e @

55ID TYPE:

Eewvy Length:

Eewvy Format:

Wireless WEP Key Setup

Thi=z page allow= wou =setup the WEF ke walue. Tou could chooze u=ze 64—
bit or 128-bit as the encryption key, and select ASCIT or Hex az the
format of input walue.

@ Root
[B4-bit |

[ASCII (5 characters) |

Defaunlt Tx Eey: g_Key 1 v

Encryption Eey 1: 30671

Encryption Eey 2: ;‘3::672

Encryption Eew 3: 5366773

Encryption Eey 4: ;“3::6741

[ LApply Changes ] [ Clo=e ] [Undn ]

&j = _s; Internet
Fig 3.5.2-2

The following table describes the fields of this screen.

Label Description

SSID Type Select the SSID here.

Key Length Select 64-bit or 128-bit to use data encryption.

Key Format If you chose 64-bit, you can choose ASCII(5 characters) or Hex(10
characters).
If you chose 128-bit, you can choose ASCII(13 characters) or Hex(26
characters).

Default Tx Key Select the default Encryption Key here.

Encryption Key 1 to 4

The Encryption keys are used to encrypt data. Both ROUTER and wireless
stations must use the same Encryption Key for data transmission.

If you chose 64-bit and ASCII(5 characters), then enter any 5 ASCII
characters.

If you chose 64-bit and Hex(10 characters), then enter any 10
hexadecimal characters.

If you chose 128-bit and ASCII(13 characters), then enter any 13 ASCII
characters.

If you chose 128-bit and Hex(26 characters), then enter any 26
hexadecimal characters.

Apply Changes Click this button to save the changes of this page.
Close Click this button to close this window.
Undo Click this button to begin configuring this screen afresh.

3.5.3 Advance Settings

Click Advance Settings in the sub-menu to open the screen of Fig 3.5.3. These settings are only for more

technically advanced users who have a sufficient knowledge about wireless LAN. These settings should not

be changed unless you know what effect the changes will have on your Access Point.
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nrrfizisct rocul=dége aoout oipelers LA, Thes= restings rhoald oct Se
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irrecistalr,

T Leles apopegimelel= 0 gau e Lo v ficee M giceless oelsazl,

P =l
Iragmant - A 0
Thuw bl G oA =S
ET% Thruxhulil: M =t 1ad
Beacon Interval: Lac (N [ T
Prenwhle Type: ] T 3 e ety
Belay Intecwal: CiEaaale " Iisable
LANSBLAN lolecwali Chbhamy w o G0 Eae ol In
YEE Tuppact: iEnsaled  (ETisabled
I L3l Chiaog se |
Fig3.5.3
The following table describes the fields of this screen.
Label Description
Fragment Threshold This is the maximum data fragment size(between 256 and 2346bytes) that

can be sent in the wireless network before the ROUTER will fragment the
packet into smaller data frames.

RTS Threshold RTS(Request To Send) is designed to prevent collisions due to hidden
node. A RTS defines the biggest size data frame you can send before a
RTS(Request To Send) handshake invoked. The RTS Threshold value is
between 0 and 2347.

If the RTS Threshold value is greater than Fragment Threshold value,
then the RTS hankshake will never occur as the data frames will be
fragmented before they reach RTS size.

Apply Changes Click this button to save the changes of this page.

3.5.4 Access Control

Click Access Control in the sub-menu to open the screen of Fig 3.5.4. In this page, you can configure the

Wireless Access Control.
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| Basic Settings | Security | Adwance Settings

‘Status

Wizard LAN WLAR Admin  Diagnostic

15 Settings |

hccess
Control

Wireless Access Control

Wireless Access Control Mode:

“Disable”;

“Allow Listed”:

“Derny Listed”:

Note: Please Commit/Reboot if you want to make this settings effectiwe
immediatels.

Configure Wireless Wetwork needs about 15 zeconds. pleasze wait...

Select Access Control Hode: Disable = |
Applsy Changes
Add Access Control
List:
NMAC Addr | {ex: 00-E0-86-T1-0U5-0Z)

[ rply Changes | [Reset |

Current Access Control List:

[ Delete ]

[ Delete A11 ] [Reset ]

Fig 3.5.4

The following table describes the fields of this screen.

Label

Description

Select Access Control
Mode

to block access to the router, MAC addresses not listed will be allowed to
access your router. Select Deny Listed to permit access to the router,
MAC addresses not listed will be denied to access your router.

Apply Changes Click this button to save the change of Select Access Control Mode.

MAC Addr Enter the MAC address(in XX-XX-XX-XX-XX-XX format) of the
wireless station that are allowed or denied access to your router in this
address field.

Apply Changes Click this button, the MAC Addr will be added to Current Access
Control List.

Reset Click this button to begin configuring the MAC Addr afresh.

Current Access Control The MAC address in this table will be allowed or denied access to the

List router.

Delete Click this button to delete the row you select in the Current Access
Control List.

Delete All Click this button to delete all rows in the Current Access Control List.

Reset Click this button to begin configuring the Current Access Control List

afresh.

3.5.5 WDS Settings

Click WDS Settings in the sub-menu to open the screen of Fig 3.5.5. Wireless Distribution System is

commonly used in areas requiring multiple APs, where wiring is not possible or costly and for providing

back-up paths between APs.
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Notice: You must select the “AP+WDS” option in chapter 3.6.1 before you conﬁ%e this page.

Disgnostic

YDS Settings WDS Settings

Wireless Distribution S¥stem uses wirelezs media to communicate with
other AFP=, like the Ethernet does. To do this, you must set theze APz
in the same chammel and zet MAT addre=z=z of other APz which wyou want to
communicate with in the table and then enable the WD5.

MNote: Fleasze Commit/Reboot if wou want to make this settings effectiwve
immediatelwy.

Configure Wirelezz Network needsz asbout 15 zeconds. pleasze wait...

Enable WD35

ADD WDS AP:
NAC Addr | {ex: 00-E0-86-T1-05-02)

Comment

Current WD5 AP List:

Fig 3.5.5

The following table describes the fields of this screen.

Label Description

Enable WDS Select this check box to enable the WDS function, or you can’t configure
this page.

MAC Addr Enter the MAC address(in XX-XX-XX-XX-XX-XX format) of the AP.

Comment Enter the comment to describe the AP of the MAC Addr.

Apply Change Click this button to add the MAC Addr with the Comment to Current
WDS AP List.

Reset Click this button to begin configuring the MAC Addr and Comment
afresh.

Current WDS AP List This table shows all APs of the WDS.

Delete Click this button to delete the row of the Current WDS AP List.

Delete All Click this button to delete all rows of the Current WDS AP List.

3.6 WAN

Click WAN Interface in the menu to open the sub-menu which contains 2 items: WAN Interface and

ADSL Settings.

3.6.1 WAN Interface

Click WAN Interface in the sub-menu to open the screen of Fig 3.6.1-1. In this page, you can configure
WAN Interface of your router.
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ViR Irterface

Channel Confipguration

Thir pags ir uwxed to confagues the paraastarr for the charmal cperwtion
Eided of yonr ADRSL Mo Fantst.

Bote: Plaazr Cossnty/Reboot 1f yoo want to mabe thic setiangs sffsctive tessdistaly.

Current ATH WO Tahle:

- I“‘T_';‘—:— PFPoE 8 3 LG m huyibee Tm ":u &
wFI: 0 WCI: Enoapeulations E LI O W-lm
Chansal Eode [E3 Bridged s Ipplicatios Neds Interoet o

Adnin Status: (OEnable  (ODisable  Enabla BAPT

FPP Sevtings Login Masel Fasswardi
Emm R Idle Time(mink:
Iypa:

WiN IF

Sattimgs Type Fixed IF Tlee R
Loral IF Ermetn IP
Lddress) Lidrass
Subst Bask: Unnashernd:
Fufwult Emwie:  [oashle Ernti Li

@ Modify | | Deleie |E| | ATH Setting I
Fig 3.6.1-1

Label Description

Current ATM VC Table This table shows the PVCs already existed. It shows the Interface name,
Channel Mode, VPI/VCI, Encapsulation mode, local IP Address, Remote
IP address, etc. The maximum item of this table is eight.

VPI (Virtual Path Identifier) The virtual path between two points in an ATM
network, and its valid value is from 0 to 255

VCI The virtual channel between two points in an ATM network, ranging from
32 t0 65535 (1 to 31 are reserved for known protocols)

Encapsulation Choices are LLC and VC-Mux.

Channel Mode There are five choices: 1483 Bridged, 1483 MER, PPPoE, PPPoA and
1483 Routed.

Admin Status If select Disable, this PVC will be unusable.

Enable NAPT Select it to enable the NAPT functions of the MODEM. If you are not to
enable NAPT and intend the user of the MODEM to access the Internet
normally, you must add a route on the uplink equipment; otherwise the
access to the Internet will fail. Normally, it is required to enable NAPT.

PPP Settings

Login Name The correct user name that your ISP has provided to you.

Password The correct password that your ISP has provided to you

Connection Type The choices are Continuous, Connect on Demand and Manual.

Idle Time(min) If select Connect on Demand, you need to input the idle timeout time.
Within the preset minutes, if the MODEM doesn’t detect the flow of the
user continuously, the MODEM will automatically disconnect the PPPOE
connection.

WAN IP Settings

Type The choices are Fixed IP and Use DHCP. If set Fixed IP, you should
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enter the Local IP Address, Remote IP Address and Subnet Mask. If set
Use DHCP, your MODEM will be a DHCP client, the WAN IP will be
assigned by the remote DHCP server.

Local IP Address This is the IP of WAN interface which is provided by your ISP.

Remote [P Address This is the gateway [P which is provided by your ISP.

Subnet Mask This is the Subnet Mask of the Local IP Address.

Unnumbered Select this checkbox to enable IP Unnumbered function.

Default Route

Add After configuring the parameters of this page, click this button then a new
PVC will be added into Current ATM VC Table.

Modify Select a PVC in the Current ATM VC Table, then modify the parameters
of this PVC. When you finish, click this button to apply the change of this
PVC.

Delete Select a PVC in the Current ATM VC Table, then click this button to
delete this PVC.

Undo Click this button to begin configuring this screen afresh.

ATM Setting Click this button, the Fig 3.6.1-3 will appear. In this page, you can
configure ATM PVCs’QoS mode. The details, please see the following
pages.

& Click this button, the following screens will appear. In these pages, you
can modify the PVCs’ parameters.

If the PVC uses PPPoE mode, click & , the Fig 3.6.1-2 will appear. In this page, you can configure this
PPPoE PVC’s parameters.

Status Wizard LAR WLAN WAR Advance Admin Diagnostic

| WAN Interface | ADSL Settings |

Wall Interface

PPP Interface — Modify

PPP Interface: prpl
Protocol: FFPFoE
ATE VCC: 2/81
Status: O Disable

Login Name:

Password:
Authentication Hethod:
Connection Twvpe:

Idle Time(min):

Auto Disconnect Time:
Warn Disconnect Delay:
Default Route:

ERU:

IP Address

Bridege:

AC—Name :
Service—Name:

B02.1q:

@ Enable
szsit132@163. gd i

Auto

Corntiruous v

0

[o

O Disable & Enakle

[1ag2
C Static IP
O Bridged Ethernet (Transparent Bridsing)

O Brideed PPPoE(implies Brideed Ethernet)
@Disable Bridse

@ Dymamic IP

@ Disable (O Enakle
VLAN ID{0—4095) :

Apply Changes

] [ Eeturn ] [Undo]

Fig 3.6.1-2
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ATM Setting : Click ATM Setting button in Fig3.6.1-1, the screen of Fig 3.6.1-3 will appear. In this page, you

can configure the parameters of the ATM for your ADSL router, include QoS type, PCR,
CDVT, SCR and MBS.

a http:-//192_168_1_.1 — ATH Settings — Hicrosoft Internet Explorerxr |:|@”z|

ATM Setting

Thi=z page i= used to configure the parameters for the ATM of wour ADSL
FEouter. Here wou can change the zetting of VFI,Qo3 etc. ..

Current ATH ¥VC Table:

‘&3l ver || ¥CI | Qes || PCR | CD¥T | SCR | MBS
> E: 81 UBR — —

6000 0
vPI: | | wcx: Qos: |UER ~|
PCR: | | cp¥r: | scr: EBS: |
I__ LApplyvy Changes ] [Undo ] [Close ]
Fig 3.6.1-3
3.6.2 ADSL Settings

Click ADSL Interface in the sub-menu to open the screen of Fig 3.6.2. In this page, you can select the DSL
modulation. Mostly, the user just need to remain this factory default setting. Our modem support these
modulations: G.Dmt, G.lite, T1.413, ADSL2, ADSL2+, AnnexL and AnnexM. The router will negotiate
the modulation mode with the DSLAM.

| 1;'!:*;1'1 . Inte rf E:

ADSL ADSL Settings

Settings

ADSL Settings.

ADSL Nodulation:
[Js.Lite
[“1G. Imt
[FI11.413
[¥]apsL2

[¥] aDSL2+
Annexl Option:

Enable
AnnexN Option:

[JEnable
ADSL Capability:

Enable Bitswap
Enable SRA

Fig 3.6.2
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3.7 Advance

Click Advance in the menu to open the sub-menu which contains 8 items: DNS, Firewall, Virtual Server,

Routing, IP QOS, Anti-dos, Port Mapping and Others.

3.7.1 DNS

Click DNS in the sub-menu to open the menu in the left bar, whick contains two items:DNS Server and
DDNS.

3.7.1.1 DNS Server

Short for Domain Name System (or Service or Server), an Internet service that translates domain names
into IP addresses. Because domain names are alphabetic, they're easier to remember. The Internet however,
is really based on IP addresses. Every time you use a domain name, therefore, a DNS service must translate

the name into the corresponding IP address. For example, the domain name www.example.com might
translate to 198.105.232.4.

The DNS system is, in fact, its own network. If one DNS server doesn't know how to translate a particular

domain name, it asks another one, and so on, until the correct IP address is returned.

Click DNS in the sub-menu to open the screen of Fig 3.7.1.1.

‘Status Wizard LAR WLAR WAN Advance | Admin ﬁagnosi”iﬂ

Firewall | Virtual Server | Routing | IF Q05 | &nti—dos | Port Mapping | Other |

DNS Server DNS Configuration

Thi=z page iz uszed to configure the DNS =zerwver ip addresses for DN3
Relay.

@) attain DNS Automatically
) Set DNS Marually

I Lpply Changes ] [ Fezet Selected ]

Fig 3.7.1.1

Label

Description

Attain DNS Automatically

When this checkbox is selected, this router will accept the first received
DNS assignment from one of the PPPoA, PPPoE or MER enabled PVC(s)
during the connection establishment.

Set DNS Manually When this checkbox is selected, please enter the primary and optional
secondary DNS server IP addresses.
Apply Changes Click this button to save the settings of this page.

Reset Selected

Click this button to begin configuring this screen afresh.
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http://www.example.com

3.7.1.2 DDNS

Click DDNS in the left bar to open the screen of Fig 3.7.1.2.

Advance
| DHS | Firewall | Virtual Server | Routing | IP Q05 | &nti-DOS | Port Mapping | Other
DNS Server Dynamic DNS Configuration
DD

This page is nsed to confizue the Dynamnic DMS addeess from DynDMS org o TAD, Here vou can
AddFermove 10 configme Dynarnic DS,

Enable:
DDHNS provider: DiynDNS.crg

Hostmame: |

Interface: | Intemet R_0 32

DynDns Settings:

Username: | |

Password: | |

TZ0 Settings:

Email: | |
Rey: | |

Dynamic DDNS Table:
Select  state  Hostmame  Usemame
Fig 3.7.1.2

3.7.2 Firewall

Click Firewall in the sub-menu to open the menu in the left bar, whick contains three items:IP\Port Fileter,
MAC Filter and URL Blocking.

3.7.2.1 IP\Port Filter

Click IP\Port Filter in the left bar to open the screen of Fig 3.7.2.1. Entries in this table are used to restrict
certain types of data packets through the Gateway. Use of such filters can be helpful in securing or

restricting your local network.
Click the button Apply Changes to save the settings of this page.

Click the button Add Rule to add a new rule of the IP\Port Filter.
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IPfFort Filter
MAT Filter
UEL Elocking

IP/Port Filtering

Entries in this tohles are wsed o restrict certoin types of data
packets through the Sotecwsy. Uze of such Filters man be helpful in
EeCUring or restricting your local netwoark.

Bore: Pleass Commit Rabpar 4T ¥oo want to make thiz sservinge offactive
immwdlately.

Default settings
Outgoing Aotiom  JDeny G allow
Inconimg Actiom ':‘?Jllu'q O.ﬂ.ln

| Apply Changes
Current Filter Table:
Fig 3.7.2.1

3.7.2.2 MAC Filter

Click MAC Filter in the left bar to open the screen of Fig 3.7.2.2. Entries in this table are used to restrict

certain types of data packets from your local network to Internet through the Gateway. Use of such filters

can be helpful in securing or restricting your local network.
Click the button Apply Changes to save the settings of this page.

Click the button Add Rule to add a new rule of the MAC Filter.

Advance

Advance

IF/Fort Filter

TURL Elocking

| DNS | Firewall | Virtual Se r | Routing | IP Q05 | Ainti—dos | Port Mapping | Other |

MAC Filtering

Entries in this table are used to restrict certain types of data
packets from wour local network to Internet through the Gateway. Use
of zuch filters can be helpful in securing or restricting your local
network.

Note: Pleaze Commit/Reboot if wyou want to make this =settings effectiwve
immediately.

Defaunlt Action
Out going ODeny @ allow
Incoming ODeny @ 4llow

Apply Changes

Current Filter Table:

Add Rule

Delete All

Fig 3.7.2.2
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3.7.2.3 URL Blocking

Click URL Blocking in the left bar to open the screen of Fig 3.7.2.3. This page is used to configure the
Blocked FQDN(Such as tw.yahoo.com) and filtered keyword. Here you can add/delete FQDN and filtered

keyword.

IF/Port Fliter | URL Blocking Configuration

BAMC Filter

uﬁ["ﬁlvckhﬁ This pege i3 upsd o configues the Blocked FUDN(Swch &z tw. valoo cond

T e e and Tiltered kevword. Her= you can sdd’delete PO snd Tiltered
harword,

Reota! Fleass Coamdit/Rabont if yoo wart to maks this setvings effactive
umwn i wk ey

TEL Bloeking: (f)Disshlad  (JEnabled

Apply Changes

FOBN[ W9 EXE. EKX

Add FOLN Delete FOON

DEL Blockimg Table:

Select  FeW
Eeyward: FIE
| 2d1 Reyward | | Delete Esyword |

Eevward Filtering Tahle:

Fig 3.7.2.3

3.7.3 Virtual Server

Click Virtual Server in the sub-menu to open the menu in the left bar,whick contains two items:Services

and DMZ Settings.

3.7.3.1 Services

Click Services in the left bar to open the screen of Fig 3.7.3.1. This page is used to enable the servers in the

local network.

Click the button Add to add a virtual server.
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 Status ¥irard L&R  WLAN  WAW ._

| DNS | Firewall | ¥it¥iial Routing | IP Q0S| &nti-dos | Port Mapping | Other |

Services Servise Settings

IMZ Settings
Thiz page iz uszed to enable the =erverz in the local network.

Note: Please Commit/Reboot if wou want to make this settings effective
immediatels.

Add

Fig 3.7.3.1

3.7.3.2 DMZ Settings

Click DMZ Settings in the left bar to open the screen of Fig 3.7.3.2. A Demilitarized Zone is used to
provide Internet services without sacrificing unauthorized access to its local private network. Typically, the

DMZ host contains devices accessible to Internet traffic, such as Web (HTTP ) servers, FTP servers, SMTP

(e-mail) servers and DNS servers.
Select the checkbox Enable DMZ to enable this function. Then input a I[P Address of the DMZ host.

Click the button Apply Changes to save the settings of this page.

PﬁdVa.nce Status Wizard WLAN WAR Advance

| DNS | Firewall | Virtual Server | Rowting | IF i e A e

Services DMZ Sett j_l'lgS

4 Demilitarized Zone iz uszed to provide Internet =zerwvices without
sacrificing unauthorized accessz to itz local priwate network.
Typically, the DMZ host contains devices acceszszible to Internet
traffic, such as Web (HTTFP } =erwvers, FIP =ervers, SMIP (e-mail)
servers and DNS servers.

Note: Please Commit/Reboot if wou want to make this =settings effective
immediately.

[] Enable IMZ

DMZ Ho=zt IF Address:

L Lpply Changes ] [Reset ]

Fig 3.7.3.2

3.7.4 Routing

Click Routing in the sub-menu to open the menu in the left bar, whick contains two items:RIP and Static

Route.
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3.7.4.1 RIP

Click RIP in the left bar to open the screen of Fig 3.7.4.1. Enable the RIP if you are using this device as a
RIP-enabled router to communicate with others using the Routing Information Protocol. This page is used

to select the interfaces on your deviceis that use RIP, and the version of the protocol used.

Advance

| DNS | Firewall | Virtual Server | IF QOS | Anti-dos | Port Mapping | Other |

EIF
Static Route

RIP Configuration

Enable the RIF if you are using this device as a RIP-enabled router to
communicate with otherz using the Routing Information Protocol. This
page i= u=ed to select the interfacesz on your deviceis that u=ze RIF,
and the wersion of the protocol uszed.

RIP: @ Dizable () Enable

[ Apply Changesz ]

Interface: |er v|
Eeceive Node:

Send Wode:

[ Add ] |'_ Delete Selected Entry ]

RIP Config Table:

Select  Interface  Receive Mode Send Mode
Fig 3.7.4.1

3.7.4.2 Static Route

Click Static Route in the left bar to open the screen of Fig 3.7.4.2-1. This page is used to configure the
routing information. Here you can add/delete IP routes.

RIP REouting Configuration
Etatlc Romtd

This page is used to configure tlw roating infecmation. Heoe ¥you can
adddelete IF coutes.

Enable: (=i
Deztimnation:
Lnbnet Baxi:

Bext Hop:

Betric: |

Interface: ary -

| Add Fouve | | Update | | Telatw Sedvcied | | Fhow Foures |

Gtotioc Eoute Table:
‘Select State Destination Subnst Mak MWext Hop  Metric  Interface
Fig 3.7.4.2-1
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Click the button Show Routes, the below window will appear. The table shows a list of destination routes

commonly accessed by your network.

M http:-//192_168.1.1 — IP Route Table — Microsoft Internet Exp. ..

IP Route Table

Thi= table show=s a list of destination routes commonly acceszed by
Four networl.

[182. 168. 1.0 |266. 266. 265. 0 | j bro
| 127.0.0.0 [255.255.255.0 = o le
[ Refresh | [ Close |

Fig 3.7.4.2-2

3.7.5 TP QoS

Click Anti-dos in the sub-menu to open the screen of Fig 3.7.5. Entries in this table are used to assign the
precedence for each incoming packet based on physical LAN port, TCP/UDP port number, and

source/destination IP address/subnet masks.

inti-doz | Port Mapping | Other |

IF Q03 IP QoS

Entriez in this table are uszed to azsign the precedence for each
incoming packet based on physical LAN port, TCP/UDP port rumber, and
zource/destination IF address/subnet masks.

Hote: Please Commit/Reboot if wou want to make this settings effective

immediatels.

IF QoS: (&iDizabled (DEnabled Apply Changes |
Fig 3.7.5

3.7.6 Anti-dos

Click Anti-dos in the sub-menu to open the screen of Fig 3.7.6. "denial-of-service attack" (DoS Attack) a
type of attack on a network that is designed to bring the network to its knees by flooding it with useless
traffic. In this page, you can configure to prevent DOS attacks.

Click the button Apply Changes to save the settings of this page.
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WLAW WAN Advance | Admin  Diagnostic

Status Wizard

| DNS | Firewall | Virtual rer | Routing | IF | Port Mapping

uzed to prevent DOS attacks that wou configure.

Anti-dos
Hote: Flease Commit/Reboot if wou want to make thiz =zettings effective immediately.

[0 Enable Anti—dos

¥hole System Flood: S5YN | packets{sec
Whole System Flood: FIN | packet=sfsec
Whole System Flood: TDP : : packet=/sec
¥Yhole System Flood: ICHP :._ : packets/ sec
Per—5ource IPF Flood: 5TN . packets/ sec
Per—Source IP Flood: FIN ! | packetsfsec
Per—Source IP Flood: UDP . packetsf zec
Per—Source IP Flood: ICHP ] : packetsf zec
TCP/UDP PortScan Sensitivity

ICHEF Smurf

IP Land

IF Spoof

IF TearDrop
Ping0fDeath

TCP Scan

TCP SynW¥WithData
TDF Bomh

TUDFP EchoChargen

[ Select ALl | [ clear 411
Enable Source IF Blocking | | Block Time({Sec)
Fig 3.7.6

3.6.7 Port Mapping

Click Port Mapping in the sub-menu to open the screen of Fig 3.6.7. In this page, you can bind the
WAN interface and the LAN interface to the same group.
To manipulate a mapping group:
1. Select a group from the table.
2. Select interfaces from the WAN and LAN interface list and add them to the grouped interface list using
the arrow buttons to manipulate the required mapping of the ports.

3. Click "Apply Changes" button to save the changes.
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| DNS | Firewall | ¥irtual Server | Routing | IF § Anti-D035 | Port Mapping | Other |

Port Mapping Port Mapping

To manipulate a mapping group:

1. Select a group from the table

2. Zelect interfaces from the WAN and LAN interface list and add them to the
grouped interface liszt uszing the arrow buttonz to manipulate the required
mapping of the ports.

3. Click "Apply Changes” button to zave the changes

Note:

1. in interface may only belong to one group.
Z. Note: Pleaze Commit/Reboot to make thesze changes take effect immediately.

®Disable  OEnable

¥AN Interface Grouped Interface

LAN Interface

Priority Low NMiddle High Highest

Defaunlt LAN1, wlan0, Internet R_0_32 Llow
Groupl low
Group? low
Groupd low
roupd low

Apply Changes=
Fig 3.6.7

3.7.8 Other

Click Others in the sub-menu to open the menu in the left bar,whick contains four items:IGMP Proxy,

UPNP, Bridge and IP PassThrough.

3.7.8.1 IGMP Proxy

Click IGMP Proxy in the left bar to open the screen of Fig 3.7.8.1. IGMP proxy enables the system to issue
IGMP host messages on behalf of hosts that the system discovered through standard IGMP interfaces. The

system acts as a proxy for its hosts after you enable it.

Click Apply Changes to save the settings of this page.
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Advance

i DHS | Fi]’_’Eﬂ,l.r:-ill‘ | .".":i..x:tu:al Server | .l’-'.I:lut. ing | Il-:' " inti-dos | Port Mapping
IGNFP Proxy IGMP Proxy Configuration
TFNF
Eridse
IGMP prowsy enables the syztem to izsue IGMP hozt mezzages on behalf of
IF FassThroush hoztz that the system discovered through standard IGMP interfaces. The
zy=stem actz az a prowy for it= hosts when wou enable it by doing the
follows:

. Enable IGMF proxy on WAN interface f(upstream). which connectz to a
router runninz IGMP.

. Enable IGMF on LAN interface (dowmstream), which cormects to its
host=.

HNote: Please Commit/Reboot if wou want to make this settings effectiwve
immediatelsy.

IGEP Interface: ODisable @ Enable

FProxy Interface: |Internet_R_8_81 v|

L Apply Changes J

Fig 3.7.8.1

3.7.8.2 UPNP

Click UPNP in the left bar to open the screen of Fig 3.7.8.2. This page is used to configure UPnP. The

system acts as a daemon after you enable it.

Click Apply Changes to save the settings of this page.

Lo Status  Wizard  LAR WLAR

| DNS | Firewall | Wirtual Serwver | Routing | IF ¢ = | Port Mapping | Other |
IGNP Proxyv UPnP Configuration
UFPNF
Bridze Thi=s page iz used to configure UPnP. The =system acts as a dasmon when

wou enable it by doing the follows:
IF PassThroush . Enable UPnF.
Select WAN interface (uptream) that will use UPnF.

HNote: Please Commit/Reboot if you want to make this settings effectiwe
immediately.

UPnP: O Dizable i
WAN Interface: | Internet_E_&_B&1 e

[. Apply Changes J

Fig 3.7.8.2

3.7.8.3 Bridge

Click Bridge in the left bar to open the screen of Fig 3.7.8.3-1. This page is used to configure the bridge

parameters. Here you can change the settings or view some information on the bridge and its attached ports.
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| DHS | -F:i.;:e'.-.r.a.ll | ".":i..r'tu.al Server | Routing | Il-:' At -:if-:l-:-s | Port Mapping | ;Z:Zl'tl'uz:r |

IGHE Prozy Bridge Configuration
UFNFE

This page iz used to configure the bridge parameters. Here wou can
& change the =zettingz or wiew =zome information on the bridze and its
IF FPassThrough attached ports.

HNote: Please Commit/Reboot if wou want to make this settings effective
immediatels.

802. 1d Spanning
Tree:

(&) Disable () Enable

[ LApplw Changes ] [Undo] [ Show MACs ]

Fig 3.7.8.3-1

Click Show MAC:s button in Fig 3.7.8.3-1, the below window will appear. This table shows a list of learned
MAC addresses for this bridge.

Bridge Forwarding Database Table

This table zhows a list of learned MAC addresses for thiz bridge.

’ Refresh ] [Close]

Fig 3.7.8.3-2

3.7.7.4 IP PassThrough

Click IP PassThrough in the left bar to open the screen of Fig 3.7.8.4. The IP PassThrough has the other
name ZIPB or IP Extension. In this page, you can enable and configure I[P PassThrough function.

Advance
.i.IZII'I'E-| F:i_rew:all.i 'I.I'I:i.r'tu:z;l Serwver | Routing | j:l:' & ”P,nt :i.-—n-in:n-s-. | Port T:[:apl:-:i.ru.i_
ICHP Froxy IP PassThrough Configuration
TFHP
Bridze

Here you can configure IP PaszsThrough.
Note: Pleaze Commit/Reboot if wou want to make thisz settingz effective
immediatelsr.

Pas=sThrough: e

Allow LAN access

| Apply Changes |
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Fig 3.7.8.4

3.8 Admin

Click Admin in the menu to open the sub-menu which contains 11 items: Remote Access, Commit/Reboot,
Password, Backup/Restore, Upgrade Fireware, Time Zone, System Log, SNMP, TR069, ACL and
Logout.

3.8.1 Remote Access

Click Remote Access in the sub-menu to open the screen of Fig 3.8.1. In this page, you can enable or
disable the services which will be used by remote host. For example, if TELNET service is enabled and port

is 23, the remote host can access this router by telnet through port 23.

ﬂd]ﬂlﬂ LAR WLAN

|Remote Access |Commit/Reboot |Password|Backup/Restore |Upgrade Firmrare|Time Zone|System Log|SHME|IR0S9 |ACL]

Eemote hccess Remote Access

Thiz page is used to enablefdisable management services for the WaN.

Interface |Internet_R_8_81 »

Service Name Open Port
TELNET mRETE
FTP O |
TFTP &

HITP O
SHEP O
ICHP O

Fig 3.8.1

3.8.2 Commit/Reboot

Click Commit/Reboot in the sub-menu to open the screen of Fig 3.8.2. In this page, you can set the router

reboot to default settings or set the router save the current settings then reboot.
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il"-'.n-:emu:utg 4 g s . l

ord |Backup, ore|Upgrade Firmware|Time Zor tem i.n:ng | S | TROA

Commit/Reboot Commit/Reboot

Please press "Reboot” to reboot your system.

If sou want reset the current settings to factory default, pleaze
chooze "reset to default settings", then press “Reboot™to reboot
system.

If wou want commit current settings, please chooze “commit
current settings", then press “Reboot”to reboot system.

[ rezet to default zettings

commit current settings

Fig 3.8.2
Label Description
Reset to default settings Select this checkbox to reset router to default settings.
Commit current settings Select this checkbox to save the current settings and reboot router.
Reboot Click this button to reboot the router according to the above option.
3.8.3 Password

Click Login Password in the sub-menu to open the screen of Fig 3.8.3. In this page, you can change the

password of the user, include admin and user. The super user name and password are admin/admin as

default, and the The common user name and password are user/user.

| Remote Act “onmit/Reboot | store|Upgrade Firmware|Time Zone m Log | SHNE | TRO

Password User/Password Management

Thiz page i= uzed to set the account to accesz the web server of ADSL
Router.

The new paszword will be awailability after system reboot.

User Hame:

admin s

01d Password: | |

New Password: | |
Confirmed
Password:

[ Apply Changes ] [Reset ]

Fig 3.8.3

Label Description
User Name

Select the user name in the drop-down list box. The choices are admin
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and user.
Old Password After selected the user name, input the old password of the user here.
New Password Input the new password what you want to set of the user.
Confirmed Password Input the new password again.
Apply Changes Click this button to save the settings of this page.
Reset Click this button to begin configuring the password afresh.
3.8.4 Backup/Restore

Click Backup/Restore in the sub-menu to open the screen of Fig 3.8.4. In this page, you can backup the

current settings to a file and restore the settings from the file which was saved previously.

IMPORTANT! Do not turn off your router or press the Reset button while these procedures are in

progress.

Backup/Restors Backup/Restore Settings

Thip pags allows woo to bekip the purrest settings tooa fils, oo
raxtarm tha zettingr €rom tha {ale vhich var rovad previaoely.

Sare Settimgr to P |
Fils: [ save. |

I'..r:-;:‘kttlljl frem |_E|E“SG_ ml
Fig 3.8.4
Label Description
Save Settings to File Click the Save button, then select the path and save the configuration file
of your router.
Load Settings from File Click the Browse button to select the configuration file.
Upload Selected the configuration file of router, click Upload button to begin
restore the router configuration.

3.8.5 Upgrade Fireware

Click Upgrade Fireware in the sub-menu to open the screen of Fig 3.8.5. In this page, you can upgrade the

fireware of this router.

IMPORTANT! Do not turn off your router or press the Reset button while this procedure is in progress.

48



lparack Firarare Upgrade Firmware

Ftep 11 Obtain eyetes merss Tils

Seap & Click "Browss” to specify cprien wprsds £ile.

Stap 3 Click "lpload” to wpprads the BDEL comter {irswnre to = aw
Bl

Thir page allewr you o wpprsde the ADEL cooter firsewcs to o maw
wergion, Boten The upload taksp spprovisatsly 2 mimotes, Do nof powsr
aff tha routar during the wplasd ar the mvrtas sey crach

Gureent Gettware Versionsl, 2.8
sl (i
Uedoad | st

Fig 3.8.5
Label Description
Select File Click the Browse button to select the Fireware file.
Upload Selected the Fireware file, click Upload button to begin upgrading the
Fireware.
Reset Click this button to begin selecting the Fireware file afresh.
3.8.6 Time Zone

Click Time Zone in the sub-menu to open the screen of Fig 3.8.6. In this page, you can set the system time

manually or get the system time from the time server.
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S
‘Status  Wizard LAR WLAN WAR Advance Admin ) '

e Firmware

Time Zone System Time Zone Modification

Set the zystem time.

Configure Hethod:

If you configure time manually, press button “Time Synchronize®, it will
update date and time automatically, besides,¥ou can preconcert the date
and time, press button “Time Synchronize” again, the automatica update will
=top.

Hote:
1. Marnual =zettings wiil be invalidation as zoon az the modem power off.
2. Pleaze Commit/Reboot if wyou want to make this settings effective
immediatelsy.

Synchronized — opnq 1031 22:06:20
Inztant Time:

System Time: 18970-1-1 3:37:51 Refresh

Time Node: &) Time Server () Marmal

[0 Enable SNTF Client Update
SNTFP Serwer: @

O (marmal setting)
%iﬂ:::.(GMT+DS:DD) Beijing, Chongging, Hong Kong, Urumgi v
Fig 3.8.6
Label Description
Refresh Click this button to refresh the system shown in the page.
Time Mode If select Time Server, the router will get the system time from the time
server. If select Manual, you should configure the system time manually.

Enable SNTP Client If select this checkbox, you can choose the correct SNTP Server which
Update you want.
SNTP Server Choose the SNTP Server here.
Time Zone Select the Time Zone of in which area you are.
Apply Changes Click this button to save the settings of this page.

3.8.7 System Log

Click System Log in the sub-menu to open the screen of Fig 3.8.7. In this page, you can enable or disabled
the System log function, view the system log.
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Systen Log System Log
System Iog «an rapard the systam swant far e To Eed,
Fote: Fleass Coamit/Reboot af wyou want to make thae settings sfiective amediately.
Syatom Leg (S Dazable  (VEnable
Fig 3.8.7
Label Description
System Log You can enable or disable the System Log function.
Apply Changes Click this button to save the settings of this page.
Refresh Click this button to refresh the system log shown in the textfield.

3.8.8 SNMP

Click SNMP in the sub-menu to open the screen of Fig 3.8.8. In this page, you can set the SNMP

parameters.

ENEF SNMP Configuration

Thi= page iz used to configure the SHP protoool.
Frazz “Apply Changes” to taks sffaee,

Teap IF Address 192, 168, 1, 264
Commiey s [y
[etrae i
| Aeply Chamges | | Beset |

Fig 3.8.8
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Label

Description

Trap IP Address

host.

Input the Trap Host’s IP here. The trap information will be sent to this

Community name(read-only)

The network administrators must use this password to read the
information of this router.

Community name(write-only)

The network administrators must use this password to configure
the information of this router.

Apply Changes Click this button to save the settings of this page.
Reset Click this button to begin configuring this screen afresh.
3.8.9 TR069

Click ACL in the sub-menu to open the screen of Fig 3.8.9. In this page, you can configure the TR-069

CPE.

TROGS

Usor Hame:

Pazsword:

Periodic Inform
Enabla:

Periodic Inform
Intereval{(z):

Connection Request
Uxar Hame:

Pazgword:

Debug

ACS Certificates CPE:

Show Nessage:

CFE Sends GetRPC:
Skip EReboot:

Delay:
duto-Ezecution:

CT Imform Extension:

| feply Changes |

(Undo |

Certificat
Banagement :

CPE Certificat
Pazsword:

httpeSS
WS ETTARE
:pasx-m:d.
ODizabled (O Ensbled
300
=Ne OTes
(' Dizabled  (JEnsbled
(ZDisabled ) Ensbled
= Dizabled (Enabled
ODisabled (2 Enabled
ODisabled (2 Ensbled
ODizsble (2 Ensble
e lxent

Fig 3.8.9
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3.8.10 ACL

Click ACL in the sub-menu to open the screen of Fig 3.8.10. In this page, you can configure the [P Address
for Access Control List. If ACL enabled, only the effective IP in ACL can access ADSL Router.

Step 1: If you want to enable ACL, please choose "Enable" then press "Apply Changes";

Step 2: Config Access Control List;

Step 3: Press "take effect” to effect the configuration.

Note: If you check "Enable" in ACL Capability, please make sure that your host IP is in ACL List before it
takes effect

ACL ACL. Configuration

becezz Control List Configuration.

If enable ACL,then only the effective IF in ACL can access ADSL Modem.
Step 1:If wou want to enable ACL,please choose “Enable” then press
“Apply Changes" ;

Step 2:Config Access Control List;

Step 3:Presz"take effect”enable the configuration.

Note:If you choose "Enable”™ in ACL Capability, please make sure that
your hozt IP iz in ACL before it takes effect.

ACL Capability: ) Disable () Enable

Apply Changes

Enable:
Interface: | LAN s

IP Address: |192. 168.1. 22
Add modify Delete

ACL List:

Fig 3.8.10

3.9 Diagnostic

Click Diagneostic in the menu to open the sub-menu which contains 4 items: Ping, ATM Loopback, ADSL
and Diagnostic.

3.9.1 Ping

Click Ping in the sub-menu to open the screen of Fig 3.9.1.
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Diagnostic

Diagnostic

| Ping | ATM Loopback | ADSL | Diagnostic
Ping Ping Diagnostic

Thiz page 1z uszed to =zend ICMP ECHO REQUEST packet=z to network host.
The diagnostic reszult will then be dizplayed.

Host Address : 0.0.0.0

| zo 1
Fig 3.9.1
Label Description
Host Address Enter the IP Address here.
Go! Click this button to begin to Ping the Host Address.
3.9.2 ATM Loopback

Click ATM Loopback in the sub-menu to open the screen of Fig 3.9.2. In this page, you can use VCC
loopback function to check the connectivity of the VCC.

Di agnﬂst-j_ C e e Beaed LAN WLAN WAN ] Ad mec T Adn Diagnostic

| Ping | ATH Loophack | ADS

ATM Loopback OAM Fault Management — Connectivity
Verification
Cornectivity werification iz supported by the uze of the 0LN loopback

capability for both VP and YV commections. Thiz page iz used to
perform the YOO loopback function to check the commectiwvity of the

WiCC.
Select PYC:

@881 Oo0/385 Os/as Oo/32 Oos100 Os/36 O0/33
Flow Type: @FE Segment OFE End—to-End

Loopback Location ID: |FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF |

Fig 3.9.2

Go!: Click this button to begin testing.

3.9.3 ADSL

Click ADSL in the sub-menu to open the screen of Fig 3.9.3. This page is used for ADSL Tone Diagnostics.
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Diagnostic

[P [ AT Lenpback| ADSE | Daasromt-o)|
ADSL Diagnostics — ADSL

Ad=1 Tone Diagnostics.

Downstream OTp=stream
Hlin S5cale
Loop Attenuation{dB)}
Signal Attenuation(dB)
SHR Margin{(dB)
Attainable Rate(Ebps)
Output Power {(dEm)

- Tone i = =
 Humber H. Real H. Imaze SHE QLN Hloz

o

2
3
4
5
6
T
g
9
10
11
12
13

Fig 3.9.3

Go!: Click this button to begin ADSL Tone Diagnostics.

3.9.4 Diagnostic

Diagnostic

Click Diagneostic in the sub-menu to open the screen of Fig 3.9.4. This page is used for testing your DSL

connection.

Diagnostic

Diagnostic Diagnostic Test

The DSL Router is capable of testing your DSL commection. The
individual tests are listed below. If a test displays a fail =status,
click “Fun Diagnostic Test” button again to make sure the fail status

iz conzistent.

Select the Internet Cormection:

E Fun Diagrnostic Test

i

Internet E_8_81 v|

Fig 3.9.4

Run Diagnostic Test: Click this button to begin testing.
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4. FCC Information

FCC Information

This equipment complies with CFR 47, Part 15.19 of the FCC rules. Operation of the equipment is subject to the
following conditions: (1) this device may not cause harmful interference, and (2) this device must accept any
interference received; including interference that may cause undesired operation.

This device must not be co-located or operating in conjunction with any other antenna or transmitter

NOTE: THE MANUFACTURER IS NOT RESPONSIBLE FOR ANY RADIO OR TV INTERFERENCE CAUSED BY
UNAUTHORIZED MODIFICATIONS TO THIS EQUIPMENT. SUCH MODIFICATIONS COULD VOID THE USER’S
AUTHORITY TO OPERATE THE EQUIPMENT.

Federal Communications Commission (FCC) Requirements, Part 15

This equipment has been tested and found to comply with the limits for a class B digital device, pursuant to part
15 of the FCC Rules. These limits are designed to provide reasonable protection against harmful interference in a
residential installation.

This equipment generates, uses and can radiate radio frequency energy and, if not installed and used in
accordance with the instructions, may cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by turning the equipment off and on, the
user is encouraged to try to correct the interference by one or more of the following measures:

---Reorient or relocate the receiving antenna.
---Increase the separation between the equipment and receiver.
---Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

---Consult the dealer or an experienced radio/TV technician for help.

Regulatory information / Disclaimers

Installation and use of this Wireless LAN device must be in strict accordance with the instructions included in

the user documentation provided with the product. Any changes or modifications (including the antennas) made

to this device that are not expressly approved by the manufacturer may void the user’s authority to operate the
equipment. The manufacturer is not responsible for any radio or television interference caused by unauthorized
modification of this device, or the substitution of the connecting cables and equipment other than manufacturer
specified. It is the responsibility of the user to correct any interference caused by such unauthorized modification,
substitution or attachment. Manufacturer and its authorized resellers or distributors will assume no liability for

any damage or violation of government

CAUTION: To maintain compliance with FCC’s RF exposure guidelines, this equipment should be installed and operated
with minimum distance 20cm between the radiator and your body. Use on the supplied antenna. Unauthorized antenna,
modification, or attachments could damage the transmitter and may violate FCC regulations.

MPE Statement (Safety Information)

Your device contains a low power transmitter. When device is transmitted it sends out Radio Frequency (RF)
signal.

Safety Information

In order to maintain compliance with the FCC RF exposure guidelines, this equipment should be installed and
operated with minimum distance 20cm between the radiator and your body. Use only with supplied antenna.
Unauthorized antenna, modification, or attachments could damage the transmitter and may violate FCC
regulations.
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