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1 Getting to know your wireless
router
1.1 Welcome!

Thank you for purchasing an ASUS DSL-AC87VG Wi-Fi Router!

ASUS DSL-AC87VG features up to 2334 Mbps of concurrent
wireless performance on its dual-band rate, providing you with

up to 4K ultra-high definition video playback, ultra-fast large file
sharing, and low latency online gaming. It features DECT support
and built-in telephone softswitch (PBX) that allows you to connect
to compatible devices such as common analog phones, DECT
phones, FAX machines, and IP phones.

1.2 Package contents

VDSL/ADSL DSL-AC87VG

Network cable (RJ-45)

Power adapter

DSL cable (1x TAE-F plug / 1x RJ-45 8p2c plug)
Warranty card

Quick Start Guide

NANNNNN

NOTES:

If any of the items is damaged or missing, contact ASUS for technical
inquiries and support, Refer to the ASUS Support Hotline list at the
back of this user manual.

Keep the original packaging material in case you would need future
warranty services such as repair or replacement.



1.3 Your wireless router




Power LED
Off: No power.
On: Device is ready.
Flashing slow: Rescue mode
Flashing quick: WPS is processing.

DECT LED
Off: Cordless phone is not connected.
On: Cordless phone is connected.

5GHzLED
Off: No 5GHz signal.
On: Wireless system is ready.
Flashing: Transmitting or receiving data via wireless connection.

2.4 GHz LED
Off: No 2.4GHz signal.
On: Wireless system is ready.
Flashing: Transmitting or receiving data via wireless connection.

FON2/FON1LED
Off: Analog phone or terminal device is not connected.
On: Analog phone or terminal device is connected.

WAN (Internet) LED
Red: No IP or no physical connection.
On: Has physical connection to a wide area network (WAN).

LAN 1~4 LED
Off: No power or no physical connection.
On: Has physical connection to an Ethernet network.

USB LED
Off: No power or no physical connection.
On: Has physical connection to USB devices.

Ethernet WAN LED
Off: Ethernet WAN is not connected.
On: Ethernet WAN is connected.

® 6 6 © o o

DSL LED
Off: No DSL link or unable to establish DSL link.
On: DSL link is established.
Flashing: DSL is attempting to connect to a DSLAM.

e

DECT button
Press this button for more than three (3) seconds to register a DECT phone.
Press this button for less than three (3) seconds to search for a DECT phone.




WPS button
This button launches the WPS Wizard.

Wi-Fi On/Off button
Press this button to turn on /off the Wi-Fi connection.

DSL (RJ-45) port
Use an RJ-45 cable to connect your router to a splitter or a telephone outlet.

USB 2.0 port

Insert USB 2.0 devices such as USB hard disks or USB flash drives into these
ports.

USB 3.0 port
Insert USB 3.0 devices such as USB hard disks or USB flash drives into this port.

LAN 1 ~ 4 ports
Connect network cables into these ports to establish LAN connection.

Ethernet WAN port
Connect a network cable into this port to establish WAN connection.

FON2/FON1 ports

Idnsert RJ-11 cables into these ports to connect analog phones or terminal
evices.

Reset button
This button resets or restores the system to its factory default settings.

Power (DC-IN) port

Insert the bundled AC adapter into this port and connect your router to a
power source.

Power button
Press this button to power on or off the system.

® @ 6 6 6 © 6 © 6 @ 6

TAE ports (available in some areas/regions)

Use RJ-11 to TAE adapters to connect your phones or terminal devices to these
ports




1.4 Positioning your router

For the best wireless signal transmission between the wireless
router and the network devices connected to it, ensure that you:

«  Place the wireless router at the center of your network for
maximum wireless coverage.

+  Keep the device away from metal obstructions and away from
direct sunlight.

+  Keep the device away from 802.11g or 20MHz only Wi-Fi
devices, 2.4GHz computer peripherals, Bluetooth devices,
cordless phones, transformers, heavy-duty motors, fluorescent
lights, microwave ovens, refrigerators, and other industrial
equipment to prevent signal interference or loss.

«  To ensure the best wireless signal, orient the four detachable
antennas as shown in the drawing below.

« Always update to the latest firmware. Visit the ASUS website
at http://www.asus.com to get the latest firmware updates.

45“’/ \45"




1.5 Setup Requirements

« Latest version of a web browser such as Internet Explorer,
Firefox, Google Chrome

For connecting computers:

« Ethernet RJ-45 (LAN) port (10Base-T/100Base-
TX/1000BaseTX)

For landline telephony:

+ Analog telephone line compliant with local regulations
+ Internet connection via:

« DSL line (with or without splitter)

« Cable modem

« USB modem for mobile Internet access (UMTS/HSPA)

« Mobile devices, such as tablets or smartphones, that are
compliant with IEEE 802.11a/b/g/n/ac standards.

NOTES:

If your computer does not have built-in wireless capabilities, you may
install an IEEE 802.11a/b/g/n/ac WLAN adapter to your computer to
connect to the network.

The Ethernet RJ-45 cables that will be used to connect the network
devices should not exceed 100 meters.

1



1.6 DSL-AC87VG Setup

To set up your DSL-AC87VG via wired connection:

1. Insert your DSL-AC87VG 's power adapter to the DC-IN port
and plug it to a power outlet.

2. Connect one end of the bundled DSL cable (1x TAE-F plug /
1x RJ-45 8p2c plug) to the DSL port of your DSL-AC87VG, and
connect the other end to the DSL or VDSL line.

3. Using RJ-11 cables, connect your phones to FON1/FON2 ports
on your DSL-AC87VG. When available, you may also connect
your phones to the TAE ports.

NOTE: The TAE ports are available on the ASUS DSL-AC87VG in some
areas/regions.

4. Using a network cable, connect your computer to your DSL-
AC87VG's LAN port



2 Getting started

2.1 Logging into the Web GUI

Your ASUS DSL-AC87VG comes with an intuitive web graphical
user interface (GUI) that allows you to easily configure its various
features through a web browser such as Internet Explorer, Firefox,
Safari, or Google Chrome.

NOTE: The features may vary with different firmware versions.

To log into the web GUI:

1. Onyour web browser, manually key in the wireless router’s
default IP address: http://router.asus.com.

2. Onthelogin page, key in the default user name (admin) and
password (admin).

3. You can now use the Web GUI to configure various settings of
your ASUS DSL-AC87VG.

Quick

Internet

Setup Wizard
Navigation —| Right
pane column

Middle
column

NOTE: If you are logging into the Web GUI for the first time, you will be
directed to the Quick Internet Setup (QIS) page automatically.

13



2.2 Quick Internet Setup (QIS) with Auto-
detection

The Quick Internet Setup (QIS) function guides you in quickly
setting up your Internet connection.

NOTE: When setting the Internet connection for the first time, press
the Reset button on your wireless router to reset it to its factory default
settings.

To use QIS with auto-detection:
1. Loginto the Web GUI. The QIS page launches automatically.

NOTES:

By default, the login username and password for your wireless
router's Web GUI is admin. For details on changing your wireless
router's login username and password, refer to section 4.6.2 System.

The wireless router's login username and password is different from
the 2.4GHz/5GHz network name (SSID) and security key. The wireless
router's login username and password allows you to log into your
wireless router's Web GUI to configure your wireless router's settings.
The 2.4GHz/5GHz network name (SSID) and security key allows Wi-Fi
devices to log in and connect to your 2.4GHz/5GHz network.

2. The wireless router automatically detects if your ISP
connection type is Dynamic IP and PPPoE. Key in the
necessary information for your ISP connection type.

IMPORTANT! Obtain the necessary information from your ISP about the
Internet connection type.



for Automatic IP (DHCP)

Automatic IP connection setup

Aia Skip Setup Wizard

Host Name{optional):
‘Quick Internet Setup MAC Address{optional) 7 MAC Clone
Check
&/ Connection
MAC (Media Access Control) address is a unique identifier that identifies your computer or device in
‘the network. ISPs monitor the MAC addresses of devices that connect to their services, and would
disallow Internet connection for new MAC addresses. To fix this issue, you can do either of the

following:

: Internet Setup

@ Router Setup
Contact your ISP and request to update the MAC address associated with your ISP subscription. Once

this is done, you can run the router's setup wizard again.

Clone o change the MAC address of the new device to match the MAC address of the original device.
Ifyou just replaced an old router, you willfind the old router's MAC address from its label. If you
previously connected your computer to the madem, you will need to enter your computer's MAC
address or click "MAC Clone” to clone your computer’s MAC addresss.

Previous

for PPPoE

&t Skip Setup Wizard Account Setting

Quick Interet Setup
Please enfer your username and password
Check
(&) connection
User Name

B
Internet Seti|
\g/ [METNELSERIE Password

@) router setup B Show password
MAC Address{optional) 7

B Enable VPN client User Name

Password

B Special Requirement from ISP

Enter the user name and password for your Intemet
iese settings were given by

R 2l onnection information The
your Intemet Service Provider (ISP)




NOTES:

« The auto-detection of your ISP connection type takes place when
you configure the wireless router for the first time or when your
wireless router is reset to its default settings.

« If QIS failed to detect your Internet connection type, click Skip to
manual setting and manually configure your connection settings.

3. Assign the wireless network name (SSID) and security key
for your 2.4GHz and 5 GHz wireless connection. Click Apply
when done.

5Glz2- Security

Network Name (SSID) 7

4. Your Internet and wireless settings are displayed. Click Next to
continue.

5. Read the wireless network connection tutorial. When done,
click Finish.

52, skip etup wizard Completed Network Configuration Summary

System Time: Fri, May 15 07:28:54 2015 (G¥T)
Quick Internet Setup
Network Name (SSID) ASUS
Network Key
Wirsloss Security

Network Name (SSID) ASUS 561
Network Key ame1234
Wireloss Socurity

Network Name (SSID) ASUS_562

ame1234

192.168.123.208

19216811
14:DDAY6F-58:90




2.3 Connecting to your wireless network

After setting up your wireless router via QIS, you can connect your
computer or other smart devices to your wireless network.

To connect to your network:

1. Onyour computer, click the network icon B in the
notification area to display the available wireless networks.

2. Select the wireless network that you want to connect to, then
click Connect.

3. You may need to key in the network security key for a secured
wireless network, then click OK.

4. Wait while your computer establishes connection to the
wireless network successfully. The connection status is
displayed and the network icon displays the connected El
status.

NOTES:
Refer to the next chapters for more details on configuring your
wireless network's settings.

Refer to your device's user manual for more details on connecting it
to your wireless network.

17



3 Configuring the General
settings
3.1 Using the Network Map

Network Map allows you to configure your network’s security
settings, manage your network clients, and monitor your USB
device.

System Status

2.4GHz 5GHz Status

wcleas name( 501
Sy metworcmip

1
AM* Guest Network

open system
a Parental Cantrols

"
P L

15216811
* USB Application

% Aicioua 2.0 Wirgloss 2.4GHz MAC address
4B:D3:F7:58:88:57

B reteprony

Advanced Settings

3.1.1 Setting up the wireless security settings

To protect your wireless network from unauthorized access, you
need to configure its security settings.

To set up the wireless security settings:
1. From the navigation panel, go to General > Network Map.



2. Onthe Network Map screen and under System status, you
can configure the wireless security settings such as SSID,
security level,and encryption settings.

NOTE: You can set up different wireless security settings for 2.4GHz and
5GHz bands.

3. Onthe Wireless name (SSID) field, key in a unique name for
your wireless network.

4. From the Authentication Method dropdown list, select the
authentication method for your wireless network.

If you select WPA-Personal or WPA-2 Personal as the
authentication method, key in the WPA-PSK key or security
passkey.

IMPORTANT!  The IEEE 802.11n/ac standard prohibits using High
Throughput with WEP or WPA-TKIP as the unicast cipher. If you use these
encryption methods, your data rate will drop to IEEE 802.11g 54Mbps
connection.

5 Click Apply when done.

19
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3.1.2 Managing your network clients

Client status

Online  Wired (1)

To manage your network clients:

1.

From the navigation panel, go to General > Network Map
tab.

On the Network Map screen, select the Clients icon to
display your network client’s information.

Click View List below the Clients icon to display all the clients.

To block a client’s access to your network, select the client and
click the open lock icon.



3.1.3 Monitoring your USB device

The ASUS DSL-AC87VG provides two USB ports for connecting
USB devices or USB printer to allow you to share files and printer
with clients in your network.

NOTES:

To use this feature, you need to plug a USB storage device, such as a
USB hard disk or USB flash drive, to the USB 3.0/2.0 ports on the rear
panel of your wireless router. Ensure that the USB storage device is
formatted and partitioned properly. Refer to the Plug-n-Share Disk
Support List at http://event.asus.com/networks/disksupport

The USB ports support two USB drives or one printer and one USB
drive at the same time.

IMPORTANT!  You first need to create a share account and its
permission /access rights to allow other network clients to access the
USB device via an FTP site/third-party FTP client utility, Servers Center,
Samba, or AiCloud. For more details, refer to the section 3.5 Using the
USB Application and 3.6 Using AiCloud in this user manual.

To monitor your USB device:
1. From the navigation panel, go to General > Network Map.

2. Onthe Network Map screen, select the USB Disk Status icon
to display your USB device's information.

3. Onthe AiDisk Wizard field, click GO to set up an FTP server for
Internet file sharing.

NOTES:

«  For more details, refer to the section 3.5.2 Using Media Services
and Servers in this user manual.

«  The wireless router works with most USB HDDs/Flash disks (up to
4TB size) and supports read-write access for FAT16, FAT32, NTFS, and
HFS+.

21
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Safely removing the USB disk

IMPORTANT: Incorrect removal of the USB disk may cause data
corruption.

To safely remove the USB disk:
1. From the navigation panel, go to General > Network Map.

2. Inthe upper right corner, click > Eject USB disk. When
the USB disk is ejected successfully, the USB status shows
Unmounted.

3.2 Creating a Guest Network

The Guest Network provides temporary visitors with Internet
connectivity via access to separate SSIDs or networks without
providing access to your private network.

NOTE: DSL-AC87VG supports up to six SSIDs (three 2.4GHz and three
5GHz).

To create a guest network:
1. From the navigation panel, go to General > Guest Network.

2. On the Guest Network screen, select 2.4GHz or 5GHz
frequency band for the guest network that you want to
create.

3. C(lick Enable.

Assign a wireless name for your temporary network on the
Network Name (SSID) field.

Select the Authentication Method.
6. When done, click Apply.



3.3 Setting up Parental Control

Parental Control allows you to control the Internet access time.
Users can set the time limit for a client’s network usage.

Parentai Controfs allow you fo set the time fimit for a client's network usage. To use

ints Name] column, sefect fhe client whose nefwork ussge you wan fo
y in the chients MAC sddress in the [Ciants MAC

B e contrs

@

{2 Tearmic Mansger
4K vse application
& Acouazo

Enable Parenta| Cantrots

3 Telephony

System Time

Advanced Settings
Client List (Max Limit : 18)

Glents Name

No data In table.

Apply

To use the parental control function:

1. From the navigation panel, go to General > Parental
Controls.

Click ON to enable Parental Control.

Select the client whose network usage you want to control.
You may also key in the client’s MAC address in the Client
MAC Address column.

NOTE: Ensure that the client name does not contain special characters
or spaces as this may cause the router to function abnormally.

4. Click @l or B to add or delete the client’s profile.

5. Inthe Time Management column, click &l to select your
preferred time slots for allowed access time. Drag and hold to
create longer time slots.

6. Click Apply to save the settings.

23
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3.4 Using the Traffic Manager

3.4.1 Managing QoS (Quality of Service) Bandwidth

Quality of Service (QoS) allows you to set the bandwidth priority
and manage network traffic.

.,.__. e Firmware Version: vA.00. 0375 buildzds S50 ASSS ASUS 56 g
Setup

Traffic Manager - Gos 005 to configuration ¢
General ralily of Survice (D105 ansures fie nedwonks soeed perky

AL, Network Map
# Guest Metwork

@ o

2o speciic nefwork applicsbions and refwark dewoes, select your
from M Lser defined 005 Rvoe.

Enable Swart Gos

4 st Application Upload Qantwiah
& AiCiond 2.0
E verephany

Advanced Sctiings

G Wireless

{7 Lan

lﬂ: WAN

To set up bandwidth priority:
1. From the navigation panel, go to General > Traffic Manager.

2. Click ON to enable QoS. Fill in the upload and download
bandwidth fields.

NOTE: Get the bandwidth information from your ISP.

3. Click Save.

NOTE: The User Specify Rule List is for advanced settings. If you want
to prioritize specific network applications and network services, select
User-defined QoS rules or User-defined Priority from the drop-down
list on the upper-right corner.




3.5 Using the USB Application

The USB Applications function provides AiDisk, Servers Center,
Network Printer Server and Download Master submenus.

IMPORTANT! To use the server functions, you need to insert a USB
storage device, such as a USB hard disk or USB flash drive, in the USB
2.0 port on the rear panel of your wireless router. Ensure that the USB
storage device is formatted and partitioned properly. Refer to the ASUS
website at http://event.asus.com/2009/networks/disksupport/ for the
file system support table.

3.5.1 Using AiDisk

AiDisk allows you to share files stored on a connected USB device
through the Internet. AiDisk also assists you with setting up ASUS
DDNS and an FTP server.

To use AiDisk:

1. From the navigation panel, go to General > USB Application,
then click the AiDisk icon.

2. From the Welcome to AiDisk wizard screen, click Go.

Logout Reboot English v

Operation Mode: Wireless router Famware Version: SSID: ASUS ASUS_5G pas oy

Welcome to AiDisk wizard @

AiDisk enables you to:

« Share files in the USB disk through the Internet.
« Create your own domain name for the FTP server.
« For advanced file-sharing configuration. Click here

*» Terms of Use Notice
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3. Select the access rights that you want to assign to the clients
accessing your shared data.

el o

My FTP server is shared.: Decide how to share your folders.

4. Tick I will use the service, assign a unique name for your
domain name, then click Next.

Create your domain name via the ASUS DDNS services.

O | will use the service

myzhare

# Disable DDNS.

5. Click Finish to complete the setting.

To access the FTP site that you created, launch a web browser
or a third-party FTP client utility and key in the ftp link
(ftp://<domain name>.asuscomm.com) you have previously
created.



3.5.2 Using Media Services and Servers

Media Services and Servers allows you to share the media files
from the USB disk via a Media Server directory, Samba share
service, or FTP share service. You can also configure other settings
for the USB disk in the Servers Center.

Using Media Server

Your wireless router allows DLNA-supported devices to access
multimedia files from the USB disk connected to your wireless
router.

NOTE: Before using the DLNA Media Server function, connect your
device to the DSL-AC87VG's network.

Media Server

Set up the UPnP media server.

Diexe sharea @ Manuai Media Sarver pam

Apply

To launch the Media Server setting page, go to General > USB
Application > Media Services and Servers > Media Server tab.
Refer to the following for the descriptions of the fields:

« Enable UPnP Media Server: Select ON/OFF to enable/
disable the UPnP Media Server.

+ Media Server Path Setting: Select All Disks Shared or
Manual Media Server Path.
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Using Network Place (Samba) Share service

Network Place (Samba) Share allows you to set up the accounts
and permissions for the Samba service.

T SSID: asus 54 2 ASis 5A S¢
Quitk Internet

Setup
L Metwork Place(Sambz) Share  FTF Share

General

&R Wetwork mep

USB Application - Network Place(Samba) Share
Set the account and permission of network place(samba) saniice:
3
B cuestmetwerc Enable Snare oN

2 and passward Is neceseary 1a log In network piace
Parental Controls Allow guest lagin

{77} Teattic Manager Devtce Name DsL-Ack7ve-BESA

wrork Graup warkgroup

K UsE appricstion
WTFS Sparse Files Suppart Disable

& scovazo oo
pply
T e @

Advanced Settings -

DSL-ACE7VG

= Wireless
Save Permission

To use Samba share:

1. From the navigation panel, go to General > USB Application
> Media Services and Servers > Network Place (Samba)
Share tab.

NOTE: Network Place (Samba) Share is enabled by default.

2. Follow the steps below to add, delete, or modify an
account.

To create a new account:

a) Click [€] to add new account.

b) In the Account and Password fields, key in the name and
password of your network client. Retype the password to
confirm. Click Add to add the account to the list.



=

Mew account has no read/write access rights,

Account:

Password:

To delete an existing account:
a) Select the account that you want to delete.
b) Click &

¢) When prompted, click Delete to confirm the account
deletion.

To add a folder:
a) Click &

b) Enter the folder name, and click Add. The folder that you
created will be added to the folder list.

The default access rights for a new folder is
read write,

3. From the list of folders, select the type of access permission
that you want to assign for specific folders:

« R/W: Select this option to assign read/write access.
« R: Select this option to assign read-only access.

« No: Select this option if you do not want to share a specific
file folder.

4, Click Apply to apply the changes.
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Using the FTP Share service

FTP share enables an FTP server to share files from USB disk to
other devices via your local area network or via the Internet.

IMPORTANT!
«  Ensure that you safely remove the USB disk. Incorrect removal of the
USB disk may cause data corruption.

+ To safely remove the USB disk, refer to the section Safely removing
the USB disk under 3.1.3 Monitoring your USB device.

Sy Metmork map

‘Set the account and permission of FTP service.

24
A& Guest Network

B reewcono

To use FTP Share service:

NOTE: Ensure that you have set up your FTP server through
AiDisk. For more details, refer to the section 3.5.1 Using AiDisk.

1. From the navigation panel, click General > USB Application
> Media Services and Servers > FTP Share tab.
2. From the list of folders, select the type of access rights that
you want to assign for specific folders:
« R/W: Select to assign read/write access for a specific folder.
« R:Select to assign read only access for a specific folder.

+ No: Select this option if you do not want to share a specific
folder.



If you prefer, you can set the Allow anonymous login field to

In the Maximum number of concurrent connections field,
key in the number of devices that can simultaneously connect
to the FTP share server.

Click Apply to confirm the changes.

To access the FTP server, key in the ftp link
ftp://<hostname>.asuscomm.com and your user name and
password on a web browser or a third-party FTP utility.

3.5.3 3G/4G

3G/4G USB modems can be connected to DSL-AC87VG to allow
Internet access.

NOTE: For a list of verified USB modem:s, please visit:
https://www.asus.com/event/networks 3G4G support/

To set up 3G/4G internet access:

1.

From the navigation panel, click General > USB Application
> 3G/4G.

From the Internet Connection screen, configure the settings
for your USB modem. Obtain the data about your USB modem
from your Internet service provider (ISP).

Click Apply to save the settings made.

SIS 5 7C asis A S

.....
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3.6 UsingAiCloud 2.0

AiCloud 2.0 is a cloud service app that allows you to save, sync,
share, and access your files.

AiCloud 2.0

ASUS AiCloud 2.0 keeps you conncted fo your data wherever and whenever you have an Infernat connection. It ks your
home network and online storage senvics and lets you access your data through the AiCkud mobile 2P on youri0S-or
Android mobie devioe or through a persanakized web link in @ web bromrse. Now all your data can go wher you go.

Find FACE GO

To use AiCloud 2.0:

1. From Google Play Store or Apple Store, download and install

the ASUS AiCloud app to your smart device.

2. Connect your smart device to your network. Follow the
instructions to complete the AiCloud setup process.



3.6.1 Cloud Disk

To create a cloud disk:
1. Insert a USB storage device into the wireless router.

2. Turn on Cloud Disk.

2l 2 Enables USB-altached storage devices o be accessed,
streamed or shared through an internet-connected PC or

Advanced Settings device.

Enables Network Place (Samba) networked PCs and
devices to be accessed remoiely. Smart Access can also

wake up a sleeping PC.
Smart Access

ﬁ . Enables synchronization of USB-attached storage with
UsBe: = - &

cloud services like ASUS Webstorage and other AiCloud
2.0-enabied networks.
Smart Sync

3. Go to https://router.asus.com and enter the router login
account and password. For better user experience, we
recommend that you use Google Chrome or Firefox.

AiCloud

Welcome.
Who's coming home?

Your Name.

Your Password.

®
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4, You can now start accessing Cloud Disk files on devices
connected to the network.

NOTE: When accessing the devices that are connected to the network,
you need to enter the device’s user name and password manually, which
will not be saved by AiCloud for security reason.

&HASUS AiCloud

Select an available device from the list on the left panel to
start using AiCloud.

= |

3.6.2 Smart Access

The Smart Access function allows you to easily access your home
network via your router’s domain name.

& picloud 2.0

e : D Enables USB-atlached siorage devices [o be accessed,
m“" - streamed or shared through an internet-connected PC or
device.

Ad d Setti .
e = Cloud Disk

Wireless

0 Enables Network Place (Samba) nefworked PCs and

o=0- devices fo be accessed remolely. Smart Access can also
wake up a sleeping PC.
Smart Access

(@) @ Enables synchronization of USB-altached storage with
UsBe:_ ]

cloud services like ASUS Webstorage and other AiCioud
2 0-enabled networks

Smart Sync




NOTES:

+ You can create a domain name for your router with ASUS DDNS. For
more details, refer to section 4.3.5 DDNS.

By default, AiCloud provides a secure HTTPS connection. Key in
https://[yourASUSDDNSname].asuscomm.com for a very secure
Cloud Disk and Smart Access usage.

3.6.3 Smart Sync

v — Logout Reboot

[ » |  Operation Mode: Wirel ut Firmware Version:  SSID: ASUS ASUS_SG
+4* Quick Internet D! Wireless router E Asus
Aicloud 2.0 | Smart Sync SyncServer Settings Log

General

iy Network Map

3
A Guest Network

AiCloud 2.0 - Smart Sync

@
mi_é “ Enables Smart Sync functionality. For step-by-step instructions, go 1o
B Arrotecton nttp://aicioud-fag.asuscomm.convaicloud-fat

y OFF
AL adaptive Qos

4K uss application Cloud List

L Provider User Name Folder Name Conneciion Status ~ Delete.

@& AiCloud 2.0

Advanced Settings

G

Add new account

To use Smart Sync:

1. Launch AiCloud, click Smart Sync > Go.
2. Select ON to enable Smart Sync.

3. Click Add new account.
4

Enter your ASUS WebStorage account password and select
the directory that you want to sync with WebStorage.

5. Click Apply.
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3.7 Using Telephony

The Telephony function allows you to connect compatible devices
such as common analog phones, DECT phones, FAX machines,
and IP phones to your DSL-AC87VG.

3.7.1 Setting up your phones

Configuring an internal phone

To configure an internal phone:

1. From the navigation panel, click Telephony > Phone Device.
2. Click [€] to add a new phone.

/iSUS DSL-ACS7VG u Reboot
36 SSID: ASUS 50_2G ASUS_50_56

Call Lists  Phone Book | Phone Device Phone Number DECT Call Control Answering Machine

Telephony - Phone Device
can create or configure your phone device.
” .
S GuestNetwork Phone Device
Intemnal Add 1

al
Name Type Outgoing Number Incoming Number Edit
Number Delete

FXS -1 1234321 Answer Al ® 0O
m Traffic Manager FXS =12 1234321 Answer Al @ e

®

ﬂ Parental Controls

K use Appiication

& nicloudz0

NOTES:

«  When using the Telephony function for the first time, the outgoing
number field is empty.

« When you also want to use an IP phone for outgoing calls, assign
the outgoing number. For details, refer to the section Assigning an
outgoing number.



3. TickIP Phone.
4. Fill in the necessary information.

5. When done, click Apply. The internal number is assigned by

the phone.

/iSUS DSL-ACBTVG Logout Reboot English v

SPPPRI  Firmware Version: v1.00.05 buildt3s  SSID: ASUS 502G ASUS 50 56
" Quick Internet
Setup
Call Lists Phone Book | PhoneDevice Phone Number DECT Call Control Answering Machine
General
Telephony - Phone Device - Add New Device
& Network Map
Please selectyour device type: ®Phone 1 ® Phone2 ® DECT O IP Phone.
o

2
& GuestNetwork
Add New Device - IP Phone 1

B rorenicontrots | Name

Internal Number

{77\ Traific Manager
Outgoing Number

* USB Application

@& Aicloud2.0

£ Telephony ‘ Account Setting

Registrar/ Proxy

Advanced Settings
User Name

Password

NOTES:

To check for the internal number of an internal phone, go to
Telephony > Phone Device.

For details on using the internal phone, refer to the section Making
internal calls.
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Registering your DECT phone

To register your DECT phone:

1. From the navigation panel, click Telephony > Phone Device.

2. Click [€] to add a new phone.
3. Tick DECT, then click Register.

/iSUS DSL-ACBTVE Logout Reboot English v

1 & Quick Internet
4 setp

General

B Network map

Guest Network

Parental Controls

Traffic Manager

USB Application

AiCloud 2.0

Firmware Version : v1.00.05 burild436 SSID: ASUS 50 26 ASUS 505G

Call Lists  Phone Book  Phone Device Phone Number DECT Call Control Answering Machine

Telephony - Phone Device - Add New Device

Please select your device fype: ® phone1 ® Phone2 O DECT @ P Phone.

Add New Device - DECT Handset

o registera DECT phone, please follow the bellowing procedure to register a DECT Phone.
1. Select"Register” in operation menu

2. Selecta base station ifneed

3.InputPIN code

Cancel

4. Wait until the registration process is completed.

/iSUS DSL-ACBVG Logout Reboot English ¥

QuidicInternet

General

Network Map
B Guest Network
Parental Controls
7} Traffic Manager
USB Application

AiCloud 2.0

Firmware jon: v1.00.05 builda36  SSID: ASUS D8 26 ASUS DE 56

CallLists Phone Book  Phone Device Phone Number DECT Call Control Answering Machine

"Telephony - Phone Device - Add New Device

Plea: ctyour device type: ®Fhone 1 ®Pnone2 ODECT @ IFPhone

e e s ToEST et

Registering

Cancel



5. Fillin the necessary information.
6. When done, click Apply.

/iSUS DSL-ACS7VG Logout Reboot English

Firmwa N 11.00.05 buildass  SSID: ASUS DS 26 ASUS DB 56 g

Setup

CallLists Phone Book  Phone Device Phone Number DECT Call Control Answering Machine

CGeneral
Telephony - Phone Device - Add New Device
Network Map
'Add New Device - DECT 1
2
Guest Network Naima

Internal Number
Parental Controls

Outgoing Number
Traffic Manager
O al
Incoming Number ® Seiect
USB Application W2

b AiCloud 2.0 Cancel

Configuring your DECT phone
To configure your DECT phone:

1. From the navigation panel, click Telephony > DECT.
2. Configure your preferred DECT settings.

/iSUS DSL-ACSTVG Logout Reboot English

F - Firmwar n: v1.00.05 builda3e D: ASUS DB 26 ASUS D8 56 v
Quick Internet

4 setw
Call Lists PhoneBook Phone Device Phone Number |DECT Call Control Answering Machine

General

Telephony - DECT
Network Map.

PIN code The PIN code is used for the regisiration of DECT handset.
L — Reduce DECT field strength This sefting red tion power of DECT radio

DECTECO Allow DECT sets to enter power saving mode. This function works only
ifall atached DE pport ECO mods
Parental Controls

Allow only secure DECT Connection  Only encrypted DECT connection is allowed s strongly recommend to enable this sefing
Traffic Manager e oEoy)

Enable DECT

USB Application
(ot

& siciond2.0 et

""Radio Field Strength
e Radica DECT e skangh

DEC
Advanced Settings

Wireless

Allow only secure DECT Connection

NOTE: By default, the PIN code of the base station is 0000.
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Assigning an outgoing number

Assign outgoing phone numbers to your phones to make
outgoing calls from phones connected to your DSL-AC87VG.

To assign an outgoing number:

1. From the navigation panel, click Telephony > Phone
Number.

2. Click [€] to add a new phone.

/iISUS DSL-ACB7VG Logout Reboot

ToF o Firmware Version: v1.00.05 build36 SSID: ASUS 50 26 ASUS 50 56
" Quick Internet
4 seup
Call Lists  Phone Book Phone Device  Phone Number DECT Call Control Answering Machine

General

B Wetwork map

13
25 Guest Network Phone Number

Telephony - Phone Number:

On this page you can create or configure your phone numbers.

Status Phone Number
B rarental controls

{77\ Traific Manager
4K uss Application

& sicloud20

3. Fill'in the information for these required fields: Phone
Number, User Name, Password, User Domain, Registrar,
and Proxy?*.

Telephony - Phone Number

Sy Network Map
On this page you can create or configure your phone numbers.

> -
S8 Guest Network Provider other provider v

Account Information
B rarental controis

Phone Number
{77} Traffic Manager User Name

Password

4K UsB Application Jser Bomaim

Registrar
& sicloud2.0
Proxy

£ Telephony ‘ Outbound Proxy.




4, Click Advanced Setting to configure the advanced settings

of your phone.

¥ Advanced Setting
Advanced Settings
WAN Intertace
S Wireless Prefix
Caller D restricion
SIPDSCP 26 (0~63)
RTPIRTCP DSCP 46 (0~63)

STUN Server

Cancel

5. Configure the following advanced settings:
« WAN Interface: Select the WAN interface that you want to

use for your phone.

« Prefix: Assign the prefix number that you want to assign for

outgoing calls.

« Caller ID restriction: Select the caller ID type.
+ SIP DSCP*: Enter the SIP DSCP.
+ RTP/RTCP DSCP*: Enter the RTP/RTP DSCP.

NOTE: * Obtain the necessary information from your VolIP service

provider.

6. When done, click Apply. A checkmark in the Status column
indicates that you have successfully assigned a phone number

to your phone.

7. Follow steps 1 to 6 to assign more phone numbers to more

phones.

Setup
Call Lists  Phone Book Phone Device

General

By Wetwork map

Telephony - Phone Number

On this page you can create or configure your phone numbers

2
A Guest Network Phone Number

Status. Phone Number

B rerental controts

1234321

{77 Traffic Manager 2456543

4K uss Application

Phone Number DECT Call Control Answering Machine

Registrar

192.168.123.168

192.168.123.168
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Modifying or deleting a phone number

To modify or delete a phone number:

1.

From the navigation panel, click Telephony > Phone
Number.

Click E&] to edit the settings of your selected device. Click [E
to delete your selected device.

/iSUS DSL-ACB7VG Logout Reboot English v

PRI Firmwar V1.00.05 buildsse  SSID: ASUS 5026 ASUS 50 56
" Quick Internet

4 seup

Call Lists  Phone Book Phone Device | Phone Number DECT Call Control Answering Machine

General

B Network Map

Telephony - Phone Number

On this page you c:
”
A% Guest Network Phone Number

Status Phone Number Registrar
B rorental Controls
1234321 192168.123.168

{7} Traffic Manager 2456543 192.168.123.168

o usB Application

& nricloud2.0
3




3.7.2 Using the answering machine

Configuring the answering machine

NOTES:

« By default, calls that are not answered after 40 seconds are
automatically forwarded to the answering machine.

«  Ensure that you have recorded your voice mail greeting for the
answering machine. For more details, refer to Recording your
voicemail greeting.

IMPORTANT!

+  The answering machine only supports G.711 a-law (PCMA) codec.

+ If you are using a softphone, enable the telephone-event (RFC-2833)
on your softphone.

Telephony - Answering Machine

oice Message | Greeting Message | Message Forwarding
>
2 GuestNetwork
enable tlephone-event (RFC-2833) on your soffphone.

a Parental Controls ON
= 0 s
{77} Traffic Manager

Used: 10 sec Tota: 75 Min. 0 Sec

K usB Application e Used: 8 Sec Toll: 5 Min. 0 Sec

Apply

& nicloud2.0

L Telephony

To configure the answering machine:

1. From the navigation panel, click Telephony > Answering
machine > Answering machine.

2. Onthe Enable Answering Machine field, ensure that the
slider is set to ON.

3. Onthe No Answer Time field, set the time (in seconds) that
incoming calls are automatically forwarded to the answering
machine.

4.  When done, click Apply.
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Recording your voicemail greeting

To record your voice mail greeting:

1.

On your phone, dial ¥*992#, then speak your message after the
beep. After you hang up, your recorded message appears on
the Greeting Message list.

You can play, edit, or delete your recorded message from
Telephony > Answering machine > Greeting Message.

Listening to or deleting your voicemails

To listen to or delete your voice mails:

1.

From the navigation panel, click Telephony > Answering
machine > Voice Message.

/iSUS DSL-ACB7VG Logout Reboot

jon: v1.00.05 builds36  SSID: ASUS 502G ASUS 505G

Call Lists Phone Book Phone Device Phone Number DECT Call Control | Answering Machine:

Telephony - Answering Machine

£ Network Map
o (e e

>
25 Guest Network

Total: 75 Min. 0 Sec

B rorental contros

{77} Traffic Manager No Date Time

1 15072016 120

4K UsB Application

Voice Message For 1234321

& sicioud 2.0 N (=2 2
15072016 1215

1
£ Telephony ‘ 2 16072016 1519,
3

170720016 1428
Advanced Settings

Click B to listen to a voicemail. Click E&] to delete a
voicemail.

NOTE: You can also dial ¥*911# on your internal phone to listen to your
voicemail.




Emailing your voicemails
To email your voicemails:

1. From the navigation panel, click Telephony > Answering
machine > Message Forwarding.

/iISUS DSL-ACB7VG Reboot English

op— Fi 00.05 berild436  SSID: ASUS 50 26 ASUS 5056
" Quick Internet

4 Seuwp

Call Lists Phone Book Phone Device Phone Number DECT Call Control | Answering Machine

General
Telephony - Answering Machine

&y Network Map
Answering Machine ~ Voice Message = Greeting Mess:

>
S5 Guest Network
B rarentai controls

{77} Teaffic Manager Auto notty

Usemame
4K usB Application
Password

& ricioud 2.0 SWITP Server

SMTP Port
£ Telephony ‘

Target Email Address.

Advanced Settings

S Wireless

2. Onthe Enable Message Forwarding to Email field, ensure
that the slider is set to ON.

3. Fillin the necessary information.
When done, click Apply.

5. Your voicemails will be forwarded to your target email address
as MP3 audio attachments.
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3.7.3 Creating your contact list

To create your contact list:

1.

3.
4.

From the navigation panel, click Telephony > Phone Book.

/iSUS DSL-ACB7VG Reboot

Firmw: buildi36  SSID: ASUS 50 26 ASUS 5056

¢ Quick Internet

4 sem

Call Lists P Phone Device Phone Number DECT Call Control Answering Machine

Telephony - Phone Book - Create new entry

Sy Network Map

You can add up 3 phone numbers in this entry.

>
25 Guest Network

B rorental controis

{77} Traffic Manager

4K usB Application

& sicloud20

Click to add a new contact. You can add up to three (3)
phone numbers to a contact.

Fill in the necessary information.
When done, click Apply.

3.7.4 Making an internal call

To make an internal call:

1.

Ensure that you have the correct internal number for the
internal phone that you want to call.

NOTE: To check for the internal number of an internal phone, go to
Telephony > Phone Device.

2.

From an internal phone, dial asterisk (*) twice, then the
internal number of the other internal phone.

For example, you want to call Phone 2 (internal number is 12)
from Phone 1. From Phone 1, dial [¥¥] + [12].



3.7.5 Making an outgoing call

To make an outgoing call:

1.

Ensure that you have assigned a phone number to your
phone.

NOTE: For more details, refer to Assigning a phone number.

2.

Dial the number/pound sign (#), phone’s prefix number,
number/pound sign (#), and the number you want to call.

For example, the prefix number for phone 2 is 81, you would
need to dial: [#81#] + [callee’s phone number].

3.7.6 Managing your calls

Defining the call blocking rules

To define the call blocking rules:

1.

From the navigation panel, click Telephony > Call Control >
Call Blocking.

Click to set the blocking rule for incoming or outgoing
calls.

Telephony - Call Control
Alarm Call | Forwarding

P
88 Guest Network . I bocking. You can actve nes from pre-defined profes. Or you can also setup user defined ule for
B rarentai controls

{77\ Traffic Manager

4K usB Application ne Block ielephor
Block telephor
Block elephor

& nciowazo

Edit  Add/Delete

®

Edit  Add/Delete

®
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3. Define the call blocking rule, then click Apply.

/iISUS DSL-ACB7VG Logout Reboot

Firmware Version: v1.00.05 build436 SSID: ASUS 50 26 ASUS 50 56

Quick Internet.
Setup

CallLists  Phone Book Phone Device Phone Number DECT | Call Control Answering Machine

General
Telephony - Add Incoming Call Blocking

Network Map
Call Blocking  Alarm Call | Forwarding

Guest Network.

a pressed phone digit
Parental Controls an arbivary number digit (0 trough 9)
repeatthe previousiy given digittype zero or more times. For example, 10. represents 1,10, 100, and
Traffic Manager. soon
{sequence] an arbitary digitin sequence between square brackets. For example, [#14-7] represents #,1,4,5,6
o7

USB Application, Examples of bocking ule.

(1)12X Represents 120, 121, 122, 123, 124,125,126, 127, 128, 129,
Aicloud 2.0 (2)12X Means telephone numbers withthe pref 12" like 12, 123, 12345, 12456, and so on

(3) #*1114-6] Represents #14, *14, #15, 15, #16, 16

E2 Telephony Set Blocking Rule
Telephone Number
Advanced Settings
Cancel

Wireles:

4. Select the call blocking rule that you want to activate, then
click Apply.

/iI5US DSL-AC87VG Logout Reboot English
- » Firmware Version: v1.00.05 buildé36 SSID: ASUS 5026 ASUS 5056
" Quick Internet
4 Sewp
Call Lists  Phone Book Phone Device Phone Number DECT Call Control Answering Mact

General

B Network Map

Telephony - Call Control
Call Blocking = Alarm Call = Forwarding

Guest Network Here list entries of cal blocking. You can active rules from pre-defined profiles. Or you can also setup user defined rule for
incoming and outgoing call

Parental Controls Profile

Direction Profle Name Explanaton

Traffic Manager Outgoing  Sevice-Line Block telephone number that begin with 0137, 013, 0180, 0190 and 0900
Outgoing  Mobile Phone Block telephone number thatbegin with 015, 016 and 017.

USB Application Outgoing _ Information Line: Block telephone number that begin with 1
Outgoing  Intemational Cals Block telephone number that begin with 00.

A Outgoing _ Intercontnental Cals Block elephone number that begin with 001, 002, 005, 00 and 009,
Incoming  Anonymous Calls Block calls without caler D

£ Telephony Apply.

Incoming Call Biocking (Max. 100 entries)

Telephone Number Edit  Add/Delete

®

Advanced Settings

Outgoing Call Blocking (Max. 100 entries)

Telephone Number Edt  Add/Delete

®

NOTE: When you activate the Anonymous Calls profile, all incoming
calls without caller IDs are blocked.




Defining the call forwarding rules
To define the call forwarding rules:

1. From the navigation panel, click Telephony > Call Control >
Forwarding.

2. Click to set the call forwarding rule.

/iSUS DSL-ACBTVG Logout Reboot English v

Firmware Version: v1.00.05 build436 SSID: ASUS 50 2 ASUS 50 56

fl " Quick Internet

Call Lists  Phone Book Phone Device Phone Number DECT | Call Control Answering Machine

General
Telephony - Call Control

Network Map
Call Blocking | Alarm Call | Forwarding

2
Guest Network Here you can create or configure call forwarding rule.

Parental Controls
Forward to Z Forwarding type
? Traffic Manager

USB Application

AiCloud 2.0
e

2 Telephony

3. Configure the call forwarding rules, then click Apply.

/iSUS DSL-ACBTVG Logout Engish v

SPUPUDUII  Firmware Version: v1.00.05 builds3e : ASUS 5026 ASUS 50 56
Io, Quick Internet

Call Lists Phone Book  Phone Device Phone Number DECT |Call Control Answering Machine

General
Telephony - Call Control
Network Map
Call Blocking ~ Alarm Call = Forwarding

2
Guest Network Here you can create or configure call forwarding rule.

cals
Parental Controls
Calls fo be forwarded ® Calis fom anyone.

© Calls from specific number 543653 - LuLu Kao n
A Traffic Manager

® Calls from unknown number

A ® Calls to my number 123431 v
USB Application

g Acknd2.0 Forward calls o Specific number 12343213 - Andy Liu B
Forward calls via auto B
2 Telephony
Type of call forward Busy and no answer v

Advanced Settings “ime to be forward 30 Seconds)

Cancel
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4 Configuring the Advanced
Settings
4.1 Wireless

4.1.1 General

The General tab allows you to configure the basic wireless
settings.

Advanced Settings

S Wireless

To configure the basic wireless settings:

1. From the navigation panel, go to Advanced Settings >
Wireless > General tab.

2. Select 2.4GHz or 5GHz as the frequency band for your wireless
network.

3. Assign a unique name containing up to 32 characters for your
SSID (Service Set Identifier) or network name to identify your
wireless network. Wi-Fi devices can identify and connect to
the wireless network via your assigned SSID. The SSIDs on the
information banner are updated once new SSIDs are saved to
the settings.

NOTE: You can assign unique SSIDs for the 2.4 GHz and 5GHz frequency
bands.




>

v

o

o

In the Hide SSID field, select Yes to prevent wireless devices
from detecting your SSID. When this function is enabled, you
would need to enter the SSID manually on the wireless device
to access the wireless network.

Select any of these wireless mode options to determine the
types of wireless devices that can connect to your wireless
router:

+ Auto: Select Auto to allow 802.11ac, 802.11n, 802.11g, and
802.11b devices to connect to the wireless router.

+ Nonly: Select N only to maximize wireless N performance.
This setting prevents 802.11g and 802.11b devices from
connecting to the wireless router.

Select the channel/extension channel for your wireless router.
Select Auto to allow the wireless router to automatically
select the channel that has the least amount of interference.

Select the channel bandwidth to accommodate higher
transmission speeds.

Select the authentication method.
When done, click Apply.
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4.1.2 WPS

WPS (Wi-Fi Protected Setup) is a wireless security standard that
allows you to easily connect devices to a wireless network. You
can configure the WPS function via the PIN code or WPS button.

NOTE: Ensure that the devices support WPS.

Firmmn
T quick

Setup
Genersl  WPS

Genesal
Wireless - WPS

Sy Network Map
WPS (Wi Fi Protected Setup) provides easy and secure estabishment of a wireless network. You can configure WFS here via
- the PIN code or the WS buttion.

S cuest Network

2.46Hz SGHz

B rermotat controns

ON ON

{77} Tratfic Manager Cannactian stats

You can easily connect a WPS client to the network in either of these two ways:
o
- Method1: Click the WPS button on this interface (or press the physical WS button on the router], then press the WPS

= client's WLAN adapter for about three seconds.
i C=cmaes - e client WPS process and get the client PIN code. Enter the client’s PIN code on the Client PIN code:
field and clck Start. Please check the user manual of your wireless client o see if it supports the WES function. If your
B Tetephony wireless client does not support the WP'S function, you have to configure the wireless cient manually and st the same
network Name (SSID). and security setlings 2s this router.

Advanced Settings
# Push button. © Cllent PN Code

Start

To enable WPS on your wireless network:

1. From the navigation panel, go to Advanced Settings >
Wireless > WPS tab.

2. Inthe Enable WPS field, move the slider to ON for the 2.4GHz
or 5GHz frequency band.

NOTE: WPS supports authentication using Open System, WPA-Personal,
and WPA2-Personal. WPS does not support a wireless network that uses
a Shared Key, WPA-Enterprise, WPA2-Enterprise, and RADIUS encryption
method.




3. Inthe WPS Method field, select Push Button or Client PIN
code. If you select Push Button, go to step 4. If you select
Client PIN code, go to step 5.

4, To set up WPS using the router’s WPS button, follow these
steps:
a.Click Start or press the WPS button found at the rear of the
wireless router.

b.Press the WPS button on your wireless device. This is
normally identified by the WPS logo.

NOTE: Check your wireless device or its user manual for the location of
the WPS button.

c. The wireless router will scan for any available WPS devices.
If the wireless router does not find any WPS devices, it will
switch to standby mode.

5. To set up WPS using the Client’s PIN code, follow these steps:

a.Locate the WPS PIN code on your wireless device’s user
manual or on the device itself.

b.Key in the Client PIN code on the text box.

c. Click Start to put your wireless router into WPS survey mode.

The router’s LED indicators quickly flash three times until the
WPS setup is completed.
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4.1.3 Wireless MAC Filter

Wireless MAC filter provides control over packets transmitted to
a specified MAC (Media Access Control) address on your wireless
network.

P
A* Guest Network

ﬁ Parental Controls

Advanced Settings

? Wireless

To set up the Wireless MAC filter:

1. From the navigation panel, go to Advanced Settings >
Wireless > Wireless MAC Filter tab.

2. From the Frequency list, select the frequency band that the
settings will be applied to.

3. Tick Yes in the Enable Mac Filter field.

4. Inthe MAC Filter Mode dropdown list, select either Accept or

Reject.
« Select Accept to allow devices in the MAC filter list to access
to the wireless network.

« Select Reject to prevent devices in the MAC filter list to
access to the wireless network.

5. On the MAC filter list, click the Add button and key in
the MAC address of the wireless device.
6. Click Apply.



4.1.4 Professional

The Professional screen provides advanced configuration options.

NOTE: We recommend that you use the default values on this page.

" Quiek Internet
Setup.

Genersl WPS  Wirsless MAC Filter | Professional
General
Wireless - Professional
Metwork Map

Wireless Professionsl Setting allows you to set up additional parameters for wirsless. But default values are recommended.

>
Guest Network

Parental Controls

Enabie Ragio
7 Traffic Manager
Enable wireless scheduler

USB Applieation Sel AP Isalated

= Enable IGMP Snaaping
AiCloud 2.0

O menval

} Telephony

Advanced Setting=

]
S Wirsless

In the Professional Settings screen, you can configure the
following:

+ Frequency: Select the frequency band that the professional
settings will be applied to.

- Enable Radio: Select Yes to enable wireless networking.
Select No to disable wireless networking.

« Enable wireless scheduler: Select Yes to enable the
wireless scheduler function. When enabled, the following

items appear:

- Date to Enable Radio (week days): You can specify which
days of the week wireless networking is enabled.

- Time of Day to Enable Radio: You can specify a time range
when wireless networking is enabled during the week.

- Time of Day to Enable Radio: You can specify a time range
when wireless networking is enabled during the weekend.
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« Set AP isolated: The Set AP isolated item prevents wireless
devices on your network from communicating with each
other. This feature is useful if many guests frequently join or
leave your network. Select Yes to enable this feature or select
No to disable.

« Enable IGMP Snooping: Enable this function allows
the IGMP ( Internet Group Management Protocol ) to be
monitored among devices and optimizes wireless multicast
traffic.

« DTIM Interval: DTIM (Delivery Traffic Indication Message)
Interval or Data Beacon Rate is the time interval before a
signal is sent to a wireless device in sleep mode indicating
that a data packet is awaiting delivery. The default value is
three milliseconds.

« Beacon Interval: Beacon Interval is the time between one
DTIM and the next. The default value is 100 milliseconds.
Lower the Beacon Interval value for an unstable wireless
connection or for roaming devices.

« TX Power adjustment: TX Power adjustment refers to the
milliWatts (mW) needed to power the radio signal output of
the wireless router. Enter a value between 0 to 100.

NOTE: Increasing the TX Power adjustment values may affect the
stability of the wireless network.



4.2 LAN

4.2.1 LANIP

The LAN IP screen allows you to modify the LAN IP settings of your
wireless router.

NOTE: Any changes to the LAN IP address will be reflected on your
DHCP settings.

LAN - LANIP

&by Metworcmp

Configure the LAN setting of DSL-ACETVG.

o4
A Guest Network

a - ot

To modify the LAN IP settings:

1. From the navigation panel, go to Advanced Settings > LAN
> LAN IP tab.

Modify the IP address and Subnet Mask.
When done, click Apply.

57



58

4.2.2 DHCP Server

Your wireless router uses DHCP to assign IP addresses
automatically on your network. You can specify the IP address
range and lease time for the clients on your network.

T Firmm:
T #" Quick Internst
§ setup

LN D oute IPTV

General

LAN - DHCP Server
S Wetwark Map
Configuration Protocol) s a protocol for the automatic configuration used on IP networks. The DHCP
= nt an IP address and informs the chent of the of DNS sarver IP and default gateway P DSLACETVE
2o cuestmetwork for your local netwark_
Manually sssigned ¢ around the DHCP Tist Fag
ﬁ Parental Controls

nabl Server Cves ®no
{7 Tearic Mansger

4K uss apprication

é AiCloud 2.0 1P Poal Ending Address

Lezsenme

B3 Tetephony
Manually Assigned IP around the DRCP list (Max Limit : 10)

Advanced Settings MAC atdress 1P Address Add Detete

®

To configure the DHCP server:

1.

From the navigation panel, go to Advanced Settings > LAN
> DHCP Server tab.

In the Enable the DHCP Server field, tick Yes.

In the Domain Name text box, enter a domain name for the
wireless router.

In the IP Pool Starting Address field, key in the starting IP
address.

In the IP Pool Ending Address field, key in the ending IP
address.

In the Lease Time field, specify in seconds when an assigned
IP address will expire. Once it reaches this time limit, the DHCP
server will then assign a new IP address.



NOTES:

»  We recommend that you use an IP address format of 192.168.1.xxx
(where xxx can be any number between 2 and 254) when specifying
an IP address range.

+ An P Pool Starting Address should not be greater than the IP Pool
Ending Address.

7. When done, click Apply.

4.2.3 Route

If your network makes use of more than one wireless router, you
can configure a routing table to share the same Internet service.

NOTE: We recommend that you do not change the default route
settings unless you have advanced knowledge of routing tables.

LANIP DHCP Server Route IPTV

LAN - Route
Sy Metwork mop

This function allows you to add routing rues into DSL-AGE7VG.

¥
S cuest Network Basic Config
Enabie statc mutes Oves ®No
Static Route List (Max Limit : 20)

Metmak Catews) Interface | Add / Delete

E g @

To configure the LAN Routing table:

1. From the navigation panel, go to Advanced Settings > LAN
> Route tab.

2. On the Enable static routes field, choose Yes.
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3. Onthe Static Route List, enter the network information ob
other access points or nodes. Click the Add §&J or Delete
button to add or remove a device on the list.

4. Click Apply.

4.2.4 IPTV

The wireless router supports connection to IPTV services through
an ISP or a LAN. The IPTV tab provides the configuration settings
needed to set up IPTV, VoIP, multicasting, and UDP for your

service. Contact your ISP for specific information regarding your
service.

LANTP DHCPServer Routz | IPTVW

LAN - IPTV
‘The WAN port must connect to the Intemet when watch IPTV.
WAN Type

AN TYpE echernet wan [ (scove)

pisable | here

Enabla

* USB Application

Apply

& wewsazo




4.3 WAN

4.3.1 Internet Connection

The Internet Connection screen allows you to configure the
settings of your USB 3G/4G modem.

SSID: asws S Z¢ AsUS Sa S¢

7 Quick Internet
£ sen

Dual WAN  Port Trigger =l Server / Port Forwarding  DMZ DONS  NAT Passthrough

USB Modem
Ay Metwark Map
Switch to USE mode to use 3 3G/4G USE wirsless dongle or Android phone = & USB modam.

J& Guest Network Basic: Config

APN Service
Dial Numbier

PIN code:

login gongie i{optanal)

login dangle Uoptional}

NOTES:

+  Obtain the information about your USB modem from your Internet
service provider (ISP).

«  For more details about the 3G/4G function of your DSL-AC87VG,
please refer to the section 3.5.3. 3G/4G.
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4.3.2 Dual WAN

Your ASUS DSL-AC87VG provides dual WAN support. You can set
the dual WAN feature to this mode:

 Failover Mode: Select this mode to use the secondary WAN
as the backup network access.

&y Metwork Map
7 G
B rereots contrars
.

&K s npicaton

é‘ AiCloud 2.0

£ retephony

Advanced Settings

<

‘WAN - Dual WAN

DSL-AGB7VG provides Dual WAN support. Select Failover mode to use a secondary WAN for backup network access.

_

Enable Dual WAN OFF

Primary WAN osi / ethernet wan g

Apply



4.3.3 Port Trigger

Port range triggering opens a predetermined incoming port for a
limited period of time whenever a client on the local area network
makes an outgoing connection to a specified port. Port triggering
is used in the following scenarios:

+ More than one local client needs port forwarding for the
same application at a different time.

« An application requires specific incoming ports that are
different from the outgoing ports.

Firmsr= Version: ¥1.00 0376 builds00 SSID: Asys Sa 2¢ asis 5a S¢ v <

" Quick Internet
Setup

ion  Dual WAN | Port Trigger Virlual Server / Port Forwarding DMZ DDNS  NAT Passthrough

Genaral
WAN - Port Trigger
by Metwerk Map
Port Trigger allows you to temporarily open data ports when LAN devices require unrestricted access o the Internet. There are
- twa methods for opening incoming data ports: port forwarding and port tigger. Port forwarding opens the specified data pors all
&‘ Guest Netwark the fime and devices must use static IP addresses. Port trigger only apens the incoming port when a LAN device requests access
1o the trigger port. Unlike port forwarding, port trigger does not requie static |P addresses for LAN devices. Port forwarding llows
B rorentol controts multiple devicas to shars a single open port and port trigger only aliows one cient at a time to access the open port
EBort Trigger FAD
P\ Traffic Manager Basic Config

Enable Port Trigger
USB Application
Wielt Knoun Applications ease sele

AiCiond 2.0 Trigger Port List Max Limit - 10)

Descrpuon Tigger Pant Prawcal Incoming Fort Promen Aga) Dele

] o ®

B reicpncay

Advanced Settings

T Wireless

To set up Port Trigger:

1. From the navigation panel, go to Advanced Settings > WAN
> Port Trigger tab.

2. Onthe Enable Port Trigger field, tick Yes.

3. Onthe Well-Known Applications field, select the popular
games and web services to add to the Port Trigger List.
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4. Onthe Trigger Port List table, key in the following

information:

« Description: Enter a short name or description for the
service.

- Trigger Port: Specify a trigger port to open the incoming
port.

« Protocol: Select the protocol, TCP, or UDP.

+ Incoming Port: Specify an incoming port to receive inbound
data from the Internet.

« Protocol: Select the protocol, TCP, or UDP.

5. Click the Add [&] to enter the port trigger information to the
list. Click the Delete [€] button to remove a port trigger entry
from the list.

6. When done, click Apply.

NOTES:

When connecting to an IRC server, a client PC makes an outgoing
connection using the trigger port range 1~65535. The IRC server
responds by verifying the username and creating a new connection
to the client PC using an incoming port.

If Port Trigger is disabled, the router drops the connection because
it is unable to determine which PC s requesting for IRC access.
When Port Trigger is enabled, the router assigns an incoming port to
receive the inbound data. This incoming port closes once a specific
time period has elapsed because the router is unsure when the
application has been terminated.

Port triggering only allows one client in the network to use a
particular service and a specific incoming port at the same time.

You cannot use the same application to trigger a port in more than
one PC at the same time. The router will only forward the port back
to the last computer to send the router a request/trigger.



4.3.4 Virtual Server/Port Forwarding

Port forwarding is a method to direct network traffic from the
Internet to a specific port or a specific range of ports to a device
or number of devices on your local network. Setting up Port
Forwarding on your router allows PCs outside the network to
access specific services provided by a PCin your network.

NOTE: When port forwarding is enabled, the ASUS router blocks
unsolicited inbound traffic from the Internet and only allows replies
from outbound requests from the LAN. The network client does not
have access to the Internet directly, and vice versa.

e Firmmare Version: v1 80 076 build80)  SSID: ASUS 5o 76 ASUS SA 56 <
&7 Quick Tnternet
4 st

Intermst Connection Dusi WAN  Port Trigger | Virtusl Server £ Port Formarding DMZ DDNS AT Pasthrough

General

WAN - Virtual Server / Port Forwarding
) e
Virtual Server / Port forwarding allows rematz computers fo connest : computer or service within a private local area
network (LAN). P rrent), may also require that you set the part
forwarding sefi . You can open the muliplz port or a range of
parts in router and redirect client on your netwark:
B recotsiconears Myouwantio ’ ork, entes the Service Name, the Port Range (e.g. 10200-10300),

-

{72} Troftic Mansger - When your network' i s ST T S T

& ussa

& wcouazo

B Tetephany S Ono
Please select
Advanced Settings
Plaase salact
FTP Server Pon 21
Port Parwarding List (Max Limit : 10)

Service Name Port Range Localip LocalPot | Protocal A/ Delete

= § @

To set up Port Forwarding:

1. From the navigation panel, go to Advanced Settings > WAN
> Virtual Server / Port Forwarding tab.

2. Onthe Enable Port Forwarding field, tick Yes.



3. Onthe Famous Server List field, select the type of service
you want to access.

4. On the Famous Game List field, select the popular game that
you want to access. This item lists the port required for your
selected popular online game to work properly.

5. Onthe Port Forwarding List table, key in the following
information:

« Service Name: Enter a service name.

- Port Range: If you want to specify a Port Range for clients
on the same network, enter the Service Name, the Port
Range (e.g. 10200:10300), the LAN IP address, and leave the
Local Port empty. Port range accepts various formats such
as Port Range (300:350), individual ports (566,789) or Mix
(1015:1024,3021).

NOTES:

« When your network’s firewall is disabled and you set 80 as the HTTP
server’s port range for your WAN setup, then your http server/web
server would be in conflict with the router’s web user interface.

A network makes use of ports in order to exchange data, with each
port assigned a port number and a specific task. For example, port 80
is used for HTTP. A specific port can only be used by one application
or service at a time. Hence, two PCs attempting to access data
through the same port at the same time would fail. For example, you
cannot set up Port Forwarding for port 100 for two PCs at the same
time.

+ Local IP: Key in the client’s LAN IP address.

NOTE: Use a static IP address for the local client to make port forwarding
work properly. Refer to section 4.2 LAN for information.



« Local Port: Enter a specific port to receive forwarded

packets. Leave this field blank if you want the incoming
packets to be redirected to the specified port range.

« Protocol: Select the protocol. If you are unsure, select BOTH.

Click the Add [&] to enter the port trigger information to the
list. Click the Delete [€] button to remove a port trigger entry
from the list.

When done, click Apply.

To check if Port Forwarding has been configured successfully:

Ensure that your server or application is set up and running.

You will need a client outside your LAN but has Internet
access (referred to as “Internet client”). This client should not
be connected to the ASUS router.

On the Internet client, use the router’s WAN IP to access the
server. If port forwarding has been successful, you should be
able to access the files or applications.

Differences between port trigger and port forwarding:

Port triggering will work even without setting up a specific
LAN IP address. Unlike port forwarding, which requires a
static LAN IP address, port triggering allows dynamic port
forwarding using the router. Predetermined port ranges are
configured to accept incoming connections for a limited
period of time. Port triggering allows multiple computers
to run applications that would normally require manually
forwarding the same ports to each PC on the network.

Port triggering is more secure than port forwarding since the
incoming ports are not open all the time. They are opened
only when an application is making an outgoing connection
through the trigger port.
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4.3.5 DMZ

Virtual DMZ exposes one client to the Internet, allowing this
client to receive all inbound packets directed to your Local Area
Network.

Inbound traffic from the Internet is usually discarded and routed
to a specific client only if port forwarding or a port trigger has
been configured on the network. In a DMZ configuration, one
network client receives all inbound packets.

Setting up DMZ on a network is useful when you need incoming
ports open or you want to host a domain, web, or e-mail server.

CAUTION: Opening all the ports on a client to the Internet makes the
network vulnerable to outside attacks. Please be aware of the security
risks involved in using DMZ.

To set up DMZ:
1. From the navigation panel, go to Advanced Settings > WAN
> DMZ tab.

2. Configure the setting below. When done, click Apply.

« IP address of Exposed Station: Key in the client’s LAN IP
address that will provide the DMZ service and be exposed
on the Internet. Ensure that the server client has a static IP
address.

To remove DMZ:

1. Delete the client’s LAN IP address from the IP Address of
Exposed Station text box.

2. When done, click Apply.

68



4.3.6 DDNS

Setting up DDNS (Dynamic DNS) allows you to access the router
from outside your network through the provided ASUS DDNS
Service or another DDNS service.

=
&7 Quick Internet
Setup
jimg DMZ |DDNS  NAT Passthrough

General
WAN - DDNS

Ay Network Map
DDNS (Dynamic Domain Name System) i a service that alows network clients to connect o the vireless router, even with &

I\ Tesrric Manager Enable the DONS Cllent

t USB Application

‘\ AiCloud 2.0

To set up DDNS:

1. From the navigation panel, go to Advanced Settings > WAN
> DDNS tab.

2. Configure the following settings below. When done, click
Apply.
« Enable the DDNS Client: Enable DDNS to access the ASUS
router via the DNS name rather than WAN IP address.

+ Server and Host Name: Choose ASUS DDNS or other DDNS.
If you want to use ASUS DDNS, fill in the Host Name in the
format of xxx.asuscomm.com (xxx is your host name).
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« Enable wildcard: Enable wildcard if your DDNS service
requires one.

NOTES:

DDNS service will not work under these conditions:

When the wireless router is using a private WAN IP address (192.168.
xX, 10.x.x.x, or 172.16.x.x), as indicated by a yellow text.

+ The router may be on a network that uses multiple NAT tables.

4.3.7 NAT Passthrough

NAT Passthrough allows a Virtual Private Network (VPN)
connection to pass through the router to the network clients.
PPTP Passthrough, L2TP Passthrough, IPsec Passthrough and RTSP
Passthrough are enabled by default.

To enable / disable the NAT Passthrough settings, go to the
Advanced Settings > WAN > NAT Passthrough tab. When done,
click Apply.

WAN - NAT Passthrough

Enabls NAT Passthrough to allow a Virtual Private Network (VPN) connection to pass through the router to the network clients.

-5
-
-
-5
3.
S
-5




4.4 IPv6

This wireless router supports IPv6 addressing, a system that
supports more IP addresses. This standard is not yet widely
available. Contact your ISP if your Internet service supports IPv6.

‘Configure the [Py Intemet setfing of DSL-ACETVG.

IPvs Eap
Connection type Dpisable

Enable Router Advertiszment

* USB Application
é‘ RiCioud 2.0

B terephony

Advanced Settings

S Wireless

!
o

To set up IPvé6:

1.
2.

3.
4.

From the navigation panel, go to Advanced Settings > IPvé.

Select your Connection Type. The configuration options vary
depending on your selected connection type.

Enter your IPv6 LAN and DNS settings.
Click Apply.

NOTE: Please refer to your ISP regarding specific IPv6 information for
your Internet service.
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4,5 VPN Server

VPN (Virtual Private Network) provides a secure communication
to a remote computer or remote network using a public network
such as the Internet.

NOTE: Before setting up a VPN connection, you would need the IP
address or domain name of the VPN server you are trying to access.

OpenVFN

2
B Guest Netwark

B rarsotal Controre

Cllent P agdrese 2.168. 0. ~192.168.10. 11 Magmum

To set up access to a VPN server:

1.

From the navigation panel, go to Advanced Settings > VPN
Server.

On the Enable VPN Server field, select Yes.

On the VPN Details dropdown list, select Advanced Settings
if want to configure advanced VPN settings such as broadcast
support, authentication, MPPE Encryption, and Client IP address
range.

On the Network Place (Samba) Support field, select Yes.

Enter the user name and password for accessing the VPN
server. Click the g button.

Click Apply.



4.6 Firewall

The wireless router can serve as a hardware firewall for your
network.

NOTE: The Firewall feature is enabled by default.

4.6.1 General

2 Quick Internet
I setn

General

Sy Metwark Map
1l to protect your local area network against attacks from hackers. The frewsll fiters the incoming and outgoing
n the fiter rukes.

SR cuestetwork:

B rorentei contrare

) Tratiic Manager Respond Ping Request from WAN
K vse sopicstion

& woowazo
2 rereppony

To set up basic Firewall settings:

1. From the navigation panel, go to Advanced Settings >
Firewall > General tab.

On the Enable Firewall field, select Yes.

On the Enable DoS protection, select Yes to protect your
network from DoS (Denial of Service) attacks though this may
affect your router’s performance.

On the Respond Ping Request from Wan field, select Yes.
Click Apply.
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4.6.2 URL Filter

You can specify keywords or web addresses to prevent access to
specific URLs.

NOTE: The URL Filter is based on a DNS query. If a network client has
already accessed a website such as http://www.abcxxx.com, then the
website will not be blocked (a DNS cache in the system stores previously
visited websites). To resolve this issue, clear the DNS cache before
setting up the URL Filter.

Firewall - URL Filter

Key in the keywords for the sites that you want to black.
For example. enter “X0¢" n the st The URL fiter will block the htpiiww 3boXXX cor. htfpiveewe XOXXbbb.com and so on.

Limitations of the fitering function:

1. Comprassed webpages that use HTTP compression technology cannet be fitered. See here for more details.
2. Hitps webpages cannot be fitered.

Basic Config.

able URL Fifer

URL Filter List: (Max Limit : 30)

& sciouazs

= eteptony

Advanced Settings

To set up a URL filter:

1. From the navigation panel, go to Advanced Settings >
Firewall > URL Filter tab.

2. Onthe Enable URL Filter field, select Enabled.
Enter a URL and click the [@J button.
4. Click Apply.
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4.6.3 Network Services Filter

The Network Services Filter blocks LAN to WAN packet exchanges
and restricts network clients from accessing specific web services
such as Telnet or FTP.

ersl URL Filter  Mebwork S

Firewall - Network Services Filter

patket exchanges and restricts devices from using Specific network services
the Intemet service. key in 80 in the destination port The treffic that uses port

clients inthe Black Listcannat use the specified network services. After the.
network services.

user Defined

Myon MTue Mwed M Thy MF1
l2 10 Enable LAN to WAN Filer M szt Msn

- S 1 T |

Netwark Sarvices Filter Table (Max Limit : 10)

aurce 1P Pon Range Ada 1 Detere

To set up a Network Service filter:

1. From the navigation panel, go to Advanced Settings >
Firewall > Network Service Filter tab.

On the Enable Network Services Filter field, select Yes.

Select the Filter table type. Black List blocks the specified
network services. White List limits access to only the specified
network services.

Specify the day and time when the filters will be active.

5. To specify a Network Service to filter, enter the Source IP,
Destination IP, Port Range, and Protocol. Click the button.

6. Click Apply.
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4,7 Administration

4.7.

The

1 System

System page allows you to configure your wireless router

settings.

Administrafion - System

By Wetwork Map
(Change the router login password, time zone.

J . g — [T ———

Rauter Login Name

B roern coneors

M snow passwars

® Tum LED om0 © Astvate wes

Enable Web Azoes from WAN

Auto Lagout 30 minules (0 o dissble)

Apply

To set up the System settings:

1.

2.

From the navigation panel, go to Advanced Settings >
Administration > System tab.

You can configure the following settings:

Change router login password: You can change the
password and login name for the wireless router by entering
anew name and password.

WPS Button behavior: You can select Turn LED On/Off or
Activate WPS.

Enable Reboot Schedule: Select Yes to set the reboot
schedule.

Time Zone: Select the time zone for your network.

NTP Server: The wireless router can access a NTP (Network
time Protocol) server in order to synchronize the time.

Enable Web Access from WAN: Select Yes to allow devices
outside the network to access the wireless router GUI
settings. Select No to to prevent access.



« Enable Web Access from WAN: Select Yes to allow devices
outside the network to access the wireless router GUI
settings. Select No to to prevent access.

+ Auto Logout: Set the time (in minutes) that you want to
automatically logout from the web GUI after some period of
inactivity.

3. Click Apply.

4.7.2 Firmware Upgrade

NOTE: Download the latest firmware from the ASUS website at
http://www.asus.com

*#7 Quiek Internet
4 s

General
&y Wetwork Mas
2

S5 cuest network

B rueotat conteons
§P) Teariic Manager
4K vss appiication
é‘ AiCloud 2.0

Gt the Iatest firware vession from ASUS Support site at http:Jiwww.asus. com/support!

Produet 1D

B retephonr

New Fimmware Fiz

Uplosd

To upgrade the firmware:

1.

From the navigation panel, go to Advanced Settings >
Administration > Firmware Upgrade tab.

In the New Firmware File field, click Browse to locate the
downloaded file.

Click Upload.
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NOTES:

«  When the upgrade process is complete, wait for some time for the
system to reboot.

+ Ifthe upgrade process fails, follow the Rescue mode process. For
more details, refer to Restoring the firmware via the Rescue mode
under 5.1 Basic Troubleshooting.

4.7.3 Restore/Save/Upload Setting

i
T o7 Quick Internet
etup

sy pgrade  Restore/Save/liplosd Selting DSL Selfing  Fesdback

General
Administration - Restore/Save/Upload Setting
By Metmorkmon
This function allows you to save curent settings of DSL-ACB7VG to a file. or load settings from a file.

B Guest Networ

B rorcotat controns
{7} Traftic Manager
* USE Application

é‘ AiCioud 2.0

J= E—

To restore/save/upload wireless router settings:

1. From the navigation panel, go to Advanced Settings >
Administration > Restore/Save/Upload Setting tab.
2. Select the tasks that you want to do:

« To restore to the default factory settings, click Restore, and
click OK in the confirmation message.

« To save the current system settings, click Save, navigate to
the folder where you intend to save the file and click Save.

« To restore from a saved system settings file, click Browse to
locate your file, then click Upload.

If issues occur, upload the latest firmware version and configure new
settings. Do not restore the router to its default settings.




4.7.4 DSL Setting

Modify your DSL settings from this page.

IMPORTANT! Obtain your DSL settings from your Internet service
provider (ISP) before doing any changes.

Firmmors Version: 1100 0376 builde0n SSID: ASHS 5A 2 ASWS 5A 5C

Qusek Tnternet
Setup

System  Firmware Upgrage Upload Setting  DSL Setting

Genesal
Administration - DSL Setting
Network Map
Please contact your ISP to obtain your DL seftings before doing any changes.

Guest Network DSL moguiation milriple uode [
Annex moge: aanex 5/[g
S &

miess Rate Adaptation) Enabled
Teaffic Manager
Enabled

USB Applicstion ome 172 mum mone
impraved Impuise Nois Protection ¢ ) |Enabled

AiCioud 2.0

oe (3 983.5) Enabled

e ‘Stablity Adustment (A Disanledfy]

Advanced Settings Apply

4.7.5 Feedback

You can send your comments, suggestions, issues, or feedbacks to
the ASUS Support Team.

¥ Firrmw 5 i SSID: asws Sa P Asus 5a Sc
Quick Taternet
Setup

System  Firmware Upgrade R /lUpiasd Setting  DEL Setting | Fesdback

Genesal
Administration - Feedback
Network Map
Your feedback is very important to us and wil help to improve the firmware of DSL-ACS7VG. I you have any comments,
suggestions or connection issue, complet2 the form below, these information along with current DL kogs wil be send ta AS

S=StAst=ed Support Team. In order fo ablow us to respond to your fesdback, kindly ensure that you have enfered your e-mad comrecty.

Newr this fun L nd your
Parentsl Controls

Teaffic Mansger Yaur Country -

Yaur ISP intemet Service Provider
USB Application
AiCloud 2.0 Your e-mall Address

Exira information for debugging * M sysemiog Msetngfie M ipiableseting M Telsphony
Tetephony

oase Which Dplon Dest descbes he e
ertorm: en

Advanced Settings

Wireless
Comments ./ Suggestio

- The Finmeare and DSL Driver Version wil be submitid In 2dcllon o any nfo you chaose (o nch
- DSL foaaback wil b2 USed fo 013gnse problems and help 10 IProVE I TTare of DSLACETVG, any personal ormasn you
SUBMAE, Whemer EXpICIY of INCHSSntaRY Wil be PIOECI=D Ih 30G0rTaNG Wi our pIveCY pollcy
- By submiting (s DSL. Feedback, you 3gres hat ASUS may use feedback tal you provided 1o Improve ASUS xDSL modem
U Firew: router product.
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4.8 System Log

System Log contains your recorded network activities.

NOTE: System log resets when the router is rebooted or powered off.

To view your system log:

1. From the navigation panel, go to Advanced Settings >
System Log.

2. You can view your network activities in any of these tabs:
+ General Log

DHCP Leases

+ Wireless Log

Port Forwarding

+ Routing Table

Firmware Version: 3100 03TH buildeog ASUS Sa PG ASNS SA G

" Quick Internet
Setup

Genersllog WirslessLog  DHCP lesses  IPv6 ing Table Port Forwarding  DSL Log

General
System Log - General Log
Netmork Map
‘This page shows the detaled system's activities

3
Guest Netwarkc Sysiem Tme Nok Ausilable

uptime. 083YS 7 BOUTS 3 MINUIES 40 SECONGS
Parental Controls

Traffic Manager
USE Application
AiCioud 2.0

Telephany

Advanced Settings

Wireless




5 Troubleshooting

This chapter provides solutions for issues you may encounter with
your router. If you encounter problems that are not mentioned in
this chapter, visit the ASUS support site at:
http://support.asus.com/ for more product information and
contact details of ASUS Technical Support.

5.1 Basic Troubleshooting

If you are having problems with your router, try these basic steps
in this section before looking for further solutions.

Upgrade Firmware to the latest version.

1. Launch the Web GUI. Go to Advanced Settings >
Administration > Firmware Upgrade tab. Click Check to
verify if the latest firmware is available.

2. Ifthe latest firmware is available, visit the ASUS global
website at http://www.asus.com/Networks/Wireless Routers/
RTAC5300/#download to download the latest firmware.

3. From the Firmware Upgrade page, click Browse to locate the
firmware file.

4, Click Upload to upgrade the firmware.

Restoring the firmware via the Rescue mode.
If the firmware upgrade fails, do the Rescue mode process. Please
follow these steps:

1. Ensure that your computer has a static IP address such as
192.168.1.xx (xx can be any number between 2 and 254).

2. Turn off your DSL-AC87VG. Hold the Reset button then power
on your device for five seconds. When the power LED blinks,
release the Reset button.

3. Onyour web browser, enter http://192.168.1.1
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3. Onyour web browser, enter http://192.168.1.1. The interface

3.

below appears.

« c 192.168.11

CFE Version: 12.13-116.228

Update Software

Srep 1: Obtan an updated voftware umage file

Step 2: Enter the path to the unage file Location i tlse box below or chick the "Browse™ butes to locate the unage file
Step 3: Click the “Update Sofrware” button once 1o upload the new image file

NOTE: The update process takes about 2 munutes to complete. and vour Router will reboot

Software File Name: | Chooss File | No file chosen

Updale Software

From the interface, click Choose File, and browse for your
firmware file.

NOTE: You can download the latest firmware file from the ASUS Support
site at http://www.asus.com/support

4.

Click Update Software. The process takes about two minutes
to complete.

After the process is completed, the login page appears. If
it does not appear, enter http://192.168.1.1 on your web
browser.

U« SIGN IN
DSL-ACB7VG

Sign In with Your ASUS Router Account

Sign In



Restart your network in the following sequence:

No s~ wDN =

Turn off the modem.

Unplug the modem.

Turn off the router and computers.

Plug in the modem.

Turn on the modem and then wait for 2 minutes.
Turn on the router and then wait for 2 minutes.
Turn on computers.

Check if your Ethernet cables are plugged properly.

When the Ethernet cable connecting the router with the
modem is plugged in properly, the WAN LED will be on.

When the Ethernet cable connecting your powered-on
computer with the router is plugged in properly, the
corresponding LAN LED will be on.

Check if the wireless setting on your computer matches that
of your computer.

When you connect your computer to the router wirelessly,
ensure that the SSID (wireless network name), encryption
method, and password are correct.

Check if your network settings are correct.

Each client on the network should have a valid IP address.
ASUS recommends that you use the wireless router’s DHCP
server to assign IP addresses to computers on your network.

Some cable modem service providers require you to use
the MAC address of the computer initially registered on

the account. You can view the MAC address in the web GUI,
Network Map > Clients page, and hover the mouse pointer
over your device in Client Status.
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5.2 Frequently Asked Questions (FAQs)

Can | change my internal number?

No, it cannot be changed. The phone device assigns the internal
number.

Can | make an internal call?

You can make internal calls. Calls can be made between phone
devices connected to DSL-AC87CG such as regular phones, VolP, or
DECT phones via the internal numbers.

The outgoing number does not appear.

The outgoing number appears only when the phone number
setup is completed.

Can | assign several outgoing numbers?

«  You can assign several different outgoing numbers to phone
devices from Telephony > Phone Number. For details, refer
to the section Assigning an outgoing number.

When you make an outgoing call, the outgoing number
appears on the callee’s phone.

+  You will only be able to make outgoing calls when you assign
outgoing numbers.

Can | edit the the outgoing and incoming numbers?

You can edit the outgoing and incoming numbers. To do this,
go to Telephony > Phone Device, and click k21 beside the
number you want to edit.



| cannot access the router GUI using a web browser

If your computer is wired, check the Ethernet cable
connection and LED status as described in the previous
section.

Ensure that you are using the correct login information. The
default factory login name and password is “admin/admin”.
Ensure that the Caps Lock key is disabled when you enter the
login information.

Delete the cookies and files in your web browser. For Internet
Explorer 8, follow these steps:

1. Launch Internet Explorer 8,

then CI|Ck TOOIS > Internet General | Security | Privacy | Content | Connections | Programs | Advanced
Options.

{I‘ To create home page tabs, type each address on its own line.
2. Inthe General tab,
under Browsing history,

Usecurrent | | Usedefault || Usebiank

CliCk Delete- XY Select Browsing histery

Temporary Internet Files FE) e o g, (e sredpeomorts
and Cookies then click e
Delete. —

) Change search defaults. | settings |
&
Tabs
erangehu-A--A-ehpages aredspayedin [ settngs |
" [ Setings |

Appearance

Colors | [ Lenguages || Fonts | [ Accessibiity |

Co)

Internet Options -2 |

NOTES:

The commands for deleting cookies and files vary with web
browsers.

Disable proxy server settings, cancel the dial-up connection,
and set the TCP/IP settings to obtain IP addresses
automatically. For more details, refer to Chapter 1 of this user
manual.

Ensure that you use CAT5e or CAT6 ethernet cables.
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The client cannot establish a wireless connection with the
router.

NOTE: If you are having issues connecting to 5Ghz network, make
sure that your wireless device supports 5Ghz or features dual band
capabilities.

« Outof Range:
«  Move the router closer to the wireless client.

«  Try to adjust antennas of the router to the best direction
as described in section 1.4 Positioning your router.

* DHCP server has been disabled:

1. Launch the web GUI. Go to General > Network Map>
Clients and search for the device that you want to
connect to the router.

2. Ifyou cannot find the device in the Network Map, go to
Advanced Settings > LAN > DHCP Server, Basic Config
list, select Yes on the Enable the DHCP Server.

LANTP |DHCPServer Route IPTV

LAN - DHCP Server

tozol for the automatic configuration used on IP networks. The DHCP
the cient of the of DNS server IP and default gatewsy IP. DSL-ACETVG

{7} Tearic Manager
4K uss application

& wcioud 20 o0 s 182.168.1 254

1440

Manually Assigned IP around the DHCP list (Max Limit : 10)

MAC anoress 5 Agg J peime

@




SSID has been hidden. If your device can find SSIDs from other
routers but cannot find your router’s SSID, go to Advanced
Settings > Wireless > General, select No on Hide SSID, and
select Auto on Channel.

Firmmare Version: y1 00 0376 buildéd) SSID: Asus 5A 7 asus Sa 5¢

Genersl WPS  Wireless MAC Filter  Professional

‘Wireless - General

By etwork Map
Set up the wireless related information below.

=
B oo || mpme

ssi

B rorentor Controts

-
B

O —

PO

F
Sanawin

g ooty Authentication Method open System

Advanced Settings ey

T Wireiess

If you are using a wireless LAN adapter, check if the wireless
channel in use conforms to the channels available in your

country/area. If not, adjust the channel, channel bandwidth,
and wireless mode.

If you still cannot connect to the router wirelessly, you can
reset your router to factory default settings. In the router

GUI,click Administration > Restore/Save/Upload Setting
and click Restore.

w1 80 0376 builds0 SSID: asws Sa 2c asus 5A S
Upgrads | Restors/Save/Upload Sefting DSL Setting  Fe=dback
Administration - Restore/Save/Upload Setting
‘This function allows you to save current settings of DSL-ACETVG to a file, or load setings from a file.
S cuest Network
- Factory default Restore
B reeoiconwon | saveseng

{7 Teamwic Manager Restore seting Uplaad

Fr—

& wasmazo

[ —
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Internet is not accessible.

Check if your router can connect to your ISP’s WAN IP address.
To do this, launch the web GUI and go to General> Network
Map, and check the Internet Status.

If your router cannot connect to your ISP’s WAN IP address,
try restarting your network as described in the section
Restart your network in following sequence under Basic
Troubleshooting.

Internet status:
Connected

WAN IP: 192.168.0.146
DDNS: GO

The device has been blocked via the Parental Control
function. Go to General > Parental Control and see if the
device is in the list. If the device is listed under Client Name,
remove the device using the Delete button or adjust the Time
Management Settings.

If there is still no Internet access, try to reboot your computer
and verify the network'’s IP address and gateway address.

Check the status indicators on the ADSL modem and the
wireless router. If the WAN LED on the wireless router is not
ON, check if all cables are plugged properly.

You forgot the SSID (network name) or network password

Setup a new SSID and encryption key via a wired connection
(Ethernet cable). Launch the web GUI, go to Network Map,
click the router icon, enter a new SSID and encryption key,
and then click Apply.

Reset your router to the default settings. Launch the web GUI,
go to Administration > Restore/Save/Upload Setting, and
click Restore. The default login account and password are
both “admin”.



How to restore the system to its default settings?

Go to Administration > Restore/Save/Upload Setting, and
click Restore.

The following are the factory default settings:

User Name: admin

Password: admin

Enable DHCP: Yes (if WAN cable is plugged in)

IP address: http://router.asus.com (or 192.168.1.1)

Domain Name: (Blank)

Subnet Mask: 255.255.255.0

DNS Server 1: (Blank)

DNS Server 2: (Blank)

SSID (2.4GHz): ASUS_|[Last two bytes of Mac]_2G
SSID (5GHz): ASUS_][Last two bytes of Mac]_5G
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Cannot access Web GUI

Before configuring your wireless router, do the steps described in
this section for your host computer and network clients.

A. Disable the proxy server, if enabled.

Windows’ 7

1. Click Start > Internet
Explorer to launch the
browser.

2. Click Tools > Internet options

> Connections tab > LAN
settings.

3. From the Local Area

Network (LAN) Settings
screen, untick Use a
proxy server for your
LAN.

4. Click OK when done.

|

General | searity | Privacy | Conterft | Connections | drograms | Advanced |

@ To setup an Internet connection, ick
Setup.

Dial-up and Virtual Private Network settings

&3 Access RD Network Resources - Go to vpn.as

Add..
[

< [ 3

Chanse Settings if you need to configure a proxy
server for a connection.

I @) Never dial a connection
2 bial whenever a network connection is not present
@) Always dial my default connection

Local Area Network (LAN) settings

LAN Settings do not apply to dial-up connections LAN settings

Choose Settings above for dial-up settings.

Ca

Cancel

(e

Local Area Network (LAN) Settings

Automatic configuration

Automatic configuration may override manual settings, To ensure the
use of manual settings, disable automatic configuration.

[] automatically detect settings

D Use automatic configuration script

Proxy server

] Use a proxy server for your LAN {These settings will not apply to
— dial-up or YPN connections).

30

Bypass proxy server for local addresses




MAC OS

Network =3

@

=46 3

“SECTE WED POy (T TP

1 . From yo u r Safa ri Show All Displays Seund N=lwbik7%(aﬂup Disk
browser, click Safari e =
> Preferences > ! TCP/IP  PPPOE = AppleTalk | Proxies = Ethernet -
Advanced > Change S
Settings... 2 e 2175 ﬂ

2. From the Network =
screen, deselect FTP
Proxy and Web Proxy
(HTTP).

3. Cllick Apply Now when
done.

Streaming Proxy (RTSP)
SOCKS Proxy
(] Gopher Proxy

(¥ Use Passive FTP Mode (PASV)

Bypass proxy settings for
these Hosts & Domains:

(@)

il B —
15 Click the lock to prevent further changes. (" Assistme.. )| ( Apply Now )

NOTE: Refer to your browser's help feature for details on disabling the

Proxy server.

B. Setthe TCP/IP settings to automatically obtain an IP

address.

Windows' 7

1. Click Start > Control Panel
> Network and Internet
> Network and Sharing
Center > Manage network
connections.

2. Select Internet Protocol
Version 4 (TCP/IPv4) or
Internet Protocol Version
6 (TCP/IPv6), then click
Properties.

U EEEE Properties o]

Networking | Authentication |

Connect using:

¥ Realtek PCle GBE Family Controller

This connection uses the following items

] & Client for Microsoft Networks
™ /Bl 005 Packet Scheduler

¥ /= File and Printer Sharing for Microsoft Networks
¥l .- Rawsther NDIS 6 X SPR Protocol Driver

¥l - Intemet Protocal Version & (TCP/IPvE)

g et Frotocol Vegsion 4 (TCP/1Pv4)

—

- T TIVEr

e =
| - Link-Layer Topology Discovery Responder

Descrption

Transmission Control Protocol/Intemet Protocol. The default
wids area network protocol that provides communication
across diverss interconnscted networks

0K | [ Caned
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3' TO Obtain the IPV4 |P Internet Protacol Version 4 (TCP/IPv4) Pmpemes[} |
settings automatically, cenere | iemaie coninnion
tick Obtain an IP address el e e e L i

. "y' for the appropriate IP settings.

a Utomatlca (@) Obtain an IP address automatically
To obtain the IPv6 IP ST S
settings automatically, tick ||| :
Obtain an IPv6 address
aUtomaticaIIY' @) Cbtain DNS server address automatically

4. Cl ick OK When done‘ Use me.fol\njn'ifvg ?NS server addrasses:.

Validate settings upon exit ‘ Advanced...
OK Cancel

MACOS

1. Clickthe Appleicon & " o o & =

|Ocated on the top |eft Show All | Displays Sound | Network Startup Disk
of your screen. T —

Show: | Built-in Ethernet B

2- C“Ck System ! TCP/IP  PPPOE  AppleTalk Proxies Ethernet -
Preferences > Network  [crowmi o 5

> Conﬁgure 1P Address: 192.168.182.103 Renew DHCP Lease )
eee essrerao s heseen

Subnet Mask: 255.255.255.0 DHCP Client ID:

3~ From the TcP/IP tab, Router: 192.168.182.250 (frequired)
select Using DHCP in
the Configure IPv4
drOPdOWH list. IPVG Address: 1e80:0000:0000:0000:0211:24ff:fe32:b18e

(" Configure Pv6... )

®

)
4. Cllick Apply Now when @@ e

done.

NOTE: Refer to your operating system’s help and support feature for
details on configuring your computer’s TCP/IP settings.



C. Disable the dial-up connection, if enabled.

Windows' 7 e O =

1. Click Start > Internet Explorer |
to launch the browser.

2. (Click Tools > Internet options
> Connections tab.

3. Tick Never dial a connection.
Click OK when done.

General | security [ Privacy | Conten | Connections | ffograms | Advanced |
| IS |

.;!)Q To setup an Intemet connection, dick
Setup.

Dial-up and Virtual Private Network settings

3 Access RD Network Resources - Go to vpn.as

Add...
Add VPN...
1} F—T— » \ Remove...
Choose Settings if you need to configure aproxy | Settings
n

server for a connector

[® Never dial a connection
T Dial whenever a netwark cannection is not present

(@ Aways dial my default connection

Set default

Local Area Network (LAN) settings

LAN Settings do not apply to dial-up comnections.

Choose Settings above for dial-up settings.

oK Cancel

NOTE: Refer to your browser's help feature for details on disabling the

dial-up connection.
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Appendices

Notices

ASUS Recycling/Takeback Services

ASUS recycling and takeback programs come from our
commitment to the highest standards for protecting our
environment. We believe in providing solutions for you to be able
to responsibly recycle our products, batteries, other components,
as well as the packaging materials. Please go to http://csr.asus.
com/english/Takeback.htm for the detailed recycling information
in different regions.

REACH

Complying with the REACH (Registration, Evaluation,
Authorisation, and Restriction of Chemicals) regulatory
framework, we published the chemical substances in our products
at ASUS REACH website at

http://csr.asus.com/english/index.aspx

Federal Communications Commission Statement

This device complies with Part 15 of the FCC Rules. Operation is

subject to the following two conditions:

+  This device may not cause harmful interference.

«  This device must accept any interference received, including
interference that may cause undesired operation.

This equipment has been tested and found to comply with the

limits for a class B digital device, pursuant to part 15 of the FCC

Rules. These limits are designed to provide reasonable protection

against harmful interference in a residential installation.



This equipment generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with

the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference
will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which
can be determined by turning the equipment off and on, the user
is encouraged to try to correct the interference by one or more of
the following measures:

«  Reorient or relocate the receiving antenna.
« Increase the separation between the equipment and receiver.

«  Connect the equipment into an outlet on a circuit different
from that to which the receiver is connected.

+  Consult the dealer or an experienced radio/TV technician for
help.

FCC Radiation Exposure Statement

This equipment complies with FCC radiation exposure limits set
forth for an uncontrolled environment. This equipment should be
installed and operated with minimum distance 31cm between the
radiator & your body.

IMPORTANT! This device is restricted for indoor use.

WARNING!

Any changes or modifications not expressly approved by the party
responsible for compliance could void the user’s authority to operate
the equipment.

Users must not modify this device. Modifications by anyone other
than the party responsible for compliance with the rules of the
Federal Communications Commission (FCC) may void the authority
granted under FCC regulations to operate this device.

+ For product available in the USA/Canada market, only channel 1~11
can be operated. Selection of other channels is not possible.
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Prohibition of Co-location

This device and its antenna(s) must not be co-located or operating
in conjunction with any other antenna or transmitter except in
accordance with FCC multi-transmitter product procedures.

Safety Information

This equipment complies with FCC radiation exposure limits set
forth for an uncontrolled environment. This equipment should be
installed and operated with minimum distance 31cm between the
radiator and your body.

Declaration of Conformity for R&TTE directive 1999/5/EC

Essential requirements - Article 3

Protection requirements for health and safety — Article 3.1a
Testing for electric safety according to EN 60950-1 has been
conducted. These are considered relevant and sufficient.
Protection requirements for electromagnetic compatibility
- Article 3.1b

Testing for electromagnetic compatibility according to EN
301 489-1 and EN 301 489-17 has been conducted. These are
considered relevant and sufficient.

Effective use of the radio spectrum - Article 3.2

Testing for radio test suites according to EN 300 328 & EN 301
893 have been conducted. These are considered relevant and
sufficient.

Operate the device in 5150-5250 MHz frequency band for indoor
use only.

CE Mark Warning
This is a Class B product, in a domestic environment, this product

may cause radio interference, in which case the user may be
required to take adequate measures.



This equipment may be operated in AT, BE, CY, CZ, DK, EE, FI, FR,
DE, GR, HU, IE, IT, LU, MT, NL, PL, PT, SK, SL, ES, SE, GB, IS, LI, NO, CH,
BG, RO, RT.

Canada, Industry Canada (IC) Notices

This device complies with Industry Canada license-exempt RSS
standard(s).

Operation is subject to the following two conditions: (1) this
device may not cause interference, and (2) this device must accept
any interference, including interference that may cause undesired
operation of the device.

Operation is subject to the following two conditions: (1) this
device may not cause interference, and (2) this device must accept
any interference, including interference that may cause undesired
operation of the device.

Radio Frequency (RF) Exposure Information

This equipment complies with IC RSS-102 radiation exposure
limits set forth for an uncontrolled environment. This equipment
should be installed and operated with minimum distance 31cm
between the radiator & your body.

Cet équipement est conforme aux limites d’exposition aux
rayonnements IC établies pour un environnement non contrdlé.
Cet équipement doit étre installé et utilisé avec un minimum de
31cm de distance entre la source de rayonnement et votre corps.

Canada, avis d'Industry Canada (IC)

Le présent appareil est conforme aux CNR d'Industrie Canada
applicables aux appareils radio exempts de licence. Lexploitation
est autorisée aux deux conditions suivantes : (1) I'appareil ne

doit pas produire de brouillage, et (2) I'utilisateur de l'appareil
doit accepter tout brouillage radioélectrique subi, méme sile
brouillage est susceptible d'en compromettre le fonctionnement.
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WARNING!

This radio transmitter (3568A-RTGZ00) has been approved by
Industry Canada to operate with the antenna types listed below with
the maximum permissible gain and required antenna impedance

for each antenna type indicated. Antenna types not included in this
list, having a gain greater than the maximum gain indicated for that
type, are strictly prohibited for use with this device.

Le présent émetteur radio (3568A-RTGZ00) a été approuvé par
Industrie Canada pour fonctionner avec les types d'antenne
énumérés ci-dessous et ayant un gain admissible maximal et
I'impédance requise pour chaque type d'antenne. Les types
d'antenne non inclus dans cette liste, ou dont le gain est supérieur au
gain maximal indiqué, sont strictement interdits pour I'exploitation
de I'émetteur.

Table for filed antenna

| Gain (dBi)
|2.4GHz |5GHz
PSA RFDPA131000SBLB805 ' Dipole Antenna |Reversed-SMA 2.32 347
PSA RFDPA131000SBLB805 | Dipole Antenna |Reversed-SMA 12.32 347
PSA RFDPA131000SBLB805 ' Dipole Antenna |Reversed-SMA 2.32 347
PSA RFDPA131000SBLB805 | Dipole Antenna |Reversed-SMA 12.32 347
PSA RFDPA131000SBLB805 ' Dipole Antenna |Reversed-SMA 2.32 347
PSA RFDPA131000SBLB805 |Dipole Antenna | Reversed-SMA |2.32 347
PSA RFDPA131000SBLB805 ' Dipole Antenna |Reversed-SMA 2.32 347
PSA RFDPA131000SBLB805 ' Dipole Antenna |Reversed-SMA 2.32 347
For product available in the USA/Canada market, only channel 1~11

can be operated. Selection of other channels is not possible.

Pour les produits disponibles aux Etats-Unis / Canada du marché,
seul le canal 1 a 11 peuvent étre exploités. Sélection d'autres canaux
n'est pas possible.

This device and it's antennas(s) must not be co-located or operating
in conjunction with any other antenna or transmitter except in
accordance with IC multi-transmitter product procedures.

Cet appareil et son antenne (s) ne doit pas étre co-localisés
ou fonctionnement en association avec une autre antenne ou
transmetteur.

The device for the band 5150-5250 MHz is only for indoor usage
to reduce potential for harmful interference to co-channel mobile
satellite systems.

Les dispositifs fonctionnant dans la bande 5150-5250 MHz sont
réservés uniquement pour une utilisation a l'intérieur afin de réduire
les risques de brouillage préjudiciable aux systémes de satellites
mobiles utilisant les mémes canaux.

Antenna }Brand }Model Name }AntennaType }Connector

1
2
3
4
5
6
7
8
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GNU General Public License

Licensing information

This product includes copyrighted third-party software licensed
under the terms of the GNU General Public License. Please see The
GNU General Public License for the exact terms and conditions of
this license. All future firmware updates will also be accompanied
with their respective source code. Please visit our web site for
updated information. Note that we do not offer direct support for
the distribution.

GNU GENERAL PUBLIC LICENSE

Version 2, June 1991
Copyright (C) 1989, 1991 Free Software Foundation, Inc.
59 Temple Place, Suite 330, Boston, MA 02111-1307 USA

Everyone is permitted to copy and distribute verbatim copies of
this license document, but changing it is not allowed.

Preamble

The licenses for most software are designed to take away your
freedom to share and change it. By contrast, the GNU General
Public License is intended to guarantee your freedom to share
and change free software--to make sure the software is free for all
its users. This General Public License applies to most of the Free
Software Foundation’s software and to any other program whose
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authors commit to using it. (Some other Free Software Foundation
software is covered by the GNU Library General Public License
instead.) You can apply it to your programs, too.

When we speak of free software, we are referring to freedom, not
price. Our General Public Licenses are designed to make sure that
you have the freedom to distribute copies of free software (and
charge for this service if you wish), that you receive source code or
can get it if you want it, that you can change the software or use
pieces of it in new free programs; and that you know you can do
these things.

To protect your rights, we need to make restrictions that forbid
anyone to deny you these rights or to ask you to surrender the
rights. These restrictions translate to certain responsibilities for
you if you distribute copies of the software, or if you modify it.

For example, if you distribute copies of such a program, whether
gratis or for a fee, you must give the recipients all the rights that
you have. You must make sure that they, too, receive or can get
the source code. And you must show them these terms so they
know their rights.

We protect your rights with two steps: (1) copyright the software,
and (2) offer you this license which gives you legal permission to
copy, distribute and/or modify the software.

Also, for each author’s protection and ours, we want to make
certain that everyone understands that there is no warranty for
this free software. If the software is modified by someone else and
passed on, we want its recipients to know that what they have is
not the original, so that any problems introduced by others will
not reflect on the original authors’ reputations.

Finally, any free program is threatened constantly by software
patents. We wish to avoid the danger that redistributors of a free
program will individually obtain patent licenses, in effect making
the program proprietary. To prevent this, we have made it clear



that any patent must be licensed for everyone’s free use or not
licensed at all.

The precise terms and conditions for copying, distribution and
modification follow.

Terms & conditions for copying, distribution, & modification

0. This License applies to any program or other work which
contains a notice placed by the copyright holder saying it may
be distributed under the terms of this General Public License.
The “Program’; below, refers to any such program or work, and
a“work based on the Program” means either the Program or
any derivative work under copyright law: that is to say, a work
containing the Program or a portion of it, either verbatim or
with modifications and/or translated into another language.
(Hereinafter, translation is included without limitation in the
term “modification”) Each licensee is addressed as “you".

Activities other than copying, distribution and modification
are not covered by this License; they are outside its scope. The
act of running the Program is not restricted, and the output
from the Program is covered only if its contents constitute

a work based on the Program (independent of having been
made by running the Program). Whether that is true depends
on what the Program does.

1. You may copy and distribute verbatim copies of the Program’s
source code as you receive it, in any medium, provided that
you conspicuously and appropriately publish on each copy
an appropriate copyright notice and disclaimer of warranty;
keep intact all the notices that refer to this License and to the
absence of any warranty; and give any other recipients of the
Program a copy of this License along with the Program.

You may charge a fee for the physical act of transferring a
copy, and you may at your option offer warranty protection in
exchange for a fee.

2. You may modify your copy or copies of the Program or any
portion of it, thus forming a work based on the Program, and
copy and distribute such modifications or work under the
terms of Section 1 above, provided that you also meet all of
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these conditions:

a) You must cause the modified files to carry prominent
notices stating that you changed the files and the date of any
change.

b) You must cause any work that you distribute or publish,
that in whole or in part contains or is derived from the
Program or any part thereof, to be licensed as a whole at no
charge to all third parties under the terms of this License.

¢) If the modified program normally reads commands
interactively when run, you must cause it, when started
running for such interactive use in the most ordinary way, to
print or display an announcement including an appropriate
copyright notice and a notice that there is no warranty (or
else, saying that you provide a warranty) and that users may
redistribute the program under these conditions, and telling
the user how to view a copy of this License. (Exception: if the
Program itself is interactive but does not normally print such
an announcement, your work based on the Program is not
required to print an announcement.)

These requirements apply to the modified work as a whole.

If identifiable sections of that work are not derived from the
Program, and can be reasonably considered independent and
separate works in themselves, then this License, and its terms,
do not apply to those sections when you distribute them as
separate works. But when you distribute the same sections

as part of a whole which is a work based on the Program, the
distribution of the whole must be on the terms of this License,
whose permissions for other licensees extend to the entire
whole, and thus to each and every part regardless of who
wrote it.

Thus, it is not the intent of this section to claim rights or
contest your rights to work written entirely by you; rather,
the intent is to exercise the right to control the distribution of
derivative or collective works based on the Program.

In addition, mere aggregation of another work not based on
the Program with the Program (or with a work based on the
Program) on a volume of a storage or distribution medium
does not bring the other work under the scope of this License.



You may copy and distribute the Program (or a work based on
it, under Section 2) in object code or executable form under
the terms of Sections 1 and 2 above provided that you also do
one of the following:

a) Accompany it with the complete corresponding machine-
readable source code, which must be distributed under the
terms of Sections 1 and 2 above on a medium customarily
used for software interchange; or,

b) Accompany it with a written offer, valid for at least three
years, to give any third party, for a charge no more than your
cost of physically performing source distribution, a complete
machine-readable copy of the corresponding source code, to
be distributed under the terms of Sections 1 and 2 above on a
medium customarily used for software interchange; or,

Accompany it with the information you received as to

the offer to distribute corresponding source code. (This
alternative is allowed only for noncommercial distribution and
only if you received the program in object code or executable
form with such an offer, in accord with Subsection b above.)

The source code for a work means the preferred form of

the work for making modifications to it. For an executable
work, complete source code means all the source code for all
modules it contains, plus any associated interface definition
files, plus the scripts used to control compilation and
installation of the executable. However, as a special exception,
the source code distributed need not include anything that
is normally distributed (in either source or binary form) with
the major components (compiler, kernel, and so on) of the
operating system on which the executable runs, unless that
component itself accompanies the executable.

If distribution of executable or object code is made by
offering access to copy from a designated place, then offering
equivalent access to copy the source code from the same
place counts as distribution of the source code, even though
third parties are not compelled to copy the source along with
the object code.

You may not copy, modify, sublicense, or distribute the
Program except as expressly provided under this License. Any
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attempt otherwise to copy, modify, sublicense or distribute
the Program is void, and will automatically terminate your
rights under this License. However, parties who have received
copies, or rights, from you under this License will not have
their licenses terminated so long as such parties remain in full
compliance.

You are not required to accept this License, since you have

not signed it. However, nothing else grants you permission to
modify or distribute the Program or its derivative works. These
actions are prohibited by law if you do not accept this License.

Therefore, by modifying or distributing the Program (or any
work based on the Program), you indicate your acceptance
of this License to do so, and all its terms and conditions for
copying, distributing or modifying the Program or works
based onit.

Each time you redistribute the Program (or any work based
on the Program), the recipient automatically receives a license
from the original licensor to copy, distribute or modify the
Program subject to these terms and conditions. You may not
impose any further restrictions on the recipients’ exercise

of the rights granted herein. You are not responsible for
enforcing compliance by third parties to this License.

If, as a consequence of a court judgment or allegation of
patent infringement or for any other reason (not limited to
patent issues), conditions are imposed on you (whether by
court order, agreement or otherwise) that contradict the
conditions of this License, they do not excuse you from the
conditions of this License. If you cannot distribute so as to
satisfy simultaneously your obligations under this License and
any other pertinent obligations, then as a consequence you
may not distribute the Program at all. For example, if a patent
license would not permit royalty-free redistribution of the
Program by all those who receive copies directly or indirectly
through you, then the only way you could satisfy both it and
this License would be to refrain entirely from distribution of
the Program.

If any portion of this section is held invalid or unenforceable
under any particular circumstance, the balance of the section



is intended to apply and the section as a whole is intended to
apply in other circumstances.

It is not the purpose of this section to induce you to infringe
any patents or other property right claims or to contest
validity of any such claims; this section has the sole purpose
of protecting the integrity of the free software distribution
system, which is implemented by public license practices.
Many people have made generous contributions to the wide
range of software distributed through that system in reliance
on consistent application of that system; it is up to the author/
donor to decide if he or she is willing to distribute software
through any other system and a licensee cannot impose that
choice.

This section is intended to make thoroughly clear what is
believed to be a consequence of the rest of this License.

8. If the distribution and/or use of the Program is restricted
in certain countries either by patents or by copyrighted
interfaces, the original copyright holder who places the
Program under this License may add an explicit geographical
distribution limitation excluding those countries, so that
distribution is permitted only in or among countries not thus
excluded. In such case, this License incorporates the limitation
as if written in the body of this License.

9. The Free Software Foundation may publish revised and/
or new versions of the General Public License from time to
time. Such new versions will be similar in spirit to the present
version, but may differ in detail to address new problems or
concerns.

Each version is given a distinguishing version number. If the
Program specifies a version number of this License which
applies to it and “any later version’, you have the option of
following the terms and conditions either of that version or of
any later version published by the Free Software Foundation.
If the Program does not specify a version number of this
License, you may choose any version ever published by the
Free Software Foundation.

10. If you wish to incorporate parts of the Program into other free
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programs whose distribution conditions are different, write to
the author to ask for permission.

For software which is copyrighted by the Free Software
Foundation, write to the Free Software Foundation; we
sometimes make exceptions for this. Our decision will be
guided by the two goals of preserving the free status of all
derivatives of our free software and of promoting the sharing
and reuse of software generally.

NO WARRANTY

11

12

BECAUSE THE PROGRAM IS LICENSED FREE OF CHARGE,
THERE IS NO WARRANTY FOR THE PROGRAM, TO THE EXTENT
PERMITTED BY APPLICABLE LAW. EXCEPT WHEN OTHERWISE
STATED IN WRITING THE COPYRIGHT HOLDERS AND/OR
OTHER PARTIES PROVIDE THE PROGRAM “AS IS"WITHOUT
WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED,
INCLUDING, BUT NOT LIMITED TO, THE IMPLIED WARRANTIES
OF MERCHANTABILITY AND FITNESS FOR A PARTICULAR
PURPOSE. THE ENTIRE RISK AS TO THE QUALITY AND
PERFORMANCE OF THE PROGRAM IS WITH YOU. SHOULD THE
PROGRAM PROVE DEFECTIVE, YOU ASSUME THE COST OF ALL
NECESSARY SERVICING, REPAIR OR CORRECTION.

IN NO EVENT UNLESS REQUIRED BY APPLICABLE LAW OR
AGREED TO IN WRITING WILL ANY COPYRIGHT HOLDER, OR
ANY OTHER PARTY WHO MAY MODIFY AND/OR REDISTRIBUTE
THE PROGRAM AS PERMITTED ABOVE, BE LIABLE TO YOU FOR
DAMAGES, INCLUDING ANY GENERAL, SPECIAL, INCIDENTAL
OR CONSEQUENTIAL DAMAGES ARISING OUT OF THE USE

OR INABILITY TO USE THE PROGRAM (INCLUDING BUT NOT
LIMITED TO LOSS OF DATA OR DATA BEING RENDERED
INACCURATE OR LOSSES SUSTAINED BY YOU OR THIRD
PARTIES OR A FAILURE OF THE PROGRAM TO OPERATE WITH
ANY OTHER PROGRAMS), EVEN IF SUCH HOLDER OR OTHER
PARTY HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH
DAMAGES.

END OF TERMS AND CONDITIONS



For Turkey only

Authorised distributors in Turkey:

BOGAZICI BIL GISAYAR SAN.VETIC. A.S.

Tel. No.: +90 212 3311000
Address: AYAZAGA MAH. KEMERBURGAZ CAD. NO.10
AYAZAGA/ISTANBUL

CIZGI Elektronik San. Tic. Ltd. Sti.

Tel. No.: +90 212 3567070

Address: CEMAL SURURI CD. HALIM MERIC IS MERKEZI
No: 15/C D:5-6 34394 MECIDIYEKQY/
ISTANBUL

KOYUNCU ELEKTRONIK BiLGi iSLEM SiST. SAN. VE DIS TIC.
A.S.

Tel. No.: +90 216 5288888

Address: EMEK MAH.ORDU CAD. NO:18, SARIGAZi,
SANCAKTEPE ISTANBUL

ENDEKS BiLiSiM SAN VE DIS TiC LTD STi
Tel. No.: 490216 523 35 70 (pbx)

Address: Bulgurlu Mahallesi Alemdag Caddesi No:56 /
B-1 34696 Uskiidar/ ISTANBUL

AEEE Yo6netmeligine Uygundur.
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ASUS Contact information

ASUSTeK COMPUTER INC. (Asia Pacific)
Address 15 Li-Te Road, Peitou, Taipei, Taiwan 11259
Website Www.asus.com.tw

Technical Support

Telephone +886228943447

Support Fax +886228907698

Online support support.asus.com

ASUS COMPUTER INTERNATIONAL (America)

Address 800 Corporate Way, Fremont, CA 94539, USA
Telephone +15107393777

Fax +15106084555

Website usa.asus.com

Online support support.asus.com

ASUS COMPUTER GmbH (Germany and Austria)

Address Harkort Str.21-23, D-40880 Ratingen, Germany
Support Fax +49-2102-959931

Website asus.com/de

Online contact eu-rma.asus.com/sales

Technical Support

Telephone (Component) +49-2102-5789555
Telephone Germany

(System/Notebook/Eee/LCD) +49-2102-5789557
Telephone Austria

(System/Notebook/Eee/LCD) +43-820-240513
Support Fax +49-2102-959911
Online support support.asus.com
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Networks Global Hotline Information

09:00-13:00;
Cyprus 800-92491 14:00-18:00 Mon-Fri

| Fance 0033170949400 09001800 Monii |
0049-1805010920

0049-1805010923 09:00-18:00 Mon-Fri
(component support) 10:00-17:00 Mon-Fri
0049-2102959911 ( Fax )

09:00-13:00;
Italy 199-400089 14:00-18:00 Mon-Fri

Germany

Austria 0043-820240513 09:00-18:00 Mon-Fri

Europe

Sweden 0046-858769407 09:00-18:00 Mon-Fri
Denmark 0045-38322943 09:00-18:00 Mon-Fri

Belgium 0032-78150231 09:00-17:00 Mon-Fri

Spain 0034-902889688 09:00-18:00 Mon-Fri

Slovak Republic 00421-232162621 08:00-17:00 Mon-Fri

Switzerland-German  0041-848111010 09:00-18:00 Mon-Fri

Switzerland-Italian 0041-848111012 09:00-18:00 Mon-Fri

Ireland 0035-31890719918 09:00-17:00 Mon-Fri

Ukraine 0038-0445457727 09:00-18:00 Mon-Fri
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Networks Global Hotline Information

Region

Asia-Pacific

Service Hours
09:00-18:00 Mon-Fri

Hotline Numbers
1300-278788

Country
Australia

Japan 09:00-18:00 Mon-Fri
-1232787

0800-123278 09:00-17:00 Sat-Sun

0081-570783886 09:00-18:00 Mon-Fri

(Non-Toll Free) 09:00-17:00 Sat-Sun

Thailand 0066-24011717 09:00-18:00 Mon-Fri
1800-8525201

Malaysia 0060-320535077 10:00-19:00 Mon-Fri

India 09:00-18:00 Mon-Sat
India(WL/NW) 1800-2090365 09:00-21:00 Mon-Sun

Americas

Middle East
+ Africa

110

i 08:00-12:00
e 1900555581 13:30-17:30 Mon-Sat
USA 8129822767 8:30-12:00 EST Mon-Fri
Canada 9:00-18:00 EST Sat-Sun

800-2787349 09:00-18:00 Sun-Thu

UAE 00971-42958941 09:00-18:00 Sun-Thu

South Africa 0861-278772 08:00-17:00 Mon-Fri




Networks Global Hotline Information

Balkan
Countries

Romania

Bosnia
Herzegovina

Bulgaria

Croatia
Montenegro
Serbia
Slovenia

Estonia

Latvia
Lithuania-Kaunas
Lithuania-Vilnius

0040-213301786
00387-33773163

00359-70014411
00359-29889170
00385-16401111
00382-20608251
00381-112070677
00368-59045400
00368-59045401
00372-6671796
00371-67408838
00370-37329000
00370-522101160

09:00-18:30 Mon-Fri
09:00-17:00 Mon-Fri

09:30-18:30 Mon-Fri
09:30-18:00 Mon-Fri
09:00-17:00 Mon-Fri
09:00-17:00 Mon-Fri
09:00-17:00 Mon-Fri

08:00-16:00 Mon-Fri

09:00-18:00 Mon-Fri
09:00-18:00 Mon-Fri
09:00-18:00 Mon-Fri
09:00-18:00 Mon-Fri

NOTE: For more information, visit the ASUS support site at:
http://support.asus.com

Manufacturer:

Authorised
representative
in Europe:

ASUSTeK Computer Inc.

Tel: +886-2-2894-3447

Address:  4F, No. 150, LI-TE RD., PEITOU,
TAIPEI 112, TAIWAN

ASUS Computer GmbH

Address: HARKORT STR. 21-23, 40880

RATINGEN, GERMANY
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