July, 2006



FCC Warning

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates,
uses, and can radiate radio frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communication. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one or

more of the following measures:

Reorient or relocate the receiving antenna.
- Increase the separation between the equipment and receiver.
- Connect the equipment into an outlet on a circuit different from that to which

- Consult the dealer or an experienced radio/TV technician for help. the receiver is
connected.

FCC Caution: Any changes or modifications not expressly approved by the party responsible
for compliance could void the user’s authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must

accept any interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with a minimum distance of
about eight inches (20cm) between the radiator and your body.

This transmitter must not be co-located or operated in conjunction with any other antenna or

transmitter.

Notice

Changes or modifications to the equipment, which are not approved by the party responsible for
compliance could affect the user's authority to operate the equipment. Company has an on-going policy
of upgrading its products and it may be possible that information in this document is not up-to-date.

Please check with your local distributors for the latest information.
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1. Introduction
This Four ports MIMO Wireless Broadband Router is a full-featured wireless broadband

router that establishes wireless connection from AP then provides direct connection to local
area network or individual PC with build-in 4-port switch. This gateway uses advanced
broadband router chipset and wireless LAN chipset solution let you enjoy high-speed Wired
and Wireless connection. Simply connect this gateway to a cable or DSL modem and then you
can share your high-speed Internet access with multiple PCs at your home. This gateway also
creates a secure Wired and Wireless network for you to share photos, files, video and so on.
This gateway provides maximum transfer rate up to 90 Mbps from WAN to LAN, 100
Mbps from LAN to LAN and 11/54 Mbps through wireless channel. Built-in DHCP server
automatically to assign IP addresses to all workstations on your LAN. It supports the advanced
wireless security WPA and WPA2 standards to guarantee the best security for users. It also

has firewall and NAT function to help prevent potential attacks from the Internet.
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1.1 Features
Internet Access Features

Shared Internet Access: All users on the LAN or WLAN can access the Internet
through the Wireless Router, using only a single external IP address. The local
(invalid) IP addresses are hidden from external sources. This process is called NAT
(Network Address Translation).

DSL and cable modem Support: The Wireless Router has a 10/100BaseT Ethernet
WAN port for connecting a DSL or cable modem. All popular DSL and cable modems

are supported.



+ PPPoE and PPTP Support: The Internet (WAN port) connection supports PPPoE
(PPP over Ethernet) and PPTP (Point-to-Point Tunneling Protocol), as well as “Direct
Connection” type services.

+ Fixed or Dynamic IP Address: On the Internet (WAN port) connection, the Wireless
Router supports both Dynamic IP address (IP address is allocated on connection)

and Fixed IP address.

Advanced Internet Functions

- Conferencing & Telephony Applications: Internet Telephony and Conferencing
applications are supported.

- DMZ: One PC on your local LAN can be configured to allow unrestricted 2-way
communication with Servers or individual users on the Internet.

+ URL Filter: Use the URL Filter to block access to undesirable Web sites by LAN
users, or Wireless LAN users.

- Internet Access Log: This feature is used to verify which Internet connections have

been made.

Wireless Features

Compatible with IEEE 802.11g standard and maximum data transfer rate up to
54Mbps

Increase Speed and Coverage by MIMO XR™ and Packet-OVERDRIVE™
Technology

Dynamic date rate scaling at 54, 48, 36, 24, 18, 12, 9 and 6Mbps for 802.11g
Dynamic date rate scaling at 11, 5.5, 2 and 1Mbps for 802.11b

Maximum reliability, throughput and connectivity with automatic data rate switching
Supports Quality of Service (QoS), 802.11e, WMM

Range extension by using external antenna

Simple user setup and diagnostics utilities

Access Control: This feature ensures that only access Wireless Stations that can

access your LAN.

LAN Features
4-Port Ethernet switch: The Wireless Router provides 4 10/100BaseT switching ports
DHCP Server Support: This feature provides a dynamic IP address to PCs and other
devices upon request. The Wireless Router can act as a DHCP Server for devices on
your local LAN and WLAN.
Multi Segment LAN Support: This feature is enabled through Wireless Router’'s RIP

(Routing Information Protocol) and build-in static routing table.



Configuration and Management

Easy Setup: Users allow to configure Wireless Router from anywhere on the LAN or
WLAN via WEB browser.

Remote Management: The Wireless Router can be managed from any PC on the
LAN.

UPnP Support: Universal Plug and Play feature. UPnP is supported by Windows ME

or later.

Security Features

Password Protected Configuration: Optional password protection is provided to
prevent unauthorized users from modifying the configuration data and settings.
Wireless LAN Security: Supports 64/128bit WEP Encryption, WPA-TKIP/PSK,
WP2-AES/PSK, 802.11i, RADIUS Server.

NAT Protection: This feature allows all LAN users to share a single IP address and all
users’ IPs is hidden. From the external viewpoint, there is no network only Wireless
Router exists.

Firewall: All incoming data packets are monitored and all incoming server requests

are filtered.

1.2 Package Contents

One Wireless Broadband Router
One Power Adapter

One CD including user’s manual
One RJ-45 Ethernet Cable

1.3 System Requirements

One or more PCs (desktop or notebook) with Ethernet interface.

TCP/IP protocol must be installed on all PCs.

Have valid Internet Access account and a DSL or cable modem.

10/100BaseT network cables with RJ-45 connectors.

In case to use Wireless Access Point, all Wireless devices must be compliant with
IEEE 802.11b/g.

System with MS Internet Explorer ver. 5.0 or later, or Netscape Navigator ver. 4.7 or

later.



1.4 LEDs Indication & Connectors of Wireless Router
Front Panel LEDs Indication

LD

LD
D

LED Light Status Description
PWR On Wireless Router is powered on.
Off No power.
Status On Wireless Router is hung.
Flashing Wireless Router is up and ready.
LAN On LAN port is successfully connected.
(1,2, 3,4) Flashing Data is being sent or received.
WAN On WAN port is successfully connected
Flashing Data is being sent or received.
WLAN Flashing Data is being sent or received.
LINK/ACT On WLAN is successfully connected.

Back Panel Connectors

|
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Button/port Description

Reset Reset configurations to default. Press the button and hold for 10 seconds.

LAN Connect LAN systems with RJ-45 cable.
(1x, 2x, 3x, 4x)

WAN Connect DSL or Cable modem.

PWR Connect with Power Adapter.

1.5 Installation Instruction
1) Power off Wireless Router and DSL/cable modem.
) Connect systems to the LAN ports on the Wireless Router with straight LAN cables.
3) Connect the DSL or cable modem to the WAN port on the Wireless Router.
) Power on DSL or cable modem first, then connect power adapter to the power jack
on the rear panel of Wireless Router and plug the power cable into an outlet.
5) Check LEDs.
a) Once power on Wireless Router, Power LED should be on.
b) LAN LED should be on for each active LAN connection.
c) The WAN LED should be on when the DSL or cable modem is connected.

Warning: Only use the power adapter is provided from this package, use other power adapter

may cause hardware damage



2. PC Configuration

User needs to configure TCP/IP network settings, Internet access configuration and
Wireless configuration for each system within Wireless Router’s LAN network.

By default, Wireless Router acts as a DHCP server for server version of Windows, it
automatically assigns IP address to each system when systems boot up. For all non-server
version of Windows, the default TCP/IP setting acts as a DHCP client. If user chooses fixed IP
addresses for client systems, the Gateway of the client system must be set to the IP address
of the Wireless Router and DNS of the client system should be set to the address provided by

your ISP.

2.1 TCP/IP Networking Setup
Checking TCP/IP Settings for Windows 9x/Me

a) Select “Start > Control Panel > Network”, the window below will appear,

Hetwork E |

Configuration | Identificatinnl hooess I:u:untn:ull

The following netwark, components are installed:

Client for Microzaft Mebworks

ticrozoft Family Logon

38 Dial-Up Adapter

5 55 900-B ased PCI Fast Ethernet Adapter
i TCPAP -» Dial-lp Adapter

Add... | Femove | Froperties |

Primary M etwaork: Logor;
icrozoft Family Logon j

File and Print Sharing... |

Dezcription

TCPRAIP iz the protocol you uge to connect to the Intermet and
wide-area networks,

s I Cancel




b) Click “Properties”, the window below will appear and then click “IP Address” tab,

TCP/IP Properties EE|

Bindings | Advanced | NetBl0s |
DHS Configuration I G ateway I WINS Configuration | Address

An P addrezs can be automatically azsigned to this compliter.
[F pour network, does not automatically azsign IF addrezses, azk
your netwark. administrator for an addrezs, and then tope it in
the space below.

& ‘Obtain an IP address automatically

—{" Specify an IP address;

[FEddress: | . . ] |

Stret iask: | i i ! |

] I Cancel

If you decide to use DHCP, select “Obtain an IP address automatically”, then

click “OK” to confirm your settings. Once you restart your system, Wireless
Router will obtain an IP address for this system.
If you decide to use fixed IP address for your system, select “Specify an IP

address”, and make sure that IP Address and Subnet Mask are correct.

c) Select “Gateway” tab and enter correct gateway address in “New gateway” field,
then click “Add”,

10



TCP/IP Properties

d) Select “DNS Configuration” tab and make sure select “Enable DNS”, enter the DNS

address provides from your ISP in the “DNS Server Search Order” field, then click

“Add,!’
TCP/IP Properties

11




Checking TCI/IP Setting for Windows NT4.0
a) Select “Control Panel > Network”, click “Protocols” tab then select “TCP/IP

protocol”, window shown as below will appear,

W HetBEUI Protocel
W HwiLimk IPASPY Compatibde Transpor
B Mhwdlink MetB 05

Microsoft TCP/IFP Properties

PCl Fast Etlernet Adapter -




Select the network card on your system from “Adapter” field.

If you decide to use IP address from Wireless Router, select “Obtain an IP
address from a DHCP server”.

If you decide to use the IP address you are desired, select “Specify an IP
address”. Make sure enter correct addresses in “IP Address” and “Subnet
Mask” fields.

You must set Wireless Router’s IP address as “Default Gateway”.

c) To enter DNS address is provided from your ISP. Select “DNS” tab, click “Add” under
“DNS Service Search Order” list, then enter DNS Server IP address in “TCP/IP DNS

Server” window and click “Add”.

Miciosolt TCFAF Properhies

IPaddiss DNS | wiNG sddress | DHCP Relay | Fodiivg |

Dromairn M amee S weiemn [DINE]

Host Mame: Dgensi
| |
~ DS Servics S aarch Oider
LS
B 20 M

TCPAP DNS Server

DNS Server oy Lal

I 5 5 Cancal | [E |

Checking TCP/IP Settings for Windows 2000
a) Select “Start > Control Panel > Network and Dial-up Connection” and right click

“Local Area Connection” then click “Properties”,
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Local Area Connecktion Properties 2|

General |

Connect using:

I 515 900-Bazed PCI Fast Ethernet Adapter

Componentz checked are uzed by thiz connection;

Client for Microzaft Metworks
File: and Frinter Sharing for Microsoft Metwaorks
EInternet Pratocal [TCPAR)

Inztall. . | Urinztall Properties

— Dezcription

Tranzmizzion Control Protocol/internet Protocal. The default
wide area network protocol that provides communication
acrozs diverse interconnected network s,

[ Show icon in taskbar when connected

(] Cancel

b) Select the “Internet Protocol (TCP/IP)” for the network card on your system, then click
“Properties”, window shown as below will appear.

Internet Protocol {TCP/IP) Properties 2 x|

General

Tou can get [P zettings azsigned automatically it pour nebwork supports
thiz capability. Othenvize, you need to azk vour netwark, administrataor for
the appropriate |P settings.

* ‘Obtain an IP address automaticalls

—{" ze the following IP address:
|F address:; I

Subnet mask; I

Default aateway I

* Optain DMS server address automatically

—" Usze the following DMS server addresses;

Ereferred DHS zenern I

Alternate DS semvern I

Advanced... |
(] I Cancel |
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« If you decide to use IP address from Wireless Router, select “Obtain an IP
address automatically”.

- If you decide to use the IP address you are desired, select “Use the following
IP address”. Make sure enter correct addresses in “IP Address” and “Subnet
Mask” fields.

«  You must set Wireless Router’s IP address as “Default Gateway”.

- If the DNS Server fields are empty, select “Use the following DNS server
addresses” and enter the DNS address is provided by your ISP, then click
“OK”.

Checking TCP/IP Settings for Windows XP
a) Click “Start”, select “Control Panel > Network Connection” and right click “Local

Area Connection” then select “Properties”. The window shown as below will appear.

-i- Local Area Connection Properties

General | authentication | Advanced

Connect using:

HS 55 900-Bazed PCI Fazt Ethernet Adapter

Thiz connection uzes the following items:

EI, Client for Microsoft Netwarks
.@ File and Printer Sharing for Microzoft Hetwarks
BQDS Packet Scheduler

(3 Internet Pratocol [TCPAP)
Dezcrption

Tranzmizzion Contral Pratocol/lnternet Protocal. The default
wide area netwark pratocol that provides communication
acrozs diverse interconnected networks.

[ 5how icon in notification area when connected

[ ak. l [ Cancel

b) Select “Internet Protocol (TCP/IP)” then click “Properties”, window shown as below

will appear.
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Internet Protocol (TCP/IP) Properties EJE|

General | Alernate Configuration

You can get [P settings azsigned automatically if pour netwark, suppaorts
thiz capability. Otherwize, you need to ask pour netwark. administratar for
the appropriate |P settings.

(®ilbtan an IP addrezs automaticalle
() Use the fallawing IF addiess:

() Obtain DMS server address automatically
() Usze the following DMS server addresses:

[ 1] 9 H Cancel ]

If you decide to use IP address from Wireless Router, select “Obtain an IP
address automatically”.

If you decide to use the IP address you are desired, select “Use the following
IP address”. Make sure enter correct addresses in “IP Address” and “Subnet
Mask” fields.

You must set Wireless Router’s IP address as “Default Gateway”.

If the DNS Server fields are empty, select “Use the following DNS server
addresses” and enter the DNS address is provided by your ISP, then click
“OK”.

2.2 Setting up Internet Access
This section describes how to setup Wireless Router Internet access through DSL or

cable modem.

For Windows 9x/2000

a) Click “Start” and select “Settings > Control Panel - Internet Options”.

b) Select “Connection” tab then click “Setup” button.

c) Select “l want to set up my Internet connection manually, or | want to connect

through a local area network (LAN)” then click “Next”.
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d) Select “I connect through a local area network (LAN)” then click “Next”. Make
sure all the boxes on the following LAN Internet Configuration screen are unchecked.

e) Select “No” when “Do you want to set up an Internet mail account now?”
prompts out.

f)  Click “Finish” to end setup process.

For Windows XP

a) Click “Start” and select “Control Panel > Network and Internet Connections”.

b) Select “Set up or Change your Internet Connection”.

c) Click “Connection” tab, and then click the “Setup” button. Click “Cancel” in the
pop-up “Location Information” window.

d) Click “Next” in the “New Connection Wizard” window.

e) Select “Connect to the Internet” then click “Next”.

f) Select “Set up my connection manually” then click “Next”.

g) Select “Connect using a broadband connection that is always on” then click
“Next”.

h) Click “Finish” to complete the setup process.

For Macintosh Clients

To access Internet via wireless router on Macintosh system, the set up procedures are

showing below:

a) Open the TCP/IP Control Panel.

b) Select Ethernet from the Connect via pop-up menu.

c) Select Using DHCP Server from the Configure pop-up menu. The DHCP Client ID
field can be left blank.

d) Close the TCP/IP panel and save your new settings.

If you decide to assign IP addresses manually instead of DHCP, set the Router Address

field with wireless router’s IP address and make sure DNS settings are correct.

For Linux Clients
To access Internet via the wireless router, you need to set the wireless router as the
“Gateway”. Make sure login as “root” before attempting any changes.

Fixed IP Address

Most Linux installations use fixed IP address, if you wish to use a fixed IP address, make
sure make the following changes.
a) Set “Default Gateway” with the IP address of the wireless router.
b) Make sure DNS settings are correct.

To act as a DHCP Client (recommended)

17



The procedures below may vary depending on version of Linux and X-windows shell.

a) Start X-Windows.

O

Select Control Panel > Network.

o O

Click “Edit” button, set the “protocol” to “DHCP” and save.

)
)
) Select the “Interface” entry for your Network card. Normally, this is called “eth0”.
)
e)

To apply all changes, use Deactivate and Activate buttons, if it is possible, restart

your system.

2.3 Configure Wireless Stations
This section describes how to configure all the wireless stations use Wireless Router as

an Access Point. Each wireless station must have compatible settings as below.

Mode |All wireless stations must be set to “Infrastructure” mode.

SSID  |This code must match the value uses for the Wireless Router. (Note: SSID

(ESSID) |code is case sensitive.)

WEP  |By default, WEP encryption is set to 64-bits 10 hex digit.

WPA |By default, WPA-PSK Pass Phrase is set at PassPhrase, WPA G-Rekey
Interval is set at 0 and WPA Data Encryption is at TKIP.

3. Setup Wireless Router Configurations via Web Browser
The Wireless Router comes with a web-based configuration utility. Users can access

this configuration utility from any of client system within Wireless Router's LAN. For best
results, either use Microsoft Internet Explorer 5.0 or later, or Netscape Navigator 4.7 or later.
Before you start configuring your Wireless Router, you have to get following information
from your ISP:
a) Has your ISP assigned you a static IP address, or they will assign one to you
dynamically? If you have received static IP address, what is it?

b) Does your ISP use PPPoE? If so, what is your PPPoE username and password?
If you are not sure of above questions, please contact your ISP.
3.1 Start your Web Browser
To use the Web-Based Utility, you have to launch your Internet Browser (MS IE 5.0 or

later, Netscape Navigator 4.7 or later).

Step1: Enter Wireless Router default IP address http://192.168.10.1 in the Address

field then press Enter,

18



Q- O X @G

Adddress | ] http:f192.168.10,1

Step2: Login dialog box will appear, enter admin as User Name and default password is
1234, then click “OK” to login web-based utility.

Connect to 192.168.10.1

! it
User name: [ﬁ admin :‘f:‘
Password: | Ll |

[ JRemember my passwaord

I Ok ][ Cancel ]

3.2 System

This section displays the basic configuration parameters of your Wireless Router, such
as System Status, System Settings, Administrator Settings, Firmware Upgrade, Configuration
Tools and System Log. Although most users will be able for accept the default settings, but
every ISP is different. Please check with your ISP if you are not sure which settings ISP

requires.

System Status
You can use the Status screen to see the connection status for the Wireless Broadband
Router WAN/LAN interfaces, firmware and hardware version numbers, and the number of

connected clients to your network.
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<3 Router Setup - Microsoft Internet Fxplorer

@Back * il @ @ _h:"] jj] Seatch ‘*E':'\'q’Favorites {f} ::' 1;;; c 3
v| @ Lk

fiddress |§i http:lj192.168. 10,11

| Wireless Broadband Houter

System WAN LAN NAT

System Settings

System Status System Status

System Settings

Administrator Settings

Connection Time 00:00:00
Remaining Time 00:00:00

Eirmware Upgrade INTERNET Refresh
Configuration Tools R R
I 122 150 10.60
192.168.10.63
Dynamic [P
Connection Time
[Remaining Time

Fienew

Releass

N [i=1[E

File Edit Miew Favorites Tools  Help _."'?:*

>

|2

@ Done ® Internst
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-3 Router Setup - Microsoft Internet Explorer E|E|E|

File  Edi

fddress |@1 http:/f192, 168.10.1/

Tools  Help '
@Back i = | @ @ _:_:j f‘__ﬁ Search “-;n'\'(Favnrites @ {_;' n;';; L__q ﬁ
VB |tk
GATEWAY 2
1P Address  RERREERLN
255,266 255.0
NAT Enabled
NFORMATICN
(System Up Time  [RIRREE
B 570 8:11:14
Comoted ciors |
00:06:4F 1F 34:5C
T C0:06:4F 1F:34:5D L
ardware onion  [URER
Serial Number  FEEllz =
G Internet

@ [one

INTERNET: Displays WAN connection type and status.
GATEWAY: Displays system IP settings, as well as DHCP, NAT and Firewall status.

INFORMATION: Displays the number of connected clients, as well as the Wireless Broadband

Router's hardware and firmware version numbers.

System Settings

The System Settings window configures wireless broadband router basic settings, such

as router’'s Host Name, Domain Name, Set Time Zone, Daylight Saving and NAT.

N
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<3 Router Setup - Microsoft Internet Explorer, |E@|E|
File  Edit Help o

Wig Tools

: @ A A B W= ="
@ Back. > | |£| @ (gl -/ search ¢ Favorites {f} S = ‘i
v B0 ks ®

'Wireless Broadband Houter

| System Wi

Favorites

fiddress |,§i hittp: /192, 168, 10.1f

System Settings

ystem Status System Settings HEI}J
System Settings
Ldministrator Semi r
) Host Name "WWireless_Router |
Firmware Upgrade = ~
L0 f'i.'}\;].-.!’]nh Tools Domain Name E-E{?_Ut_e_r |
ysiem 1 = 7
| |(Uptiun)
Set Time Zone E_L@MT+DB:DQ} Hong Kang, Perth, Singapore, Taipei _r_!
WEWIPRENEY [(JEnabled From |FEE v|[2 ¥[To FEB v||2 v
NAT [v] Enahbled
oK | Cancel I
@ Done & Internet

Host Name: Enter a hostname if it provided by the ISP (Default: Wireless_Router).

Domain Name: Enter a Domain Name if it provided by the ISP (Default: Router).

NTP Server (option): Enter a NTP Server IP Address.

Set Time Zone: Select the time zone of the country you are currently in. The router will set its
time based on your selection.

Daylight Saving: The router can also take Daylight savings into account. If you wish to use
this function, you must check/tick the enable box to enable your daylight saving configuration.

NAT: You can select to enable NAT function.

Administrator Settings

Use this menu to restrict management access based on a specific password. By default,
there is no password. So please assign a password to the Administrator as soon as possible,
and store it in a safe place. Passwords can contain from 3-12 alphanumeric characters, and
are case sensitive.

Administrator Time-out - The amount of time of inactivity before the Wireless Broadband

22




Router will automatically close the Administrator session. Set this to zero to disable it.
Remote Management - By default, management access is only available to users on your
local network. However, you can also manage the Wireless Broadband Router from a remote

host by adding the IP address of an administrator to this screen.

2 Router Setup - Microsoft Internet Fxplorer |Z||E|g|
File Edit |\jew Favorites Tools  Help ;ﬂ"

Qs - O [ B G P Foroons @ 2

fddress |§i http: {192,168, 101

|
| Wireless Broadband Houter

rd System W

System Settings

Blent Bt Administrator Settings
System Settings

Administrator Settings .
Password Settings

Firmware Upgrade

Configuration Tools User Name \admin

Eiysi-.:-n- Log

Password E--.--. |

Current Password [sessns

——
Re-type password (ssssse !(3-12 Characters)

és'eu:nnds {: Mo timeout)

Idle Time Out 1300

Remote Management

Enabled

IP Address Lo o |

.....

Ok | Cancel |
& ) Internct

Password Settings: Allows you to select a password in order to access the web-based

management website.
Remote Management: You can specify a Host IP address that can perform remote

management functions.

N

3



Firmware Upqgrade
User uses the Firmware Upgrade window to locate the new firmware then upgrade the
system firmware. Click Browse to search for the new firmware location, and then click OK to

proceed the upgrade.

3 Router Setup - Microsoft Internet Explorer

File Edit Wiew Fawvorites Tools  Help

@Back * ) |ﬂ @ ;_:] /] Search “;::‘Favorites {*_‘j .’r,_-:'::-" 1,_._.,,- [

Acldress | @] http:f192.168.10.1f

System Settings

em:Sfatus Firmware Upgrade Help
N Settings
Administrator Settings | Current Firmware Version: V20.1.2.101for FCC
Firmware Upgrade Firmware Date: build:d @ Tue Jun 13 11:47:05 2006
Configuration Tools
Ciier Lo Enter the path and name of the upgrade file then click the OK buttan below.
|[ Browse.. |
Ok | Cancsl |
8 Done ﬂ Internet

Firmware Upgrade: This tool allows you to upgrade the Wireless Broadband router’s system
firmware. To upgrade the firmware of your Broadband router, you need to download the
firmware file to your local hard disk, and enter that file name and path in the appropriate field

on this page. You can also use the Browse button to find the firmware file on your PC.
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Configquration Tools

Use this window to restore or backup wireless broadband router settings, such as

Restart System, Restore Factory Defaults, Backup Settings and Restore Settings.

=13

2 Router Setup - Microsoft Internet Explorer

File Edit Wew Favorites Tools Help

- K-l 2 B n | > B g
@Back > | \ﬂ |§| (sl | o~ Search 9. Favorites {f_j B g = ‘i

v B Lk ™

Agdress | ] http:{[192.168.10.1

| Wireless Broadband Houter

System Settings

Configuration Tools Help

E;_\-r'?‘.r!n S ettings

Administrator S

: ® Restart System
Firmware Upgrade
Configuration Teols O Restore Factary Default
System;Log (O Backup Settings
O

Restore Settings

i |[ Browse.. |

OK ‘ Cancel ‘

@ Dane B Internst

Restart System: Reset Wireless Broadband Router, Reboot this device.
Restore Factory Defaults: Reset the settings of this device to the factory default values.
Backup Settings: Save the settings of this device to a file.

Restore Settings: Restore the settings of this device to the backup settings.
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System Log
The System Log window displays wireless broadband router’s system activities, such as

System Log and Security Log.

2 Router Setup - Microsoft Internet Explorer
File  Edit

@Back L <P | @ @ _-_h /i] Search \;-I'\]\“ Favorites ﬁ‘/j

Acddvess (] https1192.168.10.1/

Wiew Favorites  Tools  Help

vl Go  Lirks ™

System Settings

System Status System LOQ
System Settings

Administratoer Settings

Download | Clear | Refresh |

Firmware Upgrade

Configuration Tools [[Thu Jan 01 08:00:02 1970][S¥ 5] Systerm start ~
System Loy [Thu Jan 01 08:00:02 1970):[5Y 5] Ver 20.1.2.101 build:5 @ Tue Jun 13 11:47:05 2008

[Thu Jan 01 08:00:09 1970):[HTTP] login (192.168.10.2)

[Thu Jan 01 08:00:09 1970):[DHCPD] received REQUEST

[Thu Jan 01 08:00:09 1970):[DHCPD] no leases, packet-»ciaddrc0a80a02

[Thu Jan 01 08:00:10 1970):[DHCPD] sending ACK to 192.168.10.2

[Thu Jan 01 08:00:10 1870): [DHCRD] unicasting packet to client ciaddr

[Thu Jan 01 08:07:05 1970):[HTTP] logout (192.168.10.2)

[Thu Jan 01 08:07:07 1970):[HTTP] login (192.168.10.2)

Remote Log Setting

Remote Log [JEnabled

Send log to |U L0 Lo | :IJ |

Email Log ] Enabled

Send Email to | |

SMTP Server [0.0.0.0 |

@ Done & Internet

System Log: Wireless broadband router’s system activity.

Remote Log Setting: Setting the IP address of remote log server.



3.3 WAN
Connected Type

Specify the WAN connection type required by your Internet Service Provider, then click

"OK" Button to provide detailed configuration parameters for the selected connection type.

<2l Router Setup - Microsoft Internet Explorer
Edit

File Tools  Help

N A . L ar
@Back v gd |ﬂ @ '_l\J /.J'Search '*g'\}l’ Favarites &} - da = ‘f‘

Address | ] http: (152, 168.10.1

Wiew  Favorites

Wireless Broadband Houter

WAN Settings

Connected Type Connected Type Help
DNS
) Dynamic IP Address  Obtain an IP address automatically from your senice provider.

Uses a static IP address, Your service provider gives a static [P
address to access Internet services.

PFF over Ethernet is a cormmon connection method used for

) Btatic IP Address

Ol BEEGE «DSL

PFP Tunneling Protocal can support multi-protacaol virtual
Ol BRIR Frivate Metworks (W),
O L2TP Layer 2 Tunneling Protocol can suppart multi-protocal Vitual

Frivate Metworks (WM.

Dynamic IP Address

Request IP address | ! ! I i ! !

MTU(576-1500) 1500 |
MAC Cloning [1Enabled
MAC Address joo oo oo floo }loo Lo |

Clone MAC Address |

[Enabled

Ok, Cancel v

&) 0 Internet

Dynamic IP address: Your ISP will automatically give you an IP address

Static IP address: Your ISP has given you an IP address already

PPPoE: Your ISP requires PPPoE connection.

PPTP: Your ISP requires you to use a Point-to-Point Tunneling Protocol (PPTP) connection.

L2TP: Your ISP requires L2TP connection.

27



DNS
Domain Name Servers are used to map an IP address to the equivalent domain name

(e.g.www.waveplus.com). Your ISP should provide the IP address for one or more domain

name servers.

<} Router, Setup - Microsoft Internet Explorer r: E|rz|
File  Edit Help -

i
@Back - gl |ﬂ @ _;\J /._-."'Search '“51:(' Favorites {‘E} f* .:_;, 3 ‘i

address | @] http:/{192.168.10.1

Wiew  Faworites  Tools

Links - **

Wireless Broadband Houter

WAN AN AT Fir | Routing

WAN Settings

Connected Type DNS Help

NS
[¥| Enabled
Static DNS Server Enable
:’D"N’;';in“d';‘::: il 192 |[1ea [[10 |[so0 |
;.iepu:?nnnd:l;y DNS Address |192 | §1EE | |1D | 53 |
Search Static DNS Firstly [ Enahled
oK | Cancel |
v
@ Done 0 Internet

DNS Proxy: You can enable or disable the DNS Proxy.

Static DNS Server: You can enable or disable the Static DNS Server.

Domain Name Server (DNS) Address: This is the ISP’s DNS server IP address that they
gave you; or you can specify your own preferred DNS server IP address

Secondary DNS Address (optional): This is optional. You can enter another DNS server's IP
address as a backup. The secondary DNS will be used should the above DNS fail.

Search Static DNS Firstly: You can enable or disable the function of Search Static DNS
Firstly.
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3.4 LAN

LAN Settings
Configure the gateway address of the Wireless Broadband Router. To dynamically

assign the IP address for client PCs, enable the DHCP Server, set the lease time, and then
specify the address range.

Valid IP addresses consist of four numbers, and are separated by periods. The first
three fields are the network portion, and can be from 0-255, while the last field is the host
portion and can be from 1-254.

2 Router Setup - Microsoft Internet Explorer

File Edit Wiew Favorites Tools Help

@Back > |ﬂ @ _;‘J /..-.]Search “-ET:(Favnrites ‘g‘} f* -:

Addrass 4] http:/{192.168.10.1

Wireless Broadband Houter

AM LAN NAT Firewall Routing

LAN Settings

LAN Settings LAN Settings Halp.

DHCP Client List

192 |{es |10 |

i
IP Address ;
1]

Subnet Mask 265 2655256 0

The Gateway acts as DHCP

Sy Enabled

IP Pool Starting Address 192 168,10, |2

IP Pool Ending Address 192 168.10. |254

Lease Time i_érﬁay_ﬂ

(0] I Cancel J

SE[ Done B Internet

IP address: This is the router's LAN port IP address (Your LAN clients default gateway IP
address)

Subnet Mask: Specify a Subnet Mask for your LAN segment.

The Gateway acts as DHCP Server: You can enable or disable the DHCP server.

IP Pool Starting Address: Enter the first address that should be assigned by the DHCP
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server.

IP Pool Ending Address: Enter the last address that should be assigned by the DHCP
server.

Lease Time: Enter the number of hours that a client can use the assigned IP address.

DNS Proxy: To enable or disable DNS Proxy (Domain Name Service).

DHCP Client List

The DHCP client list allows you to see which clients are connected to the Wireless

Broadband Router via IP address, host name, and MAC address.

<3 Router, Setup - Microsoft Internet Explorer E|r_|&|

File Edit Wew Favoribes Tools  Help

Q- © X @

Address | ] httpif192,168.10.1/

Wireless Broadband Houter

LAN

LAN Settings

LAN Settings DHCP Client List Help
DHCP Client List

Refresh

admin-gthsOm3fE  192.168.10.2 00:06:4F:13:B1:BF 23:40:35

Static client

petene | |
192.158.10.1:]

unc noaress— AN 1 A N I

Add

oK I Cancel ‘
&] Done & Internct

DHCP Client List: This page shows all DHCP clients (LAN PCs) currently connected to your
network. The “DHCP Client List” displays the IP address and the MAC address and Remaining
Time of each LAN Client. Use the Refresh button to get the most updated situation

Static Client: You can select static to fix it.
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3.5 NAT
Virtual Server

If you configure the Wireless Broadband Router as a virtual server, remote users
accessing services such as Web or FTP at your local site via public IP addresses can be
automatically redirected to local servers configured with private IP address. In other words,
depending on the requested service (TCP/UDP port number), the Wireless Broadband Router

redirects the external service request to the appropriate server.

Example:
0 T O o T
11192.168.2.20 Web Server
2 1192.168.2.12 21 TCP 333 FTP Server
3 1192.168.2.28 23 TCP 455 Telnet Server

B{=1[E)

) Router Setup - Microsoft Internet Explorer,

File Edit Wiew Favorites Tools Help

@Back & u ﬂ “] ") search ‘h" [ Favorites Q‘R - “_f = 3

Address ] hetp:/192.168.10.1/

B ks

Wireless Broadband nouter

N MNAT Firewall Routing UPnP

NAT Settings

Virtual Server Virtual Server Help -

Special i‘-".ﬁr!.-ﬁtdfi on

Port Mappine

DIMZ 1. 192.168.10, | I | [Tcr H] O
2 19216810, [ [ | Tor =i || | O
3. 192.168.10, I [l e ] || O
4. 192.168.10, I | [rce @] || | =
5. 192.168.10. I |'[Tce & I | O
| & 1mtesn | | [TcP =] Il o @
I@ Done # Internet

Private IP: This is the LAN client/host IP address that the Public Port number packet will be
sent to.

Private Port: This is the port number (of the above Private IP host) that the below Public Port
number will be changed to when the packet enters your LAN (to the LAN Server/Client IP)
Type: Select the port number protocol type (TCP, UDP or both). If you are unsure, then leave
it to the default both protocols.
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Public Port: Enter the service (service/Internet application) port number from the Internet that
will be re-directed to the above Private IP address host in your LAN.

Comment: The description of this setting.

Enabled: Enable the Virtual Server.

Special Application
Some applications require multiple connections, such as Internet gaming, video

conferencing, Internet telephony and others. These applications cannot work when Network
Address Translation (NAT) is enabled. If you need to run applications that require multiple
connections, specify the port normally associated with an application in the "Trigger Port" field,
select the protocol type as TCP or UDP, then enter the public ports associated with the trigger

port to open them for inbound traffic.

Example:
n‘ Trigger Port Trlgger Type Public Port Public Type Comment ‘
28800 2300-2400,47624 MSN Game Zone
2 28800 UDP 2300-2400,47624 TCP MSN Game Zone
3 6112 UDP 6112 UDP Battle.net

Be EX Yew Fooodes Took Helo
oec - 03 - (%] (2] €0 POsad Srrons £ - T B
o |l eepc i pE 0.1
w"eless Brnadband Rnuter

W NAT | il

MAT Settings

Vi Sety Special Application _ Helg | |
Special Applicatinn
e Triggar Pan IH“IT Typa Publie Pan Public Type| Commuant |Enlh|u¢
i TCR |
2 =] TCR = TCF = I'_J
3. - = TP & |
4 il TOE & TCF = D
5 - TCF & TCF ]
B H TCF = TCF O
i - TEF W™ TCF = 1
i} & TCR TCP o ‘A
- - TCP & TCPR [
0 = T= = TF = a
R
@] oone B bttt
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Trigger Port: This is the out going (Outbound) range of port numbers for this particular
application.

Trigger Type: Select whether the outbound port protocol is “TCP”, “UDP” or both.

Public Port: Enter the In-coming (Inbound) port or port range for this type of application (e.g.
2300-2400, 47624)

Public Type: Select the Inbound port protocol type: “TCP”, “UDP” or both.

Comment: The description of this setting.

Enable: Enable the Special Application function.

Port Mapping
This functionality allows one or more public IP addresses to be shared by multiple

internal users. Enter the Public IP address you wish to share into the Global IP field. Enter a

range of internal IP that will share the global IP.

A Router Setup - Microsoft Internet Explorer

File:

@Back T g \ﬂ @ -_:] /_] Search “;:.r Favorites ﬁ} :u' ﬂ_ﬂv_ A 3

Address |<§i http:f]192.168.10.1/

Edt Wiew Favorites Tools  Help

AN NAT Fire
MNAT Settings
Vitual Server | Port Mapping Help
Special .f:”.i.., ation
5 lm
i - 182.168.10. e 0O
2. 19216810, || [Tcr ¥ | =
3 192 168,10, I || TcP | | &
4 192 16810, I | TCP > O
5 19216810, | [ TP | O
B 18216810, || |[Tce | | &
7 19218810, | | | =
8 19218810, | [Ter & | =
9. 192 16810, I | =
1019216810, | [P || | =
oK | Cancal | v
£]Dane & Internet

Server IP: Enter the NAT server IP address.
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Mapping Ports: Enter the port address NAT server maps to.
Type: Select the Inbound port protocol type: “TCP”, “UDP” or both.
Comment: The description of this setting.

Enabled: Enable the Port Mapping function.

ALG (Application Level Gateway)

The ALG window allows user to configure ALG settings for the wireless broadband

router.

2 Router Setup - Microsoft Internet Explorer E”E]EJ
Edit I

Tools  Help

File Wigwt  Fawaorites

@Back * il @ @ ,_:j /: ) Search \;':g-‘ Favarites {f} z_:" -,;.; i ﬁ

v BYs ks

fdress | @] httpiff192. 166,101

| Wireless Broadband Houter

AN NAT Firewall Routin

NAT Settings

Virtual Server ALG Help
'_:lirl:- E.‘.! ::I-’riil_ ation
Part Mapping
S FTP
ALG
0z H323/netmeeting ]
PPTP passthrough ]
Windows messenger{file transfer) il
ipsec passthrough ]
Battle.Net multiplayers I
Non_Standard FTP Port '
oK. ] C&ncﬂfl
@ Dane 0 Internet

ALG (Application Layer Gateway): You can select to enable, then the router will let that

application correctly pass though the NAT gateway.
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DMZ (Demilitarized Zone)

If you have a client PC that cannot run Internet application properly from behind the NAT
firewall or after configuring the Special Applications function, then you can open the client up
to unrestricted two-way Internet access.

Enter the IP address of a DMZ host to this screen. Adding a client to the DMZ

(Demilitarized Zone) may expose your local network to a variety of security risks, so only use

this option as a last resort.

3 Router Setup - Microsoft Internet Explorer E”EJE|
File

@Back * u |ﬂ ) Search “r" "H’ Favorites ﬁ‘{ .’_-:-':E' ,u_,;_ I_ 3 3

v G Lnks ®

Edit  Wjew Favorites Tools  Help

Address | ] hitp:f[192.168.10.1/

NAT Settings

Virtual Server DMZ HEle

[y L n H T
Special Application

Part Mappinag
5 ol Enabled O

] "
DMZ table
Public IP IP Address of Virtual DMZ
Address Host
|DDDD v‘ 19216810' «L(Add|
% Done B Internet

DMZ (Demilitarized Zone): Enable/disable DMZ.

Public IP Address: The IP address of the WAN port or any other Public IP addresses given to
you by your ISP.

IP Address of Virtual DMZ Host: Enter the DMZ host IP address.
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3.6 Firewall

Firewall Options

The Wireless Broadband Router provides extensive firewall protection by restricting
connection parameters to limit the risk of intrusion and defending against a wide array of

common hacker attacks. However, for applications that require unrestricted access to the

Internet, you can configure a specific client/server as a demilitarized zone (DMZ).

2 Router Setup - Microsoft Internet Explorer |Z||EH‘>_—<|

File Edit Wew Favorites Tools Help .;f
@Back k= | @ @ __:‘] jﬁSearch “g"\‘g‘ Favarites {-_‘j {_:' :ﬂ; q ‘3
Address [ @] http:/192.168.10.1 V| =Y co ks P
| ~
| it
-
| W|reless Broadband Houter
Wizard System WAN LAN NAT Firewall Routing UPnP DDN s Logouf
Firewall Seftings
Firewall Options Firewall Options Help
Client Filtering
URL Filtering
i o I-! Enable Hacker Attack Protect
AL Contro
Discard PING from WAN side ]
Unallow to PING the Gateway ]
Drop Port Scan Packets
Allow to Scan Security Port (113)
Discard NetBios Packets
Accept Fragment Packets
Send ICMP packets when error
Advance Setings |
| oK |[Ganesl|
@ Dane B nternet

Firewall Options: Select the functions that firewall supports. The selections include Enable
Hacker Attack Protect, Discard PING from WAN side, Unallow to PING the Gateway, Drop
Port Scan packets, Allow to Scan Security Port (113), Discard NetBios Packets, Accept

Fragment Packets and Send ICMP packets when error.
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Client Filtering
You can filter Internet access for local clients based on IP addresses, application types,

(i.e., HTTP port), and time of day. For example, this screen shows that clients in the address
range 192.168.2.50-99 are permanently restricted from using FTP (Port 21), while clients in
the address range 192.168.2.110-119 are blocked from browsing the Internet from Monday
through Friday.

2 Houtar Setwp - Microsalt leterner {xplenes

e [ e Ppeoibe Jook e
- "B R~ e E =10,
Gn.ur w] (& €0 ) eeh Pearte ) % 3 b, 3

LT LR T RN

> x

Wireless Broadhand Huuter

F ll Sattings
Cliarnt Flllellr-g H“"_l
=it Filimulug
[l Ensbda Chgnt Filtee
Ceanimant | Enadle
- Craways  [Chsmr Clecow Chee o= :
- ad P o= e w1 -
I G TC Ot | [iwsCimanTinaCieir 0 [100am |
- Gy [CJun Clmon ] Tox = -
2 - - TCF = .= = at Ollars &= Did0am = |
e bk ClvenCimaulIFmrClsaT :
p v Citbwars  Choni Chweor o ey
e 3 EE Chka | OweDmn Oar e 2
- G kways |l Clmow [ Tee :
& - - TCR = = 5 .. o * = (100 -
V2 Ve 1 C i Bl Clwin Dt LIt Clgay Dfars 1 3lam |
. {21 b s [ mon ] 1o A
5 mawan B iz TCP M ek | IS i L 0o 100am % =
an =) Ay e [l eon [l e =
(i i . 2 TP = Opeck  ClveoCiomuClms Oaay (20 == 000em = S
‘] [ B
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URL Filtering
To configure the URL Filtering feature, use the table as below to specify the web sites

(www.somesite.com) and/or web URLs containing the keyword you want to filter on your

network.
2l Router Setup - Microsoft Internet Explorer |‘:“EHZ|
File Edit ‘Wiew Faworites Tools  Help ','F

@Back T @ @ Mh /: ) search \;'\'q-‘ Favorites ﬁj z:v :1}_ - 3

address [&] hetp:ff192.168.10.1f

v| Go Links. **

N MAT Firewall Routing

FWireless Broadband Houter

Firewall Settings

Firewall Options + RL Filtering Help |

Client Filtering
URL Fileray [1Enable URL Filter

e O T T
| |

1. 19218810, 5 | ] |

2. 19216310, ¥ I | O

3 igzeill M || [

4. 192188.10. K i || @

5 192.168.10. 9 i | O

B 19216810 ~ Il [ vl
&] bone B Internet
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MAC Control
The MAC Control window allows user to block certain client PCs accessing the Internet

based on MAC address.

2 Router Setup - Microsoft Internet Explorer DFEHEJ
Help ':'E'

Tools

Eile Edit Wew Favorites

@Back * igd @ @ 5:\] /i] search \:_'\? Faworites ej :'v q;; '. '3

Address ] hitp:f192.168.10.1

v| Go. | Lirks *

fWireless Broadband Houter

I Firewall Houting U

Firewall Settings

Firewall Cptions MAC Control Help i

Client Filtering o
MAC Address Control [ Enabled

URL Filtering

R Filter out or only accept the following MAC address connect to Internet. ROSS IS SR @F- e 0

Configure MAC Address

| b | | i i I || Manual Setling v| < add ‘

OK | | Cancal

@ Done & Internst

MAC Address Control: This function allows user to determine whether to filter out or accept
the following MAC address connect to Internet.
Configure MAC Address: Enter the MAC address to filter out or to accept.
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3.7 Routing

Routing Table
The Routing Table window displays the current routing information in the system.

<3 Router Setup - Microsoft Internat Explorer,

File

@Back L ) | |ﬂ @ ;:‘] j'_.] Search \;I'\I{‘Favnrites {f} \.:' 1,‘,_,._ _I n ﬁ

fiddress |a§i http:/f192,168.10.1/

Edit  Miew Faworites  Tools  Help

|

Wireless Broadband Houter

II' Routing Ul

Routing Settings

Routing Table Routing Table Helg:f
Static Routing
Dynamic Routing — =
-' Destination i
192.1658.10.0 2552552550 192168100 O ethd
b
Iaé)] Done & Internet
Static Routing

A static route is a pre-determined pathway that network information must travel to reach
a specific host or network.

<3 Router Setup - Microsoft Internet Explorer EJ|E||Z]
File

@Back =) | @ @ ;:\‘ /:‘ Search \:'I'I"‘Favorltes ﬁ{‘ ‘--""-' q,:.; . "‘_&

Address |8 hetpiff 192,168,101/

W|reless Broadband nouter

Edit Wiew Favorites Toaols  Help

| Routing

Routing Settings

Routing Table Static Routing Help.

Static Routing

Dynamic Routing e i
’ Destination LAN IP Subnet Mask Gateway Action

HEE T EEEEEE |

Cancel

@ Done  Internet
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Destination LAN IP: The network address of destination LAN.
Subnet Mask: The subnet mask of destination LAN.
Gateway: The next stop gateway of the path toward the destination LAN. This is the IP of the

neighbor router that this router should communicate with on the path to the destination LAN.

Dynamic Routing

Dynamic Routing can be used to cache routes learned by routing protocols, thus
allowing the automation of static routing maintenance. The router, using the RIP (Routing
Information Protocol) protocol, determines the network packet’'s route based on the fewest
number of hops between the source and the destination. In this case, you could automatically

adjust to physical changes in the network layout.

3 Router Setup - Microsoft Internet Fxplorer I:||E|&

File Edit Wiew Favorites Tools  Help

@Back i ) \ﬂ |§| -_:] /_..i Search k;-:".‘ Favotites {fj‘ ' -:

Acddress | @] hetp:if192.168.10.11

wall Routing UPnP I

Routing Settings

Routing Table Dynamic Routing Help

Static Routing

Dynamic Routi
ynamic Routing Working Mode o e

Listen Mode Disabled

Supply Mode iDisabled V|

OK | Cancel |
@ Dane & ntermet

Working Mode: Select whether the wireless broadband router acts like router or gateway.

Listen Mode: Enable this mode to allow RIP server to receive routing information and
updating the routing information.
Supply Mode: Enable this mode to allow RIP server to send out routing information and

updating the routing information.
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3.8 UPNP (Universal Plug and Play)

UPnP Settings
UPnP (Universal Plug and Play) allows automatic discovery and configuration of

equipment attached to your LAN. UPnP is by supported by Windows ME, XP, or later. It
provides compatibility with networking equipment, software and peripherals of the over 400
vendors that cooperate in the Plug and Play forum.

A Router Setup - Microsoft Internet Explorer |- |E||X|

File Edit Wiew Favorites Tools Help

@Back * @ @ _-_:“ .’;\'Sean:h h"".;‘Favorltes fj

Address | &] http:/f192.168.10.1

Wireless Broadband Houter

UPnP DDNS W
UPnP Settings
UPsiSetlings UPnP Settings Help |
Port Mapping
.
o1
oK | cancl |
&] Dane 8 Internet ~

UPNP Settings: You can enable or Disable UPnP feature here.
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Port Mapping
The Port Mappings window displays all UPnP ports mapping information.

2l Router Setup - Microsoft Internet Explorer |Z]|E”E]
Edit !

File Wi Fawvorites Tools Help

Do - © - (6] [B] @ Do forovons @ £3- 1 53 B

Address |@ htbp:fi192. 168,101

W|reless Broadband nouter

} UPnP DDMS

UPNnP Settings

UPnP Settings Port Mapping Help
FPort Mapping =
Fefresh
Remote | External | Internal | Internal % v
I

@ Done ﬂ Internet

3.9 DDNS
DDNS (Dynamic DNS)
DDNS (Dynamic DNS) provides you on the Internet with a method to tie their domain

name to a computer or server. DDNS allows your domain name to follow your IP address

automatically by having your DNS records changed when your IP address changes.

23 Router Setup - Microsoft Internet Explorer
File Edit Wew Favorites Tools  Help

@Back L > | \_1 d \‘ () search \J"JFavorltes % -3' Lo e 3

v| Go Links ™

address | @] hetpeff192.168.10.1]

DDNS Settings
DDNS Settings DDNS Settings Help

(2 Enabled (& Disable

Host Name | |

DDNS Server | no-ip.corm |

User Name |

|
DDNS Retry Time hgurs

OK | Cancel

@ Done & Internet

DDNS: Enable/Disable the DDNS function of this router.
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3.10 Wireless

Basic Configuration

The Basic Configuration window allows user to set wireless SSID, Channel and
enable/disable SSID Broadcast.

2 Router Setup - Microsoft Internet Explorer E |E|E|

Help /3

File

Q- O X [B O Lo frrowen @21 3 B

vl Go | links @

| Wireless Broadband Houter

5 Wireless Logout

Edit  Wiew Favorites Tools

Agidress | ] http:{[192.168.10.1

Wireless Seftings

Basic Configuation | Basic Configuation Help
WEP J R
Default_11G
MAC Filter =
Client List 00:0C;43:26:617:14
Security 'm|
RADIUS
SSID Broadcast [+] Enabled
OK | Cancel |
@ Daone B Internet

SSID: SSID (Service Set Identifier) is the network name (by default: Default_11G). It is
case-sensitive and must not exceed 32 characters. To communicate, all wireless devices in
the network should share the same SSID.

BSSID: Basic Service Set Identification. BSSID is used to identify the name of an ad-hoc
wireless network.

Channel: The channel used by the wireless LAN (by default: channel 6). All devices in the
same wireless LAN should use the same channel.

SSID Broadcast: To enable or disable SSID broadcast function.



WEP (Wired Equivalent Privacy)

The WEP window allows user to set up wireless WEP settings, such as set WEP key

length and generate new key. It's a secure data transmission that protects wireless LAN from

casual eavesdropping.

A Router Setup - Microsoft Internet Explorer |g|
File  Edit ¥

Wiew  Favorites  Tools  Help

@Back N~ | @ @ ;:] /’1 Search ";:.;” Favorites {f} ::v _;;'_ 3

Address @] hitp:/f192.166.10.1f

| Wireless Broadband Houter

5> Wireless Logout

Wireless Seftings

Basic Configuation WEP HELFJ’

WEP
Advanceil T
:5' & tii" WEP Encryption | B4 bits 10 hex digits V_|
Client List Passphrase ipassphrase | i*ieﬁéﬁafﬂ
Security
RADIUS | |

i i

Default Transmit key NOEN@NHG NG
OK | Caneel |
,é"l ® Internet

WEP Encryption: You may disable or enable the WEP function from the setting item. The
selections in the setting item are changed based on the key format.

Passphrase: The name of the set of WEP keys.

Key 1 - Key 4: The WEP keys are used to encrypt data transmitted in the wireless network. Fill
the text box by following the rules below. 64-bit WEP: input 10-digit Hex values (in the "AF",
"a-f" and "0-9" range) or 5-digit ASCII character as the encryption keys. 128-bit WEP: input
26-digit Hex values (in the "A-F", "a-f* and "0-9" range) or 13-digit ASCII characters as the
encryption keys.

Default Transmit key: To select which key to be the default key for the router.



Advanced

The Advanced window allows user to set up wireless broadband router’s advanced

wireless settings, such as Regulatory Domain, Beacon Period, RTS Threshold, Fragmentation,
DTIM Period, Basic Rate Set, TX Rates and Preamble.

<3 Router Setup - Microsoft Internet Explorer ‘_Htl H__|
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RTS Threshold 2347 | (Default 2347, Range: 0 - 2347)
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Control Tx Rates |Auto V|
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Rate Mode: Allow user to select the rate mode. The choice has Disable, B-Only, Mexed,
G-Only.
Regulatory Domain: Allows user to select the region wireless broadband router is located.

The router’s Default setting is Auto that means router will automatically adjust which regulatory

46



domain it will operate with.

Authentication Type: Allow user to select Authentication Type. The choice has Open System,
Shared key, and Auto.

Beacon Period: This value represents the time interval between beacons broadcast by the
AP.

RTS Threshold: This value represents the minimum size of data frames above which
Request-To-Send (RTS) protocol is used. RTS helps to prevent data collision from hidden
nodes.

Fragmentation: For efficient high-traffic situations, large files are split into fragments. This
parameter specifies the default packet size.

DTIM Period: This parameter specifies the number of beacon intervals between successive
Delivery Traffic Indication Maps (DTIMs).

Basic Rate Set: Basic data transfer rate.

Control Tx Rates: The value is between 1Mbps to 54Mbps.

CTS Protection: CTS Protection Mode boosts your gateway's ability to intercept Wireless-G
and 802.11b transmissions. Conversely, CTS Protection Mode decreases performance.
Preamble: Either Short (72 bits) or Long (144 bits).

Tx Burst: This setting allow user to enable or disable Tx Burst.

Packet Aggregation: This setting allow user to enable or disable Packet Aggregation.
Antenna: User can choose different Antenna setting which as Diversity, Antenna 1, or

Antenna 2.
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MAC Filter

The MAC Filter window allows user to set wireless broadband router to allow/prevent

devices from listed MAC addresses to access the router.

23 Router Setup - Microsoft Internet Explorer E“E”g]
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MAC Address Filter: This field allows user to select whether the broadband wireless router
allows the MAC address to access the wireless network or prevent the MAC address to access
the wireless network.

MAC Address List: Enter the MAC addresses for the router filtering function.
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Client List
The Client List windows displays all the clients connect to wireless broadband router.
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Security
The Security Setting window allows user to set up wireless security settings, such as

Security Mode, WPA-PSK Pass Phrase, WPA G-Rekey Interval and WPA Data Encryption.
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Security Mode: Select whether the broadband wireless router operates without any security
mode or with WEP, WPA and WPA-PSK mode.

WPA-PSK Pass phrase: The name for WPA-PSK mode.

WPA G-Rekey Interval: Enter the time period the broadband wireless router changes WPA
G-Rekey.

WPA Data Encryption: Select whether the broadband wireless router uses TKIP or AES data

encryption.

RADIUS
The Radius Settings windows allows user to set up wireless broadband router’s Radius
server, such as Radius Server (server IP address), Radius Server Port, Shared Secrete (like

password) and Confirm Shared Secrete (confirm password).
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Radius Server: Enter the Radius (Remote Authentication Dial-In user Service) server IP
address.

Radius Server Port: Enter the Raduis server port number.

Shared Secrete: Enter the password for the Radius server.

Confirm Shared Secrete: Confirm the password for the Radius server.
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3.11 Wizard

Host Settings
The Host Settings window allows user to configure basic settings of wireless broadband

router, such as Host Name, Domain Name, Time Zone and Daylight Saving. Click “Next” to

update WAN settings.
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5.4

Host Name: Enter a hostname if it provided by the ISP (Default: Wireless_Router).

Domain Name: Enter a Domain Name if it provided by the ISP (Default: Router).

Time Zone: Select the time zone of the country you are currently in. The router will set its
time based on your selection.

Daylight Saving: The router can also take Daylight savings into account. If you wish to use
this function, you must check/tick the enable box to enable your daylight saving configuration.
Next: Click Next to update WAN settings.
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WAN Settings
The WAN Settings window allows user to specify the WAN connection type, such as

Cable Modem, Fixed-IP xDSL, or PPPoE xDSL. After you setup the connection settings, click

Next to update the DNS settings.
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Cable Modem: If your broadband wireless router connects to the cable modem, click Cable
Modem to enable/disable the MAC cloning function (MAC address is provided by your ISP).
Fixed-IP xDSL: If your broadband wireless router connects to the Fixed-IP xDSL, click
Fixed-IP xDSL to enter the IP address and gateway address are provided by ISP.

Dial-Up xDSL (PPPoE): If your broadband wireless router connects to the Dial-Up xDSL, click
Dial-Up xDSL to enter the login information is provided by ISP.

PPTP: If your broadband wireless router connects through the PPTP, click PPTP to enter the
login information is provided by ISP.

L2TP: If your broadband wireless router connects through the L2TP, click L2TP to enter the

login information is provided by ISP.
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DNS
You can update the DNS settings only if you enabled the DNS server under the WAN
configuration page (please refer DNS configuration in page 31). After you change the DNS

configurations, click Finish to update the DNS settings of the broadband wireless router.
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3.12 Help
Click Help on the Top-right button of each Web-based Utility section to connect Help

screen. On the Help screen, you can see each Web-based Utility of wireless broadband router.
The wireless broadband router functions are described and some technology terms are listed

too.
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3.13 Logout

Click Logout in the task bar to initiate wireless broadband router logout process.

Wireless Broadband nouter

Wizard




4. Troubleshooting

This chapter covers some common problems that user may encounter while accessing
the wireless router and some possible solutions for them. If you follow the suggested
instructions to configure the wireless router, but router still does not function properly, please

contact your local dealer for assistance.

Q1) Cannot connect to the wireless router.
Ans: Check the following.
a) If the wireless router is properly installed, if LAN connections are OK, and if
wireless Router is powered on.
b) Ensure that your PC and wireless router are on the same network segment.
c) If your PC is set to “Obtain an IP Address automatically” (DHCP client), restart it.
d) If your PC uses a Fixed (Static) IP address, ensure that it is using an IP Address
within the range 192.168.10.2 to 192.168.10.254 and thus compatible with the
wireless router’s default IP Address of 192.168.10.1. Also, the Network Mask
should be set to 255.255.255.0 to match the wireless router. In Windows, you
can check these settings by using “Control Panel > Network” to check the

“Properties” for the TCP/IP protocol.

Q2) When | enter a URL or IP address | get a timed out error.

Ans: A number of things could be causing this. Try the following troubleshooting steps.
a) Check if other PCs work. If they do, ensure that your PCs IP settings are
correct. If using a fixed (static) IP address, check the Network Mask, Default
gateway, and DNS as well as the IP Address.
b) If the PCs are configured correctly, but still not working, check the wireless
router. Ensure that it is connected and on. Connect to it and check its settings. If
you can’t connect to it, check the LAN and power connections.
c) If the wireless router is configured correctly, check your Internet connection

(DSL/cable modem etc) to see that it is working correctly.

Q3) Some applications do not run properly when using the wireless router.

Ans: The wireless router processes the data passing through it, so it is not transparent.
Use the Special Applications feature to allow the use of Internet applications that do
not function correctly. For example, you can use DMZ function, this should work with
almost every application but there is a security risk since firewall is disabled and only

one PC can be used in this feature.

Q4) My PC cannot locate the wireless router.
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Ans: Check the following.

a) If your PC is set to Infrastructure Mode, because the router is always in

Infrastructure Mode.

b) If the SSID on your PC and wireless router are the same. Remember that the
SSID is case-sensitive.

c) If both of your PC and wireless router have the same WEP settings. The default
setting for the wireless router is disabled, so your wireless station should also
have WEP disabled.

d) If WEP is enabled on the wireless router, your PC must have WEP enabled, and
the key tables (64/128 bit encryption) must match.

e) If the wireless router's wireless screen is set to allow LAN access to select
wireless stations only, then each of your wireless stations must have been
selected or access will be blocked.

f) To see if radio interference is causing a problem, check if connection is possible
when close to the wireless router. Remember that the transmission range can

be as short as 100 feet in poor environment.

Q5) Wireless connection speed is very slow.
Ans: A wireless system transmission speed depends on the distance and the environment.
To obtain the highest possible connection speed, you can try the followings:
a)  Try to adjust wireless router location and orientation.
b) If there are interference problems, change to another wireless channel.
c) If other devices cause the interference, you should turn off that device or

relocate it.

Q6) The “Status” light is ON (steady ) after power on, it means the router is hung
Ans: Please disconnect the power adapter from the power jack on the router and reconnect

the power adapter again to the router, check if the “Status” light is flashing normally.

If you have any troubles to configure or setup this WLAN adapter, please feel free to
contact us.
Before contacting us, make sure collect following information. Submit complete detailed

information of your problem will help us to provide you accurate answers.

Model Name:
Serial Number:
PC Settings:
Other:
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