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Section 1 - General Information

General Information

The D-Link DSL-520B is an ADSL2+ modem that offers the convenience of Ethernet connections. This user manual provides a simple and easy-to-
understand format to install and configure your modem.

Package Contents

« ADSL2+ Modem

« 12VDC, 500mA DC CEC-compliant switching power adapter
« RJ-11 telephone cable

« RJ-45 Ethernet cable

+ Quick Install Guide

« Installation CD-ROM

Note: Using a power supply with a different voltage rating than the one included with the DSL-520B will cause damage and void the warranty for this product.

Important Safety Instructions

« Place your modem on a flat surface close to the cables in a location with sufficient ventilation.

- To prevent overheating, do not obstruct the ventilation openings of this equipment.

« Plug this equipment into a surge protector to reduce the risk of damage from power surges and lightning strikes.
- Operate this equipment only from an electrical outlet with the correct power source as indicated on the adapter.
« Do not open the cover of this equipment. Opening the cover will void any warranties on the equipment.

« Unplug equipment first before cleaning. A damp cloth can be used to clean the equipment. Do not use liquid/aerosol cleaners or
magnetic/static cleaning devices.

« To reduce the risk of fire, use only No. 26 AWG (or larger diameter/smaller AWG) RJ-11 telephone cable.

D-Link DSL-520B ADSL2+ Modem User Manual 4



Section 1 - General Information

Front Panel View

DSL Internet

A solid green light indicates the unit is powered on.
A red light indicates a malfunction.

A solid light indicates a connection to an Ethernet-enabled computer. This LED
blinks during data transmission.

A solid light indicates the DSL is synchronized
A flashing LED indicates the modem is attempting to synchronize with the DSL
provider.

1 Power LED
2 LAN LED
3 DSLLED
4 Internet LED

A solid green light indicates that the modem has an IP address and is connected
to the Internet.

Ared lightindicates that the modem does not have an IP address or authentication
has failed

No light indicates that an ADSL connection is not present or the modem is in
bridge mode.

D-Link DSL-520B ADSL2+ Modem User Manual




Section 1 - General Information

Rear Panel View

‘HWN'I'HIU
B

1 DSL Line « Connect to an active telephone line (RJ-11).
2 LAN Port - Connect Ethernet devices such as computers, switches, and hubs.
« Pressing the Reset button for 5 seconds restores the modem to its original factory
3 Reset .
default settings.
4 ON/OFF «  Press this button to turn the unit ON or OFF.
5

Power Receptor |- Receptor for the supplied power adapter.
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Section 2 - Installing The Modem

Installing the Modem

Connect the ADSL and Telephone Lines

« Connect an RJ-11 cable between the wall phone jack and the DSL port on the rear panel of the modem.

Connect the PC to the Modem

« To use the Ethernet connection, connect the Ethernet cable from the computer directly to the modem. Connect one end of the
Ethernet cable to the port labeled LAN on the back of the modem and attach the other end to the Ethernet port of your computer.

« If your LAN has more than one computer, you can attach one end of an Ethernet cable to a hub or a switch and the other to the
Ethernet port (labeled LAN) on the modem. Note that either a crossover or straight-through Ethernet cable can be used. The
modem automatically recognizes the type of connection that is required.

D-Link DSL-520B ADSL2+ Modem User Manual



Section 2 - Installing The Modem

Connect the Power Adapter

- Complete the process by connecting the supplied 12V, 500mA power adapter to the POWER connector on the back of the device
and plug the adapter into a wall outlet or power strip. Then turn on and boot up your PC and any LAN devices, such as hubs or
switches, and any computers connected to them.
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Section 3 - Installation Diagram

Installation Diagram

DSL-520B Modem

Desktop Computer
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Section 4 - Configuring Your Computer

Configuring Your Computer

Prior to accessing the modem through the LAN or USB port, note the following necessary configurations:

« Your PC’s TCP/IP address: 192.168.1.x (where “x”is any number between 2 and 254)
« The modem’s default IP address: 192.168.1.1
« Subnet mask: 255.255.255.0

Below are the procedures for configuring your computer. Follow the instructions for the operating system that you are using.

Windows” XP

1. Inthe Windows taskbar, click on the Start button then go to Control Panel and then click Network Connections.
2. Inthe Network Connections window, right-click on the Local Area Connection icon and click on Properties.

3. Listedinthe Local Area Connection window are the installed network components. Make sure the box for Internet Protocol (TCP/
IP) is checked and then click on Properties.

4. IntheInternet Protocol (TCP/IP) Properties dialog box, click on the radio buttons labeled Obtain an IP address automatically and
Obtain DNS server address automatically.

5. Click on OK twice to save your changes and then close the Control Panel.

D-Link DSL-520B ADSL2+ Modem User Manual
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Section 6 - Quick Setup

Mac

These are instructions for configuring your Mac OS X operating system

In the Mac OS X Dock, click on the System Preferences icon.

Under Internet & Network, click Network. In the Show menu, select Built-in Ethernet or Ethernet (Depending on your Mac OS version.)
Click the TCP/IP tab.

In the Configure menu, select Using DHCP.

ik wnNn-=

Click Apply Now and Save if your computer prompts you to save changes.

D-Link DSL-520B ADSL2+ Modem User Manual 11



Section 6 - Quick Setup

Log in to the Modem

This section will explain how to log in to your modem using the following steps:
1. Launch your web browser.
2. Enter the URL http://192.168.1.1 in the address bar and press Enter.

A login screen like the one below will be displayed after you connect to the user interface.

Enter Network Password el

Note: Use admin/admin as a default for

? Pleaze type pour uzer name and password. username and password.
Site: 197 1681 1 « The admin account can perform all
functions
Fealm DL Router (username / password: admin / admin).
User Mame n
Note: Passwords can be changed at any
Fazsword | time.

[T Save thiz pazzword in your pazsword list

QFk. Cancel

3. Enter your user name and password, and then click OK to display the user interface.

Note: This manual has been prepared using the admin user name.

D-Link DSL-520B ADSL2+ Modem User Manual
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Section 6 - Quick Setup

Quick Setup

Quick Setup will be the first page you see when you log in to the router. Verify the box is checked next to DSL Auto-connect. Please prepare your
account information provided by your Internet Service Provider (ISP).

Click Next to begin setup. D-Link DSL-520B

. . i Quick Setup
Note: Quick Setup will allow you to configure a PPPoE Device Info
. . . Quick Setup This Quick Setup will guide you through the steps necessary to configure your DSL
connection. For more information on PPPoE and other Advanced Setup Router.
. . Diagnostics ATM PVC Configuration
connection types, please see the Advanced Setup section M S

Select the check box below to enable DSL Auto-connect process.

in this user manual. DSL Auto-connect

Recommend: 300x600 pixels, High Color{16 Bits)
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Section 6 - Quick Setup

The router will automatically perform a PVC scan in order to detect your DSL connection.

If the scan is unsuccessful, you must manually enter account settings. For these settings, please refer to your account information provided by
your ISP.

%, Loading... -

D-Link DSL-520B

Device Info DSL Router Auto-connection Progress Information
Quick Setup
Advanced Setup
Diagnostics
Management

The DSL Router Auto-connect is in progress.

DSL Router can be connected using PVC (0/0/32) with Bridge protocol.

Cancel

Recommend: 800x600 pixels, High Color{16 Bits)

Waiting for 192.168.1.1... [ ]
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Section 6 - Quick Setup

When the PVC scan is complete, you will be prompted to enter your username and password as provided by your ISP.
Advanced users can configure optional settings on this page.

Click Next to continue setup.

D-Link DSL-520B

Device Info PPP Username and Password

Quick Setup PPP usually requires that you have a user name and password to establish your

Advanced Setup connection. In the boxes below, enter the user name and password that your ISP
& i has provided to you.

Diagnostics

Management ’

PFPoE Service MName:

PPP Username:

PPP Password: 4|

Authentication Method: |AUTO 8

[ Dial on demand (with idle timeout timer)

[0 PPP IP extension

[0 Use Static IP Address

[] Retry PPP password on authentication error
[0 Enable PPF Debug Made

Bridge PPPOE Frames Between WAN and Local Ports (Default Enabled)
MTU[1-65535]: 1492 '

Recommend: 800x600 pixels, High Color(16 Bits)

D-Link DSL-520B ADSL2+ Modem User Manual



Section 6 - Quick Setup

The router will automatically verify your username and password.

D-Link DSL-520B
Device Info DSL Router Auto-connection Authentication Information
Quick Setup DSL Router is verifying the PPPoE authentication using PVC (0/0/35).
Advanced Setup .
A & Please wait...
Diagnostics
Management

Recommend: 800x600 pixele, High Color(16 Bits)

D-Link DSL-520B ADSL2+ Modem User Manual

16



Section 6 - Quick Setup

This page allows you to adjust the Local Area Network settings. No changes are required on this page.

Click Next to continue.

D-Link DSL-5208
Device Info Device Setup
Quick Setup Configure the DSL Router IP Address and Subnet Mask for LAN interface.
Advanced Setup - —_—
Diagnostics IP Address: 192.168.1.1
Subnet Mask: 255.255.255.0
Management e

O Disable DHCP Server

& Enable DHCP Server
Start IP Address: 192.168.1.2
End IP Address: 192.168.1.254
Subnet Mask: [255.255.255.0
Leased Time (hour):| 24 o -

] Configure the second IP Address and Subnet Mask for LAMN interface

Recommend: 3800x500 pixelz, High Color(16 Bitz)

D-Link DSL-520B ADSL2+ Modem User Manual
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Section 6 - Quick Setup

Verify your settings are correct and click Save/Reboot. The router will save your settings and reboot itself. Please do not unplug any cables during
this process.

D-Link DSL-520B
Device Info WAN Setup - Summary

Quick Setup Make sure that the settings below match the settings provided by your ISP.

Advanced Setup

Diagnostics PORT / VPI / VCL: |0/ 0/ 35

Management Connection Type: |FFFoE
Service Name:

Service Category: |LER

IP Address: Automatically Assigned
Service State: Enabled
NAT: Enabled
Firewall: Enabled

IGMP Multicast: Disabled
Quality Of Service: | Disabled

Click "Save/Reboot” to save these settings and reboot router. Click "Back”™ to make
any modifications.

NOTE: The configuration process takes about 1 minute to complete and your DSL
Router will reboot.

[ Back ][ Save/Reboot ]

Recommend: 300x500 pixels, High Color{16 Bitz)
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Section 7 - Device Info

Device Info

The Device Info page shows details of the modem such as the version of the software, bootloader, LAN IP address, etc. It also displays the current
status of your DSL connection.

Summary

A summary of your device’s information is provided in this section. The information will reflect your DSL's connection status.

Device Info HW rev T1
Summary Device Info
WAN
Statictics Board ID: D5L-520B
Route Software Version: BCM-3.10L.MA.20100623
ARP Bootloader (CFE) Version: |before 1.0.37-5.12
DHCP This information reflects the current status of your DSL connection.
Quick Setup
Advanced Setup Line Rate - Upstream (Kbps):
Diagnostics Line Rate - Downstream (Kbps):
Management LAN IP Address: 192.168.1.1
MAC Address: 00-24-01-85-B1-D2
Default Gateway:
Primary DNS Server: 192.168.1.1
Secondary DNS Server: 192.168.1.1

Recommend: 800x500 pixelz, High Color(16 Bits)
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Section 7 - Device Info

WAN

The WAN Info screen displays WAN connections previously set up in the Home section. There is an extra“Status” column used for connection status
information, displaying either ADSL Link Down or ADSL Link Up.

D-Link DSL-520B

Device Info WAN Info
Summary
WAN Port/VPI/VCI
Statistics
Route
ARP
DHCP

Quick Setup

Advanced Setup

Diagnostics

Management

Con.

D Category | Service | Interface | Protocol | Igmp | QoS | State | Status ae

Address

Recommend: 800x500 pixels, High Color{16 Bits)
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Section 7 - Device Info

Statistics
LAN

The LAN section shows received and transmitted packet information D-Link

DSL-520B
for the Ethernet interface. Click on Reset Statistics to renew the

i H Device Info Statistics -- LAN
information.

Summary Interface Received Transmitted

WAI:I i Bytes |Pkts |Errs|Drops |Bytes |Pkts|Errs|Drops

Statistics Ethernet |263782[2225(0 |0 |704167|1638[0 |0
LAN

WAN
oo
ADSL
Route
ARP
DHCP
Quick Setup

Recommend: 800x600 pixels, High Color(16 Bits)

The WAN section shows received and transmitted packet information
for the WAN connections that you have set up. Click on Reset

Device Info Statistics - WAN

Summary [ServiceWPT/VCI[Protocolfinterface| Received T itted |
WAN [ [ [ [

[
|Bytes[Pkts[ErrsDrops[Bytes|Pkts[Errs[Drops|
Statistics

Statistics to renew the information.

L
WAN
ATM
ADSL
Route
ARP
DHCP
Quick Setup

Recommend: 500x600 pixels, High Color(16 Bits)
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Section 7 - Device Info

D-Link

Device Info
Summary
WAN
Statistics

LAN
WAN
ATM
ADSL
Route
ARP
DHCP

Quick Setup

Advanced Setup

Diagnostics

Management

ATM

The ATM section displays statistical values for your ATM interface as well as for AAL5 and AALS5 VCC. Click on Reset Statistics to reset the values.

DSL-520B
ATM Interface Statistics
In In
In In
In | out | I In o | Invalid | B0 (a0 prr| B | circuie | SR | 6
Octets | Octets | Errors | Unknown Eores \.é[r)rlc;.frgl Enabla Errors Cells E‘rrrg;as CRC |Errors
Errors Errors
0 0 0 0 0 0 0 0 0 0 0 0
AALS Interface Statistics
In Qut In Ucast Out Ucast In Out In Out
Octets Octets Pkts Pkts Errors Errors Discards Discards

0

0

]

0

AALS VCC Statistics

|‘JP]!VCI |CRC Errors | SAR Timeouts |ll}versized SDUs | Short Packet Errors | Length Errors

Reset Statistics

Recommend: 800x500 pixelz, High Color(16 Bits)
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Section 7 - Device Info

ADSL

Information contained in the ADSL screen is useful for troubleshooting and diagnosing connection problems.

D-Link DSL-520B
Device Info Statistics -- ADSL
Summary Mode:
WAN Line Coding:
Statistics Status: Link Down
LAN Link Power State: L0
WAN Downstream|Upstream
ATM SNR. Margin (dB):

ttenuation (dB):

ADSL Dutput Power (dBm):
Route Attainable Rate (Kbps):
ARP Rate (Kbps):

DHCP

i Super Frames:

Quick Setup Super Frame Errors:
Advanced Setup RS Words: e
- . RS Correctable Errors:

Lo iann RS Uncorrectable Errors:
Management

HEC Errors:

I0CD Errors:

LCD Errors:

Total Cells:

Data Cells:

Bit Errors:

Total ES:

Total SES:

Total UAS:

[ ADSL BER Test | [ Reset Statistics |

Recommend: 300x600 pixels, High Color(16 Bits)
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Section 7 - Device Info

Route

The Route Info section displays route information showing the IP addresses of the destination, gateway, and subnet mask as well as other route

information.
D-Link DSL-520B

Device Info Device Info -- Route
Summary Flags: U - up, ! - reject, G - gateway, H - host, R - reinstate
WAN D - dynamic (redirect), M - modified (redirect).
Statistics
s Destination | Gateway | Subnet Mask | Flag | Metric | Service | Interface

oute

ARP 192.168.1.0 | 0.0.0.0 255.255.255.0 |U ] bro
DHCP

Quick Setup

Advanced Setup

Diagnostics

Management

D-Link DSL-520B ADSL2+ Modem User Manual 24



Section 7 - Device Info

D-Link

Device Info
Summary
WAN
Statistics
Route
ARP
DHCP

Quick Setup

Advanced Setup

Diagnostics

Management

Recommend: 800x600 pixels. Hiah Colori16 Bitz)

ARP

This section allows you to query the MAC and IP address information of the equipment attached to the modem.

Device Info - ARP

IP address

Flags

HW Address

Device

192.168.1.2

Complete

00:1F:29:98:50:E9

br0

DSL-520B

D-Link DSL-520B ADSL2+ Modem User Manual
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Section 7 - Device Info

DHCP

The DHCP server is enabled by default for the router’s Ethernet LAN interface. DHCP service will supply IP settings to computers configured to
automatically obtain IP settings that are connected to the router though the Ethernet port. When the router is used for DHCP it becomes the default

gateway for DHCP client connected to it. Keep in mind that if you change the IP address of the router, you must change the range of IP addresses
in the pool used for DHCP on the LAN.

D-Link DSL-520B

Device Info Device Info -- DHCP Leases

Summary

WAMN
e 129- 00:1F:29:98:50:E9 | 192.168.1.2 | 23 hours, 50 minutes, 36 seconds
Statistics

Hostname MAC Address IP Address | Expires In

Route

ARP

DHCP
Quick Setup
Advanced Setup
Diagnostics
Management

Recommend: 800x600 pixels, High Color{16 Bits)
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Section 9 - Advanced Setup

Advanced Setup

This section of the setup is an advanced version of the quick setup. If you want to make specific configurations to your modem such as creating a
SNMP, etc., consider going through this advanced setup for a more comprehensive configuration.

WAN

Device Info Wide Area Network (WAN) Setup
Quick Setup Choose Add, Edit, or Remove to configure WAN interfaces.
Configure the DSL settings as provided by your ISP. Advanced Setup Choose Save/Reboot to apply the changes and reboot the system.
‘I“_UA‘:IN Port/Vpi/Vci | Con. ID |l3:-1tegor\|r | Sarvice | Interface | Protocol |Igmp ‘QOS | State | Remove | Edit |
. . . NAT Add | [ R Save/Reboot
Click the Add button if you want to add a new connection Security (ada J{_ Remove { Save/Reboor |
. i f Servi
for the WAN interface and to proceed to the ATM PVC T
Configuration screen on the following page. The ATM PVC s
Configuration screen allows you to configure an ATM PVC MAC Clone
. ) X Diagnostics
identifier (VPl and VCI) and select a service category. Management

Recommend: 800x600 pixels, High Color(16 Bits)
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ATM PVC Configuration

VPI/VCI: These values are required for all DSL connection types and are provided by your ISP.
Service Category: Use the default setting unless otherwise instructed by your ISP.

Enable QoS: Use the default setting unless otherwise instructed by your ISP. For more information about QoS, see the Quality of Service section
in this user manual.

Click Next .

D-Link DSL-5208
Device Info
Quick Setup ATM PVC Configuration
Advanced Setup This screen allows you to configure an ATM PVC identifier (VPI and VCI) and select a service category.

WAN Otherwise choose an existing interface by selecting the checkbox to enable it.

LAN VPL [0255] [0

NAT VCI: [32-65535] 35

Security

Quality of Service _

Routing Service Category| UBR ‘nr_"."ithout P_CH ¥

DNS Enable Quality Of Service

DSL

| Enabling packet level QoS for a PVC improves performance for selected classes of applications. QoS

MAC Clone cannot be set for CBR and Realtime VBR. QoS consumes system resources; therefore the number of
Diagnostics PVCs will be reduced. Use Advanced Setup/Quality of Service to assign priorities for the applications.
Management )

Enable Quality Of Service []
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Connection Type

This screen shows the types of network protocols and encapsulation modes that can be configured.

Connection Type: Select the connection type that your ISP has instructed to use.

« PPP over ATM (PPPoA)

« PPP over Ethernet (PPPoE)

« MAC Encapsulation Routing (MER)/DHCP
« |P over ATM (IPoA)

- Bridging
PPPoE, MER (also referred to as DHCP) and Ey¥ETy 4 DSL-5208
Bridging are the most common connection types
in North America. To set up a PPPoE, MER or Device Info Connection Type
. . . . . Quick Setup Select the type of network protocol for IP over Etharnet as WAN interface
Bridging c.onnectlon, foII(?w the instructions on Kibrairesl oetam -
the following pages of this user manual. PPPoA WAN EREoveait PEROR)
and IPoA are more widely utilized in other regions. LAN O Pep over Ethemet (PPPOE)
Setup for PPPoA and IPoA are similar to PPPoE and ::Jurh © MAC Encapsulation Routing (MER)
MER, respectively. Quality of Service O 1P over ATH (1PoA)
Routi
. . D:Il; = @® Bridging
Encapsulation Mode: Use the default setting 2t
unless otherwise instructed by your ISP. MAC Clone Eneaueigtun Ml
DRiestics LLC/SNAP-BRIDGING |
. . Management
Note. These sett/.ngs are ISP dependant. For
information regarding proper configuration, contact
your ISP.
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PPP over Ethernet (PPPOE)

This page allows you to configure your PPPoE connection.

PPP Username: Enter your username as provided by
your ISP.

PPP Password: Enter your password as provided by
your ISP.

PPP Service Name: Enter any name that will help you
identify your connection. This field will not affect your
connection.

Dial on demand (with idle timeout timer): Allows
you to manually connect to the Internet so you are not
permanently connected. Idle timeout timer is included.

PPP IP extension: Used by some ISPs. Check with your
ISP to see if it is required.

Use Static IP Address: Select if your ISP has provided
you with a static IP address. If selected, you will be asked
to enter the static IP address.

D-Link DSL-520B
Device Info PPP Username and Password
Quick Setup PPP usually requires that you have a user name and password to establish your connection. In the
Advanced Setup boxes below, enter the user name and password that your ISP has provided to you.

WAN

LAN

NAT PPP Username:

Security PPP Password:

Quality of Service PPPoE Service Mame: |

Routing Authentication Method: |AUTO v_f

DNS [0 Dial on demand (with idle timeout timer)

DSL

MAC Clone
r[:agnDStB ; [] FPP IP extension

danagemen

[0 Use Static I Address

[0 Retry PPP password on authentication error
[0 Enable PPP Debug Made

Bridge PPPOE Frames Between WAN and Local Ports (Default Enabled)
MTU[1-65535]: (1492

Recommend: 800x600 pixels, High Color(16 Bits)

Retry PPP password on authentication error: Select if you want the router to automatically retry your PPP username and password when there

is an authentication error on your DSL line.

Enable PPP Debug Mode: Select if you want to keep a log of connection negotiation transactions. This option is used for troubleshooting connection

issues.

Bridge PPPoE Frames Between WAN and Local Ports (Default Enabled): Use the default setting unless otherwise instructed by your ISP.

MTU: Use the default setting of 1492 unless otherwise instructed by your ISP.

Click Next.
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Network Address Translation Settings (PPPoE)

Enable NAT: Select if you would like to share your internet connection. Sharing your connection may also require an Ethernet switch to connect

multiple computers.

Enable Firewall: Select if you would like to utilize the firewall to help protect you from unwanted internet threats.

Enable IGMP Multicast: Use the default setting unless otherwise instructed by your ISP.

Enable WAN Service: This option is Enabled by default. Deselecting this option will cause your DSL connection to be disabled.

Service Name: Enter any name that will help you identify your connection. This field will not affect your connection.

Click Next.
D-Link

Device Info
Quick Setup
Advanced Setup

WAN

LAN

NAT

Security

Quality of Service

Routing

DNS

DSL

MAC Clone
Diagnostics
Management

DSL-520B

Network Address Translation Settings

Network Address Translation (NAT) allows you to share one Wide Area Network (WAN) IP address for
multiple computers on your Local Area Network (LAN).

Enable NAT

Enable Firewal

Enable IGMP Multicast, and WAN Service

Enable IGMP Multicast []
Enable WAN Service

Service Name |PPPOE, .ﬂ_ 'U_ 3.5__.1

Recommend: 800x600 pixels, High Color{16 Bitz)
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WAN Setup - Summary (PPPoE)

Confirm the settings on this page match the settings provided by your ISP. To make any changes, click Back.
If your settings are correct, click Save.

Note: After clicking Save, you will have to reboot the modem in order to activate your connection.

D-Link DSL-520B
Device Info WAN Setup - Summary
Quick Setup Make sure that the settings below match the settings provided by your ISP.
Advanced Setup
WAN PORT / VPI / VCI: |0 /0 /35
LAN Connection Type: |FFFoE
NAT Service Name: pppoe_0_0_35_1
Security Service Category: |UER
Quality of Service IP Address: Automatically Assigned
Routing Service State: Enabled
DNS NAT: Enzblad
DSL Firewall: Enabled
MAC Clone IGMP Multicast:  |Disabled
Diagnostics Quality Of Service: | Dizabled
Management
Click "Save” to save these settings. Click "Back™ to make any modifications.
NOTE: You need to reboot to activate this WAN interface and further configure services over this
interface.

Recommend: 800x600 pixelz, High Color(16 Bits)
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MAC Encapsulation Routing (MER) or DHCP

This page allows you to configure your MER/DHCP connection.

Obtain an IP address automatically: This is the default option. If your ISP has provided you with a static IP address, select Use the following IP
address. Enter the IP address and Subnet Mask that your ISP has provided.

Obtain default gateway automatically: This is the default option. If your ISP has provided you with a static default gateway, select Use the following
default gateway. Select Use IP Address and enter the default gateway that your ISP has provided. Alternately, you may choose to select Use WAN

Interface.

Obtain DNS server addresses automatically: This is the default option. If your ISP has provided you with static DNS server addresses, select Use

the following DNS server addresses. Enter the Primary and Secondary (if available) DNS server addresses that you ISP has provided.

Click Next. D-Link

Device Info
Quick Setup
Advanced Setup

WAN

LAN

MNAT

Security

Quality of Service

Routing

DNS

DSL

MAC Clone
Diagnostics
Management

DSL-520B

WAN IP Settings

Enter information provided to you by your ISP to configure the WAN IP settings.

Notice: DHCP can be enabled for PVC in MER mode or IP over Ethernet as WAN interface if "Obtain an IP
address automatically” is chosen.Changing the default gateway or the DNS effects the whole system.
Configuring them with static values will disable the automatic assignment from DHCP or other WAN
connection.

If you configure static default gateway over this PVC in MER mode, you must enter the IP address of
the remote gateway in the "Use IP address”. The "Use WAN interface” is optional.

® obtain an IP address autormatically
O Use the following IP address:
WAN IP Address:

WAN Subnet Mask:

® Obtain default gateway automatically
QO Use the following defautt gateway:
Use IP Address:
Use WAN Interface: |

® Obtain DNS server addresses automatically
Q  Use the following DNS server addresses:
Primary DNS server:

Secondary DNS server:
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Network Address Translation Settings (MER/DHCP)

Enable NAT: Select if you would like to share your internet connection. Sharing your connection may also require an Ethernet switch to connect

multiple computers.

Enable Firewall: Select if you would like to utilize the firewall to help protect you from unwanted Internet threats.

Enable IGMP Multicast: Use default setting unless otherwise instructed by your ISP.

Enable WAN Service: This option is Enabled by default. Deselecting this option will cause your DSL connection to be disabled.

Service Name: Enter any name that will help you identify your connection. This field will not affect your connection.

Click Next.

Device Info
Quick Setup
Advanced Setup

WAN

LAN

NAT

Security

Quality of Service

Routing

DNS

DSL

MAC Clone
Diagnostics
Management

Network Address Translation Settings

Network Address Translation (NAT) allows you to share one Wide Area Network (WAN) IP address for
multiple computers on your Local Area Network (LAN).

Enable NAT [+]

Enable Firewall

Enable IGMP Multicast, and WAN Service
Enable IGMP Multicast [
Enable WAN Service

Service Name: 'bppoe 0_0_35_1

Recommend: 800x600 pixels, High Color(16 Bits)

D-Link DSL-520B ADSL2+ Modem User Manual 34



Section 9 - Advanced Setup

WAN Setup - Summary (MER/DHCP)

Confirm the settings on this page match the settings provided by your ISP. To make any changes, click Back.

If your settings are correct, click Save.

Note: After clicking Save, you will have to reboot the modem in order to activate your connection.

D-Link DSL- 5208
Device Info WAN Setup - Summary
Quick Setup Make sure that the settings below match the settings provided by your ISP.
Advanced Setup
WAN PORT / VPI / VCI: |0/ 0/ 35
LAN Connection Type: |MER
NAT Service Name: pppoe_0_0_35_1
Security Service Category: |UER
Quality of Service IP Address: Automatically Assianed
Routing Service State: Enabled
DMNS NAT: Enabled
DSL Firewall: Enabled
MAC Clone IGMP Multicast: | Disabled
Diagnostics Quality Of Service: | Dizabled
Management
Click "Save" to save these settings. Click "Back™ to make any modifications.
NOTE: You need to reboot to activate this WAN interface and further configure services over this
interface.

Recommend: 800x600 pixels, High Color{16 Bits)
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Bridging
Enable WAN Service: This option is Enabled by default. Deselecting this option will cause your DSL connection to be disabled.

Service Name: Enter any name that will help you identify your connection. This field will not affect your connection.

Click Next.

D-Link DSL-520B

Device Info
Quick Setup Unselect the check box below to disable this WAN service
Advanced Setup
WAN Enable Bridge Service:
LAN
NAT
Security
Quality of Service
Routing m
DNS
DSL
MAC Clone
Diagnostics
Management

Service Mame: pppoe_ﬂ_ﬂ__ES__l

Recommend: 800x600 pixels, High Color(16 Bits)
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WAN Setup - Summary (Bridging)

Confirm the settings on this page match the settings provided by your ISP. To make any changes, click Back.
If your settings are correct, click Save.

Note: After clicking Save, you will have to reboot the modem in order to activate your connection.

D-Link DSL-520B
Device Info WAN Setup - Summary
Quick Setup Make sure that the settings below match the settings provided by your ISP.
Advanced Setup
WAN PORT / VPT / VCI: (0 /0 /35
LAN Connection Type: |Bridge
NAT Service Name: pppoe_0_0_35 1
Security Service Category: |UEBR
Quality of Service IP Address: Mot Applicable
Routing Service State: Enabled
DNS HAT: Enabled
DSL Firewall: Enabled
MAC Clone IGMP Multicast:  |Not Applicable
Diagnostics Quality Of Service: | Diszbled
Management
Click "Save” to save these settings. Click "Back”™ to make any modifications.
NOTE: You need to reboot to activate this WAN interface and further configure services over
this interface.

Recommend: 800x600 pixels, High Color(16 Bits)
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LAN

You can configure the DSL Modem IP address and Subnet D-Link

DSL-520B
Mask for the LAN interface.
Device Info Local Area Network (LAN) Setup
Quick Setup Configure the DSL Router IP Address and Subnet Mask for LAN interface. Save button only
. the LAN fi ki data. 5 Reboot butt the LAN i ki dat
The Save button only saves the LAN configuration data, Mv::';md Setup ey el -k
but does not apply the configurations. Select the Save/ LAN P Address: 192.168.1.1
. NAT Subnet Mask: |255.255.255.0
Reboot button to save the LAN configuration data, then Security o
. = O enable uprp
reboot the modem and apply the new configuration. VeI i
Routing [ Enable 16MP Snooping
Dns @ standard Mode
DSL O Blocking Mode
MAC Clone
Diagnostics O Disable DHCF Server
Ma:agement @ Enable CHCP Server

StartIP Address: [192.168.1.2
End IP Address: 192 168.1.254
Subnet Mask: 2552552550
Leazed Time ﬂTDLII'}:;__lll

©' Enable DHCP Server Relay
DHCP Server IP Address: |

Reserve IP Address
Choose "Edit Reserved IP Address List" to configure Reserved IP Address List.

NOTE1:You can max reserve 10 IP Addresses and special MAC.
NOTEZ:When you add a new reserve IP Address, you must reboot system to activate it.

[ Edit Reserved IP Address List

DConﬁgure the second IF Address and Subnet Mask for LAN interface

[ Save ][ Save/Reboot ]

Recommend: 800800 pixels, High Cclor{16 Bits)
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NAT

Note: You must enable the NAT service when you configure the WAN connection at first, the NAT item appears in the Advanced Setup
directory. In the pure bridging mode, there is no NAT service.

Overview - Setting up the NAT Function

The DSL router is equipped with the network address translation (NAT) function. With address mapping, several users in the
local network can access the Internet via one or more public IP addresses. All the local IP addresses are assigned to the public
IP address of the router by default.

One of the characteristics of NAT is that data from the Internet is not allowed into the local network unless it is explicitly
requested by one of the PCs in the network. Most Internet applications can run behind the NAT firewall without any problems.
For example, if you request Internet pages or send and receive e-mails, the request for data from the Internet comes from a PC
in the local network, and so the router allows the data to pass through. The router opens one specific port for the application.
A port in this context is an internal PC address, via which the data is exchanged between the Internet and a client on a PCin
the local network. Communicating via a port is subject to the rules of a particular protocol (TCP or UDP).

If an external application tries to send a call to a PCin the local network, the router blocks it. There is no open port via which
the data could enter the local network. Some applications, such as games on the Internet, require several links (that is, several
ports), so that players can communicate with each other. In addition, these applications must also be permitted to send requests
from other users on the Internet to users in the local network. These applications cannot run if NAT is activated.
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Using port forwarding (the forwarding of requests to particular ports), the router is forced to send requests from the Internet
for a certain service, for example, a game, to the appropriate port(s) on the PC on which the game is running. Port triggering
is a special variant of port forwarding. Unlike port forwarding, the DSL router forwards the data from the port block to the PC
which has previously sent data to the Internet via a certain port (trigger port). This means that approval for the data transfer
is not tied to one specific PC in the network, but rather to the port numbers of the required Internet service.

Where configuration is concerned, you must define a so-called trigger port for the application and also the protocol (TCP or
UDP) that this port uses. You then assign the public ports that are to be opened for the application to this trigger port. The
router checks all outgoing data for the port number and protocol. If it identifies a match of port and protocol for a defined
trigger port, then it opens the assigned public ports and notes the IP address of the PC that sent the data. If data comes back
from the Internet via one of these public ports, the router allows it to pass through and directs it to the appropriate PC. A trigger
event always comes from a PC within the local network. If a trigger port is addressed from outside, the router simply ignores it.

Note:

« An application that is configured for port triggering can only be run by one user in the local network at a time.

- After public ports are opened, they can be used by unauthorized persons to gain access to a PC in the local network.

« When the DSL router is supplied, the NAT function is activated. For example, all IP addresses of PCs in the local network are converted
to the public IP address of the router when accessing the Internet. You can use NAT settings to configure the DSL router to carry out
the following tasks.

« For functions described as follows, IP addresses of the PCs must remain unchanged. If the IP addresses of the PCs are assigned via
the DHCP server of the DSL router, you must disable DHCP server as the settings in the local network menu entry for the lease time
or assign static IP addresses for the PCs.

« You can enable or disable the NAT function. By default, the NAT function is enabled.
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NAT - Virtual Server Setup

By default, DSL router blocks all external users from connecting to or communicating with your network. Therefore, the system
is safe from hackers whom may try to intrude into the network and damage it.

However, you may want to expose your network to the Internet in limited and controlled ways in order to enable some
applications to work from the LAN (for example, game, voice, and chat applications) and to enable Internet access to servers
in the home network. The port forwarding feature supports both functions. This topic is also referred as Local Servers.

The port forwarding page is used to define applications that require special handling by DSL router. All you need to do is to
select the application protocol and the local IP address of the computer that is using or providing the service. If required, you
may add new protocols in addition to the most common ones provided by DSL router.

For example, if you wanted to use a file transfer protocol (FTP) application on one of your PCs, you would simply select FTP
from the list and enter the local IP address or host name of the designated computer. All FTP-related data arriving at DSL router
from the Internet henceforth is forwarded to the specific computer.

Similarly, you can grant Internet users access to servers inside your home network, by identifying each service and the PC that
provide it. This is useful, for example, if you want to host a Web server inside your home network. When an Internet user points
his/her browser to DSL router external IP address, the gateway forwards the incoming HTTP request to your Web server. With
one external IP address (DSL router main IP address), different applications can be assigned to your LAN computers, however
each type of application is limited to use one computer.

For example, you can define that FTP uses address X to reach computer A and Telnet also uses address X to reach omputer A.
But attempting to define FTP to use address X to reach both computer A and B fails. DSL router, therefore, provides the ability
to add additional public IP addresses to port forwarding rules, which you must obtain from your ISP, and enter into the IP
addresses pool. Then, you can define FTP to use address X to reach computer A and address Y to reach computer B.
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Additionally, port forwarding enables you to redirect traffic to a different port instead of the one to which it was designated.

For example, if you have a Web server running on your PC on port 8080 and you want to grant access to this server to any one
who accesses DSL router via HTTP. To accomplish this, do as follows:

Step 1
Define a port forwarding rule for the HTTP service, with the PC IP or host name.

Step 2
Specify 8080 in the Forward to Port field.

Allincoming HTTP trafficis forwarded to the PC running the Web server on port 8080. When setting a port forwarding service,
ensure that the port is not used by another application, which may stop functioning. A common example is when using SIP
signaling in Voice over IP, the port used by the gateway VolIP application (5060) is the same port, on which port forwarding is
set for LAN SIP agents.

Note: Some applications, such as FTP, TFTP, PPTP and H323, require the support of special specific application level gateway (ALG)
modules in order to work inside the home network. Data packets associated with these applications contain information that allows
them to be routed correctly. An ALG is needed to handle these packets and ensure that they reach their intended destinations. DSL
router is equipped with a robust list of ALG modules in order to enable maximum functionality in the home network. The ALG is
automatically assigned based on the destination port.

Virtual servers are configured for this purpose.

DSL-520B

Device Info NAT -- Virtual Servers Setup
Quick Setup Virtual Server allows you to direct incoming traffic from WAN side (identified by Protocol and
Advanced Setup External port) to the Internal server with private IP address on the LAN side. The Internal port
is required only if the external port needs to be converted to a different port number used by
WAN the server on the LAN side. A maximum 32 entries can be configured.
LAN
unr
Virtual Servers - : — I
erna nterna
Port Triggerin Server External Internal |Server IP |Remote
99 9 name | Port Port End Protocol | Port Port End |Address |Host HELInE
DMZ Host Start Start
Security

Recommend: 800x600 pixels, High Color{16 Bits)
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Port Triggering

If you configure port triggering for a certain application, you must determine a so-called trigger port and the protocol (TCP

or UDP) that this port uses. You then assign the public ports that are to be opened for the application to this trigger port. You
can select known Internet services or manually assign ports or port blocks.

D-Link DSL-5208
Device Info NAT -- Port Triggering Setup
Quick Setup Some applications require that specific ports in the Router's firewall be opened for access by the
Advanced Setup remote parties. Port Trigger dynamically opens up the 'Open Ports’ in the firewall when an
application on the LAN initiates a TCP/UDP connection to a remote party using the 'Triggering Ports'.
WARN The Router allows the remote party from the WAN side to establish new connections back to the
LAN application on the LAN side using the 'Open Ports'. A maximum 32 entries can be configured.
=
Virtual Servers
Port Triggering Application Trigger Open Remove
DMZ Host Name Protocol | Port Range | Protocol | Port Range
Securi
ty . Start | End Start | End
Quality of Service
Routing
DHS
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DMZ Host

The demilitarized (DMZ) host feature allows one local computer to be exposed to the Internet. This function is applicable for:

« Users who want to use a special-purpose Internet service, such as an on-line game or video conferencing program, that is
not in the port forwarding list and for which no port range information is available.

« Users who are not concerned with security and wish to expose one computer to all services without restriction.

Note: A DMZ host is not protected by the firewall and may be vulnerable to attack. This may also put other computers in the home
network at risk. Hence, when designating a DMZ host, you must consider the security implications and and take the appropriate
precautions.

You can set up a client in your local network as a DMZ host. Your device then forwards all incoming data traffic from the
Internet to this client. You can, for example, operate your own Web server on one of the clients in your local network and make
it accessible to Internet users. As the exposed host, the local client is directly visible to the Internet and therefore particularly
vulnerable to attacks (for example, hacker attacks). Enable this function only when necessary (for example, to operate a Web
server) and when other functions (for example, port forwarding) are inadequate. In this case, you should take appropriate
measures for the clients concerned.

Note: Only one PC per public IP address can be set up as an exposed host.

DSL-520B
Device Info NAT -- DMZ Host
Quick Setup The DSL router will forward IP packets from the WAN that do not belong to any of the applications
Advanced Setup configured in the Virtual Servers table to the DMZ host computer.
WAN Enter the computer's IP address and click "Apply” to activate the DMZ host.
LAH
N Clear the IP address field and click "Apply” to deactivate the DMZ host.
Virtual Servers DMZ Host IP Address: _
Port Triggering
DMZ Host
Security
Quality of Service
Routing
DHS
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Security
IP Filtering

Click Security > IP Filtering and the following interface appears. By default, the firewall is enabled. The firewall is used to block
document transmissions between the Internet and your PC. It serves as a security gate and permits only authorized traffic to

be sent to the LAN.

Note: If the modem is configured to bridge mode only, IP filtering is disabled and the IP filtering interface does not appeatr.

If the modem does not configure a PVC of Bridge mode, MAC filtering is disabled and the MAC Filtering interface does not

appear.

D-Link

Device Info
Quick Setup
Advanced Setup
WAN
LAN
HAT
Security
1P Filtering
MALC Filtering

Parental Control
Quality of Service

Routing
DHS
DSsL

Recommend: 800:0800 pixels, High Color(16 Bits)

Outgoing IP Filtering Setup

DSL-520B

By default, all outgoing IP traffic from LAN is allowed, but some IP traffic can be BLOCKED by setting

up filters.

Choose Add or Remowve to configure outgoing IP filters.

Filter Source Address | | Source Dest. Address /| | Dest. DSCP.
Hame A BLEL Mask Port Mask Port Mark RER
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Outgoing
Click Security > IP Filtering > Outgoing and the following page will appear.
By default, all outgoing IP traffic from LAN is allowed, but some IP traffic can be blocked by setting up filters.
Click Add and the page for defining the IP filtering rule appears. In this page, you can create a filter rule to identify outgoing
IP traffic by specifying a new filter name and at least one condition. All specified conditions in the filtering rule must comply

with the rule to take effect.

Click Save/Apply to save and activate the filter.

DSL-520B
Device Info Outgoing IP Filtering Setup
Quick Setup By default, all outgoing IP traffic from LAN is allowed, but some IP traffic can be BLOCKED by setting
Advanced Setup up filters.
WAN Choose Add or Remove to configure outgoing IP filters.
LAN
HAT Filter Source Address |/ | Source Dest. Address | | Dest. DsCP.
5 Hame Buutec Mask Port Mask Port Mark BiEsOvE
Security
1P Filtering [ Add ] [ Remove ]
Outgoing
Incoming
MAL Filtering

Parental Control
Quality of Service
Routing

Recocmmend: 800800 pixels, High Color{18 Bits)
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Incoming

Click Security > IP Filtering > Incoming.

By default, allincoming IP traffic from the WAN is blocked when the firewall is enabled. However, some IP traffic can be accepted

by setting up filters.

Click Add, the following page appears. In this page, you can create a filter rule to identify incoming IP traffic by specifying a
new filter name and at least one condition. All specified conditions in this filter rule must comply with the rule. Click Save/

Apply to save and activate the filter.

You should select at least one WAN interface to apply this rule.

Device Info
Quick Setup
Advanced Setup
WAN
LAN
NAT
Security
1P Filtering
Outgoing
Incoming
MAC Filtering
Parental Control
Quality of Service
Routing
DNS
DSL
MAC Clone
Diagnostics
Management

DSL-520B

Add IP Filter -- Incoming

The screen allows you to create a filter rule to identify incoming IP traffic by specifying a new filter
name and at least one condition below. All of the specified conditions in this filker rule must be
satisfied for the rule to take effect. Click 'Save/Apply' to save and activate the filter.

Filter Mame:

Protocal: [ w |
Source IP address: hi )
Source Subnet Mask:

Source Port (port or port:port):

Destination IP address:

Destination Subnet Mask:

Destination Port (port or port:port): | |
DSCP Mark: ] v
WARN Interfaces (Configured in Routing mode and with firewall enabled only)

Select at least one or multiple WAN interfaces displayed below to apply this rule.

select All

Save/Apply
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MAC Filtering

Click Security > MAC Filtering.
MAC Filtering is only effective on ATM PVCs configured in Bridge mode. Forwarded means that all MAC layer frames are
forwarded except those matching any of the specified rules in the following table. Blocked means that all MAC layer frames

are blocked except those matching with any of the specified rules in the following table.

Click Change Policy and the following page will appear. Then you can change the MAC Filtering Global Policy from FORWARDED
to BLOCKED.

Read the warning information. Click Yes to change the MAC filtering global policy from Forwarded to Blocked. Click No to cancel.

D-Link DSL-5208
Device Info Change MAC Filtering Global Policy
Quick Setup WARNING: Changing from one global policy to another will cause all defined rules to be REMOVED
Advanced Setup AUTOMATICALLY! You will need to create new rules for the new policy.

WARN Are you sure you want to change MAC Filtering Global Policy from FORWARDED to BLOCKED ?

LAN

HAT

.
Security
1P Filtering

MAC Filtering
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Parental Control

Click Security > Parental Control.

Click Add and the following page will appear.

On this page, you can add time of day restriction to a particular LAN device connected to the Router. The Browser’s MAC Address
automatically displays the MAC address of the LAN device where the browser is running. To restrict other LAN device, click

Other MAC Address and enter the MAC address of the another LAN device. To obtain the MAC address of a Windows based
PC, enter ipconfig /all in the DoS window.

Device Info Time of Day Restriction
Quick Setup
Advanced Setup This page adds time of day restriction to a special LAN device connected to the Router. The
'‘Browser's MAC Address' automatically displays the MAC address of the LAN device where the
WAHN browser is running. To restrict other LAN device, click the "Other MAC Address” button and enter
LAN the MAC address of the other LAN device. To find out the MAC address of a Windows based PC, go to
command window and type "ipconfig [all".
NAT
Security User Name
1P Filtering B
MAC Filtering ® Browser's MAC Address 00:1F:29:98:50:E9

O Other MAC Address
Parental Control (3001000000000

URL Filter
Quality of Service Days of the week Mon|TueWed|[Thu[Fri [Sat|Sun
Routing IClick to select [ | R )
DS Start Blocking Time {hh:mm)
DSL End Blocking Time (hh:mm) |
MAC Clone
Diagnostics
Management
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Quality of Service

Many communication and multimedia applications require large, high-speed bandwidths to transfer data between the local network and the internet.
However, for many applications there is often only one internet connection available with limited capacity. QoS divides this capacity between the
different applications and provides undelayed, continuous data transfer in situations where data packets with higher priority are given preference.

Click Quality of Service and the following page will appear. Under Quality of Service, there are two network share modes: Queue Config and QoS
Classification.

Network QoS is an industry-wide set of standards and mechanisms for ensuring high-quality performance for critical applications. By using QoS
mechanisms, network administrators can use existing resources efficiently and ensure the required level of service without reactively expanding
or over-provisioning their networks.

Traditionally, the concept of quality in networks meant that all network traffic was treated equally. The result was that all network traffic received
the network’s best effort, with no guarantees for reliability, delay, variation in delay, or other performance characteristics. With best-effort delivery
service, however, a single bandwidth-intensive application can result in poor or unacceptable performance for all applications. The QoS concept

of quality is one in which the requirements of some applications and users are more critical than others, which means that some traffic needs
preferential treatment.
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Enabling QoS
In this page, you can perform QoS queue management configuration. By default, the system enables QoS and sets a default DSCP mark to automatically
mark incoming traffic without reference to particular classifier.

Select Advanced Setup > Quality of Service and the following page will appear.

Select Enable QoS to enable QoS and set the default DSCP mark. Click Save/Apply to activate QoS.

D-Link DSL-5208
Device Info QoS -- Queue Management Configuration
Quick Setup If Enable QoS checkbox is selected, choose a default DSCP mark to automatically mark
Advanced Setup incoming traffic without reference to a particular classifier. Click 'Save/Apply' button to
save it.
WAN
LAN
NAT Note: If Enable Qos checkbox is not selected, all QoS will be disabled for all interfaces.
DELILy . Note: The default DSCP mark is used to mark all egress packets that do not match any
Quality of Service classification rules.
Queue Config
QoS Classification Enable QoS
Routing
DS Select Default DSCP Mark | No Change('ﬁ] b
DSL e
MAC Clone
Diagnostics
Management

Recommend: 200x600 pixels, High Color(16 Bils)
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QoS Configuration

The queuing in packet QoS goes into effect only when a packet is forwarded to a QoS-enabled PVC. Packet forwarding
is determined by IP routing or bridging, not under control of the packet QoS.

Click Queue Config, and the following page will appear. In this page, you

can configure QoS queue. A maximum of 16 entries can be configured.

Device Info QoS Queue Configuration -- A maximum 16 entries can be configured.
. The QoS function has been disabled. Queues would not take effects.
Quick Setup

. Advanced Setup | Interfacename | Description | Precedence | Queue Key | Enable | Remove |
QoS Queue Configuration can allocate four queues. Each of the queues WAN
. LAN [ Add ” Remove I[ Save/Reboot ]
can be configured for a precedence value (Lower integer values for NAT

. . . . . Security
precedence imply higher priority for this queue relative to others). The Quality of Service

. . . Queue Config
queue entry configured is used by the classifier to place ingress packets QoS Classification

appropriately. E;l;ting
DSL

MAC Clone
Note: Lower integer values for precedence imply higher priority for this | Diagnostics

Management

gueue relative to others.

Recommend: 800x600 pixels, High Color(16 Bits)

For example, add a QoS queue entry and allocate it to a specific network
interface (PVC 0/0/35). Set integer values for queue precedence to 1.
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Step 1
Click Add, and the following page will appear. D-Link DsL-6208
Device Info QoS5 Queue Configuration -- A maximum 16 entries can be configured.
. . . The QoS function has been disabled. Queues would not take effects.
Queue Configuration Status: set to enable or disable  Quick Setup
Advanced Setup Interfacename | Description | Precedence | Queue Key | Enable | Remove
a QoS queue. i ‘ ‘ ‘ | ‘ ‘ |
LAN [ add ][ Remove | [ save/Reboot |
Queue: Select a specific network interface. When you ::CTM_M
have already selected a network interface, the specific Quality of Service
network interface selected automatically allocates to Queue Config
QoS Classification
the queue. Routing
DNS
. DSL
Queue Precedence: Select an integer value for queue MAC Clone

precedence. After you select an integer value, the queue ey et

. . Management
entry appropriately places to ingress packets. Lower
integer values for precedence imply higher priority for

this queue relative to others.

Recommend: 800x600 pixels, High Color(16 Bits)

Step 2
Add a QoS queue entry and assign it to a specific network interface (PVC 0/0/35), and set integer values for queue precedence
to 1. See the following figure:

Step 3

After proper modifications, click Save/Apply and the following page will appear. This configuration takes effect immediately.
To delete a certain queue, disable it, select it, and then click Remove. After the queue is configured, you can create several
traffic class rules to classify the upstream traffic.
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QoS Classification

Some applications require specific bandwidth to ensure its data be forwarded in time. QoS classification can creates traffic class rule to classify
the upstream traffic. Assign queue which defines the precedence and the interface and optionally overwrite the IP header DSCP byte. After QoS
classification, QoS divides capacity between different applications and provides undelayed, continuous data transfer where data packet with higher
priority is given preference.

Click QoS Classification and the following page will appear. D-Link oS 5208
i Device Info Quality of Service Setup
In th|S page’ you can Conﬁgure network trafﬁc Classes' Quick Setup Choose Add or Remove to configure network traffic classes.
A:“’,‘::I:e‘j Sep The QoS function has been disabled. Classification rules would not take effects.
LAN MARK TRAFFIC CLASSIFICATION RULES
M . NAT Ia 5 . 2 Source Destination ~ 5

Click Add to continue. seaury e “\“ o e Protocol|DSCP 20U oor ™ . sask| vt 7S T 0210 onderEnale] Dsabe Remove e

Quality of Service

Queue Confi

QoS Classification
Routing
DNS
DSL
MAC Clone
Diagnostics
Management
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Traffic Class Name: Enter a name of the class.

Rule Order: Select order for queue.

Rule Status: Enable or disable this traffic class rule.
Assign Classification Queue: Select a classification queue.

Assign Differentiated Service Code Point (DSCP) Mark:
Select a mark service that modifies the original packet IP
header if all rules defined within the classification class are
matched.(CS-Mark IP Precedence, AF-Assured Forwarding,
EF-Expedited

Forwarding)

Mark 802.1p if 802.1qis Enabled: Selectan 802.1p priority
number that serves as the 802.1p value.

There are two sets of classification rules. Set-1 is based on
different fields within TCP/UDP/IP layer plus physical LAN
port.Set-2 is based on MAC layer IEEE 802.1p priority field.

Set-1 Rules contain the following:
Physical LAN Port: Select one among Ethernet ports and

Device Info
Quick Setup
Advanced Setup
WAN
LAN
HAT
Security
Quality of Service
Queue Config
QoS Classification
Routing
DHS
DSL
MAC Clone
Diagnostics
Management

DS5L-520B8

Add Network Traffic Class Rule

The screen creates a traffic class rule to classify the upstream traffic, assign queue which
defines the precedence and the interface and optionally overwrite the IP header DSCP byte. A
rule consists of a class name and at least one condition below. All of the specified conditions in
this classification rule must be satisfied for the rule to take effect. Click 'Save/Apply’ to save
and activate the rule.

Traffic Class Name:
Rule Order: &
Rule Status: “

Assign ATHM Priority and/or DSCP Mark for the class

If non-blank value is selected for 'Assign Differentiated Services Code Point (DSCP) Mark', the
corresponding DSCP byte in the IP header of the upstream packet is overwritten by the selected
value.

Assign Classification Queue: [ v
Assign Differentiated Services Code Point (DSCP) Mark: : v
Mark 802, 1p if 802, 1q is enabled on WAN; [ v

Specify Traffic Classification Rules
Enter the following conditions either for IP level, SET-1, or for IEEE 802.1p, SET-2.

SET-1 )
Protocal: |
Differentiated Services Code Point (DSCP) Checks V
[IP Address v |

Source Subnet Mask:

UDP/TCP Source Port (port or port:part):
Destination IP Address:

Destination Subnet Mask:

UDP/TCP Destination Port {port or port:port):
Source MAC Address:

Source MAC Mask:

Destination MAC Address:

Destination MAC Mask:

SET-2 =
802, 1p Priority: | ~|

Save/Apply
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wireless port.

Protocol: Select one among TCP/UDP TCP UDP or ICMP protocols.
Source IP Address

Source Subnet Mask

UPD/TCP Source Port

Destination IP Address

Destination Subnet Mask

UPD/TCP Destination Port or a Range of Ports

Source Mac Address

Source Mac Mask
Destination Mac Address
Destination Mac Mask

Set-2 Rules contain the following:
802.1p Priority: the 802.1p header includes a 3-bit prioritization field, which allows packets to be grouped into eight
levels of priority (0-7), where level 7 is the highest one.
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QoS-DSCP Setting
In order to understand Differentiated Services Code Point (DSCP), you should be familiar with the differentiated services model (Diffserv).

Diffserv is a Class of Service (CoS) model that enhances best-effort Internet services by differentiating individual user traffic, service requirements
and other criteria. Packets are specifically marked, allowing network nodes to provide different levels of service via priority queuing or bandwidth
allocation, or by choosing dedicated routes for

specific traffic flows.

As displayed in following diagram, the IPV4 packet has a TOS field. Diffserv defines TOS field in IP packet headers
referred to as DSCP. Hosts or routes that pass traffic to a Diffserv-enabled network typically mark each transmitted
packet with an appropriate DSCP. The DSCP markings are used by Diffserv network routers to appropriately
classify packets and to apply particular queue handing or scheduling behavior.
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In this page, you can modify the default gateway
settings. If you select Enable Automatic Assigned
Default Gateway, this router can accept the first received
default gateway assignment from one of the PPPOA,
PPPoE or MER/DHCP enabled PVC(s). If the check box is
not selected, you must enter the static default gateway
and/or a WAN interface. Then, click Save/Apply.

Note: If the Automatic Assigned Default Gateway check
box is changed from deselected to selected, you must
reboot the router to obtain the automatic assigned
default gateway.

Routing

D-Link

Device Info
Quick Setup
Advanced Setup
WAN
LAN
NAT
Security
Qualty of Service
Routing
Default Gateway
Static Route
DNS
DSL
MAC Clone
Diagnostics
Management

Default Gateway

DSL-520B

Routing -- Default Gateway

If Enable Automatic Assigned Default Gateway checkbox is selected, this router will accept
the first received default gateway assignment from one of the PPPoA, PPPoE or MER/DHCP
enabled PVC(s). If the checkbox is not selected, enter the static default gateway AND/OR a
WAN interface. Click 'Save/Apply’ button to save it.

NOTE: If changing the Automatic Assigned Default Gateway from unselected to selected,
You must reboot the router to get the automatic assigned default gateway.

Enable Automatic Assigned Default Gateway

Save/Apply

Recommend: 800x600 pixels, High Color{16 Bits)

D-Link DSL-520B ADSL2+ Modem User Manual

58



Section 9 - Advanced Setup

In this page you can modify the static route settings. You
can query the preset static routes, delete an existing static
route, or add a new static route. By default, the system has
no static route information.

Destination: The IP address to which packets are
transmitted.

Subnet Mask: The subnet mask of the destination IP
address.

Gateway: The gateway that the packets pass by during
transmission.

Interface: The interface that the packets pass through
on the
modem.

Click Add and the following page will appear. Enter the
destination network address, subnet mask, gateway AND/
OR available WAN interface, then click Save/Apply to add
the entry to the routing table.

Static Route

D-Link

Device Info
Quick Setup
Advanced Setup
WAN
LAN
NAT
Security
Quality of Service
Routing
Default Gateway
Static Route
DNS
DSL
MAC Clone
Diagnostics
Management

DSL-520B

Routing -- Static Route Add

Enter the destination network address, subnet mask, gateway AND/OR available WAN
interface then click "Save/Apply” to add the entry to the routing table.

Destination Metwork Address:
Subnet Mask:

[ Use Gateway IP Address
Use Interface M

Save/Apply

Recommend: 800600 pixels, High Color{16 Bits)
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RIP

To activate RIP for the device, select the Enabled radio button for Global RIP Mode. To configure an individual interface, select
the desired RIP version and operation, followed by placing a check in the Enabled checkbox for the interface. Click the Save/
Apply button to save the configuration, and to start or stop RIP based on the Global RIP mode selected.

D5SL-5208
Device Info Routing -- RIP Configuration
Advanced Setup To activate RIP for the device, select the 'Enabled’ radio button for Global RIP Mode. To
WAN configure an individual interface, select the desired RIP version and operation, followed by
placing a check in the 'Enabled’ checkbox for the interface. Click the "Save/Apply" button to
LAN save the configuration, and to start or stop RIP based on the Global RIP mode selected.
NAT e o
Security Global RIP Mode Disabled Enabled
Quality of Service Interface [VPI/VCI| Version | Operation [Enabled
Routing bro (LAN) 2 %] [Active » |
Default Gateway ppp_0_0_35_1| 0/0/35| 2 || |Passive ¥ [J
Static Route
RIP
Policy Route
DNS
DSL

D-Link DSL-520B ADSL2+ Modem User Manual 60



Section 9 - Advanced Setup

DNS

Server Configuration

In this page, you can modify the DNS server settings. If Enable Automatic Assigned DNS is selected, this router accepts the first received DNS
assignment from one of the PPPoA, PPPoE or MER/DHCP enabled PVC(s) during the connection establishment. If the checkbox is not selected, enter
the primary and secondary (optional) DNS server IP addresses. The interface is as follows. Click Save to save the new configuration.

Note: You must reboot the router to make the new configuration take effect.

D-Link DSL-5208
Device Info DNS Server Configuration
i If 'Enable Automatic Assigned DNS' checkbox is selected, this router will accept the first
Quick Setup f 'Enabl d hackb lected, th I he fi
Advanced Setup received DNS assignment from one of the PPPoA, PPPoE or MER/DHCP enabled PVC(s)
during the connection establishment. If the checkbox is not selected, enter the primary and
WAN optional secondary DNS server IP addresses. Click 'Save' button to save the new
LAN configuration. You must reboot the router to make the new configuration effective.
NAT
Security Enable Autormatic Assigned DNS
Quality of Service
Routing
DNS
DNS Server
Dynamic DNS
oSt
MAC Clone
Diagnostics
Management
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Dynamic DNS

In this interface, you can modify the Dynamic DNS settings.

The Dynamic DNS service allows you to alias a dynamic IP address
to a static hostname in any of the many domains, allowing your
DSL router to be more easily accessed from various locations on
the Internet.

Click Add to add Dynamic DNS

Device Info
Quick Setup
Advanced Setup
WAN
LAN
NAT
Security
Quality of Service
Routing
DNS
DNS Server
Dynamic DNS
DSL
MAC Clone
Diagnostics
Management

Dynamic DNS

The Dynamic DNS service allows you to alias a dynamic IP address to a static hostname in
any of the many domains, allowing your DSL router to be more easily accessed from various

locations on the Internet.

Choose Add or Remove to configure Dynamic DNS.

Hostname ‘ Username | Service |1nterfaoe | Remove |

Recommend: 800x600 pixels, High Color(16 Bits)

Add dynamic DNS

Enter your information in the spaces provided and click Save.

Device Info
Quick Setup
Advanced Setup
WAN
LAN
NAT
Security
Quality of Service
Routing
DNS
DNS Server
Dynamic DNS
DSL
MAC Clone
Diagnostics
Management

Add dynamic DDNS

This page allows you to add a Dynamic DNS address from DynDNS.org or TZO.

D-DNS provider

Hostname

Interface

DynDNS Settings
Username

Password

DynDNS.org [+

Save/Apply

Recommend: 800x600 pixels, High Color(16 Bits)
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DSL

The DSL settings page contains modulation and capability settings. Bt fiil e DSL-5208
Consult your ISP to determine the correct settings. Click Apply if you || pevice mfo DSL Advanced Settings
are finished or click on Advanced Settings if you want to configure || 2uicseue BeEriiEedeskmatiahelo:
vanced Setup
other advanced settings. il O
LAN O Reverb
NAT @] Medley
Security Ot retra
Quality of Service Mo retrain
Routing Oz
DNS
DSL [ Apply ][ Tone Selection
MAC Clone
Diagnostics
Management
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Advanced Settings

The test mode can be selected from the ADSL Advanced Settings page.
Test modes include normal, reverb, medley, no retrain, and L3. After you
make your selection, click on Apply to save these settings first before
you go to Tone Selection.

The frequency band of ADSL is split into 256 separate tones, each
spaced 4.3125 kHz apart. Each tone carries separate data, so the modem
operates as if 256 separate modems were running in parallel. The tone
range is from 0 to 31 for upstream and from 32 to 255 for downstream.
Do not change these settings unless directed by your ISP.

D-Link

Device Info DSL Advanced Settings
Quick Setup Select the test mode below.
Advanced Setup

WAN ® normal

LAN O Reverb

LLY O wmediey

Securi

o N O o retrain

Quality of Service

Routing Ous

DNS

-Applv __Tone Selection

MAC Clone
Diagnostics
Management

Recommend: 800x600 pixels, High Color(16 Bits)

ADSL Tone Settings

Upstream Tones
Mo M1 Mz Mz M4 Ms Me M7 Ms Mo Mo M1 M1z M1z Fig Mis
16 Fl17 M1 Mo Moo W21 M2z 23 24 25 Mos 27 Mg Mag Flao Fa1
Downstream Tones

34 Mas Mas Ma7 Mas Mao Mao a1 Hlaz ez Mag Mas Fas M7

M50 Ms2 Ms3 M se Mez ez
[ 66 Mes [sa 75 M8 7
(a2 Va4 [es Mot 3 o4 [os
7 Mos Moo 101 M102 103 #1104 105 & 106 107 M 108 100 110 B 111

112 #1130 114 115 M 116 117 M 118 110 M 120 (121 M 122 123 M 124 125 M 126 M 127
128 #1200 130131 M132 4133 4 134 135 M 136 4 137 M 138 ] 130 M 140 4 141 142 B 143
7144 #1145 (4 146 [ 147 ] 148 [#] 140 (] 150 [7) 151 Bl 152 [¥] 153 ) 154 [7] 155 M 156 [4) 157 Ml 158 (] 150
160 M 161 (162 [ 163 M 164 [ 165 4 166 ] 167 B 168 4 160 M 170 () 171 M 172 [ 173 M 174 B 175
(176 177 M 178 [ 170 [ 180 [# 181 (4] 182 [P 163 B 184 [7] 185 4] 186 [7] 187 M 188 [4] 180 Ml 100 [ 101
[ 192 M 193 4 194 [ 105 M 196 [ 197 14 198 [ 199 B 200 4] 201 ) 202 4] 203 ) 204 [4) 205 ) 206 B4 207
7208 M z00 (210 [ 211 M 212 [# 213 M 214 [P 215 B 216 (4] 217 ) 218 7] 210 M 220 [4) 221 ] 222 (4 223
M 225 [ 226 ¥ 227 4 228 ¥ 220 ¥ 230 4 231 ¥ 232 4] 233 ) 234 (¥ 235 4 236 [ 237 ] 238 [F] 2309
[l 240 1 241 [ 242 [¥] 243 ¥] 244 [ 245 [¥] 246 [¥] 247 B 248 [¥] 249 ] 250 [7] 251 M1 252 [¥] 253 [¥] 254 ] 255

[ Check All ][ Clear All ][ Apply ][ Close ]
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MAC Clone

This page allosw you to clone the MAC address on your router. This is needed when adding a router to your network in order to share your internet
connection.

D-Link DSL-520B
Device Info MAC Clone
Quick Setup Some ISPs will register the MAC Address of your computer when you dial up to
Advanced Setup the Internet for the first time via modem. If you add a router into your
WAN network to share your Internet connection, the ISP will not accept it, so you
LAN will need to use MAC Address cloning on the router.
NAT NOTE: MAC Clone cannot work with 'Bridge PPPoE Frames Between WAN and Local Ports'
. enabled. Before you enable this functionality, please make sure 'Bridge PPPoOE Frames
Security Between WAN and Local Ports' is disabled.
Quality of Service
Routing R
DNS WAN Connection: undefined *
DSL WAN MAC Address: |
A Pl Your PC's MAC Address: |00:1F:29:98:50:E9 [ clene ]
Diagnostics MAC Clone Status: O
Management

[ Save/Apply ][ Save/Reboot ]

Recommend: 800x800 piels, High Color(16 Bitz)

D-Link DSL-520B ADSL2+ Modem User Manual 65



Section 10 - Diagnostics

Diagnostics

The diagnostics screen allows you to run diagnostic tests to check your DSL connection. The results will show test results of two connections:

- Connection to your local network
- Connection to your DSL service provider

Click Run Diagnostic Tests to begin.

Device Info Diagnostics

Quick Setup Your modem is capable of testing your DSL connection. The individual tests are listed below.

Advanced Setup If a test displays a fail status, click "Rerun Diagnostic Tests” at the bottom of this page to
make sure the fail status is consistent.

Diagnostics

Management Test the connection to your local network

|Te.5t your ENET Connection: | PASS |

Test the connection to your DSL service provider
| Test ADSL Synchronization: [FaL |

[ Rerun Diagnostic Tests ]

Recommend: 300x600 pixels, High Color{16 Bits)
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Management

Settings
Backup

The Backup Settings button allows you to save your router configuration to a file on your computer so that it may be accessed

again later. This feature is useful if you have changed the configuration on the router, but would like to revert to a previous
configuration.

To save your current configuration, click the Backup Settings button. The following pop-up screen will appear with a prompt
to open or save the file to your computer.

D-Link DSL-520B

Device Info Settings - Backup
Quick Setup Backup DSL router configurations. You may save your router configurations to a file on
Advanced Setup your PC.
Diagnostics
Management
settings (‘Backup Settings |
Backup
Update
Restore Default
System Log
TR-069 Client
Internet Time
Access Control
Update Software
Save/Reboot

Recommend: 800x600 pixels, High Color(16 Bits)
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Update

To load a previously saved configuration file onto your router, click Browse, select the file on your computer and then click on
Update Settings.

The router will restore settings and reboot to activate the restored settings.

D-Link DSL-520B
Device Info Tools -- Update Settings
Quick Setup Update DSL router settings. You may update your router settings using your saved files.
Advanced Setup :
Diagnostics Setfings File Mame:
i
Settings
Backup
Update
Restore Default
System Log

TR-069 Client
Internet Time
Access Control
Update Software
Save/Reboot

Recommend: 800x600 pixels, High Color{16 Bits)
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Restore Default

Restore Default Settings will delete all current settings and restore the router to factory default settings. Click on the Restore
Default Settings button to proceed. The following confirmation dialog will appear confirming your decision to restore default

settings. Click on OK to continue.

D-Link

Device Info
Quick Setup
Advanced Setup
Diagnostics
Management
Settings
Backup
Update
Restore Default
System Log
TR-069 Client
Internet Time
Access Control
Update Software
Save/Reboot

DSL-520B

Tools -- Restore Default Settings

Restore DSL router settings to the factory defaults.

Restore Default Settings

Recommend: 800x600 pixets, High Color{16 Bits )

D-Link DSL-520B ADSL2+ Modem User Manual

69



Section 11 - Management

System Log

Click View System Log to show the following interface. The system log dialog allows you to view the system log and configure the system log options.

Click Configure System Log to show the following interface. You can enable or disable the system log and then select the Log Level, Display Level
and Mode, and click Apply to end your configurations.

Both the log level and display level have eight choices. The default log level is Debugging and the default display level is Error. The mode options
are Local, Remote, and Both. The default is Local.

If you select Remote or Both, all events are transmitted to the
specified UDP port of the specified log server.

D-Link DSL-520B
Device Info System Log -- Configuration
Quick Setup If the log mode is enabled, the system will begin to log all the selected events. For the Log
Advanced Setup Level, all events above or equal to the selected level will be logged. For the Display Level, all

H 1 logged events above or equal to the selected level will be displayed. If the selected mode is
Diagnostics 'Remote’ or 'Both,’ events will be sent to the specified IP address and UDP port of the
Management remote syslog server. If the selected mode is 'Local’ or 'Both,’ events will be recorded in the

G local memory.

Settings

System Log Select the desired values and click 'Save/Apply' to configure the system log options.

TR-069 Client Log: ® Disable O Enable

Internet Time - B ]

Access Control Log Level: Debugging  v|

Update Software Display Level: |Error _ 8

save/Reboot Mode: Local ¥

Save/Apply

Recommend: 800x500 pixels, High Color(16 Bits)
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System Log Configuration

From the configuration screen, set the log to Enable, select the Log Level, Display Level and Mode. If the selected mode is“Remote” or“Both’, events
will be sent to a specified IP address and UDP port of a remote system log server. If the selected mode is “Local” or “Both”, events will be recorded
and viewed locally. Select the desired values and click Apply to save the system log options.

Device Info System Log -- Configuration
Quick Setup If the log mode is enabled, the system will begin to log all the selected events. For the Log
Advanced Setup Level, all events above or equal to the selected level will be logged. For the Display Level, all

F £ logged events above or equal to the selected level will be displayed. If the selected mode is
Diagnostics 'Remote’ or 'Both,’ events will be sent to the specified IP address and UDP port of the
Management remote syslog server. If the selected mode is ‘Local’ or ‘Both,’ events will be recorded in the

5 local memory.

SEttlﬂg!i

System Log Select the desired values and click 'Save/Apply' to configure the system log options.

TR-069 Client Log: @® Disable © Enable

Internet Time _

Access Control Log Level: Debugging v/

Update Software Display Level: Error S

save/Reboot Mode: Local w

Save/Apply

Recommend: S00x600 pixelz, High Color(16 Bitz)
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TR-069 Client

WAN Management Protocol (TR-069) allows a Auto-Configuration Server (ACS) to perform auto-configuration, provision, collection and diagnostics
to this device.

If you wish to enable this protocol, then select enable. Contact your ISP to determine the ACS URL, ACS User Name, and ACS Password. You must
click on the Save/Reboot button for the change to take place.

Display SOAP messages on serial console
Connection Request Authentication

Connection Request ser Namea:
Connection Request Password:

® Disable O Enable

|admin

D-Link DSL-5208
Device Info TR-069 client - Configuration
Quick Setup WAN Management Protocol (TR-069) allows a Auto-Configuration Server (ACS) to perform
Advanced Setup auto-configuration, provision, collection, and diagnostics to this device.
Diagnostics Select the desired values and click "Apply” to configure the TR-069 client options.
Management

Settings TF‘:_E?C fatus: ® D?EEL"|E O Enable

Inform : ® Disable O Enable

System Log

TR-069 Client Inform Interval: |300

Internet Time ACS LURL:

Access Control ACS User Name: :E_z_dm_in

Update Software ACS Password: [sssese

Save/Reboot

| save/Apply || GetRPCMethods

Recommend: 300x500 pixelz, High Color(16 Bitz)
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Internet Time

The Time Settings page allows you to automatically synchronize your time with a time server on the Internet. To set the modem’s time, click on the
automatically synchronize with Internet time servers checkbox. Additional time settings will appear below the checkbox.

Device Info Time settings
Quick Setup
Advanced Setup
Diagnostics [ Automatically synchronize with Internet time servers
Management
Settings
System Log
TR-069 Client
Internet Time
Access Control

Update Software

Save/Reboot

Recommend: 800600 pixels, High Color{16 Bits)

Select from the list of NTP (Network Time Protocol) time servers. Then select the time zone that you are in and click Apply to save.

D-Link DSL-5208
Device Info Time settings
Quick Setup
Advanced Setup
Diagnostics Automatically synchronize with Internet time servers
Management First NTP time server: ntp.'l-.dlin.k.c.or-‘h - V
Settings Second NTP time server: | None ”Y
System Log
TR-069 Client Time — T —— ;
zone | (GMT-12:00) International Date Line West |
Internet Time offset: ]
Access Control
Update Software
Save/Reboot

Recommend: &00x600 pixels, High Color(16 Bits)
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Access Control—Services

From this page you can enable/disable certain services from passing through your modem. Services that can be enabled/disabled on the LAN/WAN
are FTP, HTTP, ICMP, SNMP, Telnet, and TFTP.

FTP: (File Transfer Protocol) Used for file transfer. D-Link DSL-5208
. X Device Info Access Control -- Services
HTTP: (HyperTeXt Transfer PrOtOCOD A communications Quick Setup A Service Contral List ("SCL") enables or disables services from being used.
protocol that enables Web browsing. Advanced Setup
Diagnostics
Management Services | LAN
ICMP: (Internet Control Message Protocol) supports Settings e S
[ FTP Enable
packets containing error, control, and System Log =
informational messages. TR-069 Client NI Bl
Internet Time ICMP Enable
Access Control
. TELNET ble
Telnet: Astandard Internet protocol for accessing remote s =
systems. IP Addresses TFTP Enable
Passwords
. . . Update Software
TFTP: (Trivial File Transfer Protocol) A very simple form SaveTReboot

of the File Transfer Protocol (FTP).

Recommend: 200xE600 pixelz, High Color(16 Bits)
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Access Control—IP Address

Web access to the modem can be limited when Access Control Mode is enabled.

Add the IP address to the IP address list by clicking on the Add

button, then select Enabled to enable Access Control Mode. Device Info Access Control ;1 Address
Quick Setup The IP Address Access Control mode, if enabled, permits access to local
Advanced Setup management services from IP addresses contained in the Access Control
A i List. If the Access Control mode is disabled, the system will not validate TP
Diagnostics addresses for incoming packets. The services are the system applications
Management listed in the Service Control List
:e‘:':ngsl_ Access Control Mode: @& Disasble © Enable
. . . stem Lo
If Access Control Mode is disabled, any workstation connected O o it
locally to your modem can access the web interface provided ;“ter"eé"";‘el 1P Address | Remove
ccess Contro
the correct username and password is supplied at log on. Services
IP Addresses
Passwords
Update Software
Save/Reboot

Recommend: 800600 pixels, High Color(16 Bits)

to access the local configuration and click Apply. This will

Device Info Access Control
return you to the previous screen where you can enable Quick Setup Enter the IP address of the management station permitted to access the

Advanced Setup local management services, and click 'Save/Apply.

access control. Diagnostics
Management . B
Settings
System Log
TR-069 Client
Internet Time
Access Control
Services
IP Addresses
Passwords
Update Software
Save[Reboot

IP Address:

Recommend: 800x600 pixels, High Color(16 Bitz)
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Access Control—Passwords

Access to your DSL router is controlled through three user accounts: Admin, Support, and User. “Admin” has unrestricted access to change and
view configuration.“Support”is used to allowed an ISP technician to access your DSL router for maintenance and to run diagnostics. For “User”, the
user name can access the DSL router to view configuration settings, statistics, and update router’s software. To change or create passwords, use the
fields below and enter up to 16 characters.

D-Link DSL-5208
Device Info Access Control -- Passwords
Quick Setup Access to your DSL router is controlled through three user accounts:
Advanced Setup admin, support, and user.
Diagnostics The user name "admin” has unrestricted access to change and view
Management configuration of your DSL Router.
Settings The user name "support” is used to allow an ISP technician to access your
System Log DSL Router for maintenance and to run diagnostics.
TR-069 Client The user name "user” can access the DSL Router, view configuration
Internet Time settings and statistics, as well as, update the router's software.
Access Control Use the fields below to enter up to 16 characters and click "Apply” to
Services change or create passwords. Note: Password cannot contain a space.
IP Addresses Username: V
Passwords Old Password:
Update Software Mew Password:

Save/Reboot Confirm Passwaord:

Save/Apply

Recommend: 300x600 pixels, High Color(16 Bits)
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Update Software

You can update your software through this screen. Follow the screen’s steps. Select Browse to search for your software file and Update Software.

Device Info
Quick Setup
Advanced Setup
Diagnostics
Management
Settings
System Log
TR-069 Client
Internet Time
Access Control
Update Software
Save/Reboot

Tools -- Update Software
Step 1: Obtain an updated software image file from your ISP.

Step 2: Enter the path to the image file location in the box below or click
the "Browse" button to locate the image file.

Step 3: Click the "Update Software” button once to upload the new image
file.

MOTE: The update process takes about 2 minutes to complete, and your
DSL Router will reboot.

Software File Mame:

Update Software ]

Recommend: 800x600 pixels, High Color(16 Bits)
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Save and Reboot

When clicking the Save/Reboot button, it will save all configuration changes made on the modem and restart the device. All new configuration
settings will take effect when the modem starts up again.

Device Info
Quick Setup
Advanced Setup | save/Reboot
Diagnostics
Management
Settings
System Log
TR-069 Client
Internet Time
Access Control
Update Software
Save/Reboot

Click the button below to save and reboot the router.

Recommend: 800x600 pixelz. Hiah Color{ 16 Bitz)
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Troubleshooting

This chapter provides solutions to problems that can occur during the installation and operation of the DSL-520B. Read the following descriptions
if you are having problems. (The examples below are illustrated in Windows™ XP. If you have a different operating system, the screenshots on your
computer will look similar to the following examples.)

1. Why can’t | access the web-based configuration utility?

When entering the IP address of the D-Link modem (192.168.1.1 for example), you are not connecting to a website on the Internet or have to be
connected to the Internet. The device has the utility built-in to a ROM chip in the device itself. Your computer must be on the same IP subnet to
connect to the web-based utility.

« Make sure you have an updated Java-enabled web browser. We recommend the following:

« Internet Explorer 6.0 or higher
« Firefox 3.0 or higher

- Verify physical connectivity by checking for solid link lights on the device. If you do not get a solid link light, try using a different cable or connect
to a different port on the device if possible. If the computer is turned off, the link light may not be on.

- Disable any internet security software running on the computer. Software firewalls such as Zone Alarm, Black Ice, Sygate, Norton Personal Firewall,
and Windows" XP firewall may block access to the configuration pages. Check the help files included with your firewall software for more information
on disabling or configuring it.
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- Configure your Internet settings:

- Go to Start > Settings > Control Panel. Double-click the Internet Options Icon. From the Security tab, click the button to restore
the settings to their defaults.

« Click the Connection tab and set the dial-up option to Never Dial a Connection. Click the LAN Settings button. Make sure nothing
is checked. Click OK.

- Go to the Advanced tab and click the button to restore these settings to their defaults. Click OK three times.
« Close your web browser (if open) and open it.

« Access the web management. Open your web browser and enter the IP address of your D-Link modem in the address bar. This should open the
login page for your the web management.

- If you still cannot access the configuration, unplug the power to the modem for 10 seconds and plug back in. Wait about 30 seconds and try
accessing the configuration. If you have multiple computers, try connecting using a different computer.

2.What can | do if | forgot my password?
If you forgot your password, you must reset your modem. Unfortunately this process will change all your settings back to the factory defaults.
To reset the modem, locate the reset button (hole) on the rear panel of the unit. With the modem powered on, use a paperclip to hold the button

down for 10 seconds. Release the button and the modem will go through its reboot process. Wait about 30 seconds to access the modem. For
information about logging into the modem see page 16.
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Networking Basics
Check your IP address

After you install your new D-Link device, by default, the TCP/IP settings should be set to obtain an IP address from a DHCP server (i.e. wireless
modem) automatically. To verify your IP address, please follow the steps below.

WINNT  system32 cmd.exe

Click on Start > Run. In the run box type cmd and click OK. Microsoft Windows 2608 [Version 5.00.2195]
(C> Copyright 1985%-2888 Microsoft Corp.

C:%Documents and Settings“Administrator>ipconfig
At the prompt, type ipconfig and press Enter. Windows 2888 IP Configuration
Ethernet adapter Local Area Connection:

Connection—specific DNS Suffix

This will display the IP address, subnet mask, and the default gateway IP Address. - - - - - - - - - 11 192.168.1.2
Subnet Mask : 255 .255.255.8
Ofyour adapter. Default Gateway :172.16B.1 .1

C:wDocuments and Settings“Administrator>_

If the address is 0.0.0.0, check your device installation, security settings,
and the settings on your modem. Some firewall software programs
may block a DHCP request on newly installed device.

If you are connecting to a wireless network at a hotspot (e.g. hotel, coffee shop, airport), please contact an employee or administrator to verify
their wireless network settings.

Check your MAC address

Click on Start > Run. In the run box type cmd and click OK.
At the prompt, type ipconfig /all and press Enter.

This will display information about all installed adapters on your computer. Your MAC address is listed as the “Physical Address” and should look
like XX-XX-XX-XX-XX-XX OF XX:XX:XX:XX:XX:XX
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Statically Assign an IP address
If you are not using a DHCP capable gateway/modem, or you need to assign a static IP address, please follow the steps below:
Step 1

Windows® XP - Click on Start > Control Panel > Network Connections.
Windows’ 2000 - From the desktop, right-click My Network Places > Properties.

Step 2
Right-click on the Local Area Connection which represents your D-Link network adapter and select Properties.

Step 3
Highlight Internet Protocol (TCP/IP) and click Properties.

Step 4
Click Use the following IP address and enter an IP address that is on the same subnet as your Internet Protocol (TCP/IP) Properties Px
network or the LAN IP address on your modem. ==

You can get |P settings assigned automatically if your network supparts
this capability. Otherwise, you need to ask your network administrator for
the appropriate |F settings.

Example: If the modem’s LAN IP address is 192.168.1.1, make your IP address 192.168.1.X where X is a e
number between 2 and 99. Make sure that the number you choose is not in use on the network. Set © Uss the following IP addrese:

Default Gateway the same as the LAN IP address of your modem (192.168.1.1). Ispbd:fmk __
Default gateway:
Set Primary DNS the same as the LAN IP address of your modem (192.168.1.1). The Secondary DNS is
not needed or you may enter a DNS server from your ISP. ?;;:;N"S:DNSNMT:|
Atemate DNS server: l:l
Step 5

Click OK twice to save your settings.
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Contacting Technical Support

U.S. and Canadian customers can contact D-Link technical support through our web site or by phone.
Before you contact technical support, please have the following ready:

« Model number of the product (e.g. DSL-520B)

« Hardware Revision (located on the label on the bottom of the modem (e.g. revT1))

« Serial Number (s/n number located on the label on the bottom of the modem).

You can find software updates and user documentation on the D-Link website as well as frequently asked questions and answers to technical
issues.

For customers within the United States: For customers within Canada:
Phone Support: Phone Support:
(877) 453-5465 (800) 361-5265
Internet Support: Internet Support:
http://support.dlink.com http://support.dlink.ca
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Warranty

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited Warranty:

« Only to the person or entity that originally purchased the product from D-Link or its authorized reseller or distributor, and

« Onlyfor products purchased and delivered within the fifty states of the United States, the District of Columbia, U.S. Possessions or Protectorates,
U.S. Military Installations, or addresses with an APO or FPO.

Limited Warranty: D-Link warrants that the hardware portion of the D-Link product described below (“Hardware”) will be free from material defects
in workmanship and materials under normal use from the date of original retail purchase of the product, for the period set forth below (“Warranty
Period”), except as otherwise stated herein.

« Hardware (excluding power supplies and fans): One (1) year
« Power supplies and fans: One (1) year
« Spare parts and spare kits: Ninety (90) days

The customer's sole and exclusive remedy and the entire liability of D-Link and its suppliers under this Limited Warranty will be, at D-Link’s option,
to repair or replace the defective Hardware during the Warranty Period at no charge to the original owner or to refund the actual purchase price
paid. Any repair or replacement will be rendered by D-Link at an Authorized D-Link Service Office. The replacement hardware need not be new
or have an identical make, model or part. D-Link may, at its option, replace the defective Hardware or any part thereof with any reconditioned
product that D-Link reasonably determines is substantially equivalent (or superior) in all material respects to the defective Hardware. Repaired or
replacement hardware will be warranted for the remainder of the original Warranty Period or ninety (90) days, whichever is longer, and is subject to
the same limitations and exclusions. If a material defect is incapable of correction, or if D-Link determines that it is not practical to repair or replace
the defective Hardware, the actual price paid by the original purchaser for the defective Hardware will be refunded by D-Link upon return to D-Link
of the defective Hardware. All Hardware or part thereof that is replaced by D-Link, or for which the purchase price is refunded, shall become the
property of D-Link upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“Software”) will substantially conform to D-Link’s then current
functional specifications for the Software, as set forth in the applicable documentation, from the date of original retail purchase of the Software for
a period of ninety (90) days (“Software Warranty Period”), provided that the Software is properly installed on approved hardware and operated as
contemplated in its documentation. D-Link further warrants that, during the Software Warranty Period, the magnetic media on which D-Link delivers
the Software will be free of physical defects. The customer’s sole and exclusive remedy and the entire liability of D-Link and its suppliers under this
Limited Warranty will be, at D-Link’s option, to replace the non-conforming Software (or defective media) with software that substantially conforms
to D-Link’s functional specifications for the Software or to refund the portion of the actual purchase price paid that is attributable to the Software.
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Except as otherwise agreed by D-Link in writing, the replacement Software is provided only to the original licensee, and is subject to the terms and
conditions of the license granted by D-Link for the Software. Replacement Software will be warranted for the remainder of the original Warranty
Period and is subject to the same limitations and exclusions. If a material non-conformance is incapable of correction, or if D-Link determines in
its sole discretion that it is not practical to replace the non-conforming Software, the price paid by the original licensee for the non-conforming
Software will be refunded by D-Link; provided that the non-conforming Software (and all copies thereof) is first returned to D-Link. The license
granted respecting any Software for which a refund is given automatically terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for Hardware and Software portions of D-Link’s products will not be
applied to and does not cover any refurbished product and any product purchased through the inventory clearance or liquidation sale or other sales
in which D-Link, the sellers, or the liquidators expressly disclaim their warranty obligation pertaining to the product and in that case, the product
is being sold “As-Is” without any warranty whatsoever including, without limitation, the Limited Warranty as described herein, notwithstanding
anything stated herein to the contrary.

Submitting A Claim: The customer shall return the product to the original purchase point based on its return policy. In case the return policy
period has expired and the product is within warranty, the customer shall submit a claim to D-Link as outlined below:

The customer must submit with the product as part of the claim a written description of the Hardware defect or Software nonconformance in
sufficient detail to allow D-Link to confirm the same, along with proof of purchase of the product (such as a copy of the dated purchase invoice
for the product) if the product is not registered.

The customer must obtain a Case ID Number from D-Link Technical Support at 1-877-453-5465, who will attempt to assist the customer in resolving
any suspected defects with the product. If the product is considered defective, the customer must obtain a Return Material Authorization
(“RMA”) number by completing the RMA form and entering the assigned Case ID Number at https://rma.dlink.com/.

After an RMA number is issued, the defective product must be packaged securely in the original or other suitable shipping package to ensure that
it will not be damaged in transit, and the RMA number must be prominently marked on the outside of the package. Do notinclude any manuals
or accessories in the shipping package. D-Link will only replace the defective portion of the product and will not ship back any accessories.

The customer is responsible for all in-bound shipping charges to D-Link. No Cash on Delivery (“COD") is allowed. Products sent COD will either be
rejected by D-Link or become the property of D-Link. Products shall be fully insured by the customer and shipped to D-Link Systems, Inc., 17595
Mt. Herrmann, Fountain Valley, CA 92708. D-Link will not be held responsible for any packages that are lost in transit to D-Link. The repaired or
replaced packages will be shipped to the customer via UPS Ground or any common carrier selected by D-Link. Return shipping charges shall
be prepaid by D-Link if you use an address in the United States, otherwise we will ship the product to you freight collect. Expedited shipping is
available upon request and provided shipping charges are prepaid by the customer.
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D-Link may reject or return any product that is not packaged and shipped in strict compliance with the foregoing requirements, or for which an
RMA number is not visible from the outside of the package. The product owner agrees to pay D-Link’s reasonable handling and return shipping
charges for any product that is not packaged and shipped in accordance with the foregoing requirements, or that is determined by D-Link not to
be defective or non-conforming.

What Is Not Covered: The Limited Warranty provided herein by D-Link does not cover: Products that, in D-Link’s judgment, have been subjected to
abuse, accident, alteration, modification, tampering, negligence, misuse, faulty installation, lack of reasonable care, repair or service in any way that
is not contemplated in the documentation for the product, or if the model or serial number has been altered, tampered with, defaced or removed;
Initial installation, installation and removal of the product for repair, and shipping costs; Operational adjustments covered in the operating manual
for the product, and normal maintenance; Damage that occurs in shipment, due to act of God, failures due to power surge, and cosmetic damage;

Any hardware, software, firmware or other products or services provided by anyone other than D-Link; and Products that have been purchased
from inventory clearance or liquidation sales or other sales in which D-Link, the sellers, or the liquidators expressly disclaim their warranty obligation

pertaining to the product. While necessary maintenance or repairs on your Product can be performed by any company, we recommend that you
use only an Authorized D-Link Service Office. Improper or incorrectly performed maintenance or repair voids this Limited Warranty.

Disclaimer of Other Warranties: EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE PRODUCT IS PROVIDED “AS-IS” WITHOUT ANY
WARRANTY OF ANY KIND WHATSOEVER INCLUDING, WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FOR A PARTICULAR
PURPOSE AND NON-INFRINGEMENT. IF ANY IMPLIED WARRANTY CANNOT BE DISCLAIMED IN ANY TERRITORY WHERE A PRODUCT IS SOLD, THE
DURATION OF SUCH IMPLIED WARRANTY SHALL BE LIMITED TOTHE DURATION OF THE APPLICABLE WARRANTY PERIOD SET FORTH ABOVE. EXCEPT
AS EXPRESSLY COVERED UNDERTHE LIMITED WARRANTY PROVIDED HEREIN, THE ENTIRE RISK ASTO THE QUALITY, SELECTION AND PERFORMANCE
OF THE PRODUCT IS WITH THE PURCHASER OF THE PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE UNDER ANY CONTRACT, NEGLIGENCE, STRICT LIABILITY
OR OTHER LEGAL OR EQUITABLE THEORY FOR ANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY CHARACTER, WHETHER
DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT NOT LIMITED TO, DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR
PROFIT, WORK STOPPAGE, COMPUTER FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR COMPUTER PROGRAMS TO WHICH D-LINK’S
PRODUCT IS CONNECTED WITH, LOSS OF INFORMATION OR DATA CONTAINED IN, STORED ON, OR INTEGRATED WITH ANY PRODUCT RETURNED TO
D-LINK FORWARRANTY SERVICE) RESULTING FROM THE USE OF THE PRODUCT, RELATINGTO WARRANTY SERVICE, OR ARISING OUT OF ANY BREACH
OF THIS LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. THE SOLE REMEDY FOR A BREACH OF
THE FOREGOING LIMITED WARRANTY IS REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NON-CONFORMING PRODUCT. THE MAXIMUM
LIABILITY OF D-LINK UNDERTHIS WARRANTY IS LIMITED TO THE PURCHASE PRICE OF THE PRODUCT COVERED BY THE WARRANTY. THE FOREGOING
EXPRESS WRITTEN WARRANTIES AND REMEDIES ARE EXCLUSIVE AND ARE IN LIEU OF ANY OTHER WARRANTIES OR REMEDIES, EXPRESS, IMPLIED
OR STATUTORY.

Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some states do not allow exclusion or limitation of
incidental or consequential damages, or limitations on how long an implied warranty lasts, so the foregoing limitations and exclusions may not
apply. This Limited Warranty provides specific legal rights and you may also have other rights which vary from state to state.

D-Link DSL-520B ADSL2+ Modem User Manual 86



Appendix C - Warranty

Trademarks: D-Link s a registered trademark of D-Link Systems, Inc. Other trademarks or registered trademarks are the property of their respective
owners.

Copyright Statement: No part of this publication or documentation accompanying this product may be reproduced in any form or by any means
or used to make any derivative such as translation, transformation, or adaptation without permission from D-Link Corporation/D-Link Systems,
Inc., as stipulated by the United States Copyright Act of 1976 and any amendments thereto. Contents are subject to change without prior notice.

Copyright 2008-2009 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio interference, in which case the user may be
required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to part 15 of the FCC
Rules.These limits are designed to provide reasonable protection against harmful interference in a residential installation. This equipment generates,
uses, and can radiate radio frequency energy and, if not installed and used in accordance with the instructions, may cause harmful interference
to radio communication. However, there is no guarantee that interference will not occur in a particular installation. If this equipment does cause
harmful interference to radio or television reception, which can be determined by turning the equipment off and on, the user is encouraged to try
to correct the interference by one or more of the following measures:

+ Reorient or relocate the receiving antenna.

« Increase the separation between the equipment and receiver.

« Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
«  Consult the dealer or an experienced radio/TV technician for help.

For detailed warranty information applicable to products purchased outside the United States, please contact the corresponding local D-Link
office.
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Registration

Register your product online at support.dlink.com/register

Product registration is entirely voluntary and failure to complete or return this form will not diminish your warranty rights.

Version 1.0
July 29, 2010
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