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Chapter 1. Introduction

1.1 Welcome

Congratulations on purchasing this Wireless Broadband Router. This Wireless Broadband
Router is a cost-effective IP Sharing Router that enables multiple users to share the Internet
through an ADSL or cable modem. Simply configure your Internet connection settings in the
Wireless Broadband Router and plug your PC to the LAN port and you're ready to share files
and access the Internet. As your network grows, you can connect another hub or switch to the
router's LAN ports, allowing you to easily expand your network. The Wireless Broadband
Router is embedded with a IEEE 802.11n/g/b access point that allows you to build up a
wireless LAN. With the support of new emerged 802.11n standard, the access point provides
data transfer of up to 300Mbps, up to 5 times faster than 802.11g, it is backwards compatible
with existing 802.11g and 802.11b infrastructure while migrating to the new screaming fast
802.11n.The Wireless Broadband Router provides a total solution for the Small and
Medium-sized Business (SMB) and the Small Office/Home Office (SOHO) markets, giving
you an instant network today, and the flexibility to handle tomorrow's expansion and speed.

1.2 About This Guide

This User Manual contains information on how to install and configure your Wireless
Broadband Router to get your network started accessing the Internet. It will guide you through
the correct configuration steps to get your device up and running.

Note and Caution in this manual are highlighted with graphics as below to indicate important
information.

0 Contains related information that corresponds to a topic.
Note

O Represents essential steps, actions, or messages that should not be ignored.
Caution

1.3 Copyright Statement
No part of this publication may be reproduced, stored in a retrieval system, or transmitted in

any form or by any means, whether electronic, mechanical, photocopying, recording, or
otherwise without the prior writing of the publisher.
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1.4 Overview of The Wireless Broadband Router
The following sections describe the physical characteristics of your router.
1.4.1 Back Panel

Figure - 1 back panel below shows the Wireless Broadband Router back panel:

0.0 [

PWR Default WAN

1 4 3 2 5

Figure - 1 back panel
1 Power: The power socket is where you plug in the power adapter. Please use the power

adapter provided with this wireless broadband router.

2 LAN Ports 1-4: These 4 ports is used to connect the router to your PCs using Ethernet
cables. Any of these four ports can also serve as an uplink port to other network devices,
such as another router or switch, which allows you to extend your network.

3 WAN: Connect your modem to your router using this port with your supplied Ethernet cable.
This is the only port you can use for this procedure. This enables your router to access the
Internet. The port supports 10/100 Mbps as well as straight-through and crossover Ethernet
cables.

4 Default button: Default your router or resets the router to the default login settings.

5 Antenna: The antenna used for wireless connections. You are able to rotate the antenna to
gain the best signal reception.

O If the router experiences trouble connecting to the Internet, briefly press and
release the Default button to default the router. To default the router to the factory
defaults, press and hold the Default button for more than five seconds. This clears the
router's user settings, including User ID, Password, IP Address, and Subnet mask.
(Warning: your original configurations will be replaced with the factory default settings)
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1.4.2 LED Description

The following illustration shows the Wireless Broadband Router front panel:

1 2 3 4 6 S

2 -
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n 3
)
Qo
= 0
S <

Figure - 2 front panel

Number LED Light Status Description
1 PWR ON This indicator lights green when the Wireless
Router is receiving power; otherwise, it is off.
2 CPU ON The LED will be dark for a few seconds when

the system is started. After that, the LED will
stays green to show the Wireless Router is
working normally. If the LED stays blink/dark
that means the system failed, you need to
contact your agent or try to reboot the system.

3 WLAN RX Flashing Wireless LAN has Activity (ACT) data being
sent.
4 WLAN TX Flashing Wireless LAN has Activity (ACT) data being
Received
5 WAN ON WAN is connected
Off No WAN connection
Flashing WAN port has Activity (ACT), data being sent
6 LAN(1-4) ON WAN is connected
Off No WAN connection

Flashing WAN port has Activity (ACT), data being sent
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Chapter 2. Designing Wireless Network

2.1 System Requirements

Broadband Internet Access Service(DSL/Cable/Ethernet)

10/100Base-T Ethernet card and TCP/IP protocol installed for each PC

Internet Explorer 5.0 or higher for Web configuration

802.11n, 802.11g or 802.11b compliant wireless adapters (for wireless connection)

2.2 Hardware connection

Figure - 3 Local Area Network below shows a typical setup for a Local Area Network (LAN).

)

bl

= B
PRI S— 802.11g / 802.11b Wireless Client
PC / Hub / Switch

Power
Supply

Of[L L L JLJL o

CablefADSL
L IRC I ] MOdem

Internet

Figure - 3 Local Area Network

® Begin by finding a good place to set up your wireless broadband. You should:Keep the
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access point as central in your work area as possible. Signal strength and speed fall off
with distance.

® Higher is often better. For instance, set it up on the top shelf of a bookcase rather than
the bottom one, if possible.

Prior to connecting the hardware, make sure to power off your ethernet device, Cable/ADSL
modem and Wireless Broadband Router. Then follow the steps below to connect the related
devices.

Step 1 Connecting your computer to the LAN port.

Attach one end of the Ethernet cable with RJ-45 connector to your hub, switch or a
computer’s Ethernet port, and the other end to one of the LAN ports of your Wireless
Broadband Router.

Step 2 Connecting Cable/ADSL Modem to the WAN port.

Connect the Ethernet cable attaching to your Cable/ADSL modem to the WAN port of your
Wireless Broadband Router.

Step 3 Connecting the power adapter.

Connect the single DC output connector of the power adapter to the power jack on the side of
the Wireless Broadband Router. Then plug the Power Adapter into an AC outlet,

Step 4 Power on the following devices in this order:

Cable/ADSL modem, Router, and PCs

2.3 Configuring Local PC to Access the Wireless Router

You can manage the Wireless Broadband Router through the Web browser-based
configuration utility. To configure the device via Web browser, at least one properly
configured computer must be connected to the device via Ethernet or wireless network. The
Wireless Broadband Router is configured with the default IP address of 192.168.1.1 and
subnet mask of 255.255.255.0 and its DHCP server is enabled by default. Before setting up
the Router, make sure your PCs are configured to obtain an IP (or TCP/IP) address
automatically from the Router by the steps below.

2.3.1 Setting up TCP/IP
2.3.1.1 Windows 98/Me

1. Go to Start = Settings - Control Panel.

2. Find and double-click the Network icon. The Network dialog box appears.

3. Click the Configuration label and ensure that you have network card.

4. Select TCP/IP. If TCP/IP appears more than once, please select the item that has an arrow
“=>” pointing to the network card installed on your computer. DO NOT choose the instance of
TCP/IP with the words “Dial Up Adapter” beside it.

5. Click Properties. The TCP/IP Properties dialog box appears.
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6. Ensure the Obtain IP Address Automatically is checked.

7. From the WINS Configuration dialog box, Ensure that Disable WINS Resolution is
checked.

8. From the Gateway dialog box, remove all entries from the Installed gateways by selecting
them and clicking Remove.

9. From the DNS Configuration dialog box, remove all entries from the DNS Server Search
Order box by selecting them and clicking Remove. Remove all entries from the Domain Suffix
Search Order box by selecting them and clicking Remove. Click Disable DNS.

10. Click OK, back to Network Configuration dialog box

11. Click OK, if prompted to restart, click YES.

2.3.1.2 Windows 2000

Please follow the steps below to setup your computer:
1. Go to Start - Settings - Control Panel

101
Fle £t vew Fmoites Todks e [ = |
Pk - o (5| Psewch Trades (F| G U X w2 I
MSFiUTMrHPM 3 e
— | - .
e ﬂ
ok L &.I -.h% i I C|
E Arcepsiblity  AddWemove AddTemcove Admenstrabiee Al
Control Panel Optiord  Hadmare  Prograns Tl b
= 5
Mebwork and Disl-up Conrscctions "ﬁ —*ﬁ | % !
Confwcts bo other computers,
el = FradFast  Foldes Optiors  Foeds Gare wh
Ntarks, andth Iimmet Corkroders Oy
Wi Ut = : ;
Wirdkees 2000 Suoort 'S . @ 't;i
- L
Homrse Phsres gl Possser Opliors Fr
Hiodern .
&) 2 %
S hunchled Liands wred Syslem Ukpars o
Tashs Mutimeds Passwsords
. s I 2
Connacts bo other computens, networks, and the Infemet E,J'h'm e

Figure - 4
2. Double click the icon Network and Dial-up Connections

3. Highlight the icon Local Area Connection, right click your mouse, click Properties
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[ Network and Dial-up Connections o |

Fle Edit Wiew Favorites Tools Advanced  Help |
P Back + = - | Qhsearch [YFolders o4 | s O x = | Ed-
Address I Metwork and Dial-up Connections j @’GD
Al ] £ B
i £l =
L T4 L

S Make Mew Local Area
Network and Dial-up  Connection  Connection

Disable
Connections Status
i Create Shorbout
Local Area Connection 2
Delete
Type: LAN Connection Rename

Stakus: Enabled

Realtek RTLS139(A) PCI Fast Ethernet
Adapter

Displays the properties of the selected connection, Y

Figure - 5
4. Highlight Internet Protocol (TCP/IP), and then press Properties button

21
General I5hﬂl‘lﬂ|
Connect using
|n Feakel: RTLE133(4) Pl Fast Ethemet Adapte:
Components checked ais wsed by this conneclion:

| M Chant for Microsoft Matworks
) 3 Ebe andl Prinber Sharing fos Microsolt Mehworks
v Irteanet Protocol [TCRAF)

intal., | unewat | Properies |
 Desciption

Tranzmizsion Control Protocol/intemet Protocol. The default
wide area network protocol that peovides communication
acioss divedse interconnected networks:

™ Show icon in taskbas when connecled

ok | cemel |

Figure - 6
5. Choose Obtain an IP address automatically and Obtain DNS server address automatically,
and then press OK to close the Internet Protocol (TCP/IP) Properties window
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Figure - 7
6. Press OK to close the Local Area Connection Properties window
21
General | Shaing|
Connect using:

2.3.1.3 Windows XP

Internet Protocol {TCP/IP} Propetties ed |

General |

You can get IP zettings assigned automatically if pour network supports
thiz capability. Othenwize, you need to ask vour network administrator for
the appropriate IP settings.

% [btain an IP address automatically
—{" Usze the following IP address:

|F addiess: I . . .
Subnet mask: I :
[efault gateway: I g ;

¢ Obtain DM5 server address automatically

—{" Usge the following DNS server addresses;

Erefered DHE server: I ; ; ]
Sltemate DNS sever I ) .

Advanced... |

ok I Cancel |

| W5 Reakel RTLAT3%A] PCI Fast Ethemet Adapher

Components checked ane ubed by this conmschion:

| M Charit for Miciosoft Networks
) 3 File nd Prinkes Shaing lor Micrasolt Metwarks
ik g |riemet Fiotocol [TCRAR)

retal. | Uninstal Properties
i~ Descpton
Transmézzion Conbial Protocol/intemet Protocol. The dedault
acioss diverse nterconneciad networks.

™ Show icon in taskbar when connected

OF Cancel

Figure - 8

Please follow the steps below to setup your computer:

1. Go to Start = Settings = Control Panel
2. Click Network and Internet Connections
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£ Control Panel

File  Edit Toals

@ Back, @ i I} p Search

Wiew  Fawarites

Help

&__: Folders

Address E} Contral Panel

e
~

E:"' Control Panel

u- Swikch bo Classic Yiew

See Also

% windows Update
@) Help and Support

3. Click Network Connections

¥ Network and Internet Connections

File:

Edit Wiew Favorites Tools  Help

e Back - @ L} p Search

&3

Pick a category

=

Printers and
Other Hardware

Appearance and
Themes

Network and
Internet
Connections

User Accounts

.
Ll
v W

Date, Time,
Language, and
Regional
Options

. Add or Remove
Programs

@

I3

&1 Folders 1

See Also

@ [y Mebwork Places

L-:gJ Printers and Cther
Hardware
%4 Remate Deskiap

Fhone and Maodem
Opkions

or pick a Control Panel

Troubleshooters

Hame ar Small Office
Metworking

E] Internet Explorer
[9) Metwiork Diagnostics

Address B’ Metwork. and Internet Connections

B
B

Network and Internet Connections

Create a connection to the network at your
workplace

Set up or change your home or small office
network

icon

Network

Internet Options CoasEetihns

-]

Figure - 10
4. Highlight the icon Local Area Connection, right click your mouse, click Properties
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" Network Connections
Flle Edit “iew Favorites Tools  Adwanced  Help

eBack - \ﬁj |_-ﬁ? pSearch [1 Folders v

Address |6 Network Cannections v| B
#| LANM or High-Speed Internet

MNetwork Tasks

ocal Area Conneckion
’E Create a new bl

conneckion s ._D;isble
) Setup a home or smal Status
T office network
@ Disable this network
device Eridge Connections
% Repait this connection

Repair

Create Shortout

I@ Rename this conneckion
& 'iew status of this
conneckion

Change settings of this
conneckion

Rename

Figure - 11
5. Highlight Internet Protocol (TCP/IP), and then press Properties button

- Local Area Connection Properties

General | Authentication | Advanced

Connect using:
BB IntellR] PRO/100YM Network Connection

This connection uses the following fems
i B Chent for Microsolt Hetweorks
v File and Prirdes Sharng for Miceosoft Metworks
v B Q0S Packet Scheduler

i
D escaiphon

Transmession Control FrotocolAntemet Protocol. The detauk
wade aea network protocod that provede:s commurecation
actoss divedse infesconnected malworks

[C] Show icon in notfcation area when connecled

ok J[ Comeel |

Figure - 12
6. Choose Obtain an IP address automatically and Obtain DNS server address automatically,

and then press OK to close the Internet Protocol (TCP/IP) Properties window
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Internet Protocol (TCP/IP) Properties

General | Alemate Configuration |

You can get IP settings azsigned automatically if your network. supports
thiz capability. Otherwise, you need to sk wour network, administrator for
the appropriate [P settings.

(%) Obtain an IP address automatically
73 Use the follawing IP address:

() Obtain OMS server address autamatically
{73 Use the follawing DMS server addresses:

[ ak. |[ Cancel J

Figure - 13
7. Press OK to close the Local Area Connection Properties window

- Local Area Connection Properties

General | Authentication | Advanced
Connect uzing
ES InteliR) PROS00YM Network Connection

This connection uses the follovang ems:

=11 Chanit For Micromodt Netwaorks
& 2=} File and Printer Shaiing for Microsolt Metworks
¥ Bl0es Packet Scheduler

¥l ¥ Intemet Protocal TCP/IP)

[ instal. || Uninatal | [ Propeme: |
Drezcrnphion
Allows your computer bo access resouices on a Microsolt
nighwork.

[[] Show icon in nolification area when connected

Figure - 14

2.3.2 Additional Settings for Wireless Client

If you choose to access the router via a wireless client, also verify the following:
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1. Make sure your PC is equipped with 802.11n, 802.11g or 802.11b wireless adapter and
has appropriate WLAN card driver/utility and TCP/IP installed.
2. Set the wireless adapter to use appropriate TCP/IP settings as described in previous
section.
3. Launch the wireless adapter’s provided utility and verify that your wireless client is
configured with these settings:
® Operation Mode: Infrastructure
SSID: default
Authentication: Disabled
Encryption: Off
Radio Band: 802.11B/G

0 If you only finished the wireless settings and didn't configure the wireless
adapter’s TCP/IP settings, even your link status indicates a successful connection with
the AP, this connection applies to the “physical” network layer only. Your wireless
adapter cannot communicate with the AP. Make sure to set the TCP/IP properties as
described in this previous section.

2.3.3 Checking PC’s IP and Connection with the Router

After configuring the TCP/IP protocol, use the ping command to verify if the computer can
communicate with the Router. To execute the ping command, open the DOS window and
ping the IP address of the Wireless Broadband Router at the DOS prompt:

® For Windows 98/Me: Start -> Run. Type command and click OK.
® For Windows 2000/XP: Start -> Run. Type cmd and click OK.

At the DOS prompt, type the following command:
If the Command window returns something similar to the following:

C:\Documents and Settings\admin>ping 192.168.1.1

Pinging 192.168.1.1 with 32 bytes of data:

Reply from 192.168.1.1: bytes=32 time=1ms TTL=64
Reply from 192.168.1.1: bytes=32 time=1ms TTL=64
Reply from 192.168.1.1: bytes=32 time=1ms TTL=64
Reply from 192.168.1.1: bytes=32 time=1ms TTL=64
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Ping statistics for 192.168.1.1:

Packets: Sent = 4, Received = 4, Lost = 0 (0% loss),
Approximate round trip times in milli-seconds:

Minimum = 1ms, Maximum = 1ms, Average = 1ms

Then the connection between the router and your computer has been successfully
established.
If the computer fails to connect to the router, the Command window will return the following:

C:\Documents and Settings\admin>ping 192.168.1.1
Pinging 192.168.1.1 with 32 bytes of data:

Request timed out.
Request timed out.
Request timed out.
Request timed out.

Ping statistics for 192.168.1.1:
Packets: Sent = 4, Received = 0, Lost = 4 (100% loss),

Verify your computer's network settings are correct and check the cable connection between
the router and the computer.
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Chapter 3. Quick Configuration Guide

3.1 Login

In order to make the whole network operate successfully, it is necessary to configure the
Wireless Router through your computer has a WEB browser installed. Please follow the steps
listed below.

Step 1 Start your Web browser and type http://192.168.1.1 in the Address field. This address
is the default private IP of your router.

<} about:blank - Microsoft Internet Explorer — O] x|

J File Edit ‘iew Favorites Tools  Help |

[ec= - » QB 6] @ W 5

|Bddress | hitpiff192.168.1.1 | @e “Links »
Figure - 15

@ If the router’s LAN port has been changed with new IP address, enter the new IP
address instead.

Step 2 After connecting to the device, you will be prompted to enter the username and
password. Type guest in the User Name field, and enter the default password as guest.

zl
@ Thiz secure ‘Web Site [at 192.168.1.1] reguirez you to log on.

Fleaze type the Uzer Name and Pazzward that you uze for Device.

Uszer Mame Iguest LI

xxxxx

Pazzword I

[ Save thiz passward in pour password list

0k I Cancel

Figure - 16
Step 3 Click “OK” button.

After successful login, you will be able to see the Wireless Broadband Router’'s web-based

configuration utility. From now on the Wireless Broadband Router acts as a Web server
sending HTML pages/forms at your request. You can click the menu options at the left to start
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the configuration task.

Q When first configuring your router, it is recommended that you have an Ethernet
cable connected to the router. Performing the INITIAL configuration using a wireless
connection is not secure and is not recommended. After you have finished the initial
configuration of the router, your connection will be secure and you can safely use either

a wired or wireless connection.

In the home page of the Wireless Router, the left navigation bar shows the main options to
configure the system. In the right navigation screen is the summary of system status for
viewing the configurations. You can usually get context sensitive help by clicking on the Help
link at the top right of the page.

AP-ROUTER

[2 convenient Setup
[ system Information
[ Internet Setup
[ wireless Management
[ LAN Setup
[ Applications and
Gaming
3 virtual Service
£ pmz
[ Application Gateway
= Security Management
[ Internet Access Control
[ pons
[ Routing
[ system Management

3.2 Quick Setup

Convenient Setup 1

WYersion:¥1,1.01EMN

' PPPoE user (ADSL)
" Static User

Static IP address access

Wireless Configuration

Metwork Mame(SSI0) Default

HCP user {Cable Modem)

Wireless Status & Enahle

tings

Figure - 17

' Disabla

Convenient Setup

Providing vou the convenient
and simplest method for
configure the router, the
purpose of this item is to
provide an easy way for you tc
use it and configure your
router to access the Internet
quiickly; including *DHCP®, *
PPPoE”, “Static IP* and
“iireless Status
Configuration®, This is the
st convenient tool for you
to configure router,

More....

The Convenient Setup section is designed to get you using the broadband router as quickly

as possible.

In the Convenient Setup you are required to fill in only the information necessary to access

the Internet.
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AP-ROUTER

[ convenient Setup
[ gystem Information
[ Internet Setup
O wireless Management
Ol LAN Setup
£ applications and
Gaming
O virtual Service
[ pmz
1 application Gateway
O security Management
O Internet sccess Contral
[ pons
[ Routing
O gystem Management

[) For DHCP user

Convenient Setup ]

: HCP user (Cable Modem)
PPPoE user (ADSL)
" Gtatic User

Static IP address access

Wireless Configuration
Wireless Status & Enable
MNetwork Mame(5SID) Default

Figure - 18

" Disable

1. Choose DHCP user if your ISP will automatically give you an IP address. And then
click on “Save Settings”.

() For PPPoOE user

1. Select PPPoE if your ISP requires the PPPOE protocol to connect you to the
Internet. Your ISP should provide all the information required in this section.

2. Enter the User Name and Password provided by your ISP for the PPPoE
connection, and then click on “Save Settings”.
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AP-ROUTER

[3 convenient Setup Convenient Setup |

[ system Information
[ Internet Setup
[ wireless Management
[ LAN setup
[ applications and
Gaming
O wirtual Service
O prz
[ application Gateway
[ security Management
[ Intermet Access Control
[ pons
[ Routing
[ system Management

) For Static user

" DHCP user {Cable Modem)
PPoE user (ADSL)
" Gtatic User

PPPoE Client Access
FRPoE Username
PPPOE Password

YWireless Configuration
Wireless Status ' Enable " Disable
MNetwork Mame(SsID) Default

Figure - 19

1. Select Static IP if your ISP has given you a specific IP address for you to use. Your
ISP should provide all the information required in this section.

2. Fill the blank input box with the values which are supplied from your ISP And then
click on “Save Settings”.

AP-ROUTER

2 convenient Setup
[ system Information
3 Internet Setup
3 wireless Management
£ LAaN Setup
[ Applications and
Gaming
3 virtual Service
0 oz
[ Application Gateway
o Security Management
O Internet Access Control
1 ppbns
3 Routing
[ system Management

Convenient Setup ]

" DHCP user (Cable Modem)
" PPPoE user (ADSL)
% Static User

Static IP address access
WAN IP address
Subnet Mask
Default Gateway
Primary DMNS

serondayohs | |

Wireless Configuration
Wirgless Status & Enable " Disable
Metwork Mamme(SsID) Defallt

Figure - 20

Page 20 of 40



Wireless Broadband Router User Manual

Chapter 4. Configuring The Wireless Broadband Router

4.1 Convenient Setup

Please refer to 3.2 Quick Setup

4.2 System Information

This page indicate current status of the router, including “Internet Access

Status” , "LAN" ,"Primary AP Status ", “Secondary AP Status” and statistics information about
the bits router send and received . This item is used for monitor the current status of router for
administrator, and also supplies help information about judge working situation of router.

[ convenient Setup rInI:ernet Access Infnr LAN Info YPrimar'r AP InquSystem InquSI:aI:istics Info '|

Bs

O Application Gateway

£ security Management
O Internet sccess Contral

[ pons

O Routing

[ System Management

0y p i Connection Type DHCP
O wireless Management Physical Address 00:e0:de:00:12:36
Ol LAN Setup 1P Address 172.16.12.100
1 Applications and Subnet Mask 255, 255.255.0
Gaming Default Gat 172.16.12.1
1 wirtual Service BaUL Lateray —
O pmz Primary DMS 61,.139.2.69

Secondary DMS 192,168.2.1
MTLL 1300

disconnect:

Yersion

Current version:

Figure - 21

® Internet Access Info:
ﬁnternet ACCess Infur LAN Info "|"Primar1_|r AP InquSystem InquStal:istics Info '|

Connection Type DHCP
Physical Address 00elide:00:12:36
IP Address 172.16.12.100
Subrnet Mask 255.255.255.0
Default Gateway 172.16,12.1
Primary DMS 61,139.2.69
Secondary DMS 192,168.2.1
MTLE 1500

disconnect

Figure - 22
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Connection Type(ISP)  : Display router’s current connection type, It should be one of
“PPPoE” ,"DHCP”, “Static IP”, depending on what kind of connection type your ISP provides.

Physical Address: The MAC address of WAN port, this is a unique address assigned by
manufacturer.

IP Address: The IP address you obtained after connect to the Internet, if you haven't
connected to the Internet yet, this field is blank.

Subnet Mask : The Subnet mask you obtained after connect to the Internet, if you haven't
connected to Internet yet, this field is blank.

Default Gateway: The IP address of Default gateway you obtained after connect to the
Internet, if you haven’t connected to Internet yet, this field is blank.

Primary DNS: The DNS server translates domain or website names into IP address, input the
most common DNS server address you used or provided by your ISP.

Secondary DNS: Input IP address of a backup DNS server, or you can leave this field blank.
MTU: The MTU (Maximum Transmission Unit) setting specifies the largest packet size
permitted for network transmission. Most DSL users should use the value 1492.You can set
MTU manually, and you should leave this value in the 1200 to 1500 range. If the value you set
is not in accord with the value ISP provide, it may causes some problems, such as fail to send
Email, or fail to browse website. So if that happen, you can contact your ISP for more
information and correct your router’s MTU value.

Current Version : The version information of your current firmware.

® LAN Info:
[internet Access InfuT LAN Info \I Primary AP monEmndaw AP InfaTSta tistics Info '|

MAC address: 00:e0:de:00:12:34
IP address: 192.168.1.1
Subnet Mask: 255.255.255.0
DHCP Server: Start
DHCP Server IP Pool: 192.168.1.2 — 192.168.1.128

Figure - 23
This item provides information about router’s LAN port, display LAN port's MAC address, IP
address and current situation of DHCP server.

® Primary AP Info:
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Wireless Status: On
Mumber of Wireless Client: 0O
Wireless Mode: AP
Channel: &
SSID: Default

Wireless Interface MAC
Address:

SS5ID Broadcasting: on

O0EM4C:86:51:01

Security Mode: Mone

Figure - 24
Primary AP : The wireless router supplies the function of act as two AP simultaneously, but

because the difference of privilege, besides normal function of AP, the primary AP also has
extra function for some advanced settings and right management.

Wireless status : Display wireless interface status is enabled or not.

Wireless Client : Display the current number of wireless stations associated with router.
Wireless Mode : Current wireless mode of wireless router , the default setting is “AP(Access
Point)” mode.

Channel : Display current channel of your wireless router.

SSID : SSID (Service Set Identifier) is your wireless network's name shared among all points
in a wireless network. The SSID must be identical for all devices in the wireless network. So
make sure all points in the wireless network have the same SSID, we suggested to use the
default SSID.

Wireless MAC Address: The MAC address is used for wireless communication.

SSID Broadcasting: You can select “enable” or “disable” to enable or disable the broadcast
SSID function, If the setting of this field is disable, wireless client can not obtain this SSID to
login in, then user have to input the SSID value manually.

Security Mode : Display whether your security wireless function have been applied.

® System Info:

Systern Uptime: 0 Day(s) O Hour(s) 3 Minutels) 49 Second(s)
CPLI LUsage: 0,1%:
Mermary Lsage: 7%

Firmmware “Wersion:

Refresh

Figure - 25
This item provides current running information of System.
® Statistics Info:
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J&ntemet Access mfé‘f LAN Info TPrimarv AP Infn‘l”gemmfarv AP mfan.tatistics Info )
Systern Uptime 0 Day(s) 1 Hour(s) 50 Minute(s) 31 Second(s)

Type Sending Packets Recewing Packets Sending data (Kbytes) Receiving data{KBytes)

LAN 10200 5087 5289 545
WAN 10488 5087 5455 635
VLAN 3901 0 273 0

Figure - 26

System Run Time: Display System Run Time.
Statistics: This item provides statistics information about the bits router sends and
received.

4.3 Internet Setup

4.3.1 DHCP User(cable modem)

The default setting for the router, DHCP is most commonly used for cable modem
connections. There is no configuration necessary for this setting because the ISP
automatically supplies the information. Choose this type when Cable mode is used.

[ Internet Setup '|

Fevy

. O | DHCP user (Cable Modem)
@ PPPoE user (ADSL)
@ Static user

DHCP Client Access

Clone MAC address |00:20:de:00:12:35
Default MAC address 00:e0:de:00:12:35 Default MAC address

MTU 1500
Primary DMS
Secondary DMS
Save Settings
Figure - 27
Clone MAC: The WAN port of router has a unique MAC address assigned by manufacturer; it
called as “Default MAC”. The “Clone MAC” is used for some special situations; For example,
ISP only allows certain MAC address to access the Internet, thus you can modify your WAN
port's MAC address in accord with the requirement of ISP, avoiding ISP’s detection.
MTU: The MTU (Maximum Transmission Unit) setting specifies the largest packet size
permitted for network transmission. Most DSL users should use the value 1492.You can set
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MTU manually, and you should leave this value in the 1200 to 1500 range. If the value you set
is not in accord with the value ISP provide, it may causes some problems, such as fail to send
Email, or fail to browse website. So if that happened, you can contact your ISP for more
information and correct your router's MTU value.

Primary DNS: DNS server is used for resolve domain name. Your ISP will provide you with at
least one DNS IP address, input IP address of your DNS server in this field.

Secondary DNS: Input IP address of backup DNS server or you can leave this field blank.

4.3.2 PPPoOE User

Some DSL-based ISPs use PPPoOE (Point-to-Point Protocol over Ethernet) to establish
Internet connections. If you are connected to the Internet through a DSL line, check with your
ISP to see if they use PPPoE. If they do, you will have to select PPPoE.

Internet Setup ]

_‘___ DHCP user (Cable Modem)
. O PPPOE user (ADSL)
@ Static user

PPPoE Client Access
PPPoE Username
PPPoE Password

Clone MAC address |00:e0:de:00:12:35
Default MAC address 00:e0:de:00:12:35

MTU 1492
Prirmary DMS
Secondary DNS

Q Connect to Internet automatically (Default)

@ Auto disconnect when idle, fime out |, After (1-20) minutes, if no found the
access request then auto-break offl
@ Connect to Internet manualy

Save Sethings

Figure - 28

® PPPoE Username: Enter the User Na?ne provided by your ISP for the PPPoE
connection

® PPPoE Password: Enter the Password provided by your ISP for the PPPoE connection

® MAC: Your ISP may require a particular MAC address in order for you to connect to the
Internet. This MAC address is the PC's MAC address that your ISP had originally
connected your Internet connection to. Type in this MAC address in this section or use
the “Clone MAC” button to replace the WAN MAC address with the MAC address of that
PC (you have to be using that PC for the Clone MAC Address button to work). Check
"Clone MAC" to clone PC's physical address to WAN interface.
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® Default MAC: Check "Default MAC" to restore the default MAC address of the WAN

interface.

® MTU: MTU is the Maximum Transmission Unit. It specifies the largest packet size
permitted for Internet transmission. Enter your MTU number in the text-box to set the
limitation. The default value or MTU is 1492 and use 1300 for the line condition is bad.

® DNS: Check "DNS" and enter the IP address to specify DNS server for LAN DHCP

server.

® Connection Type: Select your PPPoE connection from these options:

>

Auto connect: This feature will keep your Internet connection always alive.
the Router will periodically check your Internet connection. If you are
disconnected, then the Router will automatically re-establish your connection.
To use this option, click the radio button next to Auto Connect.

Connect on demand: If enabled, the router will trigger a PPPoE session for
connection to the Internet if any client PC on your WLAN/LAN sends out a
request for Internet access. However, the router automatically disconnects
the PPPOE session after the WAN connection has been idle for the amount of
time you specified in the timeout box (default, 3 minutes). If your Internet
account is billed based on the amount of time of your Internet connection, you
probably want to enable this option and enter an idle time value best suitable
for your network. To use this option, click the radio button next to Connect on
demand.

Connect manually: The router will connect to Internet only when you click
“Connect” manually from the Web user interface. And the WAN connection
will disconnect. If you click “Disconnect” manually from the Web user
interface. the router will not auto-connect to the Internet. To use this option,
click the radio button next to Connect on demand.

® Click “Apply” to save these settings with the Router. The System will apply the new
settings and start rebooting right away. After reboot, the Wireless Router will enable
these settings with the Router.

4.3.3 Static User

If you are required to use a permanent IP address to connect to the Internet, select Static IP.
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Internet Setup ]

@ DHCP user (Cable Modem)
@ PPPoE user (ADSL)

Static IP address Access
WAN IP address
Subnet Mask
Default Gateway

Clone MAC address |00:e0:de:00:12:35
Default MAC address 00:e0:de:00:12:35

MTU 1500
Primary DMNS
Secondary DMNS

Figure - 29

® \WAN IP Address: This is the Router’s ?P address, when seen from the Internet. Your ISP
will provide you with the IP Address you need to specify here.

® Subnet Mask: This is the Router's Subnet Mask, as seen by users on the Internet
(including your ISP). Your ISP will provide you with the Subnet Mask.

® Default Gateway: Your ISP will provide you with the Gateway Address, which is the ISP
server’s |IP address.

® MAC: Your ISP may require a particular MAC address in order for you to connect to the
Internet. This MAC address is the PC's MAC address that your ISP had originally
connected your Internet connection to. Type in this MAC address in this section or use
the “Clone MAC” button to replace the WAN MAC address with the MAC address of that
PC (you have to be using that PC for the Clone MAC Address button to work). Check
"Clone MAC" to clone PC's physical address to WAN interface.

® Default MAC: Check "Default MAC" to restore the default MAC address of the WAN
interface.

® MTU: MTU is the Maximum Transmission Unit. It specifies the largest packet size
permitted for Internet transmission. Enter your MTU number in the text-box to set the
limitation. The recommended size, entered in the Size field, is 1500. You should leave
this value in the 1200 to 1500 range.

® DNS: Check "DNS" and enter the IP address to specify DNS server for LAN DHCP
server.

® Click “Apply” to save these settings with the Router. The System will apply the new
settings and start rebooting right away. After reboot, the Wireless Router will enable
these settings with the Router.
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4.4 Wireless Management

® \Wireless Basic: Providing basic configuration items for wireless router users,
including "Wireless network status ”,”"Radio Band”,” Radio mode”, "SSID”,"SSID
Broadcasting”, “Channel Width”, “Control Sideband” and *“channel” eight basic

configuration items.
"Wireless Basic f Security THust Filter Tnssuciatinn Table Tnd?anced \I

wireless Network Status & Enable ™ Disable
Radio Band |ElEIE.11b+g+r'| ;I

Radio Mode Iﬂu:n:ess Pairt vl

SSID Default

SSID Broadcasting Enable " Disable
Channel Width ¢ 20MHZ & 40MHZ
Control Sideband ; & E_nwer T Upper

Channel |Channel 6 =

ktings

Figure - 30
Wireless Network Status : You can choose “enable” or “disable” to enable or disable the

“Wireless Network Status”, if what you choose is “Disable”, the AP function of wireless router
will be turned off.

Radio Band : You can select the wireless standards running on your network, If you have

Wireless-G, and Wireless-B devices in your network, keep the default setting, 802.11b/g
Mixed.

Radio Mode: You can select radio mode of wireless router, the default setting is AP mode.
SSID: Service Set Identifier (SSID) is the name of your wireless network. Create a name
using up to 32 characters. The SSID is case-sensitive.

SSID Broadcasting: Disabled essentially makes your Access Point invisible unless a
wireless client already knows the SSID, or is using tools that monitor or ‘sniff' traffic from an
AP's associated clients.
Channel Width: Select the Channel Width:

40MHz - Select if you are using all 802.11n devices for maximum

performance.

20MHz - Select if you are not using any 802.11n wireless clients.

Control Sideband: Select the Control Sideband:

Channel : You can select one channel from 1 to 11 manually, which provides a choice of

avoiding interference.

® Security: The item allows you to encrypt your wireless communication, and you can also
protect your wireless network from unauthorized user access.
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rWireless BasicYSecu rity '{Host FilterYAssu-ciation Ta ble\lfﬂdvanced\l

Security Mode |None ﬁ

Save Settings

Figure - 31
Security Mode : “Security Mode” suppliegs “None” ,"WEP” "WPA SOHO USER” ,"WPA2
SOHO USER”. And "WPA&WPA2 SOHO USER” five different encryption modes. "None”
means do not encrypt wireless data.
WEP : There are two basic levels of WEP encryption, 64 bits and 128 bits, the more bits
password have, the better security wireless network is, at the same time the speed of wireless
is more slower. If you select WEP to encrypt your data, choose the bits of password, it should
be 64 bits or 128 bits. Then choose the format of password; it should be HEX or ASCII. The
valid character for HEX format should be numbers from 0 to 9 or letters from A to F. HEX
doesn’t support mixed letter and number mode. And ASCII supports mixed both letters and
numbers. By default, router provides four fields to input four groups of password, you can
input all of them or only one of them, and the client ‘s password only need to match one group
of password.
WPA SOHO USER: You can select the algorithm you want to use, TKIP or AES. TKIP means
“Temporal Key Integrity Protocol”, which incorporates Message Integrity Code (MIC) to
provide protection against hackers. AES, means “Advanced Encryption System”, which
utilizes a symmetric 128-Bit block data encryption. You can set key renewal time in the “Key
Renewal” field.
WPA2 SOHO USER: The WPA2 SOHO USER is similar to WPA SOHO USER and with
stronger encryption method than WPA SOHO USER , using WPA2 SOHO USER; you should
input password (leave this value in the range of 8 to 63 characters) and key renewal time
(leave this value in the range of 60 to 86400 seconds).
WPA&WPA2 SOHO USER: This item mixed WPA SOHO USER and WPA2 SOHO USER
mode, which provides higher security level; you can configure it according with WPA SOHO
USER or WPA2 SOHO USER.
® Host Filter: You can filter wireless users by enabling this function; thus unauthorized
users can not access the network. To disable “Wireless Host Filter”, keep the default
setting “Disable”. To enable “Wireless Host Filter”, follow these steps to set “Wireless
Host Filter”.
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rWiI‘Ellﬂis BasicYSecu rithH ost Filter '{Assu-ciatiﬂn Ta bIEYAdva nced“l

Wireless Access Control

Wireless Access Control Status @ Enable O Disable

Rule Description

MAC Address

ID MAC Address Delete

Figure - 32

1. Add MAC address you want to cont%ol in the "MAC address” field (the format is
XX-XX-XX-XX-XX-XX), then click “Add” button, and you will see the MAC address has
displayed in the MAC list.
2. There are two items supplied, “Permit wireless connection for MAC address listed (others
are Denied)” and “Deny wireless connection for MAC address listed (others are Permitted)”,
Select the item you want, and click “Save Settings” button.
® Association Table: Display current status of the wireless client associate with AP .

rWireless BasicYSecuritrYHust FilterYnssuciatiun Table ]fndvanced"l

MAC Address Mode Tx Packet Rx Packet Tx Rate (Mbps) Power Saving Expired Time (s)

Refresh

Figure - 33
® Advanced: Display current status of the wireless client associate with AP.

“Wireless BasicYSEturityYHust FiIterYAssucial:iun TahIEYAdvancEd |

Authentication Type |ﬂuut|:| ;l
Beacon Interval (100 (20-1000)%
RTS Threshold 2347 (256-2347)
Logregation IDiSabIe j
Fragrmentation Threshold 2346 (256-2346)
Transrmission Rate |ﬂuut|:| =l
ShortGi © Enable ¥ Disahle
Protection * Enable " Disahle
Preamble Type & Long " Short

Save 5

ettings

Figure - 34
Authentication Type : The default is set to “Auto Select”, which allows “Open System” or
“Shared Key” authentication to be used. Select “Shared Key” if you only want to use “Shared

Key" authentication (the sender and recipient use a WEP key for authentication).
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Aggregation:  AMPDU+ASMDU - In this mode, you will get the max performance.
Disable — In this mode, you will disable the Aggregation.

Short GlI: Check this box to reduce the guard interval time therefore increasing the data

capacity. However, it's less reliable and may create higher data loss.

Fragmentation Threshold : This value specifies the maximum size for a packet before data

is fragmented into multiple packets. You should leave this value in the 256 to 2346 range. In

most cases, it should remain as its default value of 2346. Setting the Fragmentation

Threshold too low may result in poor network performance.

RTS Threshold: You can set RTS Threshold value in this field, the valid range should be

256-2347 and default value is 2347. If a network packet is smaller than the preset RTS

threshold size, the RTS/CTS mechanism will not be enabled.

DTIM Interval : The “DTIM Interval”’ indicates the interval of the Delivery Traffic Indication

Message, you can set this value in the 20-1000 range, the default value is 100.

Transmit Rate : Transmit rate indicates the transmission speed of wireless LAN access .The

default setting is “Auto” and you can set this value between 1 — 130Mbps range.

Preamble Type : "Short Preamble" is suitable for heavy traffic wireless network. "Long

Preamble" provides much communication reliability; the default setting is "Long Preamble”.

Protection: Using 802.11n, 802.11b and 802.11g mixed mode may result in poor network

performance. By enabling 802.11 protection, it will ameliorate performance of 802.11g

devices in your wireless network.

4.5 LAN Setup

The Wireless Broadband Router communicates with the wired/wireless clients through its
LAN port. The LAN configuration page allows you to define the private IP address and DHCP
server settings over the LAN interface.
® LAN IP Address: Enter the IP address and subnet mask for the Wireless Broadband
Router LAN port. All local wired/wireless devices communicate with the device through
this port. It is also the IP address of the Web-based Configuration Utility. By default, the
IP address and subnet mask of the LAN port is 192.168.1.1 and 255.255.255.0
respectively.
r LAN IP address '|" DHCP 5er'urer\|

IP Address 192.168.1.1
Subnet Mask 255.255.255.0

Figure - 35
® DHCP Server: The DHCP server can be Enable or Disable in this screen. If you choose
to set this device as a DHCP server, then it will assign IP addresses to its clients. The
DHCP pool range is also changeable.
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]’ LAN IP address Y DHCP Server |

DHCP Server Status © Enable @ Disable
IP Address Pool [192.168.1.2 -1192.168.1.128
Client Lease Time 43200 seconds
Save Settings
Figure - 36

@ If you change the private IP address and apply the changes, the PC from which you
configure the router will lose the communication to the router. To reconnect, you will need to
renew the IP address of the PC or change to an IP address compatible with the new LAN port
IP address.

4.6 Applications And Gaming

4.6.1 Virtual Service

Some games, servers, and applications (such as BT, QQ video, Edunkey, Web server) are no
longer effect when behind the NAT router, so this item provides function of port mapping from

LAN to WAN.
r Virtual Server Setting |

Description
Internal Host IP Address
Protocol [ TCP ﬁ
External Port =
Internal Port

ID Description  Internal host IP address  Protocol External Port  Internal Port  Delete

Figure - 37
Description: Describe current virtual server item.
Internal Host IP Address: The “Internal Host IP Address” indicates IP address of the
internal host using virtual server.
Protocol : The protocol item supplies several protocols. For example, if you have web
server within LAN, you can select the HTTP template then the router will input port
number 80 automatically.
External Port: Input an extranet port number.

Internal Port : Input an intranet port number .
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4.6.2 DMz

DMZ opens all the ports of one computer, exposing the computer to the Internet. So it should
only be used for some special-purpose, especial for Internet online games. Using this function
you can select "DMZ” item and input IP address of DMZ host, then click “Save Setting”. For
the purpose of security, we suggested that using “Virtual server” instead of “DMZ”.

DMZ SETTING

DMZ Status @ Enable © Disable
DMZ Host IP Address

Figure - 38

4.7 Application Gateway

This feature provides port mapping for some applications. FTP and VPN are both the most
common applications, so there are two ways of application gateway:” FTP Pass-through”
and "VPN Pass-through”.
® FTP Pass-through: LAN user is able to use nonstandard port number to communicate
with FTP server on the Internet by enabling this function.
r FTP Pass-through T VPN Pass-through “I

FTP Pass-through Status @ Enable @ Disable
Port List 21

Figure - 39
® VPN Pass-through: VPN is commonly used for encapsulate and encrypt data across the
public network. For VPN tunnel, the router supports IPSEC pass-through, PPTP
pass-through and L2TP pass-through.

r FTP Pass-through “I/ VPN Pass-through \|

PPTP Pass-through @ Enable O Disable
L2TP Pass-through @ Enable O Disable
IPSEC Pass-through @ Enable O Disable

Figure - 40
PPTP Pass-through : PPTP means the “Point to Point Tunneling Protocol”, you can select

“enable” to allow PPTP pass-through the router.

L2TP Pass-through : L2TP means the “Layer 2 Tunneling Protocol”, you can select “enable”
to allow L2TP pass-through the router.

IPSEC Pass-through: IPSEC (Internet Protocol Security) is a suite of protocols used to
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implement secure exchange; you can select “enable” to allow IPSEC pass-through the router.
4.8 Security Management

This feature provides security and network protection by using “Internet access control”,
“Firewall” and some other options.4.8.1 Internet Access Control”, “Firewall” and some other
options.

4.8.1 Internet Access Control

® MAC Filter : You can filter wired users by enabling this function; thus unauthorized
users can not access the network. Follow these steps to set MAC filter
[ MACFilter | Internet Access Control | DMNSFilter )

Access Control

MAC Fitter Rule @ Enable O Disable
Save Settings

MAL Filter Management
Description

MAC Address

D MAC Address Description Delete
Figure - 41

1. Add MAC address you want to control in the “MAC address” field (the format is
XX-XX-XX-XX-XX-XX), then click “Add” button, and you will see the MAC address has
displayed in the MAC list.

2. There are two items supplied, “Permit wireless connection for MAC address listed (others
are Denied)” and “Deny wireless connection for MAC address listed (others are Permitted)”,

Select the item you want, and click “Save Settings” button.

® Internet Access Control: The rules of “Internet access control” based on source IP, port
number and protocol. Follow these steps to set Internet Access Control:
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r MACL Filter "|" Internet Access Control f DNS Filter "I

IP Filter Parameter

IP Firewzll Status @ Enable O Disable

IP Filter List Management
Description
Source IP Address -
Protocol Template |Plea5e select a template ﬁ

Protocol and Port -

Description Source IP Protocol Destination Port Delete

Figure - 42
1. You can select “Default IP Firewall Rule” and click “Save Settings” to enable “Internet

Access Control” function. This is only the first step, you should continued to create
appropriate rules for “Internet Access Control”.

2. Input description information for current access control rule in the “Description” field. Input
IP address of host you want to restrict .If the rule has already existed in “Protocol Template”.
You can select appropriate item and apply it. Or you can input protocol type and port number
manually, click “add” button, then the item will displayed in the list.

3. If you want to delete certain item on the list, select appropriate item on the list, click “delete”
to delete it.

® DNS Filter: “DNS filter”is able to filter certain domain name such as www.sina.comFollow
these steps to set DNS filter:
“ MACFilter | Internet Access Control |  DNS Filter |

DMS Filter Paramekter

DNS Fitter Status @ Enable QO Disable

DMS Filter List Management
Description
DMS Filter Key words

D Description DMS Fitter Key words Delete
Figure - 43

1. You can select “Default DNS filter rule” and click “Save Settings” to enable “DNS Filter”
function. This is only the first step, you should continued to create appropriate rules for “DNS
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Filter”.

2.Input description information in the “Description” field for current access control rule, input
website name or Domain name in the “DNS Key Words” field, such as www.163.com.

4.9 DDNS

DDNS allows

you to map the static domain name to a dynamic IP address. You must get an

account, password and your static domain name from the DDNS service providers.

[ Dons )

DDNS Status: © Enable @ Disable

DDMS Server Provider

Wyww.oray.net
Jsername

Password
DOMS Server Domain Mame PHOOZ.oray.net
DDMS Server Port 6060
Dynamic Domain Name

Status Information

Figure - 44

® Enable Dynamic DNS: To enable or disable DDNS feature. Enable DDNS is checked.
® DDNS Service Provider: Select a dynamic DNS service provider from the Service

Provider

drop list.

® User ID/Password/Host Name: Enter your registered domain name and your username
and password for this service.

® Status: The status of the DDNS service connection is displayed here. To see the latest
DDNS status, click Refresh button.
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4.10 Routing

r Routing \]

Routing Table Configuration
Destination Metwork or IP address
Subnet Mask
Mext-Hop IP address

Routing Table
ID Type Destination Metwork or IP address  Subnet Mask  Mext-hop address  Delete

Figure - 45
Most of broadband router and wireless routSr are using NAT mode, so this feature is designed
for most common network environment.
1. Destination Network or IP Address: Specify a certain destination Network or IP address
which static route forward to.
2. Subnet Mask: Subnet mask is used for distinguish Network portion and Host portion for an
IP address.
3. The Next-hop IP Address: This is an IP address of the next-hop device (and also is the
gateway address for local host) that allows forwarding data between router and remote
network or host.
4. Routing Table: You can check out all current route items , click “delete” button to delete an
route item existed in routing table.

4.11 System Management

® Password Setting: The default username/password is guest/guest. To ensure the
Router’s security, It is suggested that you change the default password to one of your
choice, here enter a new password and then Re-enter it again to Confirm your new
password. Click “Save Settings” button to save settings.

rPasswurd Setting r\'l'Eh Setup\rFirmwarE UpgradEYRestart System\rﬂesture Default '|

Username is"guest™
Mewr Password

Confirmn Passwiord

Figure - 46
® \Web Setup: "Web Remote management status” and setting for “Remote management
port”, you can configure your firewall according to your requirement.
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fPasswurd Setting“rWEh SetupT—Firmware UpgradeYRestart SrstemYﬂesture Default“|

Weh Remote Management Status % Enable " Disable

Remote Management Port 2030

Figure - 47
Firmware Update: Click "Browse..."button and select a File to upgrade, After you have
selected the appropriate file, click "Upgrade" button to execute upgrade procedure. Do
not cut off the power supply during the process of upgrading.

r_Passwurd 5ettingYWEh SetquFirmwarE UpgradeYRestart SrstemTﬂesturE Defaull:\|

Upgrade File wlE.

YWarning: Upgrading firmwrare may take a few minutes, please don't turn off the
power or press the reset button.

Figure - 48
® Restart System:

r_Passwurd EettingYWEh SetquFirmwarE UpgradEYRestart SystemYResturE Default1‘|

Figure - 49
® Restore Default : Click "Restore Default" button, the Router will erase all of your settings
and replace them with the factory defaults , make sure you have backup current settings
before click this button .

r-Passwurd SettingYWeh Sel:upTFirmwarE Upgrade“f—Restart SystemYﬂestan Default '|

Resktore Defaulk

Figure - 50

Page 38 of 40



Wireless Broadband Router User Manual

Appendix I: Troubleshooting

1. I cannot access the Web-based Configuration Utility from the Ethernet computer
used to configure the router.

[ IS

Check that the LAN LED is on. If the LED is not on, verify that the cable for the LAN
connection is firmly connected.

Check whether the computer resides on the same subnet with the router’s LAN IP
address.

If the computer acts as a DHCP client, check whether the computer has been assigned
an IP address from the DHCP server. If not, you will need to renew the IP address.

Use the ping command to ping the router’'s LAN IP address to verify the connection.
Make sure your browser is not configured to use a proxy server.

Check that the IP address you entered is correct. If the router's LAN IP address has been
changed, you should enter the reassigned IP address instead.

. I forget Password (Reset the Router without Login)

Plug out the power of the Router.

Use a pencil to press and hold the default button on the back panel of the Router. then
plug in the power of the Router.

Press and hold the default button wait for a few seconds until the CPU LED indicator
stays green.

Reboot the AP.

After the above those steps, the manufacture’s parameters will be restored in the Router.
The default password is guest.

3. I have some problems related to Connection with Cable Modem
Please follow the following steps to check the problems:

Check whether the DSL modem works well or the signal is stable. Normally there will be
some indicator lights on the modem, users can check whether the signal is ok or the
modem works well from those lights. If not, please contact the ISP.

Check the front panel of the Router, there are also some indicator lights there. When the
physical connection is correct, the Power light and the CPU light should be solid; the
WAN light should be blinking. If you use your computer, the corresponding LAN port light
should be blinking too. If not, please check whether the cables work or not.

Repeat the steps in WAN Setup Connect with Internet through DSL Modem.

4. | can browse the router’s Web-based Configuration Utility but cannot access the
Internet.

Check if the WAN LED is ON. If not, verify that the physical connection between the
router and the DSL/Cable modem is firmly connected. Also ensure the DSL/Cable
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modem is working properly.

If WAN LED is ON, open the System Overview page of the Web configuration utility and
check the status group to see if the router’ s WAN port has successfully obtained an IP
address.

Make sure you are using the correction method (Dynamic IP Address, PPPoE, or Static
IP) as required by the ISP. Also ensure you have entered the correct settings provided by
the ISP.

For cable users, if your ISP requires a registered Ethernet card MAC address, make sure
you have cloned the network adapter’ s MAC address to the WAN port of the router. (See
the MAC Address field in WAN Setup.)

. My wireless client cannot communicate with another Ethernet computer.

Ensure the wireless adapter functions properly. You may open the Device Manager in
Windows to see if the adapter is properly installed.

Make sure the wireless client uses the same SSID and security settings (if enabled) as
the Wireless Broadband Router.

Ensure that the wireless adapter’s TCP/IP settings are correct as required by your
network administrator.

If you are using a 802.11b wireless adapter, and check that the 802.11G Mode item in
Wireless Basic Setting page, is not configured to use 802.11G Performance.

Use the ping command to verify that the wireless client is able to communicate with the
router's LAN port and with the remote computer. If the wireless client can successfully
ping the router’ s LAN port but fails to ping the remote computer, then verify the TCP/IP
settings of the remote computer.
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