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1Introduction

Congratulations on becoming the owner of the WGR-8031. You
will now be able to access the Internet using your high-speed
xDSL/Cable modem connection.

This User Guide will show you how to connect your WGR-8031,
and how to customize its configuration to get the most out of
your new product.

Features

The list below contains the main features of the device and may
be useful to users with knowledge of networking protocols. If
you are not an experienced user, the chapters throughout this
guide will provide you with enough information to get the most
out of your device.

Features include:
i 10/100/1000Base-T Ethernet router to provide Internet
connectivity to all computers on your LAN

i Network address translation (NAT) functions to provide
security for your LAN

T Network configuration through DHCP Server and DHCP
Client

1 Services including IP route and DNS configuration, RIP,
and IP

i Supports remote software upgrades

i User-friendly configuration program accessed via a web
browser

i User-friendly configuration program accessed via
EasySetup program

The WGR-8031 has the internal Ethernet switch

allows for a direct connection to a 10/100/1000Base-T Ethernet
network via an RJ-45 interface, with LAN connectivity for

both the WGR-8031 and a co-located PC or other
Ethernet-based device.

Device Requirements

In order to use the WGR-8031, you must have the following:
 One RJ-45 Broadband Internet connection via cable
modem or xXDSL modem

1 Instructions from your ISP on what type of Internet access
you will be using, and the addresses needed to set up access

1 One or more computers each containing an Ethernet card
(10/100/1000Base-T network interface card (NIC))

1 TCP/IP protocol for each PC

1 For system configuration using the supplied
a. web-based program: a web browser such as Internet



Definition

A

WARNING

Explorer v4 or later, or Netscape v4 or later. Note that
version 4 of each browser is the minimum version
requirement i for optimum display quality, use Internet
Explorer v5, or Netscape v6.1

b. EasySetup program: Graphical User Interface

You do not need to use a hub or switch in order to connect more
than one Ethernet PC to your device. Instead, you can connect
up to four Ethernet PCs directly to your device using the ports
labeled Ethernet on the rear panel.

Using this Document

Notational conventions

1 Acronyms are defined the first time they appear in the text
and also in the glossary.

1 For brevity, the WGR-8031i s referred to

1 The term LAN refers to a group of Ethernet-connected
computers at one site.

Typographical conventions
9 Italic text is used for items you select from menus and drop-
down lists and the names of displayed web pages.

1 Bold textis used for text strings that you type when prompted
by the program, and to emphasize important points.

Special messages

This document uses the following icons to draw your attention to
specific instructions or explanations.

Provides clarifying or non-essential information on the current
topic.

Explains terms or acronyms that may be unfamiliar to many
readers. These terms are also included in the Glossary.

Provides messages of high importance, including messages
relating to personal safety or system integrity.

Getting Support

Supplied by:
Helpdesk Number:
Website:

10



ZGetting to know the devi

Computer / System requirements

T  Windows 98SE, Windows Me, Windows 2000, Windows
XP, Windows Vista, Windows 7, Windows 8, Windows 8.1
and Windows 10

Package Contents

1. WGR-8031

2. Quick Installation Guide
4. Ethernet Cable (RJ-45)
5. Power Adapter

11



LED meanings & activations

Front Panel

The front panel contains lights called Light Emitting Diodes
(LEDs) that indicate the status of the unit.

LT 11 L1 11 [ 1
@ ((‘)) ((a)) @ i_T_i i:li i_:_i ﬁ

POWER 24G/5G wps WAN

* Actual Front Panel andANTENNA may vary depending on model.
Figure 1: Front Panel and LEDs

Label Color Function

POWER green On: device is powered on
Off: device is powered off

WAN green On: WAN link established and active
Off: No LAN link

Blink: Valid Ethernet packet being transferred

2.4G/5G green On: WLAN link established and active
(2.4G) Blink: Valid Wireless packet being transferred

green
(56)
WPS green Of WPS |l ink isnét esta
Blink: Valid WPS packet being transferred
LAN green On: LAN link established and active
1/2/3/4 Off: No LAN link

Blink: Valid Ethernet packet being transferred

Rear and Right Panel and bottom Side

The rear and right panel and bottom side contains a Restore
Defaults button, the ports for the unit's data and power

connections.
LAN 1 LAN 2 LAN 3 LAN4 WAN 12Vdc==-1A ON/OFF

o—@—@® SWITCH

* Actual Rear Panel andANTENNA may varydepending on model.
Figure 2: Rear Panel Connections

12




(» «ny

* Actual button may vary depending on model.

Figure 3:

Right Panel Connections

Label

Function

ANTENNA
(Optional)

Option 1: 4 fixed ANTENNA
Option 2: 4 detachable ANTENNA

ON/OFF SWITCH

Power on/off the device

POWER

Connects to the supplied power adaptor

LAN 4/3/2/1

Connects the device via LAN Ethernet to up to 4 PCs

WAN

Connects the device via WAN Ethernet to xDSL / Cable
Modem

WPS

Press this button for at least 3 full seconds and
the WPS LED will flash to start WPS.

Now go to the wireless adapter or device and
press its WPS button. Make sure to press the
button within 120 seconds (2 minutes) after
pressing the router's WPS button.

WLAN

Press this button for at least 3 full second to
turn off/on wireless signals

RESET

Reset button. RESET the 802.11ac WLAN Router to its
default settings.

Press this button for at least 6 full seconds to RESET
device to its default settings.

13



3 Comput er

to obdaddnes® aut omat i

configurations

Before starting the WGR-8031 configuration, please kindly
configure the PC computer as below, to have automatic IP
address / DNS Server.

For Windows 98SE / ME / 2000 / XP

1. Click on "Start" ->"Control Panel" (in Classic View). In
the Control Panel, double click on "Network Connections"
to continue.

¥ Control Panel

File Edit ‘iew Favorites Tools  Help

() ack - [ search [ Folders -
€ Q- F i 1]

address |3 Cantrol Panel

rl -lh..-l
E‘ﬂ Control Panel S G § E
Accessibility  Add Hardware Add or
E} Switch bo Category Wiew Options Remov...

I.-'\_ 1L .‘
Folder Options Fonts Game
& Windows Update Cantrollers

()] Help and Suppart E
1,

See Also

Scanners and  Scheduled Security

Cameras Tasks Cenker

2 e <

User Accounts  Windows Wireless
Firewall MNebwork Set, ..

w W

Adrministr ative
Tools

InteliR) GMa
Drrivver

%

Sounds and
Audio Devices

Aukamatic
Updates

P

Internet
Cipkions

Pl
‘-\Cﬂ
Prinkers and
Faxes

Speech

Date and Time

&

Kevboard

g

Realtek HD
Sound EFF...

O © ¥ W

Syskem

Display

©

Mause

@

Regional and
Language ...

o

Taskbar and
Skart Menu

14
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‘.‘5 Metwork Connections

File Edit ‘Wiew

@Back = -\-.)

Favorites  Tools

2. Single RIGHT click on "Local Area connection", then click
"Properties”.

Advanced  Help

'LE pﬁearch H:_L' Folders v

Address

Metwork Tasks

Create a new
conneckion

office network,
Zhange Windows
Firewall settings

device

conneckion

E oLS & € ©

conneckion

Set up a home or small

Disable this netwaork,

Repair this connection
Fename this connection

Wigww skatus of this

Zhange settings aof this

ﬂ;, Metwork Connections

LAN or High-Speed Internet

e
Status
Repair

Bridge Connections

Zreate Shortcut
Delete

B —

Properties

15



3. Double click on "Internet Protocol (TCP/IP)".

-+ Local Area Connection Properties

General | Advanced

Connect uzing:

E® FRealek RTLAESCP)AE111CP) PCI-

Thiz connection uzes the following items:

g Clierit for Microsoft Mebwaorks
.@ File and Printer Sharing for Microsoft Metworks

[ Imztall... ] [rirztall Fropertiesz

Drezcription

Trangmizzion Contral Protocal/[ntermet Protocaol. The default
wide area network, protocal that provides communication
acrosz diverse interconnected netwaork.s.

[ ] Show icon in notification area when connected
Matify me when thiz connection has limited or no connectivity

(] ] [ Cancel

16



4. Check "Obtain an IP address automatically” and "Obtain
DNS server address automatically" then click on "OK" to
continue.

Internet Protocol (TCP/IP) Properties

General | Alternate Configuration

You can get [P zetting: assigned automatically if waur nebwork, supports
thiz capability. Othenwize, you need to azk your network, adminiztrator for
the appropriate [P settings.

V2 e

(%) Obtain an IP address automatically

[|lowwing [P

L —

Q OF. ﬁ) Cancel ]
—

5. Click "Show icon in notification area when connected"
(see screen image in 3. above) then Click on "OK" to
complete the setup procedures.

17



For Windows Vista-32/64

1. CIl i c Btarw» Ciintrol Paneldo-> Vigw network
status and taskso .

=N R %
» Control Panel » - | ‘?| | 2 |
# Control Panel Home 3 ;
Clacsic v System and Maintenance User Accounts and Family
Classic View . .
SassIC IS Get started with Windows Safety
Back up your computer @ Set up parental centrols for any user
# Add or remove user accounts
Security

Check for updates

: _ - Appearance and
Check this computer's security status %

@ Allew a program through Windows Personalization
Firewall Change desktop background

Change the color scheme
Adjust screen resclution

Network and Internet
View network status and tasks

S Ted Clock, Language, and Region

Change keyboards or other input
methods

Change display language

Hardware and Sound
Play CDs or other media automatically
Printer

M Ease of Access
ouse

Let Windows suggest settings

Optimize visual display
Programs

Uninstall a program

Change startup programs Additional Options

Recent Tasks

View network status and tasks

18



2 I n the Manage net worManagygennecti ons,
network connectionsd t o conti nue.

%'L‘ﬁ <« Metwork and Sharing Center - | +3 | | Search L |
L

fasis Network and Sharing Center

View computers and devices

_ View full map
Connect to a net

o - - - -_'I' ey
Zcw up @ connection or network &/ EJH' 0

Manar
GA-G31M-ES2L-PC Metwork Internet
Diagnose anu rcpan {This computer)

51" Metwork (Public networlk) Customize
Access Local only
Connection View

Local Area Connection

|23 Sharing and Discovery

Metwork discovery @ Off @
File sharing < Off @
Public folder sharing @ Off @
Printer sharing @ Off (no printers installed) @
Password protected sharing @ On @
Seealso Media sharing o Off @

Internet Options

Show me all the files and felders I am sharing

LT HLETTE Show me all the shared network folders on this computer

19



3. Single RIGHT click on "Local Area connection", then click
"Properties”.

(D_O‘ﬂ@ « MNetwork C... - | +4 | | Search

T~ ~—

‘ Organize v -

Mame Status

! Local Area Connection
_ Metwork

WEJ Realtek RTL8168C(P)/8111C(..,

Device Mame Connectivity 3

Disable
Status

Diagnose
Eridge Connections

Create Shortcut
Delete

Rename

Q Properties

20



4. The screen will display the information "User Account
Control" and click "Continue" to continue.

5. Double click on "Internet Protocol Version 4 (TCP/IPv4)".

i

4 Local Area Connection Properties @
MNetworlding

Connect using:

L¥ Realtek RTLE168C(P)/8111C(P) Family PCI-E Gigabit Ethe

This connection uses the following tems:

[v| 9% Client for Microsoft Networks

vl Quns Packet Scheduler

E_,l File and Printer Shanng far Microsoft Nawud{s

v | inke La:.fer Topology Discoveny Hespunder

Imstall...

[ninstall

Properties
Description

Transmission Control Protocol/Intemet Protocol. The default
wide area networlk protocal that provides communication
across diverse interconnected networls.

oK || Ccancel

21



6. Check "Obtain an IP address automatically” and "Obtain
DNS server address automatically" then click on "OK" to
continue.

Internet Protocol Version 4 (TCP/IPv4) Properties

General | Alternate Configuration |

You can get IP settings assigned automatically if your network supparts
this capability. Otherwise, you need to ask your netwark administrator
for the appropriate IP settings.

—

@ Obtain an IP address automatically
~ e following IP addre

IF address:

Subnet mask:

Default gateway:

(@ Obtain DM5 server address automatically

Preferred DMS server;

Alkernate DMNS server;

22



For Windows 7-32/64

1. Click o-m
Vi

AiSbatt ol
net wor k

Panel & (in

ew status and

Cat ego

taskso.

[ ;!Eiv@ v Control Panel »
¥

|Search Control Panel

Adjust your computer's settings

iy  System and Security
Review your computer's status
Back up your computer

Find and fix problems

 Network and Internet
View network status and tasks
Choose hoemegroup and sharing option

, / Hardware and Sound
View devices and printers

View by: Category «

User Accounts and Family Safety
'@Add Of remove user accounts

'@Set up parental controls for any user

Appearance and Personalization
Change the theme

Change desktop background

Adjust screen resolution

Clock, Language, and Region
Change keyboards or other input methods

23
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[ Add a device Change display language
Programs Ease of Access I
) . .
h. Uninstall 2 program Let‘_u"."njdou_vs suggest settings
Optimize visual display
|
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2.1l n the Contr ol P@hamgkadépteme, cl i ck

settingsO t o continue
-
=] B S

%'F&: « MNetwork and Internet » Metwork and Sharing Center

- | +4 | Search Control F'Gr!fz'_ L |

Control Panel Home

—/
Change adapter settings

dvanced shari

@ -

View your basic network information and set up connections

N — 5 —x%x @

GA-GILM-ES2L-PC Metwork Internet

See full map

settings !
9 (This computer)
Wiew your active networks Connect or disconnect
=
Metwork Access type: Mo Internet access
Public network Connections: [ Local Area Connection
"
I
Change your networking settings I
& Setup a new connection or network
See also Set up a wireless, broadband, dial-up, ad hoc, or VPM connection; or set up a router ]
or access point,
HomeGroup P
Internet Opticns 4 Connectto a network
Windows Firewall Connect or reconnect to a wireless, wired, dial-up, or VPN network connection.
T
\ R u I L] o

24
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3. Singl e RI GHdcal Area Conectiano i t hen
fPropertiesa
——

= | B e |

@@v|@ « Met.. » MNetw.. k

- | 4 | | Search Network Connections O |

Organize - Disable this network device — »
— ——

‘hl Local Area Connection
= Metwork

G Realtek RTLB16BC(P)/8111C(P) Fa,~
—

—~~

)

==~ [

o ——

Dizable
Status

Diagnose
Bridge Connections

Create Shortcut
Delete

Rename

Properties >

@

25
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4. Double click on "Internet Protocol Version 4 (TCP/IPv4)".

S

-
@ Local Area Connection Properties

Metwarking

Connect using:

L¥ Realtek RTLB16BC(P)/B111C(P) Family PCI-E Gigabit Ethe

This connection uses the following tems:

1% Cliert for Microsoft Networkcs
Bl 005 Packet Scheduler

g File and Printer Sharing for Microsoft Networks
BT Frotocol Version B 1 TLrrirrs

B8 Imtemet Protocal Version 4 (TCP/1Pwvd)

La pic-Layer Topology Discovery Mappeskéertinver
<& |ink-Layer Topology Discovery Responder

[ Install... ] Uninstall Froperties ] l
Description
Transmission Control Protocol/irtemet Protocol. The default !

wide area network protocal that provides communication
across diverse interconnected netwarlcs.

OK || Cancel
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5. Check "Obtain an IP address automatically” and "Obtain
DNS server address automatically" then click on "OK" to
continue.

-

-
Internet Protocel Version 4 (TCP/IPv4) Properties m

General | Alterna

te Configuration |

You can get IP settings assigned automatically if your network supports
this capability, Otherwise, you need to ask your network administrator
for the appropriate IP settings.

—

1 IF address:

Subnet mask:

@ Obtain an IP address automatically

Defaulk gakeway:

lowing IP

(@) Obtain DNS server address automatically

Preferred DRSS server:

Alkernate DRS server:

Validate settings upon exit l
N

27



For Windows 8/8.1-32/64

1. Move the mouse or tap to the upper right corner and click
0 nSeflingso .

Jo

Search
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2. Cl i c Kontral Pafelo .

Settings

Control Panel
Personalisation

PC info

fas

Unavailable

Motrhications

I‘n)

100 Unavailable

O

Power Keyboard

(Change PC settings
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3. Cl i c Niewonetwdrk status and taskso .

1 » Control Panel vl Search Control Panel

Adjust your computer's settings

. i problems

View by: Category v

System and Security

Review your computer's status

Save backup copies of your files with File
History

User Accounts and Family Safety

@ Change account type
@ Set up Family Safety for any user

Appearance and Personalisation

Change the theme
N Change desktop backgreund
Adjust screen resolution

Network and Internet

Cennect to the Internet

View network status and tasks

Choose hemegroup and sharing options

Clock, Language and Region
Add a language

Change input methods

Change date, time or number formats

View devices and printers
Add a device

Ease of Access
Programs Let Windows suggest settings

Uninstall a program Optimise visual display

4 I n the Control P@&hamgkadépteme ,

settingsO t o continue.

- 4 iﬁ <« Metwork and Internet » Network and Sharing Center v Search Control Panel

Control Panel Home

Change adapter settings

View your basic network information and set up connections

qur active networks
You are not currently connected to any networks,

Change advanced sharing

See also

HomeGroup

Internet Options

Windows Firewall

Change your networking settings

Set up a new cennection or network

Set up a breadband, dial-up or VPM connection, or set up a router er access point.

Troubleshoot problems

Diagnese and repair network preblems er get troubleshooting information.

30

c |

c k

on



5. Singl e RI GHtherret' thenklickd'Rropérties".

1 & « Net.. » Netw.. »

Organise = Disable this network device

.

Ethernet
Metwork
Qualcomm Atheros ARS131 Fﬁ_—

v Search Metwo... 0O

=~ I @

T

1 itemn

Disable
Status

Diagnose
Eridge Connections

Create Shortcut
Delete

1 itemn selected
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6. Double click on "Internet Protocol Version 4 (TCP/IPv4)".

Metworking

Connect using:
E Qualcomm Atheros ARB131 PCI-E Gigabit Ethemet Contro

This connection uses the following items:

Q File and Printer Sharing for Microsoft Networks
[ & Microsoft Networ Adapter Muttiplexor Protocol
& Microsoft LLOP Protocol Driver
& Link-Layer Topology Discoveny Mapper /0 Driver
T . der
wd [mtemet Protocol Version 6 (TCP/1PwE)
8 Intemet Protocol Version 4 (TCP/1Pvd)

Install.. Uninstall

Description

Transmission Control Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks .

OK || Cancel
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7. Check "Obtain an IP address automatically" a @bdainfi
DNS server address automaticallyd t hen @KI'tock on "
continue.

General | Alternative Configuration |

You can get IP settings assigned automatically if your network supparts
this capability, Otherwise, you need to ask your network administrator
for the appropr etinas.

IP address:

Subnet mask:

Default gateway:

Preferred DMS server:

Alkernative DNS server:

[ validate settings upon exit
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For Windows 10-32/64

1. Right click on Network icon , then click "Open Network
and Sharing Center".

2 In the Contr ol Pa@hamgtadapteme, cl
settingsb t o continue.
L+ MNetwark and Sharing Center — O X
T EF « Networkand Internet > Network and Sharing Center v O Search Control Panel el
Wiew your basic network information and set up connections
ur active networks
Change adapter settings
. Access type: Mo Internet access
Network H G ) Ready
seftings Private netwark omel rf:up. ~ leady to create
Connections: [ Ethernet
Change your networking settings
“‘E. Set up a new connection or network
= set up a breadband, dial-up, or VPN connection; or set up a router or access point,
Troubleshoot problems
Diagnose and repair network preblems, or get troubleshooting information,
See also
HomeGroup

Internet Options

Windows Firewall

34
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3. Singl e RI Gltherret", thenklickdRropérties".

&) Network Connections — O >

uN @ « Met.. » MNetwork... w 0 Search Metwork Conn... @

- [ @

Organize = Disable this network device  »

-
. Ethernet
%g_ Metwork
\dﬁfaeanek PCle GBE Family Controller

0 Disable
Status

Diagnose
Bridge Connections

Create Shortcut
Delete

Rename

Qee <

Properties

2iterns  1item selected Bz =
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4. Double click on "Internet Protocol Version 4 (TCP/IPv4)".

[E] Ethernet Properties

Metworking  Sharing

Connect using:
ﬂ Realtek: PCle GBE Family Controller

This connection uses the following tems:

X

7 8l ()05 Packet Scheduler
) Itemet Protocol Version 4 (TCP/IPv4) |

a igle-| sver Topology Discovery apeer 0 Driver

[ & Microsoft Network Adapter Muttiplexor Protocol

& Cliert for Microsoft Networks A

wie Microsoft LLOP Protocol Driver v
£ >

Install.. Lninstall Properties
Description

Transmission Control Protocal/Intemet Protocal. The default
wide area network protocol that provides communication
across diverse interconnected netwoarks.

QK Cancel
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5. Check "Obtain an IP address automatically” a @bdainfi
DNS server address automaticallyd t hen @KI'tock on
continue.

Internet Protocol Version 4 (TCP/IPvd) Properties >

General  Alternate Configuration

You can get IP settings assigned automatically it yvour network supports
this capability. Dmermse you need to ask your network administrataor

IF address; | . . . |

Subnet mask: | . . . |

Default gakteway: | . . . |

Preferred DMS server: | . . . |

Alkernake DMNS server: | . . . |

Validate settings upon exit
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4 Connecting your devi

A\

WARNING

This chapter provides basic instructions for connecting the
WGR-8031 to a computer or LAN and to the Internet.

In addition to configuring the device, you need to configure the
Internet properties of your computer(s). For more details, see
the following sections:

1 Configuring Ethernet PCs

This chapter assumes that you have already established a
DSL/Cable service with your Internet service provider (ISP).
These instructions provide a basic configuration that should be
compatible with your home or small office network setup. Refer
to the subsequent chapters for additional configuration
instructions.

Connecting the Hardware

This section describes how to connect the device to the wall
phone port, the power outlet and your computer(s) or network.

Before you begin, turn the power off for all devices. These
include your computer(s), your LAN hub/switch (if applicable),
and the WGR-8031.

The diagram below illustrates the hardware connections. The
layout of the ports on your device may vary from the layout
shown. Refer to the steps that follow for specific instructions.
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WAN 12Vde==1A ON1 OFF
-6 SWICH

~

RJ45 Cable

==

xDSL / Cable Modem

Figure 4: Overview of Hardware Connections

Step 1. Connect the Ethernet cable to WAN Port

Connect the RJ45 Ethernet cable from your xDSL/Cable
Modem's Ethernet port to Router's WAN Port.

Step 2. Connect the Ethernet cable to LAN Port

Connect the supplied RJ45 Ethernet cable from your PC's
Ethernet port to any of the 4 Router's LAN Ports.

Step 3. Attach the power connector

Connect the power adapter to th
theRouterand turn the power switch
your Router on.

e
fi

* Actual ANTENNA may vary depending on model
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5Uti|ity CD execution

Connecting the Hardware

1. From any of the LAN computers, launch your web browser,
type the following URL in the web address (or location) box,
and press [Enter] on your keyboard:

http://192.168.1.1

2. Please enter the User Name: admin and Password: admin
and then click on OK button.

Microsoft Edge

Microsoft Edge

The server 192.168.1.1 is asking for your user name and password. The server reports that it is
from .

Warning: Your user name and password will be sent using basic authentication on a
connection that isn't secure.

3. From the head menu, click on SETUP.

WLANZ2 TCP/IP “ FIREWALL MANAGEMENT

4. Check on Gateway ratio and then click on Next.
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Y s

- p different modes to LAN and WLAN interface for NAT and bridging
function.

n this mode, the device is supposed to connect to internet via
ADSL/Cable Modem. The NAT is enabled and PCs in four LAN
ports share the same IP to ISP through WAN port. The
connection type can be setup in WAN page by using PPPOE,
DHCP cliznt, PPTP client, L2TP client or static IP.

® Gateway:

() Bridge: In this mode, all ethernet ports and wireless interface are
bridged together and MAT function is disabled. All the WAN
related function and firewall are not supported.

) Wireless In this mode, all ethernet ports are bridged together and the

ISP: wireless client will connect to ISP access point. The NAT is
enabled and PCs in ethernet ports share the same IP to ISP
through wireless LAN. You must set the wireless to client mode
first and connect to the ISP AF in Site-Survey page. The
connection type can be setup in WAN page by using PPPOE,
DHCP client, PPTP client, L2TP client or static IP.

WAN Interface : wlanl -

Cancel | <

WAN Interface Setup

Examples
8-1. DHCP client

From the WAN Access Type drop-down list, select DHCP Client
If you are happy with your settings, click on Next

This page is used to configure the parameters for Internet network which connects to
the WAN port of your Access Point. Here you may change the access method to static
IP, DHCP,_ P! by click the item value of WAN Access type.

WAN Access Type: | DHCP D

8-2. Static IP
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From the WAN Access Type drop-down list, select Static IP
setting.

Enter IP Address, Subnet Mask, Default Gateway and DNS
which was given by Telecom or by your Internet Service
Provider (ISP).

If you are happy with your settings, click on Next

This page is used to configure the parameters for Internet network which connects to
the WAM port of your Access Point. Here you may change the access method to static

IP, DHCP, P! : TP by click the item value of WAN Access type.

WAN Access Type: IStatiu: P o \

IP Address: |
Subnet Mask: |
Default Gateway: |

|

DHNS =

Cancel <\gack | Mexts=
8-3. PPPOE
From the WAN Access Type drop-down list, select PPPoE
setting.

Enter User Name/Password provided by your ISP. Type them in
the relevant boxes.

If you are happy with your settings, click Next

This page is used to configure the parameters for Internet network which connects to
the WAN port of your Access Point. Here you may change the access method to static

IF, DHCF, FFFoE, PFTF or LITF by click the item value of WAN Access type.
/ \

Cancel <-\gack Mext== I

8-4. PPTP
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From the WAN Access Type drop-down list, select PPTP
setting provided by your Network Administrator or ISP.
Click on the ratio of Dynamic IP (DHCP) or Static IP.
Enter IP Address for example 172.1.1.1 provided by your
Network Administrator or ISP. (for Static IP only)

Enter Subnet Mask for example 255.255.0.0 provided by your
Network Administrator or ISP. (for Static IP only)

Enter Default Gateway for example 172.1.1.254 provided by
your Network Administrator or ISP. (for Static IP only)

Enter Server Domain Address for example 222.222.222.222 or
www.example.com provided by your Network Administrator or
ISP.

Enter User Name for example 1234 provided by your Network
Administrator or ISP.

Enter Password for example 1234 provided by your Network
Administrator or ISP.

If you are happy with your settings, click Next

This page is used to configure the parameters for Internet network which connects to
the WAMN port o tcess Point. Here you ma g the access method to static
IP, DHC oE, PPTP or L2TP by click the item value of ccess type.

WAN Access Type: PPTP w

PPTP Mode: C Dynamic 1P (DHCP) ® Static IP
1P Address: [172.1.1.2

Subnet Mask: |255.255.255.0

Default Gateway: [172.1.1.254

PPTP Server Mode: () Attain Server By Domain Name

(® Attain Server By Ip Address

Domain Name: |

Server IP Address: [172.1.1.1

Cancel < <Back I Mext==

8-4.L2TP
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From the WAN Access Type drop-down list, select L2TP
setting provided by your Network Administrator or ISP.

Click on the ratio of Dynamic IP (DHCP) or Static IP.

Enter IP Address for example 172.1.1.1 provided by your
Network Administrator or ISP. (for Static IP only)

Enter Subnet Mask for example 255.255.0.0 provided by your
Network Administrator or ISP. (for Static IP only)

Enter Default Gateway for example 172.1.1.254 provided by
your Network Administrator or ISP. (for Static IP only)

Enter Server Domain Address for example 222.222.222.222 or
www.example.com provided by your Network Administrator or
ISP.

Enter User Name for example 1234 provided by your Network
Administrator or ISP.

Enter Password for example 1234 provided by your Network
Administrator or ISP.

If you are happy with your settings, click Next

This page is used to configure the parameters for Internet network which connects to
the WAN port tcess Foint. Here yo ange the access method to static
FoE, FFTF or L2TF by click the item value M Access type.

WARN Access Type: LZTP w

L2TP Mode: C Dynamic IP (DHCP) ® Static

1P Address: [172.1.1.2

Subnet Mask: |255.255.255.0

Default Gateway: [172.1.1.254

L2TP Server Mode: ) Attain Server By Domain Name

(® Attain Server By Ip Address

Domain Name: |

Server IP Address: [172.1.1.1

r Hame:

Cancel «<Bck Mext s

5. Click on Next.
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You can select Wireless Band.

Wireless Band: |2.4G+5G Concurrent |«

Cancel | <<Ba Next:=:

Wireless Configuration - 5GHz

6. Enter SSID.
7. Click on Next.

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point.

Band: | 5 GHz (A+N+AC) |+
Mode: AP -

ILEH’ElﬂneEG/
IBDI"«"IHZ oy
Channel Number: |44 “

Enable Mac Clone (Single Ethernet Client)
Add to Wireless Profile

Cancel < <Ba Mextz==
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8. From the Encryption list, choose the Encryption type and
enter related parameters if necessary, as None / WEP /
WPA2(AES) and WPA Mixed Mode (the default settings
Security Mode = None). For example, the Encryption you
choose is None.

9. Click on Next.

This page allows you setup the wireless security. Turn on WEP or WPA by using
Encryption Keys could prevent any unauthorized access to your wireless network.

Encryption: |None v >
Cancel <<Ba | Mext= >

Wireless Configuration - 2.4GHz

10. Enter SSID.
11. Click on Next.

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point.

Band: | 2.4 GHz (B+G+N) |+
Mode: AP »

Tk Type: | InfﬁrﬁﬁE\

| LevelOne 2.4G

ControlSideband: |Llpper o
Channel Number: 11 |w

Enable Mac Clone (Single Ethernet Client)
Add to Wireless Profile

Cancel | <<Ba | Mext> > |

12. From the Encryption list, choose the Encryption type and
enter related parameters if necessary, as None / WEP /
WPA2(AES) and WPA Mixed Mode (the default settings
Security Mode = None). For example, the Encryption you
choose is None.

13. Click on Finished.
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This page allows you setup the wireless security. Turn on WEP or WPA by using
Encryption Keys could prevent any unauthorized access to your wireless network.

Encryption: | Mone )

Cancel I < -<Bfck I Finishedl

14. Change setting successfully! Do not turn off or reboot the
Device during this time. Please wait 20 seconds ...

Change setting successfully!

Do not turn off or reboot the Device during this time.

Please wait 19 seconds ...

15. Now, the WGR-8031 has been configured completely, and
suitable for Wireless and Internet Connections.

Wireless Connection

For easy installation it is saved to keep the settings. You can
later change the wireless settings via the wireless configuration
menu.

16. Double click on the wireless icon on your computer and
search for the wireless network that you enter SSID name.

17. Click on the wireless network that you enter SSID name
(the default settings, Wireless Network = Enable, Default
Channel = Auto, SSID = LevelOne 5G for 5GHz and
LevelOne 2.4G for 2.4GHz which could be found on the
bottom side of the device) to connect.

LevelOne 5G
Open

LevelOne 2.4G

Opeéen

3:54 PM
AT B 4/29/2016

181 f the wireless networtnect"sondt encry,
connect.
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Other people might be able to see info you
send over this network

W4 Connect automatically

LevelOne 2.4G

Open

Other people might be able to see info you
send over this network

W4 Connect automatically

19. If the wireless network is encrypted, enter the network key
that belongs to your authentication type and key. (the
default settings Security Mode = WPA Mixed mode
which could be found on the bottom side of the device).
You can later change this network key via the wireless
configuration menu.

20. Click on "Next".

@ LevelOne 5G

Secured

Enter the network security key
N

¥4 Shaic netwark with my rontacts

MNext Cancel
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ﬁ FeveIOne 2.4G

Secured

Enter the network security key

| 1

¥4 Share network with m;r contacts

Next Cancel

21. Now you are ready to use the Wireless Network to Internet
or intranet.

6What the I nternet/ WAN acc
Net work now I S

Now you could check what the Internet/WAN access of your
network is to know how to configure the WAN port of Wireless
Gateway.

Please follow steps below to check what the Internet/WAN
access if your own Network is DHCP Client, Static IP or PPPoE

Client.
1. Click Start -> Control Panel
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;gj | GA-8S66

! Internet __} My Documenks
Inkernet Explarer
: B My Recent Documents #
f vl E-mail

Catlook E 3
utlook Express —f} My Pictures

n Carnrnand Prarpk =) My Music

Sl
ﬁ Hypersnap-Di ¢

E—-‘ Control Panel
Mokepad
Set Program Sccess and

Defaults

iy
‘g MSN Explorer “Qd;@ Printers and Faxes

Windows Media Player @‘ Help and Support
I(
.13 windows Messenger ):) Search

Eﬁun...

All Programs D

@| Log Off |ﬁ| Turn 2fF Computer

14 start

2. Double click Network Connections
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B Control Panel |-_||E” |
File Edit “iew Fawvaoribes Tools  Help .-?

0 Back O @ p Search EE? Faolders v

Address | [ Cantral Panel -v.| Go

_ﬂ.- Control Panel x 6 ﬁ :;@ % b % 9

Accessibility  Add Hardware Add or Adminiskrative  Aukomatic CMI Audio Dake and Time
& Switch to Category Wiew Opkions Remoy, .. Tools Updates Caonfig
7 o - . &
TR W 4 e P = T
See Also -

Display Folder Options Fonts Game Internet keyboard Maouse
& windows Update Controllers Options

€)) Help and Support @ b q\h '—Lé'é Q l%

Metwork Setup Phone and  Power Options  Printers and  Regional and  Scanners and

Wizard Maderm ... Faxes Language ... Cameras
2 © 9@ & ¥ 4 R
Scheduled Securiby Sounds and Speech System Taskbar and  User Accounts
Tasks Center Audio Devices Skart Meru
e <
Windows \iireless
Firewall  Metwork Set..,

Internet/WAN access is the DHCP client

If you cannot see any Broadband Adapter in the Network
Connections, your Internet/WAN access is DHCP Client or
Static IP.

3. Click Local Area Connection in LAN or High-Speed
Internet and you could see string Assigned by DHCP in
Details.
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*s Network Connections

File Edt View Favorites Tools  Advanced  Help E.
@Back - -\_:) IE pﬁearch [1 ' Folders v

Address t_:; Metwark Connections v| a0

#| LAN or High-Speed Internet

Details

| ocal Area Conneckion

Local Area Connection
LAMN or High-3peed Internet
Connected

5i5 900 PCI Fast Ethernet
Adapker

IP Address: 192,168, 10,32
Subnet Mask: 255,255,255.0
Assigned by DHCP

Internet/WAN access is the Static IP

If you cannot see any Broadband Adapter in the Network
Connections, your Internet/WAN access is DHCP Client or
Static IP.

4. Click Local Area Connection in LAN or High-Speed
Internet and you could see string Manually Configured in
Details.

L] 5
* Network Connections

File Edit ‘“iew Favorites Tools Advanced Help

@Back - \-._.JI LE pSEarEh H_ Folders v

‘;}, Network Connections

Y|G|:|

#| LAN or High-Speed Internet

Details

Local Area Connection  ocal Area Conneckion
LAM or High-Speed Internet

Connected

5i5 900 PCI Fask Ethernet

IP Address: 192,168,10.110
Subret Mask: 255,255, 255.0
Manually Configured
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5. Right click Local Area Connection and click Properties
and then you could get the IP settings in detail and write

down the IP settings as follow:

IP Address: 192.168.10.110

Subnet mask: 255.255.255.0

Default gateway: 192.168.10.100
Preferred DNS server: 192.168.10.100

Alternate DNS Server: If you have it, please also write it

down.

Internet Protocol (TCP/IP) Properties

eneral |

the appropriate [P zettings.

{7y Obtain an P address automatically
(%) Use the follawing IP address:

Y'ou can get P zettings assigned automatically if vour network, supports
thiz capability. Othensize, you need ta azk pour nebwark, administrator far

IP address: | 192.168. 10 . 110 |
Subnet mask: | 255 . 265 . 255. O |
Default gateway: | 192.168. 10 . 100 |
(%) Use the follawing DNS server addresses:

Preferred DNS server: | 132.168. 10 . 100 |

Alternate DNS semver: |

Ok, |[ Cancel ]
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Internet/\WAN access is the PPPoE client

If you can see any Broadband Adapter in the Network
Connections, your Internet/WAN access is PPPoE Client.

6. Click Broadband Adapter in Broadband and you could
see string Assigned by Service Provider in Details.

For PPPOE configuration on Wireless Gateway,y oud1l | need
following information that you could get from your Telecom, or
by your Internet Service Provider.

Username of PPPoE: 1234 for example

Password of PPPoE: 1234 for example

‘,'_\ Metwork Connections

(=13

File Edit ‘“iew Favorites Tools Advanced Help

eBack - \‘_.)l l.ﬁ ;j Search - Folders v

i}:; Network Connections hd | Go
#| Broadband

Address

Details

1234 ﬁ 1234
EBroadband —

Connected

LANM or High-Speed Internet

WaN Minipart (PPPOE)

IP Address: 192, 168,10,209

Subnet Mask:

255,255,255, 255 Local Area Conneckion
Assigned by Service Provider |_I;J'_ID
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7Getting Started with the

The WGR-8031 includes a series of Web pages that provide an
interface to the software installed on the device. It enables you
to configure the device settings to meet the needs of your
network. You can access it through your web browser from any
PC connected to the device via the LAN ports.

Accessing the Web pages

To access the Web pages, you need the following:

1 APC or laptop connected to the LAN port on the device.

1 A web browser installed on the PC. The minimum browser
version requirement is Internet Explorer v4 or Netscape v4.
For the best display quality, use latest version of Internet
Explorer, Netscape or Mozilla Fire fox. From any of the LAN
computers, launch your web browser, type the following
URL in the web address (or location) box, and press [Enter]
on your keyboard:

http://192.168.1.1

The Status homepage for the web pages is displayed:
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Access Point Status

This page shows the current status and some basic settings of the
device.

Uptime Oday:0h:18m:52s

Firmware Version RE4GCH_A_v3411 2T2R_STD 02 160622
Build Time Wed Jun 22 17:39:08 CST 2016

Mode AP

Band 5 GHz (A+N+AC)

LevelOne 5G

Channel Humber 44

Encryption Disabled

94:46:96:829:12:62

Associated Clients 0

Mode AP

Band 2.4 GHz (B+G+N)

LevelOne 2.4G

Channel Number 11

Encryption Disabled

94:46:96:89:12:67

Associated Clients ]

Attain IP Protocol Fixed IP

IP Address 192.168.1.1

Subnet Mask 235.255.255.0

Default Gateway 192.168.1.1

DHCP Server Enabled

MAC Address 094:46:96:a9:12:60

Attain IP Protocol Getting IP from DHCP server...

IP Address 0.0.0.0

Subnet Mask 0.0.0.0

Default Gateway 0.0.0.0

MAC Address 04:46:96:a9:12:61

Global Address

LL Address fe80000000000000964696fffead1260/64
Default Gateway fe80000000000000964696fffead1260/64
MAC Address 94:46:96:a9:12:60

Link Type IF link

Connection Type DHCPvE

Global Address

LL Address fe80000000000000964696fffead1261/64
Default Gateway

DHS server 00000000000000000000000000000000
MAC Address 94:46:96:a9:12:61
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Figure 5: Homepage

The first time that you click on an entry from the left-
hand menu, alogin box is displayed. You must enter
your username and password to access the pages.

A login screen is displayed:

Microsoft Edge

Microsoft Edge

The server 192.168.1.1 is asking for your user name and password. The server reports that it is
from .

Warning: Your user name and password will be sent using basic authentication on a
connection that isn't secure.

R

-

Figure 6: Login screen

1. Enter your user name and password. The first time you log
into the program, use these defaults:

User Name: admin

Password: admin

You can change the password at any time or you can configure your
device so that you do not need to enter a password. See Password.

2. Click on OK. You are now ready to configure your device.

This is the first page displayed each time you log in to the Web
pages.

! If you receive an error message or the Welcome page is not
Note displayed, see Troubleshooting Suggestions.
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Testing your Setup

Once you have connected your hardware and configured your
PCs, any computer on your LAN should be able to use the DSL
/Cable connection to access the Internet.

To test the connection, turn on the device, wait for 30 seconds
and then verify that the LEDs are illuminated as follows:

Table 1. LED Indicators
Label Color Function

POWER green On: device is powered on
Off: device is powered off

5G/2.4G green On: WLAN link established and active
(2.4G) Blink: Valid Wireless packet being transferred

green
(5G)
WPS green off: WPS link isndt e
Blink: Valid WPS packet being transferred
WAN green On: WAN link established and active
Off: No LAN link
Blink: Valid Ethernet packet being transferred
LAN green On: LAN link established and active
1/2/3/4 Off: No LAN link

Blink: Valid Ethernet packet being transferred

If the LEDs illuminate as expected, test your Internet connection
from a LAN computer. To do this, open your web browser, and
type the URL of any external website (such as
http://www.yahoo.com). The LED labeled WAN should blink
rapidly and then appear solid as the device connects to the site.

If the LEDs do not illuminate as expected, you may need to
configure your Internet access settings using the information
provided by your ISP. For details, see Internet Access. If the
LEDs still do not illuminate as expected or the web page is not
displayed, see Troubleshooting Suggestions or contact your
ISP for assistance.

Default device settings

In addition to handling the xDSL / Cable modem connection to
your ISP, the Wireless Gateway can provide a variety of
services to your network. The device is preconfigured with
default settings for use with a typical home or small office
network.

The table below lists some of the most important default settings;
these and other features are described fully in the subsequent
chapters. If you are familiar with network configuration, review
these settings to verify that they meet the needs of your network.
Follow the instructions to change them if necessary. If you are
unfamiliar with these settings, try using the device without
maodification, or contact your ISP for assistance.

& We strongly recommend that you contact your ISP prior to
changing the default configuration.
WARNING
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Option

Default Setting

Explanation/Instructions

WAN Port IP DHCP Client This is the temporary public IP address of the WAN
Address port on the device. It is an unnumbered interface that
is replaced as soon as Yy
address. See Network Settings -> WAN Interface.
LAN Port Assigned static IP address: This is the IP address of the LAN port on the device.
IP Address 192.168.1.1 The LAN port connects the device to your Ethernet
network. Typically, you will not need to change this
Subnet mask: address. See Network Settings -> LAN Interface.
255.255.255.0
DHCP (Dynamic DHCP server enabled with the The Wireless Gateway maintains a pool of private IP

Host Configuration
Protocol)

following pool of addresses:

192.168.1.100
through
192.168.1.200

addresses for dynamic assignment to your LAN
computers. To use this service, you must have set up
your computers to accept IP information dynamically,
as described in Configuring Ethernet PCs.
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8 Qui ck Setup

The Quick Setup page displays useful information about the
setup of your device, including:

T details of the deviceds I nternet ac:
T details ofVolPkettinggl evi cebds
T detail s ofWikldsgsetihgsvi ceds

To display this page:
1. From the head menu, click on SETUP.

SETUP

WLANZ TCP/IP IPVE FIREWALL MANAGEMENT

Figure 7: Quick Setup page
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Operation Mode Setup

You can setup different modes to LAN and WLAN interface for

NAT function.

Gateway

In this mode, the device is supposed to connect to internet via

ADSL/Cable Modem. The NAT is enabled and PCs in four LAN

ports share the same IP to ISP through WAN port. The

connection type can be setup in WAN page by using PPPOE,

DHCP client, PPTP client, L2TP client or static IP.
To change the Operation Mode:

1. From the left-hand menu, click on Wizard. The following

page is displayed:
2. Click on the ratio of Gateway and then click on Next>>.

You can setup different modes to LAN and WLAN interface for NAT and bridging

function.
® Gateway: In this mode, the device is supposed to connect to internet via
ADSL/Cable Modem. The MAT is enabled and PCs in four LAN
ports share the same IP to ISP through WAN port. The connection
type can be setup in WAN page by using PPPOE, DHCP client,
PPTP client, L2TP client or static IP.
O Bridge: In this mode, all ethernet ports and wireless interface are bridged

) Wireless 15P:

together and MAT function is disabled. All the WAN related
function and firewall are not supported.

In this mode, all ethernet ports are bridged together and the
wireless client will connect to ISP access point. The NAT is
enabled and PCs in ethernet ports share the same IP to ISP
through wireless LAN. You must set the wireless to client mode
first and connect to the ISP AP in Site-Survey page. The
connection type can be setup in WAN page by using PPPOE, DHCP
client, PPTP client, L2TP client or static IP.

WAN Interface : I'.'.lal‘ll
Mexts:z= |
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Bridge

In this mode, all ethernet ports and wireless interface are
bridged together and NAT function is disabled. All the WAN
related function and firewall are not supported.

To change the Operation Mode:

1. From the left-hand menu, click on Wizard. The following
page is displayed:
2. Click on the ratio of Bridge and then click on Next>>.

You can setup different modes to LAN and WLAN interface for MAT and bridging

function.

) Gateway: In this mode, the device is supposed to connect to internet via
ADSL/Cable Modem. The NAT is enabled and PCs in four LAN
ports share the same IF to ISP through WAN port. The connection
type can be setup in WAN page by using FFPOE, DHCF client,
PPTF client, L2TP client or static IP.

® Bridge: In this mode, all ethernet ports and wireless interface are bridged

) Wireless 15P:

together and MAT function is disabled. All the WAN related
function and firewall are not supported.

In this mode, all ethernet ports are bridged together and the
wireless client will connect to ISP access point. The NAT is
enabled and PCs in ethernet ports share the same IF to ISP
through wireless LAN. You must set the wireless to client mode
first and connect to the ISP AF in Site-Survey page. The
connection type can be setup in WAN page by using FFPOE, DHCF
client, PFTP client, L2TF client or static IP.

WAN Interface : I'.'.|E||‘|1
Mext== |
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Wireless ISP

In this mode, all ethernet ports are bridged together and the
wireless client will connect to ISP access point. The NAT is
enabled and PCs in ethernet ports share the same IP to ISP
through wireless LAN. You must set the wireless to client mode
first and connect to the ISP AP in Site-Survey page. The
connection type can be setup in WAN page by using PPPOE,
DHCP client or static IP.

To change the Operation Mode:

3.

From the left-hand menu, click on Wizard. The following
page is displayed:
Click on the ratio of Wireless ISP.

Select wlanl for 5GHz or wlan2 for 2.4GHz from the WAN
Interface drop-down list.

Click on Next>>.

You can setup different modes to LAN and WLAN interface for NAT and bridging

function.

) Gateway: In this mode, the device is supposed to connect to internet via
ADSL/Cable Modem. The MAT is enabled and PCs in four LAN
ports share the same IP to ISP through WAN port. The connection
type can be setup in WAN page by using PPPOE, DHCP client,
PPTP client, L2TP client or static IP.

) Bridge: In this mode, all ethernet ports and wireless interface are bridged

® Wireless 15P:

together and MAT function is disabled. All the WAN related
function and firewall are not supported.

In this mode, all ethernet ports are bridged together and the
wireless client will connect to ISP access point. The NAT is
enabled and PCs in ethernet ports share the same IP to ISP
through wireless LAN. You must set the wireless to client mode
first and connect to the ISP AP in Site-Survey page. The
connection type can be setup in WAN page by using PPPOE, DHCP
client, PPTP client, L2TP client or static IP.

WAN Interface : |wlan1 w

MNext=> |
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WAN Interface Setup

This page is used to configure the parameters for Internet
network which connects to the WAN port of your Access Point.
Here you may change the access method to static IP, DHCP,
PPPoE, PPTP or L2TP by click the item value of WAN Access

type.

To change the WAN Access Type:

7. From the WAN Access Type drop-down list, select Static IP,
DHCP Client, PPPoE, PPTP, or L2TP setting determined
by your Network Administrator or ISP.

8. Click Next>>.

This page is used to configure the parameters for Internet network which connects
to the WAN port of your Access Point. Here you may change the access method to
static IP, DHCP, PPFoE, PPTP or L2TP by click the item value of WAN Access type.

WAN Access Type:

Static IP

Cancel | <-<Back | Next:b:=-|

Static IP

In this mode, the device is supposed to connect to internet via
ADSL/Cable Modem. The NAT is enabled and PCs in four LAN
ports share the same IP to ISP through WAN port. The
connection type can be setup in WAN page by using static IP.

1. From the WAN Access Type drop-down list, select Static IP
setting determined by your Network Administrator or ISP.
Enter IP Address for example 172.1.1.1.

Enter Subnet Mask for example 255.255.255.0.

Enter Default Gateway for example 172.1.1.254.

Enter DNS for example 172.1.1.254.

Click Next>>.

o g~ wN

This page is used to configure the parameters for Internet network which connects
to the WAN port of your Access Point. Here you may change the access method to
static IF, DHCP, PPPoE, PFTP or L2TF by click the item value of WAN Access type.

WAN Access Type:

IP Address:
Subnet Mask:
Default Gateway:
DNS :

Static IP

Cancel <<Back Mext= =
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DHCP Client

In this mode, the device is supposed to connect to internet via
ADSL/Cable Modem. The NAT is enabled and PCs in four LAN
ports share the same IP to ISP through WAN port. The
connection type can be setup in WAN page by using DHCP
Client.

1. From the WAN Access Type drop-down list, select DHCP
Client setting determined by your Network Administrator or
ISP.

2. Click Next>>,

This page is used to configure the parameters for Internet network which connects
to the WAN port of your Access Point. Here you may change the access method to
static IP, DHCP, PPPoE, PPTP or L2TP by dlick the item value of WAN Access type.

WAN Access Type:

Cancel | <<Back | Nart:=-:=-|

PPPOE

In this mode, the device is supposed to connect to internet via
ADSL/Cable Modem. The NAT is enabled and PCs in four LAN
ports share the same IP to ISP through WAN port. The
connection type can be setup in WAN page by using PPPoOE.

1. From the WAN Access Type drop-down list, select PPPoE
setting determined by your Network Administrator or ISP.

2. Enter User Name for example 1234.

3. Enter Password for example 1234.

4. Click Next>>,

This page is used to configure the parameters for Internet network which connects
to the WAN port of your Access Point. Here you may change the access method to
static IP, DHCP, PPPoE, PPTP or L2TP by click the item value of WAN Access type.

WAN Access Type:

User Name: |

Password: |

Cancel << Back Mextz=

65



PPTP

In this mode, the device is supposed to connect to internet via
ADSL/Cable Modem. The NAT is enabled and PCs in four LAN
ports share the same IP to ISP through WAN port. The
connection type can be setup in WAN page by using PPTP.

1

From the WAN Access Type drop-down list, select PPTP
setting provided by your Network Administrator or ISP.

Click on the ratio of Dynamic IP (DHCP) or Static IP.

Enter IP Address for example 172.1.1.1 provided by your
Network Administrator or ISP. (for Static IP only)

Enter Subnet Mask for example 255.255.0.0 provided by
your Network Administrator or ISP. (for Static IP only)

Enter Default Gateway for example 172.1.1.254 provided
by your Network Administrator or ISP. (for Static IP only)

Select PPTP Server Mode by Attain Server By Domain
Name or Attain Server By Ip Address

Enter Server Domain Address for example
222.222.222.222 or www.example.com provided by your
Network Administrator or ISP.

Enter User Name for example 1234 provided by your
Network Administrator or ISP.

Enter Password for example 1234 provided by your
Network Administrator or ISP.

10. Click Next>>.

This page is used to configure the parameters for Internet network which connects to
the WAN port of your Access Point. Here you may change the access method to static
IF, DHCF, FFPoE, PFTF or L2TF by click the item value of WAN Access type.

WAN Access Type:

PPTP Mode:

IP Address:
Subnet Mask:
Default Gateway:

PPTP Server Mode:

Domain Name:
Server IP Address:
User Name:

Password:

e

) Dynamic IP (DHCP) (@ Static IP

[172.1.1.2

|255.255.255.0

[172.1.1.254

(O Attain Server By Domain Name
(® Attain Server By Ip Address

[172.1.1.1

Cancel I < <Back Mexts==
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L2TP

In this mode, the device is supposed to connect to internet via

ADSL/Cable Modem. The NAT is enabled and PCs in four LAN

ports share the same IP to ISP through WAN port. The
connection type can be setup in WAN page by using L2TP.

1. From the WAN Access Type drop-down list, select L2TP
setting provided by your Network Administrator or ISP.
2. Click on the ratio of Dynamic IP (DHCP) or Static IP.

3. Enter IP Address for example 172.1.1.1 provided by your
Network Administrator or ISP. (for Static IP only)

4. Enter Subnet Mask for example 255.255.0.0 provided by
your Network Administrator or ISP. (for Static IP only)

5. Enter Default Gateway for example 172.1.1.254 provided
by your Network Administrator or ISP. (for Static IP only)

6. Select L2TP Server Mode by Attain Server By Domain
Name or Attain Server By Ip Address

7. Enter Server Domain Address for example
222.222.222.222 or www.example.com provided by your
Network Administrator or ISP.

8. Enter User Name for example 1234 provided by your
Network Administrator or ISP.

9. Enter Password for example 1234 provided by your
Network Administrator or ISP.

10. Click Next>>.

This page is used to configure the parameters for Internet network which connects to
the WAN port of your Access Point. Here you may change the access method fo static
IF, DHCF, FPFoE, PFTF or L2TF by click the item value of WAN Access type.

WAN Access Type:
L2TP Mode:

IP Address:
Subnet Mask:
Default Gateway:

L2TP Server Mode:

Domain Name:
Server IP Address:
User Name:

Password:

LITP W

() pynamic IP (DHCP) ® Static IP
[172.1.1.2
|255.255.255.0

[172.1.1.254

(C Attain Server By Domain Name
(® Attain Server By Ip Address

[172.1.1.1

Cancel < <Back | Next:b:bl
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11. Click Next>>.

You can select Wireless Band.

Wireless Band: [ 2.4G4+5G Concurrent -~

Cancel | <<Back | Mext==

Wireless 5GHz Basic Settings

This page is used to configure the parameters for wireless LAN
clients which may connect to your Access Point.

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Foint.

Band: | 5 GHz (A+N+AC) |
Mode: AP w
Hetwork Type: | Infrastructure
SSID: | LevelOne 56

Channel Width: IBEII"-"IHZ e
Channel Number: |44 ~

Enable Mac Clone (Single Ethernet Chient)
Add to Wireless Profile

Cancel | < <Back MNext=>=

AP (Access Point)

Access Point is used to configure the parameters for wireless
LAN clients who may connect to your Access Point.

1. From the Band drop-down list, select a Band.

2. From the Mode drop-down list, select AP setting.

3. Enter SSID for example LevelOne 5G

4. From the Channel Width drop-down list, select a Channel

Width.

5. From the ControlSideband drop-down list, select a
ControlSideband.

6. From the Channel Number drop-down list, select a Channel
Number.

7. Click Next>>.
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This page is used to configure the parameters for wireless LAN clients which may

connect to your Access Point.

Band: | 5 GHz (A-+N+AC) |+
Mode: AP e
Hetwork Type: | Infrastructure
SSID: | LevelOne 5G

Channel Width: IBDMH: w
Channel Number: |44 e

Enable Mac Clone (Single Ethernet Client)

Add to Wireless Profile

Cancel «<Back Mexts =

Client

This page is used to configure the parameters for wireless LAN
clients which may connect to your Access Point.

1

a bk wnN

From the Band drop-down list, select a Band.

From the Mode drop-down list, select Client setting.
From the Network Type drop-down list, select a Type.
Enter SSID for example LevelOne 5G.

Click Next>>.

This page is used to configure the parameters for wireless LAN clients which may

connect to your Access Point.

Band: | 5 GHz (A+N+AC) |»
Mode: AP e
Hetwork Type: I Infrastructure
SSID: | LevelOne 5G

Channel Width: IBDMH: w
Channel Number: |44 e

Enable Mac Clone (Single Ethernet Client)

Add to Wireless Profile

Canicel I <<Back I Mext:
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WDS (Wireless Distribution System)

WDS stands for Wireless Distribution System. It enables the
access points (APs) to be connected wirelessly. WGR-8031 can
also provide you services of WDS.

WGR-8031 that supports WDS does not support security
systems like WEP, WPA or WPA-Enterprise on a WDS network.

Sometimes you want to establish a multi-access point wireless
network in your home or office, but
cabling running to the locations where you want to add the extra

y

AP. After all, you may be wusing wirel

wires in place already.

One way to overcome this problem is to use a system built into
Wireless Gateway that is known as Wireless Distribution
System (WDS).

WDS basically creates a mesh network by providing a
mechanism for access points to At al
sending data to devices associated with them.

WDS is based on some standardized 802.11 protocols, but there
is no standardized way of implementing it that works across
different AP and router vendors. So if you have a Wireless
Gateway in one location and you want to create a WDS link to a
other brand of router in another location (just to pick two brands at
random), you probably wondét be able to ¢
your best luck when you use equipment from the same
manufacturer.

When you use WDS as a repeater system, as described below, it
effectively halves the data rate for clients connected to Integrated
Wireless Gateway. That 6s because ever)
sent twice (data is received by the AP and then retransmitted).

To configure WDS, you need to modify some settings on each

AP within the network. Your exact steps (and the verbiage used)

will vary fromvendortovendor . Generally, youdl |l
settings like the following:
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Main WDS station:

One of your WDS stations is the main base station for the WDS
network. This AP is connected directly to your Internet
connection, or connected to your router via a wired connection.
The main station is the bridge to your Internet connection that all
wireless traffic eventually flows through.

Repeater WDS stations:

In a simple, two-AP WDS network, theotheri unwi r edo AP i s a
repeater. The repeater receives data from the main base station

and relays the data to the wireless clients associated to the

repeater station (and vice versa for data coming from the

clients). If you have more than two APs, remote APs may be

repeaters, or they may be relays that provide an intermediate

stopping point for data if the repeater is too far away from the

main station to communicate.

When you configure your main or base WDS station, take note

of thechannely ou 8 r e s e $SSID w nevorldnanhelofe

your network. If your AP has any kind of channel auto

configuration function that changes channels based on network

conditions, be sure to disable this feature. If your main WDS

statoni s al so your networ kouptor out er, mak
distribute IP addresses in the network.

Write down or otherwise take note of the MAC addresses of all of
your WDS stations & many configuration software systems

require you to know these addresses to make the configuration
settingswork. Writ e down t he wireless N\
a sticker) and not the Ethernet MAC address.

Turn on the WDS functionality in your
labeled WDS, or may say something like Enable This Base

Station As a WDS Main Base Statond t hat 6s t he wording
Apple uses for their AirPort Extreme products). When you turn

on this functionality, the configuration software may ask you to

identify the remote repeater(s). Have the MAC addresses of

those repeaters handy in case you need them.

Depending upon how your software works, you may have to
separately access the configuration software on the remote
repeater APs to turn on WDS. Here are a few things to
remember:

I You need to assign any other WDS stations to the same
channel that your main base station is using. This is
counterintuitive to many folks who have had the 802.11b/g
fuse channels 1, 6, and 11 and keep
channel sd0 mantra driven §into their |
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1  You set the SSID of the remote location(s) using either a
unique name or by using the same SSID as you use for
your main base station. (Whoa, our heads just exploded!)
Usingthesame SSID ( a fr o ami nigpoettyrcalt wor k)
You associate with one AP one time and then your PC or
Mac can associate with any AP on your WDS network
without you havingtodo anythingd i t 6s mor e seamless
way. Butremember,youd on 6t havé yducando t hi s
give each AP a unique SSID and just configure your
computer to associate with them according to your
preference.

1 Make sure you turn off any routing or DHCP functionality in
the remote repeater stations. All of this functionality should
be performedinthemai n base station or the
main router.

WDS (Wireless Distribution System) only

1. From the Band drop-down list, select a Band.
2. From the Mode drop-down list, select WDS setting.
3. From the Channel Width drop-down list, select a Channel

Width.

4. From the ControlSideband drop-down list, select a
ControlSideband.

5. From the Channel Number drop-down list, select a Channel
Number.

6. Click Next>>,

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point.

Band: | 5 GHz (A+HN+AC) |»

Mode: Im
Network Type:
SSID: | Levelone 5G
Channel Width: W
ControlSideband: IF
Channel Number: I-H—

[] Enable Mac Clone (Single Ethernet Client)
[] Add to Wireless Profile

Cancel I <<Back I Next>>|

AP (Access Point) + WDS (Wireless Distribution System)

Access Point is used to configure the parameters for wireless
LAN clients which may connect to your Access Point.

1. From the Band drop-down list, select a Band.
2. From the Mode drop-down list, select AP+WDS setting.
3. Enter SSID for example LevelOne 5G.
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4. From the Channel Width drop-down list, select a Channel
Width.

5. From the ControlSideband drop-down list, select a
ControlSideband.

6. From the Channel Number drop-down list, select a Channel
Number.

7. Click Next>>.

Wireless 5GHz Security Setup

This page allows you setup the wireless security. Turn on WEP
or WPA by using Encryption Keys could prevent any
unauthorized access to your wireless network.

You can protect your wireless data from potential
eavesdroppers by encrypting wireless data transmissions. An
eavesdropper might set up a compatible wireless adapter within
range of your device and attempt to access your network. Data
encryption is the translation of data into a form that cannot be
easily understood by unauthorized users.

There are two methods of wireless security to choose from:

1 Wired Equivalent Privacy (WEP); data is encrypted into
blocks of either 64 bits length or 128 bits length. The
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