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Important safety information

* Please install and connect the product in the order as described in the ‘Quick
Start Guide’ booklet only. This assures best installation results with the least
technical hassles.

* Please read this manual and the ‘Quick Start Guide’ booklet carefully before using
the Wireless Range Extender (SNR6500); and keep these documents for future
reference.

*  The most recent downloads and information on this product will be available
through our web site www.philips.com/support

* During set-up and installation, it may be helpful to have the instructions for your
PC and other network components at hand.

Safety Precautions

* Radio equipment for wireless applications is not protected against disturbance
from other radio services.

* Do not expose the system to excessive moisture, rain, sand or heat sources.

* The product should not be exposed to dripping or splashing.
No object filled with liquids, such as vases, should be placed on the product.

* Keep the product away from domestic heating equipment and direct sunlight.

* Allow a sufficient amount of free space all around the product for adequate
ventilation.

* Do not open this product. Contact your Philips retailer if you experience
technical difficulties.

Environmental information

All redundant packing material has been omitted. We have done our utmost to make
the packaging easily separable into two mono materials: cardboard (box) and
polyethylene (bags, protective foam sheet).Your set consists of materials that can be
recycled if disassembled by a specialised company. Please observe the local regulations
regarding the disposal of packing materials and old equipment.

Disclaimer

This product is provided by ‘Philips’ ‘as is’ and without any express or implied
warranty of any kind of warranties, including, but not limited to, the implied
warranties of merchantability and fitness for a particular purpose are disclaimed.

In no event shall Philips be liable for any direct, indirect, incidental, special, exemplary,
or consequential damages (including, but not limited to, procurement of substitute
goods or services; loss of information, data, or profits; or business interruption)
howsoever caused and on any theory of liability, whether in contract, strict liability,
or tort (including negligence or otherwise) arising in any way out of the use of
inability to use this product, even if advised of the possibility of such damages.

Philips further does not warrant the accuracy or completeness of the information,
text, graphics, links or other items transmitted by this product.



What’s in the box

SNR6500 Power Supply
Ethernet Cable Antenna
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Quick Start Guide Installation CD

What else you will need

Computer Wireless Base Station Power Outlet



Introduction

SNRé6500

Thank you for purchasing the Philips Wireless Range Extender (WRE) 11 b/g. This
Philips Wireless Range Extender (WRE) 11 b/g is a WiFi (IEEE 802.11b/g) compatible
device. It fully supports high data rates up to 108 Mbps with automatic fallback to
lower speeds for secure operation at lower data rates in even the most difficult of
wireless environments.

In this manual we will explain on how to install, configure, and use your Philips
Wireless Range Extender (WRE) 11 b/g.

This chapter will give you background information on wireless networks and their
security in general.

Note: The Wireless Range Extender (WRE) support 3 different modes:
- Repeater Mode (RP)
- Access Point (AP)
- Ethernet Client (EC)

This manual will describe the RP and AP mode. The EC mode will follow later and
that manual can be downloaded from the Philips support site.

What are wireless network connections?

Your Wireless Range Extender (WRE) uses a wireless protocol (called IEEE 802.11b/g
or WiFi) to communicate with other network computers by means of radio
transmissions. WiFi radio waves travel outwards from the antenna in all directions,
and can transmit through walls and floors. Wireless transmissions can theoretically
reach up to 450 meters in an open environment and reach speeds of up to 108
Megabits per second (Mbps) at close range. However, the actual network range and
data throughput rate will be less, depending on the wireless link quality.

Factors determining your network range and network

speed

e The environment: Radio signals can travel farther outside of buildings, and if the
wireless components are in direct line of sight to one another. Putting wireless
components in high places helps avoid physical obstacles and provides better
coverage.

* Building construction such as metal framing and concrete or masonry walls and
floors will reduce radio signal strength. Avoid putting wireless components next
to walls and other large, solid objects; or next to large metal objects such as
computers, monitors, and appliances.

*  Wireless signal range, speed, and strength can be affected by interference from
neighbouring wireless networks and devices. Electro-magnetic devices such as
televisions, radios, microwave ovens, and cordless phones, especially those with
frequencies in the 2.4 GHz range, may also interfere with wireless transmission.

» Standing or sitting too close to wireless equipment can also affect radio signal
quality.

* Adjusting the antenna: Do not place antennas next to large pieces of metal,
because this might cause interference.

Securing your wireless network

As wireless computer networks use radio signals, it is possible for other wireless
network devices outside your immediate area to pick up the wireless signals and
either connects to your network or to capture the network traffic. Therefore, you
should always enable the Wired Equivalent Privacy (WEP) or Wi-Fi Protected
Access (WPA) network encryption key to help prevent unauthorised connections or
the possibility of eavesdroppers listening in on your network traffic.

For an example of how to secure your network, please see the chapter on Securing
your wireless network.



Your Wireless Range Extender

Light Status

Wireless On
Blinking
Off

Modem/PC  On
Off

Power On

Off

Description

Wireless Link is up
Send / Receive data
Wireless signal is disabled

Connected to a Ethernet Broadband Modem
Not connected

Power on, normal operation
Power off or failure

Image of rear side explaining ports and buttons

‘5V=—==1A’ port

‘To Modem/PC’ port

‘Switch’ button

Image of bottom side

‘Reset’ button

Connect the included power adapter to this inlet.

Wide Area Network port.
Connect this to your broadband modem

Switch this button to change the mode.
- RP: Repeater mode (Default),

- EC: Ethernet Client mode,

- AP: Acces Point

Press this button for at least 5 seconds to reset the
wireless base station to its factory default settings.
WARNING: THIS WILL DELETE YOUR
CONFIGURATION!

To reset the Wireless Range Extender (WRE)
without losing the configuration settings, see ‘Reset’.



Install

In the following installation procedure the assumption is made that you already
installed a Wireless Network with a Philips Wireless Base Station (SNB6500 or
SNB6520). Installing this WRE as an addition to another Wireless network
brand/type, having WDS support, is possible but WDS-based products from different
manufacturers are not guaranteed to work together.

Powering up the Wireless Range Extender (WRE) and
connecting the cables

Connect power to the Wireless Range Extender

Make sure the switch is set on the correct mode.
RP: Repeater mode (Default),

EC: Ethernet Client mode,

AP: Access Point

S TIHa

SVIA  TOModemiPC AP EC RP

Make sure the detachable antenna is mounted on the connector on the right hand
side.
Put the antenna in the up-right position.

\,, S<AruIRa

Take the supplied 5V=—==1A power adapter
Connect the supplied power adapter to the 5V==="1A port.

Connect power adapter to power socket.

Power light should be on.

The WRE is now starting up and it will take approximately 1 minute to be ready for
configuration(Wireless light is on). In the meantime you can proceed with the next steps.




Connect the Wireless Range Extender (WRE) to the
Wireless Base Station: Wired

Connect the Ethernet cable to TO Modem/PC port.

Connect the other end of the Ethernet cable to a LAN port of the Wireless Base

s=rmna  J 0 Sation (LANT-LANA).
UL AL L L 2

V1A ToModem

The Modem/PC light of the WRE should be on/blinking.

The light of the chosen LAN port should be on/blinking of the Wireless Base Station




Configuration Repeater Mode
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SNR6500

SNN6s00

PHILIPS

B mscan sofoware
B2 seovia

SNRSS00

PHILIPS

EEX

Searching for an installable device, please wait.

Configuring the Wireless Base Station with Installation CD

In the following configuration procedure the assumption is made that you installed a
Philips Wireless Base Station with factory default settings.

For your reference these are:

- Wireless Network Name (SSID): philips

- Wireless Mode: Standard True Turbo

- Wi-Fi Channel number 6

Place the installation CD in the CD-Drive.

Select Agree.

If this screen does not appear, start the CD manually
1 Open My computer

2 Open CD-Drive

3 Open Setup.exe

Select SNR6500.

Click Install Software.

Wait until device is found.



Getting started

Check if Repeater Mode is shown on the lower left corner. If yes,
Click NEXT.

If not, disconnect the power and go to Connect power to the Wireless Range
Extender

Time Settings: Select your time zone

Click NEXT.

Password Settings:
Set your password (Choose something easy to remember).

Click NEXT.

Press Scan button

The Site Survey list will now show the available Wireless Networks using the factory
default settings.

Click on the selection box behind your Wireless Network.

Click NEXT.

Settings are being saved and next you will see the login screen.

Your Wireless Range Extender (WRE) is now configured. Next you need to adapt
your Wirless Base Station settings in order to use the Wireless Range Extender
(WRE) in your Wireless Network.

11
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Open Internet Explorer

g Enter the IP adress of the Wireless Base Station and click go.

o http://192.168.1.2 for the SNB6500

e oo 12 }Bﬂ_ http://192.168.1.4 for the SNB6520

Click LOGIN
(Enter password if set)

Click Home Network Settings

Click Wireless

Click WDS

Click Scan




The Site Survey list will now show the available Wireless Networks using the factory
default settings.

Click on the selection box behind your Wireless Network.

Click SAVE SETTINGS

Settings are being saved and next you will see the login screen.

The cable between the Wireless Range Extender (WRE) and the Wireless Base
Station can now be disconnected. The Wireless Range Extender (WRE) can now be
positioned on the required location.

V1A ToModem | LANG

[T ra—
__—— ==



Configuration Access Point Mode

In the following configuration procedure the assumption is made that you installed a
Philips Wireless Base Station with factory default settings.
For your reference these are:

- Wireless Network Name (SSID): philips
- Wireless Mode: Standard True Turbo
- Wi-Fi Channel number 6

_,r-""f. Place the installation CD in the CD-Drive.

Select Agree

If this screen does not appear, start the CD manually
1 Open My computer

2 Open CD-Drive

3 Open Setup.exe

PHILIPS Select SNR6500

SNAGs0D SNBSS0 SNBss20 SNRSS00

o) ) (=]

Semvid SNUESOD SNN6S00

PHILIPS Click Install Software

FJ—
B senis

B vanans

B warrany

Wait untill the device is detected
m P WIZARD|

Searching for an installable device, please wait.




(<]
PHILIPS | SNR6500

Password: |

Check if AP Mode is shown on the lower left corner. If yes,
Click NEXT

If not, disconnect the power and go to Connect power to the Wireless Range
Extender

Time Settings:
Select your time zone

Click NEXT

Password Settings:
Set your password (Choose something easy to remember).
Click NEXT

Your Wireless Access Point is now configured.

The cable between the Wireless Acces Point and the Wirless Base Station can now
be disconnected. The Wireless Access Point can now be positioned on the required
location.



Securing your Home Network

Step 1 Wired Equivalent Privacy (WEP): Applicable for RP/AP/EC Mode. Below the Repeater
mode is used as an example:

é Open your Internet browser

Enter http://192.168.1.3/in the address bar
= Click Go.

Address http:ff192.168.1.2 V|
~

Click LOGIN
(Enter password if set)

Click Security.

Click Wireless

Click WEP

1) Select 128-bit
2) Click Clear




Checkmark the 'Passphrase’ box and enter the passphrase

Click SAVE SETTINGS

PHILIPS

Click WEP

Copy the WEP encryption key.
Double click Key1

Right mouse click

Click copy

PHILIPS

Save this key for later use.

Step 2: Enable WEP Encryption

Click Wireless Encryption

PHILIPS

1. Select WEP Only
2. Click SAVE SETTINGS

opestrsiste

= =

ﬁ ‘/ WEP encryption is now active.



Be aware that you need to set your security settings for all elements in your wireless
network. The example below shows how to secure the Philips Wireless USB Adapter
(SNU6500):

Double click the Philips Wireless USB Adapter 11g desktop Icon

IUSE Adapter
11g

_ i Click Site Survey

P SULES00 Wasers S8 Adser =
Confiuaton | Lk fomation | 1P fomaton| Site Suvey | Version fomton |

Select Profie |DEFAULT - & save Dekete

Cormon | Secaty|

Netwok Name [phips

Network Type

OperaingMode | €)@ Infesn
et
TensmitRate [aie ] [Faniig
[ 80211g Tubo

PowerSave [Disabied v

© hutoPotie O | Acive roie DEFAULT Al Changes
@ Wickess0n & v | R e

X

. Wireless USB Ada;cvjlv Cllck Scan

Frips SNUEEI0 Wadss USE Adapier 5
Congutin|] Lk ol iomsion St Suvey | Verion fomain|

[Network nMgtode | Secure | Signal | Channel [ MAC addie
- philips. <] =% Z 16 00:00:00:00
& 0k © = s onc
& Deno ® Ele oaeEe
bl >

@ wiekss0n & hep | R e

Double click your wireless base station

Wireless USB Adapter 1lg

s SNUSS00 Widlss USB At

Conftatin] Lk fomaion| 1P fomaie St Suvey | Verion fomaion|

8§ som

Netwol e Nomoknome] Mode | Scou | Sl | Crammel] WAC aide
- [<} =% 0z ¢

eno 0030F1EE
0 3

0012700
; 00000003

im|
i

v

O b | K Ea

Philps Wieles Network Manager ®

_ Wigeress Uss asapeec 1o Select Authentication Type WEP

Phips SNUBS00 Wiskess USE Adapter =

Corusation | Lk fomtio]| 1P fomato | St Sutvey] Verion iomaion| . . .
e T Enter WEP key copied from your wireless base station
e

[& Seamon Auhenicaton Tyoe [WEP =]

ke Key 1 +]

oy Conges
@ b | K

Actve Prole Phiips

T - - Select Key Type 104/128bit Encryption

Wireless USB Adapter 1lg

[Phios SNUSS00 Wieless USB Adapler =

e e e P T Select Default Key Key 1
SelectPofi [Phips <] [Rew | [ 5o | 3¢ 0stn

Conmn Secuy |
% secutyON Authentication Type [WEP -

Key Type.
1028 erenplionv]

I~ Use Passphiase.

Defaut KeyfKey 1 |

[@ AdoSaveoion  AcivePuie Phips Aol Changes
@ Wickss0n @ Hep | R e




Click Apply Changes

Wireless USB Adapter Ilg

s SHLES00 Waeess S8 Adser |
Confuoton | Lk fomalio | P Iformtion]| e Svey | Version fomaton |
e a— | X osee
Cormen Secuty |

D seamOn AutenicsinType [WEP <]

- = KeyTipe

104285 erenplion v]

I Use Passphease.

Key2
Key3 —
Keyd Defaut KeyfKep1 <!

[@ AutoSavePoie0n Aol Changes
@ wiskson @ b | X e

Philips Wireless Network Manager 5]
— - Check Gateway IP status
Wireless USB Adapter I1g

Phips SUBSO0 Wieless USE Adapter =

Crtgsai] kot 17 mon [ S5y Vo o] Gateway should be 192.168.1.3

1P Address 192166114 P Netmask (755.255.256.0
Goteway 19216813
Host Name lptop @ Rolease | B Renew

@ Wiekss0n @ Hep | R Ei

Step 3 Step3: Connect to the Wireless Range Extender
This example shows how to connect to the wireless base station using Windows XP.

Move mouse to System tray Wireless lcon

| 11:54 am

Right mouse click on Wireless lcon
Click View available Wireless Networks

Change Windows Firewall settings
Open Network Connections

Yiew Available Wireless Networks

| 1154 am

Click your encrypted base station

Click Connect

Wireless Network Connection

The network Phiips' requires & network key (alsa called & WEP ke or WA key). A network|
key helps prevent unknown intruders from connecting to this network.

Type the key, and then dick Cannezt.

Hetwork key: [esesssvassessesssssssren \

Corfirm network key: [sesesescsecenssncanscanses |

) Wireless Network Connection 5]

Choose a wireless network Enter WEP
(Network Key in Windows XP terminology)

“ﬁ,) Manitan Connected 3¢ & .

; il Click Connect

Ty

L il

T il

p )

@ o — You are now successfully connected.
vl ool etk aill

)L wil
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e

Address | €] hitpi//192.168.1.3 )mo

PHILIPS | SNR6500

PHILIPS

PHILIPS

........

= =

PHILIPS

20

Setup the WPA encryption
Open your Internet browser

Enter http://192.168.1.3/in the address bar
Click Go.

Click LOGIN
(Enter password if set)

Click Security.

Click Wireless

Click WPA

Enter your Pre-shared Key
(= password or passphrase)
Click SAVE SETTINGS

WARNING: WPA encryption is still not active at this point



Click Wireless Encryption

Ow-O HNEG

o Select WPA/WPA2 Only
Click SAVE SETTINGS

APMade

= =

ﬁ ‘/ WPA encryption is now active.

21



Menu: Setup Wizard

Open your Internet browser

Enter http://192.168.1.3 in the address bar

é Click Go.
Address | €] hitpi//192.168.1.3 )mo |
1

Click NEXT

epeater Mode

= =

Choose the time zone
Click NEXT

Set your password
Click NEXT

epeater Mode

= =

Click Scan (In Repeater Mode only)

The Site Survey list will now show the available Wireless Networks using the factory
default settings.

Click on the selection box behind your Wireless Network.

Click SAVE SETTINGS

22



Menu: Home Network Settings

DHEP 1P Address Pool

d Wirel

Network Hame(SSID)

The Status shows ISP IP address

Network settings
Use the Home Networking menu to configure the LAN |P address

Wireless

The Wireless Range Extender (WRE) also operates as a wireless access point,
allowing wireless computers to communicate with each other. To configure this
function, you need to enable the wireless function, define the radio channel, the
domain identifier, and the security options.

Check Enable and click ‘SAVE SETTINGS’.

Channel and SSID

You must specify a common radio channel and SSID (Service Set ID) to be used by
the Wireless Range Extender (WRE) (Same as Wireless Basestation).

Make sure you configure all network elements with the same values.

WDS (In Repeater Mode only)
The Wireless Distribution System (WDS) provides a means to extend the range of a
Wireless Local Area network (WLAN).

23
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Menu: Security Settings

Security
Enable or disable Wireless model function.

Wireless Encryption
To make your wireless network safe, you should turn on the security function.
The Wireless Range Extendersupports WEP (Wired Equivalent Privacy).

Access Control

Access Control allows users to define the outgoing traffic permitted or not-permitted
through the WAN interface. The default is to permit all outgoing traffic.

To add the PC to the filtering table:

1 Click ‘Add PC’ on the Access Control screen.

2 Define the appropriate settings for client PC services.

3 Click ‘OK’ and then click ‘SAVE SETTINGS’ to save your settings.



WEP

If you use WEP to protect your wireless network, you need to set the same
parameters for the ADSL Wireless Base Station and all your wireless clients.

You may automatically generate encryption keys or manually enter the keys. To
generate the key automatically with passphrase, check the Passphrase box, enter a
string of characters. Select the default key from the drop down menu.

Click ‘SAVE SETTINGS'.

Note: The passphrase can consist of up to 32 alphanumeric characters.

To manually configure the encryption key, enter five hexadecimal pairs of digits for
each 64-bit key, or enter 13 pairs for the single 128-bit key.

(A hexadecimal digit is a number or letter in the range 0-9 or A-F.)

Note that WEP protects data transmitted between wireless nodes, but does not
protect any transmissions over your wired network or over the Internet.

WPA (AP Mode only)

Wi-Fi Protected Access (WPA) combines temporal key integrity protocol (TKIP) and
802.1x mechanisms. It provides dynamic key encryption and 802.1x
authenticationservice.

802.1X (AP mode only)

If 802.1x is used in your network, then you should enable this function for the
Wireless Range Extender. These parameters are used for the Wireless Range
Extender (WRE) to connect to the authentication server.

25



Menu: Advanced Settings

Maintenance

Use the Maintenance menu to backup the current configuration, restore previously
saved configuration, restore factory settings, update firmware, and reset the Wireless
Range Extender.

Configuration Tools

Choose a function and click Next.

Backup allows you to save the Wireless Range Extender (WRE) configuration to a
file.

Restore can be used to restore the saved backup configuration file. Restore to
Factory Defaults resets the Wireless Range Extender (WRE) to the original settings.
You will be asked to confirm your decision.

Firmware Upgrade

Use the Firmware Upgrade screen to update the firmware or user interface to the
latest versions. Download the upgrade file from www.philips.com/support

(Model SNR6500), and save it to your hard drive. Then click ‘Browse...” to look for
the downloaded file. Click ‘BEGIN UPGRADE’. Check the Status page Information

section to confirm that the upgrade process was successful.

Reset

Click ‘REBOOT Repeater’ to reset the Wireless Range Extender.

If you perform a reset from this page, the configurations will not be changed back to
the factory default settings.

Note: If you use the Reset button of the Wireless Range Extender (WRE) it performs
a power reset. Press the button for over five seconds, and the factory

default settings will be restored.

epestr Mde

PHILIPS

System

Time Settings

Select your local time zone from the drop down list. This information is used for log
entries and client filtering.

For accurate timing of log entries and system events, you need to set the time zone.

Select your time zone from the drop down list.

If you want to automatically synchronize the Wireless Range Extender (WRE) with a
public time server, check the box to Enable Automatic Time Server Maintenance.
Select the desired servers from the drop down menu.

PHILIPS

Password Settings
Use this page to change the password for accessing the management interface of the
Wireless Range Extender.

Passwords can contain from 3~12 alphanumeric characters and are case sensitive.
Note: If you lost the password, or you cannot gain access to the user interface, press
the reset button, holding it down for at least five seconds to restore the

factory defaults. By default, there is no password to login to the user interface.

26



Configuring Client PC

After completing hardware setup by connecting all your network devices, you need
to configure your computer to connect to the ADSL Wireless Base Station.
See: ‘Windows 2000’

‘Windows XP’

‘Wireless adapters’

TCP/IP Configuration

To access the Internet through the ADSL Wireless Base Station, you must configure
the network settings of the computers on your LAN to use the same IP subnet as the
Wireless Base Station. The default IP settings for the Wireless Base Station are:

IP Address 192.168.1.3
Subnet Mask 255.255.255.0
DHCP function Enable
DHCP IP Pool Range 192.168.1.2 to 192.168.1.254
Erograms b Note: These settings can be changed to fit your network requirements, but you must first

configure at least one computer to access the Wireless Base Station's web
configuration interface in order to make the required changes. (See ‘Configuring the
Wireless Base Station’ on page 10 for instruction on configuring the Wireless Base
Station.)

Windows NT 4.0
1 On the Windows desktop, click Start/Settings/Control Panel.

% Documents

Shut Down...

E1 Control Panel H[=] E3 . .
5 0 Vi TG 2 Double-click the Network icon.
o B RIS i
B = 9
Add/Remove Console Date/Time Devices Display
Programs
% i b7
A 8§ S D
Fonts Intemet Keyboard Modems Mouse
L =5 & <
&
Mullimedia  {Nehworki ODBC PC Card Forts
[PCMCIA)
Printers Regional  SCS| Adapters Server Services
ettings
-
g 2 2 @
Sounds System Tape Devices  Telephony uPs
|25 cbjgctls] 4
Network. EHE .
3 In the Network window, select the Protocols tab.

Ident\licatmn' Semvices Protocols |Adapters| Bindingsl Double-click TCP/IP Protocol

Metwork Probacals:

3 NEtBELI Protocol

Microsoft TCP/IP Properties

4 When the Microsoft TCP/IP Properties window opens,

IP ficdiess | DNG | wiINS Address | Feuting|
select the IP Address tab.
An P address can be automatically azsighed to this network card
by a DHCP server If your nebwork does not have a DHCF server,
ask your netwark administrator for an addiess, and then type it in
the space below.

& (btain an IP addiess from a DHCP server

€ SGpecify an IP address

P Eddress:
Shtrethlasks
[erault EatemEn:

Agdvanced
[n] I Cancel | Sppll |
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Microsoft TCP/IP Properties HE
IP iddress  DNS |W\NS Achess | Rauting |
Damain Name System [DMS)
Host Mame: Dromain:
i DNS Service Search Order
ey
(i & |
Add... it HemsEye, |
~ Domain Suffis Search Order
ek
[l |
s | Ed || REwe |
oK I Cancel | Apphe

(5 Accessories
LE Startup

% Command Prampt
(2] Windaws NT Explorer

@ Administrative Tools [Common)
(& Barricade Uity

@ Startup
@ ‘WLAN Bridge Utility

vy v v v

n Shut Down...

Windows NT Workstation

5 In the Adapter drop-down list, make sure your Ethernet adapter is selected.

6 If ‘Obtain an IP address automatically’ is already selected, your computer is
already configured for DHCP. If not, select this option and click ‘Apply.’

7 Click the DNS tab to see the primary and secondary DNS servers.
Record these values, and then click ‘Remove.” Click ‘Apply’, and then ‘OK

8 Windows may copy some files, and will then prompt you to restart your system.
Click Yes and your computer will shut down and restart.

Disable HTTP Proxy

You need to verify that the ‘HTTP Proxy’ feature of your web browser is disabled.
This is so that your browser can view the ADSL Wireless Base Station's HTML
configuration pages (refer to ‘Internet Explorer’).

Obtain IP Settings from Your Wireless Base Station

Now that you have configured your computer to connect to your Wireless Base
Station, it needs to obtain new network settings.

By releasing old DHCP IP settings and renewing them with settings from your
Wireless Base Station, you will verify that you have configured your computer
correctly.

1 On the Windows desktop, click Start/Programs/Command Prompt.

2 In the Command Prompt window, type ‘IPCONFIG /RELEASE’ and press the
ENTER key.

3 Type IPCONFIG /RENEWV’ and press the ENTER key. Verify that your IP
Address is now 192.168.1.xxx, your Subnet Mask is 255.255.255.0 and your
Default Gateway is 192.168.1.3.

These values confirm that your Wireless Base Station is functioning.



(Command Promat E

Local Area Connection 1 Status 2lx|
General
— Connection
Status: Connected
Duration: 001512
Speed: 10.0 Mbps
—Activil
. mE ’
Sent — =1 ——  Received
IC
Packets: 45 | 1]
{“Fropeties | Dizable |
Cloze
2l

Generel |

‘You can get [P settings assioned automatically if your network. supports
this capability. Otherwise, you need to ask your network administrator for
the apprapriate IP settings.

" Use the following IP address:

IF acdiess

Subret mask
Deefaull gatevsay:

' Dbtain DNS server address automatically

(" Use the following DNS server addiesses—————————————
Prefemed DNG server

Adyanced...

Altermate DNS server

Cancel

4 Type ‘EXIT’ and press the ENTER key to close the Command Prompt window.
Your computer is now configured to connect to the Wireless Base Station.

Windows 2000

1 On the Windows desktop, click Start/Settings/Network and Dial-Up Connections.

2 Click the icon that corresponds to the connection to your Wireless Base Station.

3 The connection status screen will open. Click Properties.

4 Double-click Internet Protocol (TCP/IP).

5 If ‘Obtain an IP address automatically’ and ‘Obtain DNS server address

automatically’ are already selected, your computer is already configured for
DHCP. If not, select this option.

Disable HTTP Proxy

You need to verify that the ‘HTTP Proxy’ feature of your web browser is disabled.
This is so that your browser can view the Wireless Base Station's HTML
configuration pages (refer to ‘Internet Explorer’).

Obtain IP Settings from Your Wireless Base Station

Now that you have configured your computer to connect to your Wireless Base
Station, it needs to obtain new network settings. By releasing old DHCP IP settings
and renewing them with settings from your Wireless Base Station, you can verify that
you have configured your computer correctly.
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1 On the Windows desktop, click Start/Programs/Accessories/Command Prompt.

2 In the Command Prompt window, type ‘IPCONFIG/RELEASE’ and press the
ENTER key.

3 Type ‘IPCONFIG /RENEW’ and press the ENTER key. Verify that your
IP Address is now 192.168.1.xxx, your Subnet Mask is 255.255.255.0 and your
Default Gateway is 192.168.1.3.

These values confirm that your Wireless Base Station is functioning.

4  Type ‘EXIT’ and press the ENTER key to close the Command Prompt window.

Your computer is now configured to connect to the Wireless Base Station.

Windows XP
1 On the Windows desktop, click Start/Control Panel.

2 In the Control Panel window, click Network and Internet Connections.

3 The Network Connections window will open.
Double-click the connection for this device.

4 On the connection status screen, click Properties.
5 Double-click Internet Protocol (TCP/IP).

6 If ‘Obtain an IP address automatically’ and ‘Obtain DNS server address
automatically’ are already selected, your computer is already configured for
DHCP. If not, select this option.

Disable HTTP Proxy

You need to verify that the ‘HTTP Proxy’ feature of your web browser is disabled.
This is so that your browser can view the Wireless Base Station's HTML
configuration pages (refer to ‘Internet Explorer’).

Obtain IP Settings from Your Wireless Base Station

Now that you have configured your computer to connect to your Wireless Base
Station, it needs to obtain new network settings. By releasing old DHCP [P settings
and renewing them with settings from your Wireless Base Station, you can verify that
you have configured your computer correctly.

1 On the Windows desktop, click Start/Programs/Accessories/Command Prompt.

2 In the Command Prompt window, type ‘IPCONFIG/RELEASE’ and press the
ENTER key.



3 Type IPCONFIG /RENEW’ and press the ENTER key. Verify that your IP Address
is now 192.168.1.xxx, your Subnet Mask is 255.255.255.0 and your Default
Gateway is 192.168.1.3. These values confirm that your ADSL Wireless Base
Station is functioning. Type ‘EXIT’ and press the ENTER key to close the
Command Prompt window.

Your computer is now configured to connect to the Wireless Base Station.

Configuring Your Macintosh Computer

You may find that the instructions here do not exactly match your operating system.
This is because these steps and screen shots were created using Mac OS 10.2. Mac
OS 7.x and above are similar, but may not be identical to Mac OS 10.2.

Follow these instructions:
Finder File Edit View 1 Pull down the Apple Menu. Click System Preferences.

About This Mac r
Get Mac OS X Software...

System Preferences. ..

Dock >
Location >
Recent Items >
Force Quit...
Sleep
Restart...
Shut Down...
Log Out... O RQ
00 System Preferences o . . . .
persomal = 2 Double-click the Network icon in the Systems Preferences window.
K
Deskrop Dock General International  Login ftems My Account  Screen Effects
Hardware
& 8 EB ¢ o O
CDs &DVDs  ColorSync Displays E;\::f,v Keyboard Mouse Sound
Internet & Network:
® @ & ©
Internet Network. QuickTime. Sharing
System
a8 9 G @ § @ ©

80C Network =

= 3 If ‘Using DHCP Server’ is already selected in the Configure field, your computer is
S T already configured for DHCP. If not, select this Option.
frceip| pepot | AppleTalk | Proxies |

DNS Servers (Optional)

IP Address: 10.1.28.83
(Provided by DHCP Server)

Subnet Mask: 255.255.252.0
— Search Domains (©Optional)

DHCP Client ID:
(©ptional)

Example: apple.com

Ethernet Address: 00:50:e4:00:2c.06 eanhiinknet
(@ Cliek the lock to prevent further changes. Apply Now

4 Your new settings are shown on the TCP/IP tab. Verify that your IP Address is
now 192.168.1.xxx, your Subnet Mask is 255.255.255.0 and your Default Gateway
is 192.168.1.3. These values confirm that your Wireless Base Station is
functioning.

5 Close the Network window.

Now your computer is configured to connect to the Wireless Base Station.
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= File Edit View G
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v Email 4|
@ General v
Sk
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J o I@ windows Update
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Intemnet Dplions 7]
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Use the [ntemet Cannection Wizard ko
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Agdd...
[
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Disable HTTP Proxy

You need to verify that the ‘HTTP Proxy’ feature of your web browser is disabled.
This is so that your browser can view the ADSL Wireless Base Station's HTML
configuration pages. The following steps are for Internet Explorer.

Internet Explorer
1 Open Internet Explorer and click the Stop button.
Click Explorer/Preferences.

2 In the Internet Explorer Preferences window, under Network, select Proxies.

3 Uncheck all check boxes and click OK.

Configuring your wireless adapter
You can make a wireless connection with the SNR6500 using a Wi-Fi wireless

adapter. Please read the manual of your Wi-Fi wireless adapter on how to connect to

the SNR6500.

Disable HTTP Proxy

You need to verify that the ‘HTTP Proxy’ feature of your web browser is disabled.
This is so that your browser can view the ADSL Wireless Base Station's HTML
configuration pages. The following steps are for Internet Explorer.

Internet Explorer
1 Open Internet Explorer.

2 Click the Stop @ button, then click Tools/Internet Options.

3 In the Internet Options window, click the Connections tab.
Next, click the LAN Settings... button.



Finding the MAC address of a Network Card

MAC address

The MAC address can be used to prevent unwanted access to your Wireless Base
Station. How to do this is explained in MAC Filter.

The MAC address has the format of xx:xx:xx:xx:xx:xx where x can be in the range of
[0..9, A..F]

Windows NT4/2000/XP
Click Start/Programs/Command Prompt. Type ‘ipconfig /all’ and press ‘ENTER’.

The MAC address is listed as the ‘Physical Address.’

Macintosh
Click System Preferences/Network.

The MAC address is listed as the ‘Ethernet Address’ on the TCP/IP tab.

Linux
Run the command ‘/sbin/ifconfig.’

How to set-up a computer network?

The next pages will show you an example of how to set-up a computer network
using the Philips Wireless Base Station.

Woarning: The Wireless Base Station only establishes a connection between your
wireless network devices. How you use this connection is up to you.

Setting-up a computer network is to be seen as an independent application that
requires networking software from other manufacturers.

For example, the networking software that has been incorporated in the Windows
Operating System by Microsoft.

Therefore, the description below is to be seen as an example only.

WHAT IS YOUR WINDOWS VERSION?

1. Start setting-up your network with the computer that has the latest operating
system. The order of preference being: Windows XP, Windows 2000,
Windows ME and finally Windows 98SE.

2. Use its Networking Setup Wizard and allow it to make a networking setup
diskette.

3. With this diskette, set-up your remaining computers.

For Windows XP and Windows 2000.
See further on in this chapter for Windows ME and Windows 98SE.

Click the Windows Start button, and click ‘Control Panel’ from the list.
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Double-click the ‘Network and Internet connections’ icon.

Click in the list to the left on ‘Setting-up a home network or small business network’.

The Wizard Network Setup appears. Click ‘Next’ to continue.

Wizard Network Settings

1. Please, carefully read the instructions the Wizard gives you, and adapt your
choices to the type of network you want to set-up. Use the Help feature within
the Wizard if you need more information while using the Wizard.

2. In each window, click ‘Next’ to go to the next step.

3. Below, we will describe some of the crucial steps of this Wizard.

Place a check mark to ignore any broken network connections before clicking ‘Next’
to continue.



Metwark Setup Wizard

Give thiz computer a deccriplion and name.

Computer descriplion My Computer at Homel o
Examples: Fariy Floar Computer or Marica's Compuier
Compute rame MY_LAFTOP
Exeinpies: FAMILY of MONICA
The curent compulsr name s TAARKD_LAPTOP,

Bome Inteimet 5 ervice Providers [15Ps] iequire thal pou use & specific oompuler name. This is
olten true for computers with a cable madem
If this i the case lor your computer, do ot change the compuler name providad by your ISP

Leam more about compuler names and descriohans:

< Back Carcel

Netwark Setup Wizard

Hame your network

Nyt retaork by $pecilying & wodkaroup s below, &1 computers on your network
should have the same wark gioup name:

‘Warkgroup name: |MYNE TWORK
Examples: HOME of DFFICE

[T T

Netwark Setup Wizard

You're almos! done...

% | "fou needto run the Netwoik Setup Wiz once on each o the compulers on yout
L) netverk- Ta un e waad on compuies that are st rurring Windows P, yau can e
the Windows ¥P D of & Nistwork Selup Disk.
What do you went o do?
@ Ereale o Nefwork Selup DRk
) Use e Netwark Setup Disk | aheady have
(O Use iy Windows XF [D
00 Just finkéhythe weizard: | don't nesd 1 fun the wizard on other computess

Metwark Setup Wizard

Completing the Network Setup
Wizard

Yo have sucosisfully sstup this conputer for hores of small
alfice netwarking

Far help with home or small affice nekwarking, sse the
following topics in Help and Suppost Center:

ee other compulers onyou nebwark, chck Start, and then

To
click My Ntk Places

Todhose this wizard. click Finich.

Shsenane: [V Fiower
(R ——r—

“/] Unod Dson St
“// -

1. Enter a description that helps you recognize the computer.
2. Enter a name that is different for each computer.
3. Click ‘Next’ to continue.

Enter the same workgroup name for all computers in the network, then click ‘Next’
to continue.

Choose to make a networking setup disk. Then click 'Next'.

Click ‘Finish’ to close the Wizard, and then use the disk you made to set-up your
other computers.

To share folders with the network: Start Windows Explorer and right-click the folder
you wish to share with the network. Click the ‘Sharing’ tab and adapt the settings.
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To explore the network: Double-click the Network Environment icon on the
desktop.
If you need more information, consult Windows Help.

For Windows ME and Windows 98SE.
See earlier on in this chapter for Windows XP and Windows 2000.

Click the Windows Start button, click ‘Settings’, and click ‘Control Panel’ from the
list.

Double-click the ‘Network’ icon.

Click the ‘Identification’ tab.

9 Fiaaltek AT LADXHAS ) PO Ethemst RIC
Wikehess USE Adapler 11g
9 sinalass USE Adsplar 11
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Helwork

Enter a name that is different for each computer.

Enter the same workgroup name for all computers in the network.
Enter a description that helps you recognize the computer.

Click on the ‘Configuration’ tab to continue.

W=

Network

Click the ‘Sharing files and printers’ button.

Realtek RTLBO2(AS) PCI Ethemet NIC
Wireless USB Adapter 119

File and Print Sharing

V lw
Vi

Select the access options you want, and click ‘OK’ to continue.
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Click ‘OK’ to accept the changes.

To share folders with the network: Start Windows Explorer and right-click the folder
you wish to share with the network. Click the ‘Sharing’ tab and adapt the settings.

DOCUMENTS

To explore the network: Double-click the Network Environment icon on the
desktop.
If you need more information, consult Windows Help.
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Problem
| cannot browse to my Wireless Range
Extender

My PC does not have/get an IP address

Troubleshooting

This section describes common problems you may encounter and possible solutions
to them. The Wireless Range Extender (WRE) can be easily monitored through panel
indicators to identify problems.

Cause/Solution
Your PC did not get an IP address from the Wireless Range Extender.
* Verify that your PC has an IP address.

Open a command box (Windows key ‘r’, type cmd, hit enter).

Type ipconfig.

Check that your gateway address is 192.168.1.3

Your PC can not communicate with your Wireless Range Extender.
* Verify that you can communicate with the Wireless Range Extender.
Open a command box.
Type ping 192.168.1.3
Response should be ‘Reply from 192.168.1.2: bytes=32 time=110ms TTL=32
(time and TTL could be different)

Network card is not configured to obtain an IP address automatically.
* Check NIC (Network Interface Card) is in DHCP mode.
See chapter ‘Configure your PC’.

Network card speed does not match Wireless Base Station speed.
* Set network adapter to a fixed speed on your computer.
1 Click Start.
2 Click Settings.
3 Click Network Connections.
4 Select you network card. Right mouse click. Select Properties.
5 Click Configure.
6 Click Advanced tab.
Click Link Speed & Duplex.
Select a Full Duplex speed (either 100Mbps or 10Mbps)

Cable between PC and Wireless Base Station is not connected.
* Check Ethernet cable and lights on the wireless bases station.
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DHCP

DNS Server Address

DSL Modem

Ethernet

HPNA

IP Address

ISP Gateway Address
(see ISP for definition)

ISP

LAN

MAC Address

NAT

PPPoE

RJ-45

Secondary Dial-Up

SPI

Subnet Mask

TCPI/IP

WAN

Glossary of terms

Dynamic Host Configuration Protocol. This protocol automatically configures the
TCP/IP settings of every computer on your home network.

DNS stands for Domain Name System, which allows Internet host computers to have
a domain name and one or more IP addresses. A DNS server keeps a database of
host computers and their respective domain names and IP addresses, so that when a
domain name is requested, the user is sent to the proper IP address. The DNS
server address used by the computers on your home network is the location of the
DNS server your ISP has assigned.

DSL stands for Digital Subscriber Line. A DSL modem uses your existing phone lines
to transmit data at high speeds.

A standard for computer networks. Ethernet networks are connected by special
cables and hubs, and move data around at up to 10 million bits per second (Mbps).

Home Phone Line Networking Alliance, which is an association of corporations
(including ) working to ensure the adoption of a single, unified phone line networking
standard. Your Home Connect home network gateway is compliant with HPNA
Specification 2.0, which allows networking speeds of up to 1 million bits per second
(Mbps) using your existing home phone lines.

IP stands for Internet Protocol. An IP address consists of a series of four numbers
separated by periods, that identifies an single, unique Internet computer host.
Example: 192.34.45.8.

The ISP Gateway Address is an IP address for the Internet router located at the
ISP's office. This address is required only when using a cable or DSL modem.

Internet Service Provider. An ISP is a business that provides connectivity to the
Internet for individuals and other businesses or organizations.

Local Area Network. A LAN is a group of computers and devices connected
together in a relatively small area (such as a house or an office). Your home network
is considered a LAN.

MAC stands for Media Access Control. A MAC address is the hardware address of a
device connected to a network.

Network Address Translation. This process allows all of the computers on your
home network to use one IP address. Using the NAT capability of the Home
Connect home network gateway, you can access the Internet from any computer on
your home network without having to purchase more IP addresses from your ISP.

Point-to-Point Protocol over Ethernet. Point-to-Point Protocol is a method of secure
data transmission originally created for dial-up connections; PPPoE is for Ethernet
connections.

Registered Jack-45, 8 wire connector

A secondary dial-up phone number is used by your ISP in case your primary dial-up
number has too many other customers accessing it. The secondary dial-up phone
number will be used if your primary dial-up phone number cannot be accessed.

Stateful Packet Inspection. SPI is the type of corporate-grade Internet security
provided by your Home Connect home network gateway. Using SPI, the gateway acts
as a “firewall”, protecting your network from computer hackers.

A subnet mask, which may be a part of the TCP/IP information provided by your ISP,
is a set of four numbers configured like an IP address. It is used to create IP address
numbers used only within a particular network (as opposed to valid IP address
numbers recognized by the Internet, which must assigned by InterNIC).

Transmission Control Protocol/Internet Protocol. This is the standard protocol for
data transmission over the Internet.

Wide Area Network. A network that connects computers located in geographically
separate areas, (i.e., different buildings, cities, countries). The Internet is a wide area
network.



Technical Specifications

Physical Characteristics

Ports
— Four 10/100Mbps RJ-45 Ports

Management Features

— Firmware upgrade via web based management
— Web based management (configuration)

— Power indicators

— Event and history logging

— Network ping

Security Features

— Password protected configuration access

— User authentication (PAP/CHAP) with PPP

— Firewall NAT NAPT

— VPN pass through (IPSec-ESP Tunnel mode,L2TP, PPTP)

LAN Features

— IEEE 802.1d (self-learning transparent Bridging)
— DHCP Server

— DNS Proxy

— Static Routing, RIPv1 and RIP

Radio Features

— Wireless RF module Frequency Band
— 802.11g Radio: 2.4GHz

— 802.11b Radio: 2.4GHz

Europe - ETSI

— 2412~2472MHz (Ch1~Ch13)

Modulation Type
— OFDM, CCK

Operating Channels IEEE 802.11b compliant:
— 13 channels (ETSI)

Operating Channels IEEE 802.11g compliant:
— 13 channels (Europe)

RF Output Power Modulation Rate-Output Power (dBm)
802.11b - 1Mbps (16 dBm)

802.11b - 2Mbps (16 dBm)

802.11b - 5.5Mbps (16 dBm)

802.11b - 11Mbps (16 dBm)

Modulation Rate-Output Power (dBm)
802.11g - 6Mbps (15 dBm)

802.11g - 9Mbps (15 dBm)

802.11g - 12Mbps (15 dBm)

802.11g - 18Mbps (15 dBm)

802.11g- 24Mbps (15 dBm)

802.11g - 36Mbps (15 dBm)

802.11g- 48Mbps (15 dBm)

802.11g - 54Mbps (15 dBm)

802.11g - 108Mbps (15 dBm)
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