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1. Package Contents

Contents of Package:

D-Link Air DI-514 2.4GHz Wireless Router
Power Adapter — 5V DC, 2.5A

Manual on CD

Printed Quick Installation Guide

Note: Using a power supply with a different voltage rating than the one included with
the DI-514 will cause damage and void the warranty for this product.

If any of the above items are missing, please contact your reseller.
System Requirements for Configuration:

Computer with a Windows, Macintosh, or Linux-based operating
system with an installed Ethernet adapter

Internet Explorer Version 6.0 or Netscape Navigator version 6.0
and above, with JavaScript enabled



2. Introduction

The D-Link Air DI-514 Wireless Router is an 802.11b wireless router with the
added benefits of myriad robust firewall features. It is ideal for those creating
their first wireless network, as well as for more advanced users looking for
additional management settings and policy-based content filtering. Filters
can be set based on MAC address, IP address, URL and/or Domain Name.

A simple, yet intelligent, web-based setup wizard makes the DI-514 easy for
any user to quickly and securely connect computers to share a high-speed
Internet connection, files, resources, games or just to communicate. An
integrated 4port switch allows direct connection of up to four computers.
Several wireless clients can also securely connect to the network using 64 or
128-bit WEP encryption.

Additional advanced features include pass-through of multiple concurrent
IPSec and PPTP VPN sessions for telecommuters or for anyone who needs
to transmit sensitive information more securely.

The D-Link Air DI-514 is the ideal networking solution for small offices, home
offices, schools, coffee shops and other small businesses that cater to the
public.

This manual provides a quick introduction to wireless technology and its
application as it relates to networking. Please take a moment to read through
this manual if you need to get acquainted with wireless technology.
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Features and Benefits

Built in 4-Port Switch - Connects multiple Ethernet-enabled
(Ethernet network adapters installed) computers and devices to a
Broadband (Cable or DSL) modem to share the Internet connection

Wireless Connection — Computers and devices with 802.11b
compliant wireless network adapters installed can connect with the
DI-514

Advanced Firewall and Parental Control features, accessed
through the simple and comprehensive Web-based user interface,
include:

Content Filtering — Easily applied content filtering based on
MAC Address, IP Address, URL and/or Domain Name

Filter Scheduling - Content filters can also be scheduled to
be active on certain days or for a duration of hours or minutes

Network Address Translation — NAT allows you to share a
single IP address and protects you from outside intruders
gaining access to your private network

Multiple Concurrent VPN Sessions — Supports multiple and
concurrent IPSEC and PPTP sessions, so multiple users
behind the DI-514 can access corporate networks through
various VPN clients more securely

Simple Setup Wizard for Easy Installation — The D-Link setup
wizard simplifies the installation process, getting you up and running
in just a few clicks
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3. Wireless Basics

D-Link Air wireless products are based on industry standards to provide
easy-to-use and compatible high-speed wireless connectivity within your
home, business or public access wireless networks. D-Link wireless
products will allow you access to the data you want, when and where you
want it. You will be able to enjoy the freedom that wireless networking brings.

A WLAN (wireless local area network) is a cellular computer network that
transmits and receives data with radio signals instead of wires. WLANSs are
used increasingly in both home and office environments, and public areas
such as airports, coffee shops and universities. Innovative ways to utilize
WLAN technology are helping people to work and communicate more
efficiently. Increased mobility and the absence of cabling and other fixed
infrastructure have proven to be beneficial for many users.

Wireless users can use the same applications they use on a wired network.
Wireless adapter cards used on laptop and desktop systems support the
same protocols as Ethernet adapter cards.

People use WLAN technology for many different purposes:

Mobility - Productivity increases when people have access to data in any
location within the operating range of the WLAN. Management decisions
based on real-time information can significantly improve worker efficiency.

Low Implementation Costs — WLANSs are easy to set up, manage, change
and relocate. Networks that frequently change, both physically and logically,
can benefit from WLANs ease of implementation. WLANs can operate in
locations where installation of wiring may be impractical.

Installation and Network Expansion - Installing a WLAN system can be
fast and easy and can eliminate the need to pull cable through walls and
ceilings. Wireless technology allows the network to go where wires cannot —
even outside the home or office.



Wireless Basics

Inexpensive Solution - Wireless network devices are as competitively
priced as conventional Ethernet network devices.

Scalability “-WLANs can be configured in a variety of ways to meet the
needs of specific applications and installations. Configurations are easily
changed and range from peer-to-peer networks suitable for a small number
of users to larger infrastructure networks to accommodate hundreds or
thousands of users, depending on the number of wireless devices deployed.

The DI-514 is compatible with the following wireless products (the maximum
data transfer speed for the DI-514 is 11mbps):

= D-Link Air DWL-650, D-Link AirPlus™ DWL-650+,
D-Link AirPlus Xtreme ™ G DWL-G650
Wireless Cardbus Adapters used with laptop computers

= D-Link Air DWL-520, D-Link AirPlus DWL-520+, D-Link
AirPlus Xtreme G DWL-G520
Wireless PCI cards used with desktop computers

= D-Link Air DWL 700AP, DWL-AirPlus DWL-900AP+,
DWL-2000AP+
Enhanced 2.4GHz Wireless Access Points

= D-Link AirPlus DWL-800AP+
Enhanced 2.4GHz Wireless Range Extender

= D-Link AirPlus DWL-810+
Enhanced 2.4GHz Ethernet-to-Wireless Bridge

Standards - Based Technology

The IEEE standard-based technology assures that the D-Link Air Products
are interoperable with existing compatible 2.4GHz wireless technology. This
means you will be able to transfer large files quickly or even watch a movie
in MPEG format over your network without noticeable delays.

The technology works by using multiple frequencies in the 2.4GHz range at
speeds up to 11 Mbps. D-Link Air products will automatically sense the best
possible connection speed to ensure the greatest speed and range possible
with the technology.



Installation Considerations

D-Link Air DI-514 lets you access your network, using a wireless connection,
from virtually anywhere within its operating range. Keep in mind, however,
that the number, thickness and location of walls, ceilings or other objects that
the wireless signals must pass thru may limit the range. Typical ranges vary
depending on the types of materials and background RF (radio frequency)
noise in your home or business. The key to maximizing wireless range is to
follow these basic guidelines:

1. Keep the number of walls and ceilings between the DF514 and your
receiving device (e.g., the DWL-650) to a minimum - each wall or ceiling
can reduce your D-Link Air Wireless product’s range from 3 to 90 feet (1
to 30 meters.) Position your receiving devices so that the number o
walls or ceilings is minimized.

2. Be aware of the direct line between routers and computers. A wall that is
1.5 feet thick (.5 meters), at a 45-degree angle appears to be almost 3
feet (1 meter) thick. At a 2-degree angle it looks over 42 feet (14 meters)
thick! Position devices so that the signal will travel straight through a wall
or ceiling (instead of at an angle) for better reception.

3. Building Materials can impede the wireless signal - a solid metal door or
aluminum studs may have a negative effect on range. Try to position
wireless devices and computers with wireless adapters so that the signal
passes through drywall or open doorways whenever possible.

4. Keep your product away (at least 3 to 6 feet or 1 to 2 meters) from
electrical devices or appliances that generate RF noise.
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4. Getting Started
There are basically two modes of networking.

Infrastructure — using a Wireless Router such as the DI-514, or an
Access Point

Ad-Hoc — directly connecting to another computer, for peer-to-peer
communication, using wireless network adapters on each computer,
such as two or more DWL-650 wireless Cardbus adapters.

On the following page we will show you an example of an Infrastructure
Network using the DI-514.

The Infrastructure Network example shown on the following page contains
the following D-Link network devices (your existing network may be
comprised of other devices):

A wireless Router - D-Link Air DI-514

A laptop computer with a wireless adapter -
D-Link Air DWL-650

A desktop computer with a wireless adapter -
D-Link Air DWL-520

A desktop computer with an Ethernet adapter — D-Link DFE-530TX+
A Cable modem - D-Link DCM-201

11



Getting Started
Setting Up an Infrastructure Network

Please remember that D-Link Air wireless devices are pre-configured to connect

©O0 0 606

together, right out of the box, with the default settings.

You will need a broadband Internet access (Cable/DSL)
subscription.

Consult with your Cable/DSL provider for proper installation of the
modem.

Connect the modem to the DI-514 Wireless Broadband Router. See
the Quick Installation Guide included with the router.

If you are including a desktop computer (Computer 1) in your
network, you can install the D-Link DFE-530TX+ Ethernet NIC
adapter into the desktop computer. See the Quick Installation Guide
included with the DFE-530TX+.

Install the drivers for the wireless network adapter (such as the
D-Link Air DWL-650) into the laptop computer. See the Quick
Installation Guide included with the DWL-650.

If you are including a desktop computer wirelessly (Computer 2),
install the D-Link Air DWL-520 wireless adapter into the desktop
computer. See the Quick Installation Guide included with the DWL-
520.
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5. Using the Configuration Menu

Whenever you want to configure your network or the DI-514, you can access
the Configuration Utility by opening the web-browser and typing in the IP
Address of the DI-514. The DI-514 default IP Address is shown below:

File  Edit Wew Favoribes Tools  Help
Open the web browser = e
Type in the IP Address of Qe - © (¥ 2] % |
. —
the Access Point fcdress (2] http://192.168.0.1

(The IP Address shown in the example above is the default setting. If you have changed the
IP Address of the DI-514 to conform to a network, then input that IP Address in the web
browser, instead of the default IP Address shown.)

Connect to 192.168.0.1 il ]
==
£

)

Type admin in the User Name
field (lower case)

Leave the Password blank e
Click OK — g

] Bameaniar ey passs o

(o [N

Setup Wizard

The Setup Wizard page is the first page that appears when logging into the
web-based management interface. The Setup Wizard is a utility used to
quickly configure the DF514. It will guide you through four quick and basic
steps to help you connect to your ISP. You will be connected to your ISP
(Internet Service Provider) and have Internet access within minutes.

13



Home > Wizard

A jr Wireless Network

2.4GHz Wireless Router
Home Advanced Tools Status Help

Di-514
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Pieace follow tha setup wizard step by stop o configuee the D4-514.

' Wihreleas

lami-

| Runhzard
Help
LAM
DHCP

Wireless

Wireless Settings are settings for the (Access Point) Portion of the Wireless
Router. Here you can change the wireless settings to fit an existing wireless
network or to customize your wireless network.

Home > Wireless

W -Ajr Wireless Network |
2.4GHz Wireless Rouler

=514
Home  LTLS Taols Siatus Help

These e Ihe witless setimge 1 the AP{ACcess Poini[Porin

& Ennsled O (Hsabied
210 ; default
Charesd - |6 %
WEF - O Enalbbed =) Disabiad
WEP Encryplon - 61BE ¥
Fosey Tope | HEX o
Koyl - 8GR0
Koy - £ IRONME000E
Koy - O DROIHE0N
Kk - DROO00E

T

@ 90

Apply Concel Help
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SSID

Service Set Identifier (SSID) is the name designated for a specific wireless
local area network (WLAN). The SSID's factory default setting is “default”.
The SSID can be easily changed to connect to an existing wireless network
or to establish a new wireless network.

Channel

Indicates the channel setting for the DI-514. By default the channel is set to
6. The Channel can be changed to fit the channel setting for an existing
wireless network or to customize the wireless network.

WEP

Wired Equivalent Privacy (WEP) is a wireless security protocol for Wireless
Local Area Networks (WLAN). WEP provides security by encrypting the
data that is sent over the WLAN. The DI-514 supports 2 levels of WEP
Encryption: 64-bit encryption and 128-bit encryption. WEP is disabled by
default. The WEP setting can be changed to fit an existing wireless network
or to customize your wireless network.

Key Type

The Key Types that are supported by the DI-514 are HEX (Hexadecimal)
and ASCII (American Standard Code for Information Interchange.) The Key
Type can be changed to fit an existing wireless network or to customize your
wireless network.

KEYS

Keys 1-4 allow you to easily change wireless encryption settings to maintain
a secure network. Simply select the specific key to be used for encrypting
wireless data on the network.
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WAN

WAN is short for Wide Area Network. The WAN settings can be referred to
as the Public settings. All IP information in the WAN settings are public IP
addresses which are accessible on the Internet.

The WAN settings consist of three main options: Dynamic IP Address,
Static IP Address, and PPPoE. Select the appropriate option and fill in the
information needed to connect to your ISP.

Home > WAN
W A ir Wireless Network |
2. 4GH= Wireless Router
D514
% o e el et i 2 & Please be sure
e o i M e e oot to remove any existing
g M ks peilals PPPOE client software
- FRRE r_.-:-o-cl--r.-:--u e FRPRE. IFor ot Insta”ed on your
i - 1 Iﬂ‘cj.p:-‘ fior Eumops aas ok Computers
== |
Ho e Dista ek
ARAL Aidress m = ol i = P
E |
Saczrdury OIS Acd mox 108E fopicead
) alh
2 oo
Apoly Carvigl Maslp

Dynamic IP Address

Choose Dynamic IP Address to obtain IP address information automatically
from your ISP. Select this option if your ISP does not give you any IP
numbers to use. This option is commonly used for Cable modem services.

Host Name: The Host Name field is optional but may be required by some
ISPs. The host name is the device name of the Router.

MAC Address: The default MAC address is set to the WAN's physical
interface MAC address on the Broadband Router. You can use the "Clone
MAC Address" button to copy the MAC address of the Ethernet Card
installed by your ISP and replace the WAN MAC address with this MAC
address. It is not recommended that you change the default MAC address
unless required by your ISP.
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Static IP Address

W Air Wireless Network ||
2.4GHz Wireless Rouler

Di-514
Home LRI Tools Shatus D
| - |
‘ Flaase seari ihea apgrpriobe opha s 4 ceinact io your BF
3 Dpavdn P Addnsa Chooss e oplion o ohian an P oaddese automsticaly
rm.ﬂ- fom o EEP {Fan moes) Cabiie reoderm see
g i Siaie P Adbaan Chooss thie oplion bo et siatic [P inkaien prosided (s
wosi by it ISP
% BRPeE Choazaa this option il yoir 5P ais PRROE [For rrost
Wirelnss DEL wovmrs)
T itters PFTF ared BigFomed Cabia
0 PRTP fin Europs s wily

! WA 3 EigPand Cads (7 AuSiredn aze oy}

r LAM
P Addransn neng {nn gread by pran i
Subret Mask QLo

DHCe 15F Girtewoy Addosa et
Frimary 5 Address nEnE
Ewcondury THE Addesa QELE {opti el
WL 16504
Acphy Concel Help

Choose Static IP Address if all WAN IP information is provided to you by
your ISP. You will need to enter in the IP address, subnet mask, gateway
address, and DNS address(es) provided to you by your ISP. Each IP
address entered in the fields must be in the appropriate IP form, which are
four IP octets separated by a dot (x.x.x.x). The Router will not accept the IP
address if it is not in this format.

IP Address: Public IP address provided by your ISP.

Subnet Mask: Subnet mask provided by your ISP.

ISP Gateway Address: Public IP address of your ISP that you are
connecting to.

Primary DNS Address: Primary DNS (Domain Name Server) IP provided
by your ISP

Secondary DNS Address: optional

17



PPPoOE
A ir- Wireless Network |
2. AGHz Wircless Fouber

. |
Please be sure to remove BES14 Homg (R e e |
any Client Software program —yr =4 |

on your computer before you
start your configuration of the
DI-514 Router.

1

g

Choose PPPoE (Point to
Point Protocol over Ethernet)
if your ISP uses PPPoE
connection. Your ISP will

LE

provide you with a username g ot

and password. This option is R

typically used for DSL o it ‘
services. Select Dynamic oo |
PPPOE to obtain an IP e 9 00
address automatically for acon Conse e

your PPPOE connection.
Select Static PPPOE to use a static IP address for your PPPoE connection.

Dynamic PPPoE: PPPOE connection where you will receive an IP address
automatically from your ISP

Static PPPoE: PPPoE connection where you have an assigned (static) IP
address

User Name: Your PPPOE username provided by your ISP

Password: Your PPPoE password provided by your ISP

Retype Password: Re-enter PPPoE password

Service Name: Enter the service name provided by your ISP. (optional)

IP Address: This option is only available for Static PPPoE. Enter in the
static IP address for the PPPOE connection.

Primary DNS Address: Primary DNS IP provided by your ISP

Secondary DNS Address: optional

Maximum Idle time: The amount of time of inactivity before disconnecting
your PPPOE session. Enter a Maximum Idle Time (in minutes) to define a
maximum period of time for which the Internet connection is maintained
during inactivity. If the connection is inactive for longer than the defined
Maximum Idle Time, then the connection will be dropped. Either set this to
zero or enable Auto-reconnect to disable this feature.

MTU: MTU stands for Maximum Transmission Unit. For PPPoOE connections,
you may need to change the MTU settings in order to work correctly with

18



your ISP.

Auto-reconnect: If enabled, the Broadband Router will automatically
connect to your ISP after your system is restarted or if the connection is
dropped.

Home > LAN

W AJjr Wireless Network I
2.4GHz Wireless Router

DI-514

| I-lnml Advanced Tools Stotus. Help

‘ Tha IP Addeess of e DI-514

LA P Ak s flazenni
rm Subral Mask Lo s 2a0
Oormar bame |
— 9 00

spply Camcel Help

LAN is short for Local Area Network. This is considered your internal
network. These are the IP settings of the LAN interface for the DF514. These
settings may be referred to as Private settings. You may change the LAN IP
address if needed. The LAN IP address is private to your internal network
and cannot be seen on the Internet.

IP Address: The IP address of the LAN interface. The default IP address is
192.168.0.1.

Subnet Mask: The subnet mask of the LAN interface. The default subnet
mask is 255.255.255.0.

Local Domain Name: This field is optional. Enter in the your local domain
name.
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Home > DHCP

Air Wireless Network
2.4GHzWireless Router
DI-514
. 1 T Advanced Tools Status Help
‘ = The D6-514 can be selup a8 8 DHOP Server o cisirioute (P Addresees 10 e LAM neteonk
CHER Server & Enabled 7 Disabled
W IF Fool Efarding Addrass 193153_15&3
IP FPool Ending Address 193 |e\.a_|:|_;'r
— Leasa Tme 1IN =
— @ 90O
Apply Cancel Help
tpe——— 1
WAN 1P Ay e=x Ho=t Hame MAC Aaddress
1821620154 WINAP 03-00-36—48-F2-95
T AN et |
 m— |
OHCP
DHCP

DHCP stands for Dynamic Host Control Protocol. The DI-514 has a built-in
DHCP server. The DHCP Server will automatically assign an IP address to
the computers on the LAN/private network. Be sure to set your computers to
be DHCP clients by setting their TCP/IP settings to “Obtain an IP Address
Automatically.” When you turn your computers on, they will automatically
load the proper TCP/IP settings provided by the DI-514. The DHCP Server
will automatically allocate an unused IP address from the IP address pool to
the requesting computer. You must specify the starting and ending address
of the IP address pool.

Starting IP address: The starting IP address for the DHCP server's IP
assignment.

Ending IP address: The ending IP address for the DHCP server's IP
assignment.

Lease Time: The length of time for the IP lease.
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Advanced > Virtual Server

A Jjr Wireless Network

2.4GHzWireless Router

DI-514
l [__Home JFTVRYTIEE Tools  Status — Helo |
. itual Server ig used 1o allow IMemet users access to LAN semices
> Enabled C Dizabled
| | " S e T i
o — F'l"'.'atE |P
m Pratocal Type | TCP |
Frivate Port
Public Port )
Schedulz O Always

€ Fram time| 00 % - [00 %] [AM ¥t 00 - [00 ¥ ][AM ]

Firewall

i Filters
DMZ
-

day |Sun | o (Sun (=

® 00

5 Apply Cancel Help
Marmg Private IP Protocol Scheduls

Perfarmance £
Virtual Sereer FTP 0.0.0.0 TCP 21421 ahways 4
Virtual Serser HTTF 0.0.0.0 TCP BO/A0 ahways A

Virtual Server

The DI-514 can be configured as a virtual server so that remote users
accessing Web or FTP services via the public IP address can be
automatically redirected to local servers in the LAN (Local Area Network).

The DI-514 firewall feature filters out unrecognized packets to protect your
LAN network so all computers networked with the DI-514 are invisible to the
outside world. If you wish, you can make some of the LAN computers
accessible from the Internet by enabling Virtual Server. Depending on the
requested service, the DF514 redirects the external service request to the
appropriate server within the LAN network.

The DI-514 is also capable of port-redirection meaning incoming traffic to a
particular port may be redirected to a different port on the server computer.

Each virtual services that are created will be listed at the bottom of the
screen in the Virtual Servers List. There are already pre-defined virtual
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services already in the table. You may use them by enabling them and
assigning the server IP to use that particular virtual service.

Name: The name referencing the virtual service.

Private IP: The server computer in the LAN (Local Area Network) that will be
providing the virtual services.

Protocol Type: The protocol used for the virtual service.

Private Port: The port number of the service used by the Private IP
computer.

Public Port: The port number on the WAN side that will be used to access
the virtual service.

Schedule: The schedule of time when the virtual service will be enabled.
The schedule may be set to Always, which will allow the particular service to
always be enabled. If it is set to Time, select the time frame for the service to
be enabled. If the system time is outside of the scheduled time, the service
will be disabled.

Example #1:

If you have a Web server that you wanted Internet users to access at all times, you
would need to enable it. Web (HTTP) server is on LAN (Local Area Network)
computer 192.168.0.25. HTTP uses port 80, TCP.

Name: Web Server

Private IP: 192.168.0.25

Protocol Type: TCP

Private Port: 80

Public Port: 80

Schedule: always

Marme Preate IP Protocol achedule
K irtual Server HTTP 192.168.0.25 TCP 80/80 alweays LTl

-ji Click on this icon to edit the virtual service.

Click on this icon to delete the virtual service.

Example #2:

If you have an FTP server that you wanted Internet users to access by WAN port
2100 and only during the weekends, you would need to enable it as such. FTP
server is on LAN computer 192.168.0.30. FTP uses port 21, TCP.

Name: FTP Server
22



Private IP: 192.168.0.30

Protocol Type: TCP

Private Port: 21

Public Port: 2100

Schedule: From: 01:00AM to 01:00AM, Sat to Sun

All Internet users who want to access this FTP Server must

connect to it from port 2100. This is an example of port redirection

and can be useful in cases where there are many of the same
servers on the LAN network.

Some applications require multiple connections, such as Internet gaming,
video conferencing, Internet telephony and others. These applications have
difficulties working through NAT (Network Address Translation). Special
Applications makes some of these applications work with the DF514. If you
need to run applications that require multiple connections, specify the port
normally associated with an application in the "Trigger Port" field, select the
protocol type as TCP or UDP, then enter the public ports associated with the

Advanced > Applications

Air Wireless Network
2.4GHz Wireless Router

[ _Home VYLV IN Tools  Status  Help |

Special Application = used 1o run applications thal require multiple conrections

[Z] Enabled ) Disabled
Hame |[Ctaar |
TiggerPon | ||
Trigger Type | TCP %

Fuldic Por
Public Typa TCR =

9 OO

NaME Triggar Public

Battle net 6112 A112
Dalpad TI75 51200-51201.51210
ICU T 2019 X000-2038,2080- 2051, 2069 2085, 3010-3030

MEN (ammg Zone 47624 7300-2400,22500-29000
FC-ro-Phone 12053 12130,12122 241 50- 24120
Canick Time 4 £E4 @9T0.5000

D-Link DVC-1000 1720 15318-15333

trigger port to open them for inbound traffic.
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The DI-514 provides some predefined applications in the table on the bottom
of the web page. Select the application you want to use and enable it.
Note! Only one PC can use each Special Application tunnel.

Trigger Name: This is the name referencing the special application.

Trigger Port: This is the port used to trigger the application. It can be either
a single port or a range of ports.

Trigger Type: This is the protocol used to trigger the special application.
Public Port: This is the port number on the WAN side that will be used to
access the application. You may define a single port or a range of ports. You
can use a comma to add multiple ports or port ranges.

Public Type: This is the protocol used for the special application.
Schedule: This is the schedule of time when the special application will be
enabled.

Advanced > Filters

Filters
Filters are used to deny or AJr Wireless Network
2. 4GHz Wircless Roulocr

allow LAN (Local Area DLsta

Network) computers from | L tome B LU M Toole ___stuotus___ticlp___
accessing the Intel’net. \ Fallurn ane cané 6 whow s demy LA wstrn bem stpering Be Inbwri

The DI-514 can be setup E e wivers 8

to deny internal =1 |
computers by their IP or u

MAC addresses. The DI- fitters

514 can also block users -
from accessing restricted Foveer P
web sites. = O o R R RS

ie

3]

HEEEsEaEs §
i
4

IP Filters

Use IP Filters to deny ; i
LAN IP addresses from ; -
accessing the Internet. ' i
You can deny specific port
numbers or all ports for the specific IP address.

IP: The IP address of the LAN computer that will be denied access to the
Internet.

Port: The single port or port range that will be denied access to the Internet.
Schedule: This is the schedule of time when the IP Filter will be enabled.
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MAC Filters

W Ajr Wireless Network l
2, 4GHz Wiroless Rowtar

Use MAC (Media

Access Control) Filters Di-514

to allow or deny LAN - L
(Local Area Network) ‘ I s el 0 ok o dony ILAN utiss Seor 3o g T el s
computers by their Dwcih  Eh it

MAC addresses from
accessing the Internet. Ui WSAL Fillwms 1 chivry LAN cirmpeatani Scciii ba lhei Iatieret by e MEC Addings

7 Dl WAL F i

YOU can either Plbers 0 Dody wllborwr ML wddrmes biled buliss 1o stan Nmﬂl’l:r.Lﬂh
manua”y add a MAC e 1 by ﬂlﬂ':l;tlr wilirens B Mb—-mmy.auhl-m;lll
address or select the - ey

MAC address from the pre— P e R R O]
list of clients that are =l

currently connected to -
the Broadband Router.

@9
gy Concsl Help
Hars WA B

URL Blocking

URL Blocking is used to deny LAN computers from accessing specific web
sites by its URL. A URL is a specially formatted text string that defines a
location on the

Internet. If any _part of i Air Wireless Network
the URL contains the 2, 4GHz Wirgless Router
blocked word, the site S S8 Advenced BT

will not be accessible

and the web page will ‘ WA
nOt dISplay - WAL F s Clomun Bigching
P—

Fifery i uned In aliew or gy LAM e Ban sccramrg lhe mlesmsl

R i L6 . " i
" » El ok [hoim LLx whch contien bipracds iaieg beirw
Enuliesi = Cinabied

LEL:
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Domain Blocking
Air Wireless Network
2. 4GHz Wireless Rouler

Domain Blocking is

OI-514
used to allow or deny [ L Home JFVTLARE Tools us
LAN (Local Area ‘ IR s A s i
Network) computers o< G
from accessing

Bl soeet 11 woenn M damame secor THors bo e

specific domains on 5 Dostind

the Internet. Domain porm— By s i samoen i dunainn ooyl Frvoskad D

blocking will deny all o

requests to a specific e Dwe

domain such as http -

and ftp. It can also -

allow computers to J— =

access specific sites -

and deny all other 9 OO0
sites. Apply Concel Help

Advanced > Firewall

‘ - Firewall Rides cam be uaed fo allow oo deny frafic fiom passmg through the D514,

[ ———— ) Enabled ) Digabied

Wirtual Sarvor ewne | Claar |
Aghion 2 Allowt O Dy

R Inlecdace P Rangs Sat P Rangs End  Probecod  Port Range
St e = et
Dhestinilion | = ~ TCR o

{—

Filters Schedule () Adways

2 Fiorw gemp 00 DO = w00 W DD = A
9 0O

Firewall
-I-.=- Apply Cancel Help
Dz Action  Name Souwce Deslinaton Protocol

day Sun % 4p [Sem =

Al Bllgato Ping WaN pod WAM* LAN 152168001 cuerp 4
e Ceny  Dafautt Lan® Fm*
Performancs Abew  Defaull AN - w P o

Firewall Rules is an advance feature used to deny or allow traffic from
passing through the Broadband Router. t works in the same way as IP
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Filters with additional settings. You can create more detailed access rules for
the DF514. When virtual services are created and enabled, it will also
display in Firewall Rules. Firewall Rules contains all network firewall rules
pertaining to IP (Internet Protocol).

In the Firewall Rules List at the bottom of the screen, the priorities of the
rules are from top (highest priority) to bottom (lowest priority.)

Note: The DI-514 MAC Address filtering rules have precedence over the
Firewall Rules.

Advanced > DMZ

W A ir- Wireless Network I
2. 4GHzWireless Router

Di-514

O Pham|klanized Fane) Is usad to alle a single cormubar an thee LAN 10 Ba axpesad to
the Intemei.

" Enchiod  Diabied
|F Address LEFRLLE

i @ 00

Apply Cancel Help

Wirtual Server

Filter

LEEE

Haouting

i

If you have a client PC that cannot run Internet applications properly from
behind the DF514, then you can set the client up to unrestricted Internet
access. It allows a computer to be exposed to the Internet. This feature is
useful for gaming purposes. Enter the IP address of the internal computer
that will be the DMZ host. Adding a client to the DMZ (Demilitarized Zone)
may expose your local network to a variety of security risks, so only use this
option as a last resort.
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Advanced > Performance

AJjr Wireless Network

2.4GHz Wireless Router

‘ e Thase are tha Wirsless Padormance featwes for the AP{Access Poinl) Potion
F‘l._=--

Beacon intenal [100 | jmeee range 1~1000, dafault:100)

Wirtual Server ATS Theeshodd | 2432 {range- 256~2432 dafault:2432)

Fragmentation | 2346 | (range: 256-2346. default: 2346, even number only)
DTIMinterval = [3 | jrange: 1-255, default:3)
Basic Rates : (0 1-Bineen & 1-28 5-11ane=
TX Rates -i} 1-Fiktepa "!-:' 1-2-5 B-A 1o
Preamble Type © (2 Short Preamble €2 Long Preamible
Authantication - O} Open System ) Shared Koy & Ao
3310 Broadcast - & Enablad ) Dizabbed

Arbanna ransmit | oo
poey | 1% 1708m (6

9 90O

Apply Cancel Help

Beacon Interval - Beacons are packets sent by an Access Point to
synchronize a wireless network. Specify a value. 100 is the default setting
and is recommended.

RTS Threshold - This value should remain at its default setting of 2432. If

inconsistent data flow is a problem, only a minor modification should be
made.

Fragmentation - This value should also remain at its default setting of 2346.
If you experience a high packet error rate, you may slightly increase your
Fragmentation Threshold within the value range of 256 to 2,346. Setting the
Fragmentation Threshold too low may result in poor performance.

DTIM - (Delivery Traffic Indication Message) 3 is the default setting. A DTIM
is a countdown informing clients of the next window for listening to broadcast
and multicast messages.

Basic Rates — Select the data rate. Default is 1-2-5.5-11Mbps.
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TX Rates — Select the data rate. Default is 1-2-5.5-11Mbps.

Preamble Type - Short preamble is the default setting. (High traffic
networks should use the shorter preamble type.) The preamble defines the
length of the CRC block used in communication between the Access Point
and the roaming wireless Network adapters. (Cyclic Redundancy Check is a
common technique for detecting data transmission errors)

Authentication - Select Open system, Shared Key or Auto

Open System - The DI-514 will be visible to all devices on the network. This
is the default setting.

Shared Key - In this mode, in order to access the DI-514 on the network, the
device must be listed in the MAC Address Control List.

Auto - In this mode, all devices on the network can access the

DI-514.

SSID Broadcast - Enable is the default setting. Choose Enable to
broadcast the SSID across the network. All devices on a network must share
the same SSID (Service Set Identifier) to establish communication. Choose
Disable if you do not wish to broadcast the SSID over the network.

Tools > Admin

Admin W—‘
At this page, the DI-514 Afr Wireless Network

administrator can change the W e . BTSSR
system password. There are

two accounts that can access
the Broadband Router’'s Web-
Management interface. They
are admin and user. Admin
has read/write access while
user has read-only access.
User can only view the
settings but cannot make any
changes.

g B g pevwen
Adrararar (T Lo s @ “wbnan’)
Lo Faniaind sesesrirssansns

RIEIRIR |

Remote Management

Remote Management allows the DI-514 to be configured from the Internet by
a web browser. A username and password is still required to access the
Web-Management interface. In general, only a member of your network can
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browse the built-in web pages to perform “ Administrator” tasks. This feature
enables you to perform “ Administrator” tasks from the remote (Internet) host.
IP Address: Internet IP address of the computer that has access to the
Broadband Router. It is not recommended that you set the IP address to
* (star), because this allows any Internet IP address to access the
Broadband Router, which could result in a loss of security for your
network. If you elect to enable Remote Management, enter the IP Address
of your remote location.

Port: Select the port number used to access the Broadband Router.
Example: http://x.x.x.x:8080 whereas x.x.x.x is the WAN IP address of the
Broadband Router and 8080 is the port used for the Web-Management
interface.

Tools > Time

Time . . . W Air Wireless Network I
The system time is the time 2,46z Wircloss Routor

used by the DI-514 for " loms _ Achancedf0 RN Siolus  bolp |
scheduling services. You can
manually set the time or connect

to a NTP (Network Time

Protocol) server. If an NTP

server is set, you will only need

to set the time zone. If you

manually set the time, you may

also set Daylight Saving dates

and the system time will
automatically adjust on those dates.

Tools> System
System Settings V—‘
The current system settings can “""Jﬂﬂﬁi‘:ﬂm

be saved as a file onto the local S| a— . ST
hard drive. The saved file or any - e

other saved setting file can be e ME ==
_

(il

LEL
d
i
it

loaded back on the Broadband

Router. To reload a system N D —
settings file, click on Browse to |_soem |
browse the local hard drive and e

locate the system file to be used.
You may also reset the

Broadband Router back to

factory settings by clicking on

Restore.

o
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Firmware Upgrade Tools > Firmware

You can upgrade the
firmware of the Broadband W Air Wireless Network -
Router at this page. Make 2 4GHz Wirstoss Rauter

sure the firmware you want i e Arance dRETRE oo .
to use is on the local hard ~' 1
drive of the computer. Click D e iy e sk 364 esnges

e T agrce i e, It s gl ou: s local Kl i i Bl
on Browse to browse the :J“wir.-:r:._:qumum-k?km-e shchithe Aty sion b e fo stk e
local hard drive and locate ) Cammern Firmwors bt 111

Firramnen M Fri 1d Mas 7080

the firmware to be used for
the update. Please check
the D-Link support site for
firmware updates at
http://support.dlink.com.

s [ Eom= |
Sysiom

|/
lo

Tools > Misc

W Air- Wireless Network l
2. 4GHz Wirehess Router

Miscellaneous ltems Bl514 B e S
These are additional tools ' o 9
and features of the b AR e i
Broadband Router. e s =

'I_“'mr___ FRobscarts e [udna

Ping Test
This useful diagnostic utility o o NSO _
can be used to check if a Bl | e Sy s it
computer is on the Internet.

It sends ping packets and

| Pt o

Teiom

Il

Dhacsd PG fron WAH alds Ernatdhed (s Coabled

!

listens for replies from the rp—

specific host. 8 e 3 i
et VPH ool naciiog 3 18 sk dwnagh e DHS1Y

Reboot Device s 1 i © i

If for any reason the

Broadband Router is not o ome AT

responding correctly, you o P

may want to reboot the oo

Broadband Router.

w
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Block WAN Ping - When you “Block WAN Ping”, the DI-514 will not respond
to ping commands from the Internet. Pinging public WAN IP addresses is a
common method used by hackers to test whether your WAN IP address is
valid.

Discard PING from WAN side: By enabling this option, the DF514 will not
reply to ping (ICMP) request packets from the Internet.

VPN Pass-Through - The Broadband Router supports VPN (Virtual Private
Network) pass-through for both PPTP (Point-to-Point Tunneling Protocol)
and IPSec (IP Security). Once WN pass-through is enabled, there is no
need to open up virtual services. Multiple VPN connections can be made
through the Broadband Router. This is useful when you have many VPN
clients on the LAN network.

Dynamic DNS - Fill in the required fields to use the Dynamic Domain Server
feature.

Status > Device Info

W Air Wireless Network I
2. 4GH=Wircless Routor

Di-514

Device Information
This page in the
Configuration Utility

displays the current

information for the \ - '“HfW*- 12 b 24 2080
Broadband Router. It will e ot et he i
display the LAN and WAN, | e
Wireless information. sl -

If your WAN connection is el o e | i

set up for Dynamic IP
address a Release button
and Renew button will be
displayed. Use Release to
disconnect from your ISP
and use Renew to connect
to your ISP.

Parminieg Lo i

W dddemu BDO0
Sawwd Bwma G000

o pay
L

Ll ]
MR ki
550

Chasat |
WS Cicsbie

JLE ol

WD
(RN ]

B340 615 BEET
dutesd

If your WAN connection is set up for PPPoE, a Connect button and
Disconnect button will be displayed. Use Disconnect to drop the PPPoE
connection and use Connect to establish the PPPoE connection.

This page allows you to observe the DI-514’s working status:
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LAN
IP Address: LAN/Private IP Address of the DI-514
Subnet Mask: LAN/Private Subnet Mask of the DI-514
WAN
IP Address: WAN/Public IP Address
Subnet Mask: WAN/Public Subnet Mask
Gateway: WAN/Public Gateway IP Address
Domain Name Server: WAN/Public DNS IP Address
Wan Status: WAN Connection Status
Firmware version: Displays the current firmware version
WAN MAC Address: Displays the WAN port MAC/hardware address
LAN MAC Address: Displays the LAN port MAC/hardware address

Status > Log

The Broadband
Router keeps a Ajr Wireless Network
running log of events 2 4GHz Wireless Router

and activities T T s I

occurring on the

Router. If the device \ e

is rebooted, the logs S -

are automatically EHpoMhoes ] (]

cleared. You may i Lo — b e

save the log files # s

under Log Settings. i

First Page - The first b C +
Apohy Camcel Heip

page of the log.
Last Page - The last page of the log.

Previous - Moves back one log page.

Next - Moves forward one log page.

Clear - Clears the logs completely.

Log Settings - Brings up the page to configure the logs.

Log Settings
Not only does the Broadband Router display the logs of activities and events,
it can be setup to send these logs to another location.

SMTP Server/IP Address - The address of the SMTP server that will be
used to send the logs.

33



Email Address - The email address the logs will be sent to. Click on Email

Log Now to send the email.

Status > Stats

Traffic Statistics

The Broadband
Router keeps

statistics of traffic that Lekaaks

W Ajr Wireless Network '
2.4GHz Wireless Router

. Hom: idvanced  Tool Stat | Help |
passes through it. | e . -
YOU are able tO VieW ‘ Traflie Bralcl e ol oy F R Ea R i Trani Bl packobs Do s B ugh Tha D814
the amount of packets s 28| i) o
that passes through Helo
the Router on both L= oo i —
L] 0 Passes TP

the WAN port and the
LAN port. The traffic
counter will reset if

the device is rebooted.

Finin I8 Fachess

11 Packeiz

(L]
Wirnksan

=1 Paroen
0 Packstz

1

Wirs bss

Status > Wireless

W A jr Wireless Network I
2.4GHz Wireless Router

DI-514
| Homo

Connected Wireless
Clients List

Toals
The wireless client table
displays a list of current
connected wireless clients.
This table also displays e
the time and MAC address
of the wireless client
connected.
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6. Troubleshooting

This chapter provides solutions to problems that can occur during the
installation and operation of the DF514 Wireless Access Point. We cover
various aspects of the network setup, including the network adapters.
Please read the following if you are having problems.
(Note: Itis recommended that you use an Ethernet connection to
configure the DI-514 Access Point.)
1. The computer used to configure the DI-514 cannot access the
Configuration menu.

Check that the Ethernet LED on the DI-514 is ON. If the
LED is not ON, check that the cable for the Ethernet
connection is securely inserted.

Check that the Ethernet Adapter is working properly. Please
see item 6 (Check that the drivers for the network

adapters are installed properly) in this Troubleshooting
section to check that the drivers are loaded properly.

Check that the IP Address is in the same range and subnet
as the DI514. Please see Checking the IP Address in
Windows XP in the Networking Basics section of this

manual.

Note: The IP Address of the DI-514 is 192.168.0.1. All the computers on the
network must have a unique IP Address in the same range, e.g., 192.168.0.x.
and a Subnet Mask of 255.255.255.0. Any computers that have identical IP
Addresses will not be visible on the network.

Do a Ping test to make sure that the DI-514 is responding.
Go to Start>Run>Type Command>Type ping 192.168.0.1.
A successful ping will show four replies.

© LVATHIDCTATE'S prvme ] o d ase
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Troubleshooting

2. The wireless client cannot access the Internet in the Infrastructure
mode.

Make sure the wireless client is associated and joined with the correct
router. To check this connection: Right-click on the Local Area
Connection icon in the taskbar> select View Available Wireless
Networks. The Connect to Wireless Network screen will appear.
Please make sure you have selected the correct available network, as
shown in the illustrations below.

Connect to Wireless Network E@

The following network[z) are available. To access a network, select
it fram the list, and then click Connect.

Avvailable networks:

1 alan -~

EI Default
ulnl e

Disable
Status

View fevailable Wireless Mebmorks l I you are having difficulty connecting to a network, click Advanced.

o7 Metwork, C Ei @
pen Melwor onnections [ Cornact l [ Cancel ]

Check that the IP Address assigned to the wireless adapter is within
the same IP Address range as the gateway. Since the DI-514 has
an IP Address of 192.168.0.1, wireless adapters must have an IP
Address in the same range, e.g., 192.168.0.x. Each device must
have a unique IP Address; no two devices may have the same IP
Address. The subnet mask must be the same for all the computers
on the network.) To check the IP Address assigned to the wireless
adapter, double-click on the Local Area Connection icon in the
taskbar > select the Support tab and the IP Address will be
displayed. (Please refer to Checking the IP Address in the
Networking Basics section of this manual.)

If it is necessary to assign a Static IP Address to the wireless
adapter, please refer to the appropriate section in Networking
Basics. If you are entering a DNS Server address you must also
enter the Default Gateway Address. (Remember that if you have a
DHCP-capable router, you will not need to assign a Static IP Address.
See Networking Basics: Assigning a Static IP Address.)
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Troubleshooting

3. Check that the drivers for the network adapters are installed
properly.

You may be using different network adapters than those illustrated here, but this

procedure will remain the same, regardless of the type of network adapters you are

using.
®wmd.nw: Media Plager Wi
Go to Start E}mm' ?ﬁ
flanage
Right-click on & crme ;;,,,:;mm__
My Computer L

Click Properties

NOTE: Screen shots taken using
Windows XP. If you are using a
different Operating System your
screen may look different.

Select the System Properties

Hardware Tab s ooy e
CI|Ck Dev|ce Ciers=ial Compuber Hame Advercesd
Man ag er Bdd Hadware Wizad

'l.'E The &dd Hardware Wizard helps you irstal hardwans

[ fod Hardwars wizsed

Davica Manager

Fey Tha Devica Manager iz all the hardware devices nstalled
E on pou Coempunel. Lips the Device Manae 1o change the
properies ol ap devica

[ e Signrg ]l [Device Manage: '

Haedvaste: Profiles
s Hardwane profiles provide @ waw fon pou ho get up and stong
"Qﬁ diffesant hardware configuations:
| Hardware Prolies |
[ ox ][ cona |
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Troubleshooting

Double-click on Network
Adapters

Right-click on D-Link
AirPlus DWL-650
Wireless Cardbus
Adapter

Select Properties to check
that the drivers are
installed properly

Look under Device
Status to check that the
device is working properly.

Click OK

L Device Manager

Eile  Action Wiew Help
g 2 an-X

= =) PMTEST
+ [kg Batteries
+ _é Compuker
+|-2ge Disk drives
+ } Display adapters
+-i=% Floppy disk controllers
+- L, Floppy disk drives
+-i=% IDE ATAMATAPT controllers
+| -z Keyboards
¥ J Mice and other pointing devices
+ ?_,, Maderns
2 Maonitars

|- E8) Network, adapters
I-E) D-Link Air DWL-650 Wireless Cardbus Adapter

¥ Ports (COM & LPT)
+-%¥8 Processors
+- ), Sound, video and game controllers

¥ Swstem devices
+ Uriversal Serial Bus controllers

| D-Link AirPlus DWL-650+ Wireless Cardbus Adapter

fianeidl | Adverced | Seblings | Drver | Assouces

g

Device {ppe. Melyvaork, sdeplsis
Harnfachas D-Lin
Locsho PLl b5, device [, funchon 0

Diervics sabus

Ths davice vav-rc-‘-;;-: Ciopecih

slail ihe roubleshoober.

[Dzine uzage:
L i domind [=tiable]

D-Link AirPlus DWL-650 Wirdless Cardbus Adapter

Cancel |
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Troubleshooting

4. Resetting the DI-514 to Factory Default Settings

After you have tried other methods for troubleshooting your network, you
may choose to Reset the DI-514 to the factory default settings.

Remember that D-Link Plus products network together, out of the box, at
the factory default settings.

To hard-reset the D-Link Plus DI-514 to Factory Default Settings, please do
the following:

Leave the device powered on, do not disconnect the power
Press the reset button and hold (use a paper clip)

Keep the button pressed about 10 seconds

Release the button

The DI-514 will then automatically reboot itself.
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7. Networking Basics

Using the Network Setup Wizard in Windows XP

In this section you will learn how to establish a network at home or work,
using Microsoft Windows XP.

Note: Please refer to websites such as http://mwww.homenethelp.com
and http://mww.microsoft.com/windows2000 for information about
networking computers using Windows 2000, ME or 98.

Go to Start>Control Panel>Network Connections
Select Set up a home or small office network

Network Setup Wizard

Welcome to the Network Setup
% Wizard

Thiz wizard will help pou et up this computer to run on pour
nebwork, "With a network, pou can:

+ Share an Intemet connection

+ Set up Intemet Connection Firewall
+ Share filez and folders

+ Share a printer

To continue, click Mest.

[ Cancel

When this screen appears, Click Next.
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Networking Basics
Please follow all the instructions in this window:

Network Setup Wizard

Before you continue. .

Before pou continue, review the thecklist for craating 2 nebaor.

Then, complete the following steps:

+ |nstall the netwark. cards, modems, and cables.

+ Turn on all computers, printers. and extermal modems.
= Connect to the Intermet.

When you click Mest, the wizard will search for a shared Intermet connection on your hebwork.

RN (T

Click Next

In the following window, select the best description of your computer. If your
computer connects to the internet through a gateway/router, select the
second option as shown.

Network Setup Wizard

Select a connection method.

Select the statement that best describes thiz computer:

() This computer connects directly ta the Intemet. The other computers on my network. connect
to the Intermet through this computer.

Wiew an example.

@;This computer connects b the Intermet through another computer on my nebwork o through §
i3 residential gateway,

Wiew an example.
() Oither

Learn more about home ar small offize network configurations.

R T

Click Next
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Networking Basics
Enter a Computer description and a Computer name (optional.)

Network Setup Wizard

Give this computer a description and name.

LComputer description: Mary's Computer

Examples: Family Room Computer or Monica's Computer
Computer name: Office

Examples: FAMILY or MONICA,

The current computer name is - Office

Leam maore about computer names and descriptions.

< Back II Mest » l![ Cancel ]

Enter a Workgroup name. All computers on your network should have the
same Workgroup name.

Click Next

Metwork Setup Wizard

Mame your network.

Mame your hebwark. by specifying a workgroup name belaw. All computers on your netwark,
[OLID FAme

Workgroup name: Accounting .
Examples: HOME ar OFFICE

Click Next
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Networking Basics

Please wait while the Network Setup Wizard applies the changes.

Ready to apply network settings..

The wizard will apply the follawing settings. Thiz process may take a few minutes to complate
and cannot be internupted,

Settings:
Metwork settings: A
Computer description: Mary's Computer
Caomputer name: Cffice
wiorkgroup namme: Accounting
The Shared Documents folder and any printers connected to this computer have been
shared.
LV

To apply these settings, click Next.

[ < Back Il Mest » |![ Cancel ]

When the changes are complete, click Next.

Please wait while the Network Setup Wizard configures the computer.
This may take a few minutes.

Network Setup Wizard

Please wait._.

Please wait while the wizard configures this computer for home or small office networking. This
process may take a few minutes.
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Networking Basics

In the window below, select the best option. In this example, Create a
Network Setup Disk has been selected. You will run this disk on each of
the computers on your network. Click Next.

Metwork Setup Wizard

You're almost done...

i Y'ou need to run the Metwork Setup *Wizard once on each of the computers on your
\J network, To mun the wizard on computers that are not running 'Windows XP, you can use
the "windows <P CD or a Metwork Setup Disk.

What dao you want to da?

(®)iCreate a Netwaork Setup Digki

(7 Usze the Metwark Setup Disk | aready have
(0 Usge mp Windaws <P CD

() dust finizh the wizard; | dant need to run the wizard on other computers

Insert a disk into the Floppy Disk Drive, in this case drive A.

Network Setup Wizand

Inzert the dizk you want to use.

Ingert a disk the inta the following disk drive, and then click Mext.
3% Floppy [4:)

If pou wart to format the disgk, click Format Disk.

’ < Back I[ Mext = ]

Format the disk if you wish, and click Next.
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Networking Basics

Please wait while the Network Setup Wizard copies the files.
Copying... E|

iy L/

Flease wait while the wizard copies files, ..

[ ]| Cancel |

Please read the information under Here’ s how in the screen below. After
you complete the Network Setup Wizard you will use the Network Setup
Disk to run the Network Setup Wizard once on each of the computers on
your network. To continue click Next.

Network Setup Wizarnd
To run the wizard with the Metwork Setup Disk. .. %

® . Complete the wizard and restart this computer. Then, use the Nebwork, Setup Disk to run
\l) the Metwork. Setup *Wizard once on each of the other computers on your network.

Here's how:

1. Inzert the Metwork Setup Disk into the next computer pou want to netwark.
2. Open My Computer and then open the Metwork Setup Disk.
3 Double-click "netzetup."’
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Networking Basics

Please read the information on this screen, then click Finish to complete the
Network Setup Wizard.

Metwork Setup Wizand

Completing the Network Setup
Wizard

You have succezsfully zet up thiz computer far home or zmall
office networking.

Far help with home or zmall office netwarking, see the
fallowing topics in Help and Support Center:

+ Uszing the Shared Docurments folder
+ Shanna files and folders

T o zee other computers on your nebwark, click Start, and then
click ky Metwork Places.

To cloze thiz wizard, click Finish,

< Back Firizh

The new settings will take effect when you restart the computer. Click Yes
to restart the computer.

System Settings Change x|

P You must restart your computer before the new settings will take effect,

L]
=

Do you wank to restart your compuker now?

You have completed configuring this computer. Next, you will need to run
the Network Setup Disk on all the other computers on your network. After
running the Network Setup Disk on all your computers, your new wireless
network will be ready to use.
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Networking Basics
Naming your Computer

To name your computer, please follow these directions:

In Windows XP:

Click Start (in the
5 Internet '_J My Documents
lower left corner of Inkernet Explorer
the screen) 3 e-mail [ttt menans
= Cutlook Express & e
. . ICLUres
Right-click on My ot =%
CO m p Utel’ W ornmiand Prompt » My Music
Select Properties | "W¥ e B oot
i « k
and C“Ck ® Windaows Media Plaver - gl E;Elroc:”
s B? Control Panel  Manage
'@ windows Mavie Maker Map Network Drive. .
e_; EERTE Disconnect Metwork Drive...
[ ind 3
@ s ;:é Prinkers andF - Show on Desktop
ﬁ Filgs and Settings Transfer Rename
Select the System Properties
Computer Name .S__I,Jsh-em Ries ic Updétes I Remoate
Tab in the System | Genersl Hardware | Advanced |
P ro p erties WlndOW. \ ;5 Windows uzes the following information to identify your computer
on the network.

You may enter a : g ||
Computer description:

Computer description if |
you W|Sh thls f|e|d iS For example; "Fitchen Computer' or "Mary's

. Computer",
Optlonal- Full computer name: - Office
Workgroup: Accounting

To rename the computer
and join a domain, .
Click Change... '

To uze the Metwork |dentification Wizard to join a Network D
domain and create a local uzer account, click Metwork =
0.

Ta rename this computer or join a domain, click Change. Change

1!
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Networking Basics
Naming your Computer

In this window, enter
the Computer
name.

Select Workgroup
and enter the name
of the Workgroup.

All computers on
your network must
have the same
Workgroup name.

Click OK

Computer Name Changes @[z|

Y'ou can change the name and the membership of thiz
computer. Changes may affect access to network resources.

LComputer name:
Office

ull computer name:

Office

tember of
] Qo_main:_
(=) Workgroup:
Accounting
| OK | ’ Cancel

Checking the IP Address in Windows XP

The wireless adapter-equipped computers in your network must be in the
same IP Address range (see Getting Started in this manual for a definition

of IP Address Range.) To check on the IP Address of the adapter, please do

the following:
Right-click on the Local

Area Connection icon
in the task bar

Click on Status

w

Wiew frailable Wireless Nebworks

Cpen Metwork Connections
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Networking Basics
Checking the IP Address in Windows XP

This window will Wireless Network Connection 7 Status [1“£|
appear. e
PP Gener% | Support |
Internet Praotacol [TCRAR)
Click the Address Type: Azzigned by DHCP
Support Tab
IP Address: 192168.0114 I
Subnet Mask: 256.266.265.0
Default Gateway: 192.168.0.1
Click Close

Assigning a Static IP Address in Windows XP/2000

Note: Residential Gateways/Broadband Routers will automatically assign IP
Addresses to the computers on the network, using DHCP (Dynamic Host
Configuration Protocol) technology. If you are using a DHCP-capable
Gateway/Router you will not need to assign Static IP Addresses.

If you are not using a DHCP capable Gateway/Router, or you need to assign
a Static IP Address, please follow these instructions:

~ B Control Panel
Go to Start @ Taur Windows %P g i
. iié Printers and Faxes
Double-click on 1& - )
Control Panel t_)) Help and Support
9 Files and Settings Transfer =
Wizard J') Search

All Programs D L Run...




Networking Basics
Assigning a Static IP Address in Windows XP/2000

B Comirol Pamz
Fla Edc heis  Frordes  Took  Hap

+] ) BF ek R | [

fdciers | [ Conkrd Fenel

Add Hardwarm
LAk oF e & PROGY Bies
[} SHiich to Calagory Vel aukrirest vt s Took

E'- Cont rol Pansl

Double-click on
Network Connections

. Mprwmrls Cannectiane

Fls Bl Wi Fevrber  Took  dcvesced  Help

Qo 3 B e [ ke [

Right-click on Local
Area Connections. G et paner wel ]

AT MR L Ampar

Curadde oy et

E e DaTedions
Ty, Pt coratien
‘ W Uhes 0NN
& e st of the Amnars

Cmaba Shoriog

Double-click
Properties

(@ CavroiFurai
Wy Py T R
L] ¥y Do ummanis
o Wecorputm

|
|
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Networking Basics

Assigning a Static IP Address in Windows XP/2000

Highlight Internet Protocol (TCP/IP)

Click Properties

Select Use the following
IP address

in the Internet Protocol
(TCP/IP) Properties
window, below.

== Local Arews Conmection T Froperiizs

Gienerl | Adeaned

Cangith g
=% DWL-650+ Wireless Cardbus Adapter

(Lmipre. ]

This cpnreclioniuse: ke fol g kens:

el B Che ik Pt Wicscsalt Mesworkct
= = Fie and Pinker Ghamng for Meroscl Netrcd:s
- o e

n; Inlmnal Protocd [TCPAP| I

= =

explon

1 Conf ol Flotocold i Prodoccd Tha dedadi
waice e e vk picionol et o ides comencetion
ey divete Fileoniected nekarks

[ Shoican i o cafeon e men coneched

ak Cancal

Input your IP address and subnet mask. (The IP Addresses on your
network must be within the same range. For example, if one computer has an
IP Address of 192.168.0.2, the other computers should have IP Addresses
that are sequential, like 192.168.0.3 and 192.168.0.4. The subnet mask must
be the same for all the computers on the network.)

IP Address:
e.g., 192.168.0.2

Subnet Mask:
255.255.255.0

Default Gateway:

Enter the LAN IP Address of the
wireless router. (D-Link wireless
routers have a LAN IP address

of 192.168.0.1)

Select Use the following
DNS server addresses.
Enter the LAN IP address of
the wireless router. (D-Link
wireless routers have a LAN
IP address of 192.168.0.1)

Click OK

fge et Prentacal [TERARE Prepeities

e
T oucsngal F1sting & azogned sdtorestcaly i par rabacd: nappoil
o copabshiy. O hawva o, vou resed o ack pour revecd: scerarhstos oo
e peopbate P ekings
i) Dbbaan P add sz adoanat
E1 Ligw tha kllowng P adchaer
oo

Subored sk

[nf sl gatursms

{21 Lizg tha lallceving DHE tarean addruzcar
Fredewed DG doreed |
Iy p—
Adyanoad
e [

You have completed the assignment of a Static IP Address. (You do not need to
assign a Static IP Address if you have a DHCP-capable Gateway/Router.)



Networking Basics
Assigning a Static IP Address with Macintos

h OS X

Go to the Apple Menu and select System
Preferences.

Click on Network

- P — -
ERLEL N )

e me 8w
€= . msoa
-E‘.f.:t_ el

® =& 4@ a

Select Built-in Ethernet in the
Show pull-down menu.

Select Manually in the
Configure pull-down menu.

Ww A0 Deipbyl el

m  Uing BHEP

M L

Lecwweon: | Auireratic ]

U BastP
pe—— L LT 1% T e )
P Adéman
i iy O P Larwer
Subami Mz 35%5.05%.3550
Rowoor: 1BZ1SALLI Sad ey Sy
DRCF {lare D
oy

13 ek vt 1wk 3

Frampr agpl o, cpisbe oy

preveed Turlbes thangr s

Input the Static IP Address, the af =A@ i
Subnet Mask and the Router IP kb i e .

Address in the appropriate fields.

Shows | Bul-in EEmer

+

e e | et | pasie |

Cenfigurn

_> F Adtrman
Click Apply Now =
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Networking Basics
Selecting a Dynamic IP Address with Macintosh OS X

Go to the Apple Menu and select R
System Preferences. ren e et :

T a

Click on Network m % A

L
]

a8 Karwsih

Select Built-in Ethernet in W - A 3
the Show pull-down menu. e

Uorarion | digtnmic Gl

_> Shome | Eapk-in Stheeanl El

— ]
_ Manusty e

T wnusally using BDHCP Reuter
. . —_— st A T —
Select Using DHCP in the i e e

Configure pull-down menu. P ot s

Sebrwt Bk 255293 0950

BT LTS it [wakis o—

WO |
Siceiorad |

There JBE (B HITH G WY
Erbarrai Add s

IS ik the btk Do oo ey ke

. [0 wemazih
Click Apply Now “« = a0 3
. Lisariom. | B )
haw: | Rair-in Eihamae i3}

The IP Address, Subnet
mask, and the Router’ s IP e -

Address will appear in a few e
seconds. P> s st g

s i L DHEF Riew

_.> B bt Mgk 255 255 2550
—> Romienr 195 18501 SEWEITHERNE— - e

DR Chear i
Teamh

[Py e [ rasnman [ et |

Inunois L I, ki e
— Ethmrawi Mfdema: 0308 Thde e

; Chia fhs bulh bo prewerd Foabhe s o b
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Checking the Wireless Connection by Pinging
For Windows XP and 2000:

Go to Start > Run > type
cmd. A window similar to
Fig. 9.25 will appear. Type :
PINg XXX.XXX.XXX. XXX,
where xxx is the IP address
of the Wireless Router or
Access Point.

A good wireless connection
will show four replies from
the wireless router or access
point, as shown.

For Windows ME and 98SE:

Go to Start > Run > type =11
command. A window I - 5’. Al

similar to Fig. 9.26 will
appear. Type ping

XXX XXX.XXX. XXX, where
xxX is the IP address of the
Wireless Router or Access
Point. A good wireless
connection will show four
replies from the wireless
router or access point, as
shown.
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8. Technical Specifications
Standards

* |[EEE 802.11b < IEEE 802.3

« |EEE 802.3u

VPN Pass Through / Multi-Sessions
* PPTP
* L2TP
* IPSec

Device Management

Web-Based — Internet Explorer v6

or later; Netscape Navigator v6 or
later; or other Java- enabled browsers.

Wireless Data Rates
With Automatic Fallback
¢ 11Mbps < 55Mbps <« 2Mbps < 1Mbps

Encryption
64/128 - bit RC4

Media Access Control
CSMAJ/CA with ACK

Wireless Frequency Range
2.4GHz to 2.462GHz

Wireless Operating Range
Indoors: Up to 328 feet
(100 meters)
Outdoors: Up to 984 feet
(300 meters)

Wireless Modulation Technology
Direct Sequence Spread

Spectrum (DSSS)

11-chip Barker sequence

Modulation Techniques
* 11Mbps (CCK)

« 5.5Mbps (CCK)
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* 2Mbps(DQPSK)
* 1Mbps(DBPSK)

Wireless Transmit Power
15dBm + 2dB

External Antenna Type
Single detachable reverse SMA

LEDs

e Power

e Status

* WAN

» Local Network—10/100

« WLAN (Wireless Connection)

Operating Temperature
32°F to 131°F (0°C to 55°C)
Humidity

95% maximum (non-condensing)

Power Input
Power Supply DC 5V, 2.5A

Safety & Emissions
* FCC
« UL

Dimensions

* L =5.6 inches (142mm)
* W =4.3 inches (109mm)
« H=1.2 inches (31mm)

Weight
~2.0 Ibs (9079)

Warranty
1 year
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9. Technical Support

Technical Support

You can find software updates and user documentation on the D-Link website.

D-Link provides free technical support for customers within the United States and within Canada for the
duration of the warranty period on this product.

U.S. and Canadian customers can contact D-Link Technical Support through our website, or by phone.

Tech Support for customers within the United States:
D-Link Technical Support over the Telephone:
(877) 453-5465
24 hours a day, seven days a week.

D-Link Technical Support over the Internet:
http://support.dlink.com
email:support@dlink.com

Tech Support for customers within Canada:
D-Link Technical Support over the Telephone:
(800) 361-5265
Monday to Friday 8:30am to 9:00pm EST

D-Link Technical Support over the Internet:
http://support.dlink.ca
email:support@dlink.ca

57




10. Warranty and Registration
(USA only)

Subject to the terms and conditions set forth herein, D-Link Systems, Inc. (“D-Link”) provides this Limited
warranty for its product only to the person or entity that originally purchased the product from:

D-Link or its authorized reseller or distributor and ) o )
Products purchased and delivered within the fifty states of the United States, the District of Columbia,
U.S. Possessions or Protectorates, U.S. Military Installations, addresses with an APO or FPO.

Limited Warranty: D-Link warrants that the hardware portion of the D-Link products described below will
be free from material defects in workmanship and materials from the date of original retail purchase of the
product, for the period set forth below applicable to the product type (“Warranty Period”), except as
otherwise stated herein.

1-Year Limited Warranty for the Product(s) is defined as follows:

Hardware (excluding power supplies and fans) One (1) Year
Power Supplies and Fans One (1) Year
Spare parts and spare kits Ninety (90) days

D-Link’ s sole obligation shall be to repair or replace the defective Hardware during the Warranty Period at
no charge to the original owner or to refund at D-Link’ s sole discretion. Such repair or replacement will be
rendered by D-Link at an Authorized D-Link Service Office. The replacement Hardware need not be new
or have an identical make, model or part. DLink may in its sole discretion replace the defective
Hardware (or any part thereof) with any reconditioned product that DLink reasonably determines is
substantially equivalent (or superior) in all material respects to the defective Hardware. Repaired or
replacement Hardware will be warranted for the remainder of the original Warran% Period from the date
of original retail purchase. If a material defect is incapable of correction, or if D-Link determines in its sole
discretion that it is not practical to repair or replace the defective Hardware, the price paid by the original
ﬂurchaser for the defective Hardware will be refunded by D-Link upon return to D-Link of the defective

ardware. All Hardware (or part thereof) that is replaced by D-Link, or for which the purchase price is
refunded, shall become the property of D-Link upon replacement or refund.

Limited Software Warranty: D-Link warrants that the software portion of the product (“ Software”) will
substantially conform to D-Link’ s then current functional specifications for the Software, as set forth in the
applicable documentation, from the date of original retail purchase of the Software for a period of ninety
(90) days (“Warranty Period”), provided that the Software is properly installed on approved hardware and
operated as contemplated in its documentation. D-Link further warrants that, during the Warranty Period,
the magnetic media on which D-Link delivers the Software will be free of physical defects. D-Link' s sole
obligation shall be to replace the non-conforming Software (or defective media) with software that
substantially conforms to D-Link’ s functional specifications for the Software or to refund at D-Link’ s sole
discretion. Except as otherwise agreed by D-Link in writing, the replacement Software is provided only to
the original licensee, and is subject to the terms and conditions of the license granted by D-Link for the
Software. Software will be warranted for the remainder of the ori?inal Warranty Period from the date or
original retail purchase. If a material non-conformance is incapable of correction, or if D-Link determines
in its sole discretion that it is not practical to replace the non-conforming Software, the price paid by the
original licensee for the non-conforming Software will be refunded by DLink; provided that the non-
conforming Software (and all copies thereof) is first returned to D-Link. The license granted respecting
any Software for which a refund is given automatically terminates.

Non-Applicability of Warranty: The Limited Warranty provided hereunder for hardware and software of
D-Link's products will not be applied to and does not cover any refurbished product and any product
purchased through the inventory clearance or liquidation sale or other sales in which D-Link, the sellers,
or the liquidators expressly disclaim their warranty obligation pertaining to the product and in that case,
the product is being sold "As-Is" without any warranty whatsoever including, without limitation, the Limited
Warranty as described herein, notwithstanding anything stated herein to the contrary.

Submitting A Claim: The customer shall return the product to the original purchase point based on its

return policy. In case the return policy period has expired and the product is within warranty, the
customer shall submit a claim to D-Link as outlined below:
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The customer must submit with the product as part of the claim a written description of the Hardware
defect or Software nonconformance in sufficient detail to allow D-Link to confirm the same.

The original product owner must obtain a Return Material Authorization (“RMA”) number from the
Authorized D-Link Service Office and, if requested, provide written proof of purchase of the product
(such as a copy of the dated purchase invoice for the product) before the warranty service is
provided.

After an RMA number is issued, the defective product must be packaged secure(ljy in the original or
other suitable shipping package to ensure that it will not be damaged in transit, and the RMA number
must be prominently marked on the outside of the package. Do not include any manuals or
accessories in the shipping package. D-Link will only replace the defective portion of the Product
and will not ship back any accessories.

The customer is responsible for all in-bound shipping charges to DLink. No Cash on Delivery
“COD") is allowed. Products sent COD will either be rejected by D-Link or become the Broperty of
Link. Products shall be fully insured by the customer. D-Link will not be held responsible for any
packages that are lost in transit to D-Link. The repaired or replaced packages will be shipped to the
customer via UPS Ground or any common carrier selected by D-Link, with shipping charges prepaid.
Expedited shipping is available if shipping charges are prepaid by the customer and upon request.

Return Merchandise Ship-To Address

USA: 53 Discovery Drive, Irvine, CA 92618

Canada: 2180 Winston Park Drive, Oakville, ON, L6H 5W1 (Visit http://www.dlink.ca for detailed
warranty information within Canada)

D-Link may reject or return any product that is not packaged and shipped in strict compliance with the
foregoing requirements, or for which an RMA number is not visible from the outside of the package. The
product owner agrees to ﬁay D-Link’ s reasonable handling and return shipping charges for any product
that is not packaged and shipped in accordance w ith the foregoing requirements, or that is determined by
D-Link not to be defective or non-conforming.

What Is Not Covered: This limited warranty provided by D-Link does not cover: Products, if in D-Link' s
judgment, have been subjected to abuse, accident, alteration, modification, tampering, negli?ence,
misuse, faulty installation, lack of reasonable care, repair or service in any way that is not contemplated in
the documentation for the product, or if the model or serial number has been altered, tampered with,
defaced or removed; Initial installation, installation and removal of the product for repair, and shipping
costs; Operational adjustments covered in the operating manual for the product, and normal maintenance;
Damage that occurs in shipment, due to act of God, failures due to power surge, and cosmetic damage;
Any hardware, software, firmware or other products or services provided by anyone other than D-Link;
Products that have been purchased from inventory clearance or liquidation sales or other sales in which
D-Link, the sellers, or the liquidators expressly disclaim their warranty obligation pertaining to the product.
Repair by anyone other than D-Link or an Authorized D-Link Service Office will void this Warranty.

Disclaimer of Other Warranties: EXCEPT FOR THE LIMITED WARRANTY SPECIFIED HEREIN, THE
PRODUCT IS PROVIDED “ASIS” WITHOUT ANY WARRANTY OF ANY KIND WHATSOEVER
INCLUDING, WITHOUT LIMITATION, ANY WARRANTY OF MERCHANTABILITY, FITNESS FOR A
PARTICULAR PURPOSE AND NON-INFRINGEMENT. IF ANY IMPLIED WARRANTY CANNOT BE
DISCLAIMED IN ANY TERRITORY WHERE A PRODUCT IS SOLD, THE DURATION OF SUCH
IMPLIED WARRANTY SHALL BE LIMITED TO NINETY (90) DAYS. EXCEPT AS EXPRESSLY
COVERED UNDER THE LIMITED WARRANTY PROVIDED HEREIN, THE ENTIRE RISK AS TO THE
QUALITY, SELECTION AND PERFORMANCE OF THE PRODUCT IS WITH THE PURCHASER OF
THE PRODUCT.

Limitation of Liability: TO THE MAXIMUM EXTENT PERMITTED BY LAW, D-LINK IS NOT LIABLE
UNDER ANY CONTRACT, NEGLIGENCE, STRICT LIABILITY OR OTHER LEGAL OR EQUITABLE
THEORY FOR ANY LOSS OF USE OF THE PRODUCT, INCONVENIENCE OR DAMAGES OF ANY
CHARACTER, WHETHER DIRECT, SPECIAL, INCIDENTAL OR CONSEQUENTIAL (INCLUDING, BUT
NOT LIMITED TO, DAMAGES FOR LOSS OF GOODWILL, LOSS OF REVENUE OR PROFIT, WORK
STOPPAGE, COMPUTER FAILURE OR MALFUNCTION, FAILURE OF OTHER EQUIPMENT OR
COMPUTER PROGRAMS TO WHICH D-LINK'S PRODUCT IS CONNECTED WITH, LOSS OF
INFORMATION OR DATA CONTAINED IN, STORED ON, OR INTEGRATED WITH ANY PRODUCT
RETURNED TO D-LINK FOR WARRANTY SERVICE) RESULTING FROM THE USE OF THE
PRODUCT, RELATING TO WARRANTY SERVICE, OR ARISING OUT OF ANY BREACH OF THIS
LIMITED WARRANTY, EVEN IF D-LINK HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH
DAMAGES. THE SOLE REMEDY FOR A BREACH OF THE FOREGOING LIMITED WARRANTY IS
REPAIR, REPLACEMENT OR REFUND OF THE DEFECTIVE OR NON-CONFORMING PRODUCT.
THE MAXIMUM LIABILITY OF BLINK UNDER THIS WARRANTY IS LIMITED TO THE PURCHASE
PRICE OF THE PRODUCT COVERED BY THE WARRANTY. THE FOREGOING EXPRESS WRITTEN
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WARRANTIES AND REMEDIES ARE EXCLUSIVE AND ARE IN LIEU OF ANY OTHER WARRANTIES
OR REMEDIES, EXPRESS, IMPLIED OR STATUTORY

Governing Law: This Limited Warranty shall be governed by the laws of the State of California. Some
states do not allow exclusion or limitation of incidental or consequential damages, or limitations on how
long an implied warranty lasts, so the foregoing limitations and exclusions may not appIK. This limited
warranty provides specific legal rights and the product owner may also have other rights which vary from
state to state.

Trademarks: D-Link is a registered trademark of D-Link Systems, Inc. Other trademarks or registered
trademarks are the property of their respective manufacturers or owners.

Copyright Statement: No part of this publication or documentation accompanying this Product may be
reproduced in any form or by any means or used to make any derivative such as translation,
transformation, or adaptation without permission from D-Link Corporation/D-Link Systems, Inc., as
stipulated by the United States Copyright Act of 1976. Contents are subject to change without prior
notice. Copyright® 2002 by D-Link Corporation/D-Link Systems, Inc. All rights reserved.

CE Mark Warning: This is a Class B product. In a domestic environment, this product may cause radio
interference, in which case the user may be required to take adequate measures.

FCC Statement: This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses, and can radiate
radio frequency energy and, if not installed and used in accordance with the instructions, may cause
harmful interference to radio communication. However, there is no guarantee that interference will not
occur in a particular installation. If this equipment does cause harmful interference to radio or television
reception, which can be determined by turning the equipment off and on, the user is encouraged to try to
correct the interference by one or more of the following measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

Consult the dealer or an experienced radio/TV technician for help.

FCC Caution:

The manufacturer is not responsible for any radio or TV interference caused by unauthorized
madifications to this equipment; such modifications could void the user’ s authority to operate the
equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept any
interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled environment.
The antenna(s) used for this equipment must be installed to provide a separation distance of at least
eight inches (20 cm) from all persons.

This equipment must not be operated in conjunction with any other antenna.

For detailed warranty outside the United States, please contact corresponding local D-Link office.

Register your D-Link product online at http://support.dlink.com/register/

7/02/03
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