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Section 1 - Product Overview

Package Contents

e D-Link DAP-1522 Wireless N Dual Band Access Point and
Ethernet Bridge

* Power Adapter

e CAT5 Ethernet Cable

* Rubber Feet . —

e CD-ROM with User Manual o ORI T W R

Note: Using a power supply with a different voltage than the one included with the DAP-1522 will cause damage and void
the warranty for this product.

System Requirements

e Computers with Windows®, Macintosh®, or Linux-based operating systems with an installed Ethernet
adapter
* Internet Explorer Version 7.0, Mozilla or Firefox 3.0 and above (for configuration)
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Section 1 - Product Overview

Introduction
TOTAL PERFORMANCE

Combines award winning access point features and Draft 802.11n wireless technology to provide the best wireless
performance.

TOTAL SECURITY
The most complete set of security features including WPA2 and MAC Address Control to protect your network against outside
intruders.

TOTAL COVERAGE
Provides greater wireless signal rates even at farther distances for best-in-class Whole Home Coverage.

ULTIMATE PERFORMANCE

The D-Link Xtreme N™ Duo Wireless Bridge (DAP-1522) is a draft 802.11n compliant device that delivers real world performance
of up to 650% faster than an 802.11g wireless connection (also faster than a 100Mbps wired Ethernet connection). Create a
secure wireless network to share photos, files, music, video, printers, and network storage throughout your home. Connect the
Xtreme N™ Duo Wireless Bridge to router and share your high-speed Internet access with everyone on the network. In addition,
this Wireless Bridge includes a Quality of Service (QoS) engine that keeps digital phone calls (VolP) and online gaming smooth
and responsive, providing a better Internet experience.

EXTENDED WHOLE HOME COVERAGE

Powered by Xtreme N™ Duo technology, this high performance Wireless Bridge provides superior Whole Home Coverage while
reducing dead spots. The Xtreme N™ Duo Wireless Bridge is designed for use in bigger homes and for users who demand
higher performance networking. Add an Xtreme N™ Duo notebook or desktop adapter and stay connected to your network from
virtually anywhere in your home.

TOTAL NETWORK SECURITY

The Xtreme N™ Duo Wireless Bridge supports all of the latest wireless security features to prevent unauthorized access, be it
from over the wireless network or from the Internet. Support for WPA and WEP standards ensure that you’ll be able to use the
best possible encryption method, regardless of your client devices.

* Maximum wireless signal rate derived from IEEE Standard 802.11g, 802.11a and Draft 802.11n specifications. Actual data throughput will vary. Network conditions and
environmental factors, including volume of network traffic, building materials and construction, and network overhead, lower actual data throughput rate. Environmental
conditions will adversely affect wireless signal range.
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Section 1 - Product Overview

Features

* Faster Wireless Networking - The DAP-1522 provides up to 300Mbps* wireless connection with other 802.11n
wireless clients. This capability allows users to participate in real-time activities online, such as video streaming,
online gaming, and real-time audio. The performance of this 802.11n wireless access point gives you the freedom
of wireless networking at speeds 650% faster than 802.11g.

e Compatible with 802.11a, 802.11b, and 802.11g Devices - The DAP-1522 is still fully compatible with the
IEEE 802.11a/b/g standard, so it can connect with existing 802.11a/b/g PCI, USB, and Cardbus adapters.

e Advanced Firewall Features - The Web-based user interface displays advanced network management features
including Content Filtering, which allows easily applied content filtering based on MAC Address.

* WPS PBC- (Wi-Fi Protected Setup Push Button Configuration) Push Button Configuration is a button that can
be pressed to add the device to an existing network or to create a new network. A virtual button can be used
on the utility while a physical button is placed on the side of the device.

This easy setup method allows you to form a secured wireless link between the DAP-1522 and another WPS
enabled device. A PC is no longer needed to log into the Web-based interface.

* WPS PIN - (Wi-Fi Protected Setup Personal Identification Number ) A PIN is a unique number that can be used
to add the access point to an existing network or to create a new network. The default PIN may be printed on
the bottom of the access point. For extra security, a new PIN can be generated. You can restore the default
PIN at any time. Only the Administrator (“admin” account) can change or reset the PIN.

e User-friendly Setup Wizard - Through its easy-to-use Web-based user interface, the DAP-1522 lets you
control what information is accessible to those on the wireless network, whether from the Internet or from your
company’s server. Configure your access point to your specific settings within minutes.
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Section 1 - Product Overview

Hardware Qverview
Connections

AP-Auto-Bridge Switch Reset
Three-way switch used to select Pressing the Reset button restores the access
AP, Auto, or Bridge mode. point to its original factory default settings.

LAN Ports (1-4)

Connect Ethernet devices such as computers, Power Receptor
switches, game consoles, setup boxes and hubs. Receptor for the supplied power
adapter.
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Section 1 - Product Overview

Hardware Qverview
LEDs

p T N
Bridge LED AP LED

A blinking light indicates that the A blinking light indicates that the
DAP-1522 is in bridge mode DAP-1522 is in AP mode.

Wireless Bridge DAP-1522

LAN LEDs
Power LED . A solid light indicates a connection to an
A solid light indicates a proper connection Ethernet-enabled device on ports 1-4. This

to the power supply. LED blinks during data transmission.

WPS LED

A solid lightindicates a successful
WPS connection. A blinking light
indicates the device is trying to
establish a connection.
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Section 2 - Installation

Installation

This section will walk you through the installation process. Placement of the DAP-1522 is very important. Do not place
the DAP-1522 in an enclosed area such as a closet, cabinet, or in the attic or garage.

Before you Begin

Please configure the Wireless Bridge with the computer that was last connected directly to your modem. Also, you can
only use the Ethernet port on your modem. If you were using the USB connection before using the Wireless Bridge,
then you must turn off your modem, disconnect the USB cable and connect an Ethernet cable to the Internet port
on the Wireless Bridge, and then turn the modem back on. In some cases, you may need to call your ISP to change
connection types (USB to Ethernet).

If you have DSL and are connecting via PPPoE, make sure you disable or uninstall any PPPoE software such as
WinPoet, Broadjump, or Enternet 300 from your computer or you will not be able to connect to the Internet.

D-Link DAP-1522 User Manual 9



Section 2 - Installation

Wireless Installation Considerations

The D-Link wireless access point lets you access your network using a wireless connection from virtually anywhere
within the operating range of your wireless network. Keep in mind, however, that the number, thickness and location

of walls, ceilings, or other objects that the wireless signals must pass through, may limit the range. Typical ranges vary
depending on the types of materials and background RF (radio frequency) noise in your home or business. The key

to maximizing wireless range is to follow these basic guidelines:

1.

Keep the number of walls and ceilings between the D-Link access point and other network devices to a
minimum. Each wall or ceiling can reduce your adapter’s range from 3-90 feet (1-30 meters.) Position
your devices so that the number of walls or ceilings is minimized.

.Be aware of the direct line between network devices. A wall that is 1.5 feet thick (.5 meters), at a

45-degree angle appears to be almost 3 feet (1 meter) thick. At a 2-degree angle it looks over 42 feet
(14 meters) thick! Position devices so that the signal will travel straight through a wall or ceiling (instead
of at an angle) for better reception.

. Building Materials make a difference. A solid metal door or aluminum studs may have a negative effect

on range. Try to position access points, wireless access points, and computers so that the signal passes
through drywall or open doorways. Materials and objects such as glass, steel, metal, walls with insulation,
water (fish tanks), mirrors, file cabinets, brick, and concrete will degrade your wireless signal.

.Keep your product away (at least 3-6 feet or 1-2 meters) from electrical devices or appliances that

generate RF noise.

. If you are using 2.4GHz cordless phones or X-10 (wireless products such as ceiling fans, lights, and

home security systems), your wireless connection may degrade dramatically or drop completely. Make
sure your 2.4GHz phone base is as far away from your wireless devices as possible. The base transmits
a signal even if the phone is not in use.

D-Link DAP-1522 User Manual
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Section 2 - Installation

AP/Bridge/Auto Mode

Depending on how you want to use your DAP-1522 will determine which mode you use. This section will help you
figure out which setting works with your setup.

AP Mode

If you already have a wired or wireless router, and want to add a MediaBand (5GHz wireless), to your network, you
will need to move the switch on the back panel of the DAP-1522 to “AP”.

XTREMEN
GIGABIT
ROUTER
u
CTTEOEEEECSETITE TR TR

Xtreme N Duo

' *l Wireless Bridge
J (DAP-1522)
WIREDPC
n
Bridge Mode

If you want to wirelessly connect multiple Ethernet enabled devices such as game consoles, media players, or network
attached storage devices you will need to move the switch on the back panel of the DAP-1522 to “Bridge”.

’ NETWORK
P DVR

‘ GAME
_ CONSOLE
XTREME N

GIGABIT

A i m NETWORK
reme uo
ROUTER TV VIEWER

Wireless Bridge
(DAP-1522) ‘

DIGITAL

MEDIA
PLAYER
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Section 2 - Installation

Auto Mode

If the switch on the back panel of the DAP-1522 is set to “Auto”, the device will wait for 30 seconds, looking for a DHCP
server from the ethernet ports. If an IP address is assigned, it will automatically shift to AP mode. If an IP address is
not assigned from a DHCP server, the DAP-1522 will automatically shift to Bridge mode.

Create a Full MediaBand (5GHz wireless) Network

If you have two DAP-1522 devices and want to create a wireless network with full MediaBand technology you will need
to connect one Wireless Bridge to your router and move the switch on the back panel to “AP”. The second Wireless
Bridge will need to be placed next to your Ethernet-enabled devices and you will need to move the switch on the back
panel to “Bridge”.

S \VETVWVORK
DVR

—
XTREMEN ]
GIGABIT |
ROUTER . Y 1| GAME
CONSOLE

g
Xtreme N Duo Xtreme N Duo Q NETWORK
Wireless Bridge Wireless Bridge TVVIEWER

| — (DAP-1522) (DAP-1522)
' DIGITAL
MEDIA
' d PLAYER

WIRED PC

D-Link DAP-1522 User Manual 12



Section 3 - Configuration

Configuration for AP Mode

This section will show you how to configure your new D-Link wireless access point using the web-based configuration
utility.

Web-based Configuration Utility

To access the configuration utility, open a web
browser such as Internet Explorer and enter dlinkap or I N————
192.168.0.50 in the address field. | Flle Edit Wiew Favorites Tools  Help

_ @Back - l\) - @ @ [::’:j|p5naarch
| Address I@ diirikap | B =0

A D-Link - Microsoft Internet Explorer

—|

Select Admin from the drop-down menu and then enter
your password. Leave the password blank by default.

If you get a Page Cannot be Displayed error, please  rra——
refer to the Troubleshooting section for assistance. e

WIRELESS

D-Link DAP-1522 User Manual 13



Section 3 - Configuration

Setup Wizard

Click Launch Wireless Setup Wizard to quickly
configure your access point.

To set up your wireless network, click Add Wireless
Device With WPS and skip to page 22.

If you want to enter your settings without running the
wizard, click Manual Wireless Network Setup and
skip to page 24.

The following ¥eb-based wizards are designed to assist you in your wirgless network setup and
wireless device connection,

Before launching these wizards, please make sure you have followed all steps outlined in the
Quick Installation Guide included in the package.

WIRELESS CONNECTION SETUP WIZARD

If you would lke to utiize easy to use web-based wizard to assist you in connecting your DAP-
1522 to the wireless network, click on the button below,

[ Launch ‘Wireless Setup ‘Wizard ]

Note: Some changes made wsing this Setup Wizard may require you to change some settings
on your wirgless client adapters so they can still connect to the D-Link Access Point,

If your wireless network is already set up with Wi-Fi Protected Setup, manual confguration of
the wireless network wil destroy the existing wirgless network, If vou would like to configure
the wireless settings of your new access point manually, then dick on the Manual Wirsless
MNetwork Setup button below,

[ Manual Wireless Netwoark Setup

ADD WIRELESS DEYICE WITH WPS (WIFI PROTECTED SETUP) WIZARD

This wizard is designed to assist you in connecting your DAP-1522 to wirgless network using
WPS, It will guide yvou through step-by-step instructions on how to get vour wireless device
connected. Click the button below to begin,

[ Add Wireless Device With WPS

MANUAL WIRELESS NETWORK SETUP -

-Fi _.
Add Wireless Device

D-Link DAP-1522 User Manual
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Section 3 - Configuration

Wireless Setup Wizard

This Wizard is designed to assist you in connecting your wireless device to your access point. It will guide you through
step-by-step instructions on how to get your wireless device connected.

Enter the Device Name of the AP and click Next to .
Name if there is more than one D-Link device within

the subnet.

Enter the Device Mame of the AP, Recommand to change the Device Mame if there're more than one D-Link
devices within the subnet, Click Next to continue,

Device Name {NetBIOS Name)

WIRELESS

If you want to change the admin account password,
enter a new password and click Next.

You may change the admin account password by entering in a new password, Click Next to continue.

WIRELESS
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Section 3 - Configuration

Select Auto as the configuration method only if your
|SELECTCONFIGURATION METHOD

Skip to page 17 for Manual configuration.

Please select one of the following configuration methods and dick next to continue.

CI ICk Next tO Contl n Ue . @ suto - Select this option if your wireless device supports WPS (Wi-Fi Protected Setup)
O Manual - Select this option if vou want to setup your network manualy

WIRELESS

SSEWPCOMPLETEL

Please keep the following information for future reference.

Wwireless Metwork Mame (SSID) :  dlink
802,11 Band :  5GHz
Channel @ 36
Wireless Security Mode : WPAZ2-Personal/ AUTO (also known as WPAZ2 Personal)

Metwork Key :  kkNYBnzQX

WIRELESS
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Section 3 - Configuration

The following screen opens to indicate that you have
successfully saved your new settings.

Saving Changes.

WIRELESS

Select Manual as the configuration method to set up
your network manually.

r |

Click Next to continue.

Please select one of the following configuration methods and click next to continue.

() Auto - Select this option if your wirgless device supports WRS [WiFi Protected Setup)

(&) Manual - Select this option if you want to setup your network manually

WIRELESS
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Section 3 - Configuration

Enter a network name and select Automatically assign

a network key. DLink

To Manually assign a network key, skip to page 19. | WELCOME T0 THE DUINK WIRELESS SETUR wizaro

Give yoLr network 3 name, using up to 32 characters.

Click Next to continue. e r—

802,11 Band (C)2.4GHz (&) SGHz

Charinel =6
Auta Channel Scan

(& Automatically assign a network key (Recormmended)

To prevent outsiders from accessing your network, the AP will automatically assign a security key (also
called WEP or WPA key) to your networlk,

() Manually assign a netwark key

Use this option if your prefer to create your own key.

Use WPA encryption instead of WEP (WPA is stronger than WEP and all D-Link wireless client adapters
support WPA Y,

WIRELESS

If you choose WPA-PSK encryption, the following
screen will show you your Network Key to enter on your
wireless clients.

=]
D-Link
SsEwPCOMPLEE

Click Save to finish the Setup Wizard.

Please keep the following information for future reference.

Wireless Metwark Mame (SSID) :  dlink
802,11 Band : 5GHz
Channel :  Auto Channel Scan
Wireless Security Mode ©  WPA-PSK

Metwork Key . 7ZdtBzw3

WIRELESS
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Section 3 - Configuration

If you choose WEP encryption, the following screen will
show you your Network Key to enter on your wireless
clients.

r

CI |Ck Save to fl n |Sh the Setu p lea rd ) Please keep the following information for future reference.

Wireless Metwork Name (SSID) ;. dlink
802,11 Band : 5GHz

Channel :  Auto Channel Scan
‘Wireless SecLrity Mode :  WEP

MNetwark Key :  CF4D3EC6AEDD2015ED425117AF

WIRELESS

Choose Manually assign a network key to create you
own key.

r|

Click Next to continue.

Give your network a name, using up to 32 characters.

Metwork Mame (SSID) :
802,11 Band O 2.4GHz &)5GH:
Chaninel =&
Auto Channel Scan

() Automatically assign a network key (Recommended)

To prevent outsiders from accessing your network, the &P wil automatically assign a security key (also
called WEP or WPA key) to your network.,

(%) Manually assign a network key

s this option if your prefer to create your own key,

Lse WPA encryption instead of WEP (WP is stronger than WEP and all D-Link wireless client adapters
sUpport WPA).

WIRELESS
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Section 3 - Configuration

For WPA encryption, enter a Network Key between 8
and 63 characters long or enter exactly 64 characters

using 0-9 and A-F.

Click Next to continue.

If you select WPA encryption, the following screen will
show you your network key to enter on your wireless

clients.

Click Save to finish the Setup Wizard.

The WP& (wi-Fi Protected Access) key must meet one of the folowing guidelines

- Between 8 and 63 ASCIL characters of 64 hex characters(a longet WPA key is more secure than a short one)

Network Key : |
prev mes| et

WIRELESS

‘wireless Metwork Mame (SSI0) ¢
802,11 Band :

Chanel @

Wireless Security Mode !

Metwork Key :

Please keep the following information for future reference.

dlink

SGHz

Auto Channel Scan
WPA-PSK

12345678

WIRELESS

D-Link DAP-1522 User Manual
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Section 3 - Configuration

For WEP encryption, enter a Network Key exactly 5 or
13 characters long or exactly 10 or 26 characters using
0-9 and A-F.

Click Next to continue.

- Exactly 5 or 12 characters

- Exactly 10 or 26 characters using 0-9 and &A-F

The WEP (Wired Equivalent Privacy) key rust meet one of the folowing guidelines @

& longer WEP key is more secure than a short one

WIRELESS

If you select WEP encryption, the following screen will
show you your network key to enter on your wireless
clients.

Click Save to finish the Setup Wizard.

wireless Metwork Mame (SSID) @
802,11 Band :

Charnel :

Wirgless Security Mode :

MNetwork Keyy @

Please keep the following information for future reference.

dlink
SGHz
Auto Channel Scan
YWEP

12345

WIRELESS
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Section 3 - Configuration

Add Wireless Device With WPS

This Wizard is designed to assist you in your wireless network setup. It will guide you through step-by-step instructions
on how to set up your wireless network and how to make it secure.

Select PIN to use your PIN number from your wireless
device to connect to your network.

r

For PBC configuration, skip to page 23.

There are two ways to add a wireless device to your wireless network:

Click Connect to continue. ¢ I CRan s e

- PBC (Push Button Configuration)

@ PIN: 74985412

Please enter the PIN from your wireless device and click the below "Connect” button
© PBC

Please press the push button on your wireless device and press the "Connect” button

below within 120 seconds

WIRELESS

Start WPS on the wireless device you are adding to you
wireless network to complete the setup.

USING PIN NUMBER

Please start WPS on the wireless device you are adding to your network within 118 seconds

WIRELESS
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Section 3 - Configuration

Select PBC to use the Push Button Configuration in
order to connect to your network.
| ADD WIRELESS DEVICE WITH WPS (WI-FI PROTECTED SETUP)

Click Connect to continue.

There are twio ways to add wireless device to your wireless network:
- PIM ({Personal Identification Murmner)
- PBC (Push Button Configuration)

Oen:[ |

Please enter the PIM from your wirgless device and click the below "Connect” button

& pBC
Please press the push button on your wireless device and press the "Connect” button

below within 120 seconds

WIRELESS

Press down the Push Button on the wireless device
that you are adding to your network to complete the
setup.

Please press down the Push Button (physical or virtual) on the wireless device you are adding to your wireless

network within 116 seconds ...

WIRELESS
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Section 3 - Configuration

Manual Configuration
Wireless Settings

Wireless The current wireless mode is set to Access Point, it
Mode: will create a wireless infrastructure network.

Enable Check the box to enable the wireless function. If M| SETUP |

Wireless: you do not want to use wireless, uncheck the box to

disable all the wireless functions.

Wireless When you are browsing for available wireless
Network networks, this is the name that will appear in the list

Name:

802.11 Band:

802.11 Mode:

(unless Visibility Status is set to Invisible, see below).
This name is also referred to as the SSID. For security
purposes, it is highly recommended to change from
the pre-configured network name.

Operating frequency band. Choose 2.4GHz for
visibility to legacy devices and for longer range.
Choose 5GHz for least interference.

If you choose 2.4GHz band, then select one of the
following:

Mixed 802.11n, 802.11g and 802.11b - Select if you
are using a mix of 802.11n, 11g, and 11b wireless
clients.

802.11b Only - Select if you are only using 802.11b
wireless clients.

802.11g Only - Select if you are only using 802.11¢g
wireless clients.

802.11n Only - Select if you are only using 802.11n
wireless clients.

CwREESSNETWORK

Lse this section to configure the wireless settings for your access point. Please note that
changes made on this section may also need to be duplicated on your Wireless Client,

[ Save Settings ] [ Don't Save Settings ]

Wireless Network Name

WIRELESS NETWORK SETTINGS |

Wireless Mode :
Enable Wireless :
: {kn callar the S5ID)

802.11 Band :

802.11 Mode :

Enable Auto Channel Scan :
wireless Channel :
Transmission Rate :
Channel Width :

Visihility Status :

Access Point

Oz.46H: @ 5GHz

[Mixed 802,110 and 802, 11a [
O

i)

@ visible O Invisible

WIRELESS SECURITY MODE

Security Mode :

| Disable Wireless Security (nat recammendead) | |

WI-FI PROTECTED SETUP {ALSO CALLED WCN 2.0 IN WINDOWS YISTA)

Enable :

Lock Wireless Security o
Settings :

Current PIN :

Wi-Fi Protected Status :

12345678
[ Generate New PIN ] [ Reset PIN to Defaulk ]
Enabled | Configured

Reser to Unconfigured

Mixed 802.11g and 802.11b - Select if you are using a mix of 802.11g and 11b wireless clients.
Mixed 802.11n and 802.11g - Select if you are using a mix of 802.11n and 11g wireless clients.

If you choose 5GHz band, then select either 802.11a Only, 802.11n Only, or Mixed 802.11n and 802.11a.

D-Link DAP-1522 User Manual

24



Section 3 - Configuration

Enabhle Auto
Channel Scan:

Wireless
Channel:

Transmission
Rate:

Channel Width:

Visibility
Status:

Security Mode:

Enable:

Lock Wireless
Security
Settings:

Current PIN:

Generate New
PIN:

Reset PIN to
Default:

Reset to
Unconfigured:

The Auto Channel Scan setting can be selected to allow the DAP-1522 to choose the channel with the least amount of
interference.

Indicates the channel setting for the DAP-1522. The Channel can be changed to fit the channel setting for an existing
wireless network or to customize the wireless network. If you enable Auto Channel Scan, this option will be grayed out.

Select the transmit rate. It is strongly suggested to select Best (automatic) for best performance.

Select the Channel Width:

Auto 20/40 - Select if you are using both 802.11n and non-802.11n wireless devices.

20MHz - Select if you are not using any 802.11n wireless clients.

Select Invisible if you do not want the SSID of your wireless network to be broadcasted by the DAP-1522. If Invisible is
selected, the SSID of the DAP-1522 will not be seen by Site Survey utilities so your wireless clients will have to know the
SSID of your DAP-1522 in order to connect to it.

Refer to page 65 for more information regarding the wireless security.

Enable the Wi-Fi Protected Setup feature.

Locking the wireless security settings prevents the settings from being changed by any new external user using its PIN. Devices
can still be added to the wireless network using Wi-Fi Protected Setup. It is still possible to change wireless network settings
with Manual Wireless Network Setup, Wireless Network Setup Wizard, or an existing external WLAN Manager user.
Shows the current value of the access point’s PIN.

Create a random number that is a valid PIN. This becomes the access point’s PIN. You can then copy this PIN to the user
interface of the user.

Restore the default PIN of the access point.

Resets Wi-Fi Protected Status to Not Configured. Vista WPS icon will only be displayed when the Wi-Fi Protected Status
is Not Configured.
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Network Settings
DHCP

This section will allow you to change the local network settings of the access point and to configure the DHCP

settings.

S El aDHCP
0l

Device Name: Enterthe Device Name of the AP. Itis recommended |
. . . . Use this section to configure the internal netwiork settings of your access point and ako to
to Change the DeV|Ce Name |f there IS more than configure the built-in DHCP Server to assign IP addresses to the computers on your network,

The IP Address that is configured here is the [P Address that you use to access the Web-based

one D-L|nk deV|Ce W|‘th | n the Subnet ranagement interface. If you change the IP Address bere, you may need to adjust your PC's

network settings to access the network again.

LAN Connection Use the drop-down menu to select Dynamic IP
Type: (DHCP) to automatically obtain an IP address on
the LAN/private network.

[ savesettings | [ Dontsavesettings |

LAN SETTINGS

Use this section to configure the internal network settings of your access point, The 1P Address

that is configured here is the IP Address that you use to access the Web-based management
interface. If you change the IP Address here, you may need to adjust your PC 's network
settings to access the netwoark again.

LAN Connection Type : | Dynanic IP (DHCP) |

DEVICE NAME (NETBIOS NAME)

Device Name : |dlinkap
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Static IP

Select Static IP Address if all the Internet port’s IP information is provided to you by your ISP. You will need to enter in
the IP address, subnet mask, gateway address, and DNS address(es) provided to you by your ISP. Each IP address
entered in the fields must be in the appropriate IP form, which are four octets separated by a dot (x.x.x.x). The Access
point will not accept the IP address if it is not in this format.

LAN Connection Use the drop-down menu to select Static IP if your B
Type: ISP assigned you the IP address, subnet mask, S.rag b il
gateway, and DNS server addresses. Select
Dynamic IP (DHCP) to automatically assign an
IP address to the computers on the LAN/private

Lzg this section to configure the internal network settings of your access point and also to

t k configure the built-in DHCP Server to assign IP addresses to the computers on your netwaork,
ne WOI’ . The IP Address that is configured here is the IP Address that you use to access the Web-based
management interface, If you change the IP Address here, you may need to adjust your PC's
network settings to access the network again.

Access Point IP Enter the IP address of the access point. The default (e Settings ) [_Darit Save setinz:
Address: |P address is 192.168.0.50. If you Change the IP ACCESS POINT SETTINGS
add ress’ once you CIICk Apply’ you WI" need to enter Use this section to configure the internal network settings of your access point, The 1P Address
the new IP address in your browser to get back into e, 1Ty s the T AL s, you ey ac 1 SOh 15t st e Pt

settings to access the network again,

the configuration utility.

LAN Connection Type :
Access Point IP Address :
Subnet Mask: Enter the Subnet Mask assigned by your ISP. Subnet Mask :
Default Gateway : I:l

Default Gateway: Enter the Gateway assigned by your ISP. DEVIGE NAME (NETBIOS NAME)
Device Name :

Device Name: Enterthe Device Name of the AP. Itis recommended
to change the Device Name if there is more than
one D-Link device within the subnet.
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Advanced
MAC Address Filter

The MAC address filter section can be used to filter network access by machines based on the unique MAC addresses
of their network adapter(s). It is most useful to prevent unauthorized wireless devices from connecting to your network.
A MAC address is a unique ID assigned by the manufacturer of the network adapter.

Configure MAC When “Turn MAC Filtering OFF” is selected,
Filtering: MAC addresses are not used to control network
access. When “Turn MAC Filtering ON and
ALLOW computers listed to access the network”
is selected, only computers with MAC addresses
listed in the MAC Address List are granted network
access. When “Turn MAC Filtering ON and DENY
computers listed to access the network” is selected,
any computer with a MAC address listed in the MAC
Address List is refused access to the network.

Add MAC This parameter allows you to manually add a MAC
Filtering Rule: filtering rule. Click the Add button to add the new
MAC filtering rule to the MAC Filtering Rules list at

the bottom of this screen.

mrainl,

MAC ADDRESS FILTER

SCHEDULE

The MAC (Media Access Controller) Address filter option is used to control network access based
on the MAC Address of the netwark adapter, & MAC address is a unigue ID assigned by the
manufacturer of the network adapter. This feature can be configured to ALLOW or DEMY
network access.

Save Settings I Don't Save Settings I

MAC FILTERING SETUP

Configure MaC Filtering below
| Turn MAC Filkering OFF

ADD MAC FILTERING RULE

MAC!—‘«ddress:l_:l—:I—:I—:I—:l_

MAC FILTERING RULES
MAC Address Delete MAC Address Delete

DAP-1522 SETUP ADYANCED MAINTENANCE STATUS “

Helpful Hints...
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Transmit Power:

Beacon Period:

DTIM Interval:

RTS Threshold:

Fragmentation
Threshold:

WMM Enable:

Short GI:

Advanced Wireless

Sets the transmit power of the antennas.

Beacons are packets sent by an Access Point to
synchronize a wireless network. Specify a value.
100 is the default setting and is recommended.

(Delivery Traffic Indication Message) 1 is the default
setting. A DTIM is a countdown informing clients
of the next window for listening to broadcast and
multicast messages.

This value should remain at its default setting of
2346. If inconsistent data flow is a problem, only a
minor modification should be made.

The fragmentation threshold, which is specified
in bytes, determines whether packets will be
fragmented. Packets exceeding the 2346 byte

M JDRESS FILTER

ADVANCED WIRELESS

PARTITION

If you are not familiar with these Advanced Wireless settings, please read the help section
before attempting to modify these settings.

Save Settings | Don't Save Settings |

ADVYANCED WIRELESS SETTINGS
Transmit Power ; m
Beacon Period :W(msec, range:25~500, default: 100)
DTIM Interval :Il—(range: 115, defadlt:1)
RTS Threshold : 2345 (range: 2562346, defalt:2346)
Fragmentation Threshold :W(range: 1500~2346, default:2346, even nurmber orly)
WMM Enable : ¥
Short GI: ¥
IGMP Snooping :

setting will be fragmented before transmission. 2346 is the default setting.

SETUP ADYANCED MAINTENANCE STATUS “

Helpful Hints...

ommended that

WMM is QoS for your wireless network. This will improve the quality of video and voice applications for your wireless

clients.

Check this box to reduce the guard interval time therefore increasing the data capacity. However, it is less reliable and may

create higher data loss.

IGMP Snooping: This enables IGMP snooping for the wireless connection. We recommend enabling this if you often use multicast services
such as video conferencing and streaming audio/video.
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WLAN Partition

WLAN Partition allows you to segment your Wireless network by managing access to both the internal station and
Ethernet access to your WLAN.

Internal Use the drop-down menu to either Allow or Deny
Station internal station connection.

Connection:
Ethernet Use the drop-down menu to either Allow or Deny Seve Settings | Don't Save Settngs |
-
to WLAN Ethernet to Wireless LAN access. - LA PARTITION SETTINGE
Access: Internal Station Connection |nllow -

Ethernet to WLAM Access |.nllow -
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DHCP Server

DHCP stands for Dynamic Host Control Protocol. The DAP-1522 has a built-in DHCP server. The DHCP Server will
automatically assign an IP address to the computers on the LAN/private network. Be sure to set your computers to be
DHCP clients by setting their TCP/IP settings to “Obtain an IP Address Automatically.” When you turn your computers on,
they will automatically load the proper TCP/IP settings provided by the DAP-1522. The DHCP Server will automatically
allocate an unused IP address from the IP address pool to the requesting computer.

Enable DHCP Check to enable the DHCP Server on the
Server: access point. -

IP Address From/ Enter the IP address range 1o assign 10 the  [owrcaf/ TR o ECTNE I T
To: clients on your network. Ll NeTwoRKSETTING

Use this section to configure the internal netwaork settings of your Access Point and ako to
configure the bult-in DHCP server to assign IP address to the computers on your network, The
1P address that is configured here is the IP address that you use to access the Web-based
managernent interface, If you change the IP address here, you may need to adjust your PC's
network settings to access the netwark again.

Note: If you statically (manually) assign IP
addresses to your computers or devices, make
sure the IP addresses are outside of this range
or you may have an IP conflict.

Please note that this section is optional and you do not need to change any of the
settings here to get your network up and running.

Save Setkings | Don't Save Settings |

DHCP SERYER SETTINGS

Use this section to configure the built-in DHCP server to assign IP address to the computers on
yoLr network.

Default Subnet Enter the subnet mask.
Mask:

Enable DHCP Server : [T
IP Assigned From @ [192,1658.0.20 o IF
Default Subnet Mask IW
Default Gateway : I—
Default Wins I—
Defadtons: [ |

DHCP Lease Time : IIDDSD (minutes )

Default Gateway: Enter the default gateway IP address.

Default Wins: Enter the WINS server IP address.

Default DNS: Enter the DNS server IP address.

DHCP Lease Enter the DHCP lease time (in minutes).
Time:

Host Marme 1P Address MAC Address Expired Time

16 - DHCP RESERVATION

Rernaining number of clients that can be configured 16

DHCP Client List: Clients on your network that are assigned IP
addresses will be displayed here.

Cormputer Name 1P Address MAC Address

r I I I ﬂ ICUmputer Mame - I

r I I I ﬂICDmputer Marne 'l
r I I I ﬂICDmputer Marne 'l
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DHCP Reservation

If you want a computer or device to always have the same IP address assigned, you can create a DHCP reservation.
The access point will assign the IP address only to that computer or device.

Note: This IP address must be within the DHCP IP Address Range.

Enable: Check this box to enable the reservation.
Computer Name: Enter the computer name or select from the drop-down menu.

IP Address: Enter the IP address you want to assign to the computer or device. This IP Address must be within the DHCP IP
Address Range.

MAC Address: Enter the MAC address of the computer or device.
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QoS

The Quality of Service (QoS) feature regulates the flow of data through the access point by assigning a priority to
each packet. It enhances your experience of wireless network usage by prioritizing the traffic of different applications.
Enabling this option allows the AP to prioritize traffic. There are two options available for the special application.

Enable QoS: Enable this option if you want QoS to prioritize
your traffic.

QoS Type: There are two options available for your special
application: (1) Priority by LAN Port, and (2) Priority
by Protocol.

Priority by LAN There are four priority levels for all LAN ports. The
Port: priority level values assigned are 1 for Background,
3 for Best Effort, 5 for Video, and 7 for Voice (Voice
is the highest level and Background is the lowest
level) at a normal priority.

ADUANEED MAINTENRNEE STATUS

QoS prioritizes the traffic of various wireless applications,

Save Sektings I Don't Save Setkings I

Enable QoS : [~

0o0s Type : IPriDrity b LA Port vl

PORT QOS
LAN Port 1 Priority : |Background 'I
LAN Port 2 Priority @ |Best Effort vl
LaN Port 3 Priority : |Viden 'I
LAN Port 4 Priority : I\p'o\ce 'I

3

Helpful Hints..

D-Link DAP-1522 User Manual

33



Section 3 - Configuration

Priority by Users can set the priority and percentage of total bandwidth
Protocol: reserved for each of their four traffic categories. Please E
note that the combined percentage value of transmission
limits does not have to be 100%. These percentages
represent the maximum bandwidth designated for each s e

. 0nS prioritizes the traffic of various wireless applications,
traffic category.

Save Settings | Daon't Save Settings |

Wireless to The value entered here indicates the wireless to Ethernet — !

Ethernet: speed required before the Advanced QoS function is [ Enable Qo5 :
enabled. Advanced QoS will be enabled once the total |[ENEG_ - oS Type [ty by Protot 2]
bandwidth reaches or surpasses the set value. The ADVANCE QUS
suggested range is 800 ~ 96000kbits/sec. Ethernet to Wireless : [ Ksisfsec  defalt 51200 Koitsfsec
Wireless to Ethernet : [ khitsfsec ,defauit:51200 kbits/sec
Ethernet to The value entered here indicates the Ethernet to wireless MDHEpﬁ::ff:i EI:,;mT,tQI,':j
Wireless: speed required before the Advanced QoS function is Mal Trafi oty s s =] it [~ %
enabled. Advanced QoS will be enabled once the total Fep traffc oty - [Exdgrarnd =] vt [

Other Traffic Priority : |Background = | Limit : Yo

bandwidth reaches or surpasses the set value. The
suggested range is 800 ~ 96000kbits/sec.

ACK/DHCP/ICMP/ Represents the priority value and bandwidth limit applied to ACK, DHCP, ICMP, and DNS for packet delivering.
DNS Priority:

Weh Traffic Traffic generated by typical Web services (packets sent through ports 80,443, 3128 and 8080).
Priority:

Mail Traffic Traffic generated by e-mail sending and receiving (ports 25, 110, 465 and 995).
Priority:

Ftp Traffic Priority: Traffic generated by FTP Uploading and Downloading (ports 20, 21).
Other Traffic Other traffic generated that does not regard the aforementioned packet delivery.
Priority:

Note: Normally the wireless connection transmits application data packets based on the wireless to Ethernet speed and Ethernet to wireless speed.
Users can treat the two speeds as system transmission bandwidth, where all applications will share the whole system bandwidth based on assigned
priorities. Note that the maximum amount of bandwidth that can be used is the same as the set value of both speeds.
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Traffic Manager

Traffic Manager assigns the device’s entire bandwidth, which includes both the wireless to Ethernet speed and Ethernet
to wireless speed. The user may add rules for data transmission performance between the access point device and
the individual client. For unlisted client traffic, users can either choose to deny or forward packet transferred for such
clients.

Enable Traffic Traffic Manager enables traffic control of the
Manager: delivering and receiving of data packets.

Unlisted Clients There are two options available for Unlisted Clients
Traffic: Traffic: (1) deny, and (2) forward.

Helpful Hints...

able this aption if v
Traffic Manager gives you control of your netwiork traffic, increasing the efficiency of your DS GRm

network and reducing your overall bandwidth requirements |

Ethernet to This section allows the user to indicate the device’s : Ssvosattngs | Dot savesetengs |
Wireless: maximum bandwidth from Ethernet to wireless.

SCHEDLLE Traffic Manager : m
Unlisted Clients Traffic : © Dery @ Forward

Wireless to This section allows the user to indicate the device’s Ethernet to Wireless [ i —
. . ) ernet to Wireless : itsfoec default:51200 kbits/sec
Ethernet: maximum bandwidth from wireless to Ethernet. Wireless to Ethernet : | kbits/sac defauit 51200 kbits/sec

ADD TRAFFIC MANAGER RULE

Name : I—

Client IP(optional): I—
Client MAC(optional): I—

Ethernet to Wireless : I—kblts,fsec

Wireless to Ethernet : I—kbits,"sec

A_ddl Clear

TRAFFIC MANAGER RULES
Ethernet to Wireless to

Name Client Ip Client Mac Wireless Ethernet Edit Del
Speed Speed

WIRELESS
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Add Traffic Manager Rule

In Traffic Manager Rule enter settings for each user of your network, using adequate IP (Client IP) or MAC address (Client
MAC). Set appropriate Ethernet to Wireless and Wireless to Ethernet speeds for the traffic you want to regulate.

Name: Enter a name for your new rule.

ClientIP The IP address assigned to the client.
(optional):

Client MAC By assigning MAC addresses to the set of traffic manager rules, specific rules can be defined for individual devices.
(optional) :

Ethernet 10 Represents the available bandwidth for client data to be forwarded from Ethernet to wireless, the suggested range is 800 ~
Wireless: 96000kbits/sec.

Wireless to Represents the available bandwidth for client data to be forwarded from wireless to Ethernet, the suggested range is 800 ~
Ethernet: 96000kbits/sec.

Note: Normally the wireless connection transmits application data packets based on the wireless to Ethernet speed and
Ethernet to wireless speed. Users can treat the two speeds as system transmission bandwidth, where all applications will
share the whole system bandwidth based on assigned priorities. Note that the maximum amount of bandwidth that can be
used is the same as the set value of both speeds.
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Schedule

Name: Enter a name for your new schedule. ;
- 12-LINK

Days: Select a day, a range of days, or All Week to

include every day. o -~ I I N

ADD ILTER

Save Settings | Don't Save Settings |

Time: Check All Days or enter a start and end time for

your schedule. WIRELESS SCHEDULE SETTINGS
Wireless Schedule :m
Wireless: Select On or Off from the drop-down menu.
Name :I—
Add: Click Add to save your schedule. You must click Day(s) : ,‘::" WEIE_kM"‘ Sel'fiDavf:_)W R
Save Settings at the top for your schedules to All Day(s)
gO |nt0 effeCt Start Time !I_ : I_ (hour:minute, 24 hour time)
End Time :I— : I— {hour:minute, 24 hour time)
. . . . Wireless :|OFF -I
Schedule Rules The list of schedules will be listed here. Click the s | [ |

List: Edit icon to make changes or click the Delete
icon to remove the schedule.

Day(s) Time Frame Wireless  Edit Delete

WIRELESS
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Tools
Admin

This page will allow you to change the Administrator password. The administrator password has read/write access.

Password: Enter a new password for the Administrator Login
Name. The administrator can make changes to the 3
cottings. D-Link

Verify Enter the same password that you entered in the M“

Password: previous textbox in order to confirm its accuracy.

The ‘admin’ accounts can access the management interface, The admin has read/write access
and can change passwords,

By default thete is no passwaord configured. I is highly recormended that you create a

password to keep your access point secure,

[ Save Sethings ][ Dan't Save Settings ]

ADMIN PASSWORD

Please enter the same password into both boxes, for confirmation.

Verify Password :
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Time

The Time Configuration option allows you to configure, update, and maintain the correct time on the internal system
clock. From this section you can set the time zone that you are in. Daylight Saving can also be configured to automatically
adjust the time when needed.

Time Zone: Select the Time Zone from the drop-down menu.

- 1)-L.1N K

Daylight To select Daylight Saving time manually, tick the

Saving: Enable Daylight Saving check box. Next use the

drop-down menu to select a Daylight Saving Offset il Helpfulints-
and then enter a start date and an end date for | lﬂ'i%‘”?ﬁéﬂ???;‘!?é'nE”cE‘iﬂ?Pri"nf“‘t’%é’iﬁé?ﬂ’il?ﬁ&?; é‘e”t_d?rﬁi’t?rﬂ%’ ZEZL??EQESETE% o
daylight saving time. ETTTRR | oty i the tie when musaed o o € 360 b8 confasec

Save Settings I Don't Save Settings I

Date and To manually input the time, enter the values in these
Time: fields for the Year, Month, Day, Hour, Minute, and S —
Second and then click Save Settings. You can also Time 2one :  [{GMT-02:00 Pacific Time (U5 & Canada); Thuana
click the Copy Your Computer’s Time Settings Enable Dayiight Saving : I
button at the bottom of the screen. Dayight Saving Offset: [+1:cc 2]

TIME CONFIGURATION

Month  wWeek  Day of Week Time
Daylight Saving Dates : pst start [3an &l i B [0 =] [rzam [=]

OSTEnd [Jan o fist 2 fsun 2] [izam =]

SET THE DATE AND TIME MANUALLY

Date And Time : Year [2009<] Morth [lan =] Day 5 =l
Hour |3 -I Minute |53 =] Second [s0 =] [ =]

Copy Your Computer's Time Settings I

WIRELESS
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System

Save to Local Use this option to save the current access point
Hard Drive: configuration settings to a file on the hard disk of
the computer you are using. First, click the Save

button. You willthen see a file dialog, where you can - [oesz«J N NGO INECTNTN o | ECATEN T

select a location and file name for the settings. AOMIN
TIME The Systemn Settings section allows you to reboot the device, or restore the access point to
the factory default settings. Restoning the unit to the factory defauit settings wil erase al
1 1 1 settings, including any rules that you have created,
Load from Local Use this option to load previously saved access | lud FRTEITE 4
Hard Drive: point configuration settings. First, use the Browse |EEESN 17/ i at e an s st s oo o, Toe el
con?rol tofinda prgviously save file of configuration
settings. Then, click the Load button to transfer
those settings to the access point. Save To Local Hard Drive : | Save Canfiguretion |
. . . . . . Load From Local Hard Drive : | Browse...
Restore to This option will restore all configuration settings Restors Configustion from Fle_|
Factory Default: back to the settings that were in effect at the time
the access pOInt was Shlpped from the factory Restore To FacturyDefauIt:R tRESt:re::.ctorytDe:;ult; t |df .
. . estore all settings to the factory defaults,
Any settings that have not been saved will be lost,
including any rules that you have created. If you Reboot The Device : |NEERURIENN
want to save the current access point configuration
settings, use the Save button above. Clear Language Pack : |G|

Note: Restoring the factory default settings
will not reset the Wi-Fi Protected Status to Not
Configured.

Rehoot the
Device: Click to reboot the access point.

Clear Language
Pack: Click to clear the language pack. This will put the
web Ul back to English.
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Firmware

You can upgrade the firmware of the access point here. Make sure the firmware you want to use is on the local hard
drive of the computer. Click on Browse to locate the firmware file to be used for the update. Please check the D-Link

support website for firmware updates at http://support.dlink.com. You can download firmware upgrades to your hard
drive from this site.

Browse: After you have downloaded the new firmware, ;
click Browse to locate the firmware update onyour & b= B 1| <
hard drive. Click Upload to complete the firmware

upgrade. ]

Helpful Hints...

Up I Oad' Once yOU have a ﬁrmware Update on your com putel’, Usefothe Firrmwrare section to instal the latest firrmware code to improve functionality and
u ! . . SYSTEM perfaormance.
se this option to browse for the file and then upload s | s |
the information into the access point.

FIRMWARE INFORMATION

Current Firmware Version : 1.20

Current Firmware Date :  15:25:36 11/21/2008
Language Pack
g g FIRMWARE UPGRADE
YOU Can Chan ge th e Iang Uage Of the Web U I by Note: Some firmware upgrades reset the configuration options to the factory
. . defaults. Before performing an upgrade, be sure to save the current configuration
u pload | ng ava' Iable Iang uage paC kS . from the Maintenance > Admin screen.
To upg:]ade the ﬁ;mr\:ia;e, your PC mus; htglve a \;ir?dkcunn?]ctionl to thE access point.
Browse: After yOU have downloaded the new |anguage Enter the name of the firmware upgrade file, and click on the Upload button.
pack, click Browse to locate the language pack file Upload : | Browse.. |
on your hard drive. Click Upload to complete the E=

language pack upgrade.

LANGUAGE PACKAGE INFORMATION

MNote: Update language package will make changes language display on web page.
Before performing an upgrade, be sure to do it!

To upgrade the language package, your PC must have a wired connection to the

access point. Enter the name of the language package upgrade file, and click on the
Upload button.

Upload : | Browse...
Upload |

WIRELESS
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If you load a language pack and would like to go back to English, click Maintenance > System and click on Clear next

to Clear Language Pack.

SETUP ERWEITERT WARTUNG STATUS HILFE

Im Abschnitt "Systemeinstellungen” kinnen Sie das Gerdt neu starten oder den Access Paoint
auf die Werkseinstellungen zurlicksetzen. wWenn das Gerat auf die Werkseinstelungen
zuriickgesetzt wird, werden ale Einstellungen, einschlisRlich aller von Thnen erstellten Regeln,
gelscht,

Die aktuellen Systemeinstellungen konnen als Datei auf der lokalen Festplatte gespeichert

werden Die gespeicherte Datei oder eine andere vom Gerdt erstellte, gespeicherte
Einstellungsdatei kann in das Gerdt geladen werden,

SYSTEMEINSTELLUNGEN
Auf der lokalen Festplatte | 60 i cocichern
speichern :

Yon der lokalen Festplatte laden : | Browse:

Konfiguration von Datel wisderherstellen |

Auf werkseinstellungen

e Werkseinstellungen wiederherstellen |
zuricksetzen :

Alle Einstellungen auf die Werkseinstelungen
uriicksetzen,

Starten Sie das Gerdt neu : Starten Sie das Gerat neu

[ Sprachpaket loschen:  Entfernen I I

CONFIGURATION AVANCE INTE E ETAT “

La section Configuration du systérne vous permet de réinitisliser e périphérioue ou de restaurer
le les parametres d'usine point d'accés. Restaurer les valeurs d'usine de tous les parametres
efface tous vos paramétres, v compris toutes les régles que vous avez créées,

La configuration actuelle du systéme peut étre enregistrée sous forme de fichier sur le disque

dur local. Le fichier enregistré ou tout autre fichier de configuration enregistré et créé par le
périphérique peut &tre chargé sur la machine.

PARAMETRES SYSTEME

Enregistrer sur le disque dur
local :

Envegistrer la configuration |

Charger depuis le disque dur
local = | Browse: I

Restaurer la configuration & partir d'un fichier |

Restaurer les paramétres par

. Restaurer les valeurs dusine
défaut :

Restaurer tous les paramétres sur les valeurs définies &
I'usine.

Réinitialiser le périphérique : Réinitialiser le périphérique |

[Effacer le pack linguistique : _Effacer I I

SISTEMA

DAP-1522 // CONFIGURACION AYANZADO MANTENIMIENTO ESTADD

La seccidn Parametros del sisterna le permite reiniciar el dispositivo o restaurar el punto de
arceso a los pardmetros predeterminados de fabrica, Al restaurar en la unidad los pardmetros
predeterminados de fabrica se borrardn todos los pardmetros, incluidas las reglas que haya
creado.

Se pueden guardar los parametros del sistema actual como un archivo en la unidad de disco duro
local. Puede cargarse en la unidad el archivo guardado o cualquier otro archivo de parametros
guardado creado por el dispositivo,

PARAMETROS DEL SISTEMA

Guardar £n la unidad de Guardar configuracicn
disco duro local :

Cargar desde la unidad de
disco duro local : I Browse.

Restablecer |a configuracién del archivo |

Restablecer en los valores
predeterminados de Restablecer valores predeterminados de Fabrica
fabrica :

Restablecer todos los pardmetros en los valores
predeterminados de fabrica,

Reinicie el dispositivo : Reiniciar el dispositiva

[Bnrrar paquete de idioma: Eorrar I I

SISTEMA

La sezione Impostazioni sistema consente di riavviare il dispositivo o di ripristinare le mpostazioni
predefinite del punto di accesso, I ripristino delle impostazioni predefinite comporta la
cancellaziones di tutte |2 impostazioni precedent, incluse eventual regole create dall'utente,

E possibile sabvars |e mpostazioni di sistemna carrenti in un file del disco fisso locale 11 file salvato o
qualsiasi altro file di impostazioni salvato creato dal dispositivo pud quindi essere caricato nell'unita.

IMPOSTAZIONI SISTEMA

Salva su Disco fisso locale : Salva configurazione
Carica da disco fisso lacale : | Browse...

Ripristing configurazione da file |

Ripristina impostazioni

Drodefie Ripristina impostazion predefinite |

Ripristina tutte le impostazion predefinite,

Riavvio del dispositivo : Riavvio del dispositiva

I Cancella Language Pacl Cancella I

inun

D-Link DAP-1522 User Manual

42



Section 3 - Configuration

Status

Device Info

This page displays the current information for the DAP-1522. It will display the LAN and wireless LAN information.

General: Displays the access point’s time and firmware

version.

LAN: Displays the MAC address and the private (local) [pap.rs2z Il

IP settings for the access point.

Wireless LAN: Displays the wireless MAC address and your

wireless settings such as SSID and Channel.

mrainiil,

DEYICE INFO
WIRELESS

Al of your network connection detals are displayed on this page. The firmware version is also

displayed here,

GENERAL

Firmwate Version : 1,20, 15:25:36 11/21,/2008

Connection Type :

MAC Address
1P Address
Subnet Mask

Static IP

1 001en58:47:1f119
: 1892,168.0.50

1 235.255.2535.0

Default Gateway :

WIRELESS LAN

Wireless Radio :

MAC Address

Network Name{SSID) :
Channel :

Security Type :

wi-Fi Protected Setup

Enabled

1 00 1en58:47:17119

dink

1

Open | Disabled
:Enabled J Mot Configured

WIRELESS
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Wireless

The wireless section allows you to view the wireless clients that are connected to your wireless access point.

MAC Address:

UpTime:

Mode:

Signal:

The Ethernet ID (MAC address) of the wireless

ot D-Link
Displays the amount o tme the ieless clentNas - o) S TN INET T NECETEIT T

been connected to the access point. —— Helpral Fints

WIRELESS Wiew the wireless clients that are connected to your access paint.

The transmission standard being used by the client.
Valuesare 11a,11b, 11g, 11ngor 11nafor802.11a, RS
802.11b, 802.11g or 802.11n respectively. — S

NUMBER OF WIRELESS CLIENTS : O

This is a relative measure of signal quality. The

value is expressed as a percentage of theoretical

best quality. Signal quality can be reduced by distance, by interference from other radio-frequency sources (such as cordless
telephones or neighboring wireless networks), and by obstacles between the access point and the wireless device.
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Logs

The access point automatically logs (records) events of possible interest in its internal memory. If there isn’t enough
internal memory for all events, logs of older events are deleted, but logs of the latest events are retained. The Logs
option allows you to view the access point logs. You can define what types of events you want to view and the level

of the events to view. This access point also has external Syslog Server support so you can send the log files to a
computer on your network that is running a Syslog utility

What to View: There are three types of logs that can be viewed:
System Activity, Wireless Activity, and Notice. Tick Hr & B i1l

the corresponding check box for the type(s) that :
you want displayed in the log.

y Cl the o b
= Wiew the logs. You can define the event levels to view. Ch he log Fr =
k. us
STATISTICS

Enable Selectthe check box and enter a Log Server name
Remo‘e Log: or IP addl’eSS tO enable the remOte |Og feature what to View : Systern Activity Wiraless Activity Motice

Enable Remote Log : [ Log Server / IP Address : I:l

Apply Log Click this button to immediately filter the log results
Settings Now: so that only the selected options appear in the Log

[ Apply Log Settings MNow 1

Details section of this screen. —
Page 1 of 3
Refresh: Updates the log details on the screen so it displays Time Priority  Message
. . Uptime 0 day 10:02:00 [S¥SACT Jweb login success from 192, 168.0.5
any rece nt aCtIVIty- Uptime 0 day 10:08:52 [S¥SACT ] Device is operating in AP rode!
Uptime 0 day 10:08:48 [Wireless]Stop Wirsless succass
Uptime 0 day 10:08:48 [Wireless JInitiate Wireless success
clea r: Clear a" of ‘the Iog Conten‘ts Uptime 0 day 10:08:48 [Wireless]auto channel:Best channel is 48
Uptime 0 day 10:08:48 [Wireless]Stop Wireless succass
Uptime 0 day 09:55:44 [Wireless Jinitiate Wireless success
H H H H H Uptime 0 day 09:55:39 [Wireless]Stop Wireless success
Sa"e Log: ThIS Optlon WI ” Save the aCCGSS pOInt tO a |Og flle Uptime 0 day 09:55:39 [Wireless JInitiate Wireless success
On yOU r Compute I’ Uptime 0 day 09:55:38 [wireless JStop Wireless success
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Statistics

The Statistics page displays all of the LAN and Wireless packets transmit and receive statistics.

TX Packets: The total number of packets sent from the access

point. D-Link

RX Packets: The total number of packets received by the access m“
point. enceneo
Traffic Statistics display receive and transmit packets passing through your access paint,
TX Packets Displays the number of packets that were dropped [ rornsmi | [ cox s ]
Dropped: while sending, due to errors, collisions, or access
point resource limitations.

TX Packets Packets : 2793 RY Packets Packets : 5235
. TX Packets Dropped : 0 RX Packets Dropped : 0

RX Packets DISp|ayS the number Of paCketS that were dropped TX Packets Bytes : 3145352 RX Packets Bytes : 362978

Dropped: while receiving, due to errors, collisions, or access

H H H H WIRELESS STATISTICS
point resource limitations.
TX Packets Packets : R¥ Packets Packets :
TX Packets Dropped : RX Packets Dropped :

TX Bytes: Displays the number of bytes that were sent from
the access point.

TX Packets Bytes : RX Packets Bytes :

RX Bytes: Displays the number of bytes that were received
by the access point.
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Help

Braniii,

DAP-1522 SETUP ADYANCED MAINTENANCE STATUS | HELP

e Setup Help
ADVANCED o Wireless Settings

o [etwiork Settings
MAIMTENANCE

STATLS Advanced Help
— o [MAC Address Filter
Advanced Wirsless
W AN Partition
DHCP Server
oS
Traffic Managet
Schedule

Maintenance Help
o Admin
» Tirme

s System
s Firmmware

Status Help
o Dievice Info
s Wireless
s |LOgs
o Stafistics

B
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Configuration for Bridge Mode

This section will show you how to configure your new D-Link wireless MediaBridge using the web-based configuration
utility.

Web-based Configuration Utility

To access the configuration utility, open a web-browser
such as Internet Explorer and enter dlinkap or enter
192.168.0.50 in the address field. | File Edit Wiew Favorites Tools  Help

QO - 1 [@ @ P
| Address I@ dlinkap "I 30 J

Select Admin from the drop-down menu and then enter |EEEE e
your password. Leave the password blank by default.

2 D-Link - Microsoft Internet Explorer

If you get a Page Cannot be Displayed error, please

Log in to the Bridoe:

refer to the Troubleshooting section for assistance. e T

Password || LLogin ]

WIRELESS
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Setup Wizard

This wizard is designed to assist you in configuring the wireless settings for your bridge. It will guide you through
step-by-step instructions on how to setup your wireless network.

D-Link
DAP-1522, SETUP ADYANCED MAINTENANCE S5TATUS HELP

WIZARD

Click Launch Wireless Setup Wizard to begin.

MICROSOFT WINDOWS CONNECT NOW WIZARD

The following Web-based Setup Wizard is designed to assist you in your wireless netwaork setun,
This Setup Wizard will guide you through step-by-step instructions on how to set up your
wireless network and how to make it secure,

CIICk LaunCh ereleSS Setup leard ' }[ Launch Wireless Setup Wizard ]
Note: Some changes made wsing this Setup Wizard may require you to change some settings

on your wirgless client adapters so they can stil connect to the D-Link Access Point,

Enter the Device Name of the AP and click Next to
continue. It is recommended to change the Device
Name if there is more than one D-Link device within
the subnet.

Enter the Device Mame of the AP, Recommand to change the Device Mame if there're more than one D-Link
devices within the subnet, Click Next to continue,

Device Name (NetBIDS Name)

WIRELESS
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If you want to change the admin account password,
enter a new password and click Next.

Product Page : DAP-1522 Fitrrware Wersion : 1.00
*ou may change the admin account password by entering in a new password, Chick Next to continue,

Werify Password ;

WIRELESS

Select Auto configuration if you want to use Wi-Fi [ —

D-Link

Protected Setup.

If you want to set up your network manually, skip to page
53.

Please select one of the following configuration methods and cdlick next to continue.

Click Next to continue.
(& Auto (Select this option if you want ta Lse WiFi Protected Satup)
) Manual (Select this option if vou want to setup your network manualy)

WIRELESS
a0
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Select PIN to connect your wireless device with WPS.

For PBC configuration, skip to page 52.

Enter the PI N n U mber Used Into you acceSS pOInt and There are two ways to add wireless device to vour wirgless network:
Cl |Ck Con neCt, - PIN {Personal Identification Nurnner )

- PBC (Push Button Configuration)

© PIN ; 12345678
[ Generate Mew PIN ] [ Reset PIM ko Default ]

Please Enter the above PIM information into your Acces Point and dlick the below
"Connect" button.

O pBC
Please prass the push button on your wireless device and press the "Connect” button

below within 120 seconds

WIRELESS

Start WPS on the wireless device you are adding to you

Please start WPS on the wireless device yvou are adding to your wireless netwark within 115 seconds ...

WIRELESS
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Select PBC to use the Push Button Configuration to
connect to your network.

Click Connect to continue.

There are two ways to add wireless device to your wireless network:
- PIM (Personal Identification Murnner)
- PEC (Push Button Configuration)

O PIN : 12345678

[ Generate Mew PIN J [ Reset PIN ko Defaulk ]

Please Enter the above PIN information into your Acces Point and click the below
"Connect" button.

© PBC
Please press the push button on your wireless device and press the "Connect” button

belowy within 120 seconds

WIRELESS

Press down the Push Button on the wireless device you

Please press down the Push Button {physical or virtual) on the wireless device you are adding to your wirgless

network within 119 seconds ...

WIRELESS
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Select Manual configuration to set up your network
manually.

Click Next to continue. nercowmmaroven

Please select one of the following configuration methods and click next to continue.

O Auto (Select this option if you want to use Wi-F Protected Setup)
() Manual (Select this option if you want to setup your network manualy)

WIRELESS

Enter the Wireless Network Name of the AP or click
the Site Survey button to find the AP.

Click Next to continue on to page 54.

‘You can enter the Wireless Network Name of AP or use site survey to find the AP,

Wireless Network Name (S50 | |[site survey |

WIRELESS
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If you clicked on Site Survey, the following screen will
be displayed.

Find your access point from the list and click Connect
to complete the Setup Wizard.

Choose which Security Mode you want to use and click
Next to continue.

SsMEsURvEvPAGE
S5ID ESSID CH Security Signal Type )
Tro0_11g 00:50:62:35.97:30 1 WRA-PSIK 50% Infrastructure O
dlinkmargg 00:1D:BANZ0FE2 1 WPAAUTO-PSK 50% Infrastructure O
dlink 00179436479 1 OFEN 50% Infrastructure O 3
D-Link DA-G3672B 00:50:BA11:22:30 1 OFEN B8% Infrastructure O 7
123456789012345678901 23456789012 00:18:02:18:87:96 3 OFEN 82% Infrastructure O
AlexDI524 00:13:46:A1A404 4 SHARED 80% Infrastructure (O
james54g 00:13:46:E53CT72 B WRA-EARP 50% Infrastructure O
dif24s 00A7:9ACF960C B SHARED 54% Infrastructure O
dlink EC 00:0F:3D:30:80:0E B WPA-P Sk 50% Infrastructure O
default 00:55:19:06:2401 6 OFEN 82% Infrastructure O
SD1VAPBD 00:11:95:95:CA18 6 WPA-P Sk 82% Infrastructure O
AN1VAPRL NA11TA5 45 CA1R R OPFM A% Infrastrichire )
< i IE]

WIRELESS

Maone ()
WEP O
wea O
wpaz2 O

Please select the wireless security mode,

WIRELESS
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If you choose WEP, enter the wireless security password
and click Next to complete the Setup Wizard.

If you choose WPA, enter the WPA Personal Passphrase
and click Next to complete the Setup Wizard.

r

Please enter the wireless password to establish wireless connection.

Password Type: |64Eit (10 hex digits) vl
Password: |

WIRELESS

Please enter the wirsless password to establsh wirgless connection,

Password: |

WIRELESS

r |
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If you choose WPA2, enter the WPA2 Personal
Passphrase and click Next to complete the Setup
Wizard.

Please enter the wirsless password to establish wirgless connection,

Password: |

WIRELESS

The following screen opens to indicate that you have
successfully saved your new settings.

Saving Changes,

WIRELESS

D-Link DAP-1522 User Manual 96



Section 3 - Configuration

Wireless
Mode:

Site Survey:
Enable

Wireless:

Wireless
Network
Name:

802.11 Band

802.11 Mode:

Enable Auto

Channel Scan:

Wireless
Channel:

Wireless

Select Infrastructure to connect to a wireless (AP) Access
Point, select Ad-hoc to connect to another bridge or wireless
station.

A function that looks for available wireless networks.

Click the check box to enable the wireless function. If you
do not want to use wireless, uncheck the box to disable all
the wireless functions.

Service Set Identifier (SSID) is the name of your wireless
network. Create a name using up to 32 characters. The SSID
is case-sensitive.

The options include 2.4GHz, 5GHz, and 2.4GHz/5GHz. This
option is unavailable in Bridge Mode.

If all of the wireless devices in your wireless network can
connect in the same transmission mode, you can improve
performance slightly by choosing the appropriate “Only”
mode. If you have some devices that use a different
transmission mode, choose the appropriate “Mixed” mode.
This option is unavailable in Bridge Mode.

The Auto Channel Scan setting is used to allow the
DAP-1522 to choose the channel with the least amount of
interference.

This option is unavailable in Bridge Mode.

Indicates the channel setting for the DAP-1522. The Channel
can be changed to fit the channel setting for an existing
wireless network or to customize the wireless network. This
option is unavailable in Bridge Mode.

Product Page : DAP-1522

| AR NN

WIZARD
WIRELESS

NETWORK SETTINGS

Use this section to configure the wireless settings for your access point. Please note that
changes made on this section may also need to be duplicated on your Wireless Client.

[ Save Settings ] [ Don't Save Settings ]

Site Survey

Wireless Mode : Bridge Mode
Enable Wireless :
Wireless Network Name : |dink
802.11 Band : 2.4GHz | 5GHz
802.11 Mode : | Mixed 502, 11 aban
Enable Auto Channel Scan :
Wireless Channel : ¢

(Also called the 551D)
2.4GHz/5GHz

Transmission Rate @  EGest(automatic

Channel Width :

Visibility Status : Visible

WIRELESS SECURITY MODE
Security Mode : ‘D\sabla Wireless Security (not recommended) vl
WI-FI PROTECTED SETUP (ALSO CALLED WCH 2.0 IN WINDOWS VISTA)
Enable :

Enable :
MAC Source : [Auto %]
MAC Address: [ |:[ |- |:[ |:[ :[ |

(Mbit/s)

Invisible

Port  MAC Address

Firmware Version : 1.10

Helpful Hints...

DAP-1522, | SETUP ADVANCED MAINTENANCE m HELP

ou W
WIRELESS NETWORK SETTINGS ey c

WIRELESS
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Transmission Select the transmit rate. It is strongly suggested to select Best (automatic) for best performance. This option is unavailable
Rate: in Bridge Mode.

Channel Width: Select the Channel Width:

Auto 20/40 - Select if you are using both 802.11n and non-802.11n wireless devices.
20MHz - Select if you are not using any 802.11n wireless clients.

Status: is unavailable in Bridge Mode.

Security Mode: Refer to page 65 for more information regarding wireless security.

Enable: Enable the Wi-Fi Protected Setup feature.

Wireless MAC Cloning

Enabling this option allows the user to manually assign the source MAC address to packets forwarded by the DAP-1522. If not
manually assigned, the packet’s source MAC address field will be automatically selected as the DAP-1522’s MAC address.

MAC Address: Enter the desired MAC address connected to your DAP-1522 to enable the clone function.

Scan: Click the Scan button to search for all available devices connected to your DAP-1522’s Ethernet ports
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Network Settings
Static

This section will allow you to change the local network settings of the bridge and to configure the Static settings.

LAN Use the drop-down menu to select Static IP if
Connection your ISP assigned you the IP address, subnet B b= H111 <
Type: mask, gateway, and DNS server addresses. Select

Dynamic P (DHCP) (o automatically assign an - ow . I v R KT T T

IP address to the computers on the LAN/private s Helpfal Fints.
netWO rk FEL Lse this section to configure the internal netwaork settings of your access point and also to AULERAEHIE
configure the built-in DHCP Server to assign IP addresses to the computers on your network,
The IP Address that is configured here is the IP Address that you use to access the Web-based
. . management interface. If you change the IP Address here, you may need to adjust your PC's
Access POlnt Entel’ the I P add ress aSS|gned by yOU r IS P netwiork settings to access the network again.
IP Address: [ Save Settings ] [ Don't Save Settings ]

Subnet Mask: Enter the Subnet Mask assigned by your ISP.

Lse this section to configure the internal network settings of your access point. The [P Address
that is configured here is the 1P Address that vou use to access the web-based management

Defau It Enter the Gateway aSSlgned by you r IS P interface. If you change the IP Address here, you may need to adjust your PC s network

settings to access the netwaork again,

Gaiewav. LAN Connection Type : m
. i . Access Point IP Address : m
Device Name: Enter the Device Name of the AP and click Next to Subnet Mask : (55252550 |
continue. It is recommended to change the Device Default Gateway :
Name if there is more than one D-Link device within , ,
the subnet.

Device Name : |dinkap
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LAN Connection Select DHCP to automatically obtain an IP address
Type: on the LAN/private network.

Device Name: Enter the Device Name of the AP and click Next to
continue. It is recommended to change the Device
Name if there is more than one D-Link device within
the subnet.

DHCP

METWOREK SETTINGS |

Use this section to configure the internal netwaork settings of your bridge and also to configure
the built-in DHCP Server to assign IP addresses to the computers on your netwark, The IP
Address that is configured here is the 1P Address that you use to access the Web-based
managerment interface. If you change the IP Address here, you may need to adjust your PC's
netwark settings to access the network again.

[ Save Settings ] [ Don't Save Settings ]

LAN SETTINGS

Lse this section to configure the internal network settings of your bridge. The [P Address that is
configured here is the IP Address that you use to access the Web-based management interface.
If you change the IP Address here, you may need to adjust your PC's network settings to access
the network again.

LAN Connection Type :
DEVICE NAME (NETBIOS NAME)

Device Name: |diinkap

WIRELESS
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Advanced
Advanced Wireless

Transmit Power: Set the transmit power of the antennas.

D-Link
RTS Threshold: This value should remain at its default setting of

2436. finconsistent data flow s a problem, only 2 o] NI v RIS N N

minor modification should be made. PP p—— Helpful Hints...

ded that

If you are not familiar with these Advanced Wireless settings, please read the help section
before attermpting to modify these settings.

Fragmentation The fragmentation threshold, which is specified

Threshold: in bytes, determines whether packets will be e M
fragmented. Packets exceeding the 2346 byte ADVANCED WIRELESS SETTINGS
setting will be fragmented before transmission. Transmit Power : [100% =]
2346 is the default Setting_ RTS Threshold : [2346 (range: 2562346, default:2346)

Fragmentation Threshold : |2346  (range: 1500~2346, default:2346, even number only)
Short GL: [

Short Gl: Check this box to reduce the guard interval time
therefore increasing the data capacity. However,
it is less reliable and may create higher data loss.
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QoS

The Quality of Service (QoS) feature regulates the flow of data through the access point by assigning a priority to
each packet. It enhances your experience of wireless network usage by prioritizing the traffic of different applications.
Enabling this option allows the AP to prioritize traffic. There are two options available for the special application.

Enable QoS: Enable this option if you want QoS to prioritize

your traffic.

QoS Type: There are two options available for your special BN e | stars
application: (1) Priority by LAN Port, and (2) Priority y
by PrOtOCO| . QoS prioritizes the traffic of various wireless applications.

SCHEDLLE

Save Settings I Don't Save Settings I

Priority by LAN There are four priority levels for all LAN ports. The
Port: priority level values assigned are 1 for Background,

3 for Best Effort, 5 for Video, and 7 for Voice (Voice Enable Qos: [
is the highest level and Background is the lowest 08 e b

level) at a normal priority.
LAN Part 1 Priority : [Backaround 2]
LAN Part 2 Prioity : [Best ot 2]
LAN Port 3 Priority : [vides o]
LAN Part 4 Priority : [Vore o]
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Priority by Users can set the priority and percentage of total bandwidth
Protocol: reserved for each of their four traffic categories. Please E
note that the combined percentage value of transmission
limits does not have to be 100%. These percentages
represent the maximum bandwidth designated for each s e

. 0nS prioritizes the traffic of various wireless applications,
traffic category.

Save Settings | Daon't Save Settings |

Wireless to The value entered here indicates the wireless to Ethernet — !

Ethernet: speed required before the Advanced QoS function is [ Enable Qo5 :
enabled. Advanced QoS will be enabled once the total |[ENEG_ - oS Type [ty by Protot 2]
bandwidth reaches or surpasses the set value. The ADVANCE QUS
suggested range is 800 ~ 96000kbits/sec. Ethernet to Wireless : [ Ksisfsec  defalt 51200 Koitsfsec
Wireless to Ethernet : [ khitsfsec ,defauit:51200 kbits/sec
Ethernet to The value entered here indicates the Ethernet to wireless MDHEpﬁ::ff:i EI:,;mT,tQI,':j
Wireless: speed required before the Advanced QoS function is Mal Trafi oty s s =] it [~ %
enabled. Advanced QoS will be enabled once the total Fep traffc oty - [Exdgrarnd =] vt [

Other Traffic Priority : |Background = | Limit : Yo

bandwidth reaches or surpasses the set value. The
suggested range is 800 ~ 96000kbits/sec.

ACK/DHCP/ICMP/ Represents the priority value and bandwidth limit applied to ACK, DHCP, ICMP, and DNS for packet delivering.
DNS Priority:

Weh Traffic Traffic generated by typical Web services (packets sent through ports 80,443, 3128 and 8080).
Priority:

Mail Traffic Traffic generated by e-mail sending and receiving (ports 25, 110, 465 and 995).
Priority:

Ftp Traffic Priority: Traffic generated by FTP Uploading and Downloading (ports 20, 21).
Other Traffic Other traffic generated that does not regard the aforementioned packet delivery.
Priority:

Note: Normally the wireless connection transmits application data packets based on the wireless to Ethernet speed and Ethernet to wireless speed.
Users can treat the two speeds as system transmission bandwidth, where all applications will share the whole system bandwidth based on assigned
priorities. Note that the maximum amount of bandwidth that can be used is the same as the set value of both speeds.
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Schedule

Name: Enter a name for your new schedule.
- 1-LINLK

Days: Select a day, a range of days, or All Week to

include every day.
- Helpful Hints...
Time: Check All Days or enter a start and end time for oo swossling || bortseveseitings |
your schedule. WIRELESS SCHEDULE SETTINGS
wireless Schedule :Im
Wireless: Select On or Off from the drop-down menu.
Name :I—
Add: Click Add to save your schedule. You must click Day(s) : @ Al woek @ Solect Dayls)
. Foun Fron MTee Mwed FThy TR Fsa
Save Settings at the top for your schedules to o e e T T T
. ay(s) ™
gO |nt0 effeCt Start Time :I— : I— {hourminute, 24 hour time)
End Time :I_ : I_ (hour:rinute, 24 hour time)
Schedule Rules The list of schedules will be listed here. Click the wreless: [T e ]

List: Edit icon to make changes or click the Delete
icon to remove the schedule.

Day(s) Time Frame Wireless  Edit Delete

WIRELESS
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Tools
Admin

This page will allow you to change the Administrator password. Admin has read/write access.

Password: Enter a new password for the Administrator Login

Name. The administrator can make changestothe & b5 K111 <

settings.

Verify Enter the same password that you entered in the
Password: previous textbox in order to confirm its accuracy.

By default there is no password configured. It is highly recommended that you create a
password to keep your access point secure.

[ Save Settings ] [ Don't Save Setkings ]

ADMIN PASSWORD

Please enter the same password into both boxes, for confirmation.

Pasword:
Yerify Password :

Helpful Hints..

DAP-1522 SETUP ADYANCED MAINTENANCE S5TATUS HELP

The 'admin' accounts can access the management interface. The admin has readfwrite access
and can change passwords,

D-Link DAP-1522 User Manual

65



Section 3 - Configuration

Time

The Time Configuration option allows you to configure, update, and maintain the correct time on the internal system
clock. From this section you can set the time zone that you are in. Daylight Saving can also be configured to automatically
adjust the time when needed.

Time Zone: Select the Time Zone from the drop-down menu.

mranih.

Daylight To select Daylight Saving time manually, click the

Saving: Enable Daylight Saving check box. Next, use the - o/ I ST R IS I

drop-down menu to select a Daylight Saving Offset  |Eia Helpful Hints...
and then enter a start date and an end date for The Time Canfiguration option allows you to configure, update, and maintain the corect time

. . . ; on the internal systern clock. From this section you can set the time zone that you are in and
dayl Ight SaVIng tlme_ '7 set the NTP (Network Time Protocol) Server. Daylight Saving can also be configured to

automatically adjust the time when nesded.

Save Settings I Don't Save Settings I

Date and To manually input the time, enter the values in these

Time: fields for the Year, Month, Day, Hour, Minute, and e
Second and then C“Ck Save Settlngs' You can also Time ;l!l?: ID(E‘I{\?':J;ESDDDDD) Ealc;ch:lege (U5 & Canada); Tijuana
click the Copy Your Computer’s Time Settings Enable Dayiight Saving : [~

button at the bottom of the screen. Daylight Saving Offset : [+:00 2]

Month  Week  Day of Week Time
Daylight Saving Dates : por gtart IJan ;I Ilst ;I ISun ;I |12 A ;I

DSTEnd [Jan of fist = [5un =] |1zam =]

SET THE DATE AND TIME MANUALLY

Date and Time : vear [zo09 =] mMorth [Jen 2] Day s =l
Hour |5 =] minute [ =] Second 1 =] [em =]
Copy Your Computer's Time Settings |

WIRELESS
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Save To Use this option to save the current access point
Local Hard configuration settings to a file on the hard disk of
Drive: the computer you are using. First, click the Save
button. You will then see a file dialog, where you can

select a location and file name for the settings. ADvIN
TIME The System Settings section allows you to reboot the device, or restore the access point to
Load From Use this option to load previously saved access 3 i, Pkl it you bave costgg 1 et settnas wil rees
. . . . . FIR
Local Hard point configuration settings. First, use the Browse | Tr gt i Sin 2 S 00 23 MG IERR ISRt T st e
Drive: control to find a previously save file of configuration T
settings. Then, click the Load button to transfer S
those Settings to the access pOint' Save To Local Hard Drive : Save Configuration
Restore This option will restore all configuration settings oad From Local Hare Drve : | — IBLl
. . . Restare Configuration fram File
To Factory back to the settings that were in effect at the time :
Default: the access point was shipped from the factory. Restore To Factory Default : | Resiers Pty cefaks |
Any settings that have not been saved will be lost, Restore al settings to the factory defaits.
including any rules that you have created. If you Reboot The Device : [ IFEEGEEEBRET]

want to save the current access point configuration
settings, use the Save button above.

Clear Language Pack : Clear |

Rehoot The Click to reboot the bridge.
Device:

Clear Click to clear the language pack. This will put the web Ul back to English.
Language
Pack:
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Firmware

You can upgrade the firmware of the access point here. Make sure the firmware you want to use is on the local hard
drive of the computer. Click on Browse to locate the firmware file to be used for the update. Please check the D-Link

support site for firmware updates at http://support.dlink.com. You can download firmware upgrades to your hard drive
from the D-Link support site.

Browse: After you have downloaded the new firmware, click
Browse to locate the firmware update on your & b Bl
hard drive. Click Upload to complete the firmware

upgrade. o] T T~ R T

Helpful Hints...

Up I Oad: Once yOU have a ﬁrmware Update on yOUF com pUter, Usefothe Firrnweare section to instal the latest firrmware code to improve functionality and
use this option to browse for the file and then upload & peeE
the information into the brldge FIRMWARE Save Settings | Dont Gave Settings |

FIRMWARE INFORMATION

& update

Current Firmware Version : 1.20

L a n g u a g e P a c k Current Firmware Date : 15:25:36 11/21/2008
FIRMWARE UPGRADE
You Can Chan ge th e Iang uage Of the Web U I by ED}ZB:ISDH’IE fﬁrmwarfe upgrades reset tdhe Ennﬁguratiun Dprt]ions to the faigtnry
H H efaults. Before performing an upgrade, be sure to save the current configuration
uploading available language packs. from the Maintonanca -> Aduin screen ’
To upgrade the firmware, your PC must have a wired connection to the access point.
Browse- After you have downloaded the new |ang Uage Enter the name of the firmware upgrade file, and click on the Upload button.
pack, click Browse to locate the language pack upload : | —
file on your hard drive. Click Upload to complete uplad |

the language pack upgrade.

LANGUAGE PACKAGE INFORMATION

Note: Update language package will make changes language display on web page.
Before performing an upgrade, be sure to do it!

To upgrade the language package, your PC must have a wired connection to the
access point. Enter the name of the language package upgrade file, and click on the
Upload button.

Upload : | Browsz...
Upload |

WIRELESS
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If you load a language pack and would like to go back to English, click Maintenance > System and click on Clear next

to Clear Language Pack.

SETUP ERWEITERT WARTUNG STATUS HILFE

Im Abschnitt "Systemeinstellungen” kinnen Sie das Gerdt neu starten oder den Access Paoint
auf die Werkseinstellungen zurlicksetzen. wWenn das Gerat auf die Werkseinstelungen
zuriickgesetzt wird, werden ale Einstellungen, einschlisRlich aller von Thnen erstellten Regeln,
gelscht,

Die aktuellen Systemeinstellungen konnen als Datei auf der lokalen Festplatte gespeichert

werden Die gespeicherte Datei oder eine andere vom Gerdt erstellte, gespeicherte
Einstellungsdatei kann in das Gerdt geladen werden,

SYSTEMEINSTELLUNGEN
Auf der lokalen Festplatte | 60 i cocichern
speichern :

Yon der lokalen Festplatte laden : | Browse:

Konfiguration von Datel wisderherstellen |

Auf werkseinstellungen

e Werkseinstellungen wiederherstellen |
zuricksetzen :

Alle Einstellungen auf die Werkseinstelungen
uriicksetzen,

Starten Sie das Gerdt neu : Starten Sie das Gerat neu

[ Sprachpaket loschen:  Entfernen I I

CONFIGURATION AVANCE INTE E ETAT “

La section Configuration du systérne vous permet de réinitisliser e périphérioue ou de restaurer
le les parametres d'usine point d'accés. Restaurer les valeurs d'usine de tous les parametres
efface tous vos paramétres, v compris toutes les régles que vous avez créées,

La configuration actuelle du systéme peut étre enregistrée sous forme de fichier sur le disque

dur local. Le fichier enregistré ou tout autre fichier de configuration enregistré et créé par le
périphérique peut &tre chargé sur la machine.

PARAMETRES SYSTEME

Enregistrer sur le disque dur
local :

Envegistrer la configuration |

Charger depuis le disque dur
local = | Browse: I

Restaurer la configuration & partir d'un fichier |

Restaurer les paramétres par

. Restaurer les valeurs dusine
défaut :

Restaurer tous les paramétres sur les valeurs définies &
I'usine.

Réinitialiser le périphérique : Réinitialiser le périphérique |

[Effacer le pack linguistique : _Effacer I I

SISTEMA

DAP-1522 // CONFIGURACION AYANZADO MANTENIMIENTO ESTADD

La seccidn Parametros del sisterna le permite reiniciar el dispositivo o restaurar el punto de
arceso a los pardmetros predeterminados de fabrica, Al restaurar en la unidad los pardmetros
predeterminados de fabrica se borrardn todos los pardmetros, incluidas las reglas que haya
creado.

Se pueden guardar los parametros del sistema actual como un archivo en la unidad de disco duro
local. Puede cargarse en la unidad el archivo guardado o cualquier otro archivo de parametros
guardado creado por el dispositivo,

PARAMETROS DEL SISTEMA

Guardar £n la unidad de Guardar configuracicn
disco duro local :

Cargar desde la unidad de
disco duro local : I Browse.

Restablecer |a configuracién del archivo |

Restablecer en los valores
predeterminados de Restablecer valores predeterminados de Fabrica
fabrica :

Restablecer todos los pardmetros en los valores
predeterminados de fabrica,

Reinicie el dispositivo : Reiniciar el dispositiva

[Bnrrar paquete de idioma: Eorrar I I

SISTEMA

La sezione Impostazioni sistema consente di riavviare il dispositivo o di ripristinare le mpostazioni
predefinite del punto di accesso, I ripristino delle impostazioni predefinite comporta la
cancellaziones di tutte |2 impostazioni precedent, incluse eventual regole create dall'utente,

E possibile sabvars |e mpostazioni di sistemna carrenti in un file del disco fisso locale 11 file salvato o
qualsiasi altro file di impostazioni salvato creato dal dispositivo pud quindi essere caricato nell'unita.

IMPOSTAZIONI SISTEMA

Salva su Disco fisso locale : Salva configurazione
Carica da disco fisso lacale : | Browse...

Ripristing configurazione da file |

Ripristina impostazioni

Drodefie Ripristina impostazion predefinite |

Ripristina tutte le impostazion predefinite,

Riavvio del dispositivo : Riavvio del dispositiva

I Cancella Language Pacl Cancella I

inun
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Status
Device Info

This page displays the current information for the DAP-1522. It will display the LAN and wireless LAN information.

General: Displays the access point’s time and firmware
version.

LAN: Displays the MAC address and the private (local)
IP settings for the access point.

Wireless LAN: Displays the wireless MAC address and your
wireless settings such as SSID and Channel.

- 12-LINK

DEVICE INFO

&)l of your network connection details are displayed on this page. The firmware version is aso

displayed here,

GENERAL

Firmware Version : 1.20 , 15:25:36 11/21/2008

Connection Type :

MAC Address
1P Address

Subnet Mask

Static IP
: 00:le:53:47:1f119
1 192,168.0.50

1 253,235.235.0

Default Gateway :

WIRELESS LAN

wireless Radio :

Status :

MAC Address :
Network Name(SSID) :
Channel :

Security Type :

Wi-Fi Protected Setup :

Enabled

disconnected
00158471119

dlink

1

Open | Disabled
Enabled / Mot Configurad

WIRELESS

Helpful Hints...

DAP-1522 SETUP ADYANCED MAINTENANCE STATUS HELP
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Logs

The access point automatically logs (records) events of possible interest in its internal memory. If there isn’t enough
internal memory for all events, logs of older events are deleted, but logs of the latest events are retained. The Logs
option allows you to view the access point logs. You can define what types of events you want to view and the level

of the events to view. This access point also has external Syslog Server support so you can send the log files to a
computer on your network that is running a Syslog utility.

What to View: There are three types of logs that can be viewed: [ »
System Activity, Wireless Activity, and Notice. Click gl

on the corresponding check box for the type(s) that
you want displayed in the log.

DEVICE IMFC

wiew the logs. You can define the event levels ta view.
Enable Select this check box and enter a Log Server name
Remote Log: or IP address to enable the remote log feature. whatta s sy S vk ey 5 e
Enable Remote Log : [ Log Server / IP Address 1| |
Apply Log Click this button to immediately filter the log results e g oetings Now ]
Settings Now: so that only the selected options appear in the Log
Details section of this screen.
Time Priority Message
Refresh: Updates the log details on the screen so it displays e R e R el
any rece nt aCt|V|ty Uptime 0 day 09:55:39 [wireless Jinitiate wWireless success

Uptime 0 day 09:55:38 [wireless 1Stop wireless success

Uptime 0 day 09:32:23 [S¥SaCT web login success from 192.168.0.5
. . Uptime 0 day 09:32:14 [S¥SACT] Device is operating in Bridge rode!

Clear: This OptIOI"I clears all of the |Og contents. Uptime O day 09:32:07 [Wireless linitiate Wireless success

Uptime 0 day 09:32:05 [wireless ]Stop Wireless success

Uptime 0 day 09:30:05 [S¥SaCT web login success from 192.168.0.5

Sa"e Log: ThlS 0pt|0n Wl” Save the acceSS p0|nt to a Iog f||e Uptime 0 day 09:27:59 [S¥SACT Iweb logout from 192, 168.0.5

on your computer.
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Help

mranli.

DAP-1522 SETUP ADYANCED MAINTENANCE STATUS | HELP

Setup Help
ADNVANCED o Wizard
e s Wireless
MAINTEMANCE o MNetwork Settings

STATUS

SETUR

Advanced Help
o Advanced Wireless

+ QoS

» Scheduls

Maintenance Help
s Admin
s Time
o System
o Firrnyare

Status Help
o Device Info

+ LOgs
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Section 4 - Security

Wireless Security

This section will show you the different levels of security you can use to protect your data from intruders. The
DAP-1522 offers the following types of security:

* WPA2 (Wi-Fi Protected Access 2) * WPA2-PSK (Pre-Shared Key)
* WPA (Wi-Fi Protected Access) * WPA-PSK (Pre-Shared Key)
* WEP (Wired Equivalent Privacy)

What is WEP?

WEP stands for Wired Equivalent Privacy. It is based on the IEEE 802.11 standard and uses the RC4 encryption

algorithm. WEP provides security by encrypting data over your wireless network so that it is protected as it is transmitted
from one wireless device to another.

To gain access to a WEP network, you must know the key. The key is a string of characters that you create. When
using WEP, you must determine the level of encryption. The type of encryption determines the key length. 128-bit
encryption requires a longer key than 64-bit encryption. Keys are defined by entering in a string in HEX (hexadecimal -
using characters 0-9, A-F) or ASCII (American Standard Code for Information Interchange — alphanumeric characters)
format. ASCII format is provided so you can enter a string that is easier to remember. The ASCII string is converted to
HEX for use over the network. Four keys can be defined so that you can change keys easily.
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What is WPA?

WPA, or Wi-Fi Protected Access, is a Wi-Fi standard that was designed to improve the security features of WEP (Wired
Equivalent Privacy).

The 2 major improvements over WEP:

* Improved data encryption through the Temporal Key Integrity Protocol (TKIP). TKIP scrambles the keys
using a hashing algorithm and, by adding an integrity-checking feature, ensures that the keys haven'’t
been tampered with. WPA2 is based on 802.11i and uses Advanced Encryption Standard (AES) instead
of TKIP.

» User authentication, which is generally missing in WEP, through the extensible authentication protocol
(EAP). WEP regulates access to a wireless network based on a computer’'s hardware-specific MAC
address, which is relatively simple to be sniffed out and stolen. EAP is built on a more secure public-key
encryption system to ensure that only authorized network users can access the network.

WPA-PSK/WPA2-PSK uses a passphrase or key to authenticate your wireless connection. The key is an alpha-numeric
password between 8 and 63 characters long. The password can include symbols (17*&_) and spaces. This key must
be the exact same key entered on your wireless bridge or access point.

WPA/WPA2 incorporates user authentication through the Extensible Authentication Protocol (EAP). EAP is built on a
more secure public key encryption system to ensure that only authorized network users can access the network.
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Configure WEP in AP Mode

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption
due to the added overhead.

1. Log into the web-based configuration by opening a web browser and entering the IP address of the access point
(192.168.0.50). Click on Setup and then click Wireless Settings on the left side.

2. Next to Security Mode in the Wireless Security Mode
section, select WEP. Security Mode : |wer v/
3.Nextto WEP Key Lengthinthe WEP section, selectboththe type wep |
of input (hexidecimal or ASCII) and the level of encryption (64- WEP Key Length : [e48i (10 her dgts) 9]
bit or 128-bit). Hex - (recommended) Letters A-F and numbers 0-9 ey :EE ::: :::3: : :
are Va“d. Default WEP Key :
Authentication :

4. Next to Default WEP Key and the first selection on the
drop-down menu, WEP Key 1. Enter a WEP key that you create in the WEP Key value and Verify WEP Key value
fields. Make sure you enter this key exactly on all your wireless devices. You may enter up to 4 different keys using
the Default WEP Key drop-down menu.

5. Next to Authentication, select Open or Shared Key.
6. Click Save Settings at the top of the window to save your settings. If you are configuring the access point with a

wireless adapter, you will lose connectivity until you enable WEP on your adapter and enter the same WEP key as
you did on the access point.
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Configure WPA-Personal (AP Mode)

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption
due to the added overhead.

1. Log into the web-based configuration by opening a web browser
and entering the IP address of the access point (192.168.0.50).
Click on Setup and then click Wireless Settings on the left
side.

WIRELESS SECURITY MODE

Security Mode : | wea-Personal ~|

WPA Mode : | adto (wea or wPa2) v |

. . . . . Cipher Type :
2. Next to Security Mode in the Wireless Security Mode section, Group Key Update Interval : Dn o

select WPA-Personal.

PRE-SHARED KEY

3. Next to WPA Mode in the WPA section, select Auto (WPA or Passphrase | |
WPA2), WPA2 Only, or WPA Only. Use Auto if you have
wireless clients using both WPA and WPAZ2.

4. Next to Cipher Type, select TKIP, AES, or TKIP and AES.

5. Next to Group Key Update Interval, enter the amount of time before the group key used for broadcast and multicast
data is changed.

6. Next to the Pre-Shared Key section, enter a key in the Passphrase field. The key is entered as a passphrase in ASCII
format at both ends of the wireless connection. The passphrase must be between 8-63 characters.

7. Click Save Settings at the top of the window to save your settings. If you are configuring the access point with a
wireless adapter, you will lose connectivity until you enable WPA-PSK on your adapter and enter the same passphrase
as you did on the access point.

»
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Configure WPA-Enterprise (AP Mode)

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption
due to the added overhead.

1. Log into the web-based configuration by opening a web browser
and entering the IP address of the access point (192.168.0.50).
Click on Setup and then click Wireless Settings on the left
side.

WIRELESS SECURITY MODE

Security Mode : |WPA—Enterprise vl

WPA Mode : | Adto (WRA or WRAZ) |+

. . . . ; Cipher Type :
2. Next to Security Mode in the Wireless Security Mode section, Group Key Update Interval : (seconds)

select WPA-Enterprise.

EAP (8D2.1X)

3. Next to WPA Mode in the WPA section, select Auto (WPA | ReoS Srer P adires:

or WPA2), WPA2 Only, or WPA Only. Use Auto if you have | rabius server shared secret : |
wireless clients using both WPA and WPAZ2.

4. Next to Cipher Type, select TKIP, AES, or TKIP and AES.

5. Next to Group Key Update Interval, enter the amount of time before the group key used for broadcast and multicast
data is changed.

6. Next to RADIUS Server IP Address in the EAP (802.1X) section, enter the IP Address of your RADIUS server.
7. Next to RADIUS Server Port, enter the port you are using with your RADIUS server. 1812 is the default port.
8. Next to RADIUS Server Shared Secret, enter the security key.

9. Click Save Settings at the top of the window to save your settings.
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Configure WEP (Bridge Mode)

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption
due to the added overhead.

1.Log into the web-based configuration by opening a web browser and entering the IP address of the bridge
(192.168.0.50). Click on Setup and then click Wireless Settings.

WIRELESS SECURITY MODE

2. For Security Mode in the Wireless Security Mode section, Security Made : [Ep =
select WEP.
wee ____________________________|
3. Nextto WEP Key Lengthinthe WEP section, selectboththe type WEP Key Length : et (0bexdats) 9]
ofinput (hexidecimal or ASCII) and the level of encryption (64- oty Ko e : :
bitor 128-bit). Hex - (recommended) Letters A-F and numbers 0-9 Default WEP Key :
are valid. Authentication :

4. For the Default WEP Key and the first selection on the drop-down menu, WEP Key 1. Enter a WEP key that you
create in the WEP Key value and Verify WEP Key value fields. Make sure you enter this key exactly on all your
wireless devices. You may enter up to 4 different keys using the Default WEP Key drop-down menu.

5. For Authentication, select Open or Shared Key.

6. Click Save Settings to save your settings. If you are configuring the access point with a wireless adapter, you will lose
connectivity until you enable WEP on your adapter and enter the same WEP key as you did on the access point.
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Configure WPA-Personal (Bridge Mode)

It is recommended to enable encryption on your wireless access point before your wireless network adapters. Please
establish wireless connectivity before enabling encryption. Your wireless signal may degrade when enabling encryption
due to the added overhead.

]

. Next to Security Mode in the Wireless Security Mode section,

.Log into the web-based configuration by opening a web browser and entering the IP address of the bridge

(192.168.0.50). Click on Setup and then click Wireless

Settings On the Ieft S|de Security Mode : |WPA Persanal

WPA Mode : | Auto (WP or WRAZ) (v

select WPA-Personal. Cipher Type :

Group Key Update Interval : |:| (seconds)

. Next to WPA Mode in the WPA section, select Auto (WPA or

WPA2), WPA2 Only, or WPA Only. Use Auto if you have passphrase : | |
wireless clients using both WPA and WPAZ2.

.Next to Cipher Type, select TKIP, AES, or TKIP and AES.

. Next to Group Key Update Interval, enter the amount of time before the group key used for broadcast and multicast

data is changed.

. Next to the Pre-Shared Key section, enter a key in the Passphrase field. The key is entered as a passphrase in ASCII

format at both ends of the wireless connection. The passphrase must be between 8-63 characters.

. Click Save Settings at the top of the window to save your settings. If you are configuring the access point with a

wireless adapter, you will lose connectivity until you enable WPA-PSK on your adapter and enter the same passphrase
as you did on the access point.
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Connect to a Wireless Network
Using Windows® XP

Windows® XP users may use the built-in wireless utility (Zero Configuration Utility). The following instructions are for
Service Pack 2 users. If you are using another company’s utility or Windows® 2000, please refer to the user manual
of your wireless adapter for help with connecting to a wireless network. Most utilities will have a “site survey” option
similar to the Windows® XP utility as seen below.

i) Wireless networks detected x

If you receive the Wireless Networks Detected bubble, click e e
on the center of the bubble to access the utility.

or

Change Windows Firewall settings

Right-click on the wireless computer icon in your system tray
(lower-right corner next to the time). Select View Available -
Wireless Networks. View Available Wireless Networks

Open Network Connections

15 Wireless Network Connection 6 |z‘
Network Tasks Choose a wireless network

g Refresh network list Click an item in the list below to connect to a wireless network in range or to get more

The utility will display any available wireless networks in your
area. Click on a network (displayed using the SSID) and click
the Connect button. ‘P

@ Learn about wireless Unsecured wireless network ||][|[|[|
networking ———

(“ﬂﬂ

form
;}], Set up a wireless network (( )) Test -~
for a home or small office ﬁ
Unsecured wireless network .uﬂ“u

default

¢ Change the order of [l o
preferred networks ¥ Security-enabled wireless network ailll

If you get a good signal, but cannot access the Internet,
check you TCP/IP settings for your wireless adapter. Refer
to the Networking Basics section in this manual for more
information.

@ Change advanced
settings

bwork:

: key. If you want to connect to this

(“a))

3
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Configure WEP

It is recommended to enable WEP on your wireless bridge or access point before configuring your wireless adapter.
If you are joining an existing network, you will need to know the WEP key being used.

1. Open the Windows® XP Wireless Utility by right-clicking Change Windons Firenal settings
on the wireless computer icon in your system tray Open Netwark Cannections
(lower-right corner of screen). Select View Available Repair
Wil‘eless Networks Yiew Available Wireless Networks

4" Wireless Network Connection 6 |X|

Hetwork Taols Choose a wireless network
g Refresh network list Click an item in the list below to connect to a wireless network in range or to get more
information,
3 ) A~
R R I R
Unsecured wireless network l[l[l[lﬂ
. . . . default
2. Highlight the wireless network (SSID) you would like to Related Tasks (4 ™ "
. i b irel Unsecured wireless network alll
connect to and click Connect. Y ety e —
{?)
Ch the order of : =)
* pr:f:?reed :e‘;::u:rrkso 'r_;) Security-enabled wireless network lluuu

testl

'w Change advanced
settings -
W Security-enabled wireless network

(t?)) ~N il
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3. The Wireless Network Connection box will appear. Enter the  RUEE o gennETy
same WEP key that IS on your access pOInt and CIICk ConneCt' The network 'testl’ requires a network key (also called a WEP key or WPA key). A network

key helps prevent unknown intruders from connecting to this netwark.

Type the key, and then didk Connect.

It may take 20-30 seconds to connect to the wireless network. If the
connection fails, please verify that the WEP settings are correct. LR I |
The WEP key must be exactly the same as on the wireless access Cufn il |
point. [ comect | [ cancel |
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Configure WPA-PSK

It is recommended to enable WEP on your wireless bridge or access point before configuring your wireless adapter.

If you are joining an existing network, you will need to know the WEP key being used.

1. Open the Windows® XP Wireless Utility by right-clicking
on the wireless computer icon in your system tray
(lower-right corner of screen). Select View Available
Wireless Networks.

2. Highlight the wireless network (SSID) you would like to
connect to and click Connect.

Change Windows Firewall settings

Open MNetwork Connections

Repair
Yiew Available Wireless

1] Wireless Network Connection 6

Network Tasks Choose a wireless network

MNetworks

< getup a wireless network
=
for a home or small office ({?))

Related Tasks ({?))

i) Learn about wireless
networking

(X]
g Refresh network list Click an item in the list below to connect to a wireless network in range or to get more
information,
Test A
Unsecured wireless network l[l[l[lﬂ
default
Unsecured wireless network IDI][II]
salestest
'r_;) Security-enabled wireless network lluuu

(t@)
* Change the order of
preferred networks
s

(3» Change advanced
settings

(“i?)

5 testl

fal . )
W Security-enabled wireless network

This ne k requires a network key. If you want to connect to this

S ne K res esd
network, didk Connect.
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3. The Wireless Network Connection box will appear. Enter the
WPA-PSK passphrase and click Connect.

It may take 20-30 seconds to connect to the wireless network. If the
connection fails, please verify that the WPA-PSK settings are correct.
The WPA-PSK passphrase must be exactly the same as on the
wireless access point.

Wireless Network Connection

The network 'testl’ requires a network key (also called a WEP key or WPA key). A network
key helps prevent unknown intruders from connecting to this netwark.

Type the key, and then didk Connect.

Metwork key: | | |

Canfitr netwark key: | |

[ Connect J [ Cancel ]
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Connect to a Wireless Network
Using Windows® Vista

Windows® Vista users may use the convenient, built-in wireless utility. Follow these instructions:

From the Start menu, go to Control Panel, and then click on 2 :
Network and Sharing Center. R

Network and Sharing Center

Wiew full map

A . ;
b e

WIFL-PC Multiple netwaorks Internet
(This cermnputer)

BL¢ D-Link (Public network)
-

Access Local only
Connection Wireless Network Connection 2 (D-Link}

! Signal strength: Excellent

_S¢ Unidentified network (Public network)
Access Local only

Connection Local Area Connection

[ Sharing and Discovery
Socikn Network discoves ry
Internet Options File sharing

Windows Firewall Public folder sharing

The utility will display any available wireless networks in your
area. Click on a network (displayed using the SSID) under

Select a network to connect to and then click the Connect Y R S—
bUttOﬂ . Show [Aii

:
ﬁ D-Link Unsecured network !!!!!

== Name: D-Link

Signal Strength: Excellent
Security Type: Unsecured
Radio Type: 802.11g
SSI0: D-Link

Set up a connection or network
Open Network and Sharing Center
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Click Connect Anyway to continue.

The utility will display the following window to indicate a
connection is being made.

The final window indicates the establishment of a successful
connection.

The next two pages display the windows used to connect to
either a WEP or a WPA-PSK wireless network.

D-Link is an unsecured network

@ comnect Anyway
Information sent over this network might be visible to others.

# Connect to a different network

Connecting to D-Link

N
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Configure WEP

It is recommended to enable WEP on your wireless bridge or access point before configuring your wireless adapter.
If you are joining an existing network, you will need to know the WEP key being used.

Click on a network (displayed using the SSID) using WEP
under Select a network to connect to and then click the

Connect button.

Enter the appropriate security key or passphrase in the field
provided and then click the Connect button.

Select a network to connect to

Show [All -
Eh D-Link Security-enabled network !!!!!

Radio Type: 802.11g
SSID: D-Link

Type the network security key or passphrase for D-Link

The person who setup the network can give you the key or passphrase.

Security key or passphrase:

= ¥ you have a USE flash drive with network settings for D-Link, insert it now.
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Configure WPA-PSK

It is recommended to enable WEP on your wireless bridge or access point before configuring your wireless adapter.
If you are joining an existing network, you will need to know the WEP key being used.

Click on a network (displayed using the SSID) using WPA-PSK
under Select a network to connect to and then click the Connect

button.

Enter the appropriate security key or passphrase in the field
provided and then click the Connect button.

Select a network to connect to

Show [All -

&h D-Link Security-enabled network

Name: D-Link
Signal Strength: Excellent
Security Type: WPA-PSK
Radio Type: 802119
SSID: D-Link

Type the network security key or passphrase for D-Link

The person who setup the network can give you the key or passphrase.

Security key or passphrase:

[ Display characters

£ Hyouhavea USB flash drive with network settings for D-Link, insert it now.
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Troubleshooting

This chapter provides solutions to problems that can occur during the installation and operation of the DAP-1522.
Read the following descriptions if you are having problems. (The examples below are illustrated in Windows® XP. If
you have a different operating system, the screenshots on your computer will look similar to the following examples.)

1. Why can’t | access the web-based configuration utility?

When entering the IP address of the D-Link access point (192.168.0.50 for example), you are not connecting to a
website on the Internet or have to be connected to the Internet. The device has the utility built-in to a ROM chip in the
device itself. Your computer must be on the same IP subnet to connect to the web-based utility.

* Make sure you have an updated Java-enabled web browser. We recommend the following:

* Internet Explorer 7.0 or higher
* Firefox 3.0 or higher

* Verify physical connectivity by checking for solid link lights on the device. If you do not get a solid link light, try using
a different cable or connect to a different port on the device if possible. If the computer is turned off, the link light may
not be on.

* Disable any internet security software running on the computer. Software firewalls such as Zone Alarm, Black Ice,
Sygate, Norton Personal Firewall, and Windows® XP firewall may block access to the configuration pages. Check the
help files included with your firewall software for more information on disabling or configuring it.
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* Configure your Internet settings:

» Go to Start > Settings > Control Panel. Double-click the Internet Options Icon. From the Security tab,
click the button to restore the settings to their defaults.

» Click the Connection tab and set the dial-up option to Never Dial a Connection. Click the LAN Settings
button. Make sure nothing is checked. Click OK.

* Go to the Advanced tab and click the button to restore these settings to their defaults. Click OK three
times.

* Close your web browser (if open) and open it.

* Access the web management. Open your web browser and enter the IP address of your D-Link access point in the
address bar. This should open the login page for your the web management.

* |f you still cannot access the configuration, unplug the power to the access point for 10 seconds and plug back in.
Wait about 30 seconds and try accessing the configuration. If you have multiple computers, try connecting using a
different computer.

2. What can | do if | forgot my password?

If you forgot your password, you must reset your access point. Unfortunately this process will change all your settings
back to the factory defaults.

To reset the access point, locate the reset button (hole) on the rear panel of the unit. With the access point powered
on, use a paperclip to hold the button down for 10 seconds. Release the button and the access point will go through
its reboot process. Wait about 30 seconds to access the access point. The default IP address is 192.168.0.50. When
logging in, the username is admin and leave the password box empty.
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3. Why can’t | connect to certain sites or send and receive emails when connecting through my access
point?

If you are having a problem sending or receiving email, or connecting to secure sites such as eBay, banking sites, and
Hotmail, we suggest lowering the MTU in increments of ten (Ex. 1492, 1482, 1472, etc).

Note: AOL DSL+ users must use MTU of 1400.

To find the proper MTU Size, you’ll have to do a special ping of the destination you’re trying to go to. A
destination could be another computer, or a URL.

¢ Click on Start and then click Run.

e Windows® 95, 98, and Me users type in command (Windows® NT, 2000, and XP users type in cmd)
and press Enter (or click OK).

* Once the window opens, you’ll need to do a special ping. Use the following syntax:

C:~>ping yahoo.com —Ff -1 1482
ping [url] [-f] [-]] [MTU value] Pinging yahoo.com [66.94.234.131 with 1482 bytes of data:

Packet needs to be fragmented but set.
needs to be fragmented but set.
needs to be fragmented but set.
needs to be fragmented but set.

Ping statistics for 66.94.234.13:
Packets: Sent = 4. Received = B, Lost = 4 (188x loss>.
Approximate round trip times in milli—seconds:

Example ping yahoo.com _f _I 1472 Minimum = Bms,. Maximum = Bns. Average = Bms

C:~>ping yahoo.com —F -1 1472

Finging yahoo.com [66.94.234.131 with 1472 bytes of data:

66.94.234_.13: bytes=1472 time=93ms TIL=52
66.94.234_.13: bytes=1472 time=189ms TTL=52
66.94.234_.13: bytes=1472 time=125ms TTL=52
Reply from 66.94.234_.13: bytes=1472 time=283ms TTL=52

Ping statistics for 66.94.234.13:

Packets: Sent = 4. Received = 4, Lost = B8 (Bx loss),.
Approximate round trip times in milli—seconds:

Minimum = ?3mz, Maximum = 2B83mz. Average = 132ms

|
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You should start at 1472 and work your way down by 10 each time. Once you get a reply, go up by 2 until you get a
fragmented packet. Take that value and add 28 to the value to account for the various TCP/IP headers. For example,
lets say that 1452 was the proper value, the actual MTU size would be 1480, which is the optimum for the network

we’re working with (1452+28=1480).

Once you find your MTU, you can now configure your access point with the proper MTU size.

To change the MTU rate on your access point follow the steps below:
* Open your browser, enter the IP address of your access point (192.168.0.50) and click OK.

* Enter your username (admin) and password (blank by default). Click OK to enter the web configuration
page for the device.

* Click on Setup and then click Manual Configure.
* To change the MTU enter the number in the MTU field and click Save Settings to save your settings.

* Test your email. If changing the MTU does not resolve the problem, continue changing the MTU in
increments of ten.
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Wireless Basics

D-Link wireless products are based on industry standards to provide easy-to-use and compatible high-speed wireless
connectivity within your home, business or public access wireless networks. Strictly adhering to the IEEE standard,
the D-Link wireless family of products will allow you to securely access the data you want, when and where you want
it. You will be able to enjoy the freedom that wireless networking delivers.

A wireless local area network (WLAN) is a cellular computer network that transmits and receives data with radio signals
instead of wires. Wireless LANs are used increasingly in both home and office environments, and public areas such
as airports, coffee shops and universities. Innovative ways to utilize WLAN technology are helping people to work and
communicate more efficiently. Increased mobility and the absence of cabling and other fixed infrastructure have proven
to be beneficial for many users.

Wireless users can use the same applications they use on a wired network. Wireless adapter cards used on laptop
and desktop systems support the same protocols as Ethernet adapter cards.

Under many circumstances, it may be desirable for mobile network devices to link to a conventional Ethernet LAN in
order to use servers, printers or an Internet connection supplied through the wired LAN. A Wireless Access pointis a
device used to provide this link.
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What is Wireless?

Wireless or Wi-Fi technology is another way of connecting your computer to the network without using wires. Wi-Fi
uses radio frequency to connect wirelessly, so you have the freedom to connect computers anywhere in your home
or office.

D-Link is the worldwide leader and award winning designer, developer, and manufacturer of networking products.
D-Link delivers the performance you need at a price you can afford. D-Link has all the products you need to build your
network.

How does wireless work?

Wireless works similar to how cordless phone work, through radio signals to transmit data from one point A to point
B. But wireless technology has restrictions as to how you can access the network. You must be within the wireless
network range area to be able to connect your computer. There are two different types of wireless networks Wireless
Local Area Network (WLAN), and Wireless Personal Area Network (WPAN).

Wireless Local Area Network (WLAN)

In a wireless local area network, a device called an Access Point (AP) connects computers to the network. The access
point has a small antenna attached to it, which allows it to transmit data back and forth over radio signals. With an
indoor access point as seen in the picture, the signal can travel up to 300 feet. With an outdoor access point the signal
can reach out up to 30 miles to serve places like manufacturing plants, industrial locations, college and high school
campuses, airports, golf courses, and many other outdoor venues.
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Wireless Personal Area Network (WPAN)

Bluetooth is the industry standard wireless technology used for WPAN. Bluetooth devices in WPAN operate in a range
up to 30 feet away.

Compared to WLAN the speed and wireless operation range are both less than WLAN, but in return it doesn’t use
nearly as much power which makes it ideal for personal devices, such as mobile phones, PDAs, headphones, laptops,
speakers, and other devices that operate on batteries.

Who uses wireless?

Wireless technology as become so popular in recent years that almost everyone is using it, whether it’s for home,
office, business, D-Link has a wireless solution for it.

Home
* Gives everyone at home broadband access
* Surf the web, check email, instant message, etc.
* Gets rid of the cables around the house
* Simple and easy to use

Small Office and Home Office
* Stay on top of everything at home as you would at office
* Remotely access your office network from home
* Share Internet connection and printer with multiple computers
* No need to dedicate office space
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Where is wireless used?

Wireless technology is expanding everywhere not just at home or office. People like the freedom of mobility and it’s
becoming so popular that more and more public facilities now provide wireless access to attract people. The wireless
connection in public places is usually called “hotspots”.

Using a D-Link Cardbus Adapter with your laptop, you can access the hotspot to connect to Internet from remote
locations like: Airports, Hotels, Coffee Shops, Libraries, Restaurants, and Convention Centers.

Wireless network is easy to setup, but if you’re installing it for the first time it could be quite a task not knowing where to

start. That's why we’ve put together a few setup steps and tips to help you through the process of setting up a wireless
network.

Tips

Here are a few things to keep in mind, when you install a wireless network.

Centralize your access point or Access Point

Make sure you place the bridge/access point in a centralized location within your network for the best performance. Try
to place the bridge/access point as high as possible in the room, so the signal gets dispersed throughout your home.
If you have a two-story home, you may need a repeater to boost the signal to extend the range.

Eliminate Interference

Place home appliances such as cordless telephones, microwaves, wireless speakers, and televisions as far away as

possible from the bridge/access point. This would significantly reduce any interference that the appliances might cause
since they operate on same frequency.
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Security

Don’t let your next-door neighbors or intruders connect to your wireless network. Secure your wireless network by
turning on the WPA or WEP security feature on the access point. Refer to product manual for detail information on
how to set it up.

Wireless Modes

There are basically two modes of networking:

e Infrastructure — All wireless clients will connect to an access point or wireless bridge.

¢ Ad-Hoc — Directly connecting to another computer, for peer-to-peer communication, using wireless
network adapters on each computer, such as two or more wireless network Cardbus adapters.

An Infrastructure network contains an Access Point or wireless bridge. All the wireless devices, or clients, will connect
to the wireless bridge or access point.

An Ad-Hoc network contains only clients, such as laptops with wireless cardbus adapters. All the adapters must be in
Ad-Hoc mode to communicate.

D-Link DAP-1522 User Manual 97



Appendix B - Networking Basics

Networking Basics

Check your IP address

After you install your new D-Link adapter, by default, the TCP/IP settings should be set to obtain an IP address from
a DHCP server (i.e. wireless router) automatically. To verify your IP address, please follow the steps below.

Click on Start > Run. In the run box type emd and click OK.

s (CYWINDOWS\system 32\cmd. exe
At the prompt, type ipconfig and press Enter. Microsoft Windows XP [Uersion 5.1.2688]

(C>» GCopyright 1985-28P1 Microsoft Corp.

This will display the IP address, subnet mask, and SiEEEEITEIEEIERE LS

the default gateway of your adapter. et ie i

Ethernet adapter Local Area Connection:
If the address is 0.0.0.0, check your adapter A U T I
installation, security settings, and the settings Default Gateway :

C:“Documents and Settings>_

on your access point. Some firewall software
programs may block a DHCP request on newly
installed adapters.

If you are connecting to a wireless network at a hotspot (e.g. hotel, coffee shop, airport), please contact an employee
or administrator to verify their wireless network settings.
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Statically Assign an IP address

If you are not using a DHCP capable gateway/access point, or you need to assign a static IP address, please follow
the steps below:

Step 1
Windows® XP - Click on Start > Control Panel > Network Connections.
Windows® 2000 - From the desktop, right-click My Network Places > Properties.

Step 2
Right-click on the Local Area Connection which represents your D-Link network adapter and select Properties.

Step 3
Highlight Internet Protocol (TCP/IP) and click Properties.

Step 4
Click Use the following IP address and enter an IP address that is on the same subnet as your network or the LAN
IP address on your access point.

Internet Protocol (TCP/IP) Properties

Example: If the access point's LAN IP address is 192.168.0.1 , make your IP address Jaenod | selincs sesmned ouforliah ot elcik st
192.168.0.X where X is a number between 2 and 99. Make sure that the number | ™™™

you choose is not in use on the network. Set Default Gateway the same as the LAN s

IP address of your access point (192.168.0.1). P addss EENCEC

Subnet mask: | 255 . 255 . 2

Drefault gateway: \M_I

Set Primary DNS the same as the LAN IP address of your router (192.168.0.1). The

Secondary DNS is not needed or you may enter a DNS server from your ISP. S —
et DS sever E—

Step 5

Click OK twice to save your settings. -
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Technical Specifications

Standards Modulation
e [IEEE 802.11n * 11b: DQPSK, DBPSK and CCK
* [IEEE 802.11a e 11a/g: BPSK, QPSK, 16QAM, 64QAM, OFDM
* [IEEE 802.11¢g * 11n: BPSK, QPSK, 16QAM, 64QAM, OFDM, MCS
* [IEEE 802.11b
e [IEEE 802.3 Frequency Range?
* |IEEE 802.3u * 2.4GHz to 2.483GHz * 5.15GHz~5.825GHZz?
Security LEDs
* WPA-Personal * Power * Bridge
* WPA2-Personal * AP * LAN
* WPA-Enterprise
* WPA2-Enterprise Operating Temperature
* 64/128-bit WEP * 32°F to 104°F ( 0°C to 40°C)
Wireless Signal Rates' Humidity
* 300Mbps ¢ 108Mbps * 90% maximum (non-condensing)
*54Mbps ¢ 48Mbps
* 36Mbps ¢ 24Mbps Safety & Emissions
*18Mbps ¢ 12Mbps *FCC *CE
* 11Mbps * 9Mbps °|IC e C-Tick
* 6Mbps * 5.5Mbps *CSA
* 2Mbps * 1Mbps
Dimensions
Maximum Operating Voltage e =5.75inches
* 3.3V * W =4.5inches

*H=1.25inches
Maximum Operating Current
* 1435 mA

"Maximum wireless signal rate derived from IEEE Standard 802.11g, 802.11a and Draft 802.11n specifications. Actual data throughput will vary. Network conditions
and environmental factors, including volume of network traffic, building materials and construction, and network overhead, lower actual data throughput rate.
Environmental conditions will adversely affect wireless signal range.

2Range varies depending on country’s regulation.

%The DAP-1522 doesn’t include 5.25-5.35GHz & 5.47~5.725GHz.
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